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Prepared by:  CST Team 
 
 

This addendum is based on the CST 4th quarter 2018 recommendation (RSU1812- all service 
through end of September 2018 not already marked RSU and PE 
resolution/HIPER/Security/Integrity/Pervasive PTFs and their associated requisites and supersedes 
through November 2018).       
 
The contents of this addendum (RSU1901) are PE resolution and HIPER/Security/Integrity/Pervasive 
PTFs and their associated requisites and supersedes through the end of December 2018; however, 
the following products/tools are all service through the end of December 2018 not already marked 
RSU:  
 

o IBM 31-bit SDK for z/OS,Java Technology Edition, V8 SR3 FP12 PTF UI41123 
o IBM 64-bit SDK for z/OS,Java Technology Edition, V8 SR3 FP12 PTF UI41124  
o WebSphere Application Server for z/ OS V9.0 - Service Level 9.0.0.10 - All service    
o WebSphere Application Server for z/ OS V8.5 – Service level 8.5.5.14 - All service through 

PTF UI48569    
 

 
If more information is needed regarding our CST 4th quarter recommendation, the URL follows:   

http://www-03.ibm.com/systems/z/os/zos/support/servicetest/ 
 

 
 
Problems Encountered 
 
The APARs listed in the table below represent the problems the CST team encountered during the month 
following the quarterly recommendation; however, if a problem was encountered and corrected for this 
recommendation, it will not be listed in the table below.  The APARs listed below are either open, or their 
associated PTFs were not yet available for testing in the CST environment prior to this recommendation.  
Customers should verify APAR status through normal means.   
 
Note:  Consolidated Service Test does not replace the regular service procedure. If a problem is 
encountered with product code, you should report the problem to IBM support.  
 
 
 
 

           
CICS/TS 5.3  

PH07976 Transaction CFCT not security checked at startup 

  

z/OS V2R3   

OA56709 MSGGEO565W system not hyperswap ready for new global after JES3 DSI                                                              

  

  

GDPS 4.1.0  

PH04680 GDPS Health Check GDPS_CHECK_SPOF receives Abend0C4 

PH06154 GDPS loses freeze capability after ENF LISTENER Abend0C4 

PH06112 GDPS unexpected takeover WTOR during takedown 

  

GDPS 3.14  

PH07988 SDF alerts not deleted  

 



 

 

 
 
 
 
How is the Customer going to obtain and install the CST 4th quarter 2018 addendum level (RSU1901) 
of service? 
 

Please proceed to the CST website for the steps involved.  The URL is:  
http://www.ibm.com/servers/eserver/zseries/zos/servicetst/  

 
 
 
 
 
For Questions and Comments    
 
     To submit questions or comments regarding Consolidated Service Test or the CST Web site, please use 
the feedback form on the CST web site.  The URL is: 
http://www.ibm.com/servers/eserver/zseries/zos/servicetst/contact.html) 
 
 
 
 
Appendix A:  Excluded Maintenance  
 
z/OS V2R2 Exclude (UA97632) 
  
z/OS V2R3 Exclude (UA97630)   


