
SUMMARY

Th is  e xciting ne w  product e nable s  organ-

iz ations  to cre ate  e nforce able  s e curity 

policie s  us ing natural language . Bus ine s s  

le ade rs  w h o k now  h ow  inform ation s h ould be  

prote cte d can cre ate  th e  policie s  w ith out 

ne e ding to k now  w h e re — or h ow — th at infor-

m ation is  s tore d. Com pliance  can be  de m on-

s trate d by producing re ports  in a form at 

w h ich  can be  e as ily unde rs tood by all partie s . 

IBM  Se cure  Pe rs pe ctive  include s  th e  tools  

you ne e d to cre ate  organiz ationally 

appropriate  s e curity policie s  and runs  on 

i5/O S® , W indow s ® , and AIX® . 

For orde ring inform ation contact your local IBM 

re pre s e ntative  or IBM Bus ine s s  Partne r. Product 

id 5733-PS1. For m ore  inform ation s e e  our 

w e bs ite . w w w .ibm .com /s ys te m s /i/s e curity for 

inform ation on products  and s e rvice s  available  

and dow nload our Se cure  Pe rs pe ctive  flas h  

de m o. 
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  SECURE PERSPECTIVE
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A natural language  Java™  bas e d tool th at 

h e lps  re duce  cos ts , boos t productivity and 

im prove  policy s e tting and com pliance  

m onitoring.

A NEW  PERSPECTIVE ON 

TRADITIONAL SYSTEM SECURITY

IBM

Se cure  Pe rs pe ctive

Bridging th e  Divide  Be tw e e n 

Policy and Practice

CREATE

policie s  w ith  bus ine s s  le ade r 

involve m e nt

MAP

te rm s  from  th e  policy to digital as s e ts

DEPLOY

an unde rs tandable  policy

ENFORCE

policie s  w ith  th e  click  of a button

VERIFY

com pliance  and cre ate  e as y to re ad 

re ports

SUBMIT

ch ange  to all obje cts  – or s ubje cts

ROLLBACK 

policie s  to a de fining point



Se cure  Pe rs pe ctive  include s  th e  tools  

you ne e d to cre ate  organiz ationally 

appropriate  s e curity policie s . Th e  natural 

language  approach  h e lps  you de fine  an 

unde rs tandable , m e aningful s e curity 

policy. O nce  th e  policy h as  be e n de cide d 

th e  ch ange s  can be  applie d at th e  touch  

of a button. Not s ure  w h at th e  e ffe ct w ill 

be ? Th e n ch oos e  to run th e  pre dict tool 

prior to applying any ch ange s . 

O nce  ch ange s  h ave  be e n applie d, 

com pliance  can be  ch e ck e d at any tim e  

and an e as y to unde rs tand, graph ical 

re port produce d. Th e  re port is  s o cle ar 

th at it can be  give n to auditors , re gulatory 

s pe cialis ts  or m anage rs  w ith out a re -

w rite . Th is  h e lps  to incre as e  productivity 

and re duce  e rrors .

IBM Se cure  Pe rs pe ctive

Se cure  Pe rs pe ctive  is  th e  tool of 

ch oice  for e nte rpris e s  th at: 

1. Ne e d to de fine  a s e curity policy e as ily 

unde rs tood by all partie s   

2. Cre ate  and apply th e  policy acros s  s ingle  

s ys te m s  or e ntire  s ys te m  groups  

3. Ne e d to s h ow  com pliance  to non-

te ch nical e ntitie s  in a w ay th at is  e as y to 

re ad 

FEATURE

Pote ntial BENEFITS

Policy m apping in 

natural language

•Incre as e d productivity

•Eas ily de fine d, m appe d and im ple m e nte d 

by te ch nical and non-te ch nical te am  

m e m be rs  w ork ing toge th e r

•Re duce s  m is unde rs tanding

•A s ys te m atic approach  in th e  form  of 

pre cis e  and actionable  proce s s e s  re duce s  

ris k  and tim e

•Th e  natural language  approach  de fine s  an 

unde rs tandable  s e curity policy th at is  

m e aningful for all partie s  w ith in a bus ine s s

•Re q uire s  no s pe cialis t s k ills  or unde r-

s tanding of de taile d ope rating s ys te m  

s e curity 

Apply policy 

ch ange s  at th e  

touch  of a button 

•Pre dictor ch e ck s  policy actions  for 

proble m s  prior to apply

•Pre dictor als o ch e ck s  to e ns ure  th at 

pre vious ly allow e d policie s  h ave  not be e n 

dis allow e d

•W h e n finaliz e d, apply of policy can be  

done  agains t a group or e ntire  s ys te m s , at 

th e  pus h  of a button

•Policy can be  rolle d-back  to s pe cific points  

s h ould an une xpe cte d e rror occur

Ge ne rate  com p-

liance  re ports  for a 

group or e ntire  

s ys te m

•Re ports  are  m e aningful, w ritte n in natural 

language  and th e re fore  e as ily unde rs tood 

by inte rnal and e xte rnal partie s , including 

bus ine s s  le ade rs /auditors  

W H Y A POLICY BASED SECURITY TOOL? 

Se curity policy is  an organiz ation s pe cific 

q uality th at can be  pote ntially difficult to 

m e as ure . H ow e ve r, w ith  a policy in place  th at 

gove rns  e ve ryth ing th at is  e nforce d, th e  policy 

be com e s  th e  m e as ure  of an organiz ation’s  

s e curity. Th e  policy, as  crucial as  it is , can 

only be  as  e ffe ctive  as  its  cre ation, im ple m -

e ntation, and m ainte nance . Th e re fore , it 

s h ould be  e ve ry organiz ation’s  goal to 

s tre ngth e n and s afe guard th e ir s e curity by 

us ing th e  appropriate  tools  to m anage  th e  

proce s s . 

AT A GLANCE: 

•Cre ate  your policie s  us ing natural language  

•Pre dict ch ange  be h avior prior to 

im ple m e ntation 

•Im ple m e nt s e ttings  at th e  s ys te m  le ve l or 

acros s  m ultiple  s ys te m s  

•Rollback  to a s e t point if re q uire d 

•K e e p a re cord of policy application &  

com pliance  activity 

•Provide  com pliance  re ports  for inte rnal or 

e xte rnal age ncie s  




