Problem Determination -- table of contents

8: Problem Determination
8.1: Problem Determination versus Tuning
8.2: Messages
8.2_messages. Message reference
8.2.1: How to View Messages
8.3: Logs and Trace
8.4: Enabling and Reading ORB Trace
8.5: Problem Determination Quick Reference
8.5.1: Common Plug-in Problems
8.5.2: Administrative Client Problems
8.5.3: Installation Problems
8.6: Diagnosing Configuration and Installation Problems
8.7: Using Application Level Facilities
8.7.1: ORB-related Minor Codes
8.8: Using Internal Tools
8.8.1: Log Analyzer
8.9: Thread Dumps
8.10: Applying e-fixes
8.11: Resource Reference

8.12: How to Get Help from IBM



8: Problem determination

Whether you are a beginner or experienced user, the following problem determinationsection leads you to resources and techniques to help you identifyand
respond to problems.

Navigate through the problem

« What kind of problem do | have?

« What component is causing the problem?
Resour cesfor identifying problems

WebSphere Application Server topology

Bookmark the Problem Deter mination QuickRefer ence table for a quick reference to the followingproblem determination information and techniques. The
tableisacollection of al the resources included in solving your problems.

Navigate through the problem

The following list provides symptoms to identify problems and navigate to recovery. Choose the symptom that best fits your problem - ask yourself What kind of
problem isit? and What component is causing the problem?

What kind of problem is it?

« Instalation of WebSphere Application Server, or its components, was not successful

« The WebSphere administrative server will not start

« An application server will not start

« Cannot access any servlet, JSP file or HTML file from a browser

« Cannot access a specific servlet, JSP file or HTML file from a browser

o A serviet or JSPfile displays an error or Java exception instead of the correct output

« Cannot start the administrative console

« A Javaclient application will not start

« A Javaclient application cannot make an enterprise bean call

« An error occurs generating deployed code for an enterprise bean

« An error occurs when installing an enterprise application

« My servlet, JSP file or session enterprise bean cannot connect toa third party software package
« Secured Socket Layer (SSL) encrypted requests ("https://...") do notwork

« Cannot access the administrative console after enabling security

« Authorized users cannot access the servlet, JSP file or HTML file when security is enabled
« Unauthorized users can access the servlet, JSP file or HTML file security is enabled

« Users have access problems even after entering valid log-in information

« Form-based login is not working

« Errorsaredisplayed after configuringgeneral security

« When mapping usersto securityroles, the lists of users and groups are empty

o HTTP sessions are not created,or are dropped between Web requestsin a session

« Cloned application server is never reached

« Cannot start the cloned application server, or load or start the cloned servlet or enterprise bean

Which component is causing the problem?

Choose the product components causing the problem:
o Administrative server
« Administrative client
o Servletsand JSPfiles
o Cannot access any servlet, JSP file or HTMLfile from a browser
o Cannot access a specific servlet from a browser
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o A servlet or JSP file displays an error or Java exceptioninstead of the correct output
HTTP session
User profile
Classpath and dynamic classloading
Virtual hosting
HTTP plug-in
Enterprise beans, EJB modules and EJB containers
Connection pooling
Bootstrap port

Resources for identifying problems

Y ou can perform problem determination at different levels within your system.Several resources are available for identifying problems:

Logs and trace

Messages
Tools

WebSphere Application Server topology

It isimportant to understand the topology of the system and how your application fits into thistopology. The following information explains how the components
work together, and disusses the processes necessaryfor proper function of WebSphere Application Server.

The following is the process and components involved in the WebSphere Application Server "plumbing." Eachcorresponds to the topology picture below:

1
2.
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The browser sends a URL request to the HTTP server.

The WebSphere Application Server plug-in examines the URL and based on comparisons to the product_installation_root/config/plugin-cgf.xml file,
dispatchesit to the proper servlet (a user-defined servlet or one of the servlets provided).

. If the servlet classis not loaded, the dynamic class loader installs the servlet.
. Servlet init(), then doGet() or doPost.
. Methods are called to do application-specific work.

When enterprise beans are needed, a create is done on a home interface. The home interface is received during initialization from a INDI |ookup.

. The Web container instantiated the enterprise bean. If it is an entity bean, then data source and JDBC drivers are used to find out what database URL to

use. Thereisaconnection from the connection pool.

. Methods are called on the enterprise bean remote interface and executed by the enterprise bean.
. SQL is executed. Results are retrieved.

10.
11.

Data beans are created and passed to JSPfiles.
The JSP file generates the HTML that is sent back through the plug-in to the browser.
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See the InfoCenter article 1.3: Prerequisites for information regarding prerequisiteinformation. The administrative database contains configuration information for
the administrative server or servers. An application database contains customer application data.

WebSphere Application Server provides the data source interface to connect and access these databases. This providesflexibility and efficiency to the application
developer because it does not matter which underlying database you choose.

During installation, the Web server that will interact with the WebSphere Application Server isidentified. Depending on which Web server isidentified, a
different plug-in codeisinstalled. The plug-in communicates viaHTTP to theinternal HT TP server, which thenroutes the requests to the Web container.

The application server also contains two subcomponents, the Web container and EJB container. The Web container interfaces with the plug-in code to service
HTTP requests from a Web browser. The EJB container interfaces with the Web container or EJB clients to support access to enterprise beans. Both the Web
container or EJB container can access the customer application data.

Protocols

« RMI/IIOP

Thisinterface is provided by the CORBA component of the IBM-supplied Java 2 SDK which isinstalled with WebSphere Application Server. This
interface allows an application to transparently access Java objects that are located either locally or remotely. Thisinterfaceis aso used for interactions
between the administrative server, the administrative client and the application server.

. SSL
SSL encryption is used internally when security is enabled. Web servers can also be configured to use SSL for secure communication with browsers. In
addition, SSL can be used for secure communication with browsers like https-type URLSs.

« HTTP
Thisinterface is the externally defined interface used by Web browsers. The Web server can service the HTTP request or pass the request to the
application server.

« JDBC

Thisinterface is defined by Java and allows Java programs to access data within the supported databases.

« SOAP
The SOAP protocol is alightweight protocol that supports the exchanged of information in a decentralized, distributed environment. SOAPisan
XML -based product consistingof three parts:

1. An envelope defining aframework for describing what is contained in a message and how it is processed.
4
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2. A set of encoding rules for expressing instances of application-defined data types.
3. A convention for representing remote procedure calls and responses.
4. SOAP isthe key foundation for implementing Web services. SOAP is transported viaHTTP.

Installation of WebSphere Application Server, or its components, was not successful

Does the installation process
o Hang (freezesin mid-installation with no error message)?
o Display a message dialog?
o Finish, but with missing components?

Installation hangs

Check the wssetup.log.Does it show any errors? Scan the entire installation log for "error."Finding no errors indicates that the final step was successful,
but the intermediate steps might not have completed.

Look for errorsindicating that the installation program wasunable to read from afile, write or overwrite afile. Filepermission problems could have
occurred.

If wssetup.log does not display errors, or ends in mid-processwith no errors, look at the command session from which the installationwas launched. In a
Windows NT environment, this means executing setup.exefrom a DOS window instead of double-clicking it from within Windows NT Explorer).When
the installation hangs, look at the window, does it display an operatingsystem error or Java exception?

If it does not display an error, or the error messageis not helpful for diagnosing the problem, record any messages displayed,and obtain help from IBM.

Installation displaysmessage dialog

What kind of problem does the installation program message dial ogindicate?
o Insufficientdisk space
o Insufficientsoftware prerequisite level - this problem isindicated by a messagelike, A ver si on of <supporting software> that
does not matchrequirenents for this product has been detected
o File permissionproblems

o Other - obtain helpfrom IBM

Installation -insufficient disk space

Does the system have the amount of disk space needed (asindicated by the dialog box)?

Windows NT/2000:
1. Open Windows NT/2000 Explorer.
2. Right-click the drive where you are installing WebSphere Application Server.
3. Select Propertiesto view the amount of space available.
If the capacity islessthan what is required, you cannot installWebSphere Application Server on thisdrive. If the capacity is sufficient, but the
availablespace is not, delete enough files to provide the amount of space needed.
UNIX
o Usethe df -k command to view the available spacein your WebSphere Application Server file system. If necessary, contact the system
administrator to increasethe space.

If you have sufficient disk space and are receivingan insufficient space message, obtain help fromlBM.

Insufficientsoftware prerequisite level

L ook for requirements for supporting software in the InfoCenter article 1.3: Prerequisites.

If you find that you have the appropriate prerequisites, obtainhelp from IBM.

Installationfinishes, but components are missing

If installation is complete, but theproduct directories have not been created,files are missing, or service panel entries or Start menu iconshave not been
added, check the file wssetup.log. 5
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o Look for errors indicating that the installation program was unableto read from afile, write to afile, or overwrite afile. Filepermission problems
could have occurred.

If wssetup.log does not display errors, or ends in mid-processwith no errors, look at the command session from which the installationwas launched (in a
Windows NT environment, this means executing setup.exefrom a DOS window instead of double-clicking it from within Windows NT Explorer).

When the installation hangs, look at the window -- doesit display an operating system error or Java exception?

If it does not display an error, or the error messageis not helpful for diagnosing the problem, record any messages displayed,and obtain help from IBM.

Installation -File permission problem

Installation will be unsuccessful if:

o Theuser ID, under which the installation is running does not haveauthority to read the installation files or to write to (or overwrite filesin) the
target installation directory.

o WebSphere Application Server and related processes have not been stopped beforeperforming installation. Before installing WebSphere
Application Server, stop the relatedprocesses. Here is how to stop the related processes.

= Unix
Stop all of the related processes identified by running thecommand ps-€f | grep java

= Windows NT/2000
Use the Task Manager to stopall of the related processes named java, jre or jrew

o Web servers and Web administrative servers should also bestopped

= Windows NT/2000
Stop the Web server and Web administrative server in theservices panel

= UNIX
IHS can be stopped using the apachect| stop command.Other Web servers come with similar start and stop commands.

TheWebSphere administrative server will not start

If the WebSphere Administrative server has never started,there might have been a problem with the installation. If any of thefollowing conditions apply,
check for installationproblems:

o The wssetup.logdisplays errors
o The product_installation_rootdirectory has not been created
o The WebSphere Application Server, Services panel entryor WebSphere Application Server Start menu items are missing (Windows NT/2000)

Was the Nannyprocess unsuccessful in starting the administrative server? (UNIX)

If the installation is complete, the following are possible reasons why the administrative server failed:
o The user ID under which WebSphere Application Server is being started (specifiedat installation time) lacks sufficient authority.
= Windows

The user 1D should have administrative-level authority.If the serving machine is on aWindows NT domain, the user |D should be
defined(as an administrative ID) both on the local system and on the domain.

= UNIX
The user 1D should have root-level authority.If WebSphere Application Server is running as a non-root |D, besure to follow the
appropriate setup steps.
o During installation, the database specified for WebSphere Application Server to useas its repository has not been created. Review the InfoCenter
article2: Installation, and select the link for your platformand database.
o Therepository has not had its database manager started.If you do not know how to start the database, review the InfoCenter article2: Installation,
and select the link for your platformand database or contactthe database administrator.
o The user ID and password specified at installation for access to WebSphere Application Server's database are incorrect. The values for these fields
can be found in product_installation_root.They are encrypted, but can be temporarily overtyped with new values (theywill be overwritten with
encrypted values when WebSphere Application Server starts successfully).

Usejdbctest to check the availability of the WebSphere Application Serverrepository database.

The jdbctest tool is available for download. Follow the instructions for downloading andinstalling the tool. When running the tool, use the same user ID
andpassword to connect to your database asis specified in the admin.configfile. Running jdbctest this way will indicate whether WebSphere Application

Server canconnect to its repository.

If these steps do not reveal problems, the next stepis to check the file product_installation_rootfor errors. If thereis no tracefilefile, or it is empty, try
todiagnose the problem by launching the administrative server from the command lineby executing adminser vice.exe (Windows NT/2000) or
startupServer.sh (UNIX) andlook for errors displayed in the command window.

In general, if the tracefile or command window does not displayerrors, and the messageopen f or e- busi ness isdisplayed, WebSphere
Application Server is startedand running.

If open for e-business doesnot display, the tracefile or command window will display errorsindicating repository database file permissionor
authority problems. If there areproblems with the repository, review the steps for installationfor your platform and database types. If WebSphere
6Application Server was able tocreate the file product_installation_root, try running the Log Analyzer for any warningsor errors that explain the problem.
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If the administrative server does not start (no"open for e-business"), and tracefile, command window and Log Analyzerdisplay no errors, or the errors are
not helpful, obtainhelp from IBM.

Nanny processunsuccessful

On UNIX systems, a separate process called "Nanny" launches the administrative server and attemptsto launch it again if it fallsThereisrarely a
problem with the Nanny process, but the Nanny.tracefile should be checked. If the file displays that the Nanny attemptedto start the administrative server

multiple times, this means that the Nanny process is healthy, but that the administrativeserver cannot start. Therefore, proceed with diagnosing the
administrative serverproblem.

If an error like
E Administrative server creation Error creating new process. 001: Not owner

isdisplayed, it might indicate that the correct procedurefor running WebSphere Application Server as a non-root user onUNIX platforms has not been
followed.

Verifying security settings

Here's where to look to verify security settings:

o Administrative console Security Center
= Global settings (authentication mechanism, enabled versus. disabled, etc)
» Role-to-user bindings
= Enterprise bean "run-as' mappings

o Application Assembly Tool
= Web application security roles (in Web module "security roles" propertieswithin enterprise application)
= Enterprise bean security roles (enterprise bean module "security roles" properties within enterprise application)
» Enterprise bean role references, if any (enterprise bean module "security roles" properties within theenterprise application)
= Enterprise bean method permissions (enterprise bean module "security roles" properties within enterprise application)
= Servlet security roles (Web module "security roles" properties within enterprise application)
= Servlet role references, if any (Web module "security roles" propertieswithin enterprise application)
= Servlet security constraints (Web module "security constraints' propertieswithin enterprise application)

An application server will not start

There are two main reasons an application server fails tostart.

1. A subcomponent of the applicationserver, like an enterprise application or enterprise bean will not load or start,because it is configured
improperly, depends on afile, database or otherobject which is missing or corrupted. Thisisindicated by one ormore of the following symptoms:
= Dialog boxes that pop up while the administrative server is attemptingto start, with messages like, Command <server nane>. start
Sub- commander r or . Click Detailsin the dialog box displaysa Java exception indicating a problem with a particular Web applicationor
enterprise bean, like amissing EAR file.

= Error messages signified by ared triangle in the bottom pane of the administrative console with text like Conmmand <ser ver
nane>. start Sub-conmander r or, following thenormal st arti ng appli cati on server message. These messageswill be
followed by aConmand <server nane>.start Sub-commanderror message. Selecting an error message and then clicking
Details displays a Java exception indicating a problem with a particularWeb application, like amissing EAR file.

= Messagesin thetracefile like ADSMD104W Failed to initializea server: <server name>,followed by Java
exceptions indicating problemswith specific components, like
comibmejs.smexception. OpException:file:product_installation_root/install edApps/ Sanpl es. ear
does not exi st . These exceptions will be followed by a message like, Act i veEJBSer vW ADSMD104W Failed to
initialize a server.

2. The application serveris configured improperly so that it cannot start, for example, because aninvalid Java option has been specified in its startup
command.

If there are no errors in the administrative console or tracefileindicating the cause of the problem, check to see if theapplication server's standard output or
error file have been created.If so, check them for clues about why the application server did not start. Try running the Log Analyzerfor any warnings or
errors that explain the problem.

If you cannot find any error messages, or the error messagesare not helpful in diagnosing the problem, gather the errorsand obtain help from IBM.

A subcomponent of the applicationserver like an enterprise application or enterprise bean will
not load or start

The following are reasons why a subcomponent fails to load:
1. The EARfilewhichisinstalled in an enterprise applicationis missing. Thisisindicated by an error in the administrative console andtradefile like
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comibm ejs.smexception. OpException: file:product_installation_root/installedApps/ Sanpl es. ear
does not exi st . Thismessagecorresponds to an existing enterprise application found under the enterpriseapplications folder in the
administrative console. If this happens, copy theexisting deployed EAR file to the indicated directory. If no deployedEAR file exists, or if you
don't know if the EAR file is deployedor deployable, refer to installingenterprise applications.

2. The database upon which a persistent (CMP or BMP) enterprise bean dependsdoes not exist, or the application server does not have sufficient
database authorityto accessit. Thiskind of problem isindicated in the applicationserver's standard output file by messagesbeginning with Er r or

creating CWP persister using data source... orErrorstarti ng CMP bean. These messages indicate both the name of
theenterprise bean and and data source upon which it is based. When this happens,click the installed EJB modules administrative console to
examine the propertiesof enterprise beans under the application server. Click on the bean's General and CM Pdata sour ce tabs to verify the name
of the enterprise beans data source and databaseuser |D and password, and correct if necessary.

If there are no errors in the administrative consoleor tracefile that indicate the causeof the problem, check if the applicationserver's standard output or
error file have been created. 1fso, check them for clues about why the application server did not start.Y ou should also try running the Log Analyzerfor any
warnings or errors that explain the problem.

If there are other errors relating to starting subcomponentsof an application server, but they are not helpful or self-explanatory,obtainhelp from IBM.

The application serveris configured improperly

An application server can be configured improperlyin away that will prevent it from starting. Here are the ways:

o Thereisan invalid Java command-line argument. ThiscanresultinaCri ti cal Error diaog box appearing when attempting to start an
applicationserver, with adetailed error of com i bm ej s. sm excepti on. St al eActi veoj ect | nvocat i onExcepti on.Arguments
to the Java command for an application server can be viewedby selecting the affected application server in the administrative console,
selectingthe JVM settingstab of its properties and then choosing AdvancedJVM settings, and viewing the command line argumentsfield. The
offending argument will appear in the applicationserver's standard error file; search on "Unrecognized option:". Correctthis field if necessary,

apply the change, and then stop and restart theapplication server.

o Thereisan invalid trace specification argument. From the applicationserver's perspective, thisis aso an invalid command-line argument.See
tracing WebSphere Application Server components forhow to enable component tracing and for the correct syntax.

Cannot access any servlet,JSP file, or HTML file from a browser

If you are unable to access any Web resource from a browser,these are the possible causes:

o Thereisaproblem with the Web server. Thisis usually easy to detect. If you cannot see the wel come page ofthe HTTP server (entering a URL of
"http://<server name>"), thisisthe case.

= The physical Web server is down or not available.
Can you see that the machine is running, or run ping <hostname>from the machine on which your browser is running, to ensure that it
isavailable?
If the machineis started and running, but you cannot pingthe machine, there might be network configuration or firewall issues that prevent
the browsingmachine from connecting to the Web server. Contact the network administrator or system administrator.

= The Web server and WebSphere Application Server are running on separate machines,but cannot communicate with each other.

= TheWeb server used to serve WebSphere Application Server-bound requests has not been started.On Windows NT/2000, look in Control
Panel > Services to see ifthe service has been started. On UNIX, look for Web serving processesby issuing the command ps-ef | grep |
http. There should be one ormore processes displayed as output.

= |f the Web server is running, and the machinecan be pinged, but you cannot see the welcome page from abrowser,or if you cannot get the
Web server to start, contact the vendor of theWeb server for help. If the Web server isIBM HTTP Server, obtainhelp from IBM.

o The plug-in has not been properlyinstalled or configured, causing the Web server communicatingimproperly with WebSphere Application Server.
Thisislikely if the browser displays amessage like The page cannot be foundor The requested URL /<appcont ext
name>/ <servlet or JSP file nane> was not found on this server.

o The application server in which the servlet has been installedwas not started, or cannot start. This can be the case if you are seeing a message like

Internal ServerError - The server encountered an internal error or msconfiguration andwas unabl e
to conpl ete your request inthebrowser. Check the administrativeconsole and verify that the resource's application server stateis
indicated bya green "+" next to it under nodes > <node name> > <Application Servers> > <appserver name>.

o The enterprise application, Webmodule, or Web resource cannot be loaded for service by WebSphere Application Server.Thisisindicated by an
error in the browser likeError 500: Failedto | oad target servlet [<servlet nane>] ,andanerrorinthe WebSphere
Application Serverconsolelike Ser vl et Error (Root + 1)-[<servlet name>]: Failed toload servlet:
javax. servl et. Servl et Exception: Servlet [<servlet name>]:Could not find required servlet class -
<cl assnane>. cl ass.

If none of these conditions apply, examine the following files for clues:
o The Web server error log (logs/error.log in the Apacheor IHS directory structure)
o Theplug-inlog file (name and location specified in the fileproduct_installation_root/config/plugin-cfg.xml, defaults to native.log)

Also, try accessing your resourcedirectly from WebSphere Application Server's built-in HTTP server, bypassing the productionWeb server. If thisis
successful, the problem is withthe Web server or the Web server's WebSphere Application Serverplug-in.

If you cannot view the resource directly from WebSphere'sHTTP server, thereis a problem loading or servingthe Web resource.

8
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The plug-in has not beenproperly installed or configured

This could be the caseif any of the following are true:

n}

O

O

There were error dialog boxes during the installation ofthe Web server plug-in
Errorsindicating plug-in-related installation problems inwssetup.log

The Web server's own plug-in configuration file (httpd.conffor Apache or IHS, obj.conf for iPlanet or Netscape) displays no modificationsafter the
installation.

Thereis no plugin-cfg.xml filein the product_installation_root/config directory of the Web server machine

The Web server's own error log, like Apache's /loggerror.log),displays the Web server accessing its own directory structure tofind resources,
instead of forwarding the request to WebSphere Application Server (e.g., "Filedoes not exist: f:/ibm http server/htdocs/servlet/snoop")

If thisistrue, repeat theprocedure for installing the plug-in. If the Web server is remote(not on the same machine as WebSphere Application Server itself)
make sure you are installingthe plug-in on the Web server machine, and then copy the file plugin-cfg.xmifrom the WebSphere Application Server server
machine to the Web server machine.

If the plug-in is properly installed, theseare the next steps:

m}

0

0

0

0

If your Web server is Domino, review the InfoCenter article 6.6.45.9:Manually updating the Domino Web server configuration file.
Check common plug-in problems

Verify the plug-in configuration settingsthat manage Web server-application server communications.

Verify that the Web server's ownconfiguration file has been properly updated

Look at the plug-in log file(name and location specified per application server in the product_installation_root/config/plugin-cfg.xml file) for
cluesto the problem

If these steps do not yield results, gather the HTTP server'serror.log, the plug-in log file (if any), and the plugin-cfg.xml file, andobtainhelp from IBM.

Cannot access a specific servlet,JSP file or HTML file from a browser

When a specific servlet, JSP file or HTML file cannot be accessedfrom a browser, the first question to ask is, what is the scope of the problem?

)

)

The problem extends to allof the resources served by WebSphere Application Server (no servlet, JSP file or HTML pageis accessible), all
resources served by the same application server, orall the resourcesin the same enterprise application

The problem islimited to a particular servlet. Ifthisis true, some possible causes are:

= Theclassfile which contains theservlet code is missing, not in the right location, or has a name whichdoes not match what WebSphere
Application Server islooking for.

= A supporting class (that is, EJB clientclasses, third-party database access classes) is missing or not on theclasspath. Thisis most likely the
scenario if you get amessage likeunabl et o | oad ser vl et inthe administrative console the first time the servletis accessed. This
can also happen when its application server is started, and the application server's standarderror file indicates a class other than the servlet
classitself.

= The URI being entered for the servletis not correct

= The servlet or JSP file is malfunctioning. This mightbe the case if the browser, tracefile, administrative console, or activity log
displaysUncaught service() exception thrown by servl et (ageneric exception indicatingapplication problems). Also,
this might happen if the class throwing an exception in these filesis not a WebSphere Application Server class (has a package name
beginning "com.ibm").If thisisthe case, discuss the problem with the provider ofthe serviet or JSP file. If necessary, follow suggestions
for debugginga servlet or ISP file.

If none of these resolve the problem, look for errors inthe following locations:

u}

u}

The containing application server'sstandard error and output files
Search on the resource name andlook for errors indicating the application server had problems loadingthe resource

The plug-in trace file
Look for whether there are errors associated with the resource

Check for common plug-in problems

The Web server's error.log and access.log
Look for errors and messages indicating the Web server attempted to forward therequest to WebSphere Application Server and if it received a
response.

Try running the LogAnalyzer for any warnings or errors that explain the problem.

If none of these steps resolve the problem, or yield errormessages or warnings which are not helpful, obtainhelp from IBM.

Cannot start the administrative console

If you attempt to start the administrative client, and the interface is not displayed, or if you see adialog box or window briefly and then shutsdown, verify
these items:

)

u}

Ensure WebSphere Application Server's administrativeserver is started and running
If you are running the console remotely (not on the same machine as theWebSphere administrative server) 9


http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/root.html
http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/06064509.html
http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/06064500.html
http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/root.html

= Do you have TCP/IP connectivity between the machine that is running the console and the machine that is running WebSphere Application
Server. Canyou run the ping <hostname> command on the console machine, where<hostname> is the | P address or hostname of the
WebSphere Application Server serving machine?If not:

= The WebSphere Application Server machine might be down
= The console machine might not have access to the server machinelf so, contact the network administrator and ask these questions:
= What isthe server machine's | P address or hostname on the network'sname server?

» |sthereisafirewall between the two machines? If so, isthe WebSphere Application Serverbootstrap port (default 900)
opened in the firewall?

= Areyou accessing the administrative console indirectly through a display export utilitylike Hummingbird Exceed? If so, install the
administrative clientlocally (you can install just this piece of WebSphere Application Server) and launch it againstthe server by executing
the command adminclient <remote-host-name>.

= What happensif the consoleis run from a different machine? Ifthat works, there is an issue particular to the failing machine, likenetwork
access to the WebSphere Application Server machine.

o WebSphere Application Server might not be listening for client requests on the default port(900). Ask the WebSphere Application Server
administrator if the bootstrap port has been changed from the default of 900.

o Istheversion of WebSphere Application Server the same asthe version of the administrative client? Different versions, revision,and different fix

pack levels between the two can cause failure. Typically, thisresultsin alow-level Java exception like Cl assCast Except i onor
Nul | Poi nt er Except i on inthewindow from which the client was launched.

o If you Cannot access the administrative server after enabling security, ask these questions:

= Did alog-in prompt display when the console was launched? If not,the security was enabled since the console was installed,and the
console does not know that the server is secured. Thiscan happen, for example, if the console is running remotely. Checkthefile
product_installation_root/properties/sas.client.props on theclient machineif the client machineis different from the server. Ensure the
following properties matchthe values in sas.server.props on the serving machine:

= com.ibm.CORBA .securityEnabled
= com.ibm.CORBA .loginUserid
= com.ibm.CORBA.loginPassword

= If alog-in challenge appeared, but the user ID and password were rejected,check the file
product_installation_root/properties/sas.client.props onthe client machine, if different from the server. Ensure thefollowing properties
match the values in sas.server.props on the servingmachine:

= com.ibm.CORBA .loginUserid
= com.ibm.CORBA.loginPassword
If none of these tips help:
o Look at the window from which the console was launched. There might beerrors or exceptions helping to explain the cause of the problem.

o Look at WebSphere Application Server product_installation_root/logs/tracefilefile. If the console program contacted the server and was rejected,
there might be related errors.

o Runthe Log Analyzer on the server machineand look for warnings and errors
If none of these steps help, gather any error messages and dial ogs fromthe client, Log Analyzer, and tracefile file, and obtain help from IBM.

My servlet or JSP file cannot call or connect to third party software

If the servlet or JSP file uses classes provided by athird partyvendor, or connects with a running process external to WebSphere Application Server such
as a database or CORBA server, the following are potential causes of problems:

o TheJAR file or directory containing the software's supportingclassesis not on the servlet or JSP files classpath. Thisisindicated by M ssi ng
cl ass errorsorj ava. | ang. cl assNot Found exceptionsin the application server's standard error or output files. These files also indicatethe
missing class. Ensure supportingclasses are provided to the servlet or JSPfile.

o Thethird party software depends on arelease of the JavalDK that is not compatible with WebSphere Application Server JDK. If this
happens,low-level errors or exceptionslikej ava. | ang. O assCast Except i on might occur.Verify with the third party software vendor or
its documentation that the softwareis compatible with the WebSphere Application Server JDK level. See the InfoCenter article 1.3: Prerequisites
for more information regarding prerequisite information.

A servlet or JSP file displays an error or Java exception insteadof the correct output

What is the scope of the problem?
o If caling aservlet or JSP file results only in an error messagein the browser, look at the hints for "Cannot accessa particular servlet from a
browser".

o If the servlet is functioning, but parts of the output are missing (that is, image files do not display), then theservlet links to components incorrectly,
or the subcomponents are missingor in the wrong directory. Check the resource references to other resources.

= Do thefilesthey refer to exist?
= Arethe references correct?

= Referencesthat begin with "/" start from the document rootof the current Web application. If the reference does not start with a"/" the
current path of the host resource is proposed to the called resource'sURI.

o If the servlet is functioning, but its outputdoes not appear to be correct (that is, output does not appear to matcha user's search criteria), then follow
10
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the steps for debugginga servlet or JSPfile.

If none of these steps help in resolving the problem, gatherthe Web server error and access |ogs, WebSphere Application Server's tracefile,the application
server's standard error andoutput file, and the native.logfile, and obtain help from IBM.

Unauthorized users canaccess servlet, JSP file, or HTML file when security is enabled

If unauthorized users can access a secured resource, theseare the steps to follow:

o Ensurethat al of the stepsnecessary to secure the resource have been followed. Enablingsecurity in the administrative console is not enough. In
summary, these stepsare:

= Enabling security and setting global security propertiesin the administrative consol€'s Security Center
= Defining security roles for the enterprise application inthe Application Assembly Tool (AAT)
= Mapping security rolesto security role references, if any,established by enterprise beans or servlet provider in the AAT
= Mapping enterprise bean methods to security roles, if any, inthe AAT
= Creating security constraints for servietsin the AAT
= Mapping security roles to security constraintsin the AAT
» Create aWeb resource collection under the constraint tomap URL s and methods to the constraint
= Defining "run-as' roles for enterprise beans at enterprise applicationinstallation time or in the administrative console's Security Center.
= Map rolesto actual user or group IDs, at enterprise applicationinstallation time or in the administrative consol€'s Security Center.
o If security has been set up, verifythe settings. Specifically, for aservlet, verify that:
= At least one security role has been created in the Web modulethe affected servlet belongsin
= A security constraint has been created in the Web modulewhere the affected servlet belongs, which containsthe role
= A Web resource collection has been created in the securityconstraints, which contains the affected servlet's URL pattern and methods
» Verify that accessto aresource's role has not been grantedto all usersin the Security Center in the administrative console.

= |f morethan onelogical URL name for aresource has beendefined (that is, the same physical servliet MyServlet.class can beaccessed as
"http://<hostname>/myapp/serviet/MyServlet" and "http://<hostname>/myapp/serviet/MyServlet2")make sure that all URLs are mapped to
aconstraint in the AAT.

o The process for verifying access to a JSP file is the same asthat for a serviet

o HTML pages not served by WebSphere Application Server, Advanced Edition 4.0.x, cannot be secured by WebSphere Application Server. If an
HTML fileisto be secured, the URIs and theresources must be packaged in a Web application archive.

o If the unauthorized access isto an enterprise bean, also verifythe settings. Specifically, verify that:
= At least one security role was created in the enterprise bean modulewhere the affected enterprise bean belongs

= A method permission object in the enterprise bean module containingthe affected enterprise bean, was created in thesecurity constraints.
The security constraints maps the security role to the affected enterprise bean's remote and home interface methods.

= Verify that access to the enterprise bean's role has not been grantedto the authorized users, groups, "Everyone”, or "All authenticatedusers”
in the Security Center in the administrative console.

= |f accessto an enterprise bean fails when called from anotherenterprise bean (that is, by a session enterprise bean, which isaclient of a
CMP bean), ensure that the client enterprise bean hasits "run-as" identity set inappropriately.

If none of these steps reveal the source of the unauthorizedaccess, run the Log Analyzer.

If the source of problem is still not apparent, gatherthe following files:
o tracefile
o product_installation_root/properties/sas.server.props
o the standard error and outputfrom the affected application server
o activity log
o Web server access and error logs
and obtain help from IBM.

Authorized users cannot accessthe servlet, JSP file, or HTML file when security is enabled

If Authorized users (that is, users entering valid | Ds and passwords)cannot access a secured resource, follow these tips:

o Ensureal of the stepsnecessary to secure the resource have been followed. Enablingsecurity in the administrative console is not enough. In
summary, these stepsare:

= Enabling security and setting global security propertiesin the administrative consol€'s Security Center

= Defining security roles for the enterprise application inthe AAT

= Mapping security roles to security role references, if any,established by enterprise bean or servlet provider, in the AAT

= Mapping enterprise bean methods to security roles, if any, inthe AAT

= Creating security constraints for servletsin the AAT

= Mapping security roles to security constraintsin the AAT

» Create aWeb resource collection under the constraint tomap URL s and methods to the constraint 11
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= Defining "run-as' roles for enterprise beans when the enterprise applicationis installed or in the administrative console's Security Center.
» Map rolesto actual user or group |Ds when the enterprise applicationisinstalled or in the administrative consol€'s Security Center.
o If security has been set up, verifythe settings. Specifically, for a serviet, verify that:
= At least one security role has been created in the Web module wherethe affected servlet belongs
= A security constraint has been created in the Web modul ewhere the affected servlet belongs, in which contains the role
= A Web resource collection has been created in the securityconstraints which contains the affected servlet's URL pattern and methods

= Verify that access to aresource's role has been grantedto the affected user, a group the user isin, to "Everyone" or to "Allauthenticated
users’ in the Security Center in the administrative console

= |f morethan one logical URL name for aresource has beendefined (that is, the same physical servliet MyServlet.class can beaccessed as
"http://<hostname>/myapp/serviet/MyServlet" and "http://<hostname>/myapp/serviet/MyServlet2")make sure that all URLs are mapped to
aconstraint in the AAT

o The process for verifying access to a JSP file is the same asthat for a serviet
o If the unauthorized access isto an enterprise bean, also verifythe settings. Specifically, verify that:
= At least one security role has been created in the enterprise bean modulewhere the affected enterprise bean belongs

= A method permission object in the enterprise bean module, which containsthe affected enterprise bean, has been created in thesecurity
constraints. The security constraints map the security role to the affected enterprise bean'sremote and home interface methods.

= Verify that access to the enterprise beans role has been granted tothe authorized user ID's or groups, or to "Everyone”, or to "All
authenticatedusers' in the Security Center in the administrative console

= |f unauthorized access of an enterprise bean occurs when it is calledfrom another enterprise bean (that is, by a session enterprise bean
whichisaclient of aCMP bean), ensure that the client enterprise bean does not have its "run-as" identityset inappropriately

o Look foraut hori zation fail edandauthentication fail ed-typemessagesin thetracefile. These will display what user ID is
beingused to authenticate and which resource it is being checked againstwhen accessfails.

= Authorization failures occur when WebSphere Application Server finds the user IDin its system, but it is not authorized to access the
resource

= Authentication failures occur when WebSphere Application Server does not findthe user ID and password in its registry (operating system,
LTPA server, orpluggable registry). This can happen because:

= Theuser ID isnot in the system, because it is missingor amistyped or intentionally bogus user ID was entered
= Aninvalid password was entered by the user
» The settings for accessing and searching the registry areinvalid or too narrow

If none of these steps reveal the source of the access problem,run the Log Analyzer.

If the source of problem is still not apparent, gatherthe following files:
o tracefile

o product_installation_root/properties/sas.server.props
o the standard error and outputfrom the affected application server
o activity log
o Web server access and error logs
and obtain help from IBM.

Users have access problems even after entering valid log-in information

If users can successfully access a secured Web session, but cannot access another page in the same Web session, here are sometips:

o Arethe users going to a page in the same Web applicationthat is not secured? If the user encounters an unsecured resourcein their navigation path
within the same Web application, the credentials are lost. The resolution is to secure everything that the user in the Web application
mightreasonably accessin a session.

o If the application is cloned across multiple servers, ensurethat single sign-on is enabled in the administrative console's Security Center.Also, make
sure the domain and realm fields are the same on all servers.

o If ahost's short name is being used to access the affectedresources, try using the full Internet domain namein the URL.
If none of these steps reveal the source of the problem,run the Log Analyzer.

If the source of problem is still not apparent, gatherthe following files:
o tracefile
o product_installation_root/properties/sas.server.props
o the standard error and outputfrom the affected application server
o activity log
o Web server access and error logs
and obtain help from IBM.

1I;orm-based login is not working


http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/root.html
http://localhost/0802_makepdf/ae_orig/nav_PDguidenav/root.html

What kind of problem are you having with form log-in?
o If the user is not redirected to the form when accessinga secured resource:
= Check thetips for unauthorizedaccess problems

= Temporarily switch from form log-in to basic challenge inthe administrative consol€e's Security Center. If basic challenge works, the
resourcehas been secured correctly, but there is something wrong with how the formlog-in implemented.

» Ensuretheform's URI as entered in the Security Centeris correct

= |f the user is entering the WebSphere Application Server's short name,try entering the complete domain name in the browser when
accessing thesecured URI

o If the user isdirected to the form, but logging in witha valid user Id and password does not work (that is, avalid user is not grantedaccess to the
resource)

» Check thetips for authorizedaccess problems

= Temporarily switch from form log-in to basic challenge inthe administrative consol€e's Security Center. If basic challenge works, the
resourcehas been secured correctly, but there is something wrong with how the formlog-in implemented.

» Verify that the form pagehas been created with the correct form field names
If none of these steps reveal the source of the problem,run the Log Analyzer.

If the source of problem is still not apparent, gatherthe following files:
o tracefile

o product_installation_root/properties/sas.server.props
o the standard error and outputfrom the affected application server
o activity log
o Web server access and error logs
and obtain help from IBM.

Errors are displayed after configuringgeneral security

If you are unable to save the general security settings inthe Security Center of the WebSphere Application Server console, it is probably because the
valuesare incorrectly specified on the Authentication tab. The values direct WebSphere Application Server on how to communicate with the system
(operating system, LDAP server,or classes that you provide), which then verifies user IDs and passwords.For details on these fields, see help on
global security settings.

If you are using LDAP, verify:

o The hostname has connectivity to the WebSphere Application Server servermachine (that is, the hostname can be pinged from a command
window)

o The port isthe one the LDAP server islistening on (usually389)
o The Security Server ID and password are valid on thetarget LDAP server

o The user filter is correct for the way that the SecurityServer ID and other user I Ds are stored in the system (that is, if a clausein the filter specifies
"inetOrgPerson:uid", that users are stored in theL DAP server with object type of inetOrgPerson, and that the "uid” fieldisfilled in)

o The Bind Distinguished Name and password are valid valuesfor binding to the LDAP server. Verify this by manuallybinding to the LDAP server
using its own administrative GUI, or by runningthe "ldapsearch" utility provided with LDAP servers.

If you are using the local operating system as your userregistry system, verify that:
o The user ID has root-type authority (UNIX) or

o The account isamember of the administratorsgroup and must have the rightsto "L og on as a service" and "Act as partof the operating
system."(Windows NT/2000) If you are using a Windows NT domain,the user ID must be an administrator in the Windows NT domain.

If you are using the pluggable registry, verify that:
o Theclass used to implement the CustomRegistry interfaceis on Classpath

If none of these steps help, try to save the global securitysettings, then run the Log Analyzer.

If the source of problem is still not apparent, gatherthe following files:
o tracefile

o product_installation_root/properties/sas.server.props
o activity log
and obtain help from IBM.

When mapping users to securityroles, the lists of users and groups are empty

If thelist of available users and groups is empty in theSecurity Center, ensure that:
o If you are using LDAP server as the user registry, it is started and running
o Thefilter settings specifying object type and attributename, match the way users are stored in the LDAP server
o Theway you search for users (“*") is valid when plugged into thefilter's placeholder (“%v"). Verify this by using the [dapsearch utilitygf the
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LDAP server.
o The Bind Domain Name and password are corrected. Verify this by using theldapsearch utility of the LDAP server.

o The Base Domain Nameis correct and at alevel inthe LDAP directory structure where it contains the user IDs that you want to selectfrom. Verify
this by using the Idapsearch utility of the LDAP server.

o If you are using the operating system as your registry, verify that:
= Theuser ID has root-type authority (UNIX) or

= The account isamember of the administratorsgroup and must have the rightsto "Log on as a service" and "Act as partof the operating
system.” (Windows NT/2000) If the machine is amember of an Windows NT domain,the user ID must also be an administrator in the
Windows NT domain.

o If you are using a pluggable registry, verify the class used to implement the CustomRegistry interface is on WebSphereApplication Server's
classpath
o If none of these steps help, try to search for users, thenrun the Log Analyzer.

If the source of problem is still not apparent, gather thefollowing files:
o tracefile

o product_installation_root/properties/sas.server.props
o activity log
and obtain help from IBM.

Modifying and recompiling an existing servlet

Suppose you want to add trace code, a main() method,or make other changes to an existing servlet source and recompile anddeploy it. Here are some tips:

If you have trouble finding the servlet source (Java) file, followthe procedure for finding the servlet .classfile Typicaly, if the Javafile exists, it will
reside in the same EAR file as the classfile. Then, an unzip utilityor the JAR command can be used to extract the Javafile.

The EARExpander tool is also available to expand or collapse and enterprise application.This tool will unjar al various archivesin an EAR fileadl at
once versus individually. The tool can be invoked as \bin\EARExpander.bat/sh.

Recreating run time classpath

Y ou should try to reconstruct the classpath under which the servletruns when recompiling the servlet. If there are problemswith the classpath (like missing
supporting classes), reviewingthe compile process might reveal the cause. The classpath setting can beduplicated at compile time by using the -extdirs
<one-or-more-directories>option of the javac command, and giving it the same value as the -Dws.ext.dirsproperty in the admin.config file. The -extdirs
option takes alist of directories.Subdirectories and JAR filesin the -extdirs directories are automaticallyadded to the classpath. Y ou do not need to add
them individually.Any supporting JAR files specific to the application are added by settingup a classpath environment variable, or by adding them to a
temporary directoryand adding the directory to the -extdirs option when you run javac. If you getan error indicating that -extdirsis not avalid javac
option, you are probablypicking up an earlier javac version. Make sure to run Java and javac from the [Websphere installdirectory] /javalbin directory.
For simple Java programs, it might be enough to add -extdirs [webSphere install dir]/lib to the javac command.

A servlet or JSP file displays an error or Java exception instead ofthe correct output

The following are techniques for diagnosing problemsin a servlet or JSP file. These techniques are recommended for use in atest environment only.

1. Output statements can be added to the doGet(), doPost() or service()method of the servlet Java class, or within the Java code blocks of alSPfile.
System.out.printin() and System.err.printin() statements write to the containing application server's standard outputand standard error files,
respectively. The String passed tothese statements can display variable contents or indicate a certain method has been reached. This requires
updatingthe servlet source with the print statements, recompile the servletand restart its application server.

2. Theservlet can be enhanced to run as a standalone program.To do this, create a public method main() in the servlet Javafile.The main()
method will have logic copied from the servlet's existingdoGet(), doPost() or service() method. After the classis recompiled,it can be executed
from a command line using the command java <ser vlet-class-name>.The Java command installed with WebSphere Application Server (in
product_installation_root/java/bin>)can be used for this purpose. If the servlet can run as a main program,the problem isrelated to how it is
deployed in WebSphere Application Server. Thiswillrequire an update to the servlet source to add the main() method, recompilethe serviet and
restart its application server. If the problem involvesa JSP file, see below for how to get it in servlet form.

3. The OLT/Debugger tool, provided with WebSphere Application Server, Advanced Edition, can beused to step into arunning servlet to examine
return codes andvariables during execution. In order to do this, the servlet classfile must be compiled with the -g option, if it was not originally
createdthis way, and the application server must be set up to communicate withthe OLT client program. For details, see the documentation on
theOLT and Debuggertool.

4. If the problem resides in a JSP file, the servletsource created from the JSP file by WebSphere Application Server can be captured using the
"keepgenerated" option. After this has been done, the new Javafile can be deployedand debugged as a servlet.

All of these procedures, (with the exception of number three, if the source filewas aready created with the -g option), require the servlet source fileto be
recompiled. The Java compiler utility installed inproduct_installation_root/java/bin can be used for this purpose.

Also, the classpath environment variable underwhich the servlet has been running should be duplicated when the servletis compiled.

Typically, the serviet sourcefile, <ser vl et cl assnane>. j ava, ifsupplied by the developer, will be found in the same EAR fileas the servlet class
file. Tofind it, follow the procedure forverifyinga servlet classfile.

]ﬂnce you have recompiled the servlet, unless you are running as standalone,follow the procedure for reloading a resource intoWebSphere Application
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Server.

If you have converted it into a main program, launch it using the >product_installation_root/java/bin/java <javaclass> command. Again,for agood test,
replicate the WebSphere Application Server classpath under whichthe servlet ran.

Verifying the servlet URI, class file and classpath

To determine if the URI you are entering matches a servletserved by WebSphere Application Server and that the classfileisin the right place, check the
following:

A servlet is contained within a Web application, stored as a .war (Webapplication archive). The Web application islogically contained in an
enterpriseapplication, which is physically stored in an EAR ( file.

o Start the AAT, and use File > Menu to openthe EAR file, which contains the Web applicationand servlet. (If you don't know which EAR file
containsthe servlet's Web application, use the administrative console to examine the Web modulesunder each enterprise application. If you don't
know the enterprise application,EAR file, or Web application containing the servlet, step through al the EAR filesin the AAT until you find the
right one.)

o Inthe AAT, expand the enterprise application's Web modules

o Under Web modules, select the Web application containing the servlet.In the properties on the right, look at the "context root" attribute. Thisfield
correspondsto the " application path" attribute of earlier versions of WebSphere Application Server.All the resour ces served by thisWeb
application must start with this path in theURL.

o Theclasspath field represents JAR file(s) containing any supportingclasses needed by the application's resources, like enterprise bean client
classesifaservlet is an enterprise bean client.

o Now expand the application's Web Components, then select the servlet youare trying to access. The component name reflects the logicalname of
the resource as entered in the URL. The servlet class namerepresents the program WebSphere Application Server needs to load when the URL is
requested.

o If the servlet has been added to the application by using the AAT its class or JAR file does not need to be explicitly added to theWeb application's
classpath.

o When an enterprise application isinstalled, its EAR file and theWAR files it contains are physically expanded into a directory named afterthe
EAR file. Usually you will find this directory under the product_installation_root/installedAppsdirectory. Servlet classes exist in the
<earname>.ear\<warname>.war\WEB-INF\classesdirectory or in a JAR file contained within the WEB-INR\lib directory. These items are
automatically included in the Web applications classpathby the Web container.

Example: If the Web application’s context root is /webapp/examples, and it hasa servlet whose component nameis "ping," and whose class hameis
"PingServlet" then:
o The URL for accessing the servlet would be http://<hostname>/webapp/exampl es/ping,and

WebSphere Application Server would attempt to find and load the class PingServlet thefirst time it isinvoked, or when the containing application
server is started,if "load on startup” is checked.

Accessing the resource directly fromWebSphere Application Server's built-in HTTP server

It can be useful to try accessing a servlet or other Web resource directlythrough an application server's built-in HTTP server, bypassing the
productionWeb server. If successful, the problems servingthe resource are related to the Web server or to its WebSphere Application Server plug-in,
whichit uses to communicate with WebSphere Application Server.

If unsuccessful, WebSphere Application Serverhas a problem loading or serving the resource, like a missingclassfile.

To access aresource through an application server's HT TP server,specify the application server's HTTP listener port in the URI, that is, ifthe resource you
arelooking for is normally accessed as "http://myhostname.mydomain.com/servlet/snoop",try instead
"http://myhostname.mydomain.com:NNNN/servlet/snoop", where NNNN is the port number used by the application server underwhich the enterprise
application that contains snoop isinstalled.

To find the right port number, look in the product_installation_root/config/plugin-cfg.xml file. There should be a blocksimilar to (this example uses an
application server named "default_server"):

<I-- Server groups provide a mechanism of groupingservers together. -->
<ServerGroup Name="default_group">

<Server Name="default_server">

<!I--The transport defines the hostname and port value that the Web server
plug-in will use to communicate with the application server. -->
<TransportHostname="localhost" Port="9080" Protocol="http"/>
</Server>

</ServerGroup>

The port attribute of the <Transport> block indicatesthe HTTP port of its application server, in this case 9080.

Adding and verifyingsupporting classes or JAR files to a Web application's classpath

If an application server generated aj ava. | ang. C assNot Foundexception in trying to load a servlet, and the indicated classis not theservlet, a
supporting class or JAR fileis missing from the application server's classpath.

To view and update the classpath, use the ApplicationAssembly Tool (AAT). 15
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o Start the AAT,and use file > Menu to open the EAR file containing the Web application which has the servlet.
o Inthe AAT, expand the enterprise application's Web modules.

o Under Web modules, select the Web application containingthe servlet.
The classpath field represents JAR file(s) containingany supporting classes needed by the application's resources, like EJB clientclassesif a
servletisan EJB client. Add any needed JAR files,or directories containing individual classes here.

Make sure WebSphere Application Server's administrativeserver is started and running

The best way to examine the state of the WebSphere Application Server administrative processis to start the administrative console. If you cannot access
the console, any of the following steps can be used to verify that WebSphere Application Serveris working:

o Access aresource served by WebSphere Application Server like a sample servlet. Ifthe resource returns a Web page, WebSphere Application
Server isworking. If aWeb page is not returned, this does not necessarily mean WebSphere Application Server is not running; any numberof
factors can cause a servlet not to return output.

0 Usetheps-ef | grep AdminServer command (UNIX only). If it returnsa process, WebSphere Application Server (or some other process named
AdminServer) is running.
Run aWebSphere Application Server utility like WSCP or xmlconfig. These utilities are WebSphere Application Server client applications. They
will only work if WebSphere Application Serveris started and running. It is mandatory that you execute a task because enteringthe command and
getting the usage information does not initiate contact withthe server.

o Check to seeif the administrative server is started and running by looking at the Services panel (Windows platforms only) to seeif the status
"started"

HTTP sessions are not created,or are dropped between Web requests in a session

To view the sessions settings for an application server,see the InfoCenter article 6.6.11: Administering HT TP session support.

If HTTP sessions are not created, or appear to get droppedbetween one Web request and another within the same session (multiple requestswithin a short
period of time from the same browser on the same clientmachine), here are some possible causes.

o Inthe sessions settings for the application server, is sessionsmanagement enabled?
o If the mechanism for storing and retrieving session I D iscookies, are cookies enabled on the affected browser?

o If the mechanism for storing and retrieving session ID iSURL rewriting, are there any static HTML pagesin the user's navigationpath? If so, the
session will get dropped since WebSphere Application Server cannotupdate the URL link that the user clicked, so that the next page will
includethe session ID.

o |sdata getting dropped when the user goes from a page inone Web application to another? With WebSphere Application Server, Advanced
Edition 4.0.x and later, becauseof the J2EE specification, sessions are not shared across Web applications.

o Are persistent sessions turned on in the application server?/f so, were correct values given for the data source, user 1D and password? s the
specified database started an running?

o Isthe application or some of its components cloned acrossmultiple servers? If so, has session persistence been enabled?

o Issecurity enabled? If so, isthe user doing anythingto lose their security log-in information before going to the page wheresession data is dropped
(like visiting a page that is not secured)?

If you are both session management and WebSphere Application Server security, make sure thatall pages in your Web application are secured.

Try using the snoop sample servlet to diagnose the problem.Snoop displays all the elementsin the current HTTPSession, including sessionlD. Y ou can
jump to snoop after a session is started, thengo back to it in between other pages to see when the session ID changesor has been dropped. This technique
will work if the snoop servletis in the same Web application as your application. If necessary, deploy the snoop servlet (look for SnoopServlet.classin the
product_installation_root).

Try using the Log Analyzer to seeif there are any relevanterrors or warnings. Filesto look at are:
The application server standard output and error files

The plug-in's native.log file

The Web server's error and access log files

If you still cannot track down the problem, gather thesefiles and obtain help from IBM.

Verifying the Web server's configurationfile

See the InfoCenter article 6.6.45: Administering WebSphere plug-ins for Web servers for more informationon verifying the Web server's configuration file.

Determining the version of WebSphere Application Server

The easiest way to determine what version of WebSphere Application Server you haveinstalled is to launch the administrative console, then click the Help menu,
andselect About.

Alternatively, you can browse the file, product_installation_root/properties/com/ibm/websphere/product.xmland look for the block named "version™.
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Verifying the classpath for a servlet, JSP file, enterprise beanor supporting classes

The following problems are indications that the right class orclasses are not available to your serviet, JSP file or enterprise bean:
« M ssing class erroror cl assNot FoundExcepti on

These errors might display in the administrative console,browser output, Log Analyzer, or application server's standard output orerror file after the class
tries to load or execute aresource, or compile a JSP file. This indicates that a needed classis missing.

« No such et hod erroror cl assCast Excepti on

These errors might display in the administrative console,browser output, Log Analyzer, or application server's standard output orerror file after the class
tries to load or execute aresource, or compile a JSP file. Thisindicates that the wrong version of a supporting classis being loaded.

When this happens:

1. Search for the classindicated in the error to verify that it exists somewherein WebSphere Application Server's directory, and to determine if there are
morethan one versions of the same class.

o In Windows NT/2000, open the Windows NT/2000 Explorer and select the product_installation_root.
= Usethe Tools> Find > Files or Folder s menu option to search for <missingclass name>.class

= Also, search for occurrences of the classinside a JAR file by using theT ools > Find > Files or Folders menu option. Search for all files
named * . j ar , containing text (Advanced tab if Windows NT/2000) <missing class name>.class

o On UNIX systems, open a command window in the WebSphere Application Server installation directory(or the root directory if thereisany
chance that the class mightexist el sewhere).

= Search for occurrences of the missing class by executing find . -name<missing class name>.class -print

= Tofind JAR files containing the class, create acommandor shell script that recursively extracts the contents of each JAR fileand searches
the results for the missing class. The following sample,which searches JAR files for aclassfile called Policy.class can besaved and
executed on aUNIX system:
find ./ -type f -nane '*jar’'|
while read jfile
do
jar vtf $jfilelgrep Policy.class
if [ "$?" ="0" ]
then
print found "Policy.class in $jfile"
fi
done
2. If the class cannot be found, contact the enterprise bean, servlet or JSP file providerand ask about the missing class.

3. If theclass exists, but is not getting loaded, or the wrong version isgetting loaded, review the information on setting classpaths and on classloaders.
Compare them to your configuration. Use the Application AssemblyTool to add the supporting class directory or JAR file to the dependentWeb
application or enterprise bean container.

An error occurs generating deployed code for anenterprise bean

If you receive error messages when trying to generate deployed code foran enterprise bean in the AAT, here are some things to check:

« Doestheinput JAR file contain a specification level 1.0 enterprise bean?0One way to tell isif the JAR file does not contain the files requiredto deploy a
1.1 enterprise bean:

o ejb-jar.xm
o i bmejb-jar-ext.xm
o i bm ej b-jar-bnd. xm
If thisis the case, convert the enterprise bean to specification level 1.1.

« Isthe enterprise bean class part of a Java package? In other words, does its definition include a package statementclass (you might need to verify this with
the developer or provider of theenterprise bean)? If not, its class must be changed to be part of a package. Thisis to ensure uniqueness of class names
across enterprise beans. Thisis required in WebSphere Application Server, AdvancedEdition4.0.x.

If these tips don't resolve the problem, gather any error messages displayedby the AAT, and obtain help fromIBM.

An error occurs installing an enterprise application

If you receive errors in the administrative console while installingan enterprise application, here are some items to check:

« Does the enterprise application contain persistent (CMP or BMP) enterprise beans?lf so, has the data source referenced on the Bindings tab of the
enterprise bean's properties been defined?

« |Isthe enterprise application you are installing already installed?f so (you have made changes to the deployed code and are reinstallingit), uninstall the
enterprise application before reinstallingit.

« Isthe EAR file that represents the application in aread-only state? If so,change it to write state and install the application again.
Run the Log Analyzer for clues as to whythe client application is failing.

If these tips don't resolve the problem, gather the tracefile,the activity log, and thestandard output and error files from the application server into whichyou are
trying to install the application, and obtainhelp from IBM.
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Converting 1.0 enterprise beans JAR files to 1.1

See the InfoCenter article 6.3: Assembling applications and generating deployment codeto review converting enterprise beans JAR files.

My servlet, JSP file or session enterprise bean cannot connectto a third-party software package

If your servlet, JSP file or session enterprise bean cannot access a third-party softwarepackage, here are sometips:

« Have you made client classes provided by the vendor, available to theservlet, enterprise bean or JSP file? For example, if the client processis a servletor
JSPfile, arethe client class files or JAR added to the classpath propertyof the containing Web module in the AAT?

« Aretheclient classfiles and the third party software J2RE 1.3compatible?

« Isthethird party software running on a different physical from WebSphere?If so, can the WebSphere server communicate with the the other
software'smachine? For example, can you run the ping <remote server's hostname>command from one machine and get a valid response? If not,
contact the networkadministrator because theremight be name server or firewall issuesinvolved.

« It can be useful to run your servlet, JSP file or enterprise beanas a standal one application, outside of WebSphere Application Server, to isolate the
problem.

Run the Log Analyzer for clues as to whythe client application is failing.

If these tips don't resolve the problem, gather the tracefilethe activity log, and thestandard output and error files from the application server containingthe
resource which is trying to connect to third-party software, and obtainhelp from IBM.

Secured Socket Layer (SSL) encrypted requests ("https://...") do notwork

If clients cannot make SSL -encrypted requests orreceive SSL-encrypted responses, here are some things to check:

« Doesbasic SSL communication work between clients and your Web server,independent from WebSphere Application Server? In other words, can you
access the welcomepage of your Web server using SSL (with a URL of "https://[hostname]")?If not, check the Web server documentation on howto
configure the Web server for SSL. Some Web servers reguire configuration changesfor SSL.

o ThelBM HTTP Server (IHS) does require changes to be made to itshttpd.conf file. Documentation can be found at
http://www.ibm.com/software/webservers/httpservers/doc/v1312/ihsfagl.htmi#ss conf.

« Haveyou added aliases to the virtual host in the administrative console to includeSSL -type "https://* requests?
o Inthe administrative console, select Virtual Hosts from the topology, thenselect each virtual host from which you intend to serve SSL requests

o Onthe General Propertiestab, review the list of host aliases,and ensure that for each hostname a customer uses, *:[portNumber]"is appended,
where portNumber isthe SSL port. For example, if onehost diasis "www.myCom.com”, change it to "www.myCom.com:9443" if 9443 is your
SSL port. Remove or replace the entry "www.myCom.com'if you do not want to allow non-SSL access to the site.

« If you have added ":[portNumber]" to the host aiases, does the port numberyou specified match the SSL port specified for the application
server(s)serving your resources? For each application server which you intendto serve SSL-encrypted resources, do the following:

o Select the Services tab of the application server's properties in the administrativeconsole.
o Select the Web container service entry from the serviceslist, then clickEdit Properties.
o Select the Transport tab. The host alias port should match thetransport port property here.

« Do the application servers have SSL enabled, and have the certificatesand keyring files to support it been created? For each applicationserver which you
intend to serve SSL-encrypted resources, do the following:

o Select the Services tab of the application server's properties in the administrativeconsole.
o Select the Web container service entry from the serviceslist, then clickEdit Properties.
o Select the Transport tab.

o For each entry in the HTTP transport list, select it and click Edit....

o Verify that Enable SSL is selected

o If Useglobal SSL default configuration is selected go to the Console > Security Center in the administrative console and click Default SSL
Configuration.

o Validate the key file name and password. Y ou might need to consultwith the person who created the file, or person who works with the
third-partycertificate provider, to get thisinformation. If this filehas not been created, review the documentation in the WebSphere Application
Server InfoCenter on how to use the IKeyman utility (provided with WebSphere) to create SSL certificates and key files.

« Since enabling SSL, have you propagated the configuration to the Web server(and its WebSphere Application Server plug-in)?
o [navigation path to button for regenerating plugin-cfg.xml] See InfoCenter article 6.6.45.6: Regenerating the Web server plug-in configuration

o If the Web server is remote (not on the same physical server as WebSphere Application Server),copy thefile
product_installation_root/config/plugin-cfg.xml to the samepath/file name on the Web server machine.

If SLL setup is correct, collect

the plug-in log file (native.log),

the standard output and error files ofthe affected application server (the one which is to serve SSL-encryptedrequests),
the error and activity logs of the HTTP server,

and obtain help from IBM.

Cloned application server isnever reached

If, basg@on log file output, Resource Analyzer output, orlack of any performance improvements, one or more clonesare not getting reached (that is, are not
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participating in workload management),check these items:
« |f theimmediate client of the cloned resource(s) is a Javastand alone application, have you defined the CORBA andworkload management bootstrap
hosts?

« |sworkload management enabled forall serversin the domain? "Enabled" is the default, but thisis worth reviewing if there is any possibility workload
management has beendisabled.

« Arethe cloned application servers started?
« Have the cloned enterprise beans successfully started?
« |f the problem involves an entity bean, do you have OptionC caching enabled in the EJB container?

Cannot start the cloned application server,or load or start the cloned servlet or enterprise bean

« |f you obtain errorsin the administrative console starting an application server clone, an enterprise bean in a cloned server, orwhen aservlet isloaded or
accessed for thefirst time, here are someitems to to check:

« If the application server is cloned horizontally (that is, ona machine different from that of the server group on which it is based) ask thesequestions:
o Haveall of the supporting directories and files been createdon the clone-hosting servers, including EAR files and JAR files?

o Have directory-dependent properties been updated on eachcloned application server to correctly reflect its environment? See the topic,Creating
clones on machines with different WebSphereinstallation directories or operating systems. Conversely, haveany of these properties (like, classpath
entries added to a Web modul e)been changed on the server group, causing incorrect, server-specific valuesto be rippled to clones?

« Areyou having problems loading, starting or calling an enterprise beanoriginally created to run under earlier versions of WebSphere Application Server?

If so, was the enterprise bean JAR file created using the "wimjar" utility? If this happened,remove it and replace it with the original, pre-wmljar version of
the enterprise JAR file. Fordetails, see Migrating workload-managed enterprisebeans from WebSphere Application Server Version 3.5 to WebSphere

Application Server, AdvancedEdition 4.0.x.
« |If the problem involves an entity bean, do you have OptionC caching enabled in the EJB container?

Classpath and dynamic classloading

If WebSpherethrowsaC ass not foundorNo class definition erroror exception, and the referenced class is physically present,it islikely that the
problem is happening for one of the following reasons:

« The class has not been placed on the administrative server, application server,or web application classpath

« The classpath on which the class has been placed istoo low on the classpathhierarchy to be visible to the class that needsit (that is, it is referencedby a
servlet, but it is on the classpath of a different web applicationin the same application server, rather than at the application server level).

« The class name as defined on the classpath is misspelled or does not includethe package name

If WebSphere Application Server loads a version of aclass file differentfrom the one physically present, it islikely that the problem is happeningfor one of the
following reasons:

« The process loading the class (that is, the administrative server or an applicationserver) has not been restarted or has not yet reloaded the class

« A different version of the same classis on a classpath, higher in theclasspath hierarchy than the desired class file. For example, theadministrative server is
loading a JAR file from directory A, so when a Webapplication starts that has the same file name in directory B's classpath,its reference to the JAR file is
ignored since its classes are areadyloaded

For adescription of all of WebSphere Application Servers classpaths, the classpath hierarchy, and when classes get reloaded, see the InfoCenter article
6.4.1:Setting classpaths.

If you have reviewed your classpath settings, and the name and locationof your class file and the JAR file (if any) which containsiit, gatherthe following:
« <websphereinstall dir>/bin/admin.config file
« <websphereinstall dir>/config/server-cfg.xml file
« standard output and error files from applicationserver containing the problem resource
« Output of the XML Config command (full exportoption)
« EARfileor contents of directory which contains the problem enterpriseapplication
« Listing of the WebSphere Application Server directory structure (and any other directoriescontaining not-loaded classes)
o In Windows NT/2000 run "dir/s > dirlist.txt" from aroot directory
o OnUNIX, run"ls-R > dirlist.txt" from aroot directory
and obtain help from IBM.

User profile

If problems arise when implementing user profiles, here are some thingsto check:
Verify that you have set up all of the steps described in the InfoCenter articleConfiguringuser profile support.

Have you: 19
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Placed the access bean com.ibm.servlet.personalization.userprofile.UserProfile,or its JAR file, user pr of i | e. j ar, on aclasspathso that it isvisible to
any servlet(s) or ISP file(s) calling user profileAPIs?

Created an enterprise application in which you have included EJB moduleswith the user profile enterprise beans UP_ReadOnly and UP_ReadWrite, in
userprofile.jar?

Deployed and installed the enterprise application?
Created afile installation_root/properties/userprofilexml containingconfigurable properties for managing user profiles?
Specified avalid data source in userprofilexml and verified its user IDand password?

If security is enabled, have you created roles for the user profile beans,and assigned to them the user IDs or groups of those who will be accessingthe
client servlets and JSP files?

If all of these steps appear to have been completed properly, and you arestill having run-time problems with storing or retrieving user profile data,

run the Log Analyzer and look for errorsand warnings
Browse the standard out and standard errorfiles of the application server containing the problem servlets orJSP files

Browse the standard out and standard errorfiles of the application server containing the user profile enterprise beans to seeifit isin a separate application
server form the client servlets or JSPfiles.

Use the jdbctest tool to test access tothe user profile data source, using the same ID and password specified inuserprofilexml
If none of these steps reveal the source of the problem, gather these filesand the activity |og and obtainhelp from IBM.

Virtual hosting

If you have problems accessing resources served by one of the virtualhosts defined on your WebSphere Application Server domain, here are some things to

check:

.

Isthe address you are using correctly defined to your Web server?Can you access the welcome page of your Web server using thehost part of the URI
("http://<host-name-or-ip-address>"), where thehost name you enter represents the virtual host you are having problemswith?

If not, do you have multiple virtual hosts (sometimes called virtual servers)served by the same physical Web server? If so, is your Web serverconfigured
correctly? Check the documentation for your Web serverproduct. These are links for multiple virtual host configurationfor some vendors:

o Apacheand IHS Virtual Host documentation
o iPlanet
o MicrosoftllS for Windows 2000

If your virtual hosts appear to be correctly configured for your Web server,are they correctly configured in WebSphere Application Server? View the
properties ofyour virtual host(s) in the administrative console.

o Doesthevirtual host (that is, default host) contain a host aliaswhich matches the host name used to access your Web browser? Viewthe list of host
aliases and add new entries as needed.

o Doesit include an entry for all forms of the host name which can be usedto access the server (short name, fully qualified domain name, IP
address)?

o If the port your Web server islistening on is other than 80, or if youhave URLs not on port 80, are these reflected in your host aliases (that is,do
you have aliases of the form, "someHostName:nnnn", where "nnnn" is theport number)?

o If you have SSL enabled on your Web server, do you have host aliases ofthe form, "<host name>:443" (assuming you are using the default SSL
portof 443)?

Isyour Web server running remotely (on a different server than WebSphere Application Server)?If so, have you copied the file plugin-cfg.xml to the Web
server machinesince updating virtual host information?

Usethe Log Analyzer to look for errors related to the virtual host

If the problem is still unclear, look at these files for clues:

tracefile

native.log file of the applicationserver which contains the resources not getting served

standard output and error files ofthe application server which contains the resources not getting served
error and access logs of your web server

If you are still unable to resolve the problem, gather these files,plus

The activity log

« plugin-cfg.xml file from the web server machine (if different from WebSphere ApplicationServer)
« Output from the XML Config command (fullexport option)

<websphereinstall dir>/config/server-cfg.xml file

and obtain help from IBM.

Connection pooling

If you encounter problems deploying application code that uses connectionpooling, or encounter errors or exceptions when a Web application attemptsto create
or use a connection, here are some things to look at:

. 2ﬁasthe application code been ported from a WebSphere Application Server 2.x or 3.0x server? If so, have deprecated or unsupported APIs been
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converted to the currentlysupported JDBC 2 APIS? If you are not sure, refer to the InfoCenter article Migratingto supported database connection APIs
(and JDBC).

Is the connection to a DB2 database? If so, has WebSphere Application Server's environmentbeen set up to use the DB2 JDBC 2 driver? This might not
have been done,especially if WebSphere Application Server's repository is not DB2. See "Tips for dataaccess programming"” in the InfoCenter article,
Obtaining andusing database connections.

Browse the InfoCenter article, Tips for using connectionpooling for best and worst practices regarding connection pool devel opmentand administration.
If exceptions are being thrown when an application attempts to obtain oruse a connection you try to obtain, browse the InfoCenter article Handlingdata
access exceptions.

Run the Log Analyzer to look for WebSphere-generatedwarnings and errors related to data access. Also look for errorsin the standard output and error
filesof the application server which hosts the relevant Web or EJB module.lf the warning or error messages are not clear, look for more
detaileddescriptions in the Messages section.

Use the jdbctest tool to access the problemdata source outside of WebSphere Application Server, using the same 1D and password you associated with the
data source. If you cannot access the database with jdbctest,it's likely that WebSphere Application Server cannot either.

Contact your database administrator for help in determining whether thetarget database manager is running, there are avail able connections, andto
monitor access from the database side to seeif client requests arearriving.

If you are still not able to diagnose the problem, gather

« Theactivity log
« The standard out and standard error filesof the application server hosting the problem servlet, JSP file, or enterprise bean
« Output from the XML Config command (full exportoption)

« <websphere install dir>/config/server-cfg.xml file
« The <websphere install dir>/bin/admin.config file

and obtain help from IBM.

Enterprise beans, EJB modules, and EJB containers

If you have problems deploying an EJB module, loading an EJB moduleinto an application server, or accessing enterprise bean methods from a clientJava
application, servlet, or other enterprise bean, here are some things to look at:

3

In the AAT, open the EJB module and use the "verifyarchive" menu option to validate directory paths

Browse the deployment descriptors of the EJB module for correctness inthe AAT. Open the enterprise bean JAR filein the AAT and review its
properties.

If you do not have accessto the AAT, use the command jar -xvf to extract thefilesej b-j ar. xm andi bm ej b-j ar- bi nd. xm fromthe EJB
module's JAR file.Browse the filesin atext or XML editor to verify classpaths, path andfile and binding names. Verify the name(s) clients areusing to
access the bean match, either the original INDI bean name or oneof the bind names.

If the enterprise bean was originally created for a previous release of WebSphere Application Server,review the article Migrating to supported enterprise
bean specification.
Ensure that the enterprise bean name isin a package (that is, "com.mycom.MyBean" insteadof "MyBean").

If the enterprise bean is an entity bean, use the jdbctest tool to access the database,using the same password and 1D specified in the data source which
thebean is associated

Usethe Log Analyzer to look for relatedwarning and error messages
Review the standard out and standard errorfiles of the application server in which the enterprise bean is deployed

If you are still unable to diagnose the problem, gather

The activity log
The standard out and standard error filesof the application server hosting the problem enterprise bean
Output from the XML Config command (full exportoption)

<websphere install dir>/config/server-cfg.xml file
The <websphere install dir>/bin/admin.config file
The EJB module (JAR file)

and obtain help from IBM.

Administrative client problems

If you are having problems starting a client of the administrative server,like the administrative console, WSCP, or xmlconfig, here are some things tocheck:

If the problem process is the administrative console, see the topic Cannotstart the administrative console.
Make sure WebSphere Application Server'sadministrative server is started and running

If you are running the client process remotely (not on the same machineas the WebSphere administrative server):
o Areyou specifying the host name and port (usually 900) of the WebSphereserver when you invoke the client program? 21
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o Do you have TCP/IP connectivity between the machine you arerunning the client and the machine that is running WebSphere Application

Server?Can you run the ping <hostname> command on the client machine,where <hostname> is the IP address or host name of the WebSphere
ApplicationServer serving machine? If not:

= The WebSphere Application Server machine machine might be down
= You might not have access from the client machine to the serving machine-- contact your network administrator and ask
= What isthe serving machine's IP address or hostname on your network'sname server?

= |f thereisafirewall between the two boxes - if so, isthe WebSphereApplication Server bootstrap port (default900) opened in the
firewall?

« WebSphere Application Server might not be listening for client requests onthe on the port the client is sending on (usually 900). Ask yourWebSphere
Application Server administrator if the bootstrap port you are using is correct.

« Istheversion of WebSphere Application Server the same as the versionof the client program? Differences of version, revision and sometimes evenfix

pack level between the two can cause failure. Typically, this resultsin alow-level Java exception like ClassCastException or NullPointerExceptionin the
window from which the client was launched

« IsWebSphere Application Server security enabled? If so,

o Didalog-in prompt come up when the client was launched? If not, it could be thatsecurity was enabled since the client was installed, andthe client
does not know that the server is now secured. This can happen,for example, if the client is running remotely. Check the file <websphereinstall

dir>/properties/sas.client.props on the client machine, if you are running the client froma remote machine. Ensure the following properties match
the valuesin sas.server.propson the serving machine:

= com.ibm.CORBA .securityEnabled
= com.ibm.CORBA .loginUserid
= com.ibm.CORBA .loginPassword

o If alogin challenge appeared, but the user 1D and password was rejected,check the file <websphere install dir>/properties/sas.client.props onthe
client machine, if different from the server. Ensure the followingproperties match the values in sas.server.props on the serving machine:

= com.ibm.CORBA .loginUserid
= com.ibm.CORBA .loginPassword
« If none of these tips help:
o Look at the window from which the client was launched because there might be errorsor exceptions that will explain the cause of the problem

o Look at WebSphere Application Server <websphere install dir>/logs/tracefilefile. If the client program contacted the WebSphere server and was
rejectedfor some reason, there could be related errors.

o Runthe Log Analyzer on the servingmachine and look for warnings and errors

If none of these steps help, gather any error messages and dialogs fromthe client, Log Analyzer, and tracefile file, and obtainhelp from IBM.
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8.1: Problem determination versus tuning

This section describes a summary of the difference between problem determination and tuning. Problem
determination and tuning are closely related topics, each having the same outcome: a betterperforming product.
Y ou might perceive tuning as a subset of problem determination.

Understanding the difference between problem determination and tuning is important. Knowing when to
usetuning and when to use problem determination will save you time.

Problem determination is the process of determining the source of a problem; for example, a program
component,machine failure, telecommunication facilities, user or contractor-installed programs or
egui pment,environmental failure such as a power loss, or user error.

Tuning is the process of adjusting an application or a system to operate in a more efficient manner in thework
environment of a particular installation.

In other words, problem determination fixes functional problems, while tuning alleviates problemsassociated
with slow processes.

The WebSphere Performance and Tuning Guidedescribes the parameters that should be modified to create an
optimum product environment.
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8.2: Messages

When WebSphere Application Server is running, it might issue messages related to any of the following
components:

« Application Assembly Tool

o Administrative GUI

o Administrative repository

o Administrative tasks

o Administrative server

o Alarm

« IBM Validation Tool

« |IBM WebSphere validation

« EJB container

« Connection manager

« Database manager

« Datareplication service

« Cache management

e Install

« Connector Architecture (J2C)
« IBM JavaORB

« Security Association server

« Java Server Pages (JSP)

« Localizable text

« Messaging

« WebSphere Migration Tool

o JNDI - name services

« Web server plug-ins and native code
« Performance Monitor

« WebSphere security

« Resource Analyzer

» Session and user profiles

« WebSphere systems management utilities
« Servlet engine

« Tracing component

« WebSphere systems management commands
» Request interceptors

« WebSphere object adapter

« WebSphere persistence

o Client

o WSCP command line
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« WebSphere server runtime

« WebSphere transactions

« WebSphere systems management task
« EJB workload management

« XML Configurations

« WebSphere Server Validation

Message table

To help you diagnose problems and minimize the need to enable trace in any of the above components, view the
messages table. Y ou can view the messages by prefix or component, whichever is easiest for you to find in the
table. All messages are documented with user/system action and explanation.
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8.2. Messages Reference

When WebSphere Application Server is running, it might issue messages related to any of the following
components:

« Application Assembly Tool

o Administrative GUI

o Administrative repository

o Administrative tasks

o Administrative server

o Alarm

« IBM Validation Tool

« |IBM WebSphere validation

« EJB container

« Connection manager

« Database manager

« Datareplication service

« Cache management

e Install

« Connector Architecture (J2C)
« IBM JavaORB

« Security Association server

« Java Server Pages (JSP)

« Localizable text

« Messaging

« WebSphere Migration Tool

o JNDI - name services

« Web server plug-ins and native code
« Performance Monitor

« WebSphere security

« Resource Analyzer

» Session and user profiles

« WebSphere systems management utilities
« Servlet engine

« Tracing component

« WebSphere systems management commands
» Request interceptors

« WebSphere object adapter

« WebSphere persistence

o Client

o WSCP command line



« WebSphere server runtime

« WebSphere transactions

« WebSphere systems management task
« EJB workload management

« XML Configurations

« WebSphere Server Validation

Message table

To help you diagnose problems and minimize the need to enable trace in any of the above components, view the
messages table. Y ou can view the messages by prefix or component, whichever is easiest for you to find in the
table. All messages are documented with user/system action and explanation.
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Application Assembly Tool

AATLO0001: {0} isnot avalid Java ar chivefile
Explanation: None.
User Response: None.

AATLO0002: {0} already exists. Please input a different file name.
Explanation: None.
User Response: None.

AATLO0003: {0} already exists. Do you want to overwritethe old one?
Explanation: None.
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User Response: None.

AATLO0004: {0} already existsand can not be overwritten. Do you want to skip it and continuethe
operation?

Explanation: None.

User Response: None.

AATLO005: A problem occurred while opening file {0} . Possible causes might be incorrect syntax in the
deployment descriptor or missing files.

Explanation: None.

User Response: None.

AATLO0006: A problem occurred while attempting to add thefile(s). Click Detailsfor moreinfor mation.
Explanation: None.
User Response: None.

AATLO00O7: A problem occurred while attempting to add the module. Click Details for more infor mation.
Explanation: None.
User Response: None.

AATLO0008: A problem occurred during the add or paste operation you aretrying to perform. Click
Detailsfor moreinformation.

Explanation: None.

User Response: None.

AATLO0009: Application Assembly Tool Dialog
Explanation: None.
User Response: None.

AATLO0010: The current property changeswill belost when you switch to another object. Do you want to
apply the changes?

Explanation: None.

User Response: None.

AATLO0O011: Archiveismodified. Do you want to saveit before closing the window?
Explanation: None.
User Response: None.

AATL0012: Archive was saved successfully.
Explanation: None.
User Response: None.

AATLO0013: You need to add at least one moduleto your application.
Explanation: None.
User Response: None.

AATLO0014: You need to assign container transactionsto at least one method.
Explanation: None.
User Response: None.
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AATLO0015: You need to assign method permissionsto at least one method.
Explanation: None.
User Response: None.

AATLO0016: You need to have at least one enter prise bean.
Explanation: None.
User Response: None.

AATLO017: You need to have at least one welcomefile.
Explanation: None.
User Response: None.

AATLO0018: You need to have at |least one web resour ce collection.
Explanation: None.

User Response: None.

MSGSTART -->

AATLO0019: Thisisan EJB 1.0 JAR file. Please specify the dependent
classpath to convert it to a J2EE EJB JAR file.

Explanation: None.

User Response: None.

AATL0020: Deploy processis cancelled.
Explanation: None.
User Response: None.

AATL0021: Expanded archive can not be overwritten. If you want to modify the ar chive, you can save
thisarchive as another file.

Explanation: None.

User Response: None.

AATL0022: Changes have not been applied.
Explanation: None.
User Response: None.

AATL0023: Could not save archivefile.
Explanation: None.
User Response: None.

AATL0024: A problem occurred while attempting to create thefile. Click Detailsfor more information.
Explanation: None.
User Response: None.

AATLO0025: A problem occurred while attempting to create your Enterprise bean. Click Detailsfor more
information.

Explanation: None.

User Response: None.
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AATL0026: A problem occurred while attempting to create your Web component. Click Detailsfor more
information.

Explanation: None.

User Response: None.

AATL0027: A problem occurred during the create operation. Click Detailsfor moreinformation.
Explanation: None.
User Response: None.

AATL0028: A problem occurred while attempting to create your Bean managed enter prise bean. Click
Detailsfor moreinformation.

Explanation: None.

User Response: None.

AATL0029: A problem occurred while attempting to create your Container managed enter prise bean.
Click Detailsfor moreinformation.

Explanation: None.

User Response: None.

AATLO0030: A problem occurred while attempting to delete the selected object. Click Detailsfor more
information.

Explanation: None.

User Response: None.

AATLO0031: A problem occurred while attempting to generate code for deployment for your archive.
Click Detailsfor moreinformation.

Explanation: None.

User Response: None.

AATL0032: EJB 1.0 Dependent Classpath
Explanation: None.
User Response: None.

AATLO0033: Error {0} hasoccurred. Click Details for moreinformation.
Explanation: None.
User Response: None.

AATLO0034: Exception {0} has occurred. Click Detailsfor more information.
Explanation: None.
User Response: None.

AATLO0035: Code generation isin progress. Do you want to stop the process and exit?
Explanation: None.
User Response: None.

AATLO0036: Unableto load the alter native deployment descriptor. Click Detailsfor moreinformation.
Explanation: None.
User Response: None.
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AATL0037: Doesthe bean implement bean-managed per sistence (BMP)?
Explanation: None.
User Response: None.

AATLO0038: A problem occurred while attempting to import your Enterprise bean. Click Details for
mor e information.

Explanation: None.

User Response: None.

AATLO0039: A problem occurred while attempting to import your Web component. Click Details for
mor e information.

Explanation: None.

User Response: None.

AATL0040: loading alter native deployment descriptor...
Explanation: None.
User Response: None.

AATL0041: Changes must be saved before generating code for deployment. Do you want to save and
continue?

Explanation: None.

User Response: None.

AATLO0042: File exists already. Do you want to overwriteit?
Explanation: None.
User Response: None.

AATLO0043: File{0} existsalready. Do you want to overwriteit?
Explanation: None.
User Response: None.

AATL0044: Archive {0} hasthefollowing xml syntax error (s):
Explanation: None.
User Response: None.

AATLO0045: Please choose a security role
Explanation: None.
User Response: None.

AATLO0046: Please select afileinstead of a directory.
Explanation: None.
User Response: None.

AATLQ047: Thefollowing required propertiesare not set:
Explanation: None.
User Response: None.

AATLO0048: Archivefile can not be saved as following requirements are not met:
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Explanation: None.
User Response: None.

AATL0049: A problem occurred while attempting to remove the module. Click Detailsfor more
information.

Explanation: None.

User Response: None.

AATLO0050: Archiveis modified. Do you want to save the ar chive before loading the alter native
deployment descriptor?

Explanation: None.

User Response: None.

AATLO0051: Thearchivefile does not have any security roles.
Explanation: None.
User Response: None.

AATLO0052: The selected fileisnot avalid J2EE archivefile.
Explanation: None.
User Response: None.

AATLO0053: The selected file does not contain a standard deployment descriptor.
Would you likeustotry torepair it and then open it again?

Explanation: None.

User Response: None.

AATLO0054: Unableto load all elements.
Explanation: None.
User Response: None.

AATLOO055: A problem occurred while attempting to get the CMP fields. Click Detailsfor more
information.

Explanation: None.

User Response: None.

AATLO0056: Unableto locate requested help file. Please download the InfoCenter to enable help.
help id: {0}

Explanation: None.

User Response: None.

AATLO0O057: Unableto open file {0}. Click Details for moreinformation.
Explanation: None.
User Response: None.

AATL0058: Unableto open parent application {0}
Explanation: None.
User Response: None.

AATLO0059: Thecreate operation was cancelled by the user beforeit finished. Click Detailsfor more
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information.
Explanation: None.
User Response: None.

AATLO0060: Validating Application deployment descriptor
Explanation: None.
User Response: None.

AATLO0061: Validating Application extensions
Explanation: None.
User Response: None.

AATLO0062: Validating Web module deployment descriptor
Explanation: None.
User Response: None.

AATLO0063: Validating Web module extensions
Explanation: None.
User Response: None.

AATLO0064: Validating EJB module deployment descriptor
Explanation: None.
User Response: None.

AATL0065: Validating EJB module extensions
Explanation: None.
User Response: None.

AATLO0066: A problem occurred while attempting to verify your archive. Click Detailsfor more
information.

Explanation: None.

User Response: None.

AATLO0067: Failed to open archivefile {0}
Explanation: None.
User Response: None.

Administrative GUI

ADGUO001W: Unableto obtain Repository types {0}
Explanation: None.
User Response: None.

ADGUO0002W: Cannot find an object, TypeObject, for the model
Explanation: None.
User Response: None.

35



ADGUO0003W: Cannot narrow a stub reference {0}
Explanation: None.
User Response: None.

ADGUO004W: Cannot set cache soft limit size {0}
Explanation: None.
User Response: None.

ADGUOQ005W: {0} {1}
Explanation: None.
User Response: None.

ADGUO006W: Encountered an error in getting model attributesfor an EJB server {0}
Explanation: None.
User Response: None.

ADGUO007W: Cannot generate a byte array from descriptor: {0} {1}
Explanation: None.
User Response: None.

ADGUO008W: Skipping property {0}. Encountered an exception: {1}
Explanation: None.
User Response: None.

ADGUO0009W: Cannot find bar update for command: {0}
Explanation: None.
User Response: None.

ADGUO0010W: Cannot obtain an attribute descriptor {0}
Explanation: None.
User Response: None.

ADGUO0011W: Cannot generate byte array from descriptor: {0} {1}
Explanation: None.
User Response: None.

ADGUQ0012W: Cannot remove the EPM bean {0}
Explanation: None.
User Response: None.

ADGUQ0013W: Cannot find EJBContainer Home {0}
Explanation: None.
User Response: None.

ADGUO0014W: Failed to get the root instances
Explanation: None.
User Response: None.

ADGUO0015W: Cannot obtain a property descriptor {0}
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Explanation: None.
User Response: None.

ADGUOQ016W: The cache method was passed a null array
Explanation: None.
User Response: None.

ADGUO0017W: Encountered an error while examining a TypeAttributes object for a Ul Descriptor class
{0}

Explanation: None.

User Response: None.

ADGUQ0018W: Cannot narrow a homereference {0}
Explanation: None.
User Response: None.

ADGUOQ019W: Failed to get the list of groups
Explanation: None.
User Response: None.

ADGUO020W: Property {0} has a non-displayable editor. Skipping.
Explanation: None.
User Response: None.

ADGUO0021W: Error in getting model servletGroup attributes
Explanation: None.
User Response: None.

ADGUQ0022W: Cannot add {0} to context sensitive menu.
Explanation: None.
User Response: None.

ADGUQ023W: The DeployJar Command command failed
Explanation: None.
User Response: None.

ADGUO0024W: Failed to get the list of traced components from the administration server
Explanation: None.
User Response: None.

ADGUO0025W: Failed to get typeinformation from access bean
Explanation: None.
User Response: None.

ADGUO0026W: Cannot find VirtualHostHome
Explanation: None.
User Response: None.

ADGUO0027W: Invalid child request
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Explanation: None.
User Response: None.

ADGUQ028W: Failed to get thetypetree
Explanation: None.
User Response: None.

ADGUOQO029W: AccessBean failed to return root instances
Explanation: None.
User Response: None.

ADGUOQO30E: Could not bind to the Administration Server on {0} {1}
Explanation: None.
User Response: None.

ADGUO0031W: Required attributein the deployment descriptor isnot set {0}
Explanation: None.
User Response: None.

ADGUO0032W: Invalid event type detected {0}
Explanation: None.
User Response: None.

ADGUOQ0033W: Cannot obtain relationship information {0}
Explanation: None.
User Response: None.

ADGUOQ034W: Cannot processa list entry
Explanation: None.
User Response: None.

ADGUO0036W: Exception thrown during menu manipulation {0}
Explanation: None.
User Response: None.

ADGUO0038W: Cannot convert to avalid repository state {0}
Explanation: None.
User Response: None.

ADGUO0039W: Caught UnknownHostException exception while getting hostname
Explanation: None.
User Response: None.

ADGUO0040W: Cannot get a homefor type object {0}
Explanation: None.
User Response: None.

ADGUOQ041W: Error in getting model servlet attributes

Explanation: None.
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User Response: None.

ADGUOQO042E: Could not load security configuration from repository!
Explanation: None.
User Response: None.

ADGUOQ0044W: Cannot create afile {0} {1}
Explanation: None.
User Response: None.

ADGUOQ045W: Invalid usage.
Explanation: None.
User Response: None.

ADGUO0046W: Cannot update row {0}
Explanation: None.
User Response: None.

ADGUO0047W: Cannot set cache sweep interval {0}
Explanation: None.
User Response: None.

ADGUOQ048W: Exception thrown during button manipulation
Explanation: None.
User Response: None.

ADGUO049W: Thefilter method was passed a null pointer
Explanation: None.
User Response: None.

ADGUO050W: Failed to get the list of components from the administration server
Explanation: None.
User Response: None.

ADGUO0051W: Cannot find URIHome
Explanation: None.
User Response: None.

ADGUO0052W: Cannot deserialize a descriptor {0}
Explanation: None.
User Response: None.

ADGUOQ053W: Error in adding servlet group
Explanation: None.
User Response: None.

ADGUQ054W: Error in getting model URI attrs
Explanation: None.
User Response: None.



ADGUOQ0055W: Cannot find ServletHome
Explanation: None.
User Response: None.

ADGUO057W: Cannot find instances of type {0}
Explanation: None.
User Response: None.

ADGUO058W: Failed to get object info from ClientAccess bean
Explanation: None.
User Response: None.

ADGUOQOO059E: Could not set SecurityConfigAttributes on session bean
Explanation: None.
User Response: None.

ADGUQ060W: Cannot find the ApplicationHome class {0}
Explanation: None.
User Response: None.

ADGUQ061W: Could not narrow homer eference
Explanation: None.
User Response: None.

ADGUQ0062W: Cannot find a content pane for object {0}
Explanation: None.
User Response: None.

ADGUO0063W: Cannot collect attributes: {0}
Explanation: None.
User Response: None.

ADGUO0065W: Encountered a vector of bad parameters. Invalid wait time {0}
Explanation: None.
User Response: None.

ADGUOQ066W: Property change was vetoed: {0}
Explanation: None.
User Response: None.

ADGUQ067W: Property {0} hasa null initial value.
Explanation: None.
User Response: None.

ADGUQ069W: Name was not set in enterprise bean
Explanation: None.
User Response: None.

40



ADGUO0070W: Encountered an invalid state. No enter prise bean instance for which the home name can
be changed

Explanation: None.

User Response: None.

ADGUO0071W: Cannot obtain the cloneinterface class {0}
Explanation: None.
User Response: None.

ADGUO0072W: Cannot obtain the attribute class: {0} {1}
Explanation: None.
User Response: None.

ADGUO0073W: Valueisnot avalid timestamp {0}
Explanation: None.
User Response: None.

ADGUOQ0074W: Encountered an unexpected exception during construction of a Ul Descriptor object {0}
Explanation: None.
User Response: None.

ADGUO075W: Relationl nstance object was badly formed. Parent typeisneither source nor target
Explanation: None.
User Response: None.

ADGUQ076W: Cannot get aremote file browser {}
Explanation: None.
User Response: None.

ADGUOQO077W: Error in getting model EJBDataSour ce attributes
Explanation: None.
User Response: None.

ADGUO0078W: Cannot find the EIJBSer ver Home class {0}
Explanation: None.
User Response: None.

ADGUOOQO79E: Unableto set application on session bean
Explanation: None.
User Response: None.

ADGUO080W: null pointer exception
Explanation: None.
User Response: None.

ADGUO0081W: Encountered an error during JM enuCopy construction {0}
Explanation: None.
User Response: None.
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ADGUO0082W: Skipping property {0}. Encountered an exception on thetarget: {1}
Explanation: None.
User Response: None.

ADGUO0083W: Encountered an error during the getAttributes method {0}
Explanation: None.
User Response: None.

ADGUO0084W: Cannot find the Enter priseBeanHome class {0}
Explanation: None.
User Response: None.

ADGUO085W: Failed to get related Ids
Explanation: None.
User Response: None.

ADGU0086W: Caught NamingException exception during lookup or narrow {0}
Explanation: None.
User Response: None.

ADGUO0087W: Invalid row number {0} selected in {1} table.
Explanation: None.
User Response: None.

ADGUO0088W: Encountered an exception in the expandBreakdown method during retrieval process{0}
Explanation: None.
User Response: None.

ADGUO0089W: Dynamic invocation target isnot a valid Attributes object
Explanation: None.
User Response: None.

ADGUO090W: A Remote classor an Attribute class was not obtained {0}
Explanation: None.
User Response: None.

ADGUO0091W: Cannot initialize data {0}
Explanation: None.
User Response: None.

ADGUQ0092W: Cannot find a Node type
Explanation: None.
User Response: None.

ADGUQ093W: Cannot obtain atask home {0}
Explanation: None.
User Response: None.
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ADGUO0094W: RepositoryOpException when getting JDBC driver name {0}
Explanation: None.
User Response: None.

ADGUOQOO095E: FnishTask: Unableto set AMProperties
Explanation: None.
User Response: None.

ADGUQ096W: Cannot find ServletRedirectorHome
Explanation: None.
User Response: None.

ADGUOQ0097W: Cannot obtain the activeerror list {0}
Explanation: None.
User Response: None.

ADGUO099W: Failed to get the size of ring buffer, using 2000K
Explanation: None.
User Response: None.

ADGUO0101W: Target isnot a NodeFileSystemView object {0}
Explanation: None.
User Response: None.

ADGUO0102W: Encountered an error in the getJFClcon method {0}
Explanation: None.
User Response: None.

ADGUO0103W: Encountered an invalid deployment descriptor {0}
Explanation: None.
User Response: None.

ADGUO0104W: Encountered an unexpected exception during construction of SlDescriptor object {0}
Explanation: None.
User Response: None.

ADGUO0105W: Encountered an error while getting attributes {0}
Explanation: None.
User Response: None.

ADGUO0106W: Cannot narrow a reference {0}
Explanation: None.
User Response: None.

ADGUO0107W: Cannot set cache size {0}
Explanation: None.
User Response: None.

ADGUO108W: Failed to get related object
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Explanation: None.
User Response: None.

ADGUO0109W: Failed to get a FileBrowser ServiceBean session bean {0}
Explanation: None.
User Response: None.

ADGUO0110W: Encountered an error in getting model attributesfor an EJB container {0}
Explanation: None.
User Response: None.

ADGUO0112W: Cannot set the activerepository client to null
Explanation: None.
User Response: None.

ADGUO0113W: Encountered a null pointer exception {0}
Explanation: None.
User Response: None.

ADGUO0114W: Encountered an invalid deployment descriptor
Explanation: None.
User Response: None.

ADGUO0115W: Failed to remove the FileBrowser Service session bean {0}
Explanation: None.
User Response: None.

ADGUO0116W: Cannot get transaction information {0}
Explanation: None.
User Response: None.

ADGUO0117W: Caught NamingException exception while getting initial context
Explanation: None.
User Response: None.

ADGUO0118W: Cannot find timer for command: {0}
Explanation: None.
User Response: None.

ADGUO119W: Thefilter Types method was passed a null pointer
Explanation: None.
User Response: None.

ADGUO0120W: Cannot find instances of type: {0}
Explanation: None.
User Response: None.

ADGUO121W: Error in getting model servletengine attributes

Explanation: None.
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User Response: None.

ADGUO0123W: RepositoryOpException when getting data sour ce name {0}
Explanation: None.
User Response: None.

ADGUO0124W: Cannot set a container attribute {0}
Explanation: None.
User Response: None.

ADGUO0125W: Caught RemoteException exception while getting hostname
Explanation: None.
User Response: None.

ADGUO0126W: The getRowFor Object method was passed a null pointer
Explanation: None.
User Response: None.

ADGUO0127W: Cannot find SessionM grHome
Explanation: None.
User Response: None.

ADGUO0128W: Encountered an error while executing the M odifyM odel AttributesCommand command:
{0}

Explanation: None.

User Response: None.

ADGUO0129W: Cannot set cache hard limit size {0}
Explanation: None.
User Response: None.

ADGUO0130W: Cannot get attributesfor all instances: {0} {1}
Explanation: None.
User Response: None.

ADGUO0131W: Cannot complete the clone check {0}
Explanation: None.
User Response: None.

ADGUO0132W: RepositoryOpException when setting FullName : {0}
Explanation: None.
User Response: None.

ADGUO133E: Could not create resourcetreefor task
Explanation: None.
User Response: None.

ADGUO0134W: Encountered an unexpected constructor arguments. Relationl nstance is unusable {0}

Explanation: None.
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User Response: None.

ADGUO0135W: Encountered an exception {0}
Explanation: None.
User Response: None.

ADGUO0137W: Enumeration has mor e than one element.
Explanation: None.
User Response: None.

ADGUO0138W: Failed to get the child instances for {0}
Explanation: None.
User Response: None.

ADGUO0139W: Invalid table number: {0}
Explanation: None.
User Response: None.

ADGUO0140W: Cannot find refresh icon name from resour ce bundle {0}
Explanation: None.
User Response: None.

ADGUO0141W: Cannot obtain the InvocationHelper object {0}
Explanation: None.
User Response: None.

ADGUO0142W: Cannot get choicefor node
Explanation: None.
User Response: None.

ADGU0144W: Command failed to execute {0}
Explanation: None.
User Response: None.

ADGUO0146W: Encountered an error in getting model attributesfor a Session Mgr {0}
Explanation: None.
User Response: None.

ADGUOQ147W: Cannot create afolder {0} {1}
Explanation: None.
User Response: None.

ADGUO0148W: Enumeration has no e ements.
Explanation: None.
User Response: None.

ADGUO0149W: Failed to get the componentsfor group {0}
Explanation: None.

User Response: None.
46



ADGUO150W: Null pointer exception
Explanation: None.
User Response: None.

ADGUO0151W: Cannot find ServletGroupHome
Explanation: None.
User Response: None.

ADGUO0152W: Cannot find ServletEngineHome
Explanation: None.
User Response: None.

ADGUO0153W: Cannot initialize atablerow: {0} {1}
Explanation: None.
User Response: None.

ADGUO0154W: Cannot cast a Ul Descriptor object to a RelationUl Descriptor object. Using default. {0}
Explanation: None.
User Response: None.

ADGUOQ155W: Cannot set type default attributes. {0}
Explanation: None.
User Response: None.

ADGUO0157W: Exception in File chooser while creating servlet
Explanation: None.
User Response: None.

ADGUO0158W: Encountered an error during the getAttributes method on a model object {0}
Explanation: None.
User Response: None.

ADGUO0159W: Encountered an unexpected error {0}
Explanation: None.
User Response: None.

ADGUO0160W: Cannot create a trace panel {0}
Explanation: None.
User Response: None.

ADGUO0161W: Failed to refresh relation info from clientAccess bean
Explanation: None.
User Response: None.

ADGUO0164W: Cannot request an attribute{0} {1}
Explanation: None.
User Response: None.
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ADGUO165W: Error in getting model servietRedirector attributes
Explanation: None.
User Response: None.

ADGUO0166W: Cannot process a RelationAttributes object: {0} {1}
Explanation: None.
User Response: None.

ADGUO0168W: Cannot get a containment path
Explanation: None.
User Response: None.

ADGUO169W: general exception
Explanation: None.
User Response: None.

ADGUO0171W: Cannot find the Server Home class {0}
Explanation: None.
User Response: None.

ADGUO0173W: No Web Applications found to create servlet under
Explanation: None.
User Response: None.

ADGUO174W: Error in getting model Virtual Host attributes
Explanation: None.
User Response: None.

ADGUO0175W: Encountered an invalid model proxy {0}
Explanation: None.
User Response: None.

ADGUOQ0176W: Cannot processthe bean file {0}
Explanation: None.
User Response: None.

ADGUOQ177W: Cannot obtain related objects {0}
Explanation: None.
User Response: None.

ADGUO0178W: Cannot get type default attributes. {0}
Explanation: None.
User Response: None.

ADGUO179W: Encountered an error in getting repository object for {0} {1}
Explanation: None.
User Response: None.
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ADGUO0180W: Cannot obtain the clone attributes {0}
Explanation: None.
User Response: None.

ADGUO0181W: Cannot cast an enumeration element to the Repositor yObjectinfo class {0}
Explanation: None.
User Response: None.

ADGUO0182W: RepositoryOpException when getting FullName : {0}
Explanation: None.
User Response: None.

ADGUO0183W: Tree selection does not contain repository object {0}
Explanation: None.
User Response: None.

ADGUO0184W: Invalid parameters
Explanation: None.
User Response: None.

ADGUO0185W: Cannot process an event {0}
Explanation: None.
User Response: None.

ADGUO0186W: Encountered an error in getting model attributesfor a server {0}
Explanation: None.
User Response: None.

ADGUO0187W: Encountered an error in getting model attributesfor an application {0}
Explanation: None.
User Response: None.

ADGUO0188W: Invalid integer specified. Not setting thering buffer size
Explanation: None.
User Response: None.

ADGUO0189W: Exception
Explanation: None.
User Response: None.

ADGUO190W: Invalid state detected. Updates will be lost
Explanation: None.
User Response: None.

ADGUO0191W: Cannot set the timeout for session {0}
Explanation: None.
User Response: None.

ADGUO0192W: Encountered an error while executing the M odifyAttributesCommand command: {0}
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Explanation: None.
User Response: None.

ADGU0193W: Cannot find User ProfileHome
Explanation: None.
User Response: None.

ADGUO0194W: |nterface class name not set in attributes
Explanation: None.
User Response: None.

ADGUO0195W: Cannot get an icon name from the NL S key {0}
Explanation: None.
User Response: None.

ADGUO0196W: Encountered an error in getting model attributesfor a node node {0}
Explanation: None.
User Response: None.

ADGUO0197W: Cannot find animated icon hame from resour ce bundle {0}
Explanation: None.
User Response: None.

ADGUO0198W: Cannot find the public property editor for property: {0}
Explanation: None.
User Response: None.

ADGUO0199W: Cannot get aremote file browser {0}
Explanation: None.
User Response: None.

ADGUO200E: Unableto set resource on session bean
Explanation: None.
User Response: None.

ADGUO0201W: Encountered an exception whilefiring the RepositoryM odelEvent event {0}
Explanation: None.
User Response: None.

ADGU0202W: Unableto deter mine bean type from the deployment descriptor
Explanation: None.
User Response: None.

ADGUO203E: CreateButton shouldn't enabled
Explanation: None.
User Response: None.

ADGU1000E: Could not get attributes:

Explanation: None.
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User Response: None.

ADGUI1001E: Cannot get attribute class {0}
Explanation: None.
User Response: None.

ADGU1002E: Failed to collect attribute information about:
Explanation: None.
User Response: None.

ADGU1003E: Cannot obtain the attribute class: {0} {1}
Explanation: None.
User Response: None.

ADGUI1004E: Norepository object for specified primary key:
Explanation: None.
User Response: None.

ADGU1005E: Attributesfor {0} not found in cache.
Explanation: None.
User Response: None.

ADGU1006E: Failed to get attributesfor {0}
Explanation: None.
User Response: None.

ADGU1007W: Attributesreturned NULL for {0}. Can not classify modules.
Explanation: None.
User Response: None.

ADGU1008E: Cannot get attr moduletypein ClientOnlyType {0}.
Explanation: None.
User Response: None.

ADGU1009E: Exception occurred
Explanation: None.
User Response: None.

ADGU1010E: Operation failure
Explanation: None.
User Response: None.

ADGUI1011E: Active Object failure
Explanation: None.
User Response: None.

ADGU1012E: Failed to get theroot instances
Explanation: None.
User Response: None.
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ADGU1013E: Cannot cast an enumeration element to the RepositoryObjectl nfo class {0}
Explanation: None.
User Response: None.

ADGU1014E: Failed to get the child instances for {0}
Explanation: None.
User Response: None.

ADGU1015E: Failed to get object info from ClientAccess bean {0}
Explanation: None.
User Response: None.

ADGU1016E: Cannot narrow areference {0}
Explanation: None.
User Response: None.

ADGU1017E: Failed to refresh relation info from clientAccess bean for {0}
Explanation: None.
User Response: None.

ADGU1018E: Failed to remove {0} from parent's children
Explanation: None.
User Response: None.

ADGUI1019E: Relationlnstance object was badly formed. Parent typeisneither source nor target. {0}
Explanation: None.
User Response: None.

ADGU1020E: Encountered an unexpected constructor argument. Relationlnstance is unusable {0}.
Explanation: None.
User Response: None.

ADGU1021E: Unableto processtherelation attributes. The Relationl nstance object is unusable {0}.
Explanation: None.
User Response: None.

ADGU1022E: Cannot obtain relation size {0}
Explanation: None.
User Response: None.

ADGU1023E: Failed to get related 1ds {0}
Explanation: None.
User Response: None.

ADGU1024E: Failed to get related objects {0}
Explanation: None.
User Response: None.
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ADGU1025E: Error during findElement {0}
Explanation: None.
User Response: None.

ADGU1026E: Error during isldentical {0}
Explanation: None.
User Response: None.

ADGU1027E: GetAttribute call threw an exception for {0}
Explanation: None.
User Response: None.

ADGU1028E: Failed to get attributesin getState.
Explanation: None.
User Response: None.

ADGU1029E: Stateisnot set
Explanation: None.
User Response: None.

ADGU1030E: Unexpected Exception from getState
Explanation: None.
User Response: None.

ADGUI1031E: Cannot get typetreefrom type model root {0}
Explanation: None.
User Response: None.

ADGU1032E: Could not find specified propertiesfile:
Explanation: None.
User Response: None.

ADGU1033E: Encountered an exception during propertiesinitialization {0}
Explanation: None.
User Response: None.

ADGU1034E: Could not narrow homereference {0}
Explanation: None.
User Response: None.

ADGU1035E: Can not get home for type object {0}: {1}
Explanation: None.
User Response: None.

ADGU1036E: Error getting default attributesfor type object {0}
Explanation: None.
User Response: None.
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ADGUI1037E: Error setting default attributesfor type object {0}
Explanation: None.
User Response: None.

ADGU1038E: Failed to get thetypetree
Explanation: None.
User Response: None.

ADGU1039E: Failed to get type infor mation from access bean
Explanation: None.
User Response: None.

ADGU1040E: Interface class namenot set in attributes.
Explanation: None.
User Response: None.

ADGU1041E: Unableto obtain Repository types {0}
Explanation: None.
User Response: None.

ADGU1042E: {0} isnot atypeinstance. Remove failed.
Explanation: None.
User Response: None.

ADGU1043E: Cannot get attributesfor instance: {0} dueto {1}
Explanation: None.
User Response: None.

ADGU1044E: Caught exception while getting hostname:"
Explanation: None.
User Response: None.

ADGU1045E: Caught exception while getting initial context:"
Explanation: None.
User Response: None.

ADGU1046E: Could not bind to the Administration Server on {0} dueto {1}
Explanation: None.
User Response: None.

ADGU1047E: Cannot initialize the repository client. {0}
Explanation: None.
User Response: None.

ADGU1048E: Cannot fully initialize the RepositoryM odel object {0}
Explanation: None.
User Response: None.

ADGU1049E: Caught NamingException exception during lookup or narrow of {0}
54



Explanation: None.
User Response: None.

ADGU1050E: Cannot find all nodes. {0}
Explanation: None.
User Response: None.

ADGU1051W: No instances of {0} found to remove.
Explanation: None.
User Response: None.

ADGU1052I: Choose a {0} to remove.
Explanation: None.
User Response: None.

ADGU1053E: has contained objects. Remove cannot be performed.

Explanation: None.
User Response: None.

ADGUI1054E: Selected object isunknown.
Explanation: None.
User Response: None.

ADGU1055E: Selected object isnot startable.
Explanation: None.
User Response: None.

ADGU1056E: Selected object isnot stoppable.
Explanation: None.
User Response: None.

ADGU1057E: Invalid ping choice. Cannot ping a Type.
Explanation: None.
User Response: None.

ADGU1058E: Invalid ping choice. Cannot ping a relationship.

Explanation: None.
User Response: None.

ADGU1059E: Invalid ping choice
Explanation: None.
User Response: None.

ADGUZ2000E: Cannot find bar updater for command: {0}
Explanation: None.
User Response: None.

ADGUZ2001E: Cannot find timer for command: {0}
Explanation: None.
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User Response: None.

ADGUZ2002E: The clear SubFrame method was passed a null pointer.
Explanation: None.
User Response: None.

ADGUZ2003E: Theforcel ayout method was passed a null pointer.
Explanation: None.
User Response: None.

ADGU2004E: Action Event without selection in toolbar. {0}
Explanation: None.
User Response: None.

ADGUZ2005E: Action Event without action object. {0}
Explanation: None.
User Response: None.

ADGUZ2006E: Table selection does not contain RO {0}
Explanation: None.
User Response: None.

ADGU2007E: The Administration Client failed to connect to the Administration Server.
Explanation: None.
User Response: None.

ADGUZ2008E: The Administration Client failed to connect to the Administration Server. Start the local
or remote Administration Server service before launching the Administration Client.

Explanation: None.

User Response: None.

ADGUZ2009E: The Administration Client failed to authenticate. Please check the user name/password.
Explanation: None.
User Response: None.

ADGUZ2010E: Invalid port number on command line {0}
Explanation: None.
User Response: None.

ADGUZ2011E: Thecommand lineisnot valid. The-rootType argument isnot correct.
Explanation: None.
User Response: None.

ADGUZ2012E: The screen resolution must be set to 800x600 or higher.
Explanation: None.
User Response: None.

ADGUZ2013E: Encountered an exception during propertiesinitialization {0}

Explanation: None.
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User Response: None.

ADGU2014E: A browser could not be launched to display help
Explanation: None.
User Response: None.

ADGUZ2015E: Could not start browser with command: {0}
Explanation: None.
User Response: None.

ADGUZ2016E: Exception occurred launching AAT: {0}
Explanation: None.
User Response: None.

ADGUZ2017E: Action Event without selection in menu bar. {0}");
Explanation: None.
User Response: None.

ADGU2018E: Encountered an error while loading class PropertyResour ceBundle from a JAR file {0}
Explanation: None.
User Response: None.

ADGUZ2019E: Null lookup key passed to NL S
Explanation: None.
User Response: None.

ADGUZ2020E: Unableto parse asinteger.
Explanation: None.
User Response: None.

ADGUZ2021E: Failed to get runtime attributes, server may not be reachable
Explanation: None.
User Response: None.

ADGUZ2022E: Exception event fired with no exception
Explanation: None.
User Response: None.

ADGUZ2023E: Tree selection does not contain repository object {0}
Explanation: None.
User Response: None.

ADGU2024E: M akel con parametersarenot valid. GIF file name or base classnameisnull.
Explanation: None.
User Response: None.

ADGUZ2025E: Resourceisnull
Explanation: None.

User Response: None.
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ADGU2026E: Resour cefile has zero length
Explanation: None.
User Response: None.

ADGU2027E: Encountered an error during the makel con method {0}
Explanation: None.
User Response: None.

ADGU2028E: Cannot create an icon
Explanation: None.
User Response: None.

ADGU2029E: Cannot convert to a valid date {0}
Explanation: None.
User Response: None.

ADGU3000W: Encountered an internal error {0}
Explanation: None.
User Response: None.

ADGU3001W: Encountered an error while getting attributes {0}
Explanation: None.
User Response: None.

ADGU3002E: CreateButton shouldn't enabled.
Explanation: None.
User Response: None.

ADGUS3003E: Therequired namefield in the general tab panel hasno value. Enter avalue in the name
field.

Explanation: None.

User Response: None.

ADGU3004E: Therequired classnameisnot entered. Enter a class name.
Explanation: None.
User Response: None.

ADGU3005W: Failed to get a FileBrowser ServiceBean session bean {0}
Explanation: None.
User Response: None.

ADGU3006W: Error in getting model EJBDataSour ce attributes
Explanation: None.
User Response: None.

ADGU3007E: A datasource cannot be be created without an existing JDBC provider. Createa JDBC
provider first.

Explanation: None.
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User Response: None.

ADGU3008E: A JDBC provider isnot selected. Select a provider from the JDBC provider drop down
list.

Explanation: None.

User Response: None.

ADGU3009E: Your valuefor the maximum pool sizeisinvalid. Thisvalue must not be lessthan the value
for the Minimum pool size.

Explanation: None.

User Response: None.

ADGU3011W: Cannot set dynamic cache size {0}
Explanation: None.
User Response: None.

ADGU3012W: Cannot set dynamic cache default priority {0}
Explanation: None.
User Response: None.

ADGUS3013E: Edit cannot beinvoked. Thereisno selection in the External cache group table. Select a
group from the table and then click on the Edit button to bring up the cache group information.
Explanation: None.

User Response: None.

ADGUS3014E: Failureretrieving the cache group information. If the problem persists, contact IBM
service.

Explanation: None.

User Response: None.

ADGUS3015E: Remove cannot be invoked. Thereisno selection in the External cache group table. Select
a group from the table and then click on the Remove button to remove the selected cache group.
Explanation: None.

User Response: None.

ADGU3016E: Please select a group from thelist.
Explanation: None.
User Response: None.

ADGU3017E: Cache group was not created. A cache group with the same name already exists. Create a
cache group with an unique name.

Explanation: None.

User Response: None.

ADGU3018E: You have entered an invalid value for Cache size. Valid value for thisfield must be a
positive number.

Explanation: None.

User Response: None.
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ADGU3019E: You have entered an invalid value for Default priority. Valid value for thisfield must bea
positive number.

Explanation: None.

User Response: None.

ADGU3020W: Cannot set cache size {0}
Explanation: None.
User Response: None.

ADGU3021W: Cannot set cache sweep interval {0}
Explanation: None.
User Response: None.

ADGU3022W: Encountered an error in getting model attributesfor an EJBM odule
Explanation: None.
User Response: None.

ADGU3023E: Fail to get file browser service home
Explanation: None.
User Response: None.

ADGU3024E: Fail to get RemoteAr chivelnfo
Explanation: None.
User Response: None.

ADGU3025E: No {0} instances found to create a new EJBContainer under.
Explanation: None.
User Response: None.

ADGU3026E: Y ou must choose a {0} from the node drop down list before creating an {1}.
Explanation: None.
User Response: None.

ADGU3027W: Encountered an error in getting model attributesfor an EJB server {0}
Explanation: None.
User Response: None.

ADGU3028E: No {0} instances found to create a new EJBContainer under.
Explanation: None.
User Response: None.

ADGU3029W: Encountered an error in getting model attributesfor an enter prise application {0}
Explanation: None.
User Response: None.

ADGU3030E: A J2C Connection Factory cannot be created without an existing J2C Resour ce Adapter.
Create a J2C Resour ce Adapter first.

Explanation: None.

User Response: None.
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ADGUS3031E: A J2C resour ce adapter isnot selected. Select aresour ce adapter from the J2C resour ce
adapter drop down list.

Explanation: None.

User Response: None.

ADGU3032E: Invalid value entered for the Maximum connections field. The maximum connections must
be greater than the minimum connections

Explanation: None.

User Response: None.

ADGU3033W: Error in getting model J2CConnectionFactory attributes {0}
Explanation: None.
User Response: None.

ADGU3034W: Error in getting model J2CResour ceAdapter attributes {0}
Explanation: None.
User Response: None.

ADGU3035E: Therequired archive file name has no value. Click on the ellipsesin the button to bring up
afilebrowser to set your archivefile.

Explanation: None.

User Response: None.

ADGU3036E: Internal error in creating theinstalled nodelist. Restart your Administrator's Console. I f
the problem persists, contact IBM service.

Explanation: None.

User Response: None.

ADGU3037E: Therequired implementation class has no value. Enter an implementation class or click on
the éllipsesin the button to bring up a selection list.

Explanation: None.

User Response: None.

ADGU3038W: Encountered an error in getting model attributesfor JDBC provider {0}
Explanation: None.
User Response: None.

ADGU3039E: A JM S Connection Factory cannot be created without an existing JM S Provider. Please
createa JM S Provider first.

Explanation: None.

User Response: None.

ADGU3040E: Therequired external JNDI path hasno value. Enter avaluein the external JNDI path
field.

Explanation: None.

User Response: None.

ADGU3041E: The connection typeisnot selected. Select a connection type.

Explanation: None.
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User Response: None.

ADGU3042E: Therequired JM S provider hasno value. Select a provider from the JM S provider drop
down list.

Explanation: None.

User Response: None.

ADGU3043W: Encountered an error in getting model attributesfor JM S connection factory {0}
Explanation: None.
User Response: None.

ADGU3044E: A JM S Destination cannot be created without an existing JM S Provider. Please create a
JMS Provider first.

Explanation: None.

User Response: None.

ADGUS3045E: Thedestination typeisnot selected. Select a destination type.
Explanation: None.
User Response: None.

ADGU3046W: Error in getting model attributesfor JM S destination {0}
Explanation: None.
User Response: None.

ADGU3047E: Therequired context factory classname has no value. Enter a valuein the context factory
clansman field.

Explanation: None.

User Response: None.

ADGU3048E: Therequired provider URL hasno value. Enter avaluein the provider URL field.
Explanation: None.
User Response: None.

ADGU3049W: Error in getting model attributesfor JM S provider {0}
Explanation: None.
User Response: None.

ADGU3050E: Therequired server name for outgoing mail has no value. Enter avaluein the server field
for outgoing mail.

Explanation: None.

User Response: None.

ADGU3051E: Missing protocol value for mail store access. You have enabled Mail store access. Enter or
select a protocol from the drop down list.

Explanation: None.

User Response: None.

ADGU3052E: Missing host value for mail store access. Y ou have enabled Mail store access. Enter a host
value.
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Explanation: None.
User Response: None.

ADGU3053E: Missing user name value for mail store access. You have enabled Mail store access. Enter a
user name.

Explanation: None.

User Response: None.

ADGU3054E: Missing password value for mail store access. You have enabled Mail store access. Enter a
password.

Explanation: None.

User Response: None.

ADGU3055W: Error in getting model attributesfor JavaMail session {0}
Explanation: None.
User Response: None.

ADGU3056W: Encountered an invalid model proxy {0}
Explanation: None.
User Response: None.

ADGU3057E: Thisnodeisalready installed with this Provider. To change an existing installation,
uninstall the existing node installation first beforeinstalling another one.

Explanation: None.

User Response: None.

ADGUS3058E: You have entered an invalid value for {0}. Valid value for thisinput must be between 0 and
{1}

Explanation: None.

User Response: None.

ADGU3059E: Your valuefor the maximum connection cache sizeisinvalid. Thisvalue must be bigger
than thevalue for the Minimum connection cache size.

Explanation: None.

User Response: None.

ADGU3060W: Skipping property {0}. Encountered an exception on thetarget: {1}
Explanation: None.
User Response: None.

ADGU3061W: Skipping property {0}. Encountered an exception: {1}
Explanation: None.
User Response: None.

ADGU3062W: Cannot find the public property editor for property: {0}
Explanation: None.
User Response: None.

ADGU3063W: Property {0} hasa null initial value.
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Explanation: None.
User Response: None.

ADGU3064W: Property {0} has a non-displayable editor. Skipping.
Explanation: None.
User Response: None.

ADGU3065W: Cannot obtain an attribute descriptor {0}
Explanation: None.
User Response: None.

ADGU3066W: Property change was vetoed: {0}
Explanation: None.
User Response: None.

ADGU3067W: Failed to get a FileBrowser ServiceBean session bean {0}
Explanation: None.
User Response: None.

ADGU3068E: Wrong Resource Type
Explanation: None.
User Response: None.

ADGU3069E: Thisresourcedriver isalready installed in this node.
Explanation: None.
User Response: None.

ADGU3070E: Therequired executablefield hasno value. Enter a valuein the executable field.
Explanation: None.
User Response: None.

ADGU3071W: Encountered an error in getting model attributesfor a server {0}
Explanation: None.
User Response: None.

ADGU3072E: Session tracking mechanism isnot selected. Select at least one tracking mechanism.
Explanation: None.
User Response: None.

ADGU3073E: Cookie maximum age has no value. You have selected to set maximum cookie age. Enter a
valid valuein the cookie age field.

Explanation: None.

User Response: None.

ADGUS3074E: You have entered an invalid value for cookie maximum age. Enter a positive numeric
valuefor thisfield.

Explanation: None.

User Response: None.
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ADGU3075E: Invalidation timeout has no value. You have selected to set the invalidation timeout. Enter
avalid valuein the timeout field.

Explanation: None.

User Response: None.

ADGUS3076E: You have entered an invalid value for invalidation timeout. Valid value for thisfield must
be a number greater than 2.

Explanation: None.

User Response: None.

ADGUS3077E: You have entered an invalid value for the cleanup schedules. Value for these fields must be
between 0 and 23.

Explanation: None.

User Response: None.

ADGUS3078E: You have entered invalid values for the cleanup schedules. Schedule one must be earlier or
equal to schedule two.

Explanation: None.

User Response: None.

ADGUS3079E: You have entered an invalid value for time based write frequency. Valid value for thisfield
must be a positive numeric value.

Explanation: None.

User Response: None.

ADGUS3080E: You have entered an invalid value for maximum in memory session count. Valid value for
thisfield must be a positive numeric value.

Explanation: None.

User Response: None.

ADGUS3081E: A URL cannot be be created without an existing URL Provider. Createa URL Provider
first.

Explanation: None.

User Response: None.

ADGU3082E: Therequired URL hasno value. Enter avaluein the URL field.
Explanation: None.
User Response: None.

ADGU3083E: Therequired URL provider hasno value. Select a URL Provider from the drop down list.
Explanation: None.
User Response: None.

ADGU3084W: Error in getting model attributesfor URL {0}
Explanation: None.
User Response: None.

ADGU3085E: Therequired protocol hasno value. Enter avaluein the protocol field.
Explanation: None.

User Response: None.
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ADGU3086E: Therequired steam handler class hasno value. Enter avaluein the stream handler class
field.

Explanation: None.

User Response: None.

ADGU3087E: Specify aunique MIME TYPE
Explanation: None.
User Response: None.

ADGU3088E: Specify at least one EXTENSION
Explanation: None.
User Response: None.

ADGU3089W: Error in getting model Virtual Host attributes
Explanation: None.
User Response: None.

ADGU3090W: Encountered an error in getting model attributesfor an WebM odule
Explanation: None.
User Response: None.

ADGU3091E: You have entered an invalid value for minimum thread size. Valid value for thisfield must
be a positive numeric value.

Explanation: None.

User Response: None.

ADGU3092E: You have entered an invalid value for maximum thread size. Valid valuefor thisfield must
be a positive numeric value.

Explanation: None.

User Response: None.

ADGU3093E: You have entered an invalid value for thread inactivity timeout. Valid value for thisfield
must be a positive numeric value.

Explanation: None.

User Response: None.

ADGU3094W: Cannot set thread minimum size {0}
Explanation: None.
User Response: None.

ADGU3095W: Cannot set thread maximum size {0}
Explanation: None.
User Response: None.

ADGU3096W: Cannot set thread inactivity timeout {0}
Explanation: None.
User Response: None.
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ADGU3097E: No {0} instance found to create a new Node under.
Explanation: None.
User Response: None.

ADGU3098W: Encountered an error in getting model attributesfor a node {0}
Explanation: None.
User Response: None.

ADGUS3I109E: You have entered an invalid value for {0}. Valid value for thisinput must be a positive
number.

Explanation: None.

User Response: None.

ADGU3170E: You must choose a {0} prior to creating a {1}.
Explanation: None.
User Response: None.

ADGU3186W: Error in getting model attributesfor URL provider {0}
Explanation: None.
User Response: None.

Administrative Repository

ADMROI100E: Attribute does not exist: {0}.
Explanation: None.
User Response: None.

ADMRO0200W: Unableto get install location on node {0} for ear file
Explanation: None.
User Response: None.

ADMRO0201W: Module does not have arelative URI.
Explanation: None.
User Response: None.

ADMRO0202W: Application has no binding.
Explanation: None.
User Response: None.

ADMRO0203W: Null EJB jar.
Explanation: None.
User Response: None.

ADMRO0204W: Null web app.
Explanation: None.
User Response: None.
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ADMRO0205W: Unknown moduletype- jar or war required.
Explanation: None.
User Response: None.

ADMRO0206W: Can not find link {0} for EJB ref.
Explanation: None.
User Response: None.

ADMRO0207W: Can not resolveinternal refs.
Explanation: None.
User Response: None.

ADMRO0208W: Can not changetheoriginal ear file.
Explanation: None.
User Response: None.

ADMRO0209W: Cannot change the node namefor the original Ear file.
Explanation: None.
User Response: None.

ADMRO300E: Failed to deploy J2C resour ce adapter archivefile: {0}.
Explanation: None.
User Response: None.

ADMRO400E: Database select failed to find JDBC driver instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMRO401E: Database select failed because of {0}.
Explanation: None.
User Response: None.

ADMRO0402E: Database findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMRO403E: Database findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO0404E: Database findByName failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMRO405E: Database findByName failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO406E: Database update failed dueto {0} for statement with name = {1}, implClass = {2},
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urlPrefix = {3}, id = {4}.
Explanation: None.
User Response: None.

ADMRO0407E: Database update failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO408E: Database delete failed dueto {0} for primary key {1}.
Explanation: None.
User Response: None.

ADMRO409E: Database delete failed due to {0}.
Explanation: None.
User Response: None.

ADMRO410E: Databaseinsert failed dueto {0} for statement with name = {1}, implClass = {2}, ur|Prefix
={3},id = {4} typeld = {5}.

Explanation: None.

User Response: None.

ADMRO411E: Databaseinsert failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO412E: Database could not createtable {0} because of {1}.
Explanation: None.
User Response: None.

ADMRO413E: Attribute {0} doesnot exist.
Explanation: None.
User Response: None.

ADMRO414E: Attribute {0} isnot set.
Explanation: None.
User Response: None.

ADMRO415E: Could not updatetheinstance variables.
Explanation: None.
User Response: None.

ADMRO0416E: Could not initialize theinstance variables.
Explanation: None.
User Response: None.

ADMRO417E: An operation exception occurred.
Explanation: None.
User Response: None.
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ADMRO418E: Could not change the name of attribute.
Explanation: None.
User Response: None.

ADMRO500E: ApplicationBean select failed to find application instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMRO501E: ApplicationBean select failed because of {0}.
Explanation: None.
User Response: None.

a>ADMRO0502E: ApplicationBean findAll failed due to {0} on table {1}.
Explanation: None.
User Response: None.

ADMRO503E: ApplicationBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO504E: ApplicationBean findByName failed due to {0} on table {1}.
Explanation: None.
User Response: None.

ADMRO505E: ApplicationBean findByName failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO506E: ApplicationBean update failed dueto {0} for statement with name = {1} id ={2}.
Explanation: None.
User Response: None.

ADMRO507E: ApplicationBean update failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO508E: ApplicationBean delete failed dueto {0} for primary key {1}.
Explanation: None.
User Response: None.

ADMRO509E: ApplicationBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO510E: ApplicationBean insert failed dueto {0} for statement id = {1} typeld = {2}.
Explanation: None.
User Response: None.
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ADMRO511E: ApplicationBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO512E: ApplicationBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMRO513E: Attribute {0} does not exist.
Explanation: None.
User Response: None.

ADMRO514E: Attribute {0} isnot set.
Explanation: None.
User Response: None.

ADMRO515E: Attribute could not be set.
Explanation: None.
User Response: None.

ADMRO516E: An operation exception occurred.
Explanation: None.
User Response: None.

ADMRO517E: Could not update the instance variables.
Explanation: None.
User Response: None.

ADMRO600E: DataSourceBean select failed to find application instance {0} in table {1}.

Explanation: None.
User Response: None.

ADMRO601E: DataSour ceBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMRO0602E: DataSour ceBean findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMRO603E: DataSourceBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO604E: DataSour ceBean findByName failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMROG605E: DataSour ceBean findByName failed dueto {0}.
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Explanation: None.
User Response: None.

ADMRO606E: DataSour ceBean update failed dueto {0} for statement with name = {1} DBName = {2} id
={3}.

Explanation: None.

User Response: None.

ADMRO607E: DataSourceBean update failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO608E: DataSour ceBean delete failed dueto {0} for primary key {1}.
Explanation: None.
User Response: None.

ADMRO609E: DataSour ceBean delete failed due to {0}.
Explanation: None.
User Response: None.

ADMRO610E: DataSourceBean insert failed dueto {0} for statement id = {1} DBName = {2} typeld = {3}.
Explanation: None.
User Response: None.

ADMRO611E: DataSourceBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMRO0612E: DataSour ceBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMRO613E: Attribute {0} does not exist.
Explanation: None.
User Response: None.

ADMRO614E: Attribute {0} isnot set.
Explanation: None.
User Response: None.

ADMRO615E: Could not updatetheinstance variables.
Explanation: None.
User Response: None.

ADMROG16E: An operation exception occurred.
Explanation: None.
User Response: None.

ADMRO617E: Could not initialize the instance variables.
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Explanation: None.
User Response: None.

ADMRO618E: Invalid JDBC driver specified.
Explanation: None.
User Response: None.

ADMRO619E: Could not delete from the INDI namespace.
Explanation: None.
User Response: None.

ADMRO0620E: Could not insert into the J.NDI namespace.
Explanation: None.
User Response: None.

ADMRO621E: Could not get the JDBC driver.
Explanation: None.
User Response: None.

ADMRO0622E: Could not change the name of attribute.
Explanation: None.
User Response: None.

ADMRI000E: Valid provider must be specified to create thisresource.
Explanation: None.
User Response: None.

ADMRI1001E: Valid name attribute must be specified to create thisresource.
Explanation: None.
User Response: None.

ADMRI1002E: Failed to createrelationship between resour ce and its provider: {0}
Explanation: None.
User Response: None.

ADMR1003E: Exception occurred while changing JNDI name from {0} to {1}.
Explanation: None.
User Response: None.

ADMR1004E: Exception occurred while updating JNDI binding for {0}.
Explanation: None.
User Response: None.

ADMRI1005E: Could not get resource provider for {0}.
Explanation: None.
User Response: None.

ADMRI1500E: Databaseinsert failed: {0}
Explanation: None.
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User Response: None.

ADMRI1501E: Database query failed: {0}
Explanation: None.
User Response: None.

ADMR1502E: Databaseread failed: {0}
Explanation: None.
User Response: None.

ADMR1503E: Database update failed: {0}
Explanation: None.
User Response: None.

ADMRI1504E: Database delete failed: {0}
Explanation: None.
User Response: None.

ADMR1505E: Database table {0} creation failed: {1}
Explanation: None.
User Response: None.

ADMRI1506E: Find all in {0} failed: {1}.
Explanation: None.
User Response: None.

ADMR1507E: Find by namefor {0} failed: {1}.
Explanation: None.
User Response: None.

ADMRI1508E: Find by JNDI namefor {0} failed: {1}.
Explanation: None.
User Response: None.

ADMRI1516E: An operation exception occurred.
Explanation: None.
User Response: None.

ADMRI1517E: Caught attribute not set exception: {0}.
Explanation: None.
User Response: None.

ADMR1518E: Could not initialize attributes: {0}.
Explanation: None.
User Response: None.

ADMR1519E: Could not find FileBrowser ServiceHome.
Explanation: None.

User Response: None.
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ADMR1520E: Failed to obtain FileBrowser Service.
Explanation: None.
User Response: None.

ADMR2000E: getActiveObjectName not implemented
Explanation: None.
User Response: None.

ADMRZ2001E: GetConfiguration not implemented
Explanation: None.
User Response: None.

ADMR2100E: Operation not implemented, but you should not seethis exception
Explanation: None.
User Response: None.

ADMR2200E: Invalid attributes class provided:
Explanation: None.
User Response: None.

ADMR2201E: incrementConfigNo: Cloneisnot part of model
Explanation: None.
User Response: None.

ADMR2202E: I napplicable attributes provided for root clone instance
Explanation: None.
User Response: None.

ADMR2203E: DesiredState does not exist for Models
Explanation: None.
User Response: None.

ADMR2204E: CurrentState does not exist for Models
Explanation: None.
User Response: None.

ADMR2205E: GetNode not implemented for Models
Explanation: None.
User Response: None.

ADMR2206E: Inapplicable attributes provided for model instance
Explanation: None.
User Response: None.

ADMR2207E: Clonel nterface type does not exist in the repository
Explanation: None.
User Response: None.
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ADMR2208E: ListClones of containingM odel failed:
Explanation: None.
User Response: None.

ADMR2209E: Clonel nstanceis not of the given clonetype specified for this model instance
Explanation: None.
User Response: None.

ADMR2210E: Attribute does not exist.
Explanation: None.
User Response: None.

ADMR2210E: ListClones of containingM odel failed:
Explanation: None.
User Response: None.

ADMR2210W: Encountered a bad implementation of a ModelAttributes object in the setAttributes
method: {0}

Explanation: None.

User Response: None.

ADMR2211E: Attributeisnot set.
Explanation: None.
User Response: None.

ADMR2211W: Attributeisset but the get method failed in the setAttributes method {0}
Explanation: None.
User Response: None.

ADMR2212W: Unexpected exception in pushM odel ChangesForWLM
Explanation: None.
User Response: None.

ADMR2213W: M odel not found
Explanation: None.
User Response: None.

ADMR2250E: ModelBean select failed to find model instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR2251E: ModelBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMR2252E: M odelBean findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.
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ADMR2253E: ModelBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2254E: ModelBean findByName failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMR2255E: ModelBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR2255E: ModelBean findByName failed due to {0}.
Explanation: None.
User Response: None.

ADMR2256E: ModelBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2257E: ModelBean insert failed dueto {0} for statement id = {1} name = {2} typeld = {3}.
Explanation: None.
User Response: None.

ADMR2258E: ModelBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2259E: M odelBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR2300W: Unexpected WL M BootstrapException in ggbRemove
Explanation: None.
User Response: None.

ADMR2310E: NodeBean select failed to find node instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR2311E: NodeBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMR2312E: NodeBean findAll failed due to {0} on table {1}.
Explanation: None.
User Response: None.
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ADMR2313E: NodeBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2314E: NodeBean findByName failed due to {0} on table {1}.
Explanation: None.
User Response: None.

ADMR2315E: NodeBean findByName failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2316E: NodeBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR2317E: NodeBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2318E: NodeBean insert failed due .to {0} for statement id = {1} name = {2} typeld = {3}.
Explanation: None.
User Response: None.

ADMR2319E: NodeBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2320E: NodeBean could not createtable {0} because of {1}.
Explanation: None.
User Response: None.

ADMR2321E: Attribute {0} does not exist.
Explanation: None.
User Response: None.

ADMR2322E: Attribute {0} isnot set.
Explanation: None.
User Response: None.

ADMR2323E: invalid node name
Explanation: None.
User Response: None.

ADMR2324E: unexpected exception when validating name
Explanation: None.
User Response: None.

ADMR2400E: Serious Event table corrupted
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Explanation: None.
User Response: None.

ADMR2401E: Invalid Serious Event table size
Explanation: None.
User Response: None.

ADMR2500E: Invalid attributes class provided
Explanation: None.
User Response: None.

ADMR2501E: IncrementConfigNo: Cloneisnot part of Server Group
Explanation: None.
User Response: None.

ADMR2502E: I napplicable attributes provided for root cloneinstance
Explanation: None.
User Response: None.

ADMR2503E: Cannot create Server Clone
Explanation: None.
User Response: None.

ADMR2504E: Problem in getting ear filelocation
Explanation: None.
User Response: None.

ADMR2505E: Could not get FileBrowser ServiceHome
Explanation: None.
User Response: None.

ADMR2505E: Error in getting parent EnterpriseApp
Explanation: None.
User Response: None.

ADMR2507E: The .ear file nameisempty
Explanation: None.
User Response: None.

ADMR2508E: Failed to create FileBrowser Service remote object or call methods on it
Explanation: None.
User Response: None.

ADMR2509E: DesiredState does not exist for Server Groups
Explanation: None.
User Response: None.

ADMR2510E: GetNode not implemented for Server Groups
Explanation: None.
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User Response: None.

ADMR2511E: CurrentState does not exist for Server Groups
Explanation: None.
User Response: None.

ADMR2512E: | napplicable attributes provided for server group instance
Explanation: None.
User Response: None.

ADMR2513E: Clonel nterface type does not exist in the repository
Explanation: None.
User Response: None.

ADMR2514E: Problem in g bPostCreate while creating clones
Explanation: None.
User Response: None.

ADMR2515E: Cannot list clones of Server Group
Explanation: None.
User Response: None.

ADMR2516E: No g bServerModuleRel isfound
Explanation: None.
User Response: None.

ADMR2530W: Encountered a bad implementation of a Server GroupAttributes object in the
setAttributes method: {0}

Explanation: None.

User Response: None.

ADMR2531W: Attributeisset but the get method failed in the setAttributes method {0}
Explanation: None.
User Response: None.

ADMR2532W: Unexpected exception in pushServer GroupChangesForWLM
Explanation: None.
User Response: None.

ADMR2700E: Cannot find the installed Server
Explanation: None.
User Response: None.

ADMRZ2701E: reinstall - exception to update Server Module relation
Explanation: None.
User Response: None.

ADMR2702E: Server isinitializing or lost contact

Explanation: None.
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User Response: None.

ADMR2703E: Problem in starting the Module
Explanation: None.
User Response: None.

ADMR2704E: Problem in stopping the Module
Explanation: None.
User Response: None.

ADMR2705E: Empty Server Group with no Servers
Explanation: None.
User Response: None.

ADMRZ2706E: Problem in getting containment path for Module
Explanation: None.
User Response: None.

ADMR2707E: Database createtablefailed.
Explanation: None.
User Response: None.

ADMR2708E: Database update failed to store Module attributes (id={0}).
Explanation: None.
User Response: None.

ADMR2709E: Database delete failed to remove Module instance (id={0}).
Explanation: None.
User Response: None.

ADMR2710E: Databaseinsert failed to store new Module instance (id={0}).
Explanation: None.
User Response: None.

ADMR2711E: Database select failed to find M odule instance (id={0}).
Explanation: None.
User Response: None.

ADMR2712E: Database select failed.
Explanation: None.
User Response: None.

ADMR2713E: Database select failed to find all instances of Module.
Explanation: None.
User Response: None.

ADMR2714E: Exception occurred initializing default Module attributes.
Explanation: None.

User Response: None.
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ADMR2715E: Required Module name attribute was not specified.
Explanation: None.
User Response: None.

ADMR2716E: Required attribute for Module was not input.
Explanation: None.
User Response: None.

ADMR2717E: Input attribute does not exist for aModule.
Explanation: None.
User Response: None.

ADMR2718E: An error occurred creating the Server --> Module relation : {0}.
Explanation: None.
User Response: None.

ADMR2719E: Could not find VirtualHost (name={0}).
Explanation: None.
User Response: None.

ADMR2720E: No web application binding existsfor Web Module : {0}.
Explanation: None.
User Response: None.

ADMR2721E: No configured resour ce was found for theinput Module binding : {0}.
Explanation: None.
User Response: None.

ADMR2722E: An error occurred creating the {0} to {1} relation.
Explanation: None.
User Response: None.

ADMRZ2723E: No VirtualHost binding existsfor Web Module: {0}.
Explanation: None.
User Response: None.

ADMR2750W: No nhame was found for the Enterprise Application that containsthis Module
Explanation: None.
User Response: None.

ADMR2751W: An Enterprise Application was not found for the Module
Explanation: None.
User Response: None.

ADMR2752W: An Enterprise Application was not found for the Module
Explanation: None.
User Response: None.
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ADMR2753W: Resource reference for INDI name {0} has no Resour ce Type value. A default type of {1}
has been assigned

Explanation: None.

User Response: None.

ADMR2754W: Server-to-Module Relation delete failed!
Explanation: None.
User Response: None.

ADMR2755W: Problem in starting the Module
Explanation: None.
User Response: None.

ADMRZ2756W: Problem in stopping the Module
Explanation: None.
User Response: None.

ADMR2800W: Encountered an error during the getROname method
Explanation: None.
User Response: None.

ADMR2900E: ServerBean stop operation exception {0}.
Explanation: None.
User Response: None.

ADMR2900W: Failed to reconnect to a server: {0}. No PID available
Explanation: None.
User Response: None.

ADMRZ2901E: ServerBean select failed to. find server instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR2901W: Failed to reconnect to a server: {0} {1}
Explanation: None.
User Response: None.

ADMR2902E: ServerBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMR2903E: ServerBean update failed dueto {0} for statement with id = {1}.
Explanation: None.
User Response: None.

ADMR2904E: ServerBean update failed dueto {0}.
Explanation: None.
User Response: None.
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ADMR2905E: SeverBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR2906E: SeverBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2907E: ServerBean insert failed dueto {0} for statement with id = {1} typeld ={2}.
Explanation: None.
User Response: None.

ADMR2908E: ServerBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2910E: ServerBean findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMR2911E: ServerBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR2912E: ServerBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR2913E: ServerBean could not initialize because of {0}.
Explanation: None.
User Response: None.

ADMR2914E: Attribute does not exist.
Explanation: None.
User Response: None.

ADMR2915E: Attributeisnot set.
Explanation: None.
User Response: None.

ADMR3000E: EJBServerBean select failed to find server instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR3001E: EJBServer Bean detected arelation operation exception.
Explanation: None.
User Response: None.
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ADMR3002E: EJBServer Bean detected a missing object exception.
Explanation: None.
User Response: None.

ADMR3003E: EJBServerBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMR3004E: EJBServer Bean update failed. dueto {0} for statement with id = {1}.
Explanation: None.
User Response: None.

ADMR3005E: EJBServerBean update failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3006E: EJBServerBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR3007E: EJBServerBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3008E: EJBServerBean insert failed dueto {0} for statement with id = {1} typeld = {2}.
Explanation: None.
User Response: None.

ADMR3009E: EJBServerBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3010E: EJBServerBean findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMR3011E: EJBServerBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3012E: EJBServerBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3013E: EJBServerBean could not initialize because of {0}.
Explanation: None.
User Response: None.

ADMR3014E: Attribute does not exist.
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Explanation: None.
User Response: None.

ADMRS3015E: Attributeisnot set.
Explanation: None.
User Response: None.

ADMR3016E: Failed to get the server group name
Explanation: None.
User Response: None.

ADMR3017E: Exception occurred while finding datasour ce {0}.
Explanation: None.
User Response: None.

ADMR3018E: Exception occurred while finding SecurityConfig bean.
Explanation: None.
User Response: None.

ADMR3019W: Failed to reconnect to EJB server {0}; No IOR isavailable.
Explanation: None.
User Response: None.

ADMR3020W: Failed to reconnect to EJB server {0}: {1}
Explanation: None.
User Response: None.

ADMR3021E: Error removing EJB server's modulerelationships.
Explanation: None.
User Response: None.

ADMR3022E: Problem in module.stoppingContainer Object.
Explanation: None.
User Response: None.

ADMR3100E: RelationBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMRS3101E: RelationBean select failed to find relation instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR3102E: RelationBean select failed because of {0}.
Explanation: None.
User Response: None.

ADMR3103E: RelationBean findAlllnstanc.esfailed dueto {0} on tablefor rellD = {1}.

Explanation: None.
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User Response: None.

ADMR3104E: RelationBean findAlll nstances failed dueto {0}.
Explanation: None.
User Response: None.

>ADMR3105E: RelationBean findAll failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMR3106E: RelationBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3107E: RelationBean findByName failed dueto {0} on table {1}.
Explanation: None.
User Response: None.

ADMR3108E: RelationBean findByName failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3109E: RelationBean findBySour ce failed due to {0} for srcType{1}.
Explanation: None.
User Response: None.

ADMR3110E: RelationBean findBySour ce failed dueto {0}.
Explanation: None.
User Response: None.

ADMRS3111E: RelationBean findByTar get failed dueto {0} for targetType {1}.
Explanation: None.
User Response: None.

ADMR3112E: RelationBean findByTar get .failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3113E: RelationBean findByEndpointsfailed dueto {0} for srcType{1} targetType{2}.
Explanation: None.
User Response: None.

ADMR3114E: RelationBean findByEndpoints failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3115E: RelationBean update failed dueto {0} for statement with id = {1} srcID = {2} and targetI D
={3}.

Explanation: None.
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User Response: None.

ADMR3116E: RelationBean update failed dueto {0}.
Explanation: None.
User Response: None.

ADMRS3117E: RelationBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR3118E: RelationBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3119E: RelationBean g bCreate exception because of non-existent attribute {0}.
Explanation: None.
User Response: None.

ADMR3120E: RelationBean insert failed dueto {0} for statement id = {1} name = {2} typeld = {3}.
Explanation: None.
User Response: None.

ADMR3121E: RelationBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3122E: ServerBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3123E: RelationBean object traversal failed dueto {0} for srcld {1}.
Explanation: None.
User Response: None.

ADMR3124E: RelationBean object traversal failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3125E: RelationBean object traversal failed dueto {0} for srcld {1} and name {2}.
Explanation: None.
User Response: None.

ADMR3126E: RelationBean object addition failed dueto {0} for id {1} srcld {2} and targetid {3}.
Explanation: None.
User Response: None.

ADMR3127E: RelationBean object addition failed dueto {0}.
Explanation: None.

User Response: None.
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ADMR3128E: RelationBean object check failed dueto {0} for id {1} srcld {2} and targetid {3}.
Explanation: None.
User Response: None.

ADMR3129E: RelationBean object check failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3130E: RelationBean object deletion failed dueto {0} for id {1} srcld {2} and targetid {3}.
Explanation: None.
User Response: None.

ADMR3131E: RelationBean object deletion failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3132E: RelationBean named object deletion failed dueto {0} for srcld {1} and name {2}.
Explanation: None.
User Response: None.

ADMR3133E: RelationBean named object deletion failed due to {0}.
Explanation: None.
User Response: None.

ADMR3134E: RelationBean object deletion failed dueto {0} for name {1} srcld {2} and targetid {3}.
Explanation: None.
User Response: None.

ADMR3135E: RelationBean object deletion failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3136E: RelationBean object listing failed dueto {0} for srclid {1}.
Explanation: None.
User Response: None.

ADMR3137E: RelationBean object listing failed due to {0}.
Explanation: None.
User Response: None.

ADMR3138E: RelationBean object listing failed dueto {0} for srcld {1} and name {2}.
Explanation: None.
User Response: None.

ADMR3139E: RelationBean object listing failed due to {0}.
Explanation: None.
User Response: None.
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ADMR3140E: RelationBean object listing failed due to no named relation.
Explanation: None.
User Response: None.

ADMRS3141E: RelationBean object listing by namefailed dueto {0} for 1d {1} and srcld {2}.
Explanation: None.
User Response: None.

ADMR3142E: RelationBean object listing by name failed due to {0}.
Explanation: None.
User Response: None.

ADMR3143E: RelationBean object listing failed dueto {0} for source {1} and target {2}.
Explanation: None.
User Response: None.

ADMR3144E: RelationBean object listing failed due to {0}.
Explanation: None.
User Response: None.

ADMR3145E: RelationBean object listing by namefailed dueto {0} for name {1}.
Explanation: None.
User Response: None.

-->ADMR3146E: RelationBean setAttributesfailed dueto {0}.
Explanation: None.
User Response: None.

ADM R3200E: RepositoryObjectlmpl could not initialize the instance because of {0}.
Explanation: None.
User Response: None.

ADMR3201E: RepositoryObjectl mpl could not insert duplicate key {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3202E: RepositoryObjectlmpl could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3203E: RepositoryObjectl mpl could initialize because of {0}.
Explanation: None.
User Response: None.

ADMR3204E: RepositoryObjectl mpl findByPrimaryK ey failed due to {0} on table {1} for key {2}.
Explanation: None.
User Response: None.
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ADMR3205E: RepositoryObjectl mpl delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR3206E: RepositoryObjectlmpl delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3207E: RepositoryObjectl mpl select failed to find bean instance {0} in table {1}.
Explanation: None.
User Response: None.

ADMR3208E: RepositoryObjectl mpl select failed because of {0}.
Explanation: None.
User Response: None.

ADMR3209E: RepositoryObjectl mpl update failed dueto {0} for statement with id = {1}.
Explanation: None.
User Response: None.

ADMR3210E: RepositoryObjectl mpl update failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3211E: Repositor yObjectl mpl could not get typeld {1} dueto {0}.
Explanation: None.
User Response: None.

ADMR3212E: RepositoryObjectlmpl could not get typeld dueto {0}.
Explanation: None.
User Response: None.

ADMR3213E: Attribute does not exist.
Explanation: None.
User Response: None.

ADMRB3214E: Attributeisnot set.
Explanation: None.
User Response: None.

ADMR3215E: Operation isnot valid.
Explanation: None.
User Response: None.

ADMR3216E: RepositoryObjectl mpl could not find the home interface for {0} dueto {1}.
Explanation: None.
User Response: None.

ADMR3217E: RepositoryObjectl mpl could not find the naming context dueto {0}.
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Explanation: None.
User Response: None.

ADMR3218E: RepositoryObjectlmpl found an invalid relation operation.
Explanation: None.
User Response: None.

ADMR3219E: RepositoryObjectlmpl could not create model tree because of {0}.
Explanation: None.
User Response: None.

ADMR3220E: RepositoryObjectl mpl could not get the relationship because of {0}.
Explanation: None.
User Response: None.

ADMR3221E: RepositoryObjectlmpl could not find an object.
Explanation: None.
User Response: None.

ADMR3222E: Repositor yObjectl mpl could not find the primary key {0}.
Explanation: None.
User Response: None.

ADMR3223E: RepositoryObjectlmpl could not find the type corresponding to interface {0}.
Explanation: None.
User Response: None.

ADMR3224E: RepositoryObjectlmpl could not get the default attributes dueto {0}
Explanation: None.
User Response: None.

ADMR3225E: RepositoryObjectl mpl could not find the relationship {0}.
Explanation: None.
User Response: None.

ADMR3226E: RepositoryObjectl mpl could not get the containment relation due to {0}.
Explanation: None.
User Response: None.

ADMR3227E: RepositoryObjectlmpl could not set new name {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3228E: RepositoryObjectl mpl could not find the remote interface dueto {1}.
Explanation: None.
User Response: None.

ADMR3300E: Attribute does not exist.

Explanation: None.
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User Response: None.

ADMRS3301E: Attributeisnot set.
Explanation: None.
User Response: None.

ADMR3302E: Could not list contained objects because of {0}.
Explanation: None.
User Response: None.

ADMR3303E: Could not lookup contained object because of {0}.
Explanation: None.
User Response: None.

ADMR3304E: Could not load class because of {0}.
Explanation: None.
User Response: None.

ADMR3305E: Could not find classfor type {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3306E: Operation exception encountered.
Explanation: None.
User Response: None.

ADMR3307E: TypeBean update failed dueto {0} for statement with name ={1} id = {2}.
Explanation: None.
User Response: None.

ADMR3308E: TypeBean update failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3309E: TypeBean could not find type to delete.
Explanation: None.
User Response: None.

ADMR3310E: TypeBean delete failed dueto {0} for id = {1}.
Explanation: None.
User Response: None.

ADMR3311E: TypeBean delete failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3312E: TypeBean insert failed due .to {0} for statement id = {1} class={2}.
Explanation: None.
User Response: None.
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ADMRS3313E: TypeBean insert failed dueto {0}.
Explanation: None.
User Response: None.

ADMRS3314E: TypeBean findBylmplClassfailed to find {1} dueto {0}.
Explanation: None.
User Response: None.

ADMR3315E: TypeBean findBylmplClassfailed dueto {0}.
Explanation: None.
User Response: None.

ADMR3316E: TypeBean findBylnterfaceClassfailed to find {1} dueto {0}.
Explanation: None.
User Response: None.

ADMR3317E: TypeBean findByl nterfaceClass failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3318E: TypeBean findAll failed dueto {0}.
Explanation: None.
User Response: None.

ADMR3319E: TypeBean findRootTypesfailed dueto {0}.
Explanation: None.
User Response: None.

ADMR3320E: TypeBean could not create table {0} because of {1}.
Explanation: None.
User Response: None.

ADMR3400E: VirtualHost was not found for Alias (hame={0}).
Explanation: None.
User Response: None.

ADMR3401E: Exception occurred validating input VirtualHost (name={0}).
Explanation: None.
User Response: None.

ADMR3402E: VirtualHost already exists (name={0}).
Explanation: None.
User Response: None.

ADMR3403E: Database create tablefailed.
Explanation: None.
User Response: None.
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ADMR3404E: Database update failed to store VirtualHost attributes (id={0}).
Explanation: None.
User Response: None.

ADMRB3405E: Databaseinsert failed to store new VirtualHost instance (id={0}).
Explanation: None.
User Response: None.

ADMR3406E: Database delete failed to remove VirtualHost instance (id={0}).
Explanation: None.
User Response: None.

ADMR3407E: Database select failed to find VirtualHost instance (id={0}).
Explanation: None.
User Response: None.

ADMR3408E: Database select failed.
Explanation: None.
User Response: None.

ADMR3409E: Database select failed to find all instances of VirtualHost.
Explanation: None.
User Response: None.

ADMR3410E: Database select failed to find instance of VirtualHost (hame={0}).
Explanation: None.
User Response: None.

ADMR3411E: Exception occurred initializing default VirtualHost attributes.
Explanation: None.
User Response: None.

ADMR3412E: Required VirtualHost name or AliasList attribute was not specified.
Explanation: None.
User Response: None.

ADMR3413E: Required attribute for VirtualHost was not input.
Explanation: None.
User Response: None.

ADMR3414E: VirtualHost AliasList attribute was not set.
Explanation: None.
User Response: None.

ADMR3415E: VirtualHost name attribute was not set.
Explanation: None.
User Response: None.
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ADMR3416E: Input attribute does not exist for a VirtualHost.
Explanation: None.
User Response: None.

ADMR3417E: VirtualHost name attribute does not exist.
Explanation: None.
User Response: None.

ADMR3418E: Exception occurred trying to find VirtualHost for Alias (hname={0}).
Explanation: None.
User Response: None.

ADMR3419E: Exception occurred attempting to find VirtualHost by name (name={0}).
Explanation: None.
User Response: None.

ADMRA4351E: Fail torequest J2CResour ceAdapter name
Explanation: None.
User Response: None.

ADMRA4352E: Fail torequest JM SProvider name
Explanation: None.
User Response: None.

ADMRA4353E: Fail torequest JM SProvider name
Explanation: None.
User Response: None.

ADMR4354E: Fail torequest JM SProvider name
Explanation: None.
User Response: None.

ADMR4354E: Fail torequest the application server name
Explanation: None.
User Response: None.

ADMR4354E: Fail to request the node name
Explanation: None.
User Response: None.

ADMRA4355E: Fail torequest JDBCDriver name
Explanation: None.
User Response: None.
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Administration Server

ADM S0001E: Encountered an exception {0} in the invokel nitializers method on class. {1}
Explanation: None.
User Response: None.

ADM S0002I: Initializing WebSphere Administration Server
Explanation: None.
User Response: None.

ADM S0003W: Default attribute not set
Explanation: None.
User Response: None.

ADM S0004W: Failed to reconnect to a server: {0} {1}
Explanation: None.
User Response: None.

ADM S0005W: traceOutputFile [null] isinvalid Only serious event isavailable in stdout
Explanation: None.
User Response: None.

ADM S0006W: Unexpected Server GroupRefreshException in setM odel Changed
Explanation: None.
User Response: None.

ADM S0007E: Encountered an exception in the main method {0}
Explanation: None.
User Response: None.

ADM S0008I: Starting server: {0}
Explanation: None.
User Response: None.

ADM S0009W: Unexpected exception in pushM odel ChangesForWLM
Explanation: None.
User Response: None.

ADM SO010E: Invalid log file specification {0}
Explanation: None.
User Response: None.

ADM S0011W: Encountered an error during the getROName method {0}
Explanation: None.
User Response: None.

ADM S0012W: Unexpected Server GroupRefreshException in modelRemoved
Explanation: None.
User Response: None.

97



ADM S0013W: Encountered a bad implementation of a M odelAttributes object in the setAttributes
method: {0}

Explanation: None.

User Response: None.

ADM S0014W: The getEpmName(Repositor yObject) method must never be called. {0}
Explanation: None.
User Response: None.

ADM S0015I: Your temporary product license expired on {0,date}; I1BM suggeststhat you purchase a
production license now to avoid any disruption. Contact your local IBM representative, or visit
www.softwar e.ibm.com to purchase this product from Shop IBM.

Explanation: None.

User Response: None.

ADM S0016W: Encountered an exception {0} in the invokeUser | nitializers method on class: {1}
Explanation: None.
User Response: None.

ADM S0017W: Unexpected Server GroupRefreshException in updateWLMInfo
Explanation: None.
User Response: None.

ADM S0018W: Failed to get an EPM name {0}
Explanation: None.
User Response: None.

ADM S0019W: Encountered an error whilerecording configuration for server: {0} {1}
Explanation: None.
User Response: None.

ADM S0020W: Could not create bean table {0} dueto {1}
Explanation: None.
User Response: None.

ADM S0021W: Failed to start the server: {0} {1}
Explanation: None.
User Response: None.

ADM S0022E: Error deploying beans
Explanation: None.
User Response: None.

ADM S0023W: Orb has not been initialized: will use | P addr ess of local host
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Explanation: None.
User Response: None.

ADM S00241: WebSphere Administration Server open for e-business
Explanation: None.
User Response: None.

ADM S0025W: Failed to reconnect to an EJB server: {0}. No IOR available
Explanation: None.
User Response: None.

ADM S0026W: Security failed to initialize: {0}
Explanation: None.
User Response: None.

ADM S0027E: Could not initialize persistent storage for serious events. Got exception {0}
Explanation: None.
User Response: None.

ADM S0028I: Restarting server: {0}
Explanation: None.
User Response: None.

ADM S0029I: Stopped server: {0} (pid {1})
Explanation: None.
User Response: None.

ADM S0030W: Failed to reconnect to a server: {0} No PID available
Explanation: None.
User Response: None.

ADM S0031W: Failed to register atrace event listener: {0}
Explanation: None.
User Response: None.

ADM S0032I: Started server: {0} (pid {1})
Explanation: None.
User Response: None.

ADM S0033E: WebSphere Administration Server has been initialized
Explanation: None.
User Response: None.

ADM S0034E: Encountered an internal error {0}
Explanation: None.
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User Response: None.

ADM S0035W: Unexpected WL M BootstrapException
Explanation: None.
User Response: None.

ADM S0036l: Initialized server
Explanation: None.
User Response: None.

ADM S0037W: Server agents do not correspond to containment paths
Explanation: None.
User Response: None.

ADM S0038W: Failed: Epm setM oduleComponents {0}
Explanation: None.
User Response: None.

ADM S0039E: Could not load database driver
Explanation: None.
User Response: None.

ADM SO040E: Server shutdown
Explanation: None.
User Response: None.

ADM S0041I: Force stopped server: {0} (pid {1})
Explanation: None.
User Response: None.

ADM S0042W: Failed to stop the server: {0} (pid {1})\\n{2}
Explanation: None.
User Response: None.

ADM S0043lI: Your temporary product license expireson {0,date}; IBM suggeststhat you purchasea
production license now to avoid any disruption. Contact your local IBM representative, or visit
www.softwar e.ibbm.com to purchase this product from Shop I1BM.

Explanation: None.

User Response: None.

ADM S0044W: java net UnknownHostException computing local host
Explanation: None.
User Response: None.

ADM S0045W: Failed to start the container: {0} {1}
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Explanation: None.
User Response: None.

ADM S0046W: Unexpected WL M BootstrapException in g bRemove
Explanation: None.
User Response: None.

ADM S0047W: Encountered an error whileresetting create db flag for bean: {0} {1}
Explanation: None.
User Response: None.

ADM S0048W: Attributeis set, but the get method failed in the setAttributes method {0}
Explanation: None.
User Response: None.

ADM S0049W: Failed to start the bean {0} {1}
Explanation: None.
User Response: None.

ADM S0050W: Encountered an exception when terminating initializer: {0} {1}
Explanation: None.
User Response: None.

ADM S0051I: Error occurred while validating product license
Explanation: None.
User Response: None.

ADM S0052W: Encountered an error while processing the trace specification: {0} {1}
Explanation: None.
User Response: None.

ADM S0053W: Unexpected exception getting orb instance
Explanation: None.
User Response: None.

ADM S0054E: The exportServer Util method failed {0}
Explanation: None.
User Response: None.

ADM S0055W: Unexpected exception encountered in initialize2WL M Push
Explanation: None.
User Response: None.

ADM SO056E: Agent not properly initialized; TranL og missed
Explanation: None.
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User Response: None.

ADM S0057I: Creating temporary product license
Explanation: None.
User Response: None.

ADM S0058W: Model not found
Explanation: None.
User Response: None.

ADM S0059E: Attribute does not exist: {0}
Explanation: None.
User Response: None.

ADM S0060W: Unexpected Configl nfoM anager Notl nitializedException in updateWLMInfo
Explanation: None.
User Response: None.

ADM SO061E: Failed to Create PluginCfgGener ator
Explanation: None.
User Response: None.

ADM S0062W: Failed toinitialize a server: {0} {1}
Explanation: None.
User Response: None.

Alarm

ALRMO001W: Encountered afailurein thefireAlarm method {0}
Explanation: None.
User Response: None.

Administrative Tasks

ADMTO100E: Could not get DataSour ce Home.
Explanation: None.
User Response: None.

ADMTO0101W: Cannot get the DataSour ceHome inter face.
Explanation: None.
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User Response: None.

ADMTO0102E: Could not create data sour ce.
Explanation: None.
User Response: None.

ADMTO0103W: Cannot get the JDBCDriver interface.
Explanation: None.
User Response: None.

ADMTO104E: Could not get JIDBCDriver Home.
Explanation: None.
User Response: None.

ADMTO106E: Could not create JDBCDriver.
Explanation: None.
User Response: None.

ADMTO0200E: Could not obtain Initial Context.
Explanation: None.
User Response: None.

ADMTO0201E: Could not get the Server Home.
Explanation: None.
User Response: None.

ADMTO0202E: Could not create Server.
Explanation: None.
User Response: None.

ADMTO0250W: Cannot get the ServerHome interface.
Explanation: None.
User Response: None.

ADMTO300E: Could not find EnterpriseApp name.
Explanation: None.
User Response: None.

ADMTO301E: Authorization Tableinitialization failed.

Explanation: None.
User Response: None.

ADMTO302E: Could not get EnterpriseApp attributes.
Explanation: None.
User Response: None.

ADMTO303E: Could not bind to application.
Explanation: None.
User Response: None.
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ADMTO304E: Could not get application DD.
Explanation: None.
User Response: None.

ADMTO305E: Could not get application binding.
Explanation: None.
User Response: None.

ADMTO306E: Could not update Authorization Table.
Explanation: None.
User Response: None.

ADMTO307E: Could not get roleassignment list.
Explanation: None.
User Response: None.

ADMTO308E: Could not update RoleAssignment.
Explanation: None.
User Response: None.

ADMTO309E: Could not remove security rolesfrom authorization table.
Explanation: None.
User Response: None.

ADMTO310E: Could not update RunAsRole mapping.
Explanation: None.
User Response: None.

ADMTO311E: Could not get node home.
Explanation: None.

User Response: None.

>

ADMTO312E: Could not get FileBrowser ServiceHome.
Explanation: None.
User Response: None.

ADMTO313E: Could not create FileBr owser Service.
Explanation: None.
User Response: None.

ADMTO314E: Could not get EnterprisecAppHome.
Explanation: None.
User Response: None.

ADMTO315E: Could not get RegistryEntryHome.
Explanation: None.

User Response: None.
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ADMTO316E: Could not get group Registry Entries.

Explanation: None.
User Response: None.

ADMTO317E: Could not get user Registry Entries.
Explanation: None.
User Response: None.

ADMTO318E: Could not get Host name.
Explanation: None.
User Response: None.

ADMTO319E: Could not validate subjects.
Explanation: None.
User Response: None.

ADMTO320E: Could not create Registry.
Explanation: None.
User Response: None.

ADMTO321E: Could not fill in subjectsaccess | Ds.
Explanation: None.
User Response: None.

IBM Validation Tool

CHKJO0451E: Unsupported XM1 version.
Explanation: None.
User Response: None.

CHKJ0452E: No packages have been registered.
Explanation: None.
User Response: None.

CHKJO0500I: Parsing document: {0}
Explanation: None.
User Response: None.

CHKJO0501I: Finished parsing document, {0}.
Explanation: None.
User Response: None.

CHKJ0502I: Warnings occurred during parse.
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Explanation: None.
User Response: None.

CHKJO510E: Error occurred during parse: {0}
Explanation: None.
User Response: None.

CHKJO0511E: Fatal error occurred during parse: {0}
Explanation: None.
User Response: None.

CHKJO0520W: Invalid valuetype: {0} expecting {1} at line number {2}.
Explanation: None.
User Response: None.

CHKJO0521W: Invalid value: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJ0522W: Invalid element tag name: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJ0523W: Invalid attribute: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJ0524W: Invalid namespace: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJ0525W: Unknown package: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJ0526W: Unableto resolvereferencefor: {0} at line number {1}.
Explanation: None.
User Response: None.

CHKJO0540E: Unsupported encoding: {0}
Explanation: None.
User Response: None.

CHKJ1000E: An internal error has occurred. Please check thelog filesfor moreinformation on the error
occurred.

Explanation: None.

User Response: None.

CHKJ1001E: Theear file
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Explanation: None.
User Response: None.

CHKJ1002E: Duplicate security role named {0}.
Explanation: None.
User Response: None.

CHKJ1003E: A module has been defined with no URI.
Explanation: None.
User Response: None.

CHKJ1004E: The URI, {0}, does not match anything within the ear file
Explanation: None.
User Response: None.

CHKJ2000W: Home interface {0} for entity bean {1} contains multiple findByPrimaryKey methods.
Explanation: None.
User Response: None.

CHKJ2001W: Theprimary key class {0} does not implement the {1} method. While an implementation of
this method was not required in the EJB 1.0 specification, it isrequired in the EJB 1.1 specification. Read
section 9.2.9 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2002W: {0} implements an g bCreate method with signature {1} but does not implement the
matching g bPostCreate method. While the deployment code can be generated if this method is absent,
the generated code does not invoke gjbPostCreate asit should. The EJB 1.1 specification statesthat this
method must be implemented, and the EJB 1.0 specification intended for this method to be implemented,
but did not statethat it was a requirement. Read section 9.2.4 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2003W: Session bean {0} inheritsjavax.g b.SessionSynchronization but, in its assembly descriptor,
method {1} islisted as bean managed (trans-attribute = Never). The EJB 1.1 specification does not allow
use of SessionSynchronization for bean managed sessions. Read section 11.7.1 of the EJB 1.1 specification
for details.

Explanation: None.

User Response: None.

CHKJ2004E: CMP bean {0} should not implement the finder method {1}. Read section 9.4.6 of the EJB
1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2005E: Method {0} declared in home interface for entity bean {1} isnot a create or finder method.
Read section 9.2.8 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.
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CHKJ2006E: The {0} bean must have a public constructor that takes no arguments. Read section 6.10.2
(session beans) or 9.2.2 (entity beans) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2007E: The {0} session bean must not declar e the finalize() method. The EJB 1.1 specification
statesthat thisrestriction isin place because the method may not be called by some Container
implementations. Read section 6.10.2 (session beans) or 9.2.2 (entity beans) of the EJB 1.1 specification
for details.

Explanation: None.

User Response: None.

CHKJ2008E: The{0} enterprise bean must contain at least one efbCreate method. Read section 6.10.3 of
the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2009E: The {0} enterprise bean must contain at least one g bFindByPrimaryK ey method. Read
section 9.2.5 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2010E: The homeinterface {0} for session bean {1} must contain at least one create method. Read
section 6.10.6 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2011E: The homeinterface {0} for entity bean {1} must contain at least one findByPrimaryKey
method. Read section 9.2.8 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2012E: Theinterface class{0} for enterprise bean {1} isnot a valid interface. Possible cause: The
interface classisnot public or isan abstract class.

Explanation: None.

User Response: None.

CHKJ2013E: The{0} enterprise bean does not implement the {1} interface. Read section 6.10.2 (session
beans) or 9.2.2 (entity beans) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2014E: The {0} enterprise bean cannot be declared as abstract. Read section 6.10.2 (session beans)
or 9.2.2 (entity beans) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2015E: The {0} enter prise bean cannot be declared asfinal. Read section 6.10.2 (session beans) or
9.2.2 (entity beans) of the EJB 1.1 specification for details.
Explanation: None.
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User Response: None.

CHKJ2016E: The {0} session bean implementsjavax.eb.SessionSynchronization, but the bean isnot a
stateful session bean. Only stateful session beans are allowed to implement that interface. Read section
6.10.2 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2017E: Interface {0} of enterprise bean {1} does not extend the {2} interface. Read section 6.10.5
(session beans) or 9.2.7 (entity beans) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2018E: Thekey class{0} for enterprise bean {1} does not contain any public fields.
Explanation: None.
User Response: None.

CHKJ2019E: Thekey class{0} for enterprise bean {1} isnot alegal Value Typefor RMI-I1OP. Read
section 9.4.7.2 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2020E: The primary key class{0} for CMP bean {1} isnot public. Read section 9.4.7.2 of the EJB
1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2021E: Theprimary key class {0} for CMP bean {1} has no public default constructor. Read
section 9.4.7.2 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2022E: The {0} enterprise bean isnot defined as public. Read section 6.10.2 (session bean) or 9.2.2
(entity bean) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2023E: The {0} method declared in {1} has no matching method {2} in enterprise bean {3}.
Explanation: None.
User Response: None.

CHKJ2024E: The {0} homeinterfacefor stateless session bean {1} should only have one create() method
with no arguments. Read section 6.8 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2025E: The stateless session bean {0} should only have one g/ bCreate() method with no arguments.
Read section 6.8 of the EJB 1.1 specification for details.
Explanation: None.
User Response: None.
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CHKJ2200W: Field {0} declared in enterprise bean {1} is static but not final. Read section 18.1.2 of the
EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2201E: Thefield, {0}, in container managed entity bean {1} istransient. Read section 9.4.1 of the
EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2202E: The {0} field declared in {1} isan invalid CMP type. Valid typesinclude Java primitive
types, serializable types, the entity bean'sremoteinterface, or the entity bean's homeinterface. Read
section 9.4.1 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2203E: Thefield {0}, declared in container managed entity bean {1} isnot public. Read section
9.4.1 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2204E: Primary key field {0} in entity bean {1} isillegal becauseit isnot a serializable type. Read
section 9.2.9 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2205E: Theprimary key field {0} declared in key class{1} for enterprise bean {2} isnot public.
Read section 9.4.7.2 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2206E: The primary key field {0} declared in primary key class {1} has not been designated asa
CMP field for enterprise bean {2}. Read section 9.4.7.2 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2400W: {0} throws a java.rmi.RemoteException. Thisis permitted in the EJB 1.0 specification, but
deprecated in the EJB 1.1 specification. In the EJB 1.1 specification, a javax.ejb.EJBException (or
another java.lang.RuntimeException) should be thrown to indicate non application exceptions.
Explanation: None.

User Response: None.

CHKJ2401E: The g bCreate method {0} declared in enterprise bean {1} should return void. Read section
6.10.3 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2402E: The create method {0} declared in {1} for enterprise bean {2} doesnot return theremote

interface type {3}. Read section 6.10.6 (session beans) or 9.2.8 (entity beans) of the EJB 1.1 specification
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for details.
Explanation: None.
User Response: None.

CHKJ2403E: Thefinder method {0} declared in {1} for enterprise bean {2} doesnot return theremote
interface type {3} or a collection of that type. Read section 9.2.8 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2404E: Thefinder method {0} declared in home interface {1} for enterprise bean {2} has multiple
signatures. Only one signatureisallowed in order to correspond to one query string in the finder helper
interface.

Explanation: None.

User Response: None.

CHKJ2405E: The arguments of the findByPrimaryK ey method {0} declared in home interface {1} for
entity bean {2} areinvalid. The order and types of the arguments must match the order and types of the
fieldsin the key class{3}. Possible cause: The argument typeisnot the primary key class. Read section
9.2.8 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2406E: The method {0} declared in bean {1} should return the primary key type {2}. Read section
9.2.3 (BMP beans) or 9.4.2 (CMP beans) of the EJB 1.1 specification for details. The EJB 1.1 specification
has changed the method signature required on CMP beans € bCreate method.

Explanation: None.

User Response: None.

CHKJ2407E: The method {0} declared in bean {1} should return the primary key type {2}, or a collection
of that type. Read section 9.2.5 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2408E: The{0} method declared in enterprise bean {1} isnot declared as public.
Explanation: None.
User Response: None.

CHKJ2409E: The {0} method cannot be declared asfinal.
Explanation: None.
User Response: None.

CHKJ2410E: The {0} method cannot be declared as static.
Explanation: None.
User Response: None.

CHKJ2411E: The name of the {0} method must not start with "' b''. Read section 6.10.4 (session bean)
or 9.2.6 (entity bean) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.
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CHKJ2412E: The{0} method declared in {1} returnsan illegal type {2} for Java RMI. Possible cause:
Thetype class does not implement the java.io.Serializable interface.

Explanation: None.

User Response: None.

CHKJ2413E: The{0} method declared in {1} containsan illegal argument type {2} for Java RMI.
Possible cause: Thetype class does not implement the java.io.Serializable interface.

Explanation: None.

User Response: None.

CHKJ2414E: The {0} method declared in {1} does not throw the {2} exception. Read section 6.10.6
(session bean) or 9.2.8 (entity bean) of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2415E: Thereturn type of method {0} declared in {1} does not match thereturn type {2} of
corresponding method in enter prise bean {3}. Read section 6.10.5 (session bean) or 9.2.7 (entity bean) of
the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2416E: The exception {0} thrown by method {1} in enterprise bean {2} isnot thrown by the
corresponding {3} method in {4}.

Explanation: None.

User Response: None.

CHKJ2417E: The {0} method declared in the control descriptor for enterprise bean {1} must specify the
TX_BEAN_MANAGED transaction attribute because the bean level or another method level descriptor
does. Read section 11.7.1 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2418E: g bPostCreate method {0} declared in enterprise bean {1} should return void. Read section
9.2.4 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2419E: The {0} method declared in home interface for session bean {1} isnot a create method.
Read section 6.10.6 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2800W: The entity bean {0} uses bean managed transaction demar cation. While per mitted in the
EJB 1.0 specification, the EJB 1.1 specification explicitly disallows entity beans from using bean managed
transactions. Entity beans must use container-managed transaction demar cation.

Explanation: None.

User Response: None.

CHKJ2801E: Logical name, asidentified by the "¢ b-name’ element in the deployment descriptor, of the
enterprise bean isinvalid. Read sections 16.2 and 16.5 of the EJB 1.1 specification for details.
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Explanation: None.
User Response: None.

CHKJ2802E: Class name, asidentified by the ' g b-class element in the deployment descriptor, of the
enterprise bean isinvalid. Read sections 16.2 and 16.5 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2803E: Name of homeinterface, asidentified by the '"home" element in the deployment descriptor,
for enterprise bean {0} isinvalid. Read sections 16.2 and 16.5 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2804E: Name of remote interface, asidentified by the'remote" element in the deployment
descriptor, for enterprise bean {0} isinvalid. Read sections 16.2 and 16.5 of the EJB 1.1 specification for
details.

Explanation: None.

User Response: None.

CHKJ2805E: Enterprise bean, {0}, must be identified as either session or entity. That is, it must use
either the"entity" or the''session' element in the deployment descriptor. Read sections 16.2 and 16.5 of
the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2806E: Entity bean, {0}, must specify whether or not it isre-entrant through the ''reentrant"
element in the deployment descriptor. Read sections 16.2 and 16.5 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2807E: Session bean, {0}, uses an unknown value for the ''session-type'" element. The value must
be either Stateful or Stateless (and the valueis case sensitive). Read sections 16.2 and 16.5 of the EJB 1.1
specification for details.

Explanation: None.

User Response: None.

CHKJ2808E: Session bean, {0}, uses an unknown valuefor the "'transaction-type" element. The value
must be either Container or Bean (and the value is case sensitive). Read sections 11.3.5, 16.2, and 16.5 of
the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2809E: Entity bean, {0}, uses an unknown valuefor the ' persistence-type" element. The value
must be either Container or Bean (and the valueis case sensitive). Read sections 16.2 and 16.5 of the EJB
1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2810E: Bean managed persistence entity bean, {0}, must specify a value for the "'prim-key-class"
element in the deployment descriptor. Read sections 16.2 and 16.5 of the EJB 1.1 specification for details.
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Explanation: None.
User Response: None.

CHKJ2811E: Oneof the'" cmp-field" elementsin the deployment descriptor ismissing afield name. The
name of the container managed per sistence enterprise bean is{0}. Read sections 16.2 and 16.5 of the EJB
1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2812E: Container managed per sistence entity bean, {0}, must specify at least one "'cmp-field"
element in the deployment descriptor. Read section 16.5 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2813E: Thistype of enterprise bean should not specify the "'{0}'' tag. Read sections 16.2 and 16.5 of
the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2814E: Method element named {0}, with description ''{1}'"", and trans-attribute''{2}'", has specified
an enter prise bean which cannot beloaded. Thiswill not cause an error at compiletime, but it will at
run-time. Check the syntax in thefile''s ""assembly-descriptor'" section.

Explanation: None.

User Response: None.

CHKJ2815E: The deployment descriptor could not be loaded due to an unknown syntax error. The start
of the bad section isat line {0}, column {1}.

Explanation: None.

User Response: None.

CHKJ2816E: The deployment descriptor could not be loaded due to an unknown syntax error. The start
of the bad section isat line {0}.

Explanation: None.

User Response: None.

CHKJ2817E: The deployment descriptor could not be loaded due to an unknown syntax error. The
exception thrown by the parser does not identify a line number, but thistype of exception usually
indicates the following type of error: {0}.

Explanation: None.

User Response: None.

CHKJ2818E: The deployment descriptor could not be loaded due to an unknown syntax error. Thereis
no information available to help identify the bad section.

Explanation: None.

User Response: None.

CHKJ2819E: The {0} security roleref, defined in the deployment descriptor of enterprise bean {1}, isnot
defined in itsenclosing EAR file's deployment descriptor. If one security roleref isdefined in the EAR,
all security rolerefs must be defined in the EAR.

Explanation: None.
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User Response: None.

CHKJ2820W: The {0} security roleref, defined in the deployment descriptor of enterprise bean {1}, is
defined morethan once.

Explanation: None.

User Response: None.

CHKJ2821E: Cannot open the deployment descriptor. Validation cannot complete.
Explanation: None.
User Response: None.

CHKJ2822E: "security-role-ref'" element for bean {0} must definethe''role-name’ element. Read
section 15.2.5.3 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2823E: "security-role-ref'" element {0} must definethe "'role-link' element because the assembly
descriptor declares''security-role’" elements. Read section 15.3.3 of the EJB 1.1 specification for details.
Explanation: None.

User Response: None.

CHKJ2824E: "security-role-ref'" element {0} refersto unknown role {1}. Any rolereferenced in a
"role-link" element must be one of the defined "security-role’" elementsin the assembly descriptor. Read
section 15.3.3 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2825E: "security-role'" element in gb-jar.xml must definethe''role-name” element. Read section
15.3.1 of the EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ2826W: The {0} ""security-role", defined in the assembly descriptor, is defined more than once.
Explanation: None.
User Response: None.

CHKJ2827W: "security-role-ref'" element {0} definesthe ''role-link' element but thereareno
""security-role’” elementsin the application descriptor. Read sections 15.2.5.3, 15.3.1, and 15.3.3 of the
EJB 1.1 specification for details.

Explanation: None.

User Response: None.

CHKJ3000E: Aninternal error hasoccurred. Please check thelog filesfor moreinformation on theerror
occurred.

Explanation: None.

User Response: None.

CHKJ3001E: The JSPfile, {0}, for the servlet \" {1}\" ismissing.
Explanation: None.
User Response: None.
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CHKJ3002E: The <small-icon>file, {0}, ismissing.
Explanation: None.
User Response: None.

CHKJ3003E: The <large-icon>file, {0}, ismissing.
Explanation: None.
User Response: None.

CHKJ3004E: The servlet mapping \" {O}\" refersto a missing servlet.
Explanation: None.
User Response: None.

CHKJ3005E: Empty welcomefilelist entry.
Explanation: None.
User Response: None.

CHKJ3006E: Welcomefile {0} ismissing.
Explanation: None.
User Response: None.

CHKJ3007E: TheTag Library Description File, {0}, ismissing.
Explanation: None.
User Response: None.

IBM WebSphere Validation

CHKWO0000I: IBM WebSphere Validation
Explanation: None.
User Response: None.

CHKWO0001l: Common Validation
Explanation: None.
User Response: None.

CHKWAOO0O02E: An internal error has occurred during validation. Please check thelog filesfor more
information on the error that occurred.

Explanation: None.

User Response: None.

CHKWOO0O03E: An object of an unrecognized type was sent for validation. Thisisan internal error. Type
object typeis{0}.

Explanation: None.

User Response: None.

CHKW1000I: IBM WebSphere Validation
Explanation: None.
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User Response: None.

CHKW1001I: Server Configuration Validation
Explanation: None.
User Response: None.

CHKW1002E: An internal error hasoccurred during server configuration validation. Please check the
log filesfor moreinformation on the error that occurred.

Explanation: None.

User Response: None.

CHKW1003E: An object of an unrecognized type was sent for server configuration validation. Thisisan
internal error. The object typeis{0}.

Explanation: None.

User Response: None.

CHKW1004E: The name of adomain isrequired.
Explanation: None.
User Response: None.

CHKW1005E: The domain nameisinvalid {0}.
Explanation: None.
User Response: None.

CHKW1006E: A domain must have at least one virtual host.
Explanation: None.
User Response: None.

CHKW1007E: Duplicated virtual host name{0}.
Explanation: None.
User Response: None.

CHKW1008E: The name of a virtual host isrequired.
Explanation: None.
User Response: None.

CHKW1009E: Thevirtual host nameisnot valid {0}.
Explanation: None.
User Response: None.

CHKW1010W: Duplicated mimeentry type {0}.
Explanation: None.
User Response: None.

CHKW1011E: Redundant mapping of extension {0} to mimetype {1}.
Explanation: None.
User Response: None.

CHKW1012E: Mapping of extension {0} to multiple mimetypes{1} and {2}.
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Explanation: None.
User Response: None.

CHKW1013E: Thetypeof amimeentry isrequired.
Explanation: None.
User Response: None.

CHKW1014E: The mimeentry typeisnot valid {0}.
Explanation: None.
User Response: None.

CHKW1015E: No extension of a mime entry may be null or empty.
Explanation: None.
User Response: None.

CHKW1016E: The mimeentry extension isnot valid {0}.
Explanation: None.
User Response: None.

CHKW1017E: Duplicated host aliaswith name {0} and port {1}.
Explanation: None.
User Response: None.

CHKW1018E: The name of a host aliasisrequired.
Explanation: None.
User Response: None.

CHKW1019E: The host alias nameisinvalid {0}.
Explanation: None.
User Response: None.

CHKW1020E: The port of a host aliasisrequired.
Explanation: None.
User Response: None.

CHKW1021E: Thehost alias port isnot valid {0}.
Explanation: None.
User Response: None.

CHKW1022E: Thehost alias port {0} islessthan the minimum {1}.
Explanation: None.
User Response: None.

CHKW1023E: A domain must have at least one node.
Explanation: None.
User Response: None.

CHKW 1024E: Duplicated node name {0}.

Explanation: None.
118



User Response: None.

CHKW1025E: The name of a nodeisrequired.
Explanation: None.
User Response: None.

CHKW1026E: The node nameisnot valid {0}.
Explanation: None.
User Response: None.

CHKW1027E: The application server id {0} isgreater than the minimum {1}.
Explanation: None.
User Response: None.

CHKW1028E: The application server module visibility mode {0} isnot valid.
Explanation: None.
User Response: None.

CHKW1029E: A node must have at least one server.
Explanation: None.
User Response: None.

CHKW1030E: Duplicated server {0}.
Explanation: None.
User Response: None.

CHKW1031E: The application server id {0} isused by both application servers{1} and {2}.
Explanation: None.
User Response: None.

CHKW1032E: The application reference must have at least one modulereference.
Explanation: None.
User Response: None.

CHKW1033E: The application server must have an ORB configuration.
Explanation: None.
User Response: None.

CHKW1034E: The application server must have a transaction service.
Explanation: None.
User Response: None.

CHKW1035E: The application server must have a server security configuration.
Explanation: None.
User Response: None.

CHKW1036E: The EJB container must have an EJB cache.
Explanation: None.

User Response: None.
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CHKW1037E: The modulereference must have an application reference.
Explanation: None.
User Response: None.

CHKW1038E: The Node must have a server.
Explanation: None.
User Response: None.

CHKW1039E: The ORB configuration must have a thread pool.
Explanation: None.
User Response: None.

CHKW 1040E: The name of the Cookieisrequired.
Explanation: None.
User Response: None.

CHKW1041E: The session manager must have a cookie.
Explanation: None.
User Response: None.

CHKW1042E: The session manager must have a tuning parameters.
Explanation: None.
User Response: None.

CHKW1043E: Thetransport hasa duplicated system property {0}.
Explanation: None.
User Response: None.

CHKW1044E: The web container must have a thread pool.
Explanation: None.
User Response: None.

CHKW1045E: The web container must have a session manager .
Explanation: None.
User Response: None.

CHKW1046E: The name of the application referenceisrequired.
Explanation: None.
User Response: None.

CHKW1047E: The name {0} of the application referenceisnot valid.
Explanation: None.
User Response: None.

CHKW1048E: Thearchive URL of the application referenceisrequired.
Explanation: None.
User Response: None.
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CHKW1049E: The archive URL {0} of the application referenceisnot valid.
Explanation: None.
User Response: None.

CHKW1050E: The cookie domain {0} isnot valid.
Explanation: None.
User Response: None.

CHKW1051E: The cookie maximum range {0} islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1052E: The cookie path {0} is not valid.
Explanation: None.
User Response: None.

CHKW1053E: The provider class of the custom transport isrequired.
Explanation: None.
User Response: None.

CHKW1054E: The provider class{0} of the custom transport isnot valid.
Explanation: None.
User Response: None.

CHKW1055E: The cache size {0} of the dynamic cacheislessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1056E: The default priority {0} of the dynamic cacheislessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1057E: Thecleanup interval {0} of the EJB cacheislessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1058E: The cache size {0} of the EJB cacheislessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1059E: The passivation directory of the EJB container isrequired.
Explanation: None.
User Response: None.

CHKW1060E: The passivation directory {0} of the EJB container isnot valid.
Explanation: None.
User Response: None.
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CHKW1061E: Theinactive pool cleanup directory {0} of the EJB container islessthan the minimum
value {1}.

Explanation: None.

User Response: None.

CHKW1062E: The name of the external cache group isrequired.
Explanation: None.
User Response: None.

CHKW1063E: The name {0} of the external cache group isnot valid.
Explanation: None.
User Response: None.

CHKW1064E: Thetype of the external cache group isrequired.
Explanation: None.
User Response: None.

CHKW1065E: Thetype {0} of the external cache group isnot valid.
Explanation: None.
User Response: None.

CHKW1066E: The address of the external cache group member isrequired.
Explanation: None.
User Response: None.

CHKW1067E: The address {0} of the external cache group member isnot valid.
Explanation: None.
User Response: None.

CHKW1068E: The adapter bean name of the external cache group member isrequired.
Explanation: None.
User Response: None.

CHKW1069E: The adapter bean name {0} of the external cache group member isnot valid.
Explanation: None.
User Response: None.

CHKW1070E: Thefirst hour {0} of the invalidation schedule must be greater than or equal to {1} and
lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1071E: The second hour {0} of theinvalidation schedule must be greater than or equal to {1} and
lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1072E: The host name of the location service daemon isrequired.
Explanation: None.
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User Response: None.

CHKW1073E: The host name {0} of the location service daemon is not valid.
Explanation: None.
User Response: None.

CHKW1074E: The port {0} of the location service daemon islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1075E: The mode {0} of the location service daemon isrequired.
Explanation: None.
User Response: None.

CHKW1076E: The enablement of the management agent isrequired.
Explanation: None.
User Response: None.

CHKW1077E: The primary node name of the management agent isrequired.
Explanation: None.
User Response: None.

CHKW1078E: The primary node name {0} of the management agent isnot valid.
Explanation: None.
User Response: None.

CHKW1079E: The URI of the modulereferenceisnot valid.
Explanation: None.
User Response: None.

CHKW1080E: The URI {0} of themodulereferenceisnot valid.
Explanation: None.
User Response: None.

CHKW1081E: The maximum startup attempts {0} of the monitoring policy islessthan the minimum
value {1}.

Explanation: None.

User Response: None.

CHKW1082E: The pinginterval {0} of the monitoring policy islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1083E: The ping timeout {0} of the monitoring policy islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1084E: Theinitial pingtimeout {0} of the monitoring policy islessthan the minimum value {1}.

Explanation: None.
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User Response: None.

CHKW1085E: The database URL of the naming repository isrequired.
Explanation: None.
User Response: None.

CHKW1086E: The database URL {0} of the naming repository isnot valid.
Explanation: None.
User Response: None.

CHKW1087E: Themirror DS XML of the naming repository isrequired.
Explanation: None.
User Response: None.

CHKW1088E: The database schema of the naming repository isrequired.
Explanation: None.
User Response: None.

CHKW1089E: The database user of the naming repository isrequired.
Explanation: None.
User Response: None.

CHKW1090E: The database driver class name of the naming repository isrequired.
Explanation: None.
User Response: None.

CHKW1091E: The database driver class name {0} of the naming repository isnot valid.
Explanation: None.
User Response: None.

CHKW1092E: The enablement of the naming service provider isrequired.
Explanation: None.
User Response: None.

CHKW1093E: The host of the naming service provider isrequired.
Explanation: None.
User Response: None.

CHKW1094E: The host {0} of the naming service provider isnot valid.
Explanation: None.
User Response: None.

CHKW1095E: The port {0} of the naming service provider islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1096E: The class name of the naming service provider isrequired.
Explanation: None.

User Response: None.
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CHKW1097E: The class name {0} of the naming service provider isnot valid.
Explanation: None.
User Response: None.

CHKW1098E: Thein memory session count {0} of the tuning parametersislessthan the minimum value
{1}.

Explanation: None.

User Response: None.

CHKW1099E: Thewrite frequency of the tuning parametersisrequired.
Explanation: None.
User Response: None.

CHKW1100E: Thewrite frequency {0} of the tuning parametersisnot valid.

Explanation: None.

User Response: None.

CHKW1101E: Thewriteinterval {0} of thetuning parameters must be greater than or equal to {1} and
lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1102E: Thewrite contents of the tuning parametersisrequired.
Explanation: None.
User Response: None.

CHKW1103E: Thewrite contents {0} of thetuning parametersisnot valid.
Explanation: None.
User Response: None.

CHKW1104E: Theinvalidation timeout {0} of the tuning parameters must be greater than or equal to
{1} and may not be {2}.

Explanation: None.

User Response: None.

CHKW1105W: When atime based write frequency is selected theinvalidation timeout {0} of the tuning
parameter s should be at least twice aslarge asthewriteinterval {1}.

Explanation: None.

User Response: None.

CHKW1106W: The host name of the transport isblank; use'*' instead.
Explanation: None.
User Response: None.

CHKW1107E: The host name {0} of thetransport isnot a valid host name.
Explanation: None.
User Response: None.

CHKW1108E: The port {0} of thetransport must be greater than or equal to {1} and lessthan or equal
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to{2}.
Explanation: None.
User Response: None.

CHKW1109E: The web container hastransportsfor which the combination of hostname {0} and port {1}
are duplicated.

Explanation: None.

User Response: None.

CHKW1110E: Thetransaction service transaction log file {0} islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1111E: Thetransaction service inactivity timeout {0} islessthan the minimum value {1}.
Explanation: None.
User Response: None.

CHKW1112E: The enablement of the object level traceisrequired.
Explanation: None.
User Response: None.

CHKW1113E: The object level trace host nameisrequired.
Explanation: None.
User Response: None.

CHKW1114E: The host name {0} of the object level traceisrequired.
Explanation: None.
User Response: None.

CHKW1115E: Theport {0} of the object level trace must be-1, or must be greater than or equal to {1}
and lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1116E: Theobject level trace source path isrequired.
Explanation: None.
User Response: None.

CHKW1117E: The source path {0} of the object level traceisnot valid.
Explanation: None.
User Response: None.

CHKW1118E: The enablement of thetrace service configuration isrequired.
Explanation: None.
User Response: None.

CHKW1119E: The source path {0} of thetrace service configuration isnot valid.
Explanation: None.
User Response: None.
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CHKW1120E: Thetrace service configuration output file nameisrequired.
Explanation: None.
User Response: None.

CHKW1121E: The output file name {0} of the trace service configuration isnot valid.
Explanation: None.
User Response: None.

CHKW1122E: Thetrace service configuration diagnosisthread host nameisrequired.
Explanation: None.
User Response: None.

CHKW1123E: Thediagnosisthread host name {0} of the trace service configuration isnot valid.
Explanation: None.
User Response: None.

CHKW1124E: The port {0} of thetrace service configuration must be -1, or must be greater than or
equal to {1} and lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1125E: The minimum size {0} of thethread pool must be greater than or equal to {1} and less
than or equal to {2}.

Explanation: None.

User Response: None.

CHKW1126E: The maximum size {0} of thethread pool must be greater than or equal to {1} and less
than or equal to {2}.

Explanation: None.

User Response: None.

CHKW1127E: The minimum size {0} of thethread pool must be lessthan or equal to the maximum size
{2} of thethread pool.

Explanation: None.

User Response: None.

CHKW1128E: Theinactivity timeout {0} of thethread pool must be greater than or equal to {1}.
Explanation: None.
User Response: None.

CHKW1129E: The session persistence data source JNDI nameisrequired.
Explanation: None.
User Response: None.

CHKW1130E: The session persistence user 1D isrequired.
Explanation: None.
User Response: None.
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CHKW1131E: Thesession persistence DB2 row sizeisrequired.
Explanation: None.
User Response: None.

CHKW1132E: The DB2 row size {0} of the session persistenceisnot valid.
Explanation: None.
User Response: None.

CHKW1133E: The session persistence table space nameisrequired.
Explanation: None.
User Response: None.

CHKW1134E: The enablement of the ORB configuration isrequired.
Explanation: None.
User Response: None.

CHKW1135E: The bootstrap host of the ORB configuration isrequired.
Explanation: None.
User Response: None.

CHKW1136E: The bootstrap host {0} of the ORB configuration isnot valid.
Explanation: None.
User Response: None.

CHKW1137E: Thebootstrap port {0} of the ORB configuration must be greater than or equal to {1} and
lessthan or equal to {2}.

Explanation: None.

User Response: None.

CHKW1138E: Thelink type of the OSE transport isrequired.
Explanation: None.
User Response: None.

CHKW1139E: Thelink type {0} of the OSE transport isnot valid.
Explanation: None.
User Response: None.

CHKW1140E: Thelog file mask of the OSE transport isrequired.
Explanation: None.
User Response: None.

CHKW1141E: Thelog file mask {0} of the OSE transport isnot valid.
Explanation: None.
User Response: None.

CHKW1142E: Thelink type of the OSE transport isrequired.
Explanation: None.
User Response: None.
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CHKW1143E: Thecloneindex {0} of the OSE transport must be greater than or equal to {1}.
Explanation: None.
User Response: None.

CHKW1144E: Thenativelog file of the OSE transport isrequired.
Explanation: None.
User Response: None.

CHKW1145E: Thenativelog file {0} of the OSE transport isnot valid.
Explanation: None.
User Response: None.

CHKW1146E: The performance monitor enablement isrequired.
Explanation: None.
User Response: None.

CHKW1147E: The specification of the performance monitor isrequired.
Explanation: None.
User Response: None.

CHKW1148E: The specification {0} of the performance monitor isnot valid.
Explanation: None.
User Response: None.

CHKW1900I: IBM WebSphere Validation
Explanation: None.
User Response: None.

CHKW1901I: Application Server Validation
Explanation: None.
User Response: None.

CHKW1902E: An internal error hasoccurred during application server validation. Please check thelog
filesfor moreinformation on the error that occurred.

Explanation: None.

User Response: None.

CHKW1903E: An object of an unrecognized type was sent for application server validation. Thisisan
internal error. The object typeis{0}.

Explanation: None.

User Response: None.

CHKW2004E: Duplicated path map entry symbolic name {0}.
Explanation: None.
User Response: None.

CHKW2005E: The symbolic name of a path map entry isrequired.
Explanation: None.
User Response: None.
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CHKW2006E: The symbolic name of the path map entry {0} isnot valid.
Explanation: None.
User Response: None.

CHKW2007E: The path of the path map entry isrequired.
Explanation: None.
User Response: None.

CHKW2008E: The path map entry's path is empty.
Explanation: None.
User Response: None.

CHKW2009E: The path map entry's path {0} isnot valid.
Explanation: None.
User Response: None.

CHKW2010E: The process definition of a server isrequired.
Explanation: None.
User Response: None.

CHKW2011E: The name of a server isrequired.
Explanation: None.
User Response: None.

CHKW2012E: The server nameisnot valid {0}.
Explanation: None.
User Response: None.

CHKW2013E: The executabletarget kind of ajava process definition isrequired.
Explanation: None.
User Response: None.

CHKW2014E: The executable target kind {0} is not valid.
Explanation: None.
User Response: None.

CHKW2015E: The executabletarget of ajava process definition isrequired.
Explanation: None.
User Response: None.

CHKW2016E: The executabletarget {0} isnot valid as a java class name.
Explanation: None.
User Response: None.

CHKW2017E: The executabletarget {0} isnot valid asa JAR file name.
Explanation: None.
User Response: None.
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CHKW2018E: Thejava virtual machineinitial heap size {0} cannot belessthan {1}.
Explanation: None.
User Response: None.

CHKW2019E: Thejava virtual machine maximum heap size {0} cannot be lessthan {1}.
Explanation: None.
User Response: None.

CHKW2020E: Thejava virtual machineinitial heap size {0} cannot be lessthan the maximum heap size
{1}.

Explanation: None.

User Response: None.

CHKW2021E: Thejava virtual machine heap profile arguments{0} are not valid.
Explanation: None.
User Response: None.

CHKW2022E: Thejava virtual machine debug arguments {0} are not valid.
Explanation: None.
User Response: None.

CHKW2023E: Thejava virtual machine executable jar path isrequired.
Explanation: None.
User Response: None.

CHKW2024E: Thejava virtual machine executable jar path {0} isnot valid.
Explanation: None.
User Response: None.

CHKW2025E: The process definition executable nameisrequired.
Explanation: None.
User Response: None.

CHKW2026E: The process definition working directory isrequired.
Explanation: None.
User Response: None.

CHKW2027E: The process definition working directory {0} isnot valid.
Explanation: None.
User Response: None.

CHKW2028E: The system property nameisrequired.
Explanation: None.
User Response: None.

CHKW2029E: The standard output file name of the output redirect isrequired.
Explanation: None.
User Response: None.
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CHKW2030E: The standard error file name of the output redirect isrequired.
Explanation: None.
User Response: None.

CHKW2031E: The external configuration URL of the custom serviceisrequired.
Explanation: None.
User Response: None.

CHKW2032E: The external configuration URL {0} of the custom serviceisnot valid.
Explanation: None.
User Response: None.

CHKW2033E: The class name of the custom serviceisrequired.
Explanation: None.
User Response: None.

CHKW2034E: The classname {0} of the custom serviceisnot valid.
Explanation: None.
User Response: None.

CHKW2035E: Thedisplay name of the custom serviceisrequired.
Explanation: None.
User Response: None.

CHKW2036E: The process priority of the process execution isrequired.
Explanation: None.
User Response: None.

CHKW2037E: The process priority {0} of the process process execution must be greater than or equal to
{1}.

Explanation: None.

User Response: None.

CHKW2038E: Theumask of the process execution {0} must have exactly 3 characters.
Explanation: None.
User Response: None.

CHKW2039E: Theumask of the process execution {0} must have octal (‘0" through '7') characters.
Explanation: None.
User Response: None.

CHKW2040E: Therun-as-user of the process execution isrequired.
Explanation: None.
User Response: None.

CHKW3000I: IBM WebSphere Validation
Explanation: None.
User Response: None.
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CHKW3001I: Resources Validation
Explanation: None.
User Response: None.

CHKW3002E: An internal error hasoccurred during resour ces validation. Please check thelog files for
mor e information on theerror that occurred.

Explanation: None.

User Response: None.

CHKW3003E: An object of an unrecognized type was sent for resourcesvalidation. Thisisan internal
error. The object typeis{0}.

Explanation: None.

User Response: None.

CHKW3004E: The name of the J2EE resource provider isrequired.
Explanation: None.
User Response: None.

CHKW3005E: The URL prefix of the JDBC driver isrequired.

Explanation: None.

User Response: None.

CHKW3006E: Theimplementation class name of the JDBC driver isrequired.
Explanation: None.

User Response: None.

CHKW3007E: The database name of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3008E: The minimum pool size of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3009E: Conflicting minimum pool size of the data sour ce.
Explanation: None.
User Response: None.

CHKW3010E: The maximum pool size of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3011E: Maximum pool size of the data source must be more than minimum pool size and at least
2.

Explanation: None.

User Response: None.

CHKW3012E: The connection timeout of the data sourceisrequired.
Explanation: None.
User Response: None.
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CHKW3013E: Conflicting connection timeout of the data sour ce.
Explanation: None.
User Response: None.

CHKW3014E: Theidletimeout of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3015E: Conflicting idle timeout of the data sour ce.
Explanation: None.
User Response: None.

CHKW3016E: The orphan timeout of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3017E: Conflicting orphan timeout of the data sour ce.
Explanation: None.
User Response: None.

CHKW3018E: The statement cache size of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3019E: Conflicting statement cache size of the data sourceisrequired.
Explanation: None.
User Response: None.

CHKW3020E: The External JNDI name of the IMS destination isrequired.
Explanation: None.
User Response: None.

CHKW3021E: The spec of the URL isrequired.
Explanation: None.
User Response: None.

CHKW3022E: The stream handler class name of the URL provider isrequired.
Explanation: None.
User Response: None.

CHKW3023E: The protocol of the URL provider isrequired.
Explanation: None.
User Response: None.

CHKW3024E: Thedisplay name of the J2C resour ce adaptor isrequired.
Explanation: None.
User Response: None.

CHKW3025E: The JNDI name of the J2EE resour ce factory isrequired.
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Explanation: None.
User Response: None.

CHKW3026E: The name of the J2EE resour ce factory isrequired.
Explanation: None.
User Response: None.

CHKW3027E: The J2EE resource provider of J2EE resour ce factory is absent.
Explanation: None.
User Response: None.

CHKW3028E: Thetype of the resource property isrequired.
Explanation: None.
User Response: None.

CHKW3029E: The value of the resource property isrequired.
Explanation: None.
User Response: None.

CHKW3030E: Theexternal INDI name of the JM S connection factory isrequired.
Explanation: None.
User Response: None.

CHKW3031E: The classpath of the resource provider referenceisrequired.
Explanation: None.
User Response: None.

CHKW3032E: The J2EE resource provider resource provider referenceis absent.
Explanation: None.
User Response: None.

CHKW3500E: An internal error has occurred. Please check the log filesfor moreinformation on the
error occurred.

Explanation: None.

User Response: None.

CHKW3550E: An web application binding with an invalid or null web application reference has been
detected in the bindings.

Explanation: None.

User Response: None.

CHKW3551E: An EJB binding with an invalid or null EJB reference has been detected in the EJB
bindings under EJB {0}.

Explanation: None.

User Response: None.

CHKW3552W: No JNDI name has been specified for the EJB ref for home {0} under EJB {1}. JNDI
names must be specified for all EJB refsin the EJB jar beforethe module may be started in the
application server.
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Explanation: None.
User Response: None.

CHKW3553E: An EJB binding with an invalid or null resour ce refer ence has been detected in the EJB
bindings under EJB {0}.

Explanation: None.

User Response: None.

CHKW3554W: No JNDI name has been specified for theresource ref for resour ce of name {0} and type
{1} under EJB {2}. INDI names must be specified for all resourcerefsin the EJB jar beforethe module
may be started in the application server.

Explanation: None.

User Response: None.

CHKW4002E: An internal error hasoccurred during IBM web application extensions validation. Check
thelog filesfor moreinformation on theerror that occurred.

Explanation: None.

User Response: None.

CHKW4003E: The web application extension has a missing or invalid reference to the web application.
Explanation: None.
User Response: None.

CHKWA4004E: Invalid reloadl nterval, {0}, specified for web application {1}. Reload interval must be > 0.
Explanation: None.
User Response: None.

CHKW4030E: Missing default error page URI for web application {0}.
Explanation: None.
User Response: None.

CHKWA4040E: Morethan one servlet extension has been specified for servlet {0} for web application {1}.
Explanation: None.
User Response: None.

CHKWA4050E: Morethan onefile serving attribute with name {0} has been specified for web application
{1}.

Explanation: None.

User Response: None.

CHKWA4060E: Missing name on file serving attribute for web application {0}.
Explanation: None.
User Response: None.

CHKWA4070E: Morethan oneinvoker attribute with the name {0} have been specified for web
application {1}.

Explanation: None.

User Response: None.
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CHKWA4080E: Missing nameon invoker attribute for web application {0).
Explanation: None.
User Response: None.

CHKWA4095E: Multiple mimetypefilterswith the sametype, {0} for web application {1}.
Explanation: None.
User Response: None.

CHKW4096E: One or more mimefilters specified for web application {0} have a missing or invalid type
specified.

Explanation: None.

User Response: None.

CHKWA4097E: The mimefilter for type {0} specified for web application {1} hasa missing or invalid
tar get specified.

Explanation: None.

User Response: None.

CHKW4098E: One or more markup languages specified for web application {0} is missing a name.
Explanation: None.
User Response: None.

CHKW4101E: Markup language {0} for web application {1} has a missing or invalid mimetype.
Explanation: None.
User Response: None.

CHKW4102E: The default page for markup language {0} for web application {1} isnot contained in the
web application’slist of pages.

Explanation: None.

User Response: None.

CHKW4103E: Theerror page for markup language {0} for web application {1} isnot contained in the
web application’slist of pages.

Explanation: None.

User Response: None.

CHKW4105E: Oneor more pages for markup language {0} for web application {1} ismissing a name.
Explanation: None.
User Response: None.

CHKW4106E: Pages {0} for markup language {1} for web application {2} hasa missing or invalid URI.
Explanation: None.
User Response: None.

CHKWA4110E: Multiple JSP attributes with name {0} have been specified for web application {1}
Explanation: None.
User Response: None.

CHKW4111E: One or more JSP attributes specified for web application {0} ismissing a name.
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Explanation: None.
User Response: None.

CHKWA4500E: An internal error has occurred. Please check the log filesfor moreinformation on the
error occurred.

Explanation: None.

User Response: None.

CHKWA4510E: Invalid null EJB jar referencein EJB jar binding.
Explanation: None.
User Response: None.

CHKW4511E: An EJB binding with an invalid or null EJB reference has been detected in the EJB
bindings.

Explanation: None.

User Response: None.

CHKW4512W: No binding information has been specified for EJB, {0}. Binding infor mation such as
JNDI names must be specified for all EJB in an EJB jar beforethe module may be started in the
application server.

Explanation: None.

User Response: None.

CHKW4513W: No JNDI name has been specified for EJB, {0}. INDI names must be specified for all EJB
in an EJB jar beforethey can be started in the application server.

Explanation: None.

User Response: None.

CHKW4514E: An EJB binding with an invalid or null EJB reference has been detected in the EJB
bindings under EJB {0}.

Explanation: None.

User Response: None.

CHKW4515W: No JNDI name has been specified for the EJB ref for home {0} under EJB {1}. JNDI
names must be specified for all EJB refsin the EJB jar beforethe module may be started in the
application server.

Explanation: None.

User Response: None.

CHKW4516E: An EJB binding with an invalid or null resour ce refer ence has been detected in the EJB
bindings under EJB {0}.

Explanation: None.

User Response: None.

CHKW4517W: No JNDI name has been specified for theresource ref for resour ce of name {0} and type
{1} under EJB {2}. INDI names must be specified for all resourcerefsin the EJB jar beforethe module
may be started in the application server.

Explanation: None.

User Response: None.
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CHKW4518W: No datasour ce has been specified for the container managed entity bean {0}. The default
datasour ce specified for the EJB jar will be used.

Explanation: None.

User Response: None.

CHKW4519W: No JNDI namefor a datasour ce has been specified for the container managed entity bean
{0}. The default datasour ce specified for the EJB jar will be used.

Explanation: None.

User Response: None.

CHKW4520W: No default CM P datasour ce has been specified for thisEJB jar, and some container
managed entity beans do not have CM P datasour ce JNDI names specified. The default CM P datasour ce
of the EJB Container will be used for all container managed entity beans with no CM P datasour ce
specified.

Explanation: None.

User Response: None.

CHKWA5000E: Aninternal error hasoccurred. Please check the log filesfor moreinformation on the
error occurred.

Explanation: None.

User Response: None.

CHKWS5001E: Thevalidation target isnot valid for {1}.
Explanation: None.
User Response: None.

CHKWS5002E: Thereisnoreference of {0} in {1}.
Explanation: None.
User Response: None.

CHKWA5003E: Thetotal number of {0} in {1} isnot {2} .
Explanation: None.
User Response: None.

CHKWA5004E: Thereference of {0} in {1} isnot defined in {2}.
Explanation: None.
User Response: None.

CHKWA5005E: Thereference of {0} in {1} isduplicate.
Explanation: None.
User Response: None.

CHKWA5006E: Thevalueof {0} in {1}, {2}, isnot valid.
Explanation: None.
User Response: None.

CHKWS5007E: Thetypeof {0} in {1} isnot {2}.
Explanation: None.
User Response: None.
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CHKW5101W: The definition of " {0}" in {1} isoverlapping.
Explanation: None.
User Response: None.

CHKW5102W: The specified {0} policy in {1} {2}, isunsupported in thisrelease of WebSphere.
Explanation: None.
User Response: None.

CHKW5201E: Theréationship is{0} , thevalue of forward in {1}, {2}, isnot valid.
Explanation: None.
User Response: None.

CHKW5202E: The relationship is{0}, the value of forward for the two roles must be opposite.
Explanation: None.
User Response: None.

CHKW5203E: Thetotal number of {2} in {0} isnot {3} in {1}.
Explanation: None.
User Response: None.

CHKW5500I: IBM WebSphere Validation
Explanation: None.
User Response: None.

CHKW5501I: Security Validation
Explanation: None.
User Response: None.

CHKWA5502E: Aninternal error hasoccurred during security validation. Please check the log files for
mor e information on theerror that occurred.

Explanation: None.

User Response: None.

CHKWA5503E: An object of an unrecognized type was sent for security validation. Thisisan internal
error. The object typeis{0}.

Explanation: None.

User Response: None.

CHKWA5504E: The name of the SSL property isrequired.
Explanation: None.
User Response: None.

CHKWA5505E: The LDAP user registry must have an L DAP sear ch filter.
Explanation: None.
User Response: None.

CHKWA5506E: Security must have a secur e socket layer.
Explanation: None.

User Response: None.
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CHKWG®G500E: Invalid null application reference in application binding.
Explanation: None.
User Response: None.

CHKW®6501E: Could not resolve validation application for application binding.
Explanation: None.
User Response: None.

CHKWG6502E: No subject (user or group) has been specified for the security role, {0}.
Explanation: None.
User Response: None.

CHKW6503E: Could not resolve validation application for application binding.
Explanation: None.
User Response: None.

CHKWG6504E: Morethan onerole assignment exists for security role, {0}.
Explanation: None.
User Response: None.

CHKW6505W: A subject (user or group) has not been assigned for security role, {O}. The security role
assignment should be made prior to running the application.

Explanation: None.

User Response: None.

CHKW6507W: A run asrole{0} specified for enterprise bean {1} has not been assigned to an identity.
Explanation: None.
User Response: None.

CHKWG508E: An internal error hasoccurred: {0}. Please check thelog filesfor more information on the
error occurred.

Explanation: None.

User Response: None.

CHKWAG6700E: Aninternal error hasoccurred. Please check the log filesfor moreinformation on the
error occurred.

Explanation: None.

User Response: None.

CHKWG6701E: The application extension hasa missing or invalid referenceto the application.
Explanation: None.
User Response: None.

CHKW®6702E: The module extension hasa missing or invalid reference to a module for application {0}.
Explanation: None.
User Response: None.

CHKWG6703E: Morethan one module extension has been specified for module {0} in application {1}.
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Explanation: None.
User Response: None.

CHKW7000I: IBM ThinAdmin Prerequisite Validation
Explanation: None.
User Response: None.

CHKW?7002E: An internal error has occurred during thin administration prerequisite validation. Please
check thelog filesfor moreinformation on the error that occurred.

Explanation: None.

User Response: None.

CHKW?7010E: You have disabled cookiesin the session manager which isrunning the administration
application. The administration application relies on cookies being enabled to oper ate properly the next
timethe server isrestarted. An alternativeisto run the administration application in a separ ate process
from your applications.

Explanation: None.

User Response: None.

CHKW7011E: You have changed the maximum age for cookiesin the session manager to a value which
will cause the administration application to stop operating, or operatein an indeterminate manner. The
administration application relies on cookies being enabled to operate properly the next timethe server is
restarted. An alternative isto run the administration application in a separ ate process from your
applications.

Explanation: None.

User Response: None.

CHKW7012E: When secure cookies are enabled in the session manager, the administration application
(aswell asyour own) must beinvoked viaHTTP rather than http.

Explanation: None.

User Response: None.

CHKW?7013E: You have changed the path for cookiesin the session manager to a value which will cause
the administration application to stop operating, or operate in an indeterminate manner. The
administration application relies on the cookie path being'/' or '/administration' to operate properly. An
alternativeisto run the administratioin application in a separ ate process from your applications.
Explanation: None.

User Response: None.

CHKW7014E: You have disabled session management in the web container which isrunning the
administration application. The administration application relies on session management being enabled
to operate properly the next timethe server isrestarted. An alternativeisto run the administration
application in a separ ate process from your applications.

Explanation: None.

User Response: None.

CHKW7015E: Administration application will not be available because application server
desiredExecutionState is STOP.

Explanation: None.

User Response: None.
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EJB Container

CNTRO0001W: Cannot passivate {0} {1} {2}

Explanation: The container was unable to passivate a stateful session bean

User Response: Check that passivation directory exists, the process has write permissions in that directory, and
that there is enough disk space.

CNTRO002W: Failed to get the wrapper for home: {0}
Explanation: Aninternal error occurred within the container.
User Response: Contact IBM support.

CNTRO003W: Cannot activate {0} {1} {2}
Explanation: The container failed to activate a stateful session bean from storage due to exception { 2} .
User Response: This condition could occur if either an |OException or ClassNotFoundException occur.

CNTROOO4E: Attempt to acquirelock wasinterrupted {0}

Explanation: A thread attempting to acquire an exclusive lock within the container was interrupted while
waiting for the lock.

User Response: Contact IBM support.

CNTRO005W: Unableto passivate enterprise bean {0} {1} {2}
Explanation: The container was unable to passivate an enterprise bean due to exception {2} .
User Response: None.

CNTROO06W: Failed to connect EJBObject to orb: {0}

Explanation: On an attempt to activate a stateful bean the container failed to connect a deserialized stub
(reference) object.

User Response: Contact IBM support.

CNTRO007W: TheresolveObject failed to resolve Enterprise bean's beanO reference: {0}
activatedBeanO: {1}

Explanation: An internal container error has occurred.

User Response: Contact IBM support.

CNTRO0008W: Cannot remove {0} {1} {2}

Explanation: The container was unable to remove a passivated stateful session bean from storage due to
exception {2} .

User Response: None.

CNTROO09W: Bean has not been installed: {0}
Explanation: An attempt was made to access an enterprise bean which has not been installed in the container.
User Response: None.

CNTROO010W: Number FormatException occurred while converting <env-entry> {0} <env-entry> {1} :
{2}

Explanation: The container was unable to process an environment entry due to a NumberFormatException.
User Response: Ensure that the value for the environment entry isavalid string representation for the specified

type.
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CNTROO011W: Invalid type encountered in java:comp/env context <env-entry-name> {0}
Explanation: The container encountered an invalid type for an environment entry.

User Response: Ensure that the environment entry typeis one of :
String,Integer,Boolean,Double,Byte,Short,Long or Float.

CNTRO012W: Collaborator {0} threw unexpected exception - proceeding with remaining collabor ators:
{1}

Explanation: Aninternal container error has occurred.

User Response: Contact IBM support.

CNTRO0013W: Unable to map exception {0} : {1}
Explanation: The container was unable to map exception {0} to avalid CORBA exception.
User Response: None.

CNTRO0014W: StatefulBeanReaper thread wasinterrupted. Terminating {0}
Explanation: Aninternal error occurred in the container.
User Response: Contact IBM support.

CNTRO015W: Unexpected exception during stateful bean cleanup {0} {1}
Explanation: None.
User Response: None.

CNTRO0016W: Remove from passivation store failed for bean {0}: {1}
Explanation: The container was unable to remove a passivated stateful session bean from the passivation store.
User Response: None.

CNTROO017W: Security collaborator threw unexpected exception: {0}
Explanation: An internal error has occurred in the container.
User Response: Contact IBM support.

CNTROO18E: Non-application exception occurred: {0}
Explanation: A system exception occurred while invoking a method on an Enterprise Java Bean.
User Response: None.

CNTROO19E: Non-application exception occurred while processing method {1}: {0}
Explanation: A system exception occurred while invoking a method on an Enterprise Java Bean.
User Response: None.

CNTROO020E: Non-application exception occurred while processing method {1} on bean {2}: {0}
Explanation: A system exception occurred while invoking a method on an Enterprise Java Bean.
User Response: None.

CNTROO021E: Non-application exception occurred on bean {1}: {0}
Explanation: A system exception occurred while invoking a method on an Enterprise Java Bean.
User Response: None.

CNTROO022E: Transaction coordinator not available: {0}

Explanation: An internal error has occurred in the container.
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User Response: Contact IBM support.

CNTRO0023W: {0} does not exist. Container will use current directory for passivating beans
Explanation: The container failed to open the passivation directory.
User Response: Ensure that the passivation directory exists.

CNTRO0024W: Unableto open input stream: {0} {1} {2}
Explanation: The container encountered an |OException while attempting to open afile.
User Response: None.

CNTRO0025W: Unable to open output stream: {0} {1} {2}
Explanation: The container encountered an |OException while attempting to open afile.
User Response: None.

CNTRO0026W: Datasour ce name for CM P bean {0} is null. Bean will be unavailable for use
Explanation: No datasource has been specified for the entity bean { 0}.
User Response: Specify a datasource for the entity bean or a default datasource for the module.

CNTRO0027W: Failed to commit connection: {0}
Explanation: None.
User Response: None.

CNTRO0028W: Failed to close connection: {0}
Explanation: None.
User Response: None.

CNTROO029E: Protocol error: multiple suspended transactions
Explanation: An internal error has occurred in the container.
User Response: Contact IBM support.

CNTROO30E: Cannaot obtain the transaction coor dinator: {0}
Explanation: Aninternal error has occurred in the container.
User Response: Contact IBM support.

Connection Manager

CONMOOOOE: The Connection Manager Application Programming I nterfaces have been removed. Use
the Connection Pooling Application Programming I nterfaces.

Explanation: The methods being called have been removed.

User Response: Use the new Connection Pooling API.

CONMOOO06E: Could not parse {0} setting ({1}) for data source {2}
Explanation: None.
User Response: None.
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CONMOOQ7E: Property {0} cannot be null or blank
Explanation: None.
User Response: None.

CONMOO008E: The following exception occurred introspecting class{0}: {1}
Explanation: None.
User Response: None.

CONMO009W: Could not find the property {0} on class{1}
Explanation: None.
User Response: None.

CONMO0010W: Could not find method to write property {0} on class{1}
Explanation: None.
User Response: None.

CONMO011W: An exception occurred setting the property {0} on class{1}: {2}
Explanation: None.
User Response: None.

CONMOO12E: Error encrypting default password: {0}
Explanation: None.
User Response: None.

CONMOO13E: Error decrypting default password: {0}
Explanation: None.
User Response: None.

CONM1000E: Value"{0}" isinvalid for property ({1}) for data source ({2}).
Explanation: One of the DataSource propertiesisin an unexpected format.
User Response: Verify all the properties for the data source are correct.

CONM 1001E: Required property ({0}) ismissing for data source ({1}).
Explanation: A required property is missing.
User Response: Verify that all required properties are being configured on the data source.

CONM1002E: Error decrypting default password: {0}

Explanation: An exception occurred during the decryption of a password. Either the encrypted password data
is corrupt or was encoded in an unsupported encryption.

User Response: Replace the encrypted password with uncorrupt data or make sure it is encoded with a
supported encryption algorithm.

CONM1003E: Error encrypting default password: {0}
Explanation: An exception occurred during the encryption of a password. The password datais corrupt.
User Response: Replace the corrupted password with uncorrupt data.

CONM1004W: The user for the supplied password is missing for data source ({0}).
Explanation: The data source password is supplied, but the user is not; the password isignored
User Response: Supply the user corresponding to the password or remove the password
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CONM 1005W: The password for the supplied user " {0}", ismissing for data source ({1}).
Explanation: The data source user is supplied, but the password is not; the user isignored
User Response: Supply the password corresponding to the user or remove the user

CONM 1006E: The data sour ce class name " {0}" could not be found for data source ({1}).
Explanation: The data source class name supplied could not be found
User Response: Ensure that the jar/zip file with the specified class name has been installed

CONM 2000E: Unableto obtain any portability layer for data source ({0}).
Explanation: Can not map thisdriver to a portability layer inclding the generic portability layer.
User Response: Ensure'cm.jar' isin the classpath and accessable.

CONMG6000W: Illegal use of 1PC resourcein transaction
Explanation: Trying to call 'prepare’ on a one phase resource.
User Response: None.

CONMG6001W: Failed to expand connection pool; waiting for a free connection instead
Explanation: A connection could not be created.
User Response: Make sure the database can create as many connections as the connection pool.

CONM 6002W: Failed to get an XA resource {0}

Explanation: Failed to get an XA resource while 'destroying’ a connection. Calling destory means to close the
connection and remove it from the free pool.

User Response: None.

CONMG6004E: Therequired default username for the supplied default password is missing for data
sour ce ({0}).

Explanation: A password was supplied, but no user was supplied.

User Response: Supply avalid username and password, or remove the password.

CONMG6006E: Therequired default password for the supplied default username, " {0}", ismissing for
data source ({1}).

Explanation: The default password is missing.

User Response: Supply avalid password for the default user.

CONM60071: The connection pool was destroyed for data sour ce ({0}).
Explanation: None.
User Response: None.

CONMG6008W: Timed out waiting for a connection from data sour ce ({0}).

Explanation: All connectionsin the pool were in use for the duration fo the connectionTimeOut period.
User Response: 1) Increase connectionTimeout Value. 2) Increase maximum number of connections and
ensure the database can handle the increased connection load.

CONMGOOQ9E: Failed to get connection to the database from datasour ce ({0}).
Explanation: Database failed to service arequest for a new connection.
User Response: Examine SQL State code from database to determine exact cause of problem.
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CONM6010W: StaleConnectionException caught. Purging entire connection pool for data source ({0}).
Explanation: Got a SateConnectionException.
User Response: Examine SQL State code from database to dertermine exact cause of problem.

CONMG6011E: Connection Pooling Internal Error. Illegal ConnectO state, " {0}", on data sour ce ({1}).
Explanation: Most likely an interanl error.
User Response: Call IBM for service.

CONMG6012E: Database error setting AutoCommit for data source ({0}).
Explanation: Database unable to service request.
User Response: Examine SQL State code from database to dertermine exact cause of problem.

CONMG6013E: Connection has outstanding work and can not join a global transaction for data source
({0}).

Explanation: Connection has work that is either uncommitted or not rolled back.

User Response: Commit or roll back the work on the connection prior to using the connection in aglobal
transaction.

CONMG6014I: Caught exception ({0}) in method ({1}). Throwing new exception ({2}). Theoriginal
exception''s stack trace was: {3}

Explanation: Informational message to note that one type of exception was caught and another type thrown.
User Response: None.

CONMG6015E: Could not load XAResour ceFactory in method ({0}) because the class was not found.
Throwing new ({1}).

Explanation: Needed class not found.

User Response: Make sure class exists in classpath and is accessable by the user.

CONMG6016E: Failed to enlist with transaction. Throwing new ({0}).
Explanation: Enlist returned false for some reason.
User Response: None.

CONMG6017E: In method (enlist) the connection is already associated with another transaction.
Explanation: Trying to enlist this connection in a different transaction than it is already associated with.
User Response: Don't cache a connection for use by more than one thread in multiple concurrent transactions.

CONM®G018E: Calling unilateralCommit in not allowed on a JTAEnabled connection in a global
transaction.

Explanation: unilateral Commit was called on a JTAEnabled connection in aglobal transaction.

User Response: None.

CONM7000W: Unrecognized database or driver {O}; using generic settings
Explanation: The database product 1D or driver class name was not found in the list of known databases.
User Response: Check to ensure the spelling is correct and that the database is supported.

CONMT7001E: The following exception occurred introspecting class {0}: {1}
Explanation: An error occurred during introspection of the data source class.
User Response: Examine the underlying exception for more details.
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CONM7002W: Could not find the property {0} on class {1}
Explanation: The property to be set does not exist on the class.
User Response: Ensure that the property name specified is correct.

CONM7003W: Could not find method to write property {0} on class{1}

Explanation: A method to write the property does not exist on the class.

User Response: The property specified exists, but awrite method does not; ensure that the property specified
can be written to the data source.

CONM7004W: An exception occurred setting the property {0} on class{1}: {2}
Explanation: An exception occurred setting the property specified to the data source
User Response: Examine the underlying exception for more details

CONM7005E: Theclass ({0}) does not implement javax.sql.ConnectionPool DataSour ce or
javax.sgl.XADataSour ce

Explanation: None.

User Response: None.

CONM 7006E: An exception occurred instantiating the class ({0}) for data source ({1}): {2}
Explanation: None.
User Response: None.

CONM70071: Mapping the following SQL Exception, with Error Code {0} and SQL State {1}, to a
StaleConnectionException: {2}

Explanation: None.

User Response: None.

Database Manager

DBMNOOO1E: Coordinator {0} isnot related to current coordinator {1}
Explanation: None.
User Response: None.

DBMNOOO2W: Error in property format error. Using defaults {0}
Explanation: None.
User Response: None.

DBMNOOO3E: Connection object isin local transaction context
Explanation: None.
User Response: None.

DBMNOOO4W: Statement was canceled by another thread
Explanation: None.
User Response: None.
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DBM NOOO5W: Unableto find hashed XA resource
Explanation: None.
User Response: None.

DBMNOOO6W: Transaction inactive {0}
Explanation: None.
User Response: None.

DBMNOOO7W: Connection was pre-empted
Explanation: None.
User Response: None.

DBMNOO08W: Local roll back failure {0}
Explanation: None.
User Response: None.

DBMNOOO9W: Failure while creating new connection {0}
Explanation: None.
User Response: None.

DBMNOO10W: Current coordinator isnull
Explanation: None.
User Response: None.

DBMNOO11E: Failed to get a connection: {0}
Explanation: None.
User Response: None.

DBMNOO012W: No mapping found in mapTable
Explanation: None.
User Response: None.

DBMNOO13W: Connection has been returned to the pool: {0}
Explanation: None.
User Response: None.

DBMNOO014W: Thetransaction isinactive {0}
Explanation: None.
User Response: None.

DBMNOO15W: Failure while creating connection {0}
Explanation: None.
User Response: None.

DBMNOO16W: Failed toroll back {0}
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Explanation: None.
User Response: None.

DBMNOO17W: Property object isnull
Explanation: None.
User Response: None.

DBMNOO18W: Failed to close a connection: {0}
Explanation: None.
User Response: None.

DBMNOO19W: New user ID isset for the data source
Explanation: None.
User Response: None.

DBMNOO20E: Connection isfreed
Explanation: None.
User Response: None.

DBMNOO21E: Failed to get a connection {0}
Explanation: None.
User Response: None.

DBMNO022W: Connection object not found in table, mapTable.

Explanation: None.
User Response: None.

DBMNO023W: Failed to close a connection {0}
Explanation: None.
User Response: None.

DBMNOO24E: Network protocol isnot set
Explanation: None.
User Response: None.

DBMNOO25E: Registered event listener object isnull
Explanation: None.
User Response: None.

DBMNOO026W: Failure while creating XAConnection {0}
Explanation: None.
User Response: None.

DBMNOO27E: Coordinator isnull
Explanation: None.
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User Response: None.

DBMNOO28E: Connection isin use
Explanation: None.
User Response: None.

DBMNQ029W: Connection object isnot in connection table
Explanation: None.
User Response: None.

DBMNOO30W: New password is set for the data source
Explanation: None.
User Response: None.

DBMNOO31W: Failed to unregister adriver: {0}
Explanation: None.
User Response: None.

DBMNOQO032I: Failed to load the specified database driver:
Explanation: None.
User Response: None.

DBMNOO033W: Connection close failure {0}
Explanation: None.
User Response: None.

--> DBMNOO34E: Register ed connection pool is null
Explanation: None.
User Response: None.

--> DBMNOO35W: Method enlist on JTSXA failed
Explanation: None.
User Response: None.

--> DBMNO0O036W: Thetransaction stateisinvalid
Explanation: None.
User Response: None.

Data Replication Service

DRSWOOO01E: An error occurred communicating over DRS Check for communication errorson either
thismachine, or the configured host of the server. L ook for WebSpher e exceptionsor errorson the
server machine. Gather data and contact service.

Explanation: None.
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User Response: None.

DRSWO0002W: Connection to current host:port DRS connect point lost. The DRS service will attempt to
connect to other host:port combinations specified in the configur ation.

Explanation: None.

User Response: None.

DRSWOO003E: No host:port DRS connect pointsresponding - unable to submit or receive messages.
Check all host:port combinations specified in the DRS configuration for general communication or
WebSphereerrors. Restart serversasappropriate and contact service with any available log data.

Explanation: None.

User Response: None.

Dynamic Servlet Cache

DYNAOOOLE: Thepriority valuewas not a valid number for entry {0}. Use an integer instead of {1}.
Explanation: The user entered a non-integer or non-positive integer for the priority.
User Response: Change the priority value to a positive integer.

DYNAOOOZE: Thetimeout value was not a valid number for entry {0}. Use an integer instead of {1}.
Explanation: The user entered a non-integer for the timeout.
User Response: Change the timeout value to a numeral integer.

DYNAOQOOO3E: Not caching {0} due to misconfiguration.

Explanation: The servlet specified was incorrectly configured for an unknown reason.

User Response: Check that legal, non-contradictory values have been given, and that all required fields are
specified.

DYNAOQOO4E: A default cache entry generator was created, but given no configuration information. This
generator will usethe URI with no parametersto generate cache I Ds. Thisinformation should be set in
the servletcachexml file.

Explanation: A servlet was configured with trivial configuration information. Thisislegal, though unlikely
correct, except for the simplest cases.

User Response: Verify that the servlet to be cached requires only the invocation URI to determine uniqueness.

DYNAOOOSE: Duplicate ExternalCacheGroup entry for address{0}.
Explanation: None.
User Response: None.

DYNAOOOGE: Exter nalCacheGroup {0} was not found.

Explanation: The external cache group to which this servlet output should be forwarded, was not registered in
the global cache properties.

User Response: Check the spelling of this external cache group. If correct, define this group in the global cache
properties.

DYNAOOO7E: Error initializing exter nal cache adapter: {0}
Explanation: The specified error was thrown during external cache adapter initialization.
User Response: Identify the cause of the error from the error specific information provided in the message
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DYNAOOOSE: CacheUnit no longer exists.

Explanation: A message was either sent or received from a cache unit that is no longer registered with this
cache unit.

User Response: Verify that the specified cache unit should be active; if so, restart the unit.

DYNAOOO9E: No element named {0} in document {1}.
Explanation: When parsing the configuration XML files, an expected XML element was not found.
User Response: Check the XML file format against the documentation, looking for a misconfiguration.

DYNAOQOOLOE: No element named {0} in {1}.
Explanation: When parsing the configuration XML files, an expected XML element was not found.
User Response: Check the XML file format against the documentation, looking for a misconfiguration.

DYNAOO11E: Servlet cachefile {0} not found; cachingis disabled

Explanation: The specified caching properties were not specified for this application server. Caching is
disabled.

User Response: Build a cache configuration XML file with the specified name. See documentation for
instructions on building thisfile.

DYNAOQO012l: Dynamic servlet cachingisenabled
Explanation: Dynamic servlet caching is enabled.
User Response: None.

DYNAO0013I: Dynamic servlet caching isdisabled
Explanation: Dynamic servlet caching is disabled.
User Response: None.

DYNAOO014l: {0} isa cacheable URI
Explanation: A servlet or JSP were initialized that have a cache policy configured.
User Response: None.

DYNAOO015I: Dynamic Servlet Caching encountered an error: {0}
Explanation: General error message.
User Response: Debug the provided error.

DYNAOO0161: Dumped dynamic servlet caching statisticsto: {0}
Explanation: Cache statistics were written to the specified file.
User Response: None.

DYNAOO0171: Joined group {0}
Explanation: This cache unit successfully joined a group of cooperating caches.
User Response: None.

DYNAOQOL8E: Error loading I D Generator {0}
Explanation: Error loading ID Generator.
User Response: Debug the provided error.

DYNAOO19E: Error loading MetaData Generator {0}
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Explanation: Error loading MetaData Generator.
User Response: Debug the provided error.

DYNAOO20E: Unableto cache {0}, request attributes are not serializable

Explanation: Servlet output was marked as sharable between cache units, which requires that all request
attributes be serializable.

User Response: Modify the cache policy for this servlet so that its output is not shared, or modify the
application so that all request attributes are serializable.

DYNAOO21E: Unabletoinitialize cache unit {0}: {1}
Explanation: Unanticipated error initializing cache unit.
User Response: Debug the provided error.

DYNAOO22E: Error processing dynamic cache configuration: {0}
Explanation: Unanticipated error processing cache configuration.
User Response: Debug the provided error.

WebSphere Install

INSTOOLE: Insufficient Disk Space
Explanation: This message is issued when the installation image size is greater than the available disk space.
User Response: Free up disk space.

INST0002I: Install Completed Successfully
Explanation: The WebSphere installation is complete.
User Response: Proceed with configuration.

INST0O003W: Warning no plug-in selected
Explanation: A plug-in must be selected for installation to proceed.
User Response: Select a plug-in that corresponds to the Web Server configured on the system.

Connector Architecture

J2CAOO001E: An exception occurred whiletrying to read the Resour ce Adapter Deployment Descriptor
for {0} from the namespace: {1}.

Explanation: This message indicates a problem with the Systems Management configuration of the Resource
Adapter. A Deployment Descriptor does exist for this Resource Adapter, but it is not in the right format to read
in and process.

User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write a defect.

J2CA0002W: Thereisno Resour ce Adapter Deployment Descriptor available for {0}.
Explanation: This message indicates a problem with the Systems Management configuration for the Resource
Adapter. A Deployment Descriptor does not exist for this Resource Adapter.
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User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write a defect.

J2CAO0003E: An exception occurred whiletrying to read the Connection Factory Propertiesfor {0} from
the namespace: {1}.

Explanation: This message indicates a problem with the Systems Management configuration of the Connection
Factory. The Properties do exist for the Connection Factory, but they are not in the right format to read in and
process.

User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write adefect..

J2CAO0004W: Thereareno Connection Factory Properties available for {O}.

Explanation: This message indicates a problem with the Systems Management configuration of the Connection
Factory. The Properties do not exist for this Connection Factory.

User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write a defect.

J2CAOQ05E: An exception occurred whiletrying to read the Connection Pooling Propertiesfor {0} from
the namespace: {1}.

Explanation: This message indicates a problem with the Systems Management configuration of the Connection
Factory. The Connection Pooling Properties do exist for the Connection Factory, but they are not in the right
format to read in and process.

User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write a defect.

J2CA0006W: There are no Connection Pooling Properties available for {0}.

Explanation: This message indicates a problem with the Systems Management configuration of the Connection
Factory. The Connection Pooling Properties do not exist for this Connection Factory.

User Response: Thiswould normally indicate a problem with Systems Management and/or the underlying data
model. Write a defect.

J2CA0007W: An exception occurred whileinvoking method set{0} on {1} : {2}. Processing continued.
Explanation: This message indicates a problem with invoking a method on a M anagedConnectionFactory
object. The names of these methods are determined by the name/value pairs contained in the Connection
Factory Properties. Thesein turn are based off the contents of the Resource Adapter's ra.xml file. Processing
will continue since the default values for this particular property may be sufficient to continue execution. Or,
this particular property may not even be required by the ManagedConnectionFactory object.

User Response: Thiswould normally indicate a mismatch between the Resource Adapter's XML definition and
the actual Java class provided for the Resource Adapter's ManagedConnectionFactory. Write a defect against
the specific Resource Adapter.

J2CA0008W: Class{0} did not contain method set{1}. Processing continued.

Explanation: This message indicates a missing method on a ManagedConnectionFactory object. The names of
these methods are determined by the name/value pairs contained in the Connection Factory Properties. Thesein
turn are based off the contents of the Resource Adapter's raxml file. Processing will continue since the default
values for this particular property may be sufficient to continue execution. Or, this particular property may not
even be required by the ManagedConnectionFactory object.

User Response: Thiswould normally indicate a mismatch between the Resource Adapter's XML definition and
the actual Java class provided for the Resource Adapter's ManagedConnectionFactory. Write a defect against
the specific Resource Adapter.
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J2CAOQO0Q9E: An exception occurred whiletrying to instantiate the ManagedConnectionFactory class {0}
- {1}.

Explanation: This message indicates a problem while attempting to create a ManagedConnectionFactory
object. There are several possible reasons for this problem.

The runtime

(1) couldn't find the appropriate class for the ManagedConnectionFactory viathe current class loader,

(2) couldn't create a TraceWriter object for the ManagedConnectionFactory,

(3) or couldn't create the ConnectionManager object for the ManagedConnectionFactory.

Any of these could also be related to an invalid XML definition for the Resource Adapter.

User Response: Investigate the complete exception text for clues asto what the real problemis. In most cases,
this exception indicates a problem with the J2C runtime and a defect should be written. Include the activity.log
with the defect. Include, if possible, atrace of the application server with the following trace string:
com.ibm.gjs.j2c.*=all=enabled

J2CAOQ010E: Parameter in method {0} is not of type Reference.

Explanation: The getObjectlnstance method isinvoked by the INDI lookup processing of the Resource. The
JNDI lookup implementation should be passing in avalid Reference object for the desired Resource. Either the
Name Serviceis passing in abad object or the "Reference" object was created incorrectly in the first place.
User Response: This message is due to an error in the internal J2C runtime processing and a defect should be
written. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAOQ011E: Thereisno connector namein the Reference object for method {0}.

Explanation: This message indicates a problem with the Reference object that was initially stored in the INDI
name space.

User Response: This message is due to an error in the internal J2C runtime processing and a defect should be
written. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAQ012E: The connector nameisnull in the Reference object for method {0}.

Explanation: This message indicates a problem with the Reference object that was initially stored in the INDI
name space.

User Response: This message is due to an error in the internal J2C runtime processing and a defect should be
written. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs,j2c.*=all=enabled

J2CA0013I: An exception occurred while trying to create ManagedConnectionFactory for {0} : {1}.
Explanation: This exception indicates a problem with creating the ManagedConnectionFactory from the stored
Reference in the INDI name space.

User Response: Thisinformational message provides additional information for related error messagesin the
activity.log. Reference those error messages for additional explanations and user responses.

J2CA00141: An exception occurred while building thereference for INDI deployment of {0} : {1}. This
error was absorbed and a null returned from the method.

Explanation: This exception indicates a problem with creating the Reference object to be stored in the INDI
name space for the named Resource. This problem will be detected and logged as an error later in the
processing.

User Response: Thisinformational message provides additional information for related error messagesin the
activity.log. Reference those error messages for additional explanations and user responses.

J2CAQ015E: The Connection Pool Manager could not allocate a Managed Connection.
Explanation: The Pool Manager could not allocate a Managed Connection. This may be due to properties
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associated with the Pool Manager (ie. maximum connections exceeded). A NULL managed connection was
returned by the Pool Manager.

User Response: Check for related messages in the log that might indicate a user controlled source of the
problem. If there are no other indications, the message may be due to an error in the internal J2C runtime
processing and a defect should be written. Include the activity.log with the defect. Include, if possible, atrace
of the application server with the following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAOQO016E: A two phase XA operation, {0}, wasinvoked within transaction ID {1}. Thisresource
adapter does not support two phase processing.

Explanation: This message indicates that an attempt was made to use the connection within the context of an
XA transaction along with other XA capable resources. Thisis not avalid operation for this resource adapter.
User Response: Modify the logic to separate the resource usage into separate transactions.

J2CAQO017E: A transactional operation, {0}, wasinvoked within transaction ID {1}. Thisresource
adapter does not support transactional processing.

Explanation: This message indicates that an attempt was made to use the connection within a transactional
context and this resource adapter does not support transactional processing.

User Response: Modify the logic to remove the transactional context.

J2CAQ018E: An exception occurred whiletrying to create Resour ce Adapter Connection Factory {0} :
{1}.

Explanation: This message indicates a problem with the Resource Adapter creating the desired Connection
Factory. The exception text should provide additional details on the actual problem.

User Response: If the exception text does not indicate a situation that is user controlled, then a defect may bein
order. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CA0019W: No Managed Connection Factory Propertiesdata could be assembled for {O}. Processing
continued.

Explanation: This message indicates that due to other logged problems, the properties for the Managed
Connection Factory could not be assembled. This may or may not cause runtime problems -- it will depend on
the default values of the various properties as provided by the Resource Adapter.

User Response: Check for other related messages that will further explain the specific problems with the
property data. If your connections seem to work okay, you could ignore this message. Otherwise, attempt to
follow the User Response sections as documented by the other messages.

J2CAO0020E: The Connection Pool Manager could not allocate a Managed Connection: {0}.
Explanation: This message indicates that an exception was thrown by the Pool Manager when attempting to
allocate a Managed Connection. The exception text should help with deciphering the problem encountered.
User Response: If there are no user controlled indications, the message may be due to an error in the internal
J2C runtime processing and a defect should be written. Include the activity.log with the defect. Include, if
possible, atrace of the application server with the following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAO0OQ21E: An exception occurred whiletrying to get a Connection from the Managed Connection : {0}.
Explanation: This message indicates that an exception was thrown by the Resource Adapter when attempting
to call getConnection. The exception text should help with deciphering the problem encountered.

User Response: If there are no user controlled indications, the message may be due to an error in the internal
J2C runtime processing and a defect should be written. Include the activity.log with the defect. Include, if
possible, atrace of the application server with the following trace string: com.ibm.gjs.j2¢.* =all=enabled

J2CA00221: An exception occurred whiletrying to cleanup and release the Managed Connection for a
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failed getConnection from the Managed Connection : {O}. This second error was absor bed and the
original error rethrown.

Explanation: This message indicates that a problem was encountered while attempting to clean up after afailed
getConnection. This message isinformational and should be combined with other related messages for proper
problem determination.

User Response: Examine other related messages for Explanation and User Responses.

J2CAQ0023E: A two phase XA operation, {0}, wasinvoked. Thisresource adapter does not support two
phase processing.

Explanation: This message indicates that an XA operation was attempted to be invoked on a resource adapter
that only supports local transactions. Under normal conditions, this would indicate that alocal transaction
resource adapter was accidentally included within the context of an XA transaction along with other XA
capabl e resources.

User Response: Modify the business logic to separate the resource usage into separate transactions.

J2CAQ0024E: Method {0}, within transaction 1D {1}, caught {2} and threw a {3}.

Explanation: This message indicates a problem while processing the given method. Since the interface defines
specific exceptions that can be thrown, the caught exception had to be mapped to the thrown exception. The
processing within the method did not complete successfully.

User Response: The business logic of the bean should properly catch the thrown exception and process
appropriate recovery logic.

J2CAQ0025E: An exception occurred within method {0} which invoked a one phase {1} on aresource
adapter: {2}.

Explanation: This message indicates a problem while processing the given method. The processing within the
method did not complete successfully. The resource adapter may not support the given method.

User Response: Verify that the correct resource adapter isbeing used. Also, verify that the resource adapter
supports the local transaction interface. If these check out and the given exception text does not provide enough
details to correct the situation, then a defect against the resource adapter may bein order.

J2CA0026E: Method {0} caught {1} whiletrying to register the XA Resour ce Adapter with the
Synchronization Manager for the current transaction, and threw a {2}.

Explanation: This message indicates a problem while processing the given method. Since the interface defines
specific exceptions that can be thrown, the caught exception had to be mapped to the thrown exception. The
processing within the method did not complete successfully.

User Response: The business logic of the bean should properly catch the thrown exception and process
appropriate recovery logic.

J2CAOQ0027E: An exception occurred whileinvoking {0} on the XA Resour ce Adapter, within transaction
ID {1}: {2}.

Explanation: This message indicates a problem while processing the given method. The processing within the
method did not complete successfully.

User Response: The business logic of the bean should properly catch the thrown exception and process
appropriate recovery logic..

J2CA0028E: An exception occurred whileinvoking {0} on the XA Resource Adapter: {1}.

Explanation: This message indicates a problem while processing the given method. The processing within the
method did not complete successfully.

User Response: The businesslogic of the bean should properly catch the thrown exception and process
appropriate recovery logic.
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J2CA0029I: An exception occurred during the {0} processing on an XA Resour ce Adapter whiletryingto
remove the ConnectionEventLister: {1}. Thiserror was absorbed and processing continued.

Explanation: This messageisfor informational purposes. The exception occurred while cleaning up the
managed connection and should not affect normal operation. Processing will continue.

User Response: If this message occurs on aregular basis, then a defect should be written against the J2C
runtime. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAO0030E: Method {0} caught {1} whiletrying to enlist the XA Resour ce Adapter with the Transaction
Manager for the current transaction, and threw a {2}.

Explanation: This message indicates a problem while processing the given method. Since the interface defines
specific exceptions that can be thrown, the caught exception had to be mapped to the thrown exception. The
processing within the method did not complete successfully.

User Response: The business logic of the bean should properly catch the thrown exception and process
appropriate recovery logic.

J2CAQ0031l: Method {0} caught {1} whiletrying to unlist the XA Resource Adapter from the Transaction
Manager for the current transaction. Thiserror was absorbed and processing continued.

Explanation: This message indicates a problem while attempting to unlist the resource adapter from the
transaction manager. Since this processing is done during cleanup, the exception will be absorbed and
processing will continue.

User Response: If this message occurs on aregular basis, then a defect should be written against the J2C
runtime. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs,j2c.* =all=enabled

J2CA0032I: An exception occurred whiletrying to {0} from the Pool Manager: {1}. Thiserror was
absorbed and processing continued.

Explanation: This message indicates a problem while performing the given method on the Pool Manager.
Since this processing is performed during cleanup, the exception will be absorbed and processing will continue.
User Response: If this message occurs on aregular basis, then a defect should be written against the J2C
runtime. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled

J2CAO0O033E: An exception occurred whiletrying to obtain a Managed Connection with method {0} from
the Pool Manager: {1}.

Explanation: This message indicates a problem with reserving a managed connection from the pool manager.
There are many reasons why this operation may not have exceeded. Please examine other related messagesin
the activity.log for more specific problems to resolve.

User Response: If this problem can not be resolved by the user, then a defect should be written against the J2C
runtime. Include the activity.log with the defect. Include, if possible, atrace of the application server with the
following trace string: com.ibm.gjs.j2c.* =all=enabled.

IBM Java ORB

JORBO0010: Attempted to construct {0} from MalFormedURL . URL={1}. Processing continuesusing the
default property values.

Explanation: The com.ibm.CORBA.ClientStylel mageURL was not correctly formed.

User Response: Determine which program generated the incorrect URL and correct the error.

JORBO0011: An 1/O error occurred while constructing {0} from the properties URL. URL={1}. Processing
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continues using the default property values.
Explanation: An error occurred while reading the file identified by com.ibm.CORBA.ClientStylelmageURL .
User Response: Make sure that the file exists and is readable.

JORBO0012: Property {0} hasinvalid value {1}. The default value, {2}, is used.
Explanation: The value specified for one of the propertiesin ClientStylePropertiesisinvalid.
User Response: Find theinvalid value and correct it.

JORBO0013: An invalid QOP combination was specified. Processing continues with the default values. The
specified invalid combination is{0}. The default combination is{1}.

Explanation: Aninvalid combination of Quality Of Protection attributes was specified. .

User Response: Find theinvalid value and correct it.

JORBO0014: createK ey received an unknown connection type and returned a default key. The unknown
typeis{0}. Thereturned default key is{1}.

Explanation: com.ibm.CORBA .iiop.ConnectionTable.createK ey received an unknown connectionType.
User Response: Contact IBM Support.

JORBO0015: getConnectionK ey returned a false value and threw a COMM _FAILURE exception.
Explanation: com.ibm.CORBA. .iiop.ConnectionTable.get call of Connectionlnterceptor getConnectionK ey
method returned a false value.

User Response: Contact IBM Support.

JORBO0016: getConnectionData returnsa null pointer and throwsa COMM _FAIL URE exception.
Explanation: The Connectionlnterceptor returned a ConnectionDataRef object which contains anull pointer to
its ConnectionData object.

User Response: Contact IBM Support.

JORBO0017: Thereisan unknown connection type (value={0}) and a COMM _FAILURE exception is
thrown.

Explanation: The Connectioninterceptor returned a ConnectionData object with an unknown connection type.
User Response: Contact IBM Support.

JORBO0018: Cannot find property com.ibom.CORBA.SSLK eyRingFilein ClientStyleProperties.
KeyRingFileException isthrown.

Explanation: TheClientStyleProperties did not include a property named com.ibm.CORBA.SSLK eyRingFile.
User Response: Determine why no value was specified and correct the problem.

JORBO0019: " [l OPSSL Connection.coalesceCipher Specs(...)" returnsanull. An INTERNAL exception is
thrown. Suites enabled by the SLL Socket are {0}. Suitesrequired by Connectionlnter ceptor are{1}.
Explanation: The SSLight socket does not support any of the CipherSpecs requested by 11OPSSL Connection. .
User Response: Verify that the correct version of SSLight is used.

JORBO0020: The SSL Server ConnectionData object that was passed to createSSL Server Socket returnsa
valuefor getTargetSupportsQOP() that islessthan 1.

Explanation: The ConnectionlInterceptor.getServerConnectionData returns an SSL ConnectionData object with
an invalid TargetSupports value.

User Response: Contact IBM Support.

JORBO0021: The SSL Server ConnectionData object that is passed to createSSL Server Socket returned a
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value from getTar getRequiresQOP() that islessthan 1.

Explanation: The Connectionlnterceptor.getServerConnectionData returned an SSL ConnectionData object
with aninvalid TargetRequires value.

User Response: Contact IBM Support.

JORBO0022: The SSL Server ConnectionData object that is passed to createSSL Server Socket contains a
TargetSupportsQOP() value that islessthan its TargetRequiresQOP value.

Explanation: The Connectionlnterceptor.getServerConnectionData returns an SSL ConnectionData object
where the TargetSupportsQOP value is less than its TargetRequiresQOP value.

User Response: Contact IBM Support.

JORBO0023: {0} throws {1} which isrethrown asan INTERNAL exception. The KeyRing class name from
the Connectionl nter ceptor is{2}.

Explanation: Cannot instantiate the SSLightKeyRing class.

User Response: Verify that the class appears in the CLASSPATH.

JORB0024: {0} throws {1}. The Cipher Suites being set are {2}
Explanation: SSL Context.setEnabledCipherSuites fails and throws an SSL Exception.
User Response: Verify that the correct version of SSlight is used.

JORBO0025: " {0}" throws{1}. IIOPSSL Connection cannot create a new SSL Socket.
Explanation:
User Response: Verify that the correct version of SSLight is used.

JORBO0026: " SSL Context.setTimeout(..)" throws {0} when setting the {1} timeout. The value being set is
{2}. Processing continues with default value {3}.

Explanation:

User Response: Verify that the correct version of SSLight is used.

JORBO0027: Method {0} throws {1} which isrethrown asan INTERNAL exception.
Explanation: None.
User Response: Contact IBM Support.

JORBO0028: {0} throws {1} which isrethrown asan INTERNAL exception. The password for the client
SSL KeyRingisinvalid.

Explanation: None.

User Response: Correct the SSL client KeyRing password and try again.

JORBO0029: {0} throws {1} which isrethrown asan INTERNAL exception. The password for the server
SSL KeyRingisinvalid.

Explanation: None.

User Response: Correct the SSL client KeyRing password and try again.

JORBO0030: Attempted to construct the dummy version of {0}, which should never be constructed. This
situation is probably dueto a configuration error. Attempts were made to use SSL on a client that has not
installed an SSL library (for example, somojse.zip).

Explanation: A dummy class which is meant to be used at compile time, was called at run time.

User Response: Verify that thereisan SSLight zip filein the CLASSPATH

-->JORBO0031: The server returnsan InterfaceDef object of the wrong type.
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Explanation: On acall to _get interface def, the object returned by the server is not an InterfaceDef object. An
Unknown exception is thrown.

User Response: Determine why the server did not return an InterfaceDef object and retry the call to
_Qet_interface def.

JORBO0032: org.omg.CORBA._InterfaceDefStub classismissing or not available.

Explanation: None.

User Response:Compileir.idl to generate _|InterfaceDef Stub and then compile _InterfaceDefStub. Y ou can also
contact IBM Support.

JORBO0034: Invalid completion status: {0}

Explanation: A SystemException was thrown with a completion status other than Yes, No, or Maybe (0, 1, 2)..
User Response: Determine why the server threw a SystemException with an invalid completion status and
retry.

JORBO0035: service(): An exception occurred while parsing the host name. Query string={0}.
Explanation: The I1OPTunnel Servlet program cannot parse the host name received from the client. The host
name was taken from the IOR of the object that the server is servicing.

User Response: Ensure that the host name is correct for the server.

JORBO0036: service(): An exception occurred while parsing port number. Query string={0}.
Explanation: The I1OPTunnel Servlet program cannot parse the port number received from the client. The port
number was taken from the IOR of the object that the server is servicing.. <

User Response: Ensure that the port number is correct for the server.

JORBO0037: service(): |OException occurred while setting up client and server sockets. Exception={0}.
Explanation: An IOException occurred while attempting to connect to the server from the 11OPTunnel Servlet
program.

User Response: Make sure the server is active and is accepting requests.

JORBO0038: {0}: Exception ={1}

Explanation: An exception occurred while attempting to connect to the server from the 11OPTunnel Servlet
program.

User Response: Make sure the server is active and is accepting requests.

JORBO0039: service(): HTTP method type " {0}" isnot supported; only " POST" method typeis
supported.

Explanation: The [IOPTunnel Server program only supports the HTTP POST method. <

User Response: Make sure your Web server and servlet engine support the POST method.

JORBO0040: The servlet used to tunnel I110OP packetsthrough an HTTP Server.
Explanation: Thisisthe return value for the standard serviet method getServletinfo.
User Response: No action is required.

JORBO0041: handleRequest(): | OException occurred whileredirecting the client request packet to the
server. Exception={0}.

Explanation: None.

User Response: Make sure the server is active and is accepting requests.

JORBO0042: handleReply(): 1OException occurred while redirecting the server reply packet back to the
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client. Exception={0}.
Explanation: None.
User Response: Make sure the client is active and is accepting replies.

JORBO0043: A throwable exception occurred while redirecting the | OP packets. Exception={0}.
Explanation: .
User Response: Make sure the server and client are active.

JORBO0044: com.ibm.CORBA..iiop.locate(lOR ior) iscalled. This situation should never occur.
Explanation: Inthe IBM ORB, com.ibm.CORBA. .iiop.ClientGIOP.locate(IOR ior, org.omg.CORBA.Object
targetObjectProxy) should aways be used instead of com.ibm.rmi.ClientGIOP.locate(IOR ior). Overriding the
latter and throwing an exception implies that there is a coding error in the IBM Java ORB.

User Response: Contact IBM Support.

JORBO0045: Thereisan invalid attempt to use getEndPoint(type,port,addr) to establish an SSL
connection.

Explanation: You cannot set up non-CLEAR_TEXT endpoints this way.

User Response: Contact IBM Support.

JORBO0046: Connectionlnter ceptor.getServer ConnectionData returns an SSL ConnectionData obj ect
with invalid ConnectionType {0}. An INTERNAL exception isthrown.

Explanation: This problem can be due to an IBM Programming error or a system management configuration
error.

User Response: Verify the system management configuration.

JORBO0047: Thevalue {1} specified for the property {0} isnot valid. The default queue depth of {2} will
be used

Explanation: The value specified for the ServerSocket Queue depth is not avalid value.

User Response: Check the setting of the ServerSocket queue depth property and ensure the value isvalid (i.e.
greater than the default)

JORBO0048: The value {1} specified for the property {0} isnot avalid integer. The default queue depth of
{2} will beused

Explanation: The value specified for the ServerSocket Queue depth is not avalid value.

User Response: Check the setting of the ServerSocket queue depth property and ensure the value isvalid (i.e.
greater than the default)

JORBO0049: The parameters passed to Connectionl nter ceptor .getConnectionK ey are: host={0}, port={1},
SSL TaggedComponent={2}, method_name={3}, attempts={4}, ConnectionData={5},

tar getObj ectPr oxy={6}

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0050: The ConnectionData object returned from getConnectionKey is. {0}

Explanation : These are parameters returned from Connectionl nterceptor.getConnectionK ey. This message
provides configuration information for problem determination and does not indicate an error.

User Response :For information only. No action is required.

JORBO0051: The array of ConnectionData objectsreturned from getServer ConnectionData is: {0}
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Explanation: These are parameters returned from Connectionl nterceptor.getServerconnectionKey. This
message provides configuration information for problem determination and does not indicate an error.
User Response: None.

JORBO0052: The array of ConnectionData objects after the listener ports have been opened is: {0}
Explanation: This message provides configuration information for problem determination and does not
indicate an error..

User Response: For information only. No action is required.

JORBO0053: The ConnectionData object that is passed to Connectionlnter ceptor .notifyBrokenConnection
is: {0}

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0054: The server threw an exception when creating a server listener socket. The exception is{0}.
The Server ConnectionData obj ect that describesthe server port is{1}.

Explanation:

User Response: Verify that the port number isvalid.

JORBO0055: The Server Delegate dispatch method caught an exception while invoking the oper ation {0}.
Theexception is: {1}

Explanation: This message indicates the customer code that the ORB invoked has thrown an exception. It
indicates a problem in the customer's server code (i.e. the server implementation). The actual exception thrown
by the server code and caught by the ORB is also logged.

User Response: The customer server code should be investigated to determine why the exception was thrown.

JORBO0056: The Server Delegate dispatch method caught an exception whileinvoking the operation {0}.
The exception is: {1}

Explanation: This message indicates the the ORB caught an exception when trying to invoke the server code. It
may indicates a problem in the customer's server code (i.e. the server implementation), or n some configuration.
The actual exception thrown by the server code and caught by the ORB should is also logged.

User Response: The configuration and customer server code should be investigated as to why the exception
was thrown.

JORBO0057: The _is amethod was called on a server object with the following Repl Ds:. {0}.
Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0058: A Listener Thread accepted the following socket: {0}.

Explanation: This message provides configuration information for problem determination and does not
indicate an error..

User Response: For information only. No action is required.

JORBO0062: Thereisno object resolver.
Explanation: Before ORB.register can be called, an ObjectResolver must exist.
User Response: Contact your system support staff to determine why an ObjectResolver does not exist.

JORBO0063: Unknown application exception isthrown on the server: {0}.
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Explanation: A non-CORBA exception was thrown on the server.
User Response: If the exception is being thrown in the application code, correct the code and retry. Otherwise,
contact IBM Support.

JORBO0064: Thereisan unmatched quote exception, {0}.

Explanation: An unmatched gquote error occurred while parsing the string of a naming context path into a
CosNaming NameComponent array .

User Response: Make sure the string being passed to the method _StandardSyntaxM odel Impl.name_to_string()
has the correct syntax.

JORBO0065: Thereisan IllegalStringSyntax exception, {0}.

Explanation: A syntax error occurred while parsing the string form of a naming context path into a CosNaming
NameComponent array.

User Response: Make sure the string being passed to the method _StandardSyntaxM odellmpl.name_to_string()
has the correct syntax.

JORBO0066: Exception={0}

Explanation: An exception occurred while parsing the string form of a naming context path into a CosNaming
NameComponent array.

User Response:Make sure the string being passed to the method _StandardSyntaxM odel Impl.name _to_string()
has the correct syntax.

JORBO0067: Thereisanull ThreadPool instancein the ORB.

Explanation: Called ORB.getThreadPool, but cannot find the ThreadPool. The ThreadPool has never been
initialized. Because ThreadPool is a plugin, there should be a default ThreadPool.

User Response: Contact IBM Support

JORBO0068: Thereisanull input parameter in the ORB.setThreadPool() invocation.
Explanation: The ThreadPool must always be set to avalid instance.
User Response: Correct the programming error.

JORBO0069: Cannot call ThreadPool.startWorker Thread() after a ThreadPool.cleanup() request.
Explanation: The ORB ThreadPool was told to stop viathe ThreadPool.cleanup() method, and then it was told
to do work viathe ThreadPool.startWorkerThread() method. Thisisan illegal sequence.

User Response: Contact IBM Support.

JORBO0070: An unknown application exception wasthrown on the server: {0}

Explanation: A non-CORBA exception was thrown on the server. The name of the exception isgiven in this
string.

User Response: If the exception is being thrown in the application code, correct the code and retry. If the
exception is not being thrown in application code, contact IBM Support.

JORBO0O071: BootstrapServer: Cannot read file" {0}".
Explanation: The BootstrapServer cannot read the Initial Services Propertiesfile.
User Response: Ensure that read authority is granted to the administrator who is starting the BootstrapServer.

JORBO0072: BootstrapServer: Setting the port for initial object referencesto: {0}.
Explanation: The BootstrapServer is listening on the indicated port.
User Response: For information only. No action is required.
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JORBO0073: BootstrapServer: Readinginitial servicesfrom " {0}".
Explanation:
User Response: For information only. No action is required.

JORBO0074: BootstrapServer: Cannot open " {0}" for writing. Cannot find thefile.
Explanation: None.
User Response: Ensure that the file exists.

JORBO0075: BootstrapServer: Cannot open " {0}" for reading. Cannot find thefile.
Explanation: None.
User Response: Ensure that the file exists.

JORBO0076: BootstrapServer: Caught an exception while saving propertiesto file" {0}": {1}.
Explanation:
User Response: Ensure that the file exists and that the administrator has the correct authority.

JORBO0O077: BootstrapServer: Caught an exception while loading propertiesto file" {0}": {1}.
Explanation: None.
User Response: Ensure that the file exists and that the administrator has the correct authority.

JORBO0078: Persistent IOR port number isnot provided. Object referenceswill be transient.
Explanation: The com.ibm.CORBA.LSDPort property was not set when the ORB wasiinitialized. This
situation resultsin transient object references.

User Response: If persistent object references are required, when initializing the ORB, set the
com.ibm.CORBA.LSDPort property to a value that will remain persistent on that host machine.

JORBO0079: Unique server 1D (UUID) isnot set.

Explanation: The com.ibm.CORBA.ServerUUID property was not set when the ORB was initialized. The
L ocation Service Daemon requires this property to uniquely identify a server.

User Response: When initializing the ORB, set the com.ibm.CORBA .ServerUUID property to the UUID
(Universally Unique Identifier) assigned to the server. Thisvalue is generally assigned by the system
administrator.

JORBO0080: Location Service Daemon islistening with server 1D = {0} on port ={1} ...
Explanation: The Location Service Daemon is ready to accept requests on the indicated port.
User Response: For information only. No action is required.

JORBO008L: L ocation Service Daemon failed on waiting for requests.
Explanation: The Location Service Daemon is not ready to accept requests and cannot enter into await state.
User Response: Restart the Location Service Daemon.

JORBO0082: The port number isinvalid. Specify a different port number.
Explanation:
User Response: Specify avalid port number.

JORB0083: ERROR: {0}
Explanation: The Location Service Daemon received an unexpected exception.
User Response: Examine the exception for possible user error.
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JORBO0084: Port {0} isin use. Specify a different port number.

Explanation:

User Response: Specify adifferent port number, or end the process using the port and then restart the L ocation
Service Daemon.

JORBO0085: Location Service Daemon is SSL enabled.
Explanation: The Location Service Daemon will be listening on an SSL enabled port.
User Response: For information only. No action is required.

JORBO0086: L ocation Service Daemon hasregistered a firewall plugin.

Explanation: The Location Service Daemon will be interacting with afirewall. The Location Service Daemon
will authorize the server port when the server registers with the L ocation Service Daemon.

User Response: For information only. No action is required.

JORBO0087: Server registered: Server UUID={0} HostName={1} Port={2}
Explanation: The indicated server has been registered with the Location Service Daemon.
User Response: For information only. No action is required.

JORBO0088: Server unregistered: Server UUID={0} HostName={1} Port={2}
Explanation: Theindicated server has been unregistered with the Location Service Daemon.
User Response: For information only. No action is required.

JORBO0089: Location Service Daemon will start theregistered servers.

Explanation: A server isconsidered registered if thereis an entry for the server in the
IBMLSDServerRegistry.properties file. The Location Service Daemon has been configured to start aregistered
server if arequest comesin for that server and the server is not registered with the Location Service Daemon as
an active server.

User Response: For information only. No action is required.

JORBO0090: Registered serversstarted by the L ocation Service Daemon will need to be SSL enabled.
Explanation: The Location Service has been configured to listen on an SSL enabled port. Serversthat are
started by the Location Service Daemon are notified that they need to listen on an SSL enabled port.

User Response: For information only. No action is required.

JORBO0091: Registered Serverswill have {0} millisecondsto start.

Explanation: The Location Service Daemon has been configured to start servers. When a server is started, the
L ocation Service Daemon uses the indicated timeout value when waiting for a server to start.

User Response: For information only. No action is required.

JORBO0092: Location Service Daemon will persistently storethelist of active serversto {0}.
Explanation: The Location Service Daemon has been configured to persistently store the list of active
registered servers.

User Response: For information only. No action is required.

JORBO0093: Location Service Daemon isinitializing thelist of active serversfrom {0}.

Explanation: The Location Service Daemon has been configured to persistently store the list of active
registered servers. Upon startup, the Location Service Daemon uses the stored file to restore the list of active
Servers.

User Response: For information only. No action is required.
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JORBO0094: Location Service Daemon is starting server {0}.

Explanation: A server isconsidered registered if thereis an entry for the server in the
IBMLSDServerRegistry.propertiesfile. The Location Service Daemon has been configured to start a registered
server if arequest comesin for that server and the server is not registered with the L ocation Service Daemon as
an active server.

User Response: For information only. No action is required.

JORBO0095: L ocation Service Daemon isstoring the active server list to {0}.
Explanation: None.
User Response: For information only. No action is required.

JORBO0096: Could not instantiate {0}, caught " {1}" . Using

com.ibm.CORBA .iiop.ThreadPer ConnectionM anager instead

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0097: Could not instantiate a Standar dReader Thread

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0098: The property {0} hasavalue of {1}. Thisisnot a valid value. The number of
JNIReader Threadsis set to the default value of {2}

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0099: Native method getSSL SockedFDO was called. The Socket passed in was {0}, and the
FileDescriptor returned was {1}

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0100: Before calling the native method addConnectionO, the contents of the fdConnectionMap are
{0}, and thefileDescriptor for the connection being added is {1}

Explanation: This message provides configuration information for problem determination and does not
indicate an error..

User Response: For information only. No action is required.

JORBO0101: fdConnectionM ap.get( theFileDescriptor ) returned null. theFileDescriptor={0}, themap is
{1}

Explanation: This message provides configuration information for problem determination and does not
indicate an error.

User Response: For information only. No action is required.

JORBO0102: after calling fdConnectionM ap.get() with Filedescriptor {0} thereturned |1 OPConnection
was {1}. The fdConnectionM ap contains{2}
Explanation: This message provides configuration information for problem determination and does not
indicate an error.
User Response: For information only. No action is required.
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JORBO0103: None of the native codereader threads hasroom in itsqueue for a new Socket to watch, a
COMM_FAILURE wasthrown

Explanation: None of the native code reader threads has room in its queue for a new Socket to watch.

User Response: Add more ReaderThreads, via ORB property com.ibm.CORBA .numJNIReaders

JORBO0104: In Profile.getl PAddress(), | netAddress.getByName( {0} ) threw an UnknownH ostException
Explanation: A Profile has a host name that cannot be found by the domain name server
User Response: Check the host name and the name server

JORBO0105: " I1OPSSL ConnectionClient.coalesceCipher Specs(...)" returnsanull. An INTERNAL
exception isthrown. Suites enabled by the JSSESocket are {0}. Suitesrequired by Connectionl nter ceptor
are{1}.

Explanation: The JSSE socket does not support any of the CipherSpecs requested by 110PSSL Connection.
User Response: The JSSE socket does not support any of the CipherSpecs requested by [1OPSSL Connection.

JORBO0106: " Il OPSSL ConnectionClient.createSSL Socket(...)" returnsanull. An INTERNAL exception
isthrown. Additional information {0}.

Explanation: This message results from a JSSE client socket creation error.

User Response: Message contains more details.

Security Association Service

JSASO010E: Null referenceto Vault. The problem may be an out of memory error. Restart the server
machine and try again. If the problem persists, contact support for assistance.

Explanation: This message indicates that an error occurred while creating a vault instance during initialization
of the server.

User Response: The problem may be an out of memory error. Restart the server machine and try again. If the
problem persists, contact support for assistance.

JSAS0020E: Null referenceto LoginHelper. The problem may be an out of memory error. Restart the
server machine and try again. If the problem persists, contact support for assistance.

Explanation: This message indicates an internal error occurred while trying to create an instance of

LoginHel perlmpl.

User Response: The problem may be an out of memory error. Restart the server machine and try again. If the
problem persists, contact support for assistance.

JSAS0025E: Null referenceto ORB. The problem may be an out of memory error. Restart the server
machine and try again. If the problem persists, contact support for assistance.

Explanation: This message indicates that areference to the ORB was null.

User Response: The problem may be an out of memory error. Restart the server machine and try again. If the
problem persists, contact support for assistance.

JSAS0026E: Exception connecting object to the ORB. Check the sas.server .propsfileto ensurethat the

SSLKeyRing and SSL K eyRingPassword are set properly. If the problem persists, contact support for

assistance.

Explanation: An internal exception occurred. In al likelihood your server key ring isinvalid, does not contain

aserver certificate, or cannot be found.

User Response: Check the sas.server.props file to ensure that the SSLK eyRing and SSLKeyRingPassword are
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set properly. If the problem persists, contact support for assistance.

JSASO030E: Unableto get Current. Check to ensurethe correct Java classfilesarein the program
classpath. Make sureyou are not using the wrong version of UIC.JAR. If you still have problems after
reviewing your setup, contact support for assistance.

Explanation: This message indicates an internal error occurred while trying to access Current via

resolve initial_references.

User Response: Check to ensure the correct Java classfiles are in the program classpath. Make sure you are not
using the wrong version of UJC.JAR. If you still have problems after reviewing your setup, contact support for
assistance.

JSASO040E: Unableto initialize security context. Check to ensurethe userid and password isvalid.
Restart theclient and retry the operation. If the problem persists, contact support for assistance.
Explanation: The outcome of init_security context isfailure. Any reason for a secure association failure with
the target server could cause this error. There are times when thisis benign, such as for method invocations that
do not require security.

User Response: Check to ensure the userid and password is valid. Restart the client and retry the operation. If
the problem persists, contact support for assistance.

JSASO050E: Attempt to establish secure connection failed.
Explanation: None.
User Response: None.

JSASO051E: Invalid authentication target. Verify that the com.ibm.CORBA .authenticationT ar get
property in the sas.server.propsor sas.client.propsisset to avalid type.

Explanation: The authentication target is not of the type BasicAuth, Local OS or LTPA. Sometimes only
LocalOS or LTPA are valid authentication targets for certain methods.

User Response: Verify that the com.ibm.CORBA .authenticationTarget property in the sas.server.props or
sas.client.propsis set to avalid type.

JSASO0052E: Invalid credential token. Retry the operation after a few minutes. If using request_login for
Domino, ensure that Domino/WebSphere SSO isset up correctly. If the problem persists, contact support
for assistance.

Explanation: The credential token is null, expired, or has been tampered with. Since the token is digitally
signed, any modification of the bytesin the token will not verify. Typically thiserror is due to anull token.
User Response: Retry the operation after afew minutes. If using request_login for Domino, ensure that
Domino/WebSphere SSO is set up correctly. If the problem persists, contact support for assistance.

JSASO053E: Unableto validate credential token. Retry the operation after a few minutes. If using
request_login for Domino, ensure that Domino/WebSphere SSO is set up correctly. If the problem
persists, contact support for assistance.

Explanation: The credential token is null, expired, or has been tampered with. Since the token is digitally
signed, any modification of the bytesin the token will not verify. Typically this error is due to a null token.
User Response: Retry the operation after afew minutes. If using request_login for Domino, ensure that
Domino/WebSphere SSO is set up correctly. If the problem persists, contact support for assistance.

JSASO054E: Unableto set invocation credentials. Retry the operation. Ensurethe program is creating
the credential properly before setting it asthe invocation credential. You may need to restart theclient or
server which hastheinvalid credential. If the problem persists, contact support for assistance.
Explanation: The credential is null, or the credential is not a subtype of org.omg.SecurityL evel2.Credentials, or
the credential has been marked invalid during afailed login attempt, or while the security server was
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unavailable.

User Response: Retry the operation. Ensure the program is creating the credential properly before setting it as
the invocation credential. Y ou may need to restart the client or server which has the invalid credential. If the
problem persists, contact support for assistance.

JSASO060E: Unableto build security context. Often problemswith client and server configuration isto
blamefor these errors. Frequently these problemsrelateto SSL connections not being created. This
situation could result from invalid settingsin the sas.client.props or the sas.server.props. Maybethe
UJC.JAR isnot specified in the classpath or isnot the same version asthe server. The JDK you areusing
must also have the JSSE extension classesin /java/jre/lib/ext directory. Thejava.security file must include
the IBMJCE provider. If the problem persists, contact support for assistance.

Explanation: This message indicates that the building of the security context failed. Typical reasons for this
faillure are: cannot find the session in the session table, a TCP/IP connection is made instead of an SSL
connection, or a Java runtime exception occurred.

User Response: Many times problems with the client and server configuration are to blame for these errors.
Frequently these problems relate to SSL connections not being created. This situation could result from invalid
settings in the sas.client.props or the sas.server.props. Maybe the UJC.JAR is not specified in the classpath or is
not the same version as the server. The JDK you are using must also have the JSSE extension classesin
[Javaljre/lib/ext directory. The java.security file must include the IBMJCE provider. If the problem persists,
contact support for assistance.

JSAS0070E: Unable to complete secur e association at the client. Retry the client program after a few
minutes. If the problem still persists, contact support for assistance.

Explanation: An attempt to communicate with the server failed. The server may be down, or the host and port
areincorrect.

User Response: Retry the client program after afew minutes. If the problem still persists, contact support for
assistance.

JSAS0071E: NO_PERMISSION caught, unable to complete secur e association at the client. Retry the
client program after a few minuteswait. Ensurethat the client program isusing the correct version of
UJC.JAR in the classpath. If the problem still persists, contact support for assistance.

Explanation: An attempt to establish a secure association with the server failed with aNO_PERMISSION.
User Response: Retry the client program after afew minutes wait. Ensure that the client program is using the
correct version of UJC.JAR in the classpath. If the problem still persists, contact support for assistance.

JSASO080E: Unable to reclaim message. M essage was out-of-sequence or not recoverable. Retry the
operation after afew minutes. If this problem persists, contact support for assistance.

Explanation: This error indicates the message was corrupted either during packaging, or while sending across
thewire.

User Response: Retry the operation after afew minutes. If this problem persists, contact support for assistance.

JSASO090E: Unableto protect message.
Explanation: None.
User Response: None.

JSASO100E: Null target security name. Verify that the principalName specified in the sas.server.props of
the server isvalid. If the problem persists, contact support for assistance.

Explanation: The target security retrieved from a security tagged component in the IOR is null.

User Response: Verify that the principalName specified in the sas.server.props of the server isvalid. If the
problem persists, contact support for assistance.
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JSASO110E: Client credentials were not the correct type. Ensurethat the client program is correctly
following the CORBA programming model. Also, verify that the correct version of UIC.JAR isin the
client classpath.

Explanation: This message indicates that the credentials object being passed are either not SAS credentials, or
no type was specified.

User Response: Ensure that the client program is correctly following the CORBA programming model. Also,
verify that the correct version of UJC.JAR isin the client classpath.

JSAS0120E: Unableto create SecurityContext object. Try to review the client security configuration file
(sas.client.props). If recent changes have been made you may want to undo these changes. If you do not
see any problemswith the configuration and you still get thiserror, contact support for assistance.
Explanation: A problem occurred while obtaining the security context object while adding a new security
session. This situation typically occurs while the client istrying to log in.

User Response: Review the client security configuration file (sas.client.props). If recent changes have been
made, you may want to undo these changes. If you do not see any problems with the configuration and you still
get this error, contact support for assistance.

JSASO130E: Client credentialswerenot valid. Restart the client so that it logsin with new credentials.
Onceclient credentials are marked invalid, they must be thrown away and news ones created.
Explanation: This message indicates that the client credentials were marked invalid at some point. Some
reasons for thisinvalid marking are: expiration of a credential token, invalid userid and password, unavailable
security server to verify the user information.

User Response: Restart the client so that it logs in with new credentials. Once client credentials are marked
invalid, they must be thrown away and news ones created.

JSAS0140E: Unableto delete credentials from default credentialslist.
Explanation: None.
User Response: None.

JSAS0150E: Unableto find session in session table. Retry the operation. If the error repeats, restart the
client program. Check the client propertiesto ensurethelogin information is correct. After restarting the
client and server programs, if you still are unableto eliminate theerror, contact support for assistance.
Explanation: This error indicates that the session key used to lookup the session in the session table has not
been found in the session table. This situation istypically a side effect of another problem, such asan invalid
credential or an unavailable security service.

User Response: Retry the operation. If the error repeats, restart the client program. Check the client properties
to ensure the login information is correct. If after restarting the client and server programs, you still are unable
to eliminate the error, contact support for assistance.

JSASO160E: Null session entry in session table. Check to seeif a server process hasterminated just prior
toreceiving theseerrors. If a process hasterminated, restart the process and retry the operation. Verify
that the client userid and password arevalid. If thelogin fails, the session is deleted on the client side and
the credentialsare marked invalid. If aretry occurs, you will likely seethiserror. Restart the client
program after verifying thelogin information. If the errors persist, contact support for assistance.
Explanation: An attempt to access a security session from the session tables on either the client or the server
hasfailed. This error istypically aside effect of another problem. The session probably has aready been
deleted or has never been added.

User Response: Check to seeif a server process has terminated just prior to receiving these errors. If a process
has terminated, restart the process and retry the operation. Verify that the client userid and password are valid.
If the login fails, the session is deleted on the client side and the credentials are marked invalid. If aretry occurs,
you will likely see this error. Restart the client program after verifying the login information. If the errors
persist, contact support for assistance.
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JSAS0170E: Null session handlein session table. Check to seeif a server process hasterminated just
prior toreceiving theseerrors. If a process hasterminated, restart the process and retry the operation.
Verify that the client userid and password arevalid. If thelogin fails, the session isdeleted on the client
sideand the credentialsare marked invalid. If aretry occurs, you will likely seethiserror. Restart the
client program after verifying the login information. If the errors persist, contact support for assistance.
Explanation: An attempt to access a security session from the session tables on either the client or the server
hasfailed. This error istypically aside effect of another problem. The session probably has aready been
deleted or has never been added.

User Response: Check to seeif a server process has terminated just prior to receiving these errors. If a process
has terminated, restart the process and retry the operation. Verify that the client userid and password are valid.
If the login fails, the session is deleted on the client side and the credentials are marked invalid. If aretry occurs,
you will likely see this error. Restart the client program after verifying the login information. If the errors
persist, contact support for assistance.

JSASO171E: No classdefinition found error for Class.forName.newlnstance(). Verify that
IBMWEBAS.JAR isin the classpath on the server. Restart the server and retry the operation. If the
problem persists, contact support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSAS0172E: Java language error for Class.forName.newlnstance(). Verify that  BMWEBAS.JAR isin
the classpath on the server. Restart the server and retry the operation. If the problem persists, contact
support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO173E: Java language exception for Class.for Name.newlnstance(). Verify that I BMWEBAS.JAR is
in the classpath on the server. Restart the server and retry the operation. If the problem persists, contact
support for assistance.

Explanation: Could not find the class com.ibm.Loca OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO174E: Illegal access exception for Class.for Name.newlnstance(). Verify that  BMWEBAS.JAR isin
the classpath on the server. Restart the server and retry the operation. If the problem persists, contact
support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSAS0175E: Instantiation exception for Class.forName.newlnstance(). Verify that I BMWEBAS.JAR isin
the classpath on the server. Restart the server and retry the operation. If the problem persists, contact
support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO176E: Class not found exception for Class.forName.newlnstance(). Verify that I BMWEBAS.JAR
isin the classpath on the server. Restart the server and retry the operation. If the problem persists,
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contact support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO180E: Unableto get PrincipalAuthenticator from Current. Check sas.server.props and
sas.client.propsto ensurethat the authenticationTarget is set properly. If the problem persists, contact
support for assistance.

Explanation: The problem istypically related to the configuration.

User Response: Check sas.server.props and sas.client.props to ensure that the authenticationTarget is set
properly. If the problem persists, contact support for assistance.

JSASO185E: Validation of BasicAuth Token not supported. Check the client codeto ensureit isnot
calling validate incorrectly. Resubmit the request after waiting a few minutes. If the problem persists,
contact support for assistance.

Explanation: Trying to validate a BasicAuth token which consists of a userid and password. This token should
be authenticated, not validated.

User Response: Check the client code to ensureit is not calling validate incorrectly. Resubmit the request after
waiting afew minutes. If the problem persists, contact support for assistance.

JSAS0186E: Authentication with BasicAuth Token not supported. Check the client codeto ensureit is
not calling the wrong principal authenticator. Resubmit the request after waiting a few minutes. If the
problem persists, contact support for assistance.

Explanation: Trying to authenticate a BasicAuth token which consists of a userid and password in either the
LTPA or Local OS Principal Authenticator.

User Response: Check the client code to ensure it is not calling the wrong principal authenticator. Resubmit the
request after waiting afew minutes. If the problem persists, contact support for assistance.

JSASO190E: Invalid or null client security name, unable to authenticate. Verify theinformation used to
login. Retry the operation with avalid userid. If a propertieslogin is performed, check the propertiesfile
to ensureauserid has been set.

Explanation: The userid passed into authenticate was null or invalid.

User Response: Verify the information used to login. Retry the operation with avalid userid. If aproperties
login is performed, check the properties file to ensure a userid has been set.

JSAS0191E: Null or empty BasicAuth Token, unable to authenticate. Verify the information used to log
in. Retry the operation with a valid userid and password. If a propertieslogin is performed, check the
propertiesfileto ensure a userid and password has been set.

Explanation: The userid and password passed into authenticate was null.

User Response: Verify the information used to login. Retry the operation with avalid userid and password. If a
properties login is performed, check the properties file to ensure a userid and password has been set.

JSASO192E: Java exception for com.ibm.NamingStringSyntax. Standar dSyntaxModellmpl(). Either the
classwas not found or the JVM isrunning out of memory. Ensurethat the classpath hasa valid version
of UJC.JAR. Retry the operation after stopping and restarting the server. If the problem persists, contact
support for assistance.

Explanation: A Java runtime exception occurred while creating a new object for _StandardSyntaxModel Impl.
User Response: Either the class was not found or the VM is running out of memory. Ensure that the classpath
has avalid version of UJC.JAR. Retry the operation after stopping and restarting the server. If the problem
persists, contact support for assistance.
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JSASO193E: Invalid name exception for com.ibom.CORBA..iiop.ORB.resolve initial_references(). Verify
that security isenabled in the client and server configuration (com.ibm.CORBA .securityEnabled=true).
Check theclient program to ensurethat a valid nameis passed into " resolve_initial_references’.
Explanation: This message indicates that the name passed into "resolve initial_references’ in the programis
invalid or has not yet been registered.

User Response: Verify that security is enabled in the client and server configuration

(com.ibm.CORBA .securityEnabled=true). Check the client program to ensure that a valid name is passed into
"resolve_initial_references’.

JSASO194E: Java exception for com.ibm.CORBA..iiop.ORB.resolve initial_references(). Either the class
was not found or the JVM isrunning out of memory. Ensurethat the classpath hasa valid version of
UJC.JAR. Retry the operation after stopping and restarting the server. If the problem persists, contact
support for assistance.

Explanation: A Java runtime exception occurred while looking up an object in Current.

User Response: Either the class was not found or the VM is running out of memory. Ensure that the classpath
has avalid version of UJC.JAR. Retry the operation after stopping and restarting the server. If the problem
persists, contact support for assistance.

JSASO195E: Java exception for org.omg.CosNaming.NamingContextHelper.narrow(). Either a classwas
not found or the JVM isrunning out of memory. Ensurethat the classpath hasa valid version of
UJC.JAR. Retry the operation after stopping and restarting the server. If the problem persists, contact
support for assistance.

Explanation: A Javaruntime exception occurred while getting the root naming context.

User Response: Either a class was not found or the JVM is running out of memory. Ensure that the classpath
has avalid version of UJC.JAR. Retry the operation after stopping and restarting the server. If the problem
persists, contact support for assistance.

JSASO196E: Java exception for org.omg.CORBA.Object.resolve(). Check to seeif other errorsoccurred
on the AdminServer console. Thiserror typically pointsto a problem with the SecurityServer. If a
validate exception is occuring and you are using the LDAP admin ID, try changing the Security name of
the server toavalid LDAP user, instead of the LDAP admin ID. If the problem persists, contact support
for assistance.

Explanation: An exception occurred while trying to access the SecurityServer object. If the error isa
CORBA_ROLLBACK, an exception occurred while executing a method in the SecurityServer.

User Response: Check to see if other errors occurred on the AdminServer console. This error typically points
to a problem with the SecurityServer. If avalidate exception is occurring and you are using the DAP Adm. ID,
try changing the Security name of the server to avalid DAP user, instead of the DAP Adm. ID. If the problem
persists, contact support for assistance.

JSASO197E: Java exception for com.ibm.WebSphereSecurity.SecurityServer Helper.narrow(). Check to
seeif other errorsoccurred on the AdminServer console. Thiserror typically pointsto a problem with
the SecurityServer. If avalidate exception isoccurring and you are using the LDAP admin ID, try
changing the Security name of the server to avalid LDAP user, instead of the LDAP admin ID. If the
problem persists, contact support for assistance.

Explanation: An exception occurred while trying to access the SecurityServer object. If the error isa
CORBA_ROLLBACK, an exception occurred while executing a method in the SecurityServer.

User Response: Check to see if other errors occurred on the AdminServer console. This error typically points
to a problem with the SecurityServer. If avalidate exception is occurring and you are using the LDAP admin
ID, try changing the Security name of the server to avalid LDAP user, instead of the LDAP admin ID. If the
problem persists, contact support for assistance.

JSASO198E: Java language error for com.ibm.WebSphereSecurity.SecurityServer Helper.narrow().
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Check to seeif other errorsoccurred on the AdminServer console. Thiserror typically pointsto a
problem with the SecurityServer. If a validate exception isoccurring and you are using the LDAP admin
ID, try changing the Security name of the server to avalid LDAP user, instead of the LDAP admin ID. If
the problem persists, contact support for assistance.

Explanation: An exception occurred while trying to access the SecurityServer object. If the error isa
CORBA_ROLLBACK, an exception occurred while executing a method in the SecurityServer.

User Response: Check to seeif other errors occurred on the AdminServer console. Thistypically pointsto a
problem with the SecurityServer. If avalidate exception is occurring and you are using the LDAP admin 1D, try
changing the Security name of the server to avalid LDAP user, instead of the LDAP admin ID. If the problem
persists, contact support for assistance.

JSASO199E: Security server could not beinitialized; reason is unknown. Check to seeif other errors
occurred on the AdminServer console. Thiserror typically pointsto a problem with the SecurityServer.
If a validate exception isoccurring and you are using the LDAP admin ID, try changing the Security
name of the server to avalid LDAP user, instead of the LDAP admin ID. If the problem persists, contact
support for assistance.

Explanation: An exception occurred while trying to access the SecurityServer object. If the error isa
CORBA_ROLLBACK, an exception occurred while executing a method in the SecurityServer.

User Response: Check to seeif other errors occurred on the AdminServer console. This error typically points
to a problem with the SecurityServer. If avalidate exception is occurring and you are using the LDAP admin
ID, try changing the Security name of the server to avalid LDAP user, instead of the LDAP admin ID. If the
problem persists, contact support for assistance.

JSASO200E: Attempt to establish a secure association at the target server failed. Check and verify your
userid and password. Retry the operation after afew minutes. If the problem persists, contact support
for assistance.

Explanation: The attempt to authenticate the client has been rejected. Most of the time thisregjection is due to
an invalid userid and password. Sometimes this error is due to an unavailable security server.

User Response: Check and verify your userid and password. Retry the operation after afew minutes. If the
problem persists, contact support for assistance.

JSAS0201E: Authentication failed. Check the userid and password entered and retry the operation.
Check to loginSour ce property to verify you arelogging in with the proper credentials. Make surethe
userid and password exist in the user registry.

Explanation: The userid and password specified during login were not valid.

User Response: Check the userid and password entered and retry the operation. Check to loginSource property
to verify you are logging in with the proper credentials. Make sure the userid and password exist in the user

registry.

JSAS0202E: Credential token expired. Close the client and log in again.

Explanation: The credential token associated with the user credential has expired. This situation typically
occurswith LTPA.

User Response: Close the client and log in again.

JSASO205E: Userid or password wereinvalid. Check the userid and password entered and retry the
operation. Check to loginSour ce property to verify you arelogging in with the proper credentials. Make
suretheuserid and password exist in the user registry.

Explanation: The userid and password specified during login were not valid.

User Response: Check the userid and password entered and retry the operation. Check to loginSource property
to verify you are logging in with the proper credentials. Make sure the userid and password exist in the user

registry.
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JSAS0206E: Unsupported realm. Verify that the global security configuration isvalid. Therealm
determines which user registry to use for authenticating users. Check the principalName property in
sas.server.propsto ensureit isset correctly.

Explanation: The realm selected is not supported.

User Response: Verify that the global security configuration isvalid. The realm determines which user registry
to use for authenticating users. Check the principal Name property in sas.server.props to ensureit is set
correctly.

JSASO207E: Internal error: method not implemented. Thiserror typically indicatesthat the function has
not yet been implemented. If the problem persists, contact support for assistance.

Explanation: The method to be invoked was not yet implemented.

User Response: This error typically indicates that the function has not yet been implemented. If the problem
persists, contact support for assistance.

JSASO208E: Internal error: system exception. Write down all the error information and contact support
for assistance.

Explanation: A system exception occurred in the security code.

User Response: Write down al the error information and contact support for assistance.

JSASO209E: Internal error: Java exception. Write down all theerror information and notify support of
the problem.

Explanation: A Javaruntime exception occurred.

User Response: Write down al the error information and notify support of the problem.

JSAS0210E: Password expired. Notify theadministrator of your user registry to reset your password.
Explanation: The password has expired in the user registry.
User Response: Notify the administrator of your user registry to reset your password.

JSAS0215E: Account locked. Notify the administrator of your user registry to get your account reset.
Explanation: The account associated with your userid has been locked.
User Response: Notify the administrator of your user registry to get your account reset.

JSAS0220E: Service unavailable. Pleaseretry the operation in a few minutes. If the problem persists,
notify your system administrator.

Explanation: The security server which authenticates your userid and password is temporarily unavailable.
User Response: Please retry the operation in afew minutes. If the problem persists, notify your system
administrator.

JSAS0221E: Validation not supported. Check the client codeto ensureit isnot calling validate
incorrectly. Resubmit therequest after waiting a few minutes. If the problem persists, contact support for
assistance.

Explanation: Validation is not supported given the current security configuration.

User Response: Check the client code to ensureit is not calling validate incorrectly. Resubmit the request after
waiting afew minutes. If the problem persists, contact support for assistance.

JSASO225E: Internal error. Pleaseretry the operation in a few minutes. If the problem persists, notify
your system administrator.

Explanation: An internal system error occurred while trying to authenticate your userid and password.

User Response: Please retry the operation in afew minutes. If the problem persists, notify your system
administrator.
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JSAS0230E: Reason unknown. Pleaseretry the operation in a few minutes. If the problem persists, notify
your system administrator.

Explanation: The authentication failed for an unknown reason.

User Response: Please retry the operation in afew minutes. If the problem persists, notify your system
administrator.

JSAS0235E: Client authentication required. The client configuration may have client authentication
disabled. Ensurethat SSL Typel Server AssociationEnabled=true.

Explanation: The target server requires that the user authenticate before trying to issue a method request.
User Response: The client configuration may have client authentication disabled. Ensure that

SSL Typel ServerAssociationEnabled=true.

JSAS0240E: L ogin failed. Verify the userid and password is correct. Check the propertiesfileto ensure
thelogin sourceisvalid. If thiserror occurson the server, check the server propertiesto ensurethe
principalName has a valid realm and userid.

Explanation: This message indicates that the attempt at authenticating failed.

User Response: Verify the userid and password is correct. Check the properties file to ensure the login source
isvalid. If this error occurs on the server, check the server properties to ensure the principalName has avalid
realm and userid.

JSAS0250E: Secure association compromised. Retry the operation. Might want to contact your networ k
administrator to seeif any network problemsoccurred during thetime of theerrors. If the problem
persists, contact support for assistance.

Explanation: The message from the server has been corrupted. This situation could result from message
tampering or just a power spike causing bytes to get jumbled.

User Response: Retry the operation. Might want to contact your network administrator to seeif any network
problems occurred during the time of the errors. If the problem persists, contact support for assistance.

JSASO300E: Invalid message typereturned from target. Retry the operation after a few minutes. If the
problem persists, messages on the server system should give a better indication of what the problem is.
Further tracing on the server may be necessary. Contact support for assistance.

Explanation: A message type sent from the server to the client is not a valid message type. Typically this
situation occurs when the server throws an exception during the processing of arequest. Typically, the request
has not completed.

User Response: Retry the operation after afew minutes. If the problem persists, there should be messages on
the server system which may give a better indication of what the problem is. Further tracing on the server may
be necessary. Contact support for assistance.

JSASO310E: Invalid security attribute type, unable to authenticate. Verify the program to ensure that the
attribute being accessed isa valid credential attribute. You may need to contact your system
administrator to verify that all of the attributes you need have been set in the user registry.

Explanation: A security attribute is a value stored in the credential object such as userid or groupid. Either the
type trying to be accessed is not avalid credentia attribute type, or the attribute being accessed is null.

User Response: Verify the program to ensure that the attribute being accessed is avalid credential attribute.

Y ou may need to contact your system administrator to verify that all of the attributes you need have been set in
the user registry.

JSAS0320E: Connection type found in session entry was not valid for this security context. Ensurethat
the security configuration hasthe SSLKeyring, SSL K eyringPassword, SSL ClientK eyring,
SSL ClientK eyringPassword, SSL Server Keyring (clientside), SSL Server K eyringPassword, and that the
keyring file hasvalid, non-expired certificates. Also, ensurethat
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SSL Typel ClientAssociationEnabled=truein the sas.server.props. If problem persists, contact support for
assistance.

Explanation: The connection type was not SSL, but rather some other type of connection, likely TCPIP.

User Response: Ensure that the security configuration has the SSLKeyring, SSLKeyringPassword,

SSL ClientKeyring, SSL ClientK eyringPassword, SSL ServerKeyring (clientside), SSL ServerK eyringPassword,
and that the keyring file has valid, non-expired certificates. Also, ensure that

SSL Typel ClientAssoci ationEnabled=true in the sas.server.props. If problem persists, contact support for
assistance.

JSAS0330E: Target sequence number in received message out of sync with session entry.
Explanation: None.
User Response: None.

JSAS0340E: Invalid communication direction for security feature. Ensurethecall to
get_security features passesin org.omg.Security.CommunicationDirection._SecDirectionBoth.
Explanation: The communication direction passed into get_security features currently only supports
org.omg.Security.CommunicationDirection._SecDirectionBoth.

User Response: Ensure the call to get_security features passesin
org.omg.Security.CommunicationDirection._SecDirectionBoth.

JSASO350E: Security attributetypeisnull or invalid. Verify the program to ensurethat the attribute
being accessed isa valid credential attribute. You may need to contact your system administrator to
verify that all of the attributesyou need have been set in the user registry.

Explanation: A security attribute is a value stored in the credential object such as userid or groupid. Either the
type trying to be accessed is not avalid credential attribute type or the attribute being accessed is null.

User Response: Verify the program to ensure that the attribute being accessed is avalid credential attribute.

Y ou may need to contact your system administrator to verify that all of the attributes you need have been set in
the user registry.

JSASO355E: Duplicate security attribute type specified. Verify the program to ensurethat the same
attributeisnot trying to beretrieved more than once at the sametime.

Explanation: This error indicates that the same attribute in the credential object is being accessed more than
once for asingle get_attributes call.

User Response: Verify the program to ensure that the same attribute is not trying to be retrieved more than
once at the same time.

JSASO360E: Security attributelist isnull. Verify that thelist of attributesthat istryingto be set isnot
null. Retry the operation. If the problem persists, contact support for assistance.

Explanation: While calling set_attributes on the credential, the attribute list is null.

User Response: Verify that the list of attributes that is trying to be set is not null. Retry the operation. If the
problem persists, contact support for assistance.

JSASO370E: Security attribute list contains null attribute type or attribute family. Verify that thelist of
attributesthat istrying to be set does not contain a null attribute. Retry the operation. If the problem
persists, contact support for assistance.

Explanation: While calling set_attributes on the credential, the attribute list contains atype which is null.
User Response: Verify that the list of attributes that istrying to be set does not contain anull attribute. Retry
the operation. If the problem persists, contact support for assistance.

JSASO380E: Security attributelist contains null member. Verify that thelist of attributesthat istrying to
be set does not contain a null attribute. Retry the operation. If the problem persists, contact support for
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assistance.

Explanation: While calling set_attributes on the credential, the attribute list contains atype which is null.
User Response: Verify that the list of attributes that is trying to be set does not contain anull attribute. Retry
the operation. If the problem persists, contact support for assistance.

JSASO400E: Could not closethe key file; processing will continue. Processing should continue. | f
problem persists, contact support for assistance.

Explanation: A Javal/O Exception occurred while trying to close the keyfile.

User Response: Processing should continue. If problem persists, contact support for assistance.

JSASO401E: Vault handed in isnot an | SecuritylL ocalObjectBasel 13Impl.Vault. Verify that the correct
version of UJC.JAR isloaded in the classpath. If the problem persists, contact support for assistance.
Explanation: The class package is not valid.

User Response: Verify that the correct version of UJC.JAR isloaded in the classpath. If the problem persists,
contact support for assistance.

JSASD402E: The standardClaimQOPM odels attribute contains an invalid option; using Authenticity.
Correct the value specified on the standar dClaimQOPM odels property if you do not want to use
Authenticity.

Explanation: The option specified in standardClaimQOPModelsis not valid. Valid options include
Authenticity, Integrity, Confidentiality, and Advanced.

User Response: Correct the value specified on the standardClaimQOPM odel s property if you do not want to
use Authenticity.

JSAS0403E: The delegateCredentials property contains an illegal delegation mode. Correct the value
specified on the delegateCredentials property. The default is None.

Explanation: Valid delegateCredentials property values include None, Simple, Scoped, Traced, and
MethodDefined.

User Response: Correct the value specified on the delegateCredentials property. The default is None.

JSASO404E: TheloginTimeout property isout of range. Correct the value so that it falls between 0 and
600, specified in seconds.

Explanation: The valid rangeis 0 - 600.

User Response: Correct the value so that it falls between 0 and 600, specified in seconds.

JSASO405E: The property contains a non-integer string value. Correct the value specified in the property
sothat it isan integer number.

Explanation: The value entered could not be represented as an integer number.

User Response: Correct the value specified in the property so that it is an integer number.

JSASO406E: The standardPerformQOPM odels attribute contains an invalid option. Correct the value
specified on the standar dPer formQOPM odels property if you do not want to use Authenticity.
Explanation: The option specified in standardPerformQOPModels is not valid. Valid options include
Authenticity, Integrity, Confidentiality, and Advanced.

User Response: Correct the value specified on the standardPerformQOPModel s property if you do not want to
use Authenticity.

JSASO407E: The securityBootStrapRepositoryPort property contains a non-integer string value. Correct
the value specified in the property so that it isan integer number.
Explanation: The value entered could not be represented as an integer number.
User Response: Correct the value specified in the property so that it is an integer number.
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JSASO408E: The SSL CredentialsTimeout property isout of range. Correct the value specified in the
property sothat it isin the valid range.

Explanation: The valid range for SSL CredentialsTimeout property is O through 364 days, specified in seconds.
User Response: Correct the value specified in the property so that it isin the valid range.

JSASO409E: The SSL CredentialsTimeout property contains a non-integer string value. Correct the value
specified in the property so that it isan integer number.

Explanation: The value entered could not be represented as an integer number.

User Response: Correct the value specified in the property so that it is an integer number.

JSAS0410E: The SSLPort property containsa non-integer string value. Correct the value specified in the
property so that it isan integer number.

Explanation: The value entered could not be represented as an integer number.

User Response: Correct the value specified in the property so that it is an integer number.

JSASO411E: The SSLV3SessionTimeout property isout of range. Correct the value specified so that it is
within the valid range.

Explanation: The valid range for SSLV 3SessionTimeout is O through 1 day specified in seconds.

User Response: Correct the value specified so that it is within the valid range.

JSAS0412E: The SSLV3SessionTimeout property containsa non-integer string value. Correct the value
specified in the property so that it isan integer number.

Explanation: The value entered could not be represented as an integer number.

User Response: Correct the value specified in the property so that it is an integer number.

JSASO413E: A problem occurred while processing the security configuration. Verify the data entered in
the security configuration isvalid. If the problem persists, contact support for assistance.

Explanation: A Java runtime exception occurred while processing the sas.server.props or sas.client.props.
User Response: Verify the data entered in the security configuration isvalid. If the problem persists, contact
support for assistance.

JSASD414E: The configuration isincorrect; security will be disabled. If you get thiserror, other errors
will have proceeded it which describethe problemswith the configuration.

Explanation: Based on the verification level which determines how tightly to verify the configuration, it has
been determined that the configuration is not consistent. The verification levels are Completeness, Consistency,
PassivelyCorrect and ActivelyCorrect. The default for com.ibm.CORBA .verificationLevel is Consistency.
User Response: If you get this error, other errors will have proceeded it which describe the problems with the
configuration.

JSAS0415E: The configuration isincorrect. If you get thiserror, other errorswill have proceeded it
which describe the problemswith the configuration.

Explanation: Based on the verification level which determines how tightly to verify the configuration, it has
been determined that the configuration is not consistent. The verification levels are Completeness, Consistency,
PassivelyCorrect and ActivelyCorrect. The default for com.ibm.CORBA .verificationLevel is Consistency.
User Response: If you get this error, other errors will have proceeded it which describe the problems with the
configuration.

JSASO416E: The configuration isin an unknown state. If you get thiserror, other errorswill have
proceeded it which describe the problemswith the configuration.
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Explanation: Based on the verification level which determines how tightly to verify the configuration, it has
been determined that the configuration is not consistent. The verification levels are Completeness, Consistency,
PassivelyCorrect and ActivelyCorrect. The default for com.ibm.CORBA .verificationLevel is Consistency.
User Response: If you get this error, other errors will have proceeded it which describe the problems with the
configuration.

JSASD417E: Theactive correctness verification produced a verification result. If you get anything other
than 0, you will have preceeding messages which describe the specific problem.

Explanation: The verification results are: Unknown (-1), Success (0), Configlncomplete (1),
Configlnconsistent (2), and ConfigWrong (3).

User Response: If you get anything other than 0, you will have preceeding messages which describe the
specific problem.

JSAS0418E: The configuration has not been initialized. Ensure that the sas.server.propsor
sas.client.propsfileis complete and in the location specified by the com.ibm.CORBA.ConfigURL. This
location istypically WASROOT /properties.

Explanation: This message indicates that the sas.server.props or sas.client.props file has not been processed.
User Response: Ensure that the sas.server.props or sas.client.props file is complete and in the location specified
by the com.ibm.CORBA.ConfigURL. Thislocation is typically WASROOT/properties.

JSAS0419E: Thebootstrap repository file name has not been set. Verify that the

com.ibm.CORBA .bootstrapRepositoryL ocation property has been set in the sas.server.props.
Explanation: The bootstrap repository name is specified on the com.ibm.CORBA .bootstrapRepositoryL ocation
property in the sas.server.propsfile.

User Response: Verify that the com.ibm.CORBA .bootstrapRepositoryL ocation property has been set in the
Sas.server.props.

JSAS0420E: None of the association options have been set. Ensurethat at least one of these association
options are set.

Explanation: At least one of the following association options must be set: DCECIientA ssociationEnabled,
DCEServerAssociationEnabled, SSL Typel ClientAssociationEnabled, SSL Typel ServerA ssociationEnabled,
L TPAClientAssociationEnabled, L TPA ServerA ssociationEnabled, L ocal OSClientA ssociationEnabl ed,

L ocal OSServerAssociationEnabl ed.

User Response: Ensure that at least one of these association options are set.

JSAS0421E: The SSL client keyring has not been set. Ensurethat this property has been set with a valid
keyringfile.

Explanation: This message indicates that the com.ibm.CORBA .SSL ClientK eyRing property has not be set in
either the sas.server.props or the sas.client.props.

User Response: Ensure that this property has been set with avalid keyring file.

JSAS0422E: The configuration isincomplete. A preceeding message will likely tell you the exact reason
why it isincomplete. Thelikely reasons are no Bootstrap Repository location, no association options
selected, or the configuration has not been initialized.

Explanation: A verification result of Configlncomplete (1) has been returned.

User Response: A preceeding message will likely tell you the exact reason why it isincomplete. The likely
reasons are no Bootstrap Repository location, no association options selected, or the configuration has not been
initialized.

JSAS0423E: The completeness verification produced a verification result. If you get anything other than
0, you will have preceeding messages which describe the specific problem.
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Explanation: The verification results are: Unknown (-1), Success (0), Configlncomplete (1),
Configlnconsistent (2), and ConfigwWrong (3).

User Response: If you get anything other than O, you will have preceeding messages which describe the
specific problem.

JSAS0424E: Thelogin sourceis Properties, however either the userid or password were not specified.
Specify auserid on com.ibm.CORBA .loginUserid and password on com.ibom.CORBA.loginPassword if
you intend to usethelogin sour ce of properties.

Explanation: This message indicates an inconsistency in the configuration because alogin source of properties
needs to have a userid and password specified.

User Response: Specify a userid on com.ibm.CORBA .loginUserid and password on

com.ibm.CORBA .loginPassword if you intend to use the login source of properties.

JSAS0425E: Thelogin sourceisKeyTable, however the KeyTable file was not specified. Specify a
KeyTablefileon com.ibom.CORBA .keytabFileName if you intend to use thelogin sour ce of KeyTable.
Explanation: This message indicates an inconsistency in the configuration because alogin source of KeyTable
needsto have aKeyTable file specified.

User Response: Specify aKeyTable file on com.ibm.CORBA .keytabFileName if you intend to use the login
source of KeyTable.

JSAS0426E: The secure association optionsrequirethe use of SSL, however either the keyring or the
keyring password wer e not specified. Ensure one of these propertiesis set in the sas.client.propsand
Sas.Server .props.

Explanation: One of the following keyring propertiesis not set: SSL ClientKeyRing, SSL ServerKeyRing,
SSL ClientKeyRingPassword, or SSL ServerK eyRingPassword.

User Response: Ensure one of these propertiesis set in the sas.client.props and sas.server.props.

JSAS0427E: The specified perform-QOP optionsare not valid. Verify that the above propertiesare
consistent.

Explanation: The property com.ibm.CORBA .standardPerformQOPModelsis set to advanced, however, the
way that the following properties are set isinconsistent: performClientAuthentication,

performServerA uthentication, performM essageReplayDetection, performM essageOutOf SequenceDetection,
performM essagel ntegrity, and performM essageConfidentiality.

User Response: Verify that the above properties are consistent.

JSAS0428E: The specified claim-QOP options are not valid. Verify that the above propertiesare
consistent.

Explanation: The property com.ibm.CORBA .standardClaimQOPModels is set to advanced, however, the way
that the following properties are set isinconsistent: performClientAuthentication, performServerAuthentication,
performM essageRepl ayDetection, performM essageOutOf SequenceDetection, performM essagel ntegrity, and
performM essageConfidentiality.

User Response: Verify that the above properties are consistent.

JSAS0429E: The configuration isinconsistent. Thereason for thisinconsistency will be printed out in a
preceeding message.

Explanation: This message is printed when there are dependencies between two configuration options and one
of the dependenciesis not met. For example, if SSL is configured but the KeyRing fileis not.

User Response: The exact reason of the inconsistency will be printed out in a preceeding message.

JSASD430E: The consistency verification produced a verification result. If you get anything other than 0,
you will have preceeding messages which describe the specific problem.
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Explanation: The verification results are: Unknown (-1), Success (0), Configlncomplete (1),
Configlnconsistent (2), and ConfigwWrong (3).

User Response: If you get anything other than O, you will have preceeding messages which describe the
specific problem.

JSASO431E: The passive correctness verification produced a verification result. If you get anything other
than 0, you will have preceeding messages which describe the specific problem.

Explanation: The verification results are: Unknown (-1), Success (0), Configlncomplete (1),
Configlnconsistent (2), and ConfigWrong (3).

User Response: If you get anything other than 0, you will have preceeding messages which describe the
specific problem.

JSASD432E: The SSL server keyring has not been set. Ensure that this property has been set with avalid
keyringfile.

Explanation: This message indicates that the com.ibm.CORBA.SSL ServerK eyRing property has not be set in
either the sas.server.props or the sas.client.props.

User Response: Ensure that this property has been set with avalid keyring file.

JSAS0433E: The performClientAuthentication is set, but none of the server association options ar e set.
Ensurethat at least one of the server association propertiesare set to true.

Explanation: The property com.ibm.CORBA .performClientAuthentication is set, however, one of the
following is not set: SSLTypel ServerA ssociationEnabled, SSL Typel | ServerAssociationEnabled,

L TPA ServerAssociationEnabled, or L ocal OSServerA ssociationEnabl ed.

User Response: Ensure that at least one of the server association propertiesis set to true.

JSAS0434E: The Key File contains an entry containing the wrong number of values:
Explanation: None.
User Response: None.

JSAS0435E: Credentialsareinvalid. Log in again to get new credentials. Sometimesit isnecessary to
restart the client and server to ensurethat you are using new credentials. Once credentials are marked
invalid, they cannot become valid again.

Explanation: Theinvalid flag on the credential object has been set to true. Typically this situation results from
the credential being rejected by the server when trying to authenticate. A NO_PERMISSION exception has
likely been thrown by the server.

User Response: Log in again to get new credentials. Sometimesiit is necessary to restart the client and server to
ensure that you are using new credentials. Once credentials are marked invalid, they cannot become valid again.

JSAS0436E: The configuration isambiguous about which security mechanism to use. Try to review the
client or server security configuration files (sas.client.propsor sas.server.props). If recent changes have
been made you may want to undo these changes. If you do not see any problemswith the configuration
and you still get thiserror, contact support for assistance.

Explanation: This error indicates that the client or server configuration properties are not valid, or are
conflicting. Some properties cannot be set together and still be valid.

User Response: Try to review the client or server security configuration files (sas.client.props or
sas.server.props). If recent changes have been made you may want to undo these changes. If you do not see any
problems with the configuration and you still get this error, contact support for assistance.

JSAS0437E: The DCE tagged component was mal-formed and cannot be parsed. Ensure that the server
version to which you aretrying to connect is supported. Make surethe UJC.JAR you are using on the
client sideiscompatible with that of the server.

185



Explanation: While parsing the tagged component, a SystemException occurred.
User Response: Ensure that the server version to which you are trying to connect is supported. Make sure the
UJC.JAR you are using on the client side is compatible with that of the server.

JSAS0438E: Invalid initial reference name. Verify that security isenabled in the client and server
configuration (com.ibom.CORBA .securityEnabled=true). Check the client program to ensurethat a valid
nameispassed into "resolve initial_references'.

Explanation: This message indicates that the name passed into "resolve_initial_references’ in the programis
invalid or has not yet been registered.

User Response: Verify that security is enabled in the client and server configuration

(com.ibm.CORBA .securityEnabled=true). Check the client program to ensure that a valid name is passed into
"resolve initial_references’.

JSASO439E: Unableto get Credentials. Verify that the client set the credentials properly beforeinvoking
therequest. Ensurethat the correct userid and password wer e specified when logging in. If the problem
persists, contact support for assistance.

Explanation: On the server side, there must be a set of received credentials when communicating over SSL and
Mutual Authentication is enabled. Without the received credential s the server will throw aNO_PERMISSION
exception.

User Response: Verify that the client set the credentials properly before invoking the request. Ensure that the
correct userid and password were specified when logging in. If the problem persists, contact support for
assistance.

JSAS0441E: ASSOC_ACCEPT messageisillegal at the target. Retry the operation after a few minutes.
Check the client configuration to ensurethereisnothing out of the ordinary that might be causing an
exception to occur . If the problem persists, contact support for assistance.

Explanation: The message type ASSOC_ACCEPT should not be received at the target server. This situation
might result from an exception on the client which caused a mixup.

User Response: Retry the operation after afew minutes. Check the client configuration to ensure thereis
nothing out of the ordinary that might be causing an exception to occur. If the problem persists, contact support
for assistance.

JSASO442E: ASSOC _REJECT messageisillegal at thetarget. Retry the operation after a few minutes.
Check the client configuration to ensurethereisnothing out of the ordinary that might be causing an
exception. If the problem persists, contact support for assistance.

Explanation: The message type ASSOC_REJECT should not be received at the target server. This message
might result from an exception on the client which caused a mixup.

User Response: Retry the operation after afew minutes. Check the client configuration to ensure thereis
nothing out of the ordinary that might be causing an exception. If the problem persists, contact support for
assistance.

JSAS0443E: Request holder service data key for Security Context invalid. Ensure that the correct
UJC.JAR isin theserver and client classpath. There might be a mismatch between these fileson the
client and the server. If the problem persists, contact support for assistance.

Explanation: The key used to find the security context isinvalid.

User Response: Ensure that the correct UJC.JAR isin the server and client classpath. There might be a
mismatch between these files on the client and the server. If the problem persists, contact support for assistance.

JSASO444E: Security bootstrap repository contains an invalid reference. Stop the adminserver, rename
thisfile, restart your adminserver and thefile should get recreated from scratch. Try running " Java
com.ibm.l SecurityUtilityl mpl.BootstrapRepository % WAS ROOT % /etc/sechootstrap” to seeif it can be
read. Make sure %0 WAS ROOT% pointsto /WebSphere/AppServer. If the problem persists, contact
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support for assistance.

Explanation: An object reference retrieved from the Bootstrap Repository file (found at
BootstrapRepositoryL ocation property in the sas.server.props) was null. This situation could indicate that the
repository is corrupted.

User Response: Stop the adminserver, rename thisfile, restart your adminserver and the file should get
recreated from scratch. Try running "Java com.ibm.l SecurityUtilitylmpl.BootstrapRepository

%WAS ROOT%/etc/secbootstrap” to seeif it can be read. Make sure %0WAS ROOT% points to
/WebSphere/AppServer. If the problem persists, contact support for assistance.

JSAS0445E: Unknown host. An attempt will be made to use the host name, however, if thisfails you will
need to take action. Contact your network administrator to ensurethat the hosthame and | P address
which you have configured on the server isvalid.

Explanation: Could not convert to the dotted | P address from the host name.

User Response: An attempt will be made to use the host name, however, if thisfails you will need to take
action. Contact your network administrator to ensure that the hostname and | P address which you have
configured on the server are valid.

JSAS0446E: Thelistening port has not yet been initialized. Check the configuration to ensurethereisnot
a property which inadvertently setsthe port to something alr eady being used. Stop the server and wait
for about 2 minutes beforerestarting the server so that all portsin use will bereleased.

Explanation: This message indicates that the port specified in the server connection datais 0.

User Response: Check the configuration to ensure there is not a property which inadvertently sets the port to
something already being used. Stop the server and wait for about 2 minutes before restarting the server so that
all portsin use will be released.

JSAS0447E: The security tagged component assistor isnot an Objectl mpl and therefore cannot be
registered with the ORB. Check to ensure you have the same version of UJIC.JAR asthe server. Check
the dates of thefile on the server to ensure they match the dates of other JAR files on the server in case a
mismatch has occurred.

Explanation: The SecurityTaggedComponentAssistorlmpl.classfilein the UIC.JAR is not valid.

User Response: Check to ensure you have the same version of UJC.JAR as the server. Check the dates of the
file on the server to ensure they match the dates of other JAR files on the server in case a mismatch has
occurred.

JSAS0448E: The security bootstrap repository isinconsistent. Stop the adminserver, renamethisfileto
anything else, restart your adminserver and the file should get recreated from scratch. Try running " java
com.ibm.l SecurityUtilityl mpl.BootstrapRepository % WAS ROOT %/etc/sechootstrap” to seeif it can be
read. Make sure % WAS ROOT% pointsto /WebSphere/AppServer. If the problem persists, contact
support for assistance.

Explanation: The file pointed to by BootstrapRepositoryL ocation in the sas.server.props has been corrupted.
User Response: Stop the adminserver, rename this file to anything else, restart your adminserver and thefile
should get recreated from scratch. Try running "Java com.ibm.l SecurityUtilityl mpl .BootstrapRepository
%WAS ROOT%/etc/secbootstrap” to seeif it can be read. Make sure %0WAS ROOT% points to
/WebSphere/AppServer. If the problem persists, contact support for assistance.

JSAS0449E: The SSL tagged component was mal-formed and cannot be parsed. Ensure that the server
version you aretrying to connect to is supported. Make surethe UJC.JAR you are using on theclient side
iscompatible with that of the server.

Explanation: While parsing the tagged component, a SystemException occurred.

User Response: Ensure that the server version you are trying to connect to is supported. Make sure the
UJC.JAR you are using on the client side is compatible with that of the server.
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JSASO450E: Failed toinitialize security context. Have the client verify that the userid and password
specified during login are valid.

Explanation: Thisindicates that a client istrying to establish a secure association with the server, but failed to
authenticate.

User Response: Have the client verify that the userid and password specified during login are valid.

JSASO451E: Credentialsdo not contain a Public security name. The client should specify a userid and
password to get authenticated.

Explanation: The public security name isthe client userid. In this case, a userid was not specified.

User Response: The client should specify a userid and password to get authenticated.

JSASO452E: The security context isno longer valid. Try to review the client or server security
configuration files (sas.client.props or sas.server.props). If recent changes have been made you may want
to undo these changes. If you do not see any problemswith the configuration and you still get thiserror,
contact support for assistance.

Explanation: Thiserror typically occurs when adding a security session on the client or server.

User Response: Try to review the client or server security configuration files (sas.client.props or
sas.server.props). If recent changes have been made you may want to undo these changes. If you do not see any
problems with the configuration and you still get this error, contact support for assistance.

JSAS0453E: No credentials could be found identifying the local tar get. Check the sas.server.props
com.ibm.CORBA .PrincipalName, com.ibm.CORBA.User 1D, and com.ibm.CORBA .Password properties
to ensurethey arevalid. For the com.ibm.CORBA.PrincipalName, ensurethe correct realm is specified
in front of theuserid (realm/userid). If you do not see any problemswith these properties, contact
support for assistance.

Explanation: The server credentials could not be found.

User Response: Check the sas.server.props com.ibm.CORBA .PrincipalName, com.ibm.CORBA .UserID, and
com.ibm.CORBA .Password properties to ensure they are valid. For the com.ibm.CORBA .PrincipalName,
ensure the correct realm is specified in front of the userid (realm/userid). If you do not see any problems with
these properties, contact support for assistance.

JSAS0454E: Could not create local credentials. Check the sas.server.props

com.ibm.CORBA .PrincipalName, com.ibm.CORBA.User 1D, and com.ibm.CORBA .Password properties
to ensurethey arevalid. For the com.ibm.CORBA .PrincipalName, ensurethe correct realm is specified
in front of theuserid (realm and userid). If you do not see any problemswith these properties, contact
support for assistance.

Explanation: This message indicates that alogin failed on the server.

User Response: Check the sas.server.props com.ibm.CORBA .PrincipalName, com.ibm.CORBA .UserID, and
com.ibm.CORBA .Password properties to ensure they are valid. For the com.ibm.CORBA .PrincipalName,
ensure the correct realm is specified in front of the userid (realm and userid). If you do not see any problems
with these properties, contact support for assistance.

JSASO455E: Attempting to acquire a security server of an unknown type.
Explanation: None.
User Response: None.

JSASO456E: Attempting to set a security server of an unknown type.
Explanation: None.
User Response: None.

JSASO457E: L ocalOSServer Impl no class definition found error. Verify that I BMWEBAS.JAR isin the
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classpath on the server. Restart the server and retry the operation. If the problem persists, contact
support for assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO458E: L ocalOSServer Impl unsatisfied link error. Verify that I BMWEBAS.JAR isin the classpath
on the server. Restart the server and retry the operation. If the problem persists, contact support for
assistance.

Explanation: Could not find the class com.ibm.Local OSImpl.Local OSServerimpl.

User Response: Verify that I BMWEBAS.JAR isin the classpath on the server. Restart the server and retry the
operation. If the problem persists, contact support for assistance.

JSASO459E: L TPAServerlmpl CosNaming.NamingContextHelper .narrow general exception.
Explanation: None.
User Response: None.

JSASO460E: L TPAServer I mpl WebSphereSecurity.SecurityServer Helper.narrow general exception
Explanation: None.
User Response: None.

JSASO461E: Invalid credential token, unable to validate. Retry the operation after a few minutes. If using
request_login for Domino, ensure that Domino/WebSphere SSO is set up correctly. If the problem
persists, contact support for assistance.

Explanation: The credential token is null, expired, or has been tampered with. Since the token is digitally
signed, any modification of the bytesin the token will not verify. Typicaly thiserror is due to anull token.

User Response: Retry the operation after afew minutes. If using request_login for Domino, ensure that
Domino/WebSphere SSO is setup correctly. If the problem persists, contact support for assistance.

JSAS0462E: 1/0 Error trying to open the security bootstrap repository. Check the property
bootstrapRepositoryL ocation in the sas.server.propsto be sureit pointsto a valid filename and location.
If the path iscorrect, renamethefileto allow it to recreate a new file. If the problem still persists, contact
support for assistance.

Explanation: An error occurred while opening the file pointed to by the bootstrapRepositoryL ocation property.
User Response: Check the property bootstrapRepositoryL ocation in the sas.server.props to be sure it pointsto a
valid filename and location. If the path is correct, rename the file to alow it to recreate anew file. If the
problem still persists, contact support for assistance.

JSASO463E: 1/0 Error while processing the security bootstrap repository. Stop the adminserver, rename
thisfile, restart your adminserver and thefile should get recreated. Try running " Java

com.ibm.l SecurityUtilityl mpl.BootstrapRepository % WAS ROOT % /etc/sechootstrap” to seeif thefile
can beread. Make sure % WAS ROOT% pointsto /WebSphere/AppServer. If the problem persists,
contact support for assistance.

Explanation: The file pointed to by BootstrapRepositoryL ocation in the sas.server.props has been corrupted.
User Response: Stop the adminserver, rename thisfile, restart your adminserver and the file should get
recreated. Try running "Java com.ibm.l SecurityUtilityl mpl.BootstrapRepository

%WAS ROOT%/etc/secbootstrap” to seeif the file can be read. Make sure %0WAS ROOT% points to
/WebSphere/AppServer. If the problem persists, contact support for assistance.

JSASO464E: 1/0 Error whilewriting the security bootstrap repository. Stop the adminserver, rename
thisfile, restart your adminserver and thefile should get recreated. Try running " Java
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com.ibm.l SecurityUtilitylmpl.BootstrapRepository % WAS ROOT % /etc/secbootstrap” to seeif thefile
can beread. Makesure %WAS ROOT% pointsto /WebSphere/AppServer. If the problem persists,
contact support for assistance.

Explanation: The file pointed to by BootstrapRepositoryL ocation in the sas.server.props has been corrupted.
User Response: Stop the adminserver, rename thisfile, restart your adminserver and the file should get
recreated. Try running "Java com.ibm.l SecurityUtilityl mpl.BootstrapRepository

%WAS ROOT%/etc/secbootstrap” to seeif it can be read. Make sure %0WAS ROOT% points to
/WebSphere/AppServer. If the problem persists, contact support for assistance.

JSASO465E: THE SECURITY SERVICE HASALREADY BEEN INITIALIZED WITH THIS ORB.
The Servicel nit (the call that enables security) will return immediately without reinitializing the security.
Theerror should bereported to support. A trace will probably be requested to determine what called
Servicel nit a second time.

Explanation: This message indicates that security for this ORB has aready been initialized and an attempt to
initialize it again is occurring.

User Response: The Servicelnit (the call that enables security) will return immediately without reinitializing
the security. The error should be reported to support. A trace will probably be requested to determine what
called Servicelnit a second time.

JSAS0466E: An 1/O error occurred while processing the message buffer. Retry the operation. If the
problem persists, contact support for assistance.

Explanation: A Java InputStream read error occurred.

User Response: Retry the operation. If the problem persists, contact support for assistance.

JSASO467E: Thehost addressin thelOR isnull or blank. Make surethe version of UJIC.JAR isvalid for
the WebSphererelease you arerunning. Restart the server and try the operation again. If the problem
persists, contact support for assistance.

Explanation: The server host addressis null as read from the IOR which the server exported.

User Response: Make sure the version of UJC.JAR isvalid for the WebSphere release you are running. Restart
the server and try the operation again. If the problem persists, contact support for assistance.

JSAS0468E: Theport in the lOR is zero. Review thelogs on the server to ensure the server started
successfully. Check to ensurethat you have the correct version of UJC.JAR. Stop the server, wait 2
minutes, then restart the server and retry the client operation. If the problem persists, contact support
for assistance.

Explanation: The server port isnull asread from the IOR which the server exported.

User Response: Review the logs on the server to ensure the server started successfully. Check to ensure that
you have the correct version of UJC.JAR. Stop the server, wait 2 minutes, then restart the server and retry the
client operation. If the problem persists, contact support for assistance.

JSASO469E: Thel OR is mal-formed -- the connection will berefused. Ensurethat the client version you
areusingissupported by the server. Check the UJC.JAR date and size and verify it isthe same asthat of
the server. Check the classpath to ensureit includesthe correct version of UIC.JAR. If the problem
persists, contact support for assistance.

Explanation: Specific valuesin the IOR that should exist were null. This usualy indicates that an exception
occurred while trying to read them or there is an interoperability problem with another version of the server.
User Response: Ensure that the client version you are using is supported by the server. Check the UJIC.JAR
date and size and verify it is the same as that of the server. Check the classpath to ensure it includes the correct
version of UJC.JAR. If the problem persists, contact support for assistance.

JSAS0470E: Multiple occurrences of the same credentials were found in the established credentials list.
Potentially the same user isaccessing thetarget server at identical times. Whilethis should not bea
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problem, it could contributetotheerror. If the problem persists, contact support for assistance.
Explanation: The same credentials have been found in the established credentials list. The credentials key used
to identify credentials in the established credentials list are the userid, realm, and credential type.

User Response: Potentially the same user is accessing the target server at identical times. While this should not
be aproblem, it could contribute to the error. If the problem persists, contact support for assistance.

JSASO471E: TherequestCredsExpiration property isout of range. Correct the value specified in the
requestCredsExpiration property so that it iswithin the valid range.

Explanation: The valid range for the requestCredsExpiration property is 10 minutes through 364 days.

User Response: Correct the value specified in the requestCredsExpiration property so that it is within the valid
range.

JSAS0472E: The BasicAuth expiration timeissmaller than the ORB request timeout; A method request
could take longer than the period over which therequesting credentialswill remain valid. If you are
setting these properties explicitly, ensure that requestTimeout is smaller than requestCredsExpiration.
Explanation: The property com.ibm.CORBA .requestCredsExpiration is smaller than the property
com.ibm.CORBA .requestTimeout. The default for com.ibm.CORBA .requestCredsExpiration isinfinite (this
has no bearing on the LTPA token timeout). The default for com.ibm.CORBA .requestTimeout is 180 seconds.
User Response: If you are setting these properties explicitly, ensure that requestTimeout is smaller than
requestCredsExpiration.

JSAS0473E: Invalid mechanism type. Check the security configuration to ensurethe properties are set
correctly. Retry the operation. If the problem still persists, contact support for assistance.

Explanation: The security mechanism is not a valid mechanism as defined in the mechanism factory.

User Response: Check the security configuration to ensure the properties are set correctly. Retry the operation.
If the problem still persists, contact support for assistance.

JSASO474E: Unableto refresh server credentials, reset to minimum expiration time. Restart the server.
If the problem persists, contact support for assistance.

Explanation: The server credential needs to be refreshed so that the token does not expire. This message
indicates that the refresh failed. This failure could result from a problem logging into the server to get a new
credential token or that the credential has been marked invalid. The expiration time will be set explicitly to
correct the problem temporarily.

User Response: Restart the server. If the problem persists, contact support for assistance.

JSAS0475E: Invalid expiry time. Check to ensurethe value passed intois valid is not negative.
Explanation: The value passed into theis valid method is negative.
User Response: Check to ensure the value passed into is_valid is hot negative.

JSAS0476E: Invalid credential type. Ensurethat the client authentication target in the client propertiesis
set to avaluethat the server supports.

Explanation: The credential object passed to the server is not atype which the server supports.

User Response: Ensure that the client authentication target in the client propertiesis set to a value that the
server supports.

JSAS0477E: Invalid credential. Retry the operation. Ensure the program is creating the credential
properly before setting it asthe invocation credential. Y ou may need to restart the client or server which
hastheinvalid credential. If the problem persists, contact support for assistance.

Explanation: This message results from anull credential, or the credentia not being a subtype of
org.omg.SecurityL evel2.Credentials, or the credential being marked invalid during afailed login attempt, or an
unavailable security server.
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User Response: Retry the operation. Ensure the program is creating the credential properly before setting it as
the invocation credential. Y ou may need to restart the client or server which hasthe invalid credentia. If the
problem persists, contact support for assistance.

JSAS0478E: Failed to set invocation credentials.
Explanation: None.
User Response: None.

JSAS0479E: Unableto sleep. Restart the server. If the problem persists, contact support for assistance.
Explanation: A Java runtime exception occurred while athread was trying to sleep for a specified number of
seconds.

User Response: Restart the server. If the problem persists, contact support for assistance.

JSASO480E: Failed to find the correct entry in key file. Ensure that the property

com.ibm.CORBA .keyFileName s pointing to a keyfile which contains the realm and security name which
you are looking for.

Explanation: The keyfile entry to the specified realm and security name was not found in the keyfile.

User Response: Ensure that the property com.ibm.CORBA .keyFileName is pointing to a keyfile which
contains the realm and security name which you are looking for.

JSASO481E: Unableto map server credential because key fileis not defined. Ensure that the property
com.ibm.CORBA .keyFileName in sas.server.props and sas.client.propsis pointing to a valid keyfile.
Explanation: The keyfile specified in the property com.ibm.CORBA .keyFileName is not pointing to avalid
keyfile.

User Response: Ensure that the property com.ibm.CORBA .keyFileName in sas.server.props and
sas.client.propsis pointing to avalid keyfile.

JSASD482E: Failed to load configured key file. Verify the keyfile path in the security configuration.
Explanation: The key file referenceis null after trying to open key file.
User Response: Verify the keyfile path in the security configuration.

JSASD483E: The security session at thetarget isin thewrong state for this security message. Retry the
operation after afew minutes. Verify that the UJC.JAR used by theclient isthe same version asthat used
by the server. If the problem persists, contact support for assistance.

Explanation: A problem occurred with the message sequencing. This situation may be atemporary problem,
due to a server restart.

User Response: Retry the operation after afew minutes. Verify that the UJC.JAR used by the client is the same
version as that used by the server. If the problem persists, contact support for assistance.

JSASO484E: A problem occurred while decoding the loginPasswor d property. Retype the password on
the loginPasswor d property and restart the program.

Explanation: A javaruntime exception occurred while decoding the loginPassword property.

User Response: Retype the password on the loginPassword property and restart the program.

JSAS0485E: A problem occurred while decoding the SSL ClientK eyRingPasswor d property. Retypethe
password on the SSL ClientK eyRingPasswor d property and restart the program.

Explanation: A javaruntime exception occurred while decoding the SSL ClientK eyRingPassword property.
User Response: Retype the password on the SSL ClientK eyRingPassword property and restart the program.

JSAS0486E: A problem occurred while decoding the SSL Server K eyRingPassword property. Retypethe
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password on the SSL Server KeyRingPasswor d property and restart the program.
Explanation: A javaruntime exception occurred while decoding the SSL ServerK eyRingPassword property.
User Response: Retype the password on the SSL ServerK eyRingPassword property and restart the program.

JSASO487E: A problem occurred while decoding the keyRingPasswor d argument. Retype the keyring
passwordsin the sas.client.props and sas.server.props and retry the operation. I f the problem persists,
contact support for assistance.

Explanation: A javaruntime exception occurred while decoding the keyRingPassword argument.

User Response: Retype the keyring passwords in the sas.client.props and sas.server.props and retry the
operation. If the problem persists, contact support for assistance.

JSAS0010I: Credentialsfound, but SecurityName & Credential Token not set.
Explanation: None.
User Response: None.

JSAS0020I: Credentialsare not the correct type for this security context.
Explanation: None.
User Response: None.

JSAS0030I: No credentialsfound on default credentialslist.
Explanation: None.
User Response: None.

JSAS0040I: Could not form valid connection key.
Explanation: None.
User Response: None.

JSAS0050I: SSL Tag present in IOR, but not Security Tag.
Explanation: None.
User Response: None.

JSAS0400I: The configuration appearsto be actively correct.
Explanation: None.
User Response: None.

JSAS0401I: The configuration has been initialized.
Explanation: None.
User Response: None.

JSAS0402I: Security has been enabled.
Explanation: None.
User Response: None.

JSAS0403I: The bootstrap repository file name has been set:
Explanation: None.
User Response: None.

JSAS04041: Thelogin sour ce has been set:
Explanation: None.
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User Response: None.

JSAS0405I: Thelogin userid has been set:
Explanation: None.
User Response: None.

JSAS0406I: Thelogin password has been set:
Explanation: None.
User Response: None.

JSAS0407I1: The keytab file name has been set:
Explanation: None.
User Response: None.

JSAS0408I: Thekey file name has been set:
Explanation: None.
User Response: None.

JSAS0409I: The principal has been set:
Explanation: None.
User Response: None.

JSAS0410I: Theprincipal was not set:
Explanation: None.
User Response: None.

JSAS04111: DCE client-association has been enabled.
Explanation: None.
User Response: None.

JSAS0412I: DCE server-association has been enabled.
Explanation: None.
User Response: None.

JSAS0413I: SSL Type-l client-association has been enabled.
Explanation: None.
User Response: None.

JSAS04141: SSL Type-l server-association has been enabled.
Explanation: None.
User Response: None.

JSAS0415!: LTPA client-association has been enabled.
Explanation: None.
User Response: None.

JSAS0416l: LTPA server-association has been enabled.
Explanation: None.

User Response: None.
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JSAS0417I: L ocal operating system client-association has been enabled.
Explanation: None.
User Response: None.

JSAS0418I: L ocal operating system server-association has been enabled.
Explanation: None.
User Response: None.

JSAS04191: The authentication target has been set:
Explanation: None.
User Response: None.

JSAS0420I: The SSL client keyring has been set:
Explanation: None.
User Response: None.

JSAS04211: The SSL client keyring password has been set:
Explanation: None.
User Response: None.

JSAS0422I: The SSL session timeout has been set:
Explanation: None.
User Response: None.

JSAS0423I: The SSL credentialstimeout has been set:
Explanation: None.
User Response: None.

JSAS0425I: The SSL port has been set:
Explanation: None.
User Response: None.

JSAS0426l: The standard perform-QOP model has been set:
Explanation: None.
User Response: None.

JSAS04271: The perform client-authentication has been set:
Explanation: None.
User Response: None.

JSAS0428I: The perform server-authentication has been set:
Explanation: None.
User Response: None.

JSAS0429I: The perform message replay detection has been set:
Explanation: None.
User Response: None.
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JSAS0430I: The perform message out-of-sequence detection has been set:
Explanation: None.
User Response: None.

JSAS0431I: The perform messageintegrity has been set:
Explanation: None.
User Response: None.

JSAS0432I: The perform message confidentiality has been set:
Explanation: None.
User Response: None.

JSAS0433I: The standard claim-QOP model has been set:
Explanation: None.
User Response: None.

JSAS0434l: The claim client-authentication required has been set:
Explanation: None.
User Response: None.

JSAS0435I: The claim server-authentication required has been set:
Explanation: None.
User Response: None.

JSAS0436l: The claim message replay detection required has been set:
Explanation: None.
User Response: None.

JSAS04371: The claim message out-of-sequence detection required has been set:
Explanation: None.
User Response: None.

JSAS0438I: The claim message integrity required has been set:
Explanation: None.
User Response: None.

JSAS0439I: The claim message confidentiality required has been set:
Explanation: None.
User Response: None.

JSAS0440I: The claim client-authentication supported has been set:
Explanation: None.
User Response: None.

JSAS04411: The claim server-authentication supported has been set:
Explanation: None.
User Response: None.
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JSAS0442I: The claim message replay detection supported has been set:
Explanation: None.
User Response: None.

JSAS0443I: The claim message out-of-sequence supported required has been set:

Explanation: None.
User Response: None.

JSAS04441: The claim message integrity supported has been set:
Explanation: None.
User Response: None.

JSAS0445I: The claim message confidentiality supported has been set:
Explanation: None.
User Response: None.

JSAS0446I : The delegation mode has been set:
Explanation: None.
User Response: None.

JSAS0447I1: The security servicewill not be disabled during bootstrap activation.

Explanation: None.
User Response: None.

JSAS0448I: The security bootstrap repository port has been set:
Explanation: None.
User Response: None.

JSAS0449I: The configuration appearsto be complete.
Explanation: None.
User Response: None.

JSAS0450I: The configuration appearsto be consistent.
Explanation: None.
User Response: None.

JSAS04511: The configuration appearsto be passively correct.
Explanation: None.
User Response: None.

JSAS04521: The SSL server keyring has been set:
Explanation: None.
User Response: None.

JSAS0453I: The SSL server keyring password has been set:
Explanation: None.
User Response: None.

JSAS04541: Theindicated entry was not found in the key file.
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Explanation: None.
User Response: None.

JSAS0455I: Unableto login principal: null authentication information.
Explanation: None.
User Response: None.

JSAS04561: Trying again to form a secur e association with the tar get.
Explanation: None.
User Response: None.

JSAS0457I1: Could not close the security bootstrap repository.
Explanation: None.
User Response: None.

JSAS0458I : BasicAuth credentialswill not expire.
Explanation: None.
User Response: None.

JSAS04591: The BasicAuth credentials expiration has been set:
Explanation: None.
User Response: None.

JSAS0460I : Successfully loaded configured key file:
Explanation: None.
User Response: None.

JSAS0010W: Secure server association options not enabled.
Explanation: None.
User Response: None.

JSAS0020W: Unableto get credentials. Verify the userid and password supplied are correct. Try
restarting the client program to resolve the problem. I ncreasing the credential timeout value could
reducethelikelihood of thiserror occurring. If the problem persists, contact support for assistance.
Explanation: The credentials supplied are either invalid or null. An attempt is made to login as
unauthenticated. If the resource is unprotected, the invocation should succeed.

User Response: Verify the userid and password supplied are correct. Try restarting the client program to
resolve the problem. Increasing the credential timeout value could reduce the likelihood of this error occurring
If the problem persists, contact support for assistance.

JSAS0030W: Trying unauthenticated login. Verify theuserid and password supplied iscorrect. Try
restarting the client program to resolve the problem. Increasing the credential timeout value could
reducethelikelihood of thiserror occurring If the problem persists, contact support for assistance.
Explanation: The credentials supplied are either invalid or null. An attempt is made to login as
unauthenticated. If the resource is unprotected, the invocation should succeed.

User Response: Verify the userid and password supplied is correct. Try restarting the client program to resolve
the problem. Increasing the credential timeout value could reduce the likelihood of this error occurring If the
problem persists, contact support for assistance.

JSAS0040W: No ConnectionData object attached to RequestHolder. Verify the classpath on the client
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and server both contain the same UJC.JAR and the same SAS e-fixes. If the problem persists, contact
support for assistance.

Explanation: The type of connection data object is not valid. There may be a problem with the classes which
loaded from the classpath.

User Response: Verify the classpath on the client and server both contain the same UJC.JAR and the same
SAS e-fixes. If the problem persists, contact support for assistance.

JSASO050W: No security service context found on RequestHolder service context list. Typically no action
required.

Explanation: The service context list did not have a security context. Typically this situation results because
the transport was TCP/IP instead of SSL.

User Response: Typically no action required.

JSAS0060W: No security service context found in message. Typically no action isrequired.
Explanation: Thisindicates that a security context was not sent from the client along with the message.
Typically this situation occurs when a TCPIP connection was made.

User Response: Typically no action is required.

JSAS0070W: Session entry already exists. Try to login again. If the error persists, contact support for
assistance.

Explanation: This message indicates that an added session is trying to be added again.

User Response: Try to login again. If the error persists, contact support for assistance.

JSAS0080W: Security Tag not found in I1OR.
Explanation: None.
User Response: None.

JSASO090W: SSL Tag not found in IOR.
Explanation: None.
User Response: None.

JSASO0100W: Null Credentialslist. If an unauthenticated request isnot desired, check theclient login
userid and password to verify correctness. Review the login source property in the sas.client.props. If the
problem persists, contact support for assistance.

Explanation: The credentials list passed into init_security context are null. An unauthenticated request will be
attempted.

User Response: If an unauthenticated request is not desired, check the client login userid and password to
verify correctness. Review the login source property in the sas.client.props. If the problem persists, contact
support for assistance.

JSAS0110W: No service context list found on RequestHolder. Typically no action required.
Explanation: The service context list did not have a security context. Typically this situation results because
the transport was TCP/IP instead of SSL.

User Response: Typically no action required.

JSAS0120W: Security enabled, but EstablishTrustInClient isnot set in IOR. If mutual authentication is

desired, check the standar dPerformQOPM odels property so that it is set to authenticity, integrity, or

confidentiality.

Explanation: The standardPerformQOPModels property in the sas.client.props may not be set for mutual

authentication.

User Response: If mutual authentication is desired, check the standardPerformQOPModel s property so that it is
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set to authenticity, integrity, or confidentiality.

JSAS0401W: Unableto get Current. Check to ensurethe correct Java classfilesarein the program
classpath. Make sureyou are not using the wrong version of UIC.JAR. If you still have problems after
reviewing your setup, contact support for assistance.

Explanation: This message indicates an internal error occurred while trying to access Current via

resolve initial_references.

User Response: Check to ensure the correct Java classfiles are in the program classpath. Make sure you are not
using the wrong version of UJC.JAR. If you still have problems after reviewing your setup, contact support for
assistance.

JSAS0402W: No security context associated with request. Typically no action required.

Explanation: The request did not have an associated security context. Typically this situation results because
the transport was TCP/IP instead of SSL.

User Response: Typically no action required.

JSAS0403W: DCE Security Tag not found in IOR. Verify that the client program is attempting the
access the correct object. This message could be benign if the object method does not require security to
be invoked.

Explanation: The IOR does not contain a DCE security tag. This tag contains the target security name,
mechanism and required quality of protection (QOP).

User Response: Verify that the client program is attempting to access the correct object. This message could be
benign if the object method does not require security to be invoked.

JSAS0404W: SSL Security Tag not found in IOR. Verify that the client program is attempting the access
the correct object. This message could be benign if the object method does not require security to be
invoked.

Explanation: The IOR does not contain an SSL security tag. This tag contains the port, required quality of
protection (QOP) and supported QOP.

User Response: Verify that the client program is attempting the access the correct object. This message could
be benign if the object method does not require security to be invoked.

JSAS0405W: Unableto get client security name from credentials. Restart the client so that new
credentialswill be created. Check with your user registry administrator to ensurethe user dataisvalid.

If the problem persists, contact support for assistance.

Explanation: This message indicates that the attributes stored in the credential cannot be retrieved dueto ajava
runtime exception.

User Response: Restart the client so that new credentials will be created. Check with your user registry
administrator to ensure the user datais valid. If the problem persists, contact support for assistance.

Java Server Pages (JSP) Runtime

JSPGOO002E: The JSP engineisnot configured with a scratch directory

Explanation: The JSP engine must have a scratch directory in which it can compile the generated servlets.
User Response: The scratch directory is not user-definable. It is defined by the serviet engine. Contact
service.

JSPGOO003E: The scratch directory you specified: {0} isunusable.
Explanation: The specified scratch directory must be read/write, and must be a directory, not afile.
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User Response: Verify that the specified scratch directory meets these criteria

JSPGO0004I: The scratch directory for the JSP engineis:. {0}.
Explanation: The scratch directory is displayed for informational purposes.
User Response: No user response required.

JSPGO005I: Parent classloader is: {0}.
Explanation: The parent class |oader is displayed for informational purposes.
User Response: No user response required.

JSPGO00061: IMPORTANT: Do not modify the generated servlets.
Explanation: The servlet classfiles that are compiled from the JSP files should not be modified.
User Response: No user response required.

JSPGOOQ7E: Internal error: Comments were not implemented
Explanation: The JSP engine does not handle comments.
User Response: Implement handleComment().

JSPGOOO08E: Internal error: Directives were not implemented
Explanation: The JSP engine does not handle directives.
User Response: Implement handleDirective().

JSPGOOQ9E: Internal error: Declarationswere not implemented
Explanation: The JSP engine does not handle declarations.
User Response: Implement handleDeclaration().

JSPGOO10E: Internal error: Expressions wer e not implemented
Explanation: The JSP engine does not handle expressions.
User Response: Implement handleExpression().

JSPGOO11E: Internal error: Scriptlets were not implemented
Explanation: The JSP engine does not handle scriptlets.
User Response: Implement handleScriptlet().

JSPGOO012E: Internal error: useBean was not implemented
Explanation: The JSP engine does not handle the <jsp:useBean> tag.
User Response: Implement handleBean() and handleBeanEnd().

JSPGOO013E: Internal error: getProperty was not implemented
Explanation: The JSP engine does not handle the <jsp:getProperty> tag.
User Response: Implement handleGetProperty().

JSPGOO14E: Internal error: setProperty was not implemented
Explanation: The JSP engine does not handle the <jsp:setProperty> tag.
User Response: Implement handleSetProperty().

JSPGOO15E: Internal error: Plug-in was not implemented
Explanation: The JSP engine does not handle the <jsp:plugin> tag.
User Response: Implement handlePlug-in().
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JSPGOO16E: Internal error: Forward was not implemented
Explanation: The JSP engine does not handle the <jsp:forward> tag.
User Response: Implement handleForward().

JSPGOO17E: Internal error: Include was not implemented
Explanation: The JSP engine does not handle the <jsp:include> tag.
User Response: Implement handlelnclude().

JSPGOO018E: useBean: ID attributeis missing
Explanation: In the <jsp:useBean> tag, the "id=" attribute could not be found.
User Response: Add the"id=" attribute to the <jsp:useBean> tag, to specify a name for the bean.

JSPGOO019E: useBean ({0}): Either classor type attribute must be specified

Explanation: In the <jsp:useBean> tag, either the "class=" or "type=" attribute must be specified.

User Response: Add the "class=" or "type=" attribute to the <jsp:useBean> tag, to identify the class or package
of the bean.

JSPGO020E: useBean: Duplicate bean name: {0}.
Explanation: A bean of this name already exists on the JSP page.
User Response: Give this bean a unique name, using the "id=" attribute of the <jsp:useBean> tag.

JSPGO021E: Can't use as session bean {0} sinceit is prohibited by the JSP directive defined earlier.
Explanation: In the page directive for the JSP page, the session attribute is "false" indicating no session support
isrequired.

User Response: Change the session attribute of the page directive to "true", or change the scope of the bean to
"page"”, "request”, or "application”.

JSPGO022E: useBean: Can't specify both the class and beanName attribute
Explanation: In the <jsp:useBean> tag, either the "class’ or "beanName" attribute can be used, but not both.
User Response: Use one or the other attribute.

JSPGO024E: Invalid scope ({1}) in useBean: ({0}).

Explanation: In the <jsp:useBean> tag, the scope attribute must have one of the following values. "page”,
"request”, "session”, or "application”.

User Response: Set the scope attribute to one of the valid values.

JSPGOO025E: Can't determinethe classnamefrom the .classfile
Explanation: Expecting to be able to get the class name from the class file. The class file might be corrupt.
User Response: Delete the scratch directory and try the request again. If error persists, contact service.

JSPG0026W: Warning: Bad typein .classfile

Explanation: The 12 valid types are: Class, Field Reference, Method Reference, Interface Method Reference,
Name and Type, String, Integer, Float, Long, Double, ASCIZ, and Unicode.

User Response: NO user response required.

JSPGO027E: Error whilewriting data file
Explanation: The JSP engine was unable to write the datafile (.DAT) to the scratch directory.
User Response: Make sure the scratch directory isvalid and the disk is not full. If error persists, contact
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service.

JSPGO028E: Page directive: Can't have multiple occurrences of contentType
Explanation: In the Page directive, only one contentType attribute is allowed.
User Response: Edit the Page directive so that there is only one contentType attribute.

JSPGO029E: Page directive: Invalid value for contentType

Explanation: In the Page directive, there is no value given for the contentType attribute.

User Response: Be sureavalid MIME typeis given for the contentType attribute. The most common values
are "text/html" (which is the default), "text/xml" and "text/plain®.

JSPGOO030E: Page directive: Can't have multiple occurrences of a session
Explanation: In the Page directive, only one session attribute is allowed.
User Response: Edit the Page directive so that there is only one session attribute.

JSPGOO031E: Pagedirective: Invalid value for a session
Explanation: In the Page directive, an invalid value was found for the session attribute.
User Response: Make sure the value of the session attribute is either "true" or "false”.

JSPGO032E: Pagedirective: Can't have multiple occurrences of a buffer.
Explanation: In the Page directive, only one buffer attribute is allowed.
User Response: Edit the Page directive so that there is only one buffer attribute.

JSPGOO033E: Pagedirective: Invalid value for a buffer

Explanation: In the Page directive, an invalid value is given for the buffer attribute.

User Response: Make sure the value of the buffer attribute is either "none", or "sizekb" where size is an integer
indicating the buffer size in kilobytes.

JSPGOO034E: Page directive: Can't have multiple occurrences of autoFlush.
Explanation: In the Page directive, only one autoFlush attribute is allowed.
User Response: Edit the Page directive so that there is only one autoFlush attribute.

JSPGOO035E: Page directive: Invalid value for autoFlush
Explanation: In the Page directive, an invalid value was found for the autoFlush attribute.
User Response: Make sure the value of the autoFlush attribute is either "true" or "false”.

JSPGOO036E: Page directive: Can't have multiple occurrences of isT hreadSafe.
Explanation: In the Page directive, only one isThreadSafe attribute is allowed.
User Response: Edit the Page directive so that there is only one isThreadSafe attribute.

JSPGOO037E: Page directive: Invalid value for isThreadSafe
Explanation: In the Page directive, an invalid value was found for the isThreadSafe attribute.
User Response: Make sure the value of the isThreadSafe attribute is either "true" or "false”.

JSPGOO038E: Page directive: Can't have multiple occurrences of infor mation
Explanation: In the Page directive, only one information attribute is allowed.
User Response: Edit the Page directive so that there is only one information attribute.

JSPGOO039E: Pagedirective: Invalid value for infor mation
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Explanation: In the Page directive, there is no value given for the information attribute.
User Response: Make sure atext string value is given for the information attribute.

JSPGOO040E: Page directive: Can't have multiple occurrencesthe of isError Page
Explanation: In the Page directive, only one isErrorPage attribute is allowed.
User Response: Edit the Page directive so that there is only one isErrorPage attribute.

JSPGOO41E: Pagedirective: Invalid valuefor theisError Page
Explanation: In the Page directive, an invalid value was found for the isErrorPage attribute.
User Response: Make sure the value of the isErrorPage attribute is either "true" or "false".

JSPGO042E: Page directive: Can't have multiple occurrences of the error Page
Explanation: In the Page directive, only one errorPage attribute is allowed.
User Response: Edit the Page directive so that there is only one errorPage attribute.

JSPGOO043E: Page directive: Can't have multiple occurrences of a language
Explanation: In the Page directive, only one language attribute is allowed.
User Response: Edit the Page directive so that there is only one language attribute.

JSPGOO046E: Page directive: Can't have multiple occurrences of an extends attribute
Explanation: In the Page directive, only one extends attribute is allowed.
User Response: Edit the Page directive so that there is only one extends attribute.

JSPGOO047E: Page directive: Illegal combination of buffer="none" & & autoFlush=""false"

Explanation: In the Page directive, it isillegal to set the autoFlush attribute to "false" when the buffer attribute
isset to "none" or "0".

User Response: Edit the Page directive to correct this situation.

JSPGOO48E: Internal error: Tag extensionswere not implemented
Explanation: The JSP engine does not handle tag extensions.
User Response: Implement handleTagBegin() and handleTagEnd().

JSPGOO049E: Missing file argument to include

Explanation: In the <%@ include ... %> directive, there is no pathname given for the file attribute.

User Response: Edit the file attribute and add a valid path name to the file to be included: <%@ include
file="relativeURL" %>

JSPGOO50E: Bad file argument to include
Explanation: None.
User Response: None.

JSPGO00511: Jasper JSP 1.1 Engine
Explanation: The JSP Engine level is displayed for informational purposes.
User Response: No user action is required.

JSPGOO052E: Stream closed
Explanation: The output stream was unexpectedly closed.
User Response: Restart server, if problem persists then contact service
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JSPGOO053E: Invalid forward tag

Explanation: In the <jsp:forward > tag, the required page attribute is missing.

User Response: Edit the <jsp:forward> tag and add the page attribute pointing to a string or an expression
representing the relative URL of the file to which you are forwarding the request.

JSPGOO054E: Unhandled error! You might want to consider having an error pagetoreport such errors
mor e gracefully.

Explanation: An unknown exception was thrown.

User Response: None.

JSPGOO055E: Invalid directive

Explanation: An invalid directive was found while parsing the JSP page. The valid directives are "page”,
"include” and "taglib”.

User Response: Correct or remove the directive.

JSPGOO056E: Unterminated {0} tag
Explanation: The open tag, displayed above, is not closed.
User Response: Close the tag with the appropriate closing tag.

JSPGO057E: useBean tag must begin and end in the same physical file
Explanation: The useBean tag must begin and end in the same physical file.
User Response: Close the useBean tag in the physical file in which the tag was opened.

JSPGOO058E: Unableto load class {0}
Explanation: The class hamed above could not be loaded.
User Response: Restart server, if problem persists, contact service.

JSPGOO059E: Unableto compile class for JSP
Explanation: None.
User Response: None.

JSPGOO060E: Unable to compile classfor JSP
Explanation: None.
User Response: None.

JSPGOO061E: Unableto rename classfile {0} to {1}
Explanation: None.
User Response: None.

JSPGOO062E: {0}: Mandatory attribute {1} missing
Explanation: The attribute is required for this tag.
User Response: Add this attribute to the tag.

JSPGOO063E: {0}: Invalid attribute, {1}
Explanation: The attributeis not valid for this tag.
User Response: Remove the attribute or correct the attribute name.

JSPGOO065E: Cannot read file: {0}
Explanation: Thefile exists but cannot be read. The reason is unknown.
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User Response: Restart server, if problem persists, contact service.

JSPGOO066E: Have seen file {0} already, maybe thisisa recursive include?!
Explanation: None.
User Response: None.

JSPGOO067E: Unterminated quotes
Explanation: None.
User Response: None.

JSPGOO068E: Attribute value should be quoted
Explanation: None.
User Response: None.

JSPGOO69E: Attribute {0} hasno value
Explanation: None.
User Response: None.

JSPGOO070E: Unterminated tag attribute list
Explanation: None.
User Response: None.

JSPGOO071E: No namein the Param tag
Explanation: None.
User Response: None.

JSPGO072E: No valuein the Param tag
Explanation: None.
User Response: None.

JSPGO073E: Attempted a bean operation on a null object
Explanation: None.
User Response: None.

JSPGO074E: No Beanlnfo for the bean of type''{0}'"' could be found, the classlikely does not exist.
Explanation: None.
User Response: None.

JSPGOO075E: An exception occurred whileintrospecting the read method of the property ''{0}"' in a bean
of type"'{1}'": {2}

Explanation: None.

User Response: None.

JSPGO0076E: Cannot find a method to read the property "'{0}'* in a bean of type''{1}"
Explanation: None.
User Response: None.

JSPGO077E: Cannot find a method to writethe property "'{0}"' in a bean of type''{1}"

Explanation: None.
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User Response: None.

JSPGO078E: Cannot find any information on the property "'{0}'"" in a bean of type "'{1}"
Explanation: None.
User Response: None.

JSPGOO079E: Cannot set indexed property
Explanation: None.
User Response: None.

JSPGOO080E: Invalid JSP: Includetag
Explanation: None.
User Response: None.

JSPGO081E:JSP: Include needsto have" flush=true"
Explanation: None.
User Response: None.

JSPGO082E: JSP: Include page="..." flush="true" istheonly valid combination in JSP 1.1
Explanation: None.
User Response: None.

JSPGOO083E: Error: Attempt to clear a buffer that's already been flushed
Explanation: None.
User Response: None.

JSPGOO84E: Error: JSP buffer overflow
Explanation: None.
User Response: None.

JSPGOO085E: Expected " param” tag with " name" and " value" attributes after the" params’ tag.
Explanation: None.
User Response: None.

JSPGOO086E: Param tag needsto be closed with " />"
Explanation: None.
User Response: None.

JSPGOO087E: Param tag needsto be closed with /params
Explanation: None.
User Response: None.

JSPGOO088E: Type not declared in JSP: Plug-in
Explanation: None.
User Response: None.

JSPGOO089E: Code not declared in JSP: Plug-in
Explanation: None.

User Response: None.
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JSPGO090E: JSP: Plug-in not closed
Explanation: None.
User Response: None.

JSPGOO091E: Illegal to clear () when the buffer size=0
Explanation: None.
User Response: None.

JSPGO092E: setProperty: Bean {0} not found
Explanation: None.
User Response: None.

JSPGOO093E: getProperty: Bean {0} not found
Explanation: None.
User Response: None.

JSPGO094E: setProperty: Class{0} not found
Explanation: None.
User Response: None.

JSPGOO095E: setProperty: Can't have a non-null value when property=*
Explanation: None.
User Response: None.

JSPGOO096E: setproperty: Beanlnformation for bean {0} was not found
Explanation: None.
User Response: None.

JSPGO097E: setProperty: Either the param or value can be present
Explanation: None.
User Response: None.

JSPGOO098E: setProperty: Can't set array property {0} through a string constant value
Explanation: None.
User Response: None.

JSPGO0099W: Warning: Invalid value for theinitParam keep generated. Will use the default value of
"false"

Explanation: None.

User Response: None.

JSPGO0100W: Warning: Invalid value for theinitParam largeFile. Will use the default value of " true"
Explanation: None.
User Response: None.

JSPGO0101W: Warning: Invalid value for theinitParam mappedFile. Will use the default value of " false"
Explanation: None.

User Response: None.
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JSPG0102W: Warning: Invalid value for theinitParam sendError ToClient. Will use the default value of
" false"

Explanation: None.

User Response: None.

JSPGO103E: Unableto open tag library {0} : {1}
Explanation: None.
User Response: None.

JSPGO104E: Cannot create areader when the stream is not buffered
Explanation: None.
User Response: None.

JSPGO0105W: Warning: Unknown element {0} in TLD
Explanation: None.
User Response: None.

JSPG0106W: Warning: Unknown element {0} in the tag
Explanation: None.
User Response: None.

JSPG0107W: Warning: Unknown element {0} in the attribute
Explanation: None.
User Response: None.

JSPGO108E: Morethan onetaglibraryisinthe TLD
Explanation: None.
User Response: None.

JSPGO0109W: Could not load TagExtral nfor mation class {0}: {1}
Explanation: None.
User Response: None.

JSPGO110E: Parse Error in thetag library descriptor: {0}
Explanation: None.
User Response: None.

JSPGO111E: Unableto open thetag library descriptor: {0}
Explanation: None.
User Response: None.

JSPGO112E: Buffer size<=0
Explanation: None.
User Response: None.

JSPGO113E: JSP file" {0}" not found
Explanation: None.

User Response: None.
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JSPGO0114l: Copying {0} into {1}
Explanation: None.
User Response: No user response required.

JSPGO0115I: Stripping comment: {0}
Explanation: None.
User Response: No user response required.

JSPGO0116l: Handling directive: {0} {1}
Explanation: None.
User Response: No user response required.

JSPGO01171: Plug-in: {0}
Explanation: None.
User Response: No user response required.

JSPG0118I: Package nameis: {0}
Explanation: The package nameis displayed for informational purposes.
User Response: NoO user response required.

JSPGO0119I: Classnameis: {0}
Explanation: The class name is displayed for informational purposes.
User Response: No user response required.

JSPGO01201: Javafile nameis: {0}
Explanation: Thejavafile nameisdisplayed for informational purposes.
User Response: No user response required.

JSPGO0121l: Classfile nameis: {0}
Explanation: The classfile nameis displayed for informational purposes.
User Response: No user response required.

JSPG0122I: Accepted {0} at {1}
Explanation: None.
User Response: No user response required.

JSPGO0123I: Addingjar {0} to my classpath
Explanation: None.
User Response: No user response required.

JSPG01241: Compiling with: {0}
Explanation: None.
User Response: NO user response required.

JSPGO125E: Accordingtothe TLD attribute {0} ismandatory for thetag {1}
Explanation: None.
User Response: None.
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JSPGO126E: Attribute {0} invalid according to the specified TLD
Explanation: None.
User Response: None.

JSPGO0127E: Could not locate TLD {0}
Explanation: None.
User Response: None.

JSPGO0128E: Could not locate web.xml
Explanation: None.
User Response: None.

JSPGO129E: Usage: jsptoservlet [-0 <path/to/outputDirectory>] [-keepgenerated] <.jsp files>.
Explanation: None.
User Response: None.

JSPGO0130I: Classpath {0} is: {1}
Explanation: The classpath is displayed for informational purposes.
User Response: NO user response required.

JSPGO131E: Unableto load tag handler class{0} because of {1}
Explanation: None.
User Response: None.

JSPGO0132E: Unableto find setter method for attribute: {0}
Explanation: None.
User Response: None.

JSPGO133E: Unableto introspect on tag handler class: {0} because of {1}
Explanation: None.
User Response: None.

JSPGO134E: Attributesareinvalid according to tag information
Explanation: None.
User Response: None.

JSPGO135E: No such tag {0} in thetag library imported with prefix {1}.
Explanation: None.
User Response: None.

JSPG0136W: Can't create an instance of specified compiler plug-in class {0} dueto {1}. Will default to
Sun Java Compiler

Explanation: None.

User Response: None.

JSPGO0137W: Specified compiler plug-in class {0} not found. Will default to Sun Java Compiler
Explanation: None.
User Response: None.
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JSPG0138W: Specified compiler path {0} not found. Will default to system path

Explanation: None.
User Response: None.

JSPGO139E: The-uriroot option must specify a pre-existing directory

Explanation: None.
User Response: None.

JSPG0140I: uriRoot implicitly set to " {0}"

Explanation: None.

User Response: No user response required.

JSPGO0141E: Usage: jspc <options> [--] <jsp files>

where JSP files is any number of:

<file> Afile to be parsed as a JSP page
-webapp <dir> A directory containing a web application, all JSP pages
will recursivly be parsed

where options incl ude:

-q Qui et node (sane as -v0)

- V[ #] Ver bose node (optional nunber is |evel, default is 2)

-d <dir> Qut put Directory

-dd <dir> Literal Qutput Directory. (package directories will not be
made)

-p <nane> Nanme of target package
-C <nane> Nane of target class nane
(only applies to first JSP page)

- mapped Cenerate separate wite() calls for each HTM. line in the
JSP
-di e[ #] Cenerate an error return code (#) on fatal errors
| f the nunber is absent or unparsable it defaults to 1
-uribase <dir> The uri directory conpilations should be relative to
(Default is "/")
-uriroot <dir> The root directory that the uri files should be
resol ved
agai nst, (Default is the directory jspc is invoked
from

-webinc <file>
-webxnm <file>
option

Creates partial servlet mappings for the -webapp option
Creates a conpl ete web. xm when using the -webapp

-ieplugin <clsid> Java Plug-in class ID for Internet Explorer

Explanation: Thisisthe correct usage for JSPC.

User Response:

WebSphere Localizable Text

LTXTOO001l: Extracting files from:
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Explanation: None.
User Response: None.

LTXTO0002l: Parsing g b-jar.xml file.
Explanation: None.
User Response: None.

LTXTO0003I: Parsing ibm-gb-jar-bnd.xmi file.
Explanation: None.
User Response: None.

LTXTO004l: Preparing jar for deployment.
Explanation: None.
User Response: None.

L TXTO0005I: Executing command:
Explanation: None.
User Response: None.

LTXTOO006I: Final prep of jar file.
Explanation: None.
User Response: None.

LTXTO00071: Creatingjar file:
Explanation: None.
User Response: None.

LTXTOO15E: Input jar file doesnot exist.
Explanation: None.
User Response: None.

LTXTOO16E: Output jar file already exists, recreating.
Explanation: None.
User Response: None.

LTXTOO017E: Unableto remove existing file:
Explanation: None.
User Response: None.

LTXTOO18E: LocalizableText jar file'ltext.jar' does not exist.
Explanation: None.
User Response: None.

LTXTOO19E: All threefileswere not extracted from theltext.jar.

Explanation: None.
User Response: None.

LTXTOO25E: [ {0} ] ! Serializable
Explanation: None.
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User Response: None.

LTXTOL101E: LocalizableText.properties An | OException was thrown while writing the Object[] to the
bytd].

Explanation: None.

User Response: None.

L TXTOL102E: LocalizableText.properties Unable to perform the format method on the
L ocalizableT extFormatter because of a remote exception.

Explanation: None.

User Response: None.

LTXTOL03E: LocalizableText.properties L ocalizableT extFor matter .toString error. Unableto load the
arguments from the argument array.

Explanation: None.

User Response: None.

LTXTOL04E: LocalizableText.properties Either the pattern key or the resour ce bundle nameisnot set in
the L ocalizableT extFor matter object befor e formatting.

Explanation: None.

User Response: None.

Messaging

Migration Tools

MI1GROOQO1I: java com.ibm.websphere.migration.WASPreUpgrade

<backupDirectoryName>

<currentWebSphereDirectory>

<administrationNodeName>

[-nameServiceHost <host name> [ -nameServicePort <port number> ]

[-traceString <trace spec> [-traceFile <file name>]]}

Explanation: This describes the syntax of the WA SPreUpgrade command. This command is used to save the
environment and the necessary files of an existing Release 3.02 or 3.5 WebSphere environment. The results of
this command are stored in a backup directory. This backup directory can be used with the WA SPostUpgrade
command to restore the previously saved environment into a Release 4.0 WebSphere configuration. The first
three parameters of the command are required positioned parameters. The others are optional.

« <backupDirectoryName> - Thisisthe name of the directory to store the saved configuration and files.
The directory will be created if it does not already exist. Thisis arequired parameter.

« <currentWebSphereDirectory> - Thisis the directory name of the currently installed Release 3.02 or 3.5
WebSphere product. This directory can be either a Standard or Advanced Edition WebSphere
installation. Thisisarequired parameter.
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« <administrationNodeName> - Thisis the administration node name of the currently installed
WebSphere product. XML Config will be called using this parameter. The WebSphere Administration
server will need to be running for this command to execute successfully. Thisis arequired parameter.

o [-nameServiceHost <host name> [ -nameServicePort <port number>]] - These are optional parameters
and will be passed to the call to XML Config if it is specified. They can be used to override the default
host name and port number used by XML Config.

« [-traceString <trace spec> [-traceFile <file name>]]} - These are optional parameters and are used to
gather trace information for use by IBM Service personnel. The -traceString parameter valueis
"*=a|=enabled" and must be specified with quotes to be processed correctly.

User Response: None.

MI1GRO0O002I: java com.ibm.webspher emigration.WASPostUpgrade

<backupDirectoryName>

[-import <xml data file>]

[-adminNodeName <primary node name>]

[-nameServiceHost <host name> [ -nameSer vicePort <port number>]]

[-traceString <trace spec> [-traceFile <file name>]]

[-substitute <" keyl=valuel[;key2=value2;|[...]]" >]}

Explanation: This describes the syntax of the WA SPostUpgrade command. This command is used to restore
the environment and necessary files from an existing Release 3.02 or 3.5 WebSphere environment that was
previously created using the WA SPreUpgrade command. The results of this command is an updated
WebSphere Release 4.0 configuration. The first parameter of the command is required. The others are optional.

» <backupDirectoryName> - Thisis the name of the directory that has the saved configuration and files
that was created by the WA SPreUpgrade command. Thisis arequired parameter.

o [-import <xml datafile>] - Thisisan optional parameter that can be used to specify an xml datafile that
was created using either a Release 3.02 or 3.5 version of XML Config. The default xml configuration file
(websphere _3x_backup.xml) in the backupDirectoryName will be used if this parameter is not specified.

« [-adminNodeName <primary node name>] - Thisis the administration node name of the currently
installed WebSphere product. This parameter is required if the configuration will be restored on a
WebSphere Application Server Advanced Edition, Version 4.0.x environment. XML Config will be
called using this parameter. The WebSphere Administration server will need to be running for this
command to execute successfully.

o [-nameServiceHost <host name> [ -nameServicePort <port number>]] - These are optional parameters
and will be passed to the call to XML Config if it is specified. They can be used to override the default
host name and port number used by XML Config. These parameters will only be used if the
configuration will be restored on a WebSphere Application Server, Advanced Edtion, Version 4.0.x.

o [-traceString <trace spec> [-traceFile <file name>]]} - These are optional parameters and are used to
gather trace information for use by IBM Service personnel. The -traceString parameter valueis
"*=a|=enabled" and must be specified with quotes to be processed correctly.

o [-substitute <"keyl=valuel[;key2=value2;[...]]">]} - These are optional parameters and will be passed to
the call to XML Config if it is specified. They are used for substitution of security valuesin the xml data
file. In input xml file, the key(s) should appear as $key$ for substitution.

User Response: None.

MIGRO0101W: Unableto createtracelog using file {0}.

Explanation: The command that was executed was passed -traceString and -tracefile parameters for tracing the
command's execution. The parameter specified for the -traceFile parameter was used to try and create afile to
store the resulting trace data. That file could not be created, trace will not be gathered during execution of the
command.

User Response: Specify adifferent value for the -traceFile parameter that can be successfully created and used
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to store trace data and try the command again.

MIGRO102E: Invalid Command Line.

Explanation: An invalid command line was specified when one of the migration commands as specified. This
message will be accompanied by a more specific message that describes the specific problem.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO103E: You must specify the backup directory name.

Explanation: The required parameter for the backup directory was not specified. See the command syntax for
more information on the correct command line parameters.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO104E: You must specify the currently installed WebSphere directory name.

Explanation: The required parameter for the currently installed WebSphere directory name was not specified.
See the WA SPreUpgrade command syntax for more information on the correct command line parameters.
User Response: Correct the error and execute the command again using the correct parameters.

MIGRO105E: You must specify the primary node name.

Explanation: The required parameter for the administration node name was not specified. See the
WA SPreUpgrade command syntax for more information on the correct command line parameters.
User Response: Correct the error and execute the command again using the correct parameters.

MIGRO106E: Illegal argument {0} specified.

Explanation: An argument was specified on acommand lime invocation that is not supported. See the
command syntax for more information on the correct command line parameters

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO107E: There must be an even number of optional parameters.

Explanation: An odd number of optional parameters were specified when executing one of the migration
commands. Since optiona parameters specify a'name' and 'value' combination thisis an illegal command line.
See the command syntax for more information on the correct command line parameters.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO108E: The specified WebSphere directory does not contain WebSphere version that can be
upgraded.

Explanation: The value specified as the currentWA SDirectory on the WA SPreUpgrade command does not
point to adirectory that contains a WebSphere release that can be migrated. This could occur for severa
reasons. One of the reasons might be that the specified directory does not contain a valid WebSphere installed
directory. Another reason can be that the specified directory does contain a valid WebSphere installed directory
but it is not a supported release. Any release and fix level from Release 3.02 through 3.5 is supported.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO110E: Thecurrently installed version of WebSphereisnot supported by thiscommand.
Explanation: The value specified as the currentWA SDirectory on the WA SPreUpgrade command does not
point to a directory that contains a WebSphere release that can be migrated. The reason is that the specified
directory does contain avalid WebSphere installed directory but it is not a supported release. Any release and
fix level from Release 3.02 through 3.5 is supported.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO111E: The specified backup directory cannot be used becauseit isafile.
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Explanation: The required parameter for the backup directory specified an existing file instead of a directory
name. See the command syntax for more information on the correct command line parameters.
User Response: Correct the error and execute the command again using the correct parameters.

MIGRO112E: The specified backup directory cannot be used becauseit isnot write able.

Explanation: The required parameter for the backup directory specified adirectory that is read-only. See the
command syntax for more information on the correct command line parameters.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO113E: The specified backup directory cannot be used because it cannot be created.

Explanation: The required parameter for the backup directory specified a directory name that could not be used
to create a directory. See the command syntax for more information on the correct command line parameters.
User Response: Correct the error and execute the command again using the correct parameters.

MIGRO114E: The setupCmdLine setting {0} cannot be found.

Explanation: The migration commands need to read the setupCmdLine command file in the installed
WebSphere environment in order to execute. The required settings could not be found in the command file.
User Response: If the WA SPreUpgrade command was specified than the directory specified for the current
WebSphere directory may be incorrect. If avalid directory name has been specified or the WA SPostUpgrade
was specified then the contents of the setupCmdLine fileisnot valid. Correct the error and execute the
command again. Contact IBM Service Personnel if the problem cannot be resolved.

MI1GRO115E: Unableto execute: {0}.

Explanation: The migration command unsuccessfully called another program to perform atask. This call could
not be completed.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO116E: Thebackup directory does not contain the required xml data file {0}.

Explanation: When executing the WA SPostUpgrade command, if the -import parameter was not specified, the
default xml data file that was created when the WA SPreUpgrade command was executed cannot be found. This
may be due to an incorrect value for the backup directory name. If the -import parameter was specified then an
invalid value may have been specified.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO117E: The specified WebSphere directory does not contain a valid product file {0}.

Explanation: When executing the WA SPreUpgrade command a valid product definition file could not be found
in the properties/com/ibm/websphere directory. This may be due to an incorrect value specified for the current
WebSphere directory name.

User Response: Correct the error and execute the command again. Contact IBM Service Personnel if the
problem cannot be resolved.

MIGRO118E: The WebSpheredirectory does not contain areadable product file {0}.

Explanation: When executing the WA SPreUpgrade command a valid product definition file could not be
found in the properties/com/ibm/websphere directory. This may be due to an incorrect value specified for the
current WebSphere directory name.

User Response: Correct the error and execute the command again. Contact IBM Service Personnel if the
problem cannot be resolved.

MIGRO119E: The XML file {0} used for import isnot valid.

Explanation: When executing the WA SPostUpgrade command, if the -import parameter as not specified, the

xml data file that was created when the WA SPreUpgrade command was executed cannot be used. This may be
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due to an incorrect value for the backup directory name. If the -import parameter was specified then an invalid
value may have been specified. The xml data file does not contain data in the format that was generated by an
invocation of Release 3.02 or 3.5 version of XML Config.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO120E: The DTD file {0} doesnot exist.

Explanation: When executing the WA SPostUpgrade command aDTD fileisrequired to read an xml datafile
that was created on a Release 3.02 or 3.5 system. This file cannot be found.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO121E: Unabletoread import XML document {0}.

Explanation: When executing the WA SPostUpgrade command, if the -import parameter as not specified, the
xml data file that was created when the WA SPreUpgrade command was executed cannot be used. This may be
due to an incorrect value for the backup directory name. If the -import parameter was specified then an invalid
value may have been specified.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO122E: Unableto read configuration file {0}.

Explanation: When executing the WA SPostUpgrade command the specified configuration file could not be
read. Thisisarequired configuration filein order for the WebSphere Application Server, Advanced Edition,
Version 4.0.x environment.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO123E: Failurewhileimporting object {0} of type {1}, exception {2}.

Explanation: When executing the WA SPostUpgrade command an error occurred while trying to map the
specified object into the WebSphere Application Server, Advanced Edition, Version 4.0.x environment. The
specific reason can be determined by the exception information. Failure of this object will prevent the this
object and any of the objectsit contains from being imported into the WebSphere Application Server, Advanced
Edition, Version 4.0.x environment.

User Response: Use the information specified by the exception information to correct the error and execute the
WA SPostUpgrade command again if this object is required in the WebSphere Application Server, Advanced
Edition, Version 4.0.x environment.

MIGRO124E: Unableto import XML data file {0}.

Explanation: When executing the WA SPostUpgrade command, if the -import parameter as not specified, the
xml data file that was created when the WA SPreUpgrade command was executed cannot be used. This may be
due to an incorrect value for the backup directory name. If the -import parameter was specified then an invalid
value may have been specified.

User Response: Correct the error and execute the command again using the correct parameters.

MIGRO125E: Thecall to XML Config was not successful {0}. Check thelog for details, fix the problem
and try again.

Explanation: When executing one of the migration command, a call to XML Config was not successful. The
log associated with the migration command can be found in the directory specified by the backup directory
name. See thislog for more information on this error. Also ensure that the WebSphere Administration Server is
running and the parameters that are passed to XML Config are correct before the migration command is
executed again.

User Response: Correct the error and execute the command.

MIGRO126E: Thecall to XML Config was not successful. Caught exception {0}.
Explanation: When executing one of the migration command, a call to XML Config was not successful. The
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log associated with the migration command can be found in the directory specified by the backup directory
name. See thislog for more information on this error. Also ensure that the WebSphere Administration Server is
running and the parameters that are passed to XML Config are correct before the migration command is
executed again.

User Response: Correct the error and execute the command.

MIGRO127E: Unableto load the XML Config class. Caught exception {0}.

Explanation: When executing the WA SPreUpgrade command a specific jar file containing XMLConfigis
required to create an xml data file that was created. This file cannot be found or |oaded.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO128E: Unabletoread XML Config data tag definition file.

Explanation: When executing the WA SPostUpgrade command aDTD fileisrequired to read an xml datafile
that was created on a Release 3.02 or 3.5 system. Thisfile cannot be loaded.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO129E: Unable to save exported data to file {0}, caught exception {1}.

Explanation: An error while executing the WA SPostUpgrade command while trying to save the datain the
configuration files.

User Response: Thisisan error, contact IBM Service personnel for further information.

MIGRO0201I: Initialized L og File {O}.

Explanation: Thisis an informational message in the log file associated with a migration command that the log
file has been successfully created and can be used to log data.

User Response: None.

MIGR0202W: Failuretoinitialize log file {0}.

Explanation: Thisis an informational message that can occur when trying to create the log file associated with
amigration command. The output of the log file will be routed to the screen instead of the log file.

User Response: None.

MIGRO0203I: Working with configuration from release {0}.

Explanation: Thisisan informational message that indicates the release that the WA SPostUpgrade command
is currently using to import data from. This datais retrieved from the backup directory specified on the

WA SPostUpgrade command line.

User Response: None.

MI1GRO0204l: Calling XML Config {0}.

Explanation: Thisisan informational message that the migration command is calling XML Config. The
following datain the log that is captured is associated with this call to XML Config.

User Response: None.

MI1GRO206E: Unableto copy directory. The sour ce {0} does not exist.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source directory does not exist. This may affect the success of afollowing WA SPostUpgrade command.
One error that may occur iswhen auser directory cannot be copied and it contains the data required to create a
new application in the the WebSphere Application Server, Advanced Edition, Version 4.0.x environment.

User Response: If possible, determine the reason for the failure, correct the problem and try the command

again.
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MI1GRO207E: Unableto copy directory {0}.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source directory could not be copied. This may affect the success of afollowing WA SPostUpgrade
command. One error that may occur iswhen a user directory cannot be copied and it contains the data required
to create a new application in the the WebSphere Application Server, Advanced Edition, Version 4.0.x
environment.

User Response: If possible, determine the reason for the failure, correct the problem and try the command

again.

MI1GR0208W: Unableto install datasource {0} into JDBC driver name {1}.

Explanation: An error occurred while processing the WA SPostUpgrade command. The error occurred while
installing a datasource into a JDBC driver.

User Response: Thisisan error, contact IBM Service personnel for further information.

MI1GRO0209I: Sourcedirectory {0} isverified.

Explanation: Thisis an informational message while executing the WA SPreUpgrade command. It indicates the
source directory was found.

User Response: None.

MI1GRO0210I: Creating directory {0}.

Explanation: Thisisan informational message while executing the WA SPreUpgrade command. It indicates the
destination directory did not already exist and was created.

User Response: None.

MIGRO0211l: Copying directory {0}.

Explanation: Thisis an informational message while executing the WA SPreUpgrade command. It indicates the
directory was copied from the source to the destination directory.

User Response: None.

MIGRO0212E: Unableto createdirectory {0}. It already existsasafile.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source directory could not be copied. This may affect the success of afollowing WA SPostUpgrade
command. The destination directory could not be created because it already exists in the backup directory asa
file.

User Response: Correct the problem and try the command again.

MIGRO213E: Unableto createdirectory {0}.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source directory could not be copied. This may affect the success of afollowing WA SPostUpgrade
command. The destination directory could not be created.

User Response: Correct the problem and try the command again.

MI1GRO0214E: Unableto copy file. Source {0} does not exist.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source file could not be found. This may affect the success of afollowing WA SPostUpgrade command. The
destination directory could not be created.

User Response: Correct the problem and try the command again.

MIGRO215E: Unableto copy file. Could not open destination file {0}.
Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because

the source file could not be found. This may affect the success of afollowing WA SPostUpgrade command. The
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destination file could not be created.
User Response: Correct the problem and try the command again.

MIGRO216E: Unableto copy file. Could not transfer from source {0} to destination {1}.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the source file could not be copied. This may affect the success of a following WA SPostUpgrade command.
The destination file could not be created.

User Response: Correct the problem and try the command again.

MIGR0217W: Could not closefile {0}.

Explanation: An error occurred while executing the WA SPreUpgrade command. This error occurred because
the destination file could not be closed. This may affect the success of afollowing WA SPostUpgrade command.
The destination file could not be created.

User Response: Correct the problem and try the command again.

MIGRO0218I: Startingtoimport {0}, action {1}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. It
indicates that objects of the specified type are being imported.

User Response: None.

MIGRO0219I: Startingto import {0}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. It
indicates that objects of the specified type are being imported.

User Response: None.

MI1GRO0220W: Ignoring object {0} of type {1} because action was not create, update or locate.
Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. This
command does not process all of the actions that can be specified in an xml datafile created by XML Config.
Only the actions 'creat€e’, 'update and 'locate’ are supported.

User Response: None.

MIGRO0221l: Reading the previously saved configuration file {O}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. It
displays the configuration file that will be used to restore the configuration..

User Response: None.

MIGR0222W: Unableto locate object whileimporting object {0} of type {1}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. The
specified object could not be found in the existing configuration. This means that the objects owned by the this
object will not be processed as part of this configuration.

User Response: None.

MIGRO0223I: Adding {0} entry {1} to the model.

Explanation: Thisisan informational message issued while executing the WA SPostUpgrade command. The
specified object is being added to the configuration.

User Response: None.

MIGR0224W: Ignoring Node entry {0}, only one node is allowed on editions other than Advanced..
Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. There
is more than one node specified in the xml datafile. This node will not be processed as part of the update of the
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configuration.
User Response: None.

MI1GRO0225I: Unableto get cookie data. Caught exception {0}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. The
specified cookie data cannot be found and cannot be loaded into the configuration.

User Response: None.

MIGR0227W: Unable to make a backup of configuration file {0}, caught exception {1}.

Explanation: Thisis amessage issued while executing the WA SPostUpgrade command. A backup of the
existing configuration files are made before attempting to update the configuration. A backup file could not be
create for the specified file due to the displayed exception. This may cause problemsin an error occurs while
trying to save the new configuration which would normally cause the backup file to be restored as the
configuration that will be used.

User Response: None.

MIGRO0228E: Unableto save configuration files. Caught exception {0}.

Explanation: Thisis a message issued while executing the WA SPostUpgrade command. A backup of the
existing configuration files are made before attempting to update the configuration. Problems occurred while
trying to save the new configuration and it cannot be used. The backup file for the configuration files are
restored as the configuration that will be used.

User Response: None.

MI1GRO0229I: Updating attributes of {0} entry {1}, it isalready defined in the existing model.
Explanation: Thisisan informational message issued while executing the WA SPostUpgrade command. The
specified object already exists in the WebSphere Application Server, Advanced Edition, Version 4.0.x
configuration. The attributes of this object will be updated to match the attributes of the Release 3.02 or 3.5
configuration.

User Response: None.

MI1GRO0230I: Ignoring attributes of {0} entry {1}. Objects owned by this object will be mapped to the one
object allowed by this product.

Explanation: Thisis an informationa message issued while executing the WA SPostUpgrade command. The
specified object will not be mapped to the WebSphere Application Server, Advanced Edition, Version 4.0.x
configuration because it is not valid to map in the destination WebSphere Application Server, Advanced
Edition, Version 4.0.x configuration. The attributes of this object will not be updated to match the attributes of
the Websphere Application Server, Version 3.02 or 3.5 configuration. All of the objects owned by the specified
object will be processed during the rest of the migration process.

User Response: None.

MIGRO231E: Failurewhile deploying object {0} of type {1}.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. The
specified EJB object could not be deployed into the WebSphere Application Server, Advanced Edition, Version
4.0.x configuration. See following messages in the log for more information on this failure.

User Response: Thelog will contain more information on the specific error, this may be due to
incompatibilities between EJB 1.0 and EJB 1.1 implementations. If thisis the case then the application that
contains the EJB will have to be modified and deployed using the development and deployment tools.

MI1GRO0232l: No object of type {0} to import.
Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. This
happens during the processing of security information of the specified object.
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User Response: Review and modify the security information of the specified object as required after the
migration has been completed.

MI1GR0233W: Failurewhileimporting object {0} of type {1}, JSP level 0.91 is not supported.
Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. This
happens during the processing of ServlietEngine configurations. The specified ServletEngine is configured to
support JSP 0.91 level of servlets. This support has been removed in this release, so the servlets owned by this
ServletEngine will not be migrated to the WebSphere Application Server, Advanced Edition, Version 4.0.x
environment

User Response: If the serviets owned by this ServietEngine are required then they will need to be modified to
use JSP 1.1 interfaces and then redeploy into the WebSphere Application Server, Advanced Edition, Version
4.0.x environment.

MI1GR0234W: Unableto locate object {0} of type {1}.

Explanation: Thisisan informational message issued while executing the WA SPostUpgrade command. The
specified object could not be found in the existing configuration. This means that the objects owned by the this
object will not be processed as part of this configuration.

User Response: None.

MI1GRO0235I: Completing import.
Explanation: Thisis an informational message.
User Response: None.

MI1GR0236W: Ignoring GenericServer entry {0}, only one application server isallowed on editions other
than Advanced.

Explanation: Thisis an informational message issued while executing the WA SPostUpgrade command. A
GenericServer entry was processed. Thereis alimit on the number of application serversthat can be created in
the edition this migration is executing against. This entry will be ignored.

User Response: None.

MI1GRO02371: Read configuration file {0} successfully.

Explanation: Thisisan informational message while executing the WA SPostUpgrade command. The specified
xml data file has been read successfully.

User Response: None.

MI1GR0238W: Ignoring object {0} of type {1} because action was not create, update or locate.
Explanation: Thisisan informational message issued while executing the WA SPostUpgrade command. This
command does not process all of the actions that can be specified in an xml datafile created by XML Config.
Only the actions 'creat€’, 'update’ and 'locate’ are supported.

User Response: None.

MI1GRO0239I: Creating XML data file {0} before calling XML Config.

Explanation: Thisis an informationa message while executing the WA SPostUpgrade command. The specified
xml datafile is being created as input to an XML Config command.

User Response: None.

MI1GRO240E: Error while creating DOM entriesfor input xml data file, caught exception {0}.
Explanation: Thisis an error message issued while executing the WA SPostUpgrade command. Some data
could not be mapped properly from the previous configuration files to the WebSphere Application Server,
Advanced Edition, Version 4.0.x configuration.
User Response: Thisisan error, contact IBM Service personnel for further information.
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MI1GRO0241l: Standard output of {O}.

Explanation: Thisisan informational message. The following datais the output of one of the commands being
executed by the migration command. This data can be used for further problem determination if required.

User Response: None.

MIGR0242l: Standard error of {0}.

Explanation: Thisisan informational message. The following datais the output of one of the commands being
executed by the migration command. This data can be used for further problem determination if required.

User Response: None.

MI1GR0243l: Datasource {0} already installed in JDBC driver name {1}.

Explanation: An error occurred while processing the WA SPostUpgrade command. The error occurred while
installing a datasource into a JDBC driver because a datasource is already installed in the JDBC Driver. This
configuration will use the existing datasource and JDBC Driver combination.

User Response: None

MIGRO300I: Starting to save existing WebSpher e environment.
Explanation: Thisis an informational message.
User Response: None.

MIGRO301I: Exporting existing configur ation.
Explanation: Thisis an informational message.
User Response: None.

MI1GRO0302I: Saving existing files.
Explanation: Thisis an informational message.
User Response: None.

MI1GRO0303I: Completed saving of the existing WebSpher e environment.
Explanation: Thisisan informational message.
User Response: None.

MIGRO0304l: Starting to restore previous WebSpher e environment.
Explanation: Thisis an informational message.
User Response: None.

MI1GRO305I: Importing previous configuration.
Explanation: Thisis an informational message.
User Response: None.

MI1GRO0306I: Restoring previousy saved files.
Explanation: Thisisan informational message.
User Response: None.

MIGRO03071: Completed restoring of the previous WebSpher e environment.
Explanation: Thisis an informational message.
User Response: None.
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MI1GRO308I: Successfully restored {0} {1} objects.
Explanation: Thisis an informational message.
User Response: None.

MIGRO0309I: Failed torestore {0} {1} objects.
Explanation: Thisisan informational message.
User Response: None.

JNDI - Naming Services

NM SV0001W: NameServer already initialized, ignoring thisrequest to initialize again.

Explanation: The name server should be initialized only once, but there was an attempt to initialize it a second
time.

User Response: This messageisto aid in problem diagnosis and can be ignored if no external symptoms are
experienced. If this message accompanies name server startup problems, please report this problem to IBM
support.

NM SV0002W: WsnNameSer vice bootstrap object created with no properties.

Explanation: No properties were supplied to the name server to create a bootstrap object.

User Response: Thismessageisto aid in problem diagnosis and can be ignored if no external symptoms are
experienced. If there is a problem starting the name server, please report this event to IBM support.

NM SVOO003E: Name server initialization failed. Cannot obtain host name for this host.

Explanation: The name server could not be initialized. An error occurred while attempting to obtain the host
name for the name server'slocal host.

User Response: Thiserror isan internal error. Please contact IBM support.

NM SVOO04E: Name server initialization failed. Cannot initialize database tables.

Explanation: The name server could not be initialized. The database tables, used to store persistent name server
data, could not be initialized.

User Response: Make sure that the database server is running and that the WASS database exists. Confirm that a
connection can be made to the database using the user id and password that WebSphere is configured to use.

NM SVOOO05E: Name server initialization failed. Cannot create the LDAP nametree.

Explanation: The name server could not beinitialized. The LDAP directory space, used to store persistent
name server data, could not be initialized.

User Response: Thiserror isan internal error. Please contact IBM support.

NM SVO006E: Name server initialization failed. Name server implementation type of " {0}" isnot
supported in thisrelease.

Explanation: The name server could not be initialized. WebSphere is configured to use a name server
implementation that is not supported in this release.

User Response: Thiserror isan interna error. Please contact IBM support.

NM SVO007E: Name server initialization failed. Name server implementation type of " {0}" isnot
recognized asavalid type.
Explanation: The name server could not be initialized. WebSphere is configured to use a name server
implementation that is not recognized.
User Response: Thiserror isan interna error. Please contact IBM support.
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NM SVO008E: Name server initialization failed. Could not create aroot context | OR. The name server
implementation typeis" {0}".

Explanation: The name server could not beinitialized. The root context object could not be converted to an
IOR.

User Response: Thiserror isan interna error. Please contact IBM support.

NM SVOO009E: Name server initialization failed. Unable to create name server bootstrap object.
Explanation: The name server could not be initialized. The name server bootstrap object could not be created.
User Response: Thiserror isan interna error. Please contact IBM support.

NM SVO0010E: Name server initialization failed. I nitialization of the WL M Bootstrap Service failed.
Explanation: The name server could not be initialized. An error occurred while attempting to initialize the
WLM Bootstrap Service.

User Response: Thiserror isan interna error. Please contact IBM support.

NMSVO0011E: Unableto start Bootstrap Server. The most likely cause isthat the bootstrap port is
already in use. Please ensurethat no serversor other processes are already using the bootstrap server
port.

Explanation: Make sure the bootstrap port is not already in use by any other server processes. This error can
occur when WebSphere's name server has already been started. Otherwise, this error isan internal error. Please
contact IBM support if the above actions do not correct the problem.

User Response: Thiserror isan internal error. Please contact IBM support.

NMSV0012E: Name server initialization failed. Cannot create the CosNaming nametree.
Explanation: The name server could not be initialized. The CosNaming name tree structure could not be
initialized.

User Response: Thiserror isan internal error. Please contact IBM support.

NM SV0013E: Name server initialization failed. M ethod getl nitial ContextRdbBootstrap failed or called in
error.

Explanation: The name server could not beinitialized. The getlnitial ContextRdbBootstrap method was either
called when not in RDB Name Server Bootstrap mode or it was unable to create the Initial Context.

User Response: Thiserror isan interna error. Please contact IBM support.

NM SVO0014E: Name server initialization failed. Attempt to bind an object prior toinitialization
completing.

Explanation: The name server could not be initialized. The RDB Name Server has not yet been fully
initialized, but was called to bind an object that was not one of the Name Service EJBs.

User Response: Thiserror isan interna error. Please contact IBM support.

NM S0015E: Name server initialization failed. Could not build the System Name Space.

Explanation: The name server could not be initialized. There was an unrecoverable NamingException when
building the System Name Space.

User Response: Thiserror isan internal error. Please contact IBM support.

NM SVOO016E: Internal implementation error. Unexpected I nvalidNameException thrown by WsnName
while converting an internally generated name string " {0}" to a CosName. Throwing a CosNaming

I nvalidName exception.

Explanation: The CosNaming name server initialization process cannot convert a name that was internally
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generated to the CosNaming name format.
User Response: Thiserror isan internal error. Please contact IBM support.

NM SVO0100E: new_context: Unbound context instances not allowed. Throwing NO_IMPLEMENT
exception.

Explanation: The method, new_context, part of the CosNaming::NamingContext interface, is not supported.
User Response: A client program invoked the new_context method, which is not supported. Clients should use
the bind_new_context method.

NMSV0101E: The name syntax property "{0}" isset to an unrecognized value of " {1}".
Explanation: Aninvalid name syntax was specified.
User Response: Thiserror isan internal error. Please contact IBM support.

NM SVO0102E: Internal implementation error. Unexpected | nvalidNameException thrown by WsnName
while converting theinternally stored INS name string " {0}" to a CosName. Ignoring the exception and
setting the name to an empty name.

Explanation: The CosNaming name server cannot convert a name stored in an internal format to the
CosNaming name format.

User Response: Thiserror isan interna error. Please contact IBM support.

NM SVO103E: A zero-length CosNaming::NameComponent array was specified. Throwing InvalidName
exception.

Explanation: An empty name (zero name components) was passed to the CosNaming server. Empty names are
not valid.

User Response: If the CosNaming client is a customer-provided application, thisis a user error. If the
CosNaming client is WebSphere's CosNaming JNDI plug-in (i.e., a WebSphere context factory was used to
create an initial context), thisisan interna error and should be reported to IBM support.

NM SV0104E: CosNaming::NameComponent[{0}] containsa null id or kind field. Throwing InvalidName
exception.

Explanation: A component in a name passed to a method in WebSphere's name server implementation of
CosNaming::NamingContext contained a null id or kind field. A null value for an id or kind field isinvalid.
User Response: If the CosNaming client is a customer-provided application, thisis a user error. If the
CosNaming client is WebSphere's CosNaming JNDI plug-in (i.e., a WebSphere context factory was used to
create an initial context), thisis an internal error and should be reported to IBM support.

NM SV0105E: Cannot convert a CosNameto avalid INS name.
Explanation: The CosNaming name server could not convert a CosNaming name to its internal form.
User Response: Thiserror isan interna error. Please contact IBM support.

NM SVO0106E: Target context typeof "{0}" isnot the expected type.

Explanation: The CosNaming name server encountered an unknown implementation of
CosNaming::NamingContext.

User Response: Thiserror isan interna error. Please contact IBM support.

NMSV0107E: An unexpected error occurred. Mapping to CORBA UNKNOWN.
Explanation: Some unexpected error occurring which processing a CosNaming name server request.
User Response: See the trace output for more details about the origin of the problem.

NMSVO0108E: An error occurred attempting to create database tables.
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Explanation: The database tables used by the name server to store name space data could not be created. The
cause is probably specific to the relational database manager being used.
User Response: See the trace output for more details about the origin of the problem.

NM SV0109E: CosNaming server caught exception: Adapter AlreadyEXxistsException.
Explanation: The CosNaming name server encountered afatal error during startup.
User Response: Thiserror isan internal error. Please contact IBM support.

NM SV0110E: CosNaming server caught exception: InvalidServantException.
Explanation: The CosNaming name server encountered a fatal error during startup.
User Response: Thiserror isan internal error. Please contact IBM support.

NM SVO0301E: A lookup of "{0}" failed.

Explanation: An error occurred during deserialization of a INDI context for alocal name space, such as ajava:
URL name space. This error is most likely to occur during reactivation of an Enterprise JavaBean deployed on
an application server.

User Response: Thiserror isan internal error. Please contact IBM support.

NM SV0302E: NamingM anager .getURL Context returned a null Context for the scheme " {0}" .
Explanation: A URL was passed to a JNDI Context method, which then invoked the INDI Naming Manager to
return the Context identified by the URL. The Naming Manager method which was invoked returned a null
value.

User Response: This problem is probably the result of an incorrect configuration. Make sure that the factory for
the scheme of the specified URL can be located from the value of the property, java.naming.factory.url.pkgs,
found in the Context's environment.

NM SV0303E: Exception occurred in NamingM anager .getURL Context for the scheme ™ {0}" .
Explanation: A URL was passed to a JNDI Context method, which then invoked the INDI Naming Manager to
return the Context identified by the URL. The Naming Manager invocation failed.

User Response: This problem is probably the result of an incorrect configuration. Make sure that the factory for
the scheme of the specified URL can be located from the value of the property, java.naming.factory.url.pkgs,
found in the Context's environment. The trace output may contain additional diagnostic information.

NMSV0304W: Therewas an attempt to set thejava URL name space accessor mor e than once.
Explanation: Thisisan internal error. The java URL name space accessor should beinitialized only once, but
there was an attempt to initialize it a second time.

User Response: Thismessageisto aid in problem diagnosis and can be ignored if no external symptoms are
experienced. If this message accompani