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3: Migration overview

Migration focuses on leveraging the existing environment and applications, changing them to be compatible

with the current product version, instead of starting from the beginning.

Migration for IBM WebSphere Application Server Version 4.0 includes the following activities:

In most cases, migration programs are available to ease the transition.However, some
manual preparation may be necessary.

Programmatic support for migrationfrom Version 2.0x is not provided. To migrate your
installation from Version 2.0x,follow the documentation, starting at article 3.2.1.

L Wheretofind
Activity instructions
1. Migrate or upgrade product prerequisites to supported versions Article3.1
Asthe product version changes, its prerequisites or corequisitesalso change. It is
probably necessary to update your database, Webserver, JDK version, and other
software.
2. Migrate or upgrade to IBM WebSphere Application Server Version 4.0 Article 3.2.5ee

alsolnstalling the
product

3. Migrate administrative configurations

If your company has been using a previous product version, the system administrator
has probably fine-tuned various applicationand server settings for the environment. It is
important to havea strategy for migrating these settings withmaximum efficiency and
minimal loss.

Start with Article
3.2.2.

5. Redeploy applications on Version 4.0

4. Update application code to supported specification and API levels Article 3.3
Note: Support for several APIs has been removed in Version 4.0.
Section 4 of the InfoCenter focuses on developing new applications, though it also
outlines new APIs whose functions you might add to existing applicationsin a
piecemeal fashion.
Article 6.3.2

Before you begin, be sure to readTransitioning to Version 4.0.That article outlines the reorganization of the

Version 4.0 productrelative to Version 3.x.
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Transitioning to Version 4.0

This article is written for users of IBM WebSphere Application Server Version 3.x who are upgrading to
Version 4.0. Version 4.0 isfully compliant with Java 2 Platform, Enterprise Edition (J2EE) specifications,which
has caused many changes in the organization of the productrelative to that of Version 3.x.

J2EE createsa clear separation between development (creating the application)and administration
(installing and managing the application).This separation enables the development of applications that are
independent from the environments in which they are deployed. In addition, J2EE task separation simplifies the
process of promoting an application from initial development up through production, or of moving an
application from one server to another. In each of these cases, changes to application code are not
necessary;only deployment parameters might change.

Version 4.0 supports J2EE task separation through reorganized interfaces.In Version 3.x,devel opers used the
administrative console to create, edit, and view applications.In Version 4.0, devel opers usethe Application
Assembly Tool (AAT)to create, edit, and view J2EE applications.

In Version 4.0, each application isinstalled into the server domainand bound to an environment when the
application isinstalled. This enables administration at the application and module level . Administrators no
longer need to manage individual servlets, JSPs, or beans.

Therelationship between applications and application servers has changed in J2EE.An enterprise
application can contain many Web modules and EJB modules.Each module can be installed onto a different
application server or server group, even if the servers or server groups are on multiple nodes. As aresult, a
single application can contain many modules, spread over many application servers or server groups.Likewise,
asingle application server or server group can have modules from many different applicationsinstalled on it.

After a J2EE application is created, you install it onto application servers through the administrative

console. Through the administrative console, you can view installed modules either by the application to which
they belong or by the application server on which they are installed. Modules can be started and stopped
individually as well ascollectively. Modules can be started collectivelyby either starting the application to which
they belongor starting the application server on which they are installed.Modules can be stopped in asimilar

way.
Deploying new J2EE applications

There are two steps involved in creating J2EE applications: copying the appropriate files into the archive
(classes, JSPs, HTML, image files, and so on) and creating deployment descriptor files for the modules and
applications. In Version 4.0,the AAT supports both stepsby enabling users to copy files with appropriate
relative paths into the archive, as well as by providing a GUI method for defining deployment descriptors.

Developers can also set environment-specific binding information through the AAT. These bindings are used as
defaults when the application is installed through the administrative console.In addition, users can define IBM
extensions to the J2EE specification, such as alowing servlets to be served by class name. To ensure portability
to other application servers, these extensions are saved in a separate XML file from the standard J2EE
deployment descriptor.

Role-based security

Version 4.0 security is consistent with J2EE role-based security specifications. Roles are specified in the

deployment descriptors for an application;these roles are then bound to users or to groups when the application

isinstalled. In the aministrative console, a Security Center enables you to perform all security tasks from a

single location. This encompasseseverything from changing the binding information for roles in an application

to setting SSL properties to enabling security.Application-specific security tasks can also be done through the
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property sheets for each application.

Redeployment of previously installed applications

In Version 3.x, all tasks were performed through the administrative console. In Version 4.0, application settings
are defined in J2EE deployment descriptors through the AAT.

Unless you must change information that affectsthe bindings of an installed application,you can edit and save
the deployment descriptors in place. To redeploy such an application, open the AAT directly on the
installedApps folder that holds the application.

Y ou can a'so create or edit applications manually. For example, if you need to add a JSP or change a servlet
class, you can simply place the new or changed file in the appropriate location in the installedApps folder.

To redeploy an installed application that requires changes to binding,you export the application through the
administrative console,edit the application in the AAT,and reinstall the application through the administrative
console.Because existing binding information is saved during the export step, the only additional binding
information neededis for the components or modules added during editing.

I mportant: For security and consistency,Web application URLSs are now case-sensitive on all operating
systems.For details, see the related information.

Support for J2EE resource types

In addition to JDBC providers and datasources,several resource types were added in Version 4.0: URLS, IMS,
and JavaMail.In each case, you can create aresource provider(JDBC providers, URL providers, and IMS
providers)and then create resource factories for each provider(datasources, URLSs, JavaMail sessions, IMS
destinations, and JM S connections).In the case of JavaMail the default JavaMail provider is not shown in the
administrative console,because it is not configurable and additional JavaMail providers cannot be created.

J2EE impact to models and cloning

In Version 3.x, many different types of objects can be modeled and cloned. With the switch to J2EE compliance
in Version 4.0,only application servers can be cloned.These models are now called server groups, and each
server group can contain multiple application servers, or clones.

Where to go next for more information

For more information about J2EE, visit the following Web site:
http://java. sun. com

For more information about changes in configuration support, see the related information.For information about
how to upgrade to Version 4.0, see Migration.


http://java.sun.com/

3.1: Migrating product prerequisites

The prerequisites Web page described in article 1.3 contains up-to-date information about the supported
prerequisites and corequisites.

Be sure to check whether your JDBC provider is at the rightlevel for the new installation. This driver will be
required bythe product administrative server in order to connect to its administrativedatabase.

Migrating DB2, IBM HTTP Server, and other complimentary
prerequisites

IBM WebSphere Application Server simplifies the migration of product prerequisites byproviding the option to
install acomplimentary Web server, database, and JDK on yoursupported operating system. ThelDK isthe
exact level and type needed by IBM WebSphere Application Server. Seethe installation guides for further
details.

The compact disc version of the productincludes the complimentary prerequisites;, Web download versions can
vary (offered with and without database, and so on), to provide a choice of download file sizes. If not installing
from CD, consult the product Web site for details. Make sureyou download the install ation package with the
features you want.

Y ou can uninstall the back-level prerequisites and install brand-newversions when you install the product.
Migrating non-IBM prerequisites

Some prerequisite or corequisite products, such as an Oracle or Sybase database, are not providedas part of the
IBM WebSphere Application Server installation. To upgrade these,the best source of information isthe
documentation for the products.

First, consult the previoudly cited prerequisites pageto determine which software requires migration or upgrade.
Second, consult the documentation for the particular products to learn how to migrate to theversion supported
by this product.

For prerequisites not offered during the Application Server installation, the safest approach isto migrate or
upgrade prerequisites before installinglBM WebSphere Application Server.
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3.2: Migrating from previous product versions

Programmatic support for migrationfrom Version 2.0x is not provided. To migrate your installation from
Version 2.0x,follow the documentation, starting at article 3.2.1.

Migration from Version 3.x is part of the Version 4.0 installation program.All 3.x releases are supported except
for Version 3.5.0.For an overview of the process, see article 3.2.2.

Y ou can aso migrate from Version 4.0 Advanced Single Server Edition.Aswith Version 3.x migration, the
installation program can do much of thisfor you. For information about how to do this manually, see article
3.2.3.



3.2.1: Migrating from Version 2.0x

Two main paths are available for migrating from Version 2.0x.

Version 2.0x > Version 3.0x > Version 3.5 or higher

IBM WebSphere Application Server provides automaticmigration from versions 3.02 or later. Migrating to
Version 3.02 from versions 3.0 or 3.01 isfairly trivial based on upgrade options added to the Application Server
installation program. For documentationabout migrating from Version 2.0x to Version 3.0x, see the Related
information.

Install product as new and migrate files and settings by hand

Uninstall Version 2.0x and start new withthis version, transferring application files and configuration settingsby
hand.

Earlier versions of this product differ dramatically in terms of supported programming specifications, file
placement, and administrative settings. In the absence of a comprehensive automatedmigration tool from
Version 2.0x to Version 3.0x, the effort required to migrate to this versionby way of Version 3.0x varieslittle
from the effort required to install the product from scratch.



3.2.1.1: Migration from Version 2.0x to Version 3.0

Thisarticleisfor Version 2.0x users who have chosen to migrate to Version 3.5 or laterby way of Version 3.0.After you have upgraded your Version
2.0x installationto Version 3.0 as specified in these instructions, install PTF 2 from the product Web site At that point, you can use automated
migration supportto upgrade the product to Version 3.5 or later.

For complete Version 3.0x installation and configuration information, consult the productWeb site Library page cited in the Related information.

Preparation before installing Version 3.0x

Before uninstalling any previous version of the product, be sure the files that you want to migrate will be saved. The graphical user interface
displayed when you install Version 3.0x backs up the filesin the following directories:

1. classes

2. redms

3. servlets

4. properties, including the files--
0 servlet.properties

admin_port.properties

rules.properties

jvm.properties

aiases.properties

conmgr.properties

o o o o o oo

userprofile.properties

If you have files that reside outside of those four directories (for example, if you created your own directory in the product installation), back up the
filesin alocation outside of the current installation before installing Version 3.0x.
Before uninstalling Version 2.0x, back up files and directories so that you canperform the following procedure after installing Version 3.0x:

1. Copy the Version 2.0x servlets directory to the Version 3.0x directory ..\WebSphere\AppServer\hosts\default_host\default_app\servlets.

2. Copy all filesin the Version 2.0x \classes directory to the Version 3.0x \classes directory.

3. Copy dl filesin the Version 2.0x \web\classes directory to the Version 3.0x \web\classes directory.

Additional work after installing Version 3.0x

Before uninstalling Version 2.0x, you backed up some files in preparation for the previous steps. Finish those steps now.

Next, migrate the Enterprise Java Services server. Run the Enterprise Java Services migration program (* .exe file) to migrate the Enterprise Java
Services server from Version 2.0x to Version 3.0x. The program will parse the Version 3.0x gjb.propertiesfile. It will aso update the appropriate
entries in the Enterprise Java Services server database using the administration server command line. This script fileisincluded with the installation
program.

Enterprise Java Services require that the database be connected to complete themigration process.

Migrating administrative data

To assist you in moving administrative datafrom Version 2.0x to Version 3.0x, you can use a migration tool developed to move the data.

To start the data migration tool, use the following command:

java comibmejs.smejscp.scripts.Mgrate -file properties_file
-node node_nane -jarFile DB2_driver_jarfile
[-trace]

properties file isthe name of the configuration file. node_name is the name of the node. DB2_driver_jarfile is the name of the jar/zip file containing
the JDBC provider.- t r ace enablestracing.

Running the tool gives you an ejscp script as the output. The output file name isUpgradenode_name.tcl. To complete the migration, run the script
using ejscp with the following command:

java tcl.lang. Scri pt Upgradenode_nane. t cl



3.2.2: Migrating from Version 3.x

Before you start, be sure to readTransitioning to Version 4.0.That article outlines the reorganization of the
Version 4.0 productrelative to Version 3.x.

A summary of the product migration process follows.Most of this can be done for you by the product

installation program.

1. Back up the current administrative configuration and user data files in the current installation root
directory.See 3.2.2.2.1 for more information.

2. Stop and uninstall the current version of IBM WebSphere Application Server.
3. Drop the administrative database used for the previous installation (for example, the WAS database)

1. Back up the database. Y ou can use the database management system or simply rename the
database.

2. Drop the database.
4. Install the new version of IBM WebSphere Application Server.
5. Start the new administrative server.
6. Restore the configuration in the new installation.

Migrating administrative configurations

Tools for migrating administrative configurations are provided forversions 3.02 and later. This support enables
either edition of Version 3.x to be upgraded to either Advanced or Advanced Single Server editionof Version
4.0.There are two ways to migrate from Version 3.x:

« Usethe automated migration that is part of product installation.

« Manually complete the same steps as the automated migration support would.This might be necessary
for nonstandard installations.

For details, see the Related information.
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3.2.2.1: Using automated migration support

In 1IBM WebSphere Application Server Version 4.0,automated migration support is part of the installation
program.In the preinstallation phase, the installation programdetects previously installed versions, collects
informationabout how you want the migrated installation to look,and exports the current administrative
configuration.After you have updated product prerequisites,you run the second phase, which installs the new
versionof the product and imports the backed-up administrative configuration.

Before you begin,make sure the administrative server is running.

Preinstallation phase

1. When you start the installation program, it automatically detects previousinstalled versions of the
productand displays them in alist.If the installation program supports migration from a selected
version,a Perform migration check box appears above the list.

2. Theinstallation program prompts you for the following information:

o [Windows NT and Windows 2000 only]Directory for the new installation (default is the current
installation root).Be sure thisis correct: Thisinformation is not used until the next phase, but you
will not be able to modify it then.

o Backup directory.
o Directory for temporary staging.
o Directory for migration log.
3. Theinstallation program prompts you to start the administrative server.

4. Click Start Migration.The installation program exports the current configuration and displays the
migration log file.

o On UNIX and Linux installations,the migration log is displayed only after migration is finished.

o OnWindows NT and Windows 2000 installations,display of the migration log file is refreshed
throughout the migration process.

5. When the installation program prompts you to check themigration log file, do one of the following:

o If the migration log file indicates success,click Finish.The next time you run the installation
program,the next phase will start.

o Otherwise, click Canceland correct the logged errors.The next time you run the installation
program,migration will start from the beginning.

Note for UNIX users:If the migration log file indicates problems with migration and you click Finish,you
cannot rerun this phase ofmigration until you delete the file /tmp/WAS_Migration_temp.properties.
When this phase finishes successfully, do the following:

1. Migrate prerequisites.

2. If you areinstalling Version 4.0 into the same directory structure as Version 3.x,do one of the following:

o If the migration backup directory iswithin the Version 3.x directory structure, retain the
migration backup directorybut delete the rest of the Version 3.x directory structure.

o Otherwise, delete the entire Version 3.x directory structure.
3. Restart theinstallation program.

Installation and postinstallation phase

11



1. When you restart the product installation program,it detects the following problems:
o Prerequisites that have not been upgraded appropriately.

o A running application server,if the new installation directory is the same as the current one.The
product must be stopped in order for the installation program to properly overlay thefiles.

2. Theinstallation program takes you throughthe standard installation process.

[Windows NT and Windows 2000 only]Unlike during the standard installation process, however,you
cannot modify the installation directory during the combined installation and migration.

3. After installation is finished,postinstallation migration is performed.The installation program imports the
configurationthat was exported in the first phase anddisplays the migration log file.

If this phase finishes successfully,restart the administrative server in order to complete the setup.The
administration server takes longer to start up thisfirst time,because it isloading the configuration file that was
created during the migration process.

12
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3.2.2.2: Migrating configurations manually

Manual migration might be necessary if either your current installationor your Version 4.0 installation
requirements vary too much from assumptions made by the product installation program.This article outlines
thefirst and last steps of theoverall product migration process, as follows:

« Before upgrading the product, save the current configurationand back up necessary files.
« After upgrading the product, restore the configuration.

Saving the current configuration

Y ou can save the current configuration by using either of the following:

« Version 4.0 migration tools.This techniqueexports the existing repository and saves the necessary files.

This method is recommended over the alternative, because logic is provided to save the correct filesin
the structure required by the other migration tools.

o TheVersion 3.x XMLConfig tool.

13



3.2.2.2.1: Saving the current configuration by using migration tools

A set of migration toolsis provided with the product to help migrate system configurations for installations at Version 3.x and later. The
product installation program calls these toolsas part of automated migration support.Y ou can call them yourself from the command line.

Thetool that saves the system configuration is called WASPreUpgrade. Thistool saves al files from the following directories inthe existing
Version 3.x configuration to a specified backup directory:

« hosts

o Serviets

o classes

« deployableEIBs

« deployedEJBs

o properties

WA SPreUpgrade also saves selected files from the Version 3.x bin directory. Later, the backup directory can be used with
theWASPostUpgrade tool to restore the previously saved environmentinto a VVersion 4.0 installation.

WA SPreUpgrade also exports the existing application server configuration from the repository. If you are migrating from an Advanced
Edition installation,this step requires that the administration server of the existing environment be running.This command is not typically run
from the command line unless both Version 3.x and Version 4.0 are installed on the same machine at the same time.

WASPreUpgrade parameters

com i bm websphere. m grati on. preupgrade. WASPr eUpgr ade backupDi r ect or yNane
current WebSphereDi rectory adni ni strati onNodeName[ - naneSer vi ceHost host _name [ - nanmeSer vi cePort
port _nunber]][-traceString trace_spec [-traceFile file_nane]]

Thefirst three parameters are required and positional. The others are optional. A summary follows:

« backupDirectoryName - The name of the directory in which to store thesaved configuration and files. The directory is created if it
doesnot already exist. Thisis arequired parameter.

« currentWebSphereDirectory - The name of the installation root directory for the current Version 3.x installation. This can beeither a
Standard or Advanced Edition installation. Thisis arequired parameter.

« administrationNodeName - The name of the administration node for thecurrently installed product. XMLConfig is called using this
parameter. Thisis arequired parameter.

« [-nameServiceHost host_name [-nameServicePort port_number]] - If specified, these optional parameters are passed to the
XML Config tool. They can be used to override the default host nameand port number used by XML Config.

« [-traceString trace_spec [-traceFile file_name]] - These optional parameters are used to gather trace information for useby IBM service
personnel. The value of the traceString parameter is" * =al | =enabl ed" and must be specified with quotation marks to be processed
correctly.

Logging

The WA SPreUpgrade tool displays status to the screen while it is running.It also saves a more extensive set of logging information in the
backup directory.Thisfile, WA SPreUpgrade.log, can be viewed with atext editor.

Special instructions for Linux and Solaris installations

When migrating from Version 3.0x on Linux and Solaris installations,mapping problems will occur in the security settings. The resulting
configuration contains substitution variables such as$ser ver _passwor d$ and $ser ver _r oot $.These values must be modified to their
correct values aftermigration has been completed. It is also advisable to migrate these installations with Security disabled.

Restoring the previous Version 3.x configuration

With one minor modification,you can use the websphere_3x_backup.xml file (foundin the backup directory) with aVersion 3.x XML Config
tool to restore the previous configuration.The version of XML Config used by WA SPrelUpgrade encrypts passwordsduring export. Before you
import the configuration back into the Version 3.x installation,these passwords must be reset to their correct, unencrypted values.

Important: This file cannot be used directly in the Version 4.0 environment,because the XML Config tool is available only in Version 4.0
Advanced Edition.In addition, the DTDs for the two versions of XML configuration are not compatible;the XML datafiles exportedby the
Version 3.x XMLConfig tool cannot be processed by the Version 4.0 tool.
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3.2.2.2.2: Saving the current configuration manually

This process uses a Version 3.x XML Config tool to exportthe current configuration.

Before exporting an Advanced Edition configuration to afile, be sure that the administrative server is running. See XML Config documentation for further detailson the following parameters:
adminNodeName

« export

« nameServiceHost

« nameServicePort

Export from Version 3.x by using the standard XMLConfig interface

A sample export command for Version 3.x follows:
XM.Confi g -export j:/websphere/backup/ websphere_3x_backup. xm -adm nNodeNane cal |y

This export technique works with the following limitations:
« The passwords are not encrypted.
The migration version of XML Config encrypts passwords;the standard XML Config tool does not.Dataimport is still handled correctly by the migration tools later,but you should be aware of the security exposure of having
passwords in the file unencrypted.
« Security datamay not be saved.

Prior to Version 3.02.2, XML Config did not support the export of security information.
« Substitution keys may be used.

The migration version of XML Config encrypts user passwords insteadof substitution strings for passwords. This can be resolved by using the- subst i t ut e keyword when using the WA SPostUpgrade tool later.
Export using the migration version of XMLConfig

Important: This procdure does not work for Version 3.x installations on Linux or Solaris.Use the previous procedure (standard Version 3.x XMLConfig).
A sample export command for versions 3.02.x through 3.5.1 follows.For versions 3.5.2 and later, use the XML Config35.jar file instead of XML Config302.jar.

This sample reflects a Windows NT installation.Y ou may have to update many of the values used in this sample to reflectyour configuration requirements or when using a different operating system.The server.root variable points to the
currently installed Version 3.02x directory.

:\jdk1. 1.8.0rig\bin\java-Dserver.root=j:\websphere\ appserver302- Dcom i bm CORBAConfi gURL=fil e:/j:/WbSpher e/ AppServer 302/ properties/sas.client.props-classpath
:\ WebSpher e\ AppSer ver 40\ bi n\ XM_.Conf i g302. j ar; j:\websphere\appserver302\lib\i bmwebas.jar;

:\webspher e\ appserver302\|lib\servlet.jar;

:\webspher e\ appserver302\1ib\xm 4j.jar;j:\websphere\appserver302\lib\ujc.jar;

:\webspher e\ appserver302\|lib\ejs.jar;j:\websphere\appserver302\|ib\console.jar;

:\ webspher e\ appserver302\|ib\admi n.jar;j:\websphere\appserver302\lib\repository.jar;

:\webspher e\ appserver302\|ib\sslight.jar;j:\websphere\appserver302\|ib\tasks.jar;

:\jdk1l.1.8.0rig\lib\classes. zip;

:\webspher e\ appser ver 302\ properti escom i bm websphere. xm confi g. XM_Conf i g- adm nNodeNane

cal | y-naneServi ceHost cal | y- naneServi cePort 900-export j:\websphere\backup\websphere_3x_backup. xni

Backing up configuration files

First, make copies of key directories. Remember that you mustupdate many of the names shown in thefollowing samples to reflect your configuration requirements:

:\ webspher e\ appserver\ hosts >

:\ webspher e\ backup\ webspher e_3x_backup. user Fi | es\ host sj : \ webspher e\ appserver\servlets >

:\ webspher e\ backup\ webspher e_3x_backup. user Fi | es\ ser vl et sj : \ webspher e\ appserver\ cl asses >

:\webspher e\ backup\ webspher e_3x_backup. user Fi | es\ cl assesj : \ webspher e\ appser ver\ depl oyabl eEIJBs >

:\ webspher e\ backup\ webspher e_3x_backup. user Fi | es\ depl oyabl eEJBsj : \ webspher e\ appser ver\ depl oyedEJBs
j :\webspher e\ backup\ webspher e_3x_backup. user Fi | es\ depl oyedEJBsj : \ webspher e\ appser ver\ properties

> j :\webspher e\ backup\ webspher e_3x_backup. progranfi | es\ properties

VL

Next, back up the following file:

j :\webspher e\ appser ver\ bi n\ adnmi n. config >
j : \webspher e\ backup\ webspher e_3x_backup. progranfi | es\ bi n

15



3.2.2.2.3: Restoring the previous configuration to the new
installation

A set of migration toolsis provided with the product to help migrate system configurations for installations at Version 3.x and later. The
product installation program calls these tool sas part of automated migration support.Y ou can call them yourself from the command line.

Thetool that restores the Version 3.x configuration is called WASPostUpgrade.This tool uses the information created by the
WA SPreUpgrade toolto restore the previous Version 3.x configuration to aVersion 4.0 installation.

Because the Version 4.0 product adheres to the J2EE programming model and earlier versions do not,significant changes are required to
apply theVersion 3.x configuration to a Version 4.0 installation.

Creating and deploying J2EE applications

The J2EE programming model specifies an architecture for how applicationsare created and deployed. Because applicationsin Version 3.x
were not architected in the same manner, the migration process re-creates these applications.All migrated Web resources and enterprise
beans are created in J2EE applications.All enterprise applications defined in the Version 3.x installation are mapped into J2EEapplications
with the same name and deployed in the default server.All other Web resources and enterprise beans that are mapped but not includedin an
enterprise application are mapped into a default J2EEapplication called DefaultApplication.

Web applications are mapped to J2EE WAR files. Enterprise beans are deployed as EJB 1.1 beansin J2EE JAR files. These resources are
combined in a 2EE EAR file and deployed in the Version 4.0 configuration. There are some differences between the EJB 1.0 and EJB 1.1
specifications, but in most cases, EJB 1.0 beans can run successfully as EJB 1.1 beans. It is recommendedthat you carefully analyze

WA SPostUpgrade.log(see the end of this topic), because detailed informationspecific to each bean deployed is saved in the log.

Security

Security settings that were applicable in the Version 3.x environmentare applied to J2EE security attributes as part of the migration process.

Samples

Samples are not migrated; they have been updated specifically forJ2EE in Version 4.0. The new samples should be used instead of the
onespreviously provided with Version 3.x product.

Mapping details
See the Related informationfor more specific information about how objects and attributesare mapped to the Version 4.0 configuration.

WASPostUpgrade parameters

If the configuration is being restored on an Advanced Edition installation,the administrativeserver must be running for this command to run
successfully.

com i bm websphere. m gration. post upgrade. WASPost Upgr ade backupDbDi r ect oryNane[ -i nport

xm _data_file][-adm nNodeNane prinmary_node_nane] [ - naneSer vi ceHost host _name [ - naneServi cePort
port _nunber]][-traceString trace_spec [-traceFile file_nane]][-substitute

"keyl=val uel[; key2=value2;[...]]"]

Thefirst parameter of the command is required. The others areoptional, except as noted. A summary follows:

« backupDirectoryName - The name of the directory that contains thesaved configuration and files created by the WA SPreUpgrade
command.Thisis arequired parameter.

« [-import xml_data file] - This optional parameter can be used to specify an XML datafile that was created by using theVersion 3.x
XML Config toal. If this parameter is not specified,the default XML configuration file (websphere_3x_backup.xml) in the backup
directory isused.

« [-adminNodeName primary_node_name] - The name of the administrative nodefor the current installation. This parameter is
requiredif the configuration is being restored on an Advanced Edition installation. XML Config is called with this parameter.

« [-nameServiceHost host_name [ -nameServicePort port_number]]- If specified,these optional parameters are passed to the
XML Config call. They can be used to override the default host nameand port number used by XML Config. These parameters are
used onlyif the configuration is being restored on an Advanced Edition installation.

« [-traceString trace_spec [-traceFilefile_name]] - These optional parameters are used to gather trace information for use bylBM
service personnel. The value of traceString is” * =al | =enabl ed" and must be specified with quotation marks to be processed
correctly.

iG[-substitute "keyl=valuel[;key2=value?;[...]]"] - If specified,this optional parameter is passed to the XML Config call.It is used for



substitution of security valuesin the XML datafile.In theinput XML file, each key should appear as $key$ for substitution.

Logging

The WA SPostUpgrade tool displays status to the screen whileit is running.WA SPostUpgrade also saves a more extensive set of logging
information in the logs directory. The file, WA SPostUpgrade.log, can be viewedwith a text editor.
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3.2.2.2.4: Mapping configurations to Version 4.0

This section details how objects and attributes are mappedto the Version 4.0 environment when you restore a
configurationfrom an earlier product version.

18

Directories stdin, stdout, and stderr; passivation directory and working directory

Because the typical location for these directories might include Version3.x installation directories and
the location might be different in the new Version 4.0 installation, additional checking is donefor these
entriesif they are specified. Changed from Version 3.x, the default location forstdin, stdout, and stderr is
the logs directory inVersion 4.0 installations. Existence of the passivation and working directoriesis
checkedbefore the directories are mapped. If they exist, they are used; otherwise, appropriate defaults
are used instead.

Enterprise beans

EJB 1.0 was the only specification level supported in Version 3.x;EJB 1.1 isthe only level supported in
Version 4.0. However, many EJB 1.0 beans can be deployedas EJB 1.1 beans successfully. Enterprise
beans are redeployed automatically as part of the application migration phase. Be sure to check

WA SPostUpgrade.log for details of the deployment of thesebeans; make required changes and redeploy.

JDBC providers and datasources

JDBC and DataSource objects are significantly redefined in Version 4.0.These objects are mapped to the
new configuration by using the Version 3.x settings as input variables.

Y ou might notice a difference between thedatasources mapped from Version 3.x and those defined by
the samples. The differenceisin the user ID and password fields of the datasource. The samples provide
adefault user ID and password, but the migrated datasources do not. Thisis because user ID and
password data is defined in enterprise-bean bindings, not in the datasource. In Version 3.x, the
informationis defined at the container and EJB level and so must be mapped to theenterprise bean.

JSP levels

JSP 0.91 is not supported in Version 4.0.JSP objects that are configured to run as JSP 0.91 are not
migrated, but they are noted in the output and logged. JSP 1.0 and 1.1 objectsarerun as JSP 1.1,
because thatis the only supported JSP level in Version 4.0.

Models and clones

Models and clones have been dramatically redefined in Version 4.0.Application servers are the only
objects supported as models and clonesin Version 4.0.Thisis asignificant differencefrom Version 3.x,
in which many objects could be models and clones. All models andclones relating to application servers
are mapped to server groups in Version 4.0.

During the migration of all other objects that were previously clonable,special mapping occurs. All
clones are treated as simple objects and aremapped as if they were not clones. Models that are not
applicationserver models are ignored and not mapped.

Multiple application servers

In Version 4.0 Advanced Single Server and Advanced Developer editions, only one application server is
configured at one time. In Version 3.x, there can be many application servers defined at one time.
During migration of these objectsto one of these Version 4.0 editions,the names of the application
servers determine how migration occurs. If the names of the application servers match (for example,
Default Server), the attributes of the Version 4.0 object are updated to match the previous configuration,
and all children are migrated into that application server. If the names do not match, just the children of
that Version 3.x application server are migratedto the one application server in the Version 4.0
environment.



« Node name

A Version 3.x repositorycan contain more than one node name and its associated children. The

WA SPostUpgrade tool processes only those objects and children that match the node that is being
migrated. This determination is made by checking the names of nodes in the configuration files with
fully qualified and nonqualifiednetwork names of the machine that is being migrated.

e Servlet Redirector

Servlet Redirector is not supported in Version 4.0; these objects are ignored.
« Transports
The default transport type of the Servlet Enginein Version 3.x was Open Servlet Engine (OSE).

Because OSE transport is no longer supported in Version 4.0,these transports are mapped to HTTP
transports using the same port assignments.

« datasources.xml
In Version 3.x,a datasources.xml file could be used to augment datasource configuration settings. This

file was stored in the properties directory.If thisfile exists, the propertiesin the file are merged into the
configuration of the datasource and JDBC provider configuration.

Other mapping information

InaVersion 3.02.x environment,the arguments field in the Default Server object might contain a value of
- nx128mThisvalueisnot used in the Version 4.0 environment and isignored.This value can be removed
from the application server arguments field.

In Version 3.02.x,the name of the web/examples/showCfg servlet class was ServletEngineConfigDumper.In
versions 3.5 and later,the class name is com.ibm.websphere.examples.ServletEngineConfigDumper.Be aware of
this name change if you plan to use this classin the Version 4.0 environment.
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3.2.3: Migrating from Version 4.0 Advanced Single Server Edition

A summary of the migration process follows.Most of thisis done for you by the product installation program.
1. Install the Version 4.0 Advanced Edition product.

2. If automated migration is not chosen in the previous step,manually migrate the single-server configuration to the new installation.
3. Restore user datafilesin the new installation.
4. Uningtal the single-server product.

The rest of this article primarily addresses step 2.

Important:If your current installation uses a configuration file other than server-cfg.xml,you must manually migrate the configuration as
described in the next section.

Migrating administrative configurations manually

A tool for migrating Version 4.0Advanced Single Server Edition administrative configurationsis provided.There are two ways to migrate these
configurations:

« Usethe automated migration that is part of product installation.For details, see the related information.

« Manually complete the same steps as the automated migration support would. This might be necessary for nonstandard
installations.Information to support this task follows.

The manual migration process

This process uses the SEMigrator.bat file (SEMigrator.sh on UNIX platforms).This file can be found in the bin directory of the Advanced
Edition installation.

If the single-server installationuses Default Server for its applications, the default configuration must be installed in the Advanced Edition
installation. The SEMigrator tool does not migrate default configurations, andthe absence of Default Server in the Advanced Edition
configuration might cause migration to fail.

Do not uninstall the single-server installation: Preserveit asit isuntil migration is finished.

1. Run the SEMigrator tool from the bin directory of the Advanced Edition installation.As discussed in the following section,either the tool
creates an output XML file for use in the following step,or the tool completes a one-step migrationthat is comparable to a full automated
migration.

2. If the previous step creates an output XML file (for example, output.xml),run the XML Config tool to import the configuration, as
follows:

XMLConfig -inport output.xm -adm nNodeNane admi n_node_nane

3. Copy therelevant application EAR directories from the installedApps directory of the single-server installation to the Advanced Edition
installedApps directory. Be sure not to copy EAR directories for the sample applications;overwriting the Advanced Edition sample
application configurationwill probably result in erratic behavior.

This completes the configuration migration process. Y ou might see certain errors or warnings at the command window if the SEMigrator tool
tries to re-create configuration objects that already exist in the Advanced Edition installation(for example, JDBC providers or enterprise
applications).

The SEMigrator tool does not migrate sample applications from the single-server installation. If installation of sample applications and the
default configuration is required,please choose the appropriate options during Advanced Edition installation.

SEMigrator parameters

In the following section, AEsrefers to Advanced Single Server Edition.AE refers to Advanced Edition.

SEM gr at or -xm File xm _data_file -adm nNodeNane primary_node_nane [ -srcNodeName
AEs_node_nane ] [ -destNodeNane AE node_nanme ] [ -outputFile output_XM__file_name ] |

- nameSer vi ceHost host _nane [ -naneServicePort port_nunmber ]] [-traceString trace_spec [-traceFile
file_nane]]

A summary of these parameters follows:

« -xmiFilexml_data file - Fully qualified path name for the Advanced Single Server Editionconfiguration XML file, typically
config\server-cfg.xml.

« -adminNodeName primary_node_name -The name of the node on which the Advanced Edition administrative server isinstalled. The
administrative server must be runningif the outputFile parameter is not specified.

o [ -srcNodeName AEs_node_name] -The source node name for migration, that is, the name of anode in xml_data file.This defaults to
the first node in xml_data file.
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[ -destNodeName AE_node_name ] -The destination node name for the migration. This defaults to primary_node_name.
[ -outputFile output_ XML _file_name] -The use of this option makes migration a two-step process.

If this parameter is specified, the SEMigrator tool creates an XML file with the specified name, which can then be imported by using
XML Config to finish the migration. For more information on XML Config, see the related information.

The absence of this parameter makes this process equivalent to an automated migration; it requires a running administrative server on the
primary node.

[ -nameServiceHost host_name [ -nameServicePort port_number ]] -The host and port address for the naming server. This pair must be
specified if one-step migration is being attempted and the administrative server is running on a remote node. Unless changed previously
by administrative actions,typical settings for these parameters are the host name of the administrative server and 900, respectively.

[-traceString trace_spec [-traceFile file_name]] -The trace specification for thistool.
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3.2.4: Migrating Web server plug-ins

If the WebSphere Application Server Version 3.x plug-in for your web server uses Open Servlet Engine (OSE)
transport, you must switch to HTTP transportwhen migrating to WebSphere Application Server Version 4.0.

There are two ways to migrate from OSE transportto HTTP transport. The following instructions are specific to
the Web server being supported and assume that you can successfully migrate existing Web applications:

« When migrating all machines at once

« When migrating one machine at atime

When migrating all machines at once

All-at-once plug-in migration is the easierof the two methods.

1. Make sure that the Web server installationis at the supported level.If you are unsure what level of Web
server product is supported, seethe Related information.

2. Make sure that you have the correct plug-ins installed on the Web server machine.

o If the Web server and application server are installed on the same machineand you selected the
appropriate Web server during application server installation,further updates are probably not
necessary.

o Otherwise, run the application server installation program on the Web server machine and select
Custom installation. Then select only the Web server plug-insfor installation. Thisinstalls the
plug-ins needed to run and makes the necessary configuration changes for the supported Web
Servers.

3. Migrate the machines from Version 3.x to Version 4.0.
4. Regenerate the plug-in configuration file.

o If the Web server and application server are running on the same machine,further changes to the
plug-in configuration file are probably not necessary.

o Otherwise,make sure that the hostname attribute for the transportsis set to the host name or 1P
address on which the application server is running.

5. Move the plugin-cfg.xml file to the correct location in the Web server installation.

When migrating one machine at a time

It is possible to run the Version 3.x OSE plug-in and the Version 4.0 HTTP plug-in in the same Web server
installation. This enables you to keep a cluster of Version 3.x machines and a cluster of Version 4.0 machines as
you migrate machines one at atime from Version 3.x to Version 4.0.The instructions for incremental migration
vary by Web server product and by platform.In all cases, however, the URI for an machine must be unique in
the routing rules for the plug-in. For example, you can't have/ ser vl et / * defined in both the OSE properties
fileand the HTTP configuration file.If there is duplication, operating behavior will be erratic.

On Windows, make sure that the directory that contains the plugin_common.dll file has been added to the
system path.(Otherwise, the Web server plug-inswill not load.)It might be necessary to reboot the computer
after you have updated this environment variable.
Plug-in migration has been tested with the followingWeb server products:

e IBM HTTP Server

« iPlanet
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e Lotus Domino
e Microsoft IIS

Migration for IBM HTTP Server

1. Move the appropriate files from the bin directory of aVersion 4.0 application server installation.
o In Windows, move mod_ibm_app_server_http.dll and plugin_common.dl|
o In Unix, move mod_ibm_app _server_ http.so(sl)

2. Tothe httpd.conf file, add the lines for configuring the Version 4.0 Web server plug-in
(/http/webservers.html).

3. Regenerate the plug-in configuration file on the application server machine after you have the machine
migrated. Be sure the hostname attributes of the transports are set to the host name or | P address of the
machine on which the application server is running.

4. Move the plug-in configuration file into the Web server installationso that it isin the location specified
by the WebSpherePluginConfig directive in the httpd.conf file.

5. Restart the Web server; you should be able to access applications that runon both Version 3.x and
Version 4.0 application server clusters.

6. Asyou migrate more machines over to Version 4.0,you must regenerate the Web server plug-in
configuration after migration and move the plug-in configuration file to the Web server installation.Y ou
should also remove the machine from the OSE files by either manually editing them or removing the
machine from the Version 3.x instances and then regenerating the OSE property files.

Migration for iPlanet

1. Move the appropriate files from the bin directory of aVersion 4.0 application server installation.
o InWindows, move ns41_http.dll and plugin_common.dll
o InUnix, movelibns4l http.so(dl)

2. Tothe obj.conf file, add the lines for configuring the Version 4.0 Web server plug-in
(/http/webservers.html).

3. Regenerate the plug-in configuration file on the application server machine after you have the machine
migrated. Be sure the hostname attributes of the transports are set to the host name or IP address of the
machine on which the application server is running.

4. Move the plug-in configuration file into the Web server installationso that it isin the location specified
by the bootstrap.properties variablefor the Init directive in the obj.conf file.

5. Restart the Web server; you should be able to access applications that runon both Version 3.x and
Version 4.0 application server clusters.

6. Asyou migrate more machines over to Version 4.0,you must regenerate the Web server plug-in
configuration after migration and move the plug-in configuration file to the Web server installation.Y ou
should also remove the machine from the OSE files by either manually editing them or removing the
machine from the Version 3.x instances and then regenerating the OSE property files.

Migration for Lotus Domino

Make sure that the registry is set correctly. If you have not previously installed the Version 4.0 application
server on the Web server machine,add a key called 4.0 to WebSphere Application Server and then add the
Plugin Config variable to the key for the Web server plug-in to load. The complete instructions for this can be
found in the instructions for manually configuring the Web server plug-in (/http/webservers.html).
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Move the appropriate files from the bin directory of aVersion 4.0 application server installation.
o In Windows, move domino5_http.dll and plugin_common.dl|
o InUnix, move libdomino5_http.a(so,d)
Follow the steps for manually configuring the Version 4.0 Web server plug-in (/http/webservers.html).

Regenerate the plug-in configuration file on the application server machine after you have the machine
migrated. Be sure the hostname attributes of the transports are set to the host name or IP address of the
machine on which the application server is running.

Move the plug-in configuration file into the Web server installationso that it is in the location specified
by the Plugin Config variable that you added to the registry.

Restart the Web server; you should be able to access applications that runon both Version 3.x and
Version 4.0 application server clusters.

As you migrate more machines over to Version 4.0,you must regenerate the Web server plug-in
configuration after migration and move the plug-in configuration file to the Web server installation.Y ou
should also remove the machine from the OSE files by either manually editing them or removing the
machine from the Version 3.x instances and then regenerating the OSE property files.

Migration for Microsoft IIS

Make sure that the registry is set correctly. If you have not previously installed the Version 4.0 application
server on the Web server machine,add a key called 4.0 to WebSphere Application Server and then add the
Plugin Config variable to the key for the Web server plug-in to load. The complete instructions for this can be
found in the instructions for manually configuring the Web server plug-in (/http/webservers.html).

1
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Move the files iisWASPIugin_http.dll and plugin_common.dll from the bin directory of aVersion 4.0
application server installation.

Follow the steps for manually configuring the Version 4.0 Web server plug-in (/http/webservers.html).

Regenerate the plug-in configuration file on the application server machine after you have the machine
migrated. Be sure the hostname attributes of the transports are set to the host name or | P address of the
machine on which the application server is running.

Move the plug-in configuration file into the Web server installationso that it is in the location specified
by the Plugin Config variable that you added to the registry.

Restart the Web server; you should be able to access applications that runon both Version 3.x and
Version 4.0 application server clusters.

Asyou migrate more machines over to Version 4.0,you must regenerate the Web server plug-in
configuration after migration and move the plug-in configuration file to the Web server installation.Y ou
should also remove the machine from the OSE files by either manually editing them or removing the
machine from the Version 3.x instances and then regenerating the OSE property files.



3.3: Migrating APIs and specifications

IBM WebSphere Application Server supports awide variety oftechnologies for building powerful enterprise
applications. Astechnology advances, particularly in the area of Java components, new Application Server
product versions advance to support and extend the most contemporary open specification levels.

If your existing applications currently support different specification levels than are supported by this version of
the product, it islikely you will need to update at least a few aspects of the applications to comply with the new
specifications.

In many cases, IBM extends the specification levels that are currentlysupported by the product to provide
additionalfeatures and customization options. If your existing applications use extensions from earlier product
versions, mandatory or optional migration could be necessary to utilize the same kinds of extensionsin the
current version.

From Version 3.0x to Version 4.0, the main migration areas concern the IBM extensions and the JDK. In
contrast, migrating from Version 2.0x requires updating applications with respect to the open specifications,
such asthe Java Servlet API.

The table summarizes potential migration areas. See theRelated information below for instructions pertaining to
each area.

: Need to .
: Support in current : Need to migrate :
Functional area : migrate 5 Details
version from V3.x? from V2.0x"

* Many EJB 1.0 applications
will run unchanged in Version
4.0; however, some
changesmay be required or

: PI * % recommended. See article
Enterprise beans EJB 1.0 Specification |Y es* Yes 3.3.1 for more information.

** \Version 2.0x offered only
limited EJB 1.0 Specification

support
Article 4.2.1.2.1adescribes the
Servlet 2.2 APIs.
Servlet 2.1 .
Servlets Specification and Y es* Yes Many Serviet 2.1

applications will run
unchanged in Version 4.0;
however, some changes may
be required or recommended.

Article 4.2.1.2.1adescribes the

IBM extensions

new Serviet 2.2 APIs.
Servlets gge\g?f czaﬁ on No not applicable

Version 2.0x supported the

Servlet 2.0 Specification.
ISP files JSP .91 Specification |Yes Yes JSP 0.91 I not supported in

Version 4.0.
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JSP files

JSP 1.0 Specification

Y es*

Yes

* Many JSP 1.0 applications
will run unchanged in Version
4.0; however, some changes
may be required or
recommended.

Version 2.0x only supported
the JSP .91 Specification.

JSPfiles

JSP 1.1 Specification

No

not applicable

Version 2.0x only supported
the JSP .91 Specification.

XML

XML 2.0.x supported

Yes

Yes

See article 3.3.4 for migration
requirements.

JDBC and IBM
database connection
support APIs

JDBC 2.0;
connection pooling
model

Yes

Yes

V2.0x supported JIDBC 1.0
and a connection manager
model.

If still using Connection
Manager, you mustswitch to
connection pooling.

Do not forget to switch to
supported JDBC 2.0 drivers.

User profiles

IBM user profile
APIs

No

Yes

Need to migrate from V2.0x
deprecatedclasses for use with
V4.0.

Sessions

IBM session support
APIs

No

Yes

Need to migrate from V2.0x
deprecatedclasses, changesto
clustering, URL encodingfor
use with V4.0.

Security
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IBM security support

No

No

No action required.However,
unlike previous versions,
Version 4.0 does not protect
URIsserved by an external
Web server.One way of
protecting these is byusing the
WebSeal product; see article
5.6.

Version 4.0 continues to
protect URIs(including URIs
for HTML files) that are
served by the application
server.
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Transactions

Java 1.2 transactions
support

Yes

Yes

Version 3.0x provided
proprietary IBM packages to
simulateJava 1.2 functionality.
Version 2.0x did not provide
anysupport. Migrate to
Version 4.0 if your
applications require thiskind of
support.

XML configuration

XML Config tool

Yes

Yes

The XML Configuration
Management Tool

(XML Config) wasintroduced
inVersion 3.02.The DTD and
many of the interfaces
havechanged in Version
4.0.XMLConfigisnot
supportedin Version 4.0
Advanced Single Server
Edition.

WebSphere Control
Program

WSCP

Yes

not applicable

The WebSphere Control
Program (WSCP) was
introduced in Version
3.5.Many of the interfaces
havechanged in Version 4.0;
seeonline help.WSCP is not
supportedin Version 4.0
Advanced Single Server

Edition.
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3.3.1: Migrating to supported EJB specification

Migrating from Version 3.x

The EJB specification level for Version 4.0 changed from that of Version 3.x.In Version 4.0, the EJB
specification level isEJB 1.1, not EJB 1.0.Changes due to the prerequisite of JDK 1.3 are also required:

« InVersion 3.02%, the JavaSoft standard packages.
j avax. sql . *j avax. transaction. *
were present under non-standard names. In Version 4.0, they are present undertheir standard names.

Any code using WebSphere Application Server data sources,including BMP entity beans and session
beans that access databases, will needto be modified.

See articles 3.3.8 and 3.3.9 for instructions.

« Some of the stub classes for deployed enterprise beans have changed in JDK 1.3.Repdeploy all EJB
server JAR filesto generate the correct stub file references.

Be aware that, in general, JAR files generated prior to JDK 1.3 are source and binarycode compatible on a JDK
1.3 base. However, there are some incompatible cases. Forfurther details, see:

http://java. sun. conf products/jdk/ 1.3/ conpatibility.htm

I mportant: The task of deploying enterprise beanshas changed significantly.Start at article 6.3 for an overview
of theassembly and deployment process.

28


http://localhost/0802_makepdf/ae_orig/nav_Migrguidenav/060605.html
http://localhost/0802_makepdf/ae_orig/nav_Migrguidenav/060605.html
http://java.sun.com/products/jdk/1.3/compatibility.html
http://localhost/0802_makepdf/ae_orig/nav_Migrguidenav/0603.html

3.3.2: Migrating to supported Servlet specification
and extensions

Servlets will require migration if they are not of the supported specificationlevel (2.2) or they rely on deprecated
or removed IBM servlet extensions.

Migrating to the supported Servlet specification

Refer to the Java Serviet API 2.2 specification for complete information concerning new and deprecated APIs.
Article 4.2.1.2.1a highlights afew of the new and deprecated classes and methods.
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3.3.2.1: Example: Migrating HttpServiceResponse.callPage()
Callsto HttpServiceResponse.callPage() need to be replaced bycalls to RequestDispatcher, as shown.

Before -- Using HttpServiceResponse.callPage()

import java.io.*;inport javax.servlet.*;inport javax.servlet.http.*;public class UpdateJSPTest
extends HttpServl et public void doGet (HttpServletRequest req, H tpServl et Response res)

throws Servl et Exception, | OException { String nessage = "This is a test";
((com sun. server. http. HtpServi ceRequest)req).setAttri bute("nessage", nessage);
((com sun. server. http. Ht pServi ceResponse) res). cal | Page("/ Update.jsp", req); 1}

After -- Using RequestDispatcher

import java.io.*;inport javax.servlet.*;inport javax.servlet.http.*;public class UpdatelJSPTest
extends HttpServlet{ public void doGet (HttpServletRequest req, HtpServl et Response res)
throws Servl et Exception, | COException { String nessage = "This is a test";
req.setAttribute("nmessage", message); Request Di spatcher rd =

get Ser vl et Cont ext (). get Request Di spat cher ("/ Update. jsp"); rd. forward(req, res);

/1 ((comsun.server. http. HtpServi ceRequest)req).setAttribute("nessage", nessage);

/1 ((com sun.server. http. HtpServiceResponse)res).cal |l Page("/ Update.jsp", req); 1}
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3.3.4: Migrating to supported XML API

If your XML applications use XML for Java APl Version 2.0.x or earlier, you must migrate them to AP
Version 3.1 or the equivalent open-source version.

Although there are inherent performance improvementsin later versions ofthe XML for Java API, you can gain
additional performanceby explicitly using nonvalidating parsers in application environments where the data can
be trusted.

Issues for migrating from XML for Java API Version 1.1.x

The most significant change is that the TX-compatible APIs are no longer available.The Document API retains
the XML manipulation APIs that were in TXDocument,but the following functionality must be rewritten:

« Creating and loading an XML parser: We suggest the use ofa Java APl for XML Processing
(JAXP)factory class.

« Writing out the DOM tree:A serializer must now be used.

One drawback to the DOM Leve 2 implementation in thislevel of the XML for Java APlis that the
grammar (DTD or schema) is no longer anode in the DOM tree,so it cannot be written out. As aresult,
we recommend that only external grammars be used.Y ou can query the system ID of the root
elementand use it to retrieve the name that is specified in the <IDOCTY PE> statement.After the tree has
been written out to an XML file,you can read the file as text andinsert a<!DOCTY PE> statement.
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3.3.5: Migrating to supported user profile APIs

Migrating from Version 3.x

Changes to code are not required.However, configuration of the user profile has changed in Version 4.0.See the
Related information for instructions.

Migrating from Version 2.0x

The user profile implementation in versions 3.x and laterdiffers significantly from that in Version 2.0,as
follows:

Profile management functions
The user profile management functions are separated from the data elements (the el ements mapped to
the columns in the database schema).
The management functions in the com.ibm.websphere.userprofile.UserProfile class are deprecated and
disabled. The classisto be used solely for getting and setting data for individual instances of users.
Extending the base implementation

Y ou can now extend the base user profile implementation to include custom database columns and
import legacy databases.See the Related information for instructions.
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3.3.6: Migrating session management

Migration from Version 3.x

Some API changes are required in order to redeploy existing applications on Version 4.0.These include changes
to the HttpSession API itselfas well as issues associated with moving to support for the Servlet 2.2
specification.

Certain access methods have been deprecated in Version 4.0.These deprecated APIs still work in Version 4.0,
but they may be removed in a future version of the product.Changes are summarized in the following table:

\Wherever you use...| Usethisinstead
getValue() |getAttribute()
lgetValueNames()  |getAttributeNames()
[removeValue() [removeAttribute()
putValue() |setAttribute()

In accordance with the Servlet 2.2 specification, HttpSession objects must be scoped within asingle Web
application context; they maynot be shared between contexts.This means that a session can no longer span Web
applications. Objects added to a sessionby a servlet or JSP in one Web application cannot be accessed from
another Web application. The same session ID may be shared (because the same cookie isin use), but each Web
application will have a unique session associated with the session ID.

Relative to session security,the default Session Manager setting for Integrate Security isnow false. Thisis
different from the default setting in some earlier releases.

In addition, you may want to review the tuning options now available(article 4.4.1.1.7).

In previous releases of the product, JSPs that contai nedthe usebean tag with scope set to sessiondid not always
work properly when session persistence was enabled. Specifically, the JSP writer needed to write a scripletto
explicitly set the attribute (that is, call setAttribute()) if it was changed as part of JSP processing. Two new
featuresin Version 4.0 help address this problem:

« You can set dosetattribute to trueon the JSP InitParameter.
« You can set the Write Contents option to Write all.

The differences between the two solutions are summarized in the following table:

| | Appliesto... |Configured at ... | Action

. Assures that JSP session-scoped beans
dosetattribute set to true JSP JSP enabler alwayscall setAttribute()

All session data(changed or
unchanged) is written to the database

Zlvlme Contents option set to Write servlet or JSP|application server

If session persistence is enabled and a class reload for the Web application occurs, the sessions associated with
the Web application are maintained in the persistent store and will be available after the rel oad.

Some of these differences might impact how you choose to trackand manage sessions.

Migration from Version 2.0x

Relative to Version 2.0x, Version 3.0x introduced some changesto session support. See the Related information.
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3.3.6.1: Migrating from Version 2.0 session support

Note these changes to the implementation of sessionsin IBM WebSphereApplication Server Version 2.x.These
changes are in addition to those listed in article 3.3.6.

« The public classes in the com.ibm.servlet.personalization.sessiontracking package have been deprecated.

Application developers can still compile servlets using the old classes. (Specifically, the
IBM SessionData class typecast still works). However, the functions will return null or constant values,
and no processing or setting of values will occur.

« Clustering is now handled using a database or session affinity, and the Version 2.0 concept of session
cluster client and server is no longer valid because al nodes within a cluster are now considered equal.

« Extensionsfor sessionsto the Java Servlet APl are now encapsulated in the
com.ibm.websphere.servlet.session.|BM Session interface.

« If URL encoding is configured and response.encodeURL () or encodeRedirectURL () is called, the URL
isencoded, even if thebrowser making the HTTP request processes cookies. This differsfrom
thebehavior in previous releases, which checked for the condition and haltedURL encoding in such a
case.
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3.3.7: Migrating to supported security APIs

No action isrequired.
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3.3.8: Migrating to supported database connection
APIls (and JDBC)

Connection pooling (provided through DataSource objects) was introducedin IBM WebSphere Application
Server Version 3.0x. Applications that use Version 3.0x connectionpooling need to be changed slightly and
recompiled.

If existing applicationsare still using the connection manager model from Version 2.0x, you mustupdate the
application code to use the currentconnection pooling model (see the Related information). The shift in models
corresponds to a change in supported JDBCspecification levels.

ConnectionPreemptedException, introduced in Version 3.0x,no longer exists. StaleConnectionException has
replaced ConnectionPremptedException in all cases.For details,see the Related information.

Iltems newly deprecated in Version 4.0

The packages com.ibm.db2.jdbc.app.stdext.javax.sgl and com.ibm.gjs.dbm.jdbcext have been deprecated.
Applications using the com.ibm.gjs.dbm.jdbcext package will still be allowed to retrieve a datasource, but new
datasources cannot be created or bound into JNDI by using thisinterface. All new datasources must be created
by using com.ibm.websphere.advanced.cm.factory.DataSourceFactory.

The following methods in com.ibm.websphere.advanced.cm.factory.DataSourceFactory have been
deprecated:createJT A DataSource() and createJDBCDataSource(). These methods have been replaced with the
getDataSource(java.util.Properties) method.

The class com.ibm.gjs.cm.portability.StaleConnectionException has been deprecated. Applications currently

using this class will still function, but it is recommended that new applications be written using
com.ibm.websphere.ce.cm.Stal eConnectionException.
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3.3.8.1: Migrating from the Version 3.0x connection
pooling model

Connection pooling (provided through DataSource objects) was introduced in IBM WebSphere Application
Server Version 3.0x. Application componentsthat use Version 3.0x connection pooling need to be changed
dlightly andrecompiled.First, replace the following import statement:

i mport comibm db2.jdbc. app. stdext.javax.sql.*;

with this:
i nport javax.sql.*;

Connection pooling behavior in versions 3.5 and later changedrelative to that in Version 3.0x.1f your application
typically requirestwo or more connections to the same database manager,consider the multiple-connection
scenariosinArticle 0.14.2.
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3.3.8.2: Migrating servlets from the connection manager model

Servlets written to use the connection managermust be modified to use WebSphere connection pooling.

For most servlets, the migration consists of simple code changes. Because new servlets cannot use the connection manager, the details of connection manager coding are not discussed, except as needed in the migration.

Migration involves the following activities.For more details, see the related information.

Action - I
needed From something like ... To something like....

Update
import inport java.sql.*; inport comibm servlet.connngr.*; i nport javax.sql.*; inport javax.naming.*;
statements

| BMConnSpec spec = new | BMIdbcConnSpec( " pool name", true, "COM i bm db2. j dbc. app. DB2Dri ver", |Hashtabl e parnms = new Hashtabl e(); parnms. put (Cont ext. | NI TI AL_CONTEXT_FACTCRY,

"j dbc: subprot ocol : dat abase", "userid", "password");I|BMlonnMgr connMyr = I BMConnMgr Ut i | . get | BMZomniNgm(Yebspher e. nami ng. Wenl ni ti al Cont ext Fact ory"); Context ctx = new I nitial Context (parns); Dat aSo
Modify ( Dat aSour ce) ct x. | ookup("j ava: conp/ env/ j dbc/ Sanpl eDB") ;
servlet
init() where SampleDB is the name of the data source.
methods

The WebSphere administrator provides informationon the arguments for the put() and lookup() methods.

Modifying
how
servlets | BMIdbcConn cnConn = (1 BMIdbcConn) connMyr . get | BMConnect i on(spec) ; Connecti on conn = R _ . " P wy . .
obtainand [cnmConn. get JdbcConnection();...cnConn. rel easel BMConnection(); Connection conn = ds. get Gonnection("userid", "password”);...conn.close();
close
connections
Modify
preemption |Call verifylBMConnection() Catch com.ibm.websphere.ce.cm.Stal eConnectionException
handling

Considerations for new servlets

The connection manager APIs are not supported in the Application Server Version 4.0 environment. Y ou should not write new servlets using the connection manager. Instead, write new servlets using the current connection pooling model.




3.3.8.3: Obsoleteconnection manager APIs

Some connection manager APIs are intended only for monitoring purposes or internal connection manager use;
they do not have any practical use in production servlets. Therefore, such APIs were not migrated to the
Application Server Version 3.x environment and are not likely to be found in existing production servlets.

The following table lists the connection manager classes and associated methods that are no longer supported.
The classes are now obsolete, so the details of connection manager coding are not discussed.

| Obsoleteconnection manager class

M ethods

com.ibm.servlet.connmgr.|BM ConnMgrUtil

public static IBMConnMgr getlBM ConnMgr()

public static |BM ConnPool Spec
getPool Properties(String poolName)

public static void
addPool Properties(IBM ConnPool Spec spec)

public static String url ToPoolName(String url)

com.ibm.servlet.connmgr.IBMConnMgr

public IBM Connection
getl BM Connection(IBM ConnSpec connSpec)

public IBM Connection
getl BM Connection(IBM ConnSpec connSpec,
String ownerClass)

com.ibm.servlet.connmgr.|BM Connection

public boolean verifylBM Connection()
public void removel BM Connection()
public void releasel BM Connection()

com.ibm.servlet.connmgr.|BM JdbcConn

This classis derived from the IBM Connection class
above and it implements one additional method, as
shown.

public Connection getJdbcConnection()

com.ibm.servlet.connmgr.I|BM ConnPool Spec

This class and the associated methods are intended for
WebSphere Studio use only. Both methods are
constructors.

public IBM ConnPool Spec(String poolName,
String pool Type, int maxConnections, int
minConnections, int connectionTimeOut, int
maxAge, int maxldieTime, int reapTime)

public IBM ConnPool Spec(String poolName,
String pool Type)

com.ibm.servlet.connmgr.| BM JdbcConnSpec

The first three methods are constructors.

public IBM JdbcConnSpec(String poolName,
boolean waitRetry, String dbDriver, String url,
String loginUser, String loginPasswd)

public IBM JdbcConnSpec(String poolName)
public I1BM JdbcConnSpec()
public void verify()
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3.3.9: Migrating to supported transaction support

Version 3.x of the product ran with a1.1 level of JIDK. Version 3.x included packages written by IBM to
provide transaction support features usually provided by JDK 1.3. Now that Version 4.0 runs with JDK 1.3,
applications should no longer import the proprietary IBM packages, but instead import the open Java 1.3
packages that provide the required functionality.

1. InJavasourcefiles, find the import statement:

i nport comibm db2.jdbc.app.jta.javax.transaction.*
2. Change the import statement to:

i nport javax.transaction.*
3. Recompile the Javafilesusing JDK 1.3.

Other transaction considerations for Version 4.0:

« One database connection cannot be used across multiple user transactions. If anapplication component
obtains a connection to a database, then begins a transaction,the connection is closed automatically when
the transaction ends. The connectionmust be obtained again before beginning another transaction.

« Transactions that began by using UserTransaction now use the isolation level specified when the
enterprise bean is deployed.
In Version 3.02, the transaction isolation level defaulted to:
o REPEATABLE_READ for DB2
o SERIALIZABLE for Oracle
« Thetimeout units for transaction inactivity are in milliseconds.

« |f multiple datasource connections are involved in the same transactions,then JTA must be enabled on
those datasources. JTA must be enabled fortwo-phase commit actions.
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3.3.10: Migrating to supported XML configuration

The composition of almost al of the existing elements has changed.In some cases, these pre-existing elements
have children of adifferent type.In other cases, these pre-existing elements have a completely new set of child
elements. For details, see xmlconfig.dtd.

Changes for some elements are summarized in the following table:

| Element | Changed syntax

|contai ner |No longer exists;attributes of <container> are now part of <application-server>
ljdbc-driver [Now supports <install-info/> and <uninstall-info/> elements (optional)

Imodel INo longer exists;<model> has been replaced with <server-group>

|session-manager This configuration is now part of <application-server>

<data-source> is now contained in <jdbc-driver> and is no longer adirect child of

data-source <websphere-sa-config>

Changes from Version 3.x

For programmatic access:
« The XML Config constructor now throws NamingException and InvalidArgumentException.
« The XMLConfig tools now supports variable substitution and variable Hashtabl e setter.

The XML Config command line now supports the -substitute option for variable replacement.

41



3.5: Switching administrative databases

Suppose you want to switch from one supported database brand to another, foruse as the WebSphere
administrative database. Originaly, the WebSphere Application Server installation program prompted you to
enter information about the database configuration. This article provides instructions for switching to a different
database brand without needing to run the WebSphere Application Server installation program again.

Basically, you need to preserve the administrative configurationsas stored in the current database, switch the
administrative server settingsto point to the new database, then import the administrative configurationsinto the
new database. Follow these instructions:

1. Stop the WebSphere administrative server (or servers).
2. Usethe -export option of the XML Config command line administrative client toexport the configuration
information from the current administrative database.

3. Assuming you have already installed the database brand to which you are switching, start the database
management system for the database. Use the administrative facilities to create an appropriately named
database to use as the WebSphere administrative database.

4. Use the database conversion assistant to guide youthrough the necessary setting changes.

The Related information describes the settingsaffected by the database conversion assistant.

5. To have the new database contain configurations for the default application server and other default
resources, follow the instructionsin article 6.6.46 for an already installed product.

6. Use the -import option of the XML Config command line administrative client toimport the

configuration information that you exported earlier. Thiswill effectivelyput the contents of the former
administrative database into the new administrativedatabase.

7. Start the administrative server.

Besides checking that the tables and data were correctly imported to the new database, performing the last two
steps provides verification that the procedure was successful. If the administrativedatabase settings were not
modified successfully, the import would fail with SQL errorsrelated to creating tables and data that already
exist. (The import would be attemptingto write to the former database, from which it exported the data, instead
of to the newdatabase). Similarly, attempts to start the administrative server would fail with

SQL -relatedexceptions.
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3.5.1: Using the database conversion assistant to switch administrative
databases

The database conversion assistant hel ps you modify the WebSphere administrative serverconfiguration in order to switch from one administrative database
to another. This user-friendlyeditor leads you through the necessary changes to the database configuration informationstored in the administrative server

configuration and setupcmdlinefiles.

% The assistant helps you convert databasesettings.Y ou must also move databasecontent from the old database to the new database.(Y ou can use the
XML Config administrative client to do so automatically).Use the database migration assistant as part of the overall procedure described inarticle 3.5.

Obtaining and running the database conversion assistant

. Create a directory named DBUpgrade. Make sureiit is a subdirectory ofthe WebSphere directory in the product installation_root.
. Obtain the database conversion assistant file (a ZIP or JAR) from the among the tool soffered on theSupport page of the product Web site.
. Extract the database conversion assistant file contents into the DBUpgrade directory.
. If using Windows NT, add the following to the PATH environment variable:
product _installation_root\jdk\bin
5. Run the assistant:

A W DN P

0 dbupgrade.sh
o NT  dbupgradebat

6. Follow theinstructions in the assistant interface.

Troubleshooting

The tool might fail sometimes due to some extra entriesin the CLASSPATH or PATH environment variables. In this case, do the following:
1. Open acommand prompt window and set CLASSPATH and PATH as follows(so there are no other entriesin the CLASSPATH or PATH):
set CLASSPATH=product installation_root\jdk\lib\tools.jarset PATH=product installation_root\jdk\bin
2. Run the tool from the command prompt.Once the window is closed, the CLASSPATH and PATH settings willreset to the system settings.
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3.5.2: Settings to change when switching administrative databases

The following steps describe the settings modified by the database conversion assistant. It is highly recommended that you use the database conversion assistant to switch database settings,
rather than editing the settings by hand.

Note, the following example steps pertain specifically to switching from an Instant DB database to a DB2 database. Again, they are provided as a reference to what the assistant is doing.
Use the assistant to modify the settings.
1. Modify the administrative server configuration file, changing entries as follows:
o From:
com i bm ejs.sm adnm nServer. dbDriver=j dbc.idbDriver
To:
comibmejs.sm adnm nServer. dbDriver=COM i bm db2. j dbc. app. DB2Dri ver
o From:
comibmejs.smadm nServer. dbUser =
To:
comibm ejs.smadnm nServer. dbUser =db2admi n
where db2admin is the appropriate database user name.
o From:
comibm ejs.smadm nServer. dbPasswor d=
To:
comibm ejs.smadnm nServer. dbPasswor d=db2admi n
where db2admin is the appropriate database password.
o From:
comibmejs.smadni nServer. dbUrl =j dbc: i db: c: / WebSpher e/ AppSer ver/ bi n/ was. prp
To:
com i bmejs.smadm nServer. dbUrl =j dbc: db2: was
o Modify the entry that points to the database driver:
comibm ejs.smadnmi nserver.cl asspath
For example, change from:
c:/ WebSpher e/ AppServer/lib/idb.jar
To:
c:/SQLLI B/ javal2/ db2j ava. zi p
2. Modify product_installation_root/bin/setupCmdLine(setupCmdLine.sh on UNIX):
o Change from:
SET DB2DRI VER=c: \ WebSpher e\ AppServer\lib\idb.jar
To:
SET DB2DRI VER=c:\ SQLLI B\j ava\ db2j ava. zi p
as appropriate for the location of the database driver.
0 Setthe DB2_HOME entry:
DB2_HOVE=/ hone/ db2i nst 1
as appropriate for the installation root of the database product.
3. Modify the administrative server startup script:
o Change from:
DB_TYPE=I nst ant DB
To:
DB_TYPE=DB2
o Change from:
DBUSERI D=
To:
DBUSERI D=db2i nst 1
o Change from:
DB_| NSTANCE_HOMVE=
To:
DB_| NSTANCE_HOVE=/ hone/ db2i nst 1
4. Modify product_installation_root/properties/initial_setup.config:
o Change from:
<config-file>product _installation_root/hosts/default_host/Wssanpl esl DB_app/ Wesanpl es| DB_app_create. xm </config-file>
To:
<config-file>product _installation_root/hosts/default_host/Wssanpl es_app/ Wssanpl es_app_create. xm </config-file>
o Change from:
<val ue>j dbc: i bd</ val ue>
To:
<val ue>j dbc: db2</ val ue>
o Change from:
<val ue>product _installation_root/lib/idb.jar</val ue>
To:
44 <val ue>hone/ db2i nst 1/ sql | i b/ j ava/ db2j ava. zi p</ val ue>
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o <val ue>product _install ati on_root/bi n/ nyi db. prp</val ue>
To:
<val ue>WAS</ val ue>
where WASis the name of the DB2 database.
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3.5.3: Switching server databases to DB2/390

Y ou can use DB2/390 to store the HttpSession and administrative databases.Y ou can aso use DB2/390 with enterprise beans.

This article does not outline the entire process of switching.As applicable, this article focuses on two steps:database setup in DB2/390 and administrative
settings required in the application server.

If you are using DB2/390 in this capacity for the first time,additional configuration in the DB2 Connect product may be necessary.For more information, see
the DB2 Connect documentation.

Setting up the HttpSession database in DB2/390

Session Manager now supports DB2/390as a persistent datastore for failover support. Set up the database as follows:
1. In DB2/390, create the database table.
2. Createindexesfor ID and PROPID.
3. Usean SQL script like the following:

CREATE TABLE DATABASE. SESSI ONS (1 D VARCHAR(64) NOT NULL, PROPI D VARCHAR( 64)
NOT NULL, APPNAME VARCHAR( 64), LI STENERCNT SMALLI NT, LASTACCESS DECI MAL(21),
CREATI ONTI ME DECI MAL( 21), MAXI NACTI VETI ME | NTECER, USERNAME VARCHAR( 256) ,
SMALL VARCHAR(3313) FOR BI T DATA, MEDI UM LONG VARCHAR FOR BI T DATA, LARGE BLOB(2M,
TROW RON D GENERATED ALWAYS ) I N WAS. CMPTB001; CREATE TYPE 2 UNI QUE | NDEX
CvP. CMPNDOO1 ON DATABASE. SESSI ONS (I D, PROPI D) USI NG VCAT DSN610; COWM T,
CREATE LOB TABLESPACE CMPLS001 I N WAS BUFFERPOOL BP32K LOCKSI ZE LOB USI NG
VCAT DSN610 CLOSE NGO, CREATE AUX TABLE CMP. CMPLTOO1 I'N WAS. CMPLS001
STORES DATABASE. SESSI ONS CCOLUWN LARGE; COW T; CREATE | NDEX CWP. CMPLI 001 ON

CMP. CMPLT001 USI NG VCAT DSN610; COW T;
This statement creates the SESSIONS table in the default database,which on DB2/390 is not recommended.Therefore, you should add an | N
DATABASE( ) clausefor your particular production requirements.
o InDB2/390, set the RRULOCK parameter to YES.
This parameter setting ensures an update lock on the table,which is required for proper serialization of session data.Y ou can set this parameterby using
option 19 on panel DSNTIPB.
« |n Session Manager, specify the database and version.
a. Under the Persistence tab of Session Manager, assign the datasource thatpoints to the DB2/390 |ocation.
b. Specify the user 1D, database, and version in the userid field, as follows:
useri d: : dat abase$VxWer e :: and $V are separators userid is the userid for connecting
to dat abase dat abase is the database nane x is the version of the database (val ues
can be 6 or 7)
Examplefor DB2 Version 6: user 91: : u091db92$Vv6
c. Provide the password.
d. Apply the changes.

Setting up the administrative database in DB2/390

Before you start the setup in DB2/390, find the JCL file named db2390.sq], located in the bin directory. This sample is shipped with WebSphere Application
Server, Version 3.5.3 and later.

1. At aminimum, customize the JCL asfollows:
o For wasdb, substitute the name of the database in which thetables are to be defined.

o For hlq, substitute the high-level quaifier for the datasets. Thisis used in the DDL so that DB2 can associate the tablespaces with thelinear
datasets.

o For tgtVolume, substitute the target volume for dataset allocation.
2. Transfer the customized JCL file to the target OS/390 system.
3. Run the customized JCL.

The JCL stream is broken up into three steps, as follows:
1. DROPDB - The expected return codeis 0 or 8. Expect areturn code of 8 on thefirst run of this stream, because the database will not yet exist.

2. DEFTABLE - Expect areturn code of 0. This step creates the linear VSAMdatasets for the tablespaces, indexes, and BL OB tablespaces used
by the repositorystructure.

3. CRTTABLE - Expect areturn code of 0. DDL for the tablespaces,tables, and indexesisrun in this step. In this step, severa
GRANTstatements allow unlimited access to the tables by PUBLIC. The appropriatesecurity measures must be implemented as required in
your installation.

4. Before the administrative server is started,verify the following property setting in the admin.config file:
comibmejs.smadnmi nServer.dblnitialized=nocreate

4§his directs the administrative server not to try to create tables when DB2/390 is being used.



Using DB2/390 with enterprise beans

For session or BMP beans, you can use DB2/390 just as you would useany other version of DB2. No additional database setup or admininstrative
configuration is required.

Y ou can also use DB2/390 to store persistent data for CMP beans,but this support is limited to CMP beans developedin IBM VisualAge for Java, Version
3.5.3 or later. The appropriate DDL script for table creation isgenerated by Visual Age for Javainto the persister classfor the CMP bean.For more
information about this script,see the Visual Age for Java release notes for theEJB Development Environment component.

1. Inaprocess similar to that for setting up the administrative database, create the DB2/390 database, tablespace for the table, and tablespace for
anyBL OB fieldsin the schemafor the CMP bean.(In DB2/390, BLOB fields are mapped to the LOB datatype, which is storedin a separate
tablespace.)

2. Customize the DDL script provided by VisualAge for Java.
3. Using the customized DDL script, create the table forthe CMP bean.
4. In the application server, deploy the CMP bean.
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3.6: Interoperability with WebSphere Application Server for z/OS

Interoperability between the Advanced Edition (AE) product andWebSphere Application Server for z/OS can be achieved by usingRMI over 11OP to propagate
transaction and security contexts.

Transactions

WebSphere provides this function by supporting distributed transactions involving enterprise beans running in both theAE and z/OS application servers.To enable the
interoperability, set the following flagsin anAE server’s VM settings (system properties):

"-Dcomibmejs.jts.jts.Control Set.nati veOnl y=fal se""-Dcomibmejs.jts.jts.Control Set.interoperabilityOnly=true"
To set the arguments with the administrative console:

1. Select the application server node in the administrative domain tree.

2. Click the VM Settings tab.

3. Add the arguments to the System Properties list.

Important: The default installation of the AE productprovides a datasource that does not support the two-phase commit protocol. If your application involves a
resource manager on aworkstation and a resource manager on z/OS, you need to set up two-phase commit support. For this, you must use a JTA-enabled JDBC
provider on the AE productby selecting the DB2 implementation class to be COM.ibm.db2.jdbc.DB2X ADataSource.For details aboutdefining a datasource and
configuring it to use the JTA-enabled JDBC provider,see the related information.

Security authentication

In the Advanced Edition (AE) product, the security authentication servicesupports interoperability with WebSphere application servers for z/OS. If configured, this
supportallows only secure AE application servers to connectwith secure z/OS targets that authenticate user | Ds andpasswords defined in akey file.

Important: This support requires the applicationof corrective service to the z/OS product.For details, see the AE product release notes.

To configure a secure applicationserver to log on and access protected resourceson a secure z/OS target, perform the following steps:
1. Create akey file and add log-in information

. Enable security with the AE application server

. Enable security with the z/OS application server

Prepare avalid Java Key Store for the AE application server

. Configure the AE application server

o 0O N W N

. Configure the z/OS application server

Create a key file and add log-in information

First, akey file must be created.Log-in information (target realm,user ID, and password) for each differentz/OS target must be stored in the key filewhich issimply a
text file. When the security authentication service processes the key file,the passwordsin the file will be encoded.

Add information to the key filein the following format:

Real mNane User| D  Password

Make sure that the data conforms to the following rules:
« Oneream name, one user ID, and one password defined in each entry
« Oneentry per line
« No blank lines between entries
« Comments on separate lines only
» Begin any comment with a pound sign (#)

Example:

# Sanmple key file## First target real m#Target Real m server| D server Passwor d## Second target
real m#Tar get Real n2 server| D2 server Passwor d2## End of key file

The realm name of az/OS target is the IP name of thedaemon as specified in the configuration of the z/OS product. The user ID and password are as defined for
SSL-secured z/OS servers.

A sample file named wsserver.keycontains these instructions andis shipped with the AE product.After installation, the sample file can befound in
AE_installation_root\properties.Y ou may use or modify the sample file as needed for testing.

Note: The key filecan be placed anywhere on a host machinerunning the application server. However,it is recommended that you place the keyfile under a securable
file system (for example, NTFSfor Windows NT).

Enable security with the AE application server
Global security must be enabled.For details, see the related information.
Enable security with the z/OS application server

For detj\gs,seeWebSphere Application Server for ZOSand OS390: I nstallation and Customization (GA22-7834).



Prepare a valid Java Key Store for the AE application server

Secure Socket Layer (SSL) protocol is used to protectcommunication between AE and z/OS applicationservers. In order to complete the SSL connectionat both ends,
avaid Javakey storefor the AE server must be established asfollows. Y ou can use the Java key storefile that is already used by the AE application server. If you do
not have the key store file created already, see the related information to create one.

1. Extract the public key of the z/OS server by using the key management tool of z/OS.

For details, seeWebSphere Application Server for ZOS and OS/390: I nstallation and Customization (GA22-7834).

2. From the AE product, start the iKeyman tool to open the key store file of the AE application server. Using the iKeyman tool, add the extracted public key
from the z/OS server as asigner certificate into the AE server's Java storefile. For efficient key management, it is recommended that you store the public key
in the trust file.

For details, see the related information.

The AE server's Java key store file is nowready to interoperate with z/OS targets.

Configure the AE application server

After the Java key storefileisready andglobal security is enabled, resources like enterprise beans that will access z/OS also needto be configured. Before deploying
the enterprise beans,RunAs Identity must be configured for each enterprise bean accessing z/OS resources. Because the security authentication service
currentlysupports only AE application servers withz/OS targets, set RunAs Identity to System | denti ty.
Next, the server configuration must be updated.First, apply the Java key store file change as follows:
1. From the Administrator Console, select the application server.
. From the right panel, click the Services tab.
. Select Object Request Broker from thelist.
. Click Edit Properties.
. From the Object Request Broker panel, click Configure SSL.
. From the ORB SSL Configuration Properties panel, click the Enable SSL check box.

. Inthe Trust file namefield, type the absolute path for the previously created Java key store file. Provide the appropriate password and format for the trust
file.

8. Click OK twice to go back to the administrative console.
9. Click Apply.
10. If the server isaready running, restart it.

~N o o~ 0N

Next, set some Java properties as follows:
1. From the Administrator Console, select the application server.
. From theright panel, click the Servicestab.
. Select Object Request Broker from the list.
. Click Edit Properties.
. Set the Request timeout and L ocate request timeout propertiesto 0.

g~ WODN

When the z/OS application server isfirst started, no server region is available for processing work. It is therefore recommended that you set these two
propertiesto 0 in order to prevent potential timeouts.

6. Click OK twice to go back to the administrative console.
7. Click Apply.
8. If the server isaready running, restart it.

Finally, add a propertyto the property file used by the applicationserver (that is, sas.server.props). The com.ibm.CORBA .keyFileName propertymust be set to the
absolute path of the login key file created earlier,as follows:

com i bm CORBA. keyFi | eNane=c\ : / WebSpher e/ AppSer ver/ properties/wsserver. key

Configure the z/OS application server

For details,seeWebSphere Application Server for ZOS and OS390: I nstallation and Customization (GA22-7834).
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3.7: Interoperability with Version 3.5.x

The interoperation of Version 3.5.x and Version 4.0 installationsis supported only for versions 3.5.3 and later.

In order for Version 3.5.x installations to be able to access name servers on Version 4.0,an e-fix must be applied
to each Version 3.5.x installation.This e-fix, PQ48255, is applied to the ujc.jar and ns;jar files of the Version
3.5.x installation.The e-fix is necessary only for versions 3.5.3 and 3.5.4;releases after 3.5.4 will not require the
e-fix.

In order to use security between versions 3.5 and 4.0,the SSL protocol used in the Version 4.0 installation must
be SSLv3. In the sas.server.props and sas.client.props files,verify that the following property has been set:

com i bm ssl . protocol =SSLv3

Then follow the instructionsfor applying security across domainsin Article 6.6.18.1a.6.For additional
information about SSL interoperability,see article 5.7.3.
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