InfoSphere Traceability Server limited availability interim fix V2.0.0-LA001 readme
The InfoSphere Traceability Server V2.0.0-LA001 limited availability interim fix is provided to BMW to fix the specific issue mentioned below. This readme contain details of what is provided in the limited availability interim fix, the prerequisites and content of the limited availability interim fix, instructions on installation, and the instructions to return to your previous version.

Problem Description

APAR – JR34687 
Query does not provide the correct result with security enabled.   Query returns SQLException ORA-00942: table or view does not exist.
Prerequisites

InfoSphere Traceability Server V2.0 is installed along with all the prerequisites mentioned in the InfoSphere Traceability Server Installation Guide.
Contents

The limited availability interim fix consists of the following components:

· This readme file

· UpgradeFP.sh – the script that is used to install the limited availability interim fix

· 2.0.0-LA001-***.tar – the updated build file that contains the fix

*** = AIX or Linux depending on platform

Installation Instructions

The InfoSphere Traceability Server system needs to be updated with the limited availability interim fix tar 2.0.0-LA001-***.tar file that is provided in this limited availability interim fix.   

*** = AIX or Linux depending on platform

To perform this update, follow these steps:

1. Ensure that no users are using the InfoSphere Traceability Server system. 

2. Use the startRFIDIC.sh script to start the WebSphere Application Server. 
3. Use the following command syntax to install the interim fix tar file:

USAGE: ./upgradeFP.sh -ITS_HOME=<ITS install directory> -ITS_BUILD_PATH=<Path to the TS tar to be applied> 
#                                [-BACKUP_OLD_INSTALLATION=Y] 
#                                [-was_runas_user=<value>] 
#                                [-was_admin_user=<value>] 
#                                [-was_admin_password=<value>] 
#                                [-help - optional, to print usage] 

           Ex.

· ./upgradeFP.sh –RFIDIC_HOME=/opt/ibm/InfoSphere/TraceabilityServer 

·                   –RFIDIC_BUILD_PATH=/tmp/2.0.0-LA001-Linux.tar

-BACKUP_OLD_INSTALLATION=Y –was_runas_user=tsadmin

-was_admin_user=was_admin –was_admin_password=was_admin123  

This script performs three functions: 

1. Applies the binaries. 

2. Migrates the EAR files so that the security settings are retained 

3. Restarts the InfoSphere Traceability Server.
The system will retain the earlier configuration settings that are specified in the RFIDICServer.xml and rfidic-env.sh files. 

4. Reset the security policy. In the Databrowser go to the Security Policy Editor and delete the existing policy and re-import the same policy.

How to get back to previous version 
In a worst case scenario, you might need to return to the previous version of InfoSphere Traceability Server. It is strongly advised that you attempt to correct the error and proceed. However, if you must return to the previous version, complete the following steps:

1. Restore binaries to the earlier version using the binaries backup as the root user. [Only if you specified BACKUP_OLD_INSTALLATION=Y during the upgrade would the system have created the binaries backup as a tar. For example, the upgrade from InfoSphere Traceability Server V2.0 to any higher version would have created a tar file with the name -RFIDIC_backup.tar if you had specified a “Y” for the BACKUP_OLD_INSTALLATION parameter upgrade]. Restoring is done by extracting or copying the contents of this backup tar file on top of the current InfoSphere Traceability Server installation directory. Make sure that the files are in proper place by doing a manual check.

2. Reconfigure WebSphere Application Server and WebSphere MQ. Now the system has the earlier version’s WebSphere Application Server configuration script. 
3. As the root user, run the following command: "rfidic-was-cfg.sh" This command will configure WebSphere Application Server with the earlier version’s specifications. Similarly reconfigure WebSphere MQ using the rfidic-mq-cfg.sh file.

Note - All security role mappings will get lost since rfidic-was-cfg.sh will be rerun. So these security user-role mappings on the EARs needs to be noted down manually and after the rerun map them back manually onto the EARs
4. Restart InfoSphere Traceability Server, verify the version number of your previous version, and ensure proper system functioning.

