I
|
I
’
g
&
Ay

MobileEnterprise

IBM Endpoint Manager for Mobile Devices
Mobile Device Management

TSt P

© 2012 IBM Corporation




I
i
I
@
7/
g
&
\

MobileEnterprise

Executive Summary

= Android and iOS devices have quickly penetrated the enterprise, bringing
productivity gains, along with increased risk and cost

* |IBM Endpoint Manager for Mobile Devices delivers strong MDM
capabilities in an infrastructure that enables unified management of all
enterprise devices — desktops, laptops, servers, smartphones, and tablets

* |BM is uniquely positioned to deliver end-to-end app and mobile device
lifecycle management with Mobile Application Development Platform
(MADP), Mobile Device Management (MDM), and Telecom Expense
Management capabilities

2 © 2012 IBM Corporation
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Android and iOS accounted for 79% of all smartphone shipments

Share of global Q1 2012 smartphone
sales to end users, by OS

Symbian

8.6%

Android
56%

m Android miOS mSymbian mRIM = Bada mMicrosoft mQOthers

Source: Gartner 2012; does not include media tablets
3 © 2012 IBM Corporation
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Mobile devices magnify existing challenges and also pose unique
ones that significantly disrupt traditional management paradigms

Traditional Mgmt Model New Device Mgmt Paradigm

Enterprises provide all equipment Employees bring personal devices (BYOD)

Small set of supported platforms / models | Many different manufacturers / models

IT initiates and manages upgrades OS/app upgrades managed by carriers, OEMs, users

IT tightly controls apps and security Users control their own devices

Options for IT departments
¥ Don’t allow mobile devices because they are too hard to manage¥
3’6 Allow unmanaged and insecure mobile devices &
Invest in tools to secure and manage devices¥

4 © 2012 IBM Corporation
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IBM is uniquely positioned to deliver end-to-end app and mobile
device lifecycle management

Build & Connect

Key Capabilities
* Mobile web, hybrid and native
app development

* Enterprise data, service, and
application integration

* Enterprise wireless
networking

Extend & Transform

Key Capabilities
* Strategy, planning and
implementation

* Mobile-enabled solutions
including analytics, commerce,
and social business

* Mobile as a service

Manage & Secure

Key Capabilities
* Mobile lifecycle management
* Device analytics and control

* Secure network communications & management
S © 2012 IBM Corporation
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Managing Mobile Devices — The Problem

Security & Management end Qe
Challenges User ﬁ

=Potential unauthorized

access (lost, stolen) B ] §
"Disabled encryption « Mail / Caleriga_r/ Contacts E
"|Insecure devices * Access (VPN / WiFi) ===

connecting to network * Apps (app store)

* Enterprise Apps VPN / WiFi Corporate
"Corporate data leakage Network
_.@ Access
Encryption not enforced | ¢t

'
iCloud

(Cloud

=<—S3ync
iTunes
Sync

© 2012 IBM Corporation
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Managing Mobile Devices — The Solution

Endpoint Manager for Mobile
Devices

*Enable password policies
*Enable device encryption
*Force encrypted backup
*Disable iCloud sync

"Access to corporate email,
apps, VPN, WiFi contingent on
policy compliance!

*Selectively wipe corporate data
if employee leaves company

*Fully wipe if lost or stolen

2.

User

Secured by
BigFix policy

* Personal Mail / Calendar

* Personal Apps

Corporate Profile

* Enterprise Mail / Calendar
* Enterprise Access (VPN/WiFi)
* Enterprise Apps (App store or

Custom)

VPN / WiFi

4

Encryption Enabled

Corporate
Network
Access

@

iCloud

=<——Sync

© 2012 IBM Corporation
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PCs and mobile devices have many of the same management
needs

Traditional Endpoint Management Mobile Device Management
= OS provisioning = Device inventory = Device Wipe
= Patching = Security policy mgmt * Location info
- p M : . = Jailbreak/Root
ower Mgmt Application mgmt e
= Device config (VPN/Email/Wifi) = Enterprise App store
= Encryption mgmt = Self-service portal

= Roaming device support

* Integration with internal systems

= Scalable/Secure solution

o) | = Easy-to-deploy
\, = Multiple OS support
& = Consolidated infrastructure

© 2012 IBM Corporation
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IBM Endpoint Manager delivers a unified systems and security
management solution for all enterprise devices

Android / iOS / Symbian /
Windows Phone devices
Windows & Mac Windows Mobile / Kiosks /

Desktops/Laptops POS devices

Unix / Linux Servers

Supporting more devices...

...and more capabilities.

Device Inventory Endpoint Protection S/W Use Analysis
Patch Mgmt Power Mgmt  Security Config Mgmt Mobile Device Mgmt
Configuration Mgmt Remote Control OS Deployment

9 © 2012 IBM Corporation
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Benefits of an Endpoint Manager based Approach to Mobile

Device Management

* “Organizations...would prefer to use the same tools across PCs, tablets and smartphones, because it's

increasingly the same people who support those device types”

— Gartner, PCCLM Magic Quadrant, January 2011

= Although at some level mobile is unique, the devices are just another form of endpoints in your infrastructure.
This means whichever technologies you procure should have a road map for integration into your broader endpoint

protection strategy.

Reduces Hardware &

Administration Costs

* “Single pane” for mobile
devices, laptops, desktops,
and servers

* Single Endpoint Manager
Server scales to 250,000+
devices

* Unified
infrastructure/administration
model reduces FTE
requirements

10

— Forrester, Market Overview: Mobile Security, Q4, 2011

Fast Time-to-Value

* Enterprise-grade APls
enable integration with
service desks, CMDBs, etc
(Integrated Service
Management)

* Cloud-based content
delivery model allows for
rapid updates with no
software upgrade or
installation required

© 2012 IBM Corporation
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IBM Office of the CIO

Extending Corporate Access

“IBM's BYOD program “really is about supporting employees in the
way they want to work. They will find the most appropriate tool to
get their job done. | want to make sure | can enable them to do

that, but in a way that safeguards the integrity of our business.”

Jeanette Horan, IBM CIO

Customer Needs Key Features & Outcomes

* Support BYOD for a variety of mobile = 120,000 mobile devices, 80,000
platforms securely for a highly mobile personally owned, supported in
population months

= Scale to hundreds of thousands of * Integrated Lotus Traveler, IBM
devices Connections, IBM Sametime, and IBM

Endpoint Manager

11 © 2012 IBM Corporation
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How does Endpoint Manager manage mobile devices?

= Agent-based Management

— Android via native BigFix agent
— 108 via Apple’s MDM APls

* Email-based management through Exchange and Lotus Traveler
— Supported platforms: iOS, Android, Windows Phone, Windows Mobile, Symbian

— Lotus. Nutes.
Exchange Server

Category Endpoint Manager Capabilities

Platform Support Apple iOS, Google Android, Nokia Symbian, Windows Phone, Windows Mobile
Management Actions Selective wipe, full wipe, deny email access, remote lock, user notification, clear passcode
End-User Services Self-service portal, enterprise app store, authenticated enrollment (AD/LDAP)

Application Management Application inventory, enterprise app store, whitelisting, blacklisting, Apple VPP

Policy & Security Management Password policies, device encryption, jailbreak & root detection

Location Services Track devices and locate on map

Enterprise Access Management Configure email, VPN, and Wi-Fi; certificate management

Expense Management Enable/disable voice and data roaming

12 © 2012 IBM Corporation
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Mobile Foundation Potential Integration Scenario
Streamlined App Deployment Workflow

Recommended Apps - Apple i0S

Build app in Worklight

This dashboard allows the management

Recommended Apps -i0S

annlication

Imported Apps Recommended Apps
Worklight Environment Import into Endelnt
Create application folders for nfw enviranments. IE — M anager Ap p Store App Library
I gk Import app...
Project name: Worklight Deme N |
Application/Compenent: | Demanstration App ||  Display Hame Package Han
Create folders for | | WELDER. O Ay opagal
Mobile " "
—4 Angry Birds com.clickgamg
B ienone 4 L
= || ApptDisler com.foxgroup|
{5 Android phones and tablets
Blackacm | | Google Voice COMm.goagle &
«J Windows Phone
Desktop
@ Windows 7 and Visa
<] Adobe AIR

& Mac 05 X Dashboard

Today

Endpoint Manager customers can import and
distribute custom and 3<-party Apple and Android
apps via the Enterprise App Store

Future

Endpoint Manager customers could directly import
and distribute Worklight-built apps via Enterprise
App Store, thereby improving workflow between
Development and Operations

13

Select the type of app that you would like to import.
() Import app from IPA file

I|“||r

| () Impart app fram Worklight App Center |

| Next |
Cancel

Distribute App to
Employees

{

will Verizon T 3116 PM @ % or% =

Recommended Apps

Business
IBM Lotus Notes ©

IBM Lotus

Progisctiviy
“ Keynote [ ]
L Apple
Traved

i';s;:',-;,' ' Triplt - Travel Organizer &

Tripht

Frociuctiviny
Evernote [>]
&) Everncie

© 2012 IBM Corporation



-
~

[Ju]]
”:u:
il
A

MobileEnterprise

Mobile Foundation Potential Integration Scenario
Deny App Access

Scenario
Device is out of compliance with policy
—->Deny enterprise app access

)
%
<] L/O/
& %,
Q'bo On-going assessment of Ooé
R device compliance (é’o(,
OQQ* GO,
Periodic query for device
) compliance status End pOint
Worklight
(aopS) MEEGES
(devices)

14 L 2port compliance violation © 2012 IBM Corporation
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Electricity Provider

15

Adding Mobile Devices Without Adding Infrastructure

Serving 4.5 million customers in the southwestern region of the
United States, this electric company of 25,000 employees is a
leader in clean energy while exceeding reliability standards and
keeping consumer costs below average. They are experiencing a
migration from traditional endpoints to mobile devices.

e Support 20,000+ mobile devices

* Corporate and employee-owned, many
platforms and OS versions

* High availability for certain devices used in
the field

* Adherence to Internal security policies,
external regulations

Customer Needs Key Features & Outcomes

Scalability to 250,000 endpoints provides
room to grow

Added mobile devices to existing IEM
deployment in days

Ability to integrate with Maximo, Remedy
Responsiveness and agility of product and
product team

© 2012 IBM Corporation
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Summary

= Android and iOS devices have quickly penetrated the enterprise, bringing
productivity gains, along with increased risk and cost

* |IBM Endpoint Manager for Mobile Devices delivers strong MDM
capabilities in an infrastructure that enables unified management of all
enterprise devices — desktops, laptops, servers, smartphones, and tablets

* |BM is uniquely positioned to deliver end-to-end app and mobile device
lifecycle management with Mobile Application Development Platform
(MADP), Mobile Device Management (MDM), and Telecom Expense
Management capabilities

16 © 2012 IBM Corporation
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Endpoint Manager for Mobile Devices Dashboard

Maobile Device Management

_a1| Mobile Device Overview

[ Setup (9)

@ TEM 8.2 Windows Components Upgrac

@ Warnings (2)
4 [T Mobile Devices (26)
s @ Android Agents (1)
» [ Apple MDM (1)
» [ MS Exchange (11)
[ @ Lotus Traveler (13)
4 & Inventory
@ Device Information ()
i [ Lecation Information
E= Apps Management
ﬂ Installed Apps
ﬂ Offered Apps
@ App Offer Tasks (0]
I» £) Security Policies
4 & AppleiOs Profiles
ﬂ 105 Profile Configuration
@ Paszzcode (0)
@ Exchange ActiveSync (0]
@ Restrictions (0]

4 Mobile Device Overview

-~

m

Mobile Device Overview

Device Count by Type

14

12

10 4

[==]

Device Count

Android

iPad

iPhone

(n]e]|ms)

WinMobile

18
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A “Single Device View” enables administrators and helpdesk

personnel to easily view device details and take required action

Device Name
000000000000000

User Name
<nonex

Operating System

Device Details

Management Commands

Security Info

Installed Apps

Name

Device Wipe

Clear Passcode

View Device List

i Android (2.3.3)
% Model
3 sdk
-
1 This device has been rooted
Last Report Time  Dec 01, 2011 12:32:14 PM
Manufacturer  unknown
Carrier  generic
LastSyncTime n/a
Phone Number n/a
Agent Version §.2.867.0
Data Source  Mative
19

Last Report Time

Manufacturer
Carrier

Phone Number
Agent Version

Data Source

Device Name

nmakhani's iPad

User Name

nmakhani@us.ibm.com

Operating System
05 51.0

Model
iPad

Location

Location not Supported

6/26/2012 3:25:34 PM
Apple

nia

nia

8.2.11037.0

Apple MDM

Device Details

Management Commands

i0S Profiles Security Info

Device Details - Android / Apple i0§

GUID / IMEI

Serial Number

Name

Manufacturer

Last Server Communication
Authenticated User ID
Model

Device Ownership
Phone Number
UuID / UDID

Carrier

Model ID

Locale/User Language

nfa

W5044H82

BigFix iPad

Apple

Man, 25 Jun 2012 15:25:34 -0700
nfa

iPad

Organization

n/a
976e7dde31b9815f4f1d1al0acdbbebe?
nfa

MB293LL

en

Storage Information

Total Storage Space: 28 .56 GB

© 2012 IBM Corporation
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A flexible enroliment process enables organizations to include a
EULA and to collect critical device and employee data via
customizable questions

. Mobile Device Enroliment

Enroliment Questions

Please answer the following questions

Device ownership *
O | own this device

O My organization owns this
device

Department
[ Development '

() Full-time employee

Please explain why you want
to be managed by MDM

r |

awesome MDM solution. It must be
used for good and not for evil. Here
are the awesome terms for this
awesome MDM solution. It must be
used for good and not for evil. Here
are the awesome terms for this
awesome MDM solution. It must be
used for good and not for evil. Here
are the awesome terms for this
awesome MDM solution. It must be
used for good and not for evil. Here
are the awesome terms for this
awesome MDM solution. It must be

vinad far mand and nat far Al Uaea

@ | agree

Contact support

C Submit) ( Cancel)

will Verizon T 2:45 PM o % un=
s e
= ] ¥
IBM BigFix Profile...
S Verified
Description  Install this profile to enroll for

rmanagermaent by IBM BigFix,
Signed 1BM BigFix Profile Senicoe
Received Feb 9, 2012

Contains  Davice enrollment challengs

Maore Details »

20

wiil Verizon = LT z2u=

2:47 PM

There are no recommended
apps available at this time.

You will rgcinvi a notifcation whan tha

administiralor recommends new apps kor
you, You can also press the relrgsh Bution
on the lop of the screen 10 check for mivw

Al Appe

© 2012 IBM Corporation
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Distribute apps using the Enterprise App Store

@ } 91% =

watlll Vesizon = 209 PM @ % ag% = will Verizon = 316 PM @ % 87w D il Verizon 5

— - A—
Categ aries L Updates

Busingss Productivity

Business v’ IBM Lotus Notes [y mq Evernate
IBM Lotus 41.9
L &F | Evernote Upgrade

Progciuetivily
g Productivity 9’

Keynote L3 * New York Times ‘Top 10 Must-Have App’,
e o
gy |'=v0 81 "“"FI 1""| Err;:'p i Travel “ »
a able ol o insta

Appia Winner: TechCrunch Crunchies, Mashable
Awards and the Webbys. %

Maobile Client

Travel

F;.?;-; "~ Triplt - Travel Organizer & Evernote is an easy-to-use, free app that
Triph helps you remember everything across all of

the devices you use. Stay organized, save
Froduciivily your ideas and improve productivity. Evernote

Evernote ﬁ lets you take notes, capture photos, create to-

J | Evarnote do lists, record voice reminders--and makes
these notes completely searchable, whether
you are at home, at work, or on the go.

Key Features:

Cabegeries Al Apgp

21 © 2012 IBM Corporation
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Web reports provide at-a-glance mobile device deployment

overviews

22

| Mobile OS Distribution

' Android Detail

Version Device Count 1 v  Manufactur... Device Count |1 ¥
234 T Samsung [
233 4 HTC 5
402 3 Motorola 3
403 1 Unknown 3
321 1 Amazon 1
235 1
22 1

| Device Ownership | i0S Detail

Version Device Count |1 ¥  Device Type Device Count |1 v
51.0 10 iPhone 4 g9
5.0.1 i iPhone 45 T
511 5 iPad 4

4241 3 iPad 2 (WiFi) 3

435 pid iPhone 3GS pid

5.1 pid iPad 2 (G3M) 1

5.0.0 1 iPhone 4 (COMA) 1

5.0.0 1 iPad (3rd Gen 1

© 2012 IBM Corporation
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A user-friendly iOS Profile Configuration Wizard exposes the
configuration capabilities of Apple’s MDM APls

Passcode

Allow simple value
Permit the use of repeating, ascending, an{

| Require alphanumeric value
Require passcodes to contain at least one

0 ~ | Minimum password length (1-16, or 0 fo
B Smallest number of passcode characters g

0 » | Minimum number of complex characte
B Smallest number of non-alphanumeric char|

90 B Maximum passcode age (1-730 days, o]
Days after which passcode must be chang

0 » | Auto-Lock (1-5 minutes for iphone, or 2|
Device automatically locks when it is idle fi

4 B Passcode history (1-50 passcodes, or 0 {
The number of unique passcodes required

Hone ¥ | Grace period for device lock
Amount of time device can be locked witho

-

10 B Maximum number of failed attempts (4
MNumber of passcode entry attempts allowe

Restrictions

Device Functionality

Enable use of device features

|| Allow installing apps
|v] Allow use of camera
|| Allow FaceTime
|v] Allow screen capture
Allow automatic sync while roam

Allow Siri

KX

|| Allow Siri while device is lock
|¥| Allow voice dialing
|v] Allow In-App Purchase
|| Force user to enter iTunes Store [
v Allow multiplayer gaming

|¥| Allow adding Game Center friend

Applications
Enable access to applications on the de

[l Allrwar nea nf ¥YoanTuho

23

Exchange ActiveSync

Account Name

MName for the Exchange ActiveSync account

Exchange Active Sync Host
Microsoft Exchange Server

[¥] Allow Move
Allow user to move messages from this account

| Use Only in Mail
Send outgoing mail from this account only from Mail app

[¥] Use SSL
Send all communication through secure socket layer

| Use SIMIME
Send outgoing mail using S/MIME encryption

Domain
Domain for the account

[¥] Auto-populate user and email fields

© 2012 IBM Corporation
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A Self-Service Portal empowers employees to locate lost devices
and perform tasks such as lock, clear passcode, and device wipe

24

Mobile Device Service Portal

bkus@us.ibm.com Logout

Device Name User Mame

Operating System

Data Source

Device Commands

Lock Screen

Clear Passcode

Device Wipe

Show Command History

Show Command History

Show Command History

blus's iPhone blus@us.ibm.com 05 5.1.1 Apple MDM

blkus's ADRE400L blkusz@us.ibm.com Android 2.3.4 Mative

blus's iPad blkus@us.ibm.com 05 6.0.0 Apple MDM
Actions Device Details 105 Profiles Apps Security

© 2012 IBM Corporation
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IOS Jailbreak Notification

25

«ll Verizon 2 a8

10705

Thursday, February 9

92 % [}

Mobile Client

"Warning: Your device is
jailbroken"

111 I:l 1 Vel‘l

Thu Fri Sat Sun Mon Tue
64/48 61/52 57/46 55/46 54/43 54/45

* " = & i &

500 1,352.83 AAPL 494.22 G(

A 287 Cap:461.38 A 17.54 Cap
S!

% Mobile Client

Mobile Client
"Warning: Your device is jailbroken*

© 2012 IBM Corporation
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A unified report of password policies across all mobile OS’ makes
it easy for administrators to identify non-compliant devices

word Settings 24

Q' Lctivate G0 Deactivate | # Edit |25 Expott | Hide Locally Hide Globally | ¥ Eemove

Descripkion I Details  Results I.ﬁ.pplicable Computers (27) I

l'-.-'iew as lisk j

EL__'Q Applicable Computers (27) Compliter Mame | 05 ‘ | Passwiord Enabled | Passwiord Compliant | Passwiord Lengt., . | Require &lphan. .. | In: &
= £ By Retrisved Properties _E 358920045232227  Android (2.3.3) False True 1] False o
a Ev Computer Mame E 000000000000000  Andraid (2.3.3) False True 0 “undefined = <1
E] Ey 05 i FBG1BEDSAOF?S... Android (2.3.4) False True 1] False 1]
Elﬁ By Password Enabled Q2000033060984 Android (2.3.4) False True n <undefined = U
E] By Passward Compliant i 20000052220657  Android (3.2.1) False True 1] zundefined > U
ﬁ By Passwiord Length (i) i jniskala@us,ibr..,. Android (4.0,1) False True ] <undefined = <1
E] Bo REaii AR SR B4 E Guille's iFoca Apple o5 4.3,5 True True & True 3
i Al i Jim's iPad Apple 055,001 False True nja False nJe
E}ﬁ By Inackivity Timeouk {max) Eis i
P : E Ben's iPhonest Apple i055,0.1 True True g True 5
"El RiRassword Hax ik Sk B kelly Gibsor'siP...  Apple 05 5.0.1 True True 4 False 5
ﬁ By User hame B Bers ipad Apple 05 5.0.1 True True & True 15
=165 By Agent Type ApplI3049LIUXAS0 05 4.3.3 False False nfa False 2
E-E Native (6) B sopiizodculkaso 054,35 False False nia False nje_|
+|- L Prowy - Apple MDM (3) B copiFrodsaMDe4s 105 4.3.5 False False nla False nje
(-3 Proxy - Microscoft Exchan | @ applvs0S1FERASD 105 4.3.5 False False nla False njs
E:J--ﬁ By Group i ApplYSOSIFERASD 05 4.3.5 Falze False nja False nje
E ApplPw0s224ER45 105 4.3.5 False False nfa False e
i ApplPRO49IMOA45 105 4.3.5 False False na False ne
i Appl?WOS224EA45 105 4.3.5 False False n/a False n/z =
" T . Msbcbe i i I ] o _*I_I

26 © 2012 IBM Corporation
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View installed apps on Android and iOS devices

27

This dashboard lists the applications that are installed on managed devices.

Android Apps

Apple 05 Apps

L

OO0O00O0OD0OO0OD0ODODOCL

Apps List

Tag checked as:

Dizplay Name
Dropbox
XFINMTY TV
ApptDialer
Triplt - Travel Organizer
Mobile Client
Alfred

Trippy

INDE

Shazam
Kindle
Talkatone
Calculator Pro
Flashlight

iBooks

Tag

Blacklisted
Blacklisted
Enterprize
Enterprize

Enterprizse

1 4 Package Name

com.getdropbox. Dropbo:
com.comcast. cim.xfinityt
com.foxgroupco.apptdia
com.tripit.triptmobile
com.ibm.tivoli. mobileclien
com.alfredmobile.alfred
com.trippy.delightful
com.imdb.imdb
com.shazam.Shazam
com.amazon.Lassen
im.talkme talkmeim
com.apalen.calculatorpre
com.jehnhaney. Flashligh

com.apple.iBooks

Description

Version

1.42 147, 151
1.8.1

3.2

25 3.3.1

1.0.2, 8.2.11058, 82.11C
0.6.58.5305
1.0.44

22261

345

nia

1.4.1

1.3

4.1

335

Computer Count

|k

|= L2

ok

© 2012 IBM Corporation
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IBM Endpoint Manager for Mobile Devices Architecture

Apple Push
.. Notification Servers

~
~

== TEM Server

~

= p 3
et L
i A http / 523
@ |l '
EER . l

Mgmt
Extender
for iOS

Management Extender
for (Exchange or Lotus)

https \
N

[ Email Server J

Apple Push
Notification

(Exchange/Lotus)

ActiveSync
/1BM Sync -~~~ ActiveSyne b SRS W S .
' I ' Phones / Tablets
Desktops / i;  Servers %/ V/ \ |
Laptops & . i Android | [ wEmail | [ ARRle |
! Nl : ® - !
‘H ' il Lo ' 2 !
| P :
i ¥ ) ' 1\ Android App / NG -/ \_ Apple App o
. FullAgents /%  Full Agents ,

______________ ~ -
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Legal Disclaimer

.

.

30

© IBM Corporation 2011. All Rights Reserved.

The information contained in this publication is provided for informational purposes only. While efforts were made to verify the completeness and accuracy of the information contained
in this publication, it is provided AS IS without warranty of any kind, express or implied. In addition, this information is based on IBM’s current product plans and strategy, which are
subject to change by IBM without notice. IBM shall not be responsible for any damages arising out of the use of, or otherwise related to, this publication or any other materials. Nothing
contained in this publication is intended to, nor shall have the effect of, creating any warranties or representations from IBM or its suppliers or licensors, or altering the terms and
conditions of the applicable license agreement governing the use of IBM software.

References in this presentation to IBM products, programs, or services do not imply that they will be available in all countries in which IBM operates. Product release dates and/or
capabilities referenced in this presentation may change at any time at IBM’s sole discretion based on market opportunities or other factors, and are not intended to be a commitment to
future product or feature availability in any way. Nothing contained in these materials is intended to, nor shall have the effect of, stating or implying that any activities undertaken by
you will result in any specific sales, revenue growth or other results.

If the text contains performance statistics or references to benchmarks, insert the following language; otherwise delete:

Performance is based on measurements and projections using standard IBM benchmarks in a controlled environment. The actual throughput or performance that any user will
experience will vary depending upon many factors, including considerations such as the amount of multiprogramming in the user's job stream, the I/O configuration, the storage
configuration, and the workload processed. Therefore, no assurance can be given that an individual user will achieve results similar to those stated here.

If the text includes any customer examples, please confirm we have prior written approval from such customer and insert the following language; otherwise delete:

All customer examples described are presented as illustrations of how those customers have used IBM products and the results they may have achieved. Actual environmental costs
and performance characteristics may vary by customer.

Please review text for proper trademark attribution of IBM products. At first use, each product name must be the full name and include appropriate trademark symbols (e.g., IBM
Lotus® Sametime® Unyte™). Subsequent references can drop “IBM” but should include the proper branding (e.g., Lotus Sametime Gateway, or WebSphere Application Server).
Please refer to http://www.ibm.com/legal/copytrade.shtml for guidance on which trademarks require the ® or ™ symbol. Do not use abbreviations for IBM product names in your
presentation. All product names must be used as adjectives rather than nouns. Please list all of the trademarks that you use in your presentation as follows; delete any not included in
your presentation. IBM, the IBM logo, Lotus, Lotus Notes, Notes, Domino, Quickr, Sametime, WebSphere, UC2, PartnerWorld and Lotusphere are trademarks of International
Business Machines Corporation in the United States, other countries, or both. Unyte is a trademark of WebDialogs, Inc., in the United States, other countries, or both.

If you reference Adobe® in the text, please mark the first use and include the following; otherwise delete:
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