Tivoli Security – Traditional Target Audience


Please note that the Security Solution Seminar has two different primary targets, one for the “Traditional Enterprise” and one for the “Transforming Enterprise.”  There are two versions of the Seminar to target these specific audiences.

Seminar Target Audience – Traditional Enterprise

Traditional Enterprise Target Levels:

Primary Audience
Role
Objective

Chief Security Officer 
Decision Maker
Endorse security solution

CIO, Senior IT Management
Power Sponsor
Endorse security solution

IT Manager
Sponsor
Support security solution

Secondary Audience
Role
Objective
Customer References
Key Influencer
Publicize Tivoli solution benefits

Line of Business Executive
Influencer
Support security solution


Analysts
Influencer
Positive reports and recommendations

Press
Influencer
Positive articles

System Administrator
Influencer
Support security solution

Type of Customer:

· Large Enterprise, Tivoli Global 2000 

As a sub-group, we anticipate the best responses to come from the following:

· Tivoli customers that have not installed a Tivoli security solution
· Tivoli SecureWay customers with only a portion of the Tivoli security solution installed 
· IBM WebSphere and MQSeries customers
· IBM security customers
· Tivoli prospects 
Traditional Enterprise Customer Characteristics:

A Traditional Enterprise is concerned with increasing operational efficiency and effectiveness.  One of their objectives is to lower the costs of doing business.  This includes lowering the costs of security administration and management, while mitigating security threats (which are primarily internal).

The Traditional Enterprise typically has a basic Web presence.  Their current security environment typically includes:

· Dedicated security administration for each platform and security device (e.g. firewalls)

· Thousands of users whose identity is generally well known
· Multiple heterogeneous platforms and systems
· Legacy systems and applications, each with customized security built-in
· Predictable system and network usage
The security challenges faced by a Traditional Enterprise include:

· Adding, updating and deleting user profiles across multiple platforms and systems consistently and quickly

· Simplifying access for authorized users to multiple systems and applications

· Analyzing security alerts to identify real security threats

The typical Traditional Enterprise is experiencing the following concerns:

· Security costs are escalating
· Multiple systems administrators with platform-specific and point product-specific security skills are needed to implement security across a heterogeneous environment today
· Help desk costs are increasing, with a major component of help desk costs being password management and reset.
· An increasing number of systems administrators are needed to monitor alerts for security threats and security policy violations.
· Controlling access for specific users into enterprise applications must be custom-coded within each application.
· Unable to support e-business initiatives in a cost-effective way.

Exploiting the power of security, a Traditional Enterprise utilizes a Tivoli SecureWay solution to lower the cost and complexity of managing and accessing heterogeneous systems through:

· Single administrative console for all user profile actions, such as add, delete, update, including resource provisioning (authorized systems, applications, files and network resources)

· Single-action management to make a change once, in one place, and have that change automatically propagated to all relevant systems and servers within the network (S/390, Windows NT, Novell Netware, AS/400, Unix, etc.)

· User access through a single login to all authorized systems and applications, which reduces help desk costs through simplified password management. 

· Centrally manage and respond to diverse external and internal security threats and intrusions.  Correlation of security alerts to eliminate clutter, such as false positives, and quickly identify real security threats to speed response time.

Tivoli is able to provide a comprehensive solution for reducing security costs through its global support and services infrastructure and its comprehensive software and hardware solutions as an IBM company.

Tivoli SecureWay Entice Solution for Traditional Enterprise Customers:

The following are the Tivoli SecureWay products that would typically be included in the security solution for a Traditional Enterprise customer.  After leading with these products, the sale can then be expanded to include additional Tivoli SecureWay products, as well as other IBM and Tivoli solutions.

· Tivoli SecureWay User Administration

· Tivoli SecureWay Security Manager

· Tivoli SecureWay Risk Manager

· Tivoli SecureWay Global Sign-On

Key Verticals:

Financial Services Sector - security concerns in extending the functions available in the branches to alternative channels (i.e. Web, call centers, kiosks, cell phone, etc.).  Providing secure access to back-end systems from the branches will present additional opportunities.

Communications Sector - telecommunication providers are a large opportunity as they need to expand their service offerings while maintaining a secure environment.  Software scalability will be an issue as they have the largest number of users.  Large telecoms and service providers will be the primary focus as they are beginning to feel the strain of this type of expansion, and need a truly scalable solution.

Retail Sector – business initiatives for retail include increasing customer acquisition and retention through the development of multi-channel retail enterprises by accelerating new channel deployment and integration.  In addition, reducing the cost of operations by integrating with suppliers (store to warehouse and warehouse to supplier) in an e-marketplace exchange.  The Tivoli security solution provides key capabilities to implement these business initiatives.

Signature Selling Method Sales Aids:

Signature Selling Method sales aids specific to security have been created for several industries.  These sales aids are available on the MOT at http://mot.tivoli.com/sales_kits/securitymanagement/index.html
Recommended List Rentals:

50+ lists were reviewed - four recommendations are outlined below.  Three of the four lists have international names available for purchase. 

CMP Network and LAN Professionals. 

· Subscribers from CMP publications: Network Computing, Information Week, VAR Business, 32 other computer- related publications, websites and newsletters

· 1.5 million names

· Key selects: geography, job title, number of employees, purchasing authority

· International names available

· $175 USD per million, selects $10-$25 USD per million for each select

Cahners IT Marketplace. 

· Subscribers from Cahners’ magazines: EDN, Electronic Business, and 100s of websites, newsletters and tradeshows. 

· 1.6 million names

· Key selects: geography, job title, number of employees, purchasing authority

· International names available

· Names more likely to be hardware professionals. 

· Excellent service and quick response from Cahners reps

· $165 USD per million, selects $10 - $30 USD per million for each select
IDG Executives by Job Title.  

· Subscribers to IDG publications: ComputerWorld, PC World, 194 publications in 62 countries. 

· 1.5 million names

· Key selects: geography, job title, number of employees, purchasing authority

· Likely to be best source of international names

· $120 USD per million, $16-$36 USD per million for each select

· International names $200 U.S. per million
Harte-Hanks Market Intelligence (formerly ZD Computer Intelligence)

· IBM has “master contract” which can provide savings

· Support from dedicated sales rep

· Extensive profile of US company’s technology installations

· Lists can be ordered based on criteria such as:

· What LAN software and network tools are installed

· Types of mainframes and servers

· Number of nodes

· Individual names and job titles
· Complete sample profile shown online: http://www.accessci.zdmi.com/Pages/Leads/OutLine/Sample/Profile.htm

· Able to access and order online from 260,000 company records in US and Canada
· Information on companies updated every 12-18 months by phone survey
· Contact names updated every 12 months
List Purchase – Tradeshows and Events:

It is suggested that each region or geography negotiate list purchase from the owners of key security and industry-focused tradeshows and events in their region.  The list below outlines some of the key events in 2001 where Tivoli will have a strong security presence.

	Business Show / Event
	Date
	Location

	2001 events TBD
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