Tivoli Security – Traditional Target Audience


Direct Marketing Target Audience – Drive to Sales Campaign

Traditional Enterprise Target Levels:

Primary Audience
Role
Objective

Chief Security Officer 
Decision Maker
Endorse Identity solution

CIO, Senior IT Management
Decision Maker
Support Identity solution

IT Manager
Sponsor
Endorse Identity solution

Current Tivoli security customers
Influencer 
Support Identity Solution

Security Prospects from Launch
Sponsor
Support Identity Solution

Secondary Audience
Role
Objective
SMB Audience 
Key Influencer
Publicize Tivoli solution benefits

Line of Business Executive
Influencer
Support security solution


Type of Customer:

· Mainly Large Enterprise (1,000+ employees)

· Upper Middle Market, SMB space (minimum number of end-users is 250)

As a sub-group, we anticipate the best responses to come from the following:

· Tivoli customers that have purchased one or more products featured in the Identity kit (IBM Tivoli Identity Manager, IBM Tivoli Privacy Manager, IBM Tivoli Access Manager for e-business).
· IBM WebSphere and MQSeries customers
· IBM Security customers & prospects
· Security prospects identified at the October 2002 Launch. 
Customer Characteristics & Business Needs:

All businesses are concerned with increasing operational efficiency and effectiveness.  Currently, one of their objectives is to lower the costs of doing business.  We want to help them to understand that Tivoli security software can help them to lower the costs of security administration and management, while mitigating security threats.

Customer business needs are:

1) Better management and audit ability which allows more flexibility in assigning users to roles and the delegation of user/policy administration; 

2) Higher security for their e-business – customers need to provide consistent secure access to business information to customers, employees, and business partners 
3) Higher performance and flexibility in IT business processes 
4) Lower costs with highly productive and flexible administration 
5) Improved time-to-market with new software assets
The security challenges faced by many organizations include:

· Adding, updating and deleting user profiles across multiple platforms and systems consistently and quickly

· Simplifying access for authorized users to multiple systems and applications

· Analyzing security alerts to identify real security threats

Product Descriptions:
      IBM Tivoli Identity Manager - centralizes control over access rights across an enterprise, managing "who has access to what" resources, based on policies or rules associated with user roles. For example, Tivoli Identity Manager will allow the IT Manager to identify and manage people using the system – in that an employee, customer, or supplier can only access certain information which is relevant to their work.
      IBM Access Manager for e-business - a policy-based access control solution for e-business and enterprise applications. It uniquely addresses the challenges of e-business security, enabling new and rapidly scaling e-business initiatives to reach new markets and customers.  For example, Tivoli Access Manager for e-business allows the IT Manager to define a security policy and actually enforce it.

      IBM Tivoli Privacy Manager – helps to build privacy policies and practices directly into e-business applications and infrastructure. It can also help improve the overall management of privacy policies and processes by providing an infrastructure to support the consistent enforcement of those policies across the organization.  For example, Tivoli Privacy Manager helps the IT Manager to keep confidential information secure so that it remains confidential. 

Key Verticals:

Financial – The Banking industry will be interested in an Identity Management solution that can help them to identify and manage the people coming into and out of their systems.  They want to regulate who, whether it be an employee, a customer, or a vendor, has access to what information.  They want the proper customer to access the information on his/her account only.  

Communications Sector - telecommunication providers are a large opportunity as they need to expand their service offerings while maintaining a secure environment.  However, as they expand, they need to build and enforce their privacy policies to include the new customers, vendors, and employees.  The information that the customer/employee/vendor requests to be kept confidential can easily be kept confidential.

Retail (Online example) – The retail industry, especially those with an online portion to their business, will be interested in an Identity Management solution because it can help them to provide secure access to their customers and suppliers.  If a customer wants to order a product online, and he/she uses his/her credit card to order, his/her credit card information will remain secure and only used for the proper reasons (ie – billing).

Contact Strategy:

Touch 1: Email to customer – Provide Identity benefits & Drive to Whitepaper offer

Touch 2: Email to customer – More in depth Identity benefits & Drive to Demo offer

Touch 3: Lead Follow-up script – Qualify the needs and timeline of the customer.

Email 1: Awareness.  Solve Customer Pain.  Promote value of solution.  Drive to Whitepaper offer.





Email 2: Interest.   Customer can see the Identity Products in action.  Drive to Demonstration.





Telescript: Qualify.   Gauge interest in offering using BANT questions.  Direct to proper sales channel.
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