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Chapter 1. WebSphere Message Broker

This information center provides information for IBM® WebSphere® Message
Broker Version 7.0.

The information contained here supports Version 7.0.0.8. This information center is
integrated with the WebSphere Message Broker Toolkit and with the WebSphere
Message Broker Explorer. It is also available Always refer to the WebSphere
Message Broker online information center to access the most current information.

Topics that have been added since the previous release of this information, and
updated sections within topics, are highlighted with a start of change icon
preceding the updated information and an end of change icon following the
updated information, as shown in this paragraph.

If you are migrating components and resources from previous versions, see
[Chapter 3, “Migrating and upgrading,” on page 137

+ [“New users: how to find the information you want”|

+ |“Experienced users: how to find the information you want” on page 2|

* |“Task, concept, and reference topics” on page 2|

* |“Printing topics” on page 3|

* [“Feedback” on page 3|

+ [“Links to more information” on page 3|

New users: how to find the information you want

The Contents pane on the left lists the categories of task information that are
available; for example, Migrating and Developing applications. Each task category
also contains explanations of the concepts related to those tasks, such as

/a7

“Coexistence”, “Message flows”, and “Publish/subscribe”.

The category in the Contents pane contains topics that provide an
introduction for new users to getting started, developing applications, broker
administration, and troubleshooting tasks in WebSphere Message Broker. Each
topic in the Start here category provides overview information and links to
relevant topics in the information center. Read the Start here topics and follow the
links to help you to navigate through the product documentation and find the
information that you want. Alternatively, you can use the following instructions to
help you find the information that you want.

Click the top-level topic that you are interested in. If it describes and lists
information that covers your area of interest, expand the section to read the
associated concepts that give an overview of what you need to understand to
perform tasks in this area. Before you start, make sure that you are familiar with
the concepts and terminology that are associated with the tasks.

The navigation tree in the Contents pane provides a framework in which you can
start to understand the tasks and the context in which you will complete them.
Follow the related links at the end of each task to find information about other
related tasks. You can move backward and forward to revisit topics, and you can
use the Refresh/Show Current Topic button if you have moved to a different area
of the table of contents, and you want to check where you are.


http://www.ibm.com/support/knowledgecenter/SSKM8N_7.0.0/

Expand the Reference section to find reference information that is relevant to the
task area that you are interested in. You can see that the sections within the
Reference section largely correspond to the task categories. You will probably have
to refer to one or more of these reference topics to complete any particular task.

For more information, see |”Task, concept, and reference topics.”| When you are
more familiar with what information is available, and where to find it, try using
the index and the search facility, which are described later in this topic.

Experienced users: how to find the information you want

If you are familiar with what information is available, and where to find it in this
information center, you probably have a specific piece of information in mind. You
can navigate through to the information in the Content pane, or you can take a
more direct route to find specific information:

Search

Enter your search string in the Search box, then click Go. If your string
includes blanks, and you want the whole string treated as one string,
enclose it in quotation marks; for example "search string". The search
results are presented in the Search Results pane on the left, and you can
switch between the Search Results pane and the Content pane, which
contains the navigation tree, by clicking the tabs at the bottom of the pane.

You can limit your search to a particular area of the navigation tree, which
can make a search much quicker and produce fewer results. To limit the
search, click Search scope, then click the New button. Select the area or
areas you want to include in your new scope and enter a name for the
scope so that you can reuse it another time.

Index Find the term that you want in the If more than one entry exists for
the subject that you looked up, click the one that is most appropriate for
your current task.

Use the letter links at the top of the index to link to the sections that start
with that letter; use the letter at the start of a section of index entries to
link back to the top of the index.

If you are new to this version of WebSphere Message Broker, you might find some
of the information in the category in the Contents pane useful. The Start
here topics include links to information about navigating the Information Center,
using the WebSphere Message Broker Toolkit, migration and coexistence, and
troubleshooting WebSphere Message Broker.

Task, concept, and reference topics

The topics in this information center are divided into task, concept, and reference
topics.

Tasks and concepts

Task topics provide steps or actions that tell you how to complete the tasks
to establish and maintain your broker environment.

Concept topics provide definitions and background information that help
you to understand the product and the ways in which you can use it to
solve your business problems. Check the for a definition of many
of the terms introduced in these topics.

* |Chapter 2, “WebSphere Message Broker overview,” on page 5|
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These topics provide a good introduction to the product and its facilities.
Expand Product Overview to read about the product, and what is new
in this release. You can also read about, and invoke, the Quick Tour, an
online guided introduction to the product components and options.
Access the samples that are supplied too, to understand more about how
your applications can use the broker function.

* |Chapter 6, “Configuring brokers for development environments,” on|

page 563

* |Chapter 7, “Configuring brokers for test and production environments,”|

on page 579

* |Chapter 8, “Administering brokers and broker resources,” on page 899

* [Chapter 9, “Developing message flow applications,” on page 1019

+ |Chapter 10, “Testing and debugging message flow applications,” on page]

3143

* |Chapter 11, “Packaging and deploying,” on page 3209

* [Chapter 12, “Performance and monitoring,” on page 3251

* |Chapter 13, “Troubleshooting and support,” on page 3345

Reference information

Reference topics provide supporting information that help you to complete
the tasks. For example, they provide lists of commands, and tables of
options and parameters.

* [Securit

+ [“Configuration and administration” on page 3657

* [“z/0S configuration and administration specific information” on pagel
3979

* |[“Message flow development” on page 4015]

* |“Troubleshooting” on page 6864

Printing topics

You can print a single topic or a section of topics from this information center.

Select a topic in the table of contents, then click the printer icon £~ . You can then
choose to print just the selected topic, or the selected topic and all its subtopics.

Feedback

Your feedback on this information center is welcome. For example, you can report
errors, identify missing information, or suggest improvement. A feedback link is
included at the end of every topic; click this link to display a feedback form for the
topic that you are viewing. Your feedback is logged in a database and is forwarded
to the author of the topic.

For general feedback on the information center, see This topic also
contains alternative contact details (postal address, fax number, and email address)
that you can use to include attachments with your feedback.

Links to more information
For more information about how to use this information center, and where to find

product information about the Web, see the [information center home page| The
information center home page includes links to the following information:

* Migrating from previous versions
* WebSphere MQ family readme files
+ IBM Redbooks®
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* Articles on developerWorks®
* SupportPac offerings
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Chapter 2. WebSphere Message Broker overview

This section provides introductory information to help you get started with IBM
WebSphere Message Broker:

* [“WebSphere Message Broker introduction”|

* [“What's new in Version 7.0?” on page 7|

* [Technical overview]

— |Quick Tou

* [Scenarios

* [Start here

+ [“Samples” on page 98|

* [Legal information|

+ [“Glossary of terms and abbreviations” on page 113

* [“Accessibility features for WebSphere Message Broker” on page 135|

WebSphere Message Broker introduction

You can use IBM WebSphere Message Broker to connect applications together,
regardless of the message formats or protocols that they support.

This connectivity means that your diverse applications can interact and exchange
data with other applications in a flexible, dynamic, and extensible infrastructure.
WebSphere Message Broker routes, transforms, and enriches messages from one
location to any other location:

* The product supports a wide range of protocols: WebSphere MQ, JMS 1.1, HTTP
and HTTPS, Web Services (SOAP and REST), File, Enterprise Information
Systems (including SAP and Siebel), and TCP/IP.

* It supports a broad range of data formats: binary formats (C and COBOL), XML,
and industry standards (including SWIFT, EDI, and HIPAA). You can also define
your own data formats.

* It supports many operations, including routing, transforming, filtering,
enriching, monitoring, distribution, collection, correlation, and detection.

Your interactions with WebSphere Message Broker can be considered in two broad
categories:

* Application development, test, and deployment. You can use one or more of the
supplied options to program your applications:

— Patterns provide reusable solutions that encapsulates a tested approach to
solving a common architecture, design, or deployment task in a particular
context. You can use them unchanged or modify them to suit your own
requirements.

— Message flows describe your application connectivity logic, which defines the
exact path that your data takes in the broker, and therefore the processing
that is applied to it by the message nodes in that flow.

— Message nodes encapsulate required integration logic, which operates on your
data when it is processed through your broker.

— Message trees describe data in an efficient, format independent way. You can
examine and modify the contents of message trees in many of the nodes that
are provided, and you can supply additional nodes to your own design.



— You can implement transformations by using graphical mapping, Java ', PHP,
ESQL, and XSL, and can make your choice based on the skills of your
workforce without having to provide retraining.

* Operational management and performance. WebSphere Message Broker includes
the following features and functionality, which support the operation and
performance of your deployment:

— An extensive range of administration and systems management options for
developed solutions.

— Support for a wide range of operating system and hardware platforms.

— A scalable, highly performing architecture, based on requirements from
traditional transaction processing environments.

— Tight integration with software products, from IBM and other vendors, that
provide related management and connectivity services.

WebSphere Message Broker is available in several modes, so that you can
purchase a solution that meets your requirements. For more information, see
[‘Operation modes” on page 48

Application development

Your message processing applications, which you can run on more than 30
industry platforms, can connect to the broker by using one of the supported
protocols already listed. Platforms from IBM, Microsoft, Oracle, and others are
supported.

Diverse applications can exchange information in widely differing formats, with
brokers handling the processing required for the information to arrive in the right
place in the correct format, according to the rules that you have defined. The
applications need only to understand their own formats and protocols, and not
standards used by the applications to which they are connected.

Applications also have much greater flexibility in selecting which messages they
want to receive, because you can apply filters to control the messages that are
made available to them.

WebSphere Message Broker provides a framework that contains a wide variety of
supplied, basic, functions along with user-defined enhancements, to enable rapid
construction and modification of message processing rules.

Your applications can be integrated by providing message and data
transformations in a single place, the broker. This integration helps to reduce the
cost of application upgrades and modifications. You can extend your systems to
reach your suppliers and customers, by meeting their interface requirements within
your brokers. This ability can help you to improve the quality of your interactions,
and allow you to respond more quickly to changing or additional requirements.

Messages are manipulated according to the rules that you define by using the
WebSphere Message Broker Toolkit.

Operational management

WebSphere Message Broker supports a choice of interfaces for operation and
administration of your brokers:

* The WebSphere Message Broker Toolkit
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* The WebSphere Message Broker Explorer is a graphical user interface, based on
the WebSphere MQ Explorer, for administering your brokers

* Applications that use the Administration API for WebSphere Message Broker
(also known as the CMP API)

* A comprehensive set of commands, that you can run interactively or by using
scripts

WebSphere Message Broker builds on the WebSphere MQ product, which provides
assured, once-only delivery of messages between the applications. WebSphere MQ
is included when you purchase WebSphere Message Broker.

WebSphere Message Broker is complemented by a wide variety of other IBM
products such as Tivoli® Composite Application Manager for SOA, WebSphere
Service Registry and Repository (WSRR), WebSphere Process Server, and
WebSphere Transformation Extender (WTX).

Related concepts:

[“WebSphere Message Broker technical overview” on page 27|

WebSphere Message Broker enables information packaged as messages to flow
between different business applications, ranging from large traditional systems
through to unmanned devices such as sensors on pipelines.

[“What's new in Version 7.0?”|

Learn about the main new functions in IBM WebSphere Message Broker Version
7.0.

Related information:

[+ [[BM Integration communityl|
[ [WebSphere MQ Library web page|

[# [WebSphere Transformation Extender Library web page|

[+ [WebSphere Service Registry and Repository Library web page

[# [WebSphere Business Process Management Information Center online]

[+ [Tivoli Composite Application Manager for SOA Information Center online]

What's new in Version 7.0?

Learn about the main new functions in IBM WebSphere Message Broker Version
7.0.

* [“Simplicity and productivity”]

+ [“Universal connectivity for SOA” on page 10|

+ [“Dynamic operation management” on page 12|

[“Platforms and environments” on page 14|

Simplicity and productivity

In Version 7.0, both the product and its architecture have been simplified, and the
product has fewer prerequisite products.

Streamlined components and prerequisite product requirements

Version 7.0 consists of a single runtime component, the broker. All
commands and other programs now connect directly to a broker. The
broker security model is now implemented by using WebSphere MQ
queues, and therefore handles both brokers and queue managers.
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Brokers maintain configuration data in the local file system

Brokers create and manage configuration data in an internal
repository in the local file system, and have no requirement for a
database. You can back up and restore the broker component and
its internal repository by using the commands mqsibackupbroker
and mqsirestorebroker.

Database support for message flows and user data is unchanged;
however, supported versions of Relational Database Management
Systems (RDBMS) (supplied by IBM and other vendors) have been
updated on some platforms.

For more information about database support, see

[databases” on page 3591

Optimized deployment and interactions with the broker

Applications that manage brokers and their resources connect
directly to the broker. These applications include:

* The WebSphere Message Broker Explorer, an administration
toolkit delivered with Version 7.0, which is described later in this
section.

* The WebSphere Message Broker Toolkit.

* Commands; for example, mqsideploy, mqsilist, and
mqgsistartmsgflow.

» All applications that are written to the Configuration Manager
Proxy (CMP) AP], including the CMP Exerciser.

For more details about the CMP API for Version 7.0, see |”The|
[Administration API for WebSphere Message Broker” on page 54|

You can control which users and applications are able to run
commands against particular brokers or execution groups by using
WebSphere MQ security, as described in the following section.

Administration security

Set up broker administration security to control the authority that
is required by users to complete specific administrative tasks. You
can enable security when you create a broker, or change it later on
an existing broker. This option, which uses WebSphere MQ
facilities, replaces Access Control Lists (ACLs) that were managed
by the Configuration Manager in previous versions.

For further details, see [“Broker administration security overview”]

For details of new and updated commands, see [“Commands” on page|

WebSphere Message Broker Explorer

The WebSphere Message Broker Explorer is an administration interface that
is integrated as a plug-in into WebSphere MQ Explorer, so that you can
administer both brokers and WebSphere MQ queue managers on local and
remote computers.

Important status information is always on view, and you can access details
about what each broker is doing, and has recently done. Configuration and
other changes are monitored, and the user responsible for these changes is
recorded.
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The WebSphere Message Broker Explorer supports all the function that is
provided by the Broker Administration perspective in the WebSphere
Message Broker Toolkit in previous versions, and offers additional, more
advanced features. Limited administration functionality is still available in
the new Brokers view in the WebSphere Message Broker Toolkit to run a
subset of operations.

The WebSphere Message Broker Explorer includes the following

capabilities:

* You can create, delete, start, and stop local brokers without using the
command line.

* You can see the relationships between your brokers and your queue
managers.

* You can deploy a broker archive file to multiple execution groups in one
step.

* You can see visualizations of your accounting and statistics data.
* You can see visualizations of your resource statistics data.

* You can configure broker properties, including creating and modifying
configurable services.

* You can view the broker administration queue, and remove pending
tasks that have been submitted to the broker.

* You can connect and configure settings for a DataPower® device.

For further details about the WebSphere Message Broker Explorer, see
[“WebSphere Message Broker Explorer” on page 57

For further details about the Brokers view in the WebSphere Message
Broker Toolkit, see [“Brokers view” on page 6796

Publish/subscribe support

All topic-based publish/subscribe operations are handled by

WebSphere MQ. You can use WebSphere Message Broker facilities to
extend publish/subscribe options to include content-based publishers and
subscribers.

All applications use a single topic space that is managed by

WebSphere MQ), and access control is handled by the queue manager. The
concept of broker domains, which is valid in previous versions of
WebSphere Message Broker, no longer exists; equivalent function for broker
domains, broker topologies, and broker collectives is provided by
WebSphere MQ clusters.

The Publication node uses WebSphere MQ publish/subscribe facilities. You
can use the NoMatch terminal, new in Version 7.0, to identify scenarios in
which no subscribers are registered to receive particular topics.

With these changes, your publish/subscribe network requires you to
configure a broker only where you have content-based subscribers, not
throughout the network. The content-based filters that you can specify can
now include full ESQL expressions, including namespace support.

You can migrate JMS applications, and applications that use the MQRFH2
header, directly to WebSphere MQ.

WebSphere MQ Real-time Transport and WebSphere MQ Telemetry
Transport nodes are no longer supported. Therefore, the following nodes
have been removed:

* Real-timelnput
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* Real-timeOptimizedFlow
* SCADAInput
* SCADAOutput

If you use the WebSphere MQ Real-time Transport, your applications can
use equivalent qualities of service provided by WebSphere MQ. Migrate
JMS real-time publishers and subscribers to the “read-ahead get” and
“asynchronous-put” facilities of WebSphere MQ.

Message flows containing these nodes that you have migrated to
WebSphere Message Broker Version 7.0 will not start until these nodes
have been removed from the flow, and the flow has been redeployed.

Contact your account representative for more information about support
for WebSphere MQ Real-time Transport and WebSphere MQ Telemetry
Transport.

For more information about the changes to publish/subscribe see
[using publish/subscribe applications” on page 2215,

WebSphere Message Broker Toolkit

You can administer local and remote brokers in the Brokers view, which is
new in Version 7.0. This view is integrated into the Broker Application
Development perspective, so that you can access basic administration tasks
while you are developing, deploying, debugging, and testing your
applications.

The WebSphere Message Broker Toolkit includes an impact analysis tool
that you can use to discover interdependencies between resources, and
assess the effects of planned changes to those resources. See |”Impacﬂ
analysis: analyzing the effects of planned changes to your applications” on|

page 1150.|

Samples are now accessible through the Samples and Tutorials page, and
from the information center in the WebSphere Message Broker Toolkit. For
a full list of the samples, see [‘Samples” on page 98|

Patterns

A pattern is a reusable solution that encapsulates a top-down tested
approach to solving a common architecture, design, or deployment task in
a particular context. This approach complements bottom-up development
of creating message flows and nodes.

A number of patterns are supplied in the WebSphere Message Broker
Toolkit, and you can use the Patterns Explorer, which includes
comprehensive help, to simplify creation of common scenarios.

You can configure these patterns with values for use in your own
environment to solve specific business problems. The supplied patterns use
preferred techniques in message flow design, to produce efficient and
reliable flows.

For more information, see [“Patterns” on page 1310

Universal connectivity for SOA

Additional nodes and configurable services expand the interaction of the broker
with other products.

SCA nodes for WebSphere Process Server
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Five new built-in message flow nodes are provided to improve the
interaction between WebSphere Message Broker and WebSphere Process
Server Version 6.2 by using Web Services (SOAP over HTTP) or
WebSphere MQ bindings.

The nodes are the SCAInput, SCAReply, SCARequest, SCAAsyncRequest,
and SCAAsyncResponse nodes.

For more information, see [‘Service Component Architecture (SCA)|
loverview” on page 2096 |

Enhanced support for the PHPCompute node

Support for the PHP scripting language is available on all operating
systems on which WebSphere Message Broker is supported, except Solaris
on x86-64. The PHPCompute node supports general-purpose
transformation logic in the PHP language, and complements the Compute,
JavaCompute, XSLIransform, and Mapping nodes. In addition, the set of
supported PHP extensions has been increased. For more information, see
[“Using PHP” on page 2670 and [“PHP extensions” on page 5324

SAP, Siebel, and Peoplesoft enhancements
Version 7.0 improves connectivity with Enterprise Information Systems.
New WebSphere Adapter nodes

Use the SAPReply node to send a reply to an SAP synchronous
callout. Use this node with an SAPInput node to implement a
message flow application that acts as a remote function call (RFC)
destination.

For more information, see [‘SAPReply node” on page 4682| and
[“BAPI inbound scenarios” on page 1943

Generic IDoc routing

By using the SAPInput node in passthrough mode, WebSphere
Message Broker can receive any IDoc, and route it according to
IDoc type. By using this method, you can also use a single RFC
program ID to receive all IDoc types, while still allowing
individual IDoc processing.

For more information, see [‘Generic IDoc routing” on page 1976 |

SAP high availability

You can deploy an SAP adapter and a message flow that contains
an SAPInput node to two brokers on your network; these brokers
can accept IDocs concurrently from the same SAP system so that
you can build a highly available environment.

On distributed systems, two brokers share state by using queues
on a third queue manager, which is running in multi-instance
mode. Each broker has client connections to that queue manager.

On z/0S®, the shared state is stored on a shared queue. Each
broker connects to the queue sharing group.

For more information, see [SAP high availability” on page 1947

Iterative discovery

You can take an adapter component that was created by using the
Adapter Connection wizard in WebSphere Message Broker Version
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7.0, and update it with newly discovered objects from the
Enterprise Information System (EIS) by running the Adapter
Connection - Iterative Discovery wizard. This facility is known as
iterative discovery. You can either add the new objects without
modifying existing objects, or replace existing objects.

For more information, see [Enhancing existing adapters with|
newly discovered objects” on page 2063,

Iterative deployment

If your message flow acts as a gateway to an EIS, you can use it to
call new services that did not exist when you developed the flow.
You can also create an event handler to an EIS to handle new event
types that did not exist when you first developed your message
flow. In both cases, if a new service or event is provided by the
EIS, you do not have to modify and retest the message flow. This
facility is called iterative deployment.

For more information, see [“WebSphere Adapters deployment” on|

Sequence and Resequence nodes

WebSphere Message Broker provides support for adding sequence numbers
to messages, and for reordering messages in the message flow based on
their sequence number. You can use the new Sequence node to add
sequence numbers to the messages, and the new Resequence node to
reorder the messages into their original sequential order.

For more information, see [“Sequence node” on page 4736| and [“Resequence]
fnode” on page 4651

New configurable services for EDA nodes
You can use the following configurable services to define the
WebSphere MQ queues on which EDA nodes store event state:
* Aggregation
* Collector
* Resequence
¢ Timer
You can also use these configurable services to specify timeouts for the

nodes. For more information, see [“Configurable services properties” onl|
page 3766.

Dynamic operation management

Additional features provide better information and control of operations.
Multi-instance brokers

WebSphere Message Broker builds on the multi-instance queue manager
support introduced in WebSphere MQ Version 7.0.1 to provide a highly
available configuration with active and passive brokers.

Multi-instance brokers and queue managers store their configurations on
shared network storage so that if a failure occurs in an active component,
the passive component assumes the configuration and operation of the
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active component. The use of queue managers in this way avoids the
requirement for a high availability solution, such as HACMP", supplied by
a vendor software company.

For further information, see [“Configuring for high availability” on page|
-826.

Audit and monitoring

You can now generate comprehensive audit and monitoring events from
message flows, either at design time or operationally, for new and existing
message flows. These events can be consumed by a diverse range of
applications and systems, including WebSphere Business Monitor,
WebSphere MQ and JMS applications, and vendor applications. In
addition to business monitoring, you can use these events for business
intelligence, and audit scenarios.

See [“Business-level monitoring” on page 3319| for an overview of
monitoring.

The following improvements to the monitoring of message flows are
introduced:

* A filter can be applied to every event source, to control whether the
event is emitted. See [“Configuring monitoring event sources using|
monitoring properties” on page 3327 and [“Monitoring profile” on page]
6765]

* You can export the monitoring information about a message flow from
the WebSphere Message Broker Toolkit, and import it into WebSphere
Business Monitor Version 7.0 to generate a monitor model for your
message flow. See [“Creating a monitor model for WebSphere Business|
[Monitor V7” on page 3341.

* You can choose whether the emission of monitoring events by a message
flow is coordinated with the message flow transaction, is in an
independent unit of work, or is not in a unit of work, which improves
overall monitoring performance; see [“Monitoring basics” on page 3320,

* Monitoring events now contain an integer counter, as well as the
creation time of the events, for use in sequencing events. The Sequence
tab has been removed from the WebSphere Message Broker Toolkit.

Resource statistics

You can collect statistics for some of the resources that are used by
execution groups in the broker to help with problem diagnosis and broker
optimization. Supported resources are the Java Virtual Machine (JVM), and
the outbound sockets. For example, you can monitor the sockets that are
used by SOAP nodes in your message flows.

You can start and stop statistics collection at broker or execution group
level by using the WebSphere Message Broker Explorer, the CMP API, or
the mgsichangeresourcestats command.

The resource statistics framework is based on the existing accounting and
statistics for message flows, and generates periodic messages as
publications that your programs can subscribe to. You can also view these
statistics in the WebSphere Message Broker Explorer, which provides both
numeric and graphical representations.

For further details, see [“Monitoring resource performance” on page 3305,

Service Federation Management enablement
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You can enable brokers for Service Federation Management. For further
information, see [“Working with Service Federation Management (SFM)” on|

Platforms and environments

The Version 7.0 broker operates in 64-bit mode on z/OS and all distributed
platforms, except Linux on x86 and Windows systems.
Platforms

* The following platforms now support only 64-bit operation, and have a
smaller installation footprint:

- AIX®
— Linux on x86-64
— Solaris on SPARC

See [“Migrating a Version 6.1 broker to Version 7.0 on distributed|
operating systems” on page 173 or [“Migrating a Version 6.0 broker to]
Version 7.0 on distributed operating systems” on page 194 for
configuration details.

* WebSphere Message Broker Version 7.0 is not supported on HP-UX on
PA-RISC. If you use this platform, retain Version 6.1, and speak to your
IBM representative about your requirements.

Java
Java 1.6 (Version 6) is supported in all environments. On IBM platforms,
the IBM ]9 engine is supplied, which benefits from reduced startup time
and memory footprint.

Migration

You can migrate to WebSphere Message Broker Version 7.0 from
WebSphere Message Broker Version 6.1, WebSphere Message Broker
Version 6.0, and WebSphere Event Broker Version 6.0. You can also install
WebSphere Message Broker Version 7.0 to coexist with previous versions
on the same computer.

For details about how to migrate your components and data, and how
components from different versions can interact, see [Chapter 3, “Migrating]
fand upgrading,” on page 137/

Related concepts:

[‘New function added in Version 7.0 fix packs” on page 15|
Some fix packs and other maintenance packs deliver new functions.

Related tasks:
[Chapter 3, “Migrating and upgrading,” on page 137|
To migrate a broker domain to WebSphere Message Broker Version 7.0, plan your

migration strategy, perform pre-migration tasks, migrate your domain components,
and then complete post-migration tasks.

Related reference:

[‘Reviewing technical changes in Version 7.0” on page 205

Some minor changes in behavior are present in WebSphere Message Broker Version
7.0; for example, those changes caused by defects that have been fixed between
versions.
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New function added in Version 7.0 fix packs

Some fix packs and other maintenance packs deliver new functions.

The [“What's new in Version 7.0?” on page 7| topic introduces you to the main new
function in WebSphere Message Broker Version 7.0. This topic introduces you to
the additional function that has been added in fix packs.

For detailed information about the contents of fix packs and other maintenance
packs, see the [WebSphere Message Broker support web page} Click Download,
then Recommended Fixes, and select your product to view available fixes. The
description of each fix pack includes links to Release notes (details of its content)
and Problems fixed (a list of PMRs, APARs, and defects that are included).

To enable function that becomes available in WebSphere Message Broker fix packs,
use the -f parameter on the mqsichangebroker command, as shown in the
following example:

mqsichangebroker MB7BROKER -f 7.0.0.7

For more information about this command, see [“mqsichangebroker command” on|

page 3723.

Fix pack V7.0.0.7 enhancements
Setting up the JNDI interface for the proxy servlet

The proxy servlet initialization parameters must be configured for the
broker environment that the proxy servlet is connecting to each time the
proxy servlet is deployed to the servlet container. It is now possible to
configure the web.xml parameters only once through the JNDI in
WebSphere Application Server, regardless of how many future
deployments there might be of the proxy servlet. Because the JNDI
configuration parameters take precedence over the initialization parameters
in the web.xml file, using this method means that you need to set up at the
application server side only once for any future deployments of the proxy
servlet.

These setup tasks must all be completed in the WebSphere Application
Server administrative console. For a full list of the steps, see

[the JNDI interface for the proxy servlet” on page 886.

Configuring the XPath cache

An Execution Group keeps a cache of compiled XPath expressions to help
reduce the processor usage of parsing and re-creating XPath expressions
that are used repeatedly during Message Flow execution. This cache is
shared by all Message Flows within an Execution Group. However, this
default size might become a performance bottleneck for customers who use
many XPath expressions with a single flow invocation completely
invalidating the cache. Altering the size of the XPath cache might improve
message flow performance. For examples and information about altering
the default cache size, see [“Configuring the XPath cache” on page 765,

Fix pack V7.0.0.6 enhancements

Setting FTP and SFTP servers dynamically
You can override the Remote server and port property on the FileOutput
node by setting a value in the local environment.
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For more information, see [“Local environment overrides for the FileOutput]
fnode” on page 4443

Verify the ODBC environment on Linux and UNIX systems
The mgsicvp command is run automatically when you start a broker by
using the mgsistart command. The command checks that the broker
environment is set up correctly. This checking has been enhanced to verify
that the ODBC environment is configured correctly on Linux and UNIX
systems. When you run this command from the command line on Linux
and UNIX systems, it also validates the connection to all data sources that
are listed in the odbc.ini file that have been associated with the broker by
using the mqsisetdbparms command.

For more information, see [‘mgsicvp command” on page 3857

Display the full content of BIP messages

You can view the full content of a runtime BIP message, including the user
response and explanation sections, by using the mqsiexplain command.

For more information, see [‘mgqsiexplain command” on page 3879

Start an execution group with a different user ID to a broker on z/OS systems

On z/0S systems, you can change the user ID under which an execution
group runs so that it can access resources according to the permissions
assigned to it, rather than the permissions assigned to the main broker user
ID.

For more information, see [“Execution group user IDs on z/OS” on page]

New ConnectionIdleTimeoutSec property on the IMSConnect configurable
service

You can use the ConnectionldleTimeoutSec property on the IMSConnect
configurable service to specify the idle connection timeout for cached IMS
Connections. If a cached IMS connection is inactive for more than the
specified ConnectionIdleTimeoutSec, then this connection becomes
ineligible for reuse, and is removed from the cache, and closed cleanly.

For more information, see [“Configurable services properties” on page 3766.|

Configure the properties of an execution group while it is in offline mode

You can use the -f parameter on the mqsireportproperties and
mgsichangeproperties commands to view and change properties on an
execution group while it is in offline mode.

For more information, see [‘mqsichangeproperties command” on page
756.

Additional problem collector for IBM Support Assistant Data Collector
Use the broker problem collector, which is installed with IBM Support
Assistant Data Collector, to gather more extensive broker diagnostic
documents.

For more information, see [“Selecting a problem collector for IBM Support]
[Assistant Data Collector” on page 3568 .|

New timeoutThreads property
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An optional property that assigns additional processing threads to enable
processing of timed out aggregation messages in the AggregateReply node.
For more information, see [“Processing timed out aggregation messages” o
_ age 2739.

Fix pack V7.0.0.5 enhancements

Updates to the FileOutput node Basic properties
Support has been added for writing directly to an output file; see
[“FileOutput node” on page 4430| for more information.

Java shared classloader
A new shared classloading option has been introduced:

* Execution group classloading — allows only a single defined execution
group to access and load any JAR files that are placed in the execution
group shared-classes directory.

A new classloading precedence order is also defined.

For more information, see [“Java shared classloader” on page 2637

Support for mgsimode command on z/OS
The mgsimode command can be run on z/0OS by customizing and
submitting BIPMODE; see [‘mqs imode command” on page 3899| for more
information.

New jdbcProviderXASupport property

An optional property that controls whether the broker connects to a

database server using XA Protocol. For more information, see [“Setting up a|

IDBC provider for type 4 connections” on page 684

IBM Support Assistant Data Collector
Using IBM Support Assistant Data Collector, which is installed with
WebSphere Message Broker, you can collect diagnostic documents and
submit a problem report to IBM.

For more information, see ['IBM Support Assistant Data Collector” on page|
3565,

WebSphere MQ Version 7.1 and Version 7.5
This fix pack introduces support for WebSphere MQ Version 7.1 and
Version 7.5 within WebSphere Message Broker, with the following
restrictions.

* WebSphere MQ Version 7.1 and Version 7.5 must be configured as the
primary installation.

* WebSphere MQ Version 7.1 and Version 7.5 must be installed in the
default install location on AIX, HP-UX, Linux, and Solaris.

For the latest details of all supported levels of hardware and software, visit
the [WebSphere Message Broker Requirements| website.

Fix pack V7.0.0.4 enhancements

New nodes for IBM Sterling Connect:Direct®
IBM Sterling Connect:Direct is a managed file transfer product that
transfers files between, and within, enterprises. The following new nodes
have been added to implement the additional features:
* [“CDInput node” on page 4305|

“CDOutput node” on page 4312|
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WebSphere Message Broker nodes work as clients, connecting to an
external Connect:Direct server through the IBM Sterling Connect:Direct
Java Application Interface. For an overview of IBM Sterling Connect:Direct,
see [“IBM Sterling Connect:Direct overview and concepts” on page 1810

Using LocalEnvironment variables with JMSOutput and JMSReply nodes
Use the DestinationData element with DestinationName and
DestinationType child elements to specify the name and type of the JMS
Destination. For more information, see [“Using LocalEnvironment variables|
[with JMSOutput and JMSReply nodes” on page 4242

Creating a security profile for LDAP
Use the rejectBlankpassword property when configuring a security profile
for Lightweight Directory Access Protocol (LDAP), to specify whether the
security manager rejects a user name that has an empty password token
without passing it to LDAP. For more information, see |[“Creating a security]
profile for LDAP” on page 435)|“Configurable services properties” on page
3766, and |“SecurityProfiles configurable service properties” on page 3801

New HTTPConnector property autoRespond HTTPHEADRequests
Use the autoRespondHTTPHEADRequests property to specify if the
connector handles HEAD requests for HTTP traffic in the same way that it
does for SOAP traffic. For more information, see [“Execution group HTTP|
[listener parameters (SOAP and HTTP nodes)” on page 3805,

Millisecond timeouts on HTTPRequest and SOAPRequest nodes
Use the TimeoutMillis local environment setting to define a timeout in
milliseconds and override the Request timeout (sec) property on the node.
For more information, see ["HTTPRequest node” on page 4488 and |“Local|
fenvironment overrides for the SOAPRequest node” on page 4850

Proxy servlet configuration for SSL connections

Use the SSL connection options when deploying the proxy servlet web.xml
to the servlet container. For more information, see

fconfiguration parameters” on page 878

Support for additional data types on DB2°
GRAPHIC, VARGRAPHIC, LONGVARGRAPHIC, and DBCLOB data type
support on DB2 is now provided for the broker. For more information, see
[“Support for Unicode and DBCS data in databases” on page 3668

Fix pack V7.0.0.3 enhancements

HTTP Transport property hostnameChecking
Use the HTTP Transport property hostnameChecking to specify whether
the host name of the server that is receiving the request must match the
host name in the SSL certificate. For more information, see |“HTTPRequesE|
node” on page 4488 [[“SOAPRequest node” on page 4828 and
“SOAPAsyncRequest node” on page 4750

TDS Mnemonics
Use the TDS mnemonic string <X12_ERS> as an element repetition
separator for X12. For more information, see [“TDS Mnemonics” on page]

Policy Sets and Policy Set Bindings editor
Use the mustUnderstand attribute in the Policy Sets and Policy Set
Bindings editor to configure the security header of the consumer message.
For more information, see [“Policy Sets and Policy Set Bindings editor|
[Advanced panel” on page 6863
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New configurable service properties
The following configurable service properties are new for 7.0.0.3:

* Use the JDEdwardsConnection configurable service property
assuredOnceDelivery to specify whether to provide assured once-onl
delivery for inbound events. For more information, see [“Configurable

lservices properties” on page 3766

* Use the MonitoringProfiles configurable service property
useParserNameInMonitoringPayload to determine when the payload is
included in a monitoring message. For more information, see

“Configurable services properties” on page 3766| and [“Configuring|
monitoring event sources using a monitoring profile” on page 762.

* Use the IMSConnect configurable service property CodedCharSetID to
change your IMS system or IMSConnect CCSID from the default value.
For more information, see [‘Changing connection information for the|
IMSRequest node” on page 732/ and |“Configurable services properties”|
on page 3766.|

* Use the FtpServer configurable service property preserveRemoteFileDate
to specify whether files that are retrieved from a remote server by the
FileInput node retain the last modified date on the server. For more
information, see [“FtpServer configurable service properties” on page|
[3794| and [“Configurable services properties” on page 3766

Fix pack V7.0.0.2 enhancements
* |“Simplicity and productivity”]

» [“Universal connectivity for SOA” on page 20|

* [“Dynamic operation management” on page 22|

* [“Platforms and environments” on page 22|

Simplicity and productivity

To simplify the product and increase productivity, WebSphere MQ Telemetry
Transport is now supported by WebSphere MQ), and you can do more with
patterns.

WebSphere MQ Telemetry Transport
WebSphere MQ Telemetry Transport is supported from WebSphere MQ.
For more information, see [‘Changes to nodes in WebSphere Message|
[Broker Version 7.0” on page 2217

Modifying pattern instances by using Java or PHP
Use Java or PHP code to modify pattern instances when the pattern user
generates an instance of a user-defined pattern. For example, to modify the
structure of a message flow that is based on the values of pattern
parameters.

For more information, see [“Modifying pattern instances by using Java or|
[PHP” on page 1364.|

Share your user-defined patterns with other users
Package your user-defined pattern into a pattern archive so that the
user-defined pattern can be distributed to pattern users by adding the
pattern archive to a pattern community site.

For more information, see [“Packaging and distributing pattern plug-ins”|

on page 1397.
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Universal connectivity for SOA

Additional nodes and configurable services expand the interaction of the broker

with other products.

CICSRequest node enhancements

* You can specify a mirror transaction name on the CICSRequest node,
which you can use to run CICS® Transaction Server for z/OS tasks and
programs. This grouping greatly assists in collecting statistics,
accounting, and aids decision making about task priority. For more
information about mirror transactions, see [“CICS Transaction Server for|
[z/OS mirror transactions” on page 2189.|

The CICSRequest node support in WebSphere Message Broker provides
direct communication with CICS (two-tier connection) by sending
Distributed Program Link (DPL) requests over TCP/IP-based 1P
InterCommunications (IPIC) protocol, or communication with CICS
through CICS Transaction Gateway for Multiplatforms (three-tier
connection). For more information about the two-tier and three-tier
connection models, see [‘CICS Transaction Server for z/OS overview” on|
page 2173| for a high-level overview, or [“CICS Transaction Server for|
2/OS two-tier connectivity” on page 2177 and [“CICS Transaction Server|
for z/OS three-tier connectivity” on page 2181|for detailed conceptual
information.

You can specify either a COMMAREA data structure or a channel data
structure on the CICSRequest node to use as input for linking to CICS
programs. The data structure that is specified as input returns the same
data structure as output. Channels are an alternative for COMMAREAs,
providing relief from the COMMAREA maximum size of 32766 bytes,
and allowing greater flexibility in input and output data structures. For
more information about using a COMMAREA or channel data structure,

see ["'COMMAREA or channel data structures” on page 2183

* The|CICS Transaction Server for z/OS

Channel Connectivity| sample

demonstrates how to call a channel-based CICS program. A CICS
channel structure can be represented in WebSphere Message Broker by a
message collection. This sample demonstrates how to create and
populate a message collection for the CICSRequest node and how to

process the collection after the call.

New Emaillnput node

Use the Emaillnput node to retrieve an email, with or without attachments,
from an email server that supports Post Office Protocol 3 (POP3) or

Internet Message Access Protocol (IMAP)

For more information, see [“Emaillnput node” on page 4394

A sample that demonstrates how you can use the Emaillnput node is also
provided. For more information, see

New JDEdwardsInput and JDEdwardsRequest nodes
Use the JDEdwardsInput and JDEdwardsRequest nodes to interact with a
JD Edwards EnterpriseOne server. For example, you can use the
JDEdwardsRequest node to discover JD Edwards EnterpriseOne business
functions, XML lists, and real-time events.

For more information, see ['JTDEdwardsIn

put node” on page 4519|and

[‘TDEdwardsRequest node” on page 4524.
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A sample that demonstrates how you can use the [‘J]DEdwardsRequest]
node” on page 4524/ node is also provided. For more information, see @I
Edwards Connectivity]

New FileRead node
Use the FileRead node to read one record, or the entire contents of a file,
from within a message flow.

For more information, see [“FileRead node” on page 4444.|

The Message Routing sample has been enhanced, and now demonstrates
how to use the FileRead node. For more information about how to process
messages that are based on the contents of an XML or CSV file, see
[Message Routing}

FileInput node
Skip the first record in a file. The FileInput node reads the first record in
the file but does not propagate the record to the Out terminal. Records are
propagated as normal, from the second record onwards. Use this option
when the first record is a header that does not need to be processed. It is
not valid to use this option when using the whole file.

For more information, see [“FileInput node” on page 4415

SSL for TCP/IP nodes
You can configure the broker to use SSL for TCP/IP connections; see
[“Configuring TCP/IP client nodes to use SSL” on page 551

HTTP compression for HTTP and SOAP nodes
You can configure HTTP nodes to use HTTP compression and
decompression when sending and receiving messages. Similar HTTP
compression functionality was introduced for the SOAP nodes in fix pack
7.0.0.1. For more information, see [“Using compression with HTTP and|
ISOAP nodes” on page 1597,

JMS transport for SOAP nodes

The SOAPAsyncRequest and SOAPAsyncResponse nodes support JMS as
well as HTTP transport. You can import WSDL with bindings for both JMS
and HTTP transport, and switch transports for the SOAPAsyncRequest
node during a message flow. WS-Security and WS-Addressing are
supported for SOAP/JMS, as well as transactionality. WebSphere Message
Broker supports both W3C (standard) and IBM (proprietary) WSDL
formats for SOAP/JMS. For more information, see [“WSDL URI formats for|
IMS” on page 1668| and [‘SOAP over JMS” on page 6698 |

Web services gateway

The SOAP nodes support a web services gateway mode, which does not
require a WSDL to configure the SOAP nodes, and allows WebSphere
Message Broker to handle generic SOAP request/response and one-way
messages when used as a web services provider or consumer. WebSphere
Message Broker can also act as a fagade between multiple web service
clients and multiple back-end web service providers.

For more information, see [‘Gateway operation mode for SOAP nodes” on|
|o age 1645.

A sample that demonstrates how you can use a web services gateway is
also provided. For more information, see [Web Services Gatewayj]

DatabaseInput node
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The Databaselnput node can now generate the code for a simple database
query. After code generation, you can add custom code; see
[DatabaseInput node” on page 2120 By using an MQInput node with the
built-in Databaselnput node the WBI JDBC Adapter Migration Isample

re-creates a scenario of migrating a JDBC adapter to invoke a message
flow.

A sample that demonstrates how you can use the Databaselnput node is
also provided. For more information, see [Databaselnput Node}

JSON domain

Fix pack V7.0.0.2 provides support for a JSON domain. Messages in the
JSON domain are processed by the JSON parser and serializer. The JSON
parser interprets a bit stream by using the JSON grammar, and generates a
corresponding JSON domain logical message tree in the broker.

For more information, see [‘JSON parser and domain” on page 1128

RESTful Web Service Using JSON sample

This sample shows how you can use WebSphere Message Broker to front
an existing service as a RESTful web service, providing a JSON message
format interface. The sample also shows how to consume the RESTful Web
Service from a message flow.

For more information, see [RESTful Web Service Using JSONI

Web Service Aggregation sample

The sample demonstrates how you can invoke a number of web services
and amalgamate the results by using WebSphere Message Broker
aggregation nodes. The sample illustrates how you can use aggregation for
transports other than WebSphere MQ, and highlights any issues of which
to be aware. For more information, see [Web Service Aggregation!

Improved order by support for the MQInput node

You can now sort by any element in the message. For each value of that
element, the messages are processed in arrival order. See |”Optimizin§|
message flow throughput” on page 587 and [“MQInput node” on page]

4594.|

Dynamic operation management

Additional features provide better information and control of operations.

Resource statistics for parsers
View the statistics for a parser to view the number of input and output
messages that are processed by a message flow, and determine if message
flow parsers are using large amounts of memory. For more information,
see [“Resource statistics” on page 3306

Platforms and environments

You can interact with more platforms and environments.

Configuring JMS nodes with Oracle AQ
You can configure the JMS nodes to communicate with Oracle AQ (Oracle
11g and above).

For more information, see [“Configuring JMS nodes to communicate with|
[Oracle AQ” on page 1712
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Integrating with the Rational® Team Concert client
You can integrate the Rational Team Concert client with the WebSphere
Message Broker Toolkit.

For more information, see [“Integrating the Rational Team Concert client|
fwith the WebSphere Message Broker Toolkit” on page 576|

Execution group profiles
You can create and use profiles that apply to a specific execution group.

For more information, see [“Execution group-specific command|
environment: Windows systems” on page 309 and [“Execution]
roup-specific command environment: Linux and UNIX systems” on page]

p12]

Fix pack V7.0.0.1 enhancements
* |“Simplicity and productivity”|

* [“Universal connectivity for SOA” on page 24|

+ [“Platforms and environments” on page 26|

Simplicity and productivity

Additional patterns are provided to help solve specific business problems.

User-defined patterns
User-defined patterns extend the function of WebSphere Message Broker so
that you can create patterns that you can reuse within your organization.

For more information, see [“User-defined patterns” on page 1334

Solar Pattern Authoring sample
This sample shows how you can build a user-defined pattern. The sample
provides an example message flow project that calculates the sunrise and
sunset times in a PHPCompute node. The sample also provides a pattern
authoring project that configures a pattern.

For more information, see [Samples” on page 98|

Service Access from WebSphere MQ: one-way pattern
Use this pattern to process WebSphere MQ XML messages by using the
data that the pattern contains to call a web service. Use this pattern to
bridge the reliable WebSphere MQ messaging protocols of a client
application with the synchronous requests to services to handle updates
with an assurance that service failures, including timeouts, are reliably
reported.

This pattern provides loose coupling between client applications and
service providers in timing, protocols, and transport. It is appropriate for
service interfaces to existing systems.

For more information, see [“Built-in patterns” on page 1332

Using a subflow as a user-defined node
Develop a user-defined node that packages a subflow, either in the same
way that you create any other user-defined node that has its
implementation based on Java, or by basing it on an existing subflow.

For more information, see [“Using a subflow as a user-defined node” on|
page 3008.
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Universal connectivity for SOA

Additional nodes and configurable services expand the interaction of the broker
with other products.

New CORBARequest node
Use the CORBARequest node to call an external CORBA application over
Internet Inter-Orb Protocol (IIOP). You can use this node to create a new
external interface for existing CORBA applications.

For more information, see ["CORBARequest node” on page 4349 |

A sample that demonstrates how to use the CORBARequest node is also
provided. For more information, see [“Samples” on page 98

New CICSRequest node
Use the CICSRequest node to call an external CICS Transaction Server for
z/0OS application over TCP/IP-based IP InterCommunications (IPIC)
protocol. By using the CICS support that is provided in WebSphere
Message Broker you can deploy CICS applications into a service-oriented
architecture (SOA).

For more information, see [“CICSRequest node” on page 4321,

A sample that demonstrates how to use the CICSRequest node is also
provided. For more information, see [“Samples” on page 98

New WebSphere MQ File Transfer Edition nodes
The FTEOutput and FTEInput nodes transfer files across an existing
WebSphere MQ File Transfer Edition network in a timely and reliable
manner.

For more information, see [“Managed file transfers using WebSphere MQ)|
[File Transfer Edition” on page 1869,

A sample that demonstrates how to use the FTEOutput and FTEInput
nodes is also provided. For more information, see [‘Samples” on page 98|

New Databaselnput node
The Databaselnput node enables a message flow to respond to changes to
data in a database.

For more information, see [“Event-based database integration” on page|

Samples that demonstrate how to use the Databaselnput node are also
provided. For more information, see [“Samples” on page 98

You can now create a message definition from a database definition (.dbm
file); see [“Creating a message definition from a database definition” onl|

|Eage 2941 |

The New Message Set wizard now includes an option to specify database
records; see [“Creating a message set” on page 2842

New SecurityPEP node
The SecurityPEP node enables you to invoke the message flow security
manager at any point in the message flow between an input node and an
output or request node.

For more information, see [“SecurityPEP node” on page 4729

A sample that demonstrates how to use the SecurityPEP node is also
provided. For more information, see [‘Samples” on page 98
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JMS transport for SOAP nodes

The SOAPInput, SOAPReply, and SOAPRequest nodes support JMS as well
as HTTP transport. You can import WSDL with bindings for both JMS and
HTTP transport, and switch transports during a message flow. WS-Security
and WS-Addressing are supported for SOAP/JMS. WebSphere Message
Broker supports both W3C (standard) and IBM (proprietary) WSDL
formats for SOAP/JMS. For more information, see [“WSDL URI formats for|
IMS” on page 1668

For more information, see [‘SOAP over JMS” on page 6698

Querying WSDL with ?wsdl

A web service client can send an HTTP GET request with a ?wsd1 query
string to message flows implementing web services, and receive a
representation of the WSDL that was used to configure the input node that
provides the endpoint for the service.

For more information, see [“Using WSDL to configure message flows” on|

page 1664.

HTTP nodes can use the embedded listener in an execution group

You can configure your broker and execution groups so that the HTTP
nodes use the listener within the execution group to communicate with
clients and servers, in preference to the broker-wide listener. The latter
configuration remains the default option, but the execution group listener
might enhance message flow throughput.

For more information, see ["HTTP listeners” on page 1589,

New HTTP Timeout terminal on HTTPInput and SOAPInput nodes

You can configure your HTTPInput and SOAPInput nodes to connect
timeout processing nodes to the HTTP Timeout terminal.

On SOAPInput nodes, messages are propagated through this terminal only
when you are using an HTTP binding. On HTTPInput nodes, messages are
propagated through this terminal only when you have configured your
broker and execution groups such that the HTTPInput node is using the
embedded execution group listener.

For more information, see [“Using timeouts with HTTP and SOAP nodes”]
on page 1595 |[‘SOAPInput node” on page 4795, and [“HTTPInput node” on|

page 4474.|

Securing the connection to IMS by using SSL

You can use the IMSConnect configurable service to configure the
IMSRequest node to use Secure Sockets Layer (SSL) protocol. For more
information, see [“Securing the connection to IMS by using SSL” on page]

Propagating security credentials to IMS

The IMSRequest node can use an identity that is present on an input
message, and propagate it to IMS, by using the Propagate property on the
security profile that is defined for the node. For more information, see
[“Propagating security credentials to IMS” on page 2144.|

Closing unused connections to Enterprise Information Systems

To effectively maintain the pool of connections to SAP, Siebel, or
PeopleSoft, you can set a connection timeout value on a configurable
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service. The value determines how long a connection can be idle before it
is closed. For more information, see [‘Configuring EIS connections to expire|
lafter a specified time” on page 726.|

Propagating security credentials to SAP

The SAPRequest node can use an identity that is present on an input
message, and propagate it to SAP, by using the Propagate property on the
security profile that is defined for the node. For more information, see
[‘Propagating security credentials to an SAP request” on page 2065

New WS-Trust V1.3 compliant security token server (STS) support for message
flow security

You can use a WS-Trust V1.3 compliant STS, such as Tivoli Federated
Identity Manager (TFIM) V6.2, for message flow security to provide
authentication, mapping, and authorization of the following additional
security tokens:

* SAML assertions

* Kerberos tickets

* LTPA tokens

+ RACF® PassTickets

* Universal WSSE tokens

This support is in addition to the existing support for Username, Username

and password, and X.509 certificates. For more information, see [“Identity”|
ﬁ

The support for this new security provider is in addition to the existing
support for Lightweight Directory Access Protocol (LDAP) and TFIM V6.1.
For more information, see [“Message flow security” on page 382.|

New WS-Security support for SOAP nodes

You can use the SOAP node support for Kerberos and SAML pass-through
to provide SOAP message security. For more information, see
[“WS-Security” on page 765|

Platforms and environments

Support for the Windows platform is enhanced, to include Windows 7 and
Windows Server 2008 R2. You can also now create 64-bit brokers and execution
groups with the new Windows on x86-64 version of the product.

WebSphere Message Broker ODBC Database Extender package
This package is required when you are using WebSphere Message Broker
to interface with an ODBC data source that is not supported through the
DataDirect ODBC drivers.

For further information, see |“Installing the WebSphere Message Broker|
ODBC Database Extender (IE02)” on page 273| and [“Connecting to a|
database from Linux and UNIX systems using the WebSphere Message|
Broker ODBC Database Extender (IE02)” on page 682|

Related concepts:

[“What's new in Version 7.0?” on page 7|
Learn about the main new functions in IBM WebSphere Message Broker Version
7.0.

Related tasks:
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[“Controlling the functional level of WebSphere Message Broker” on page 51|
You can control the functional level of your broker to enable new functionality
added in WebSphere Message Broker fix packs.

[Chapter 3, “Migrating and upgrading,” on page 137|
To migrate a broker domain to WebSphere Message Broker Version 7.0, plan your

migration strategy, perform pre-migration tasks, migrate your domain components,

and then complete post-migration tasks.
Related reference:

[‘Reviewing technical changes in Version 7.0” on page 205|

Some minor changes in behavior are present in WebSphere Message Broker Version

7.0; for example, those changes caused by defects that have been fixed between
versions.

WebSphere Message Broker technical overview

WebSphere Message Broker enables information packaged as messages to flow
between different business applications, ranging from large traditional systems
through to unmanned devices such as sensors on pipelines.

WebSphere Message Broker
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For an animated introduction to the basic concepts and features of WebSphere
Message Broker shown in the diagram, run the

WebSphere Message Broker processes messages in two ways: message routing and
message transformation.
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Message routing

Messages can be routed from sender to recipient based on the content of the
message.

The message flows that you design control message routing. A message flow
describes the operations to be performed on the incoming message, and the

sequence in which they are carried out.

Each message flow consists of the following parts:

* A series of steps used to process a message; see [“Message flow nodes” on page|
-1024.

* Connections between the nodes, defining routes through the processing; see
[“Message flow connections” on page 1032

IBM supplies built-in nodes and samples for many common functions. If you
require additional functions, you can write your own user-defined nodes; see
[“User-defined extensions overview” on page 2971 |

You create message flows in the WebSphere Message Broker Toolkit which is an
integrated development and administration console.

Message transformation

Messages can be transformed before being delivered:

* They can be transformed from one format to another, perhaps to accommodate
the different requirements of the sender and the recipient.

* They can be transformed by modifying, combining, adding, or removing data
fields, perhaps involving the use of information stored in a database.
Information can be mapped between messages and databases. More complex
manipulation of message data can be achieved by writing code, for example in
Extended SQL (ESQL) or Java, within configurable nodes.

Transformations can be made by various nodes in a message flow. Before a
message flow node can operate on an incoming message, it must understand the
structure of that message.

* Some messages contain a definition of their own structure and format. These
messages are known as self-defining messages, which you can handle without
the need for additional information about structure and format; see
[“Self-defining elements and messages” on page 1198

* Other messages do not contain information about their structure and format. To
process them, you must create a model of their structure; see
[definition files” on page 1171

The message definitions that you design are created within a message set which
contains one or more message definitions. Message sets also categorize message
definitions. The category facility, which you can extend using XSLT scripts, is used
for generating Web Services Description Language (WSDL) and documentation; see
[“Message categories” on page 1200,

Like message flows, you create message models in the WebSphere Message Broker
Toolkit. They can contain two types of information:

* The logical structure: the abstract arrangement and characteristics of the data,
represented as a tree structure; see [“The message model” on page 1160,
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* One or more physical formats: the way the data is represented and delimited in
the physical bit stream; see [“Physical formats in the MRM domain” on page]
i1211.

Create the broker environment

The work of routing and transforming messages takes place in a broker. Within the
broker, you can define one or more execution groups, which are processes in which
message flows run.

The mode in which your broker is working can affect the number of execution
groups and message flows that you can deploy, and the types of node that you can
use. See [“Restrictions that apply in each operation mode” on page 3657

You can install and create one or more brokers on one or more computers that are
running a supported operating system. If you create multiple brokers, you can
configure your environment to provide protection against failure, and you can
separate work across different divisions in a business.

You administer the broker by using product commands, the WebSphere Message
Broker Explorer, the Brokers view within the WebSphere Message Broker Toolkit,
or the Administration API for WebSphere Message Broker (also known as the CMP
API) in your own applications.

Develop applications

After your system administrator has created your brokers, your application
developers can create and modify message flows and message definitions by using
the WebSphere Message Broker Toolkit.

Different perspectives in the WebSphere Message Broker Toolkit are used to
develop message flows, message sets, and other related resources; see [“WebSphere
[Message Broker Toolkit” on page 31

You can use a repository to provide access control and version control of your
development resources. A repository also allows multiple developers to work on
the same resources in parallel; see [“Development repository” on page 45,

Your applications can communicate with the broker by using a range of protocols
that includes WebSphere MQ, JMS 1.1, HTTP and HTTPS, Web Services (SOAP

and REST), File, Enterprise Information Systems (including SAP and Siebel), and
TCP/IP. For more information about connecting applications, see

fconnectivity” on page 1028

Deploy applications to the runtime environment

When you have created and configured your message flows, message sets, and
associated resources by using the Broker Application Development perspective of
the WebSphere Message Broker Toolkit, you can deploy the executable data to one
or more brokers; see [“Packaging and deployment overview” on page 3210

You can deploy data in the following ways:
* From the Brokers view of the WebSphere Message Broker Toolkit

* From the stand-alone administrative interface, the WebSphere Message Broker
Explorer

* From the Test Client environment in the WebSphere Message Broker Toolkit
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* By using a command

* By creating applications that use the Administration API application
programming interface

When you deploy message flows and message sets, they are compiled and
enveloped in a broker archive (BAR) file, and sent to the target broker; see
[“Packaging and deployment overview” on page 3210 The BAR file has
configurable system properties. You can override properties such as queue and
database names, without the need to change source files or redevelop the message
flow. This configuration makes it easier to move definitions between systems.

The broker opens the BAR file, removes the contents, makes a record of the
information that it has received, and discards the envelope. It retains the
information in its local storage area within the computer file system, so that it can
restore the application resources and restart messages flows if and when required.

Publish/Subscribe

Publish/subscribe is a style of messaging for which WebSphere Message Broker
provides limited support; in WebSphere Message Broker Version 7.0 this support
was transferred to WebSphere MQ. If you have been connecting publish/subscribe
applications to brokers in previous versions, see [“Migrating publish/subscribe]
[information to WebSphere MQ” on page 141

Further information

For a basic introduction to WebSphere Message Broker, see the IBM Redbooks
publication [WebSphere Message Broker Basics|

Related concepts:

[“WebSphere Message Broker Toolkit” on page 31
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

[“Message flows overview” on page 1022|
A message flow is a sequence of processing steps that run in the broker when an
input message is received.

[“Message sets overview” on page 1162|
A message set is a container for grouping messages and associated message
resources (elements, types, groups).

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

[“Execution groups” on page 53|

An execution group is a named grouping of message flows that have been
assigned to a broker. The broker enforces a degree of isolation between message
flows in distinct execution groups by ensuring that they run in separate address
spaces, or as unique processes.

[“Publish/Subscribe” on page 2215

Publish/subscribe is a style of messaging application in which the providers of
information (publishers) are decoupled from the consumers of that information
(subscribers).
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[“ESQL overview” on page 2371|

Extended Structured Query Language (ESQL) is a programming language defined
by WebSphere Message Broker to define and manipulate data within a message
flow.

[“Generate WSDL” on page 1274|

A Web Services Description Language (WSDL) document specifies the interface to a
web service, and enables a web service client to start it. A WSDL document that is
generated from a message model defines web service requests and responses in
terms of the messages that you have defined in that message model.

Related reference:

“General industry standards supported by WebSphere Message Broker” on page
3607

WebSphere Message Broker supports general industry standards that are associated
with message processing.

WebSphere Message Broker Toolkit

The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

Application developers work in separate instances of the WebSphere Message
Broker Toolkit to develop resources associated with message flows. The WebSphere
Message Broker Toolkit connects to one or more brokers to which the message
flows are deployed.

You can install the WebSphere Message Broker Toolkit only on Windows and Linux
on x86. You can only view and interact with brokers that you have created in
WebSphere Message Broker Version 7.0.

The WebSphere Message Broker Toolkit

When you start the WebSphere Message Broker Toolkit, a single window is
displayed. This window is the WebSphere Message Broker Toolkit, which contains
one or more perspectives.

A perspective is a collection of views and editors that you use to complete a
specific task, or work with specific types of resource. The two significant
perspectives in the WebSphere Message Broker Toolkit are the Broker Application
Development perspective for application development, and the Debug perspective
for debugging message flows. The first time that you start the WebSphere Message
Broker Toolkit, the Broker Application Development perspective is displayed.

An additional stand-alone component, the WebSphere Message Broker Explorer, is
supplied for advanced administrative users, and enables additional administration

tasks that you cannot perform in the WebSphere Message Broker Toolkit.

The following figure shows the Broker Application Development perspective with
a message flow open in the Message Flow editor on Windows.
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Accessing context-sensitive help

The Help view provides context-sensitive help throughout the WebSphere Message
Broker Toolkit. You can display the Help view for most aspects of the user
interface (for example, on the Broker Development view, the Message Flow editor,
or a properties page) by bringing focus to the object and pressing F1 (on Windows)
or SHIFT+F1 (on Linux). The Related Topics page shows description and help
topics that are related to the selected object. The About section shows context help
that is specific to your current context, and the Dynamic Help section shows some
search results that might be related.

The following figure shows the Related Topics page of the Help view that is
displayed when you press F1 in the Broker Development view.
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Use the other pages in the Help view to view and search the contents of the
information center. The All Topics page shows the table of contents of all the books
in the information center. The Index provides an index of keywords of all the
books in the information center. You can enter a keyword in the text field on the
Index page to highlight the best match in the list of keywords. You can use the
Search page to locate topics, samples, and remote documents using keywords in a
search query. You can bookmark topics and other documents of interest, and view
them in the Bookmarks page.

For a basic introduction to using the WebSphere Message Broker Toolkit, see the
IBM Redbooks publication [WebSphere Message Broker Basics|

Related concepts:

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

[“WebSphere Message Broker Toolkit perspectives” on page 34|
A perspective is a group of views and editors that shows various aspects of the
resources in the WebSphere Message Broker Toolkit.

[“Editors” on page 35|

An editor is a component of the WebSphere Message Broker Toolkit. Editors are
typically used to edit or browse resources, which are the files, folders, and projects
that exist in the workbench.

[“Resources” on page 36|

The projects, folders, and files that you work with in the WebSphere Message
Broker Toolkit workspace are called resources. By default, these resources are stored
with their metadata in the workspace directory in your local file system. The
workspace directory is created the first time that you start the WebSphere Message
Broker Toolkit.

[“Development repository” on page 45|
Use a development repository to benefit from features such as version control and
access control of files, which make it easier for teams to work on shared resources.
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Related information:

[Workbench User Guide - Perspectives|
[Workbench User Guide - Views|
[Workbench User Guide - Resources|

WebSphere Message Broker Toolkit perspectives

A perspective is a group of views and editors that shows various aspects of the
resources in the WebSphere Message Broker Toolkit.

You can switch perspectives, depending on the task at hand, and customize the
layout of views and editors. Switch between perspectives by clicking Window >

Open Perspective > Other, then clicking the perspective to which you want to
switch.

The following figure shows the Broker Application Development perspective in the
WebSphere Message Broker Toolkit.
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The WebSphere Message Broker Toolkit offers the following perspectives:

Broker Application Development perspective

The Broker Application Development perspective is the default perspective

that is displayed the first time that you start the WebSphere Message
Broker Toolkit.

Application developers work in this perspective to develop and modify
message sets, message flows, and other associated resources. You can also
import relational database schemas for ESQL content assist and validation,
and interact with databases by using the Data Project Explorer view and
Data Source Explorer view.

34 WebSphere Message Broker Version 7.0.0.8



The preceding figure shows the Broker Application Development
perspective with a message flow open in the Message Flow editor.

You can use the Brokers view in the Broker Application Development
perspective to create new brokers and deploy resources to connected
brokers. Some of the administrative tasks that are available through the
WebSphere Message Broker Explorer, which is supplied as a separate
component that you can install on computers on which you intend to
perform only administrative tasks, are also supported by the Brokers view.

Debug perspective

The Debug perspective is where application developers test and debug
message flows.

Plug-in Development perspective

The Plug-in Development perspective is where application developers
develop plug-ins for user-defined extensions.

Related concepts:

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

An editor is a component of the WebSphere Message Broker Toolkit. Editors are
typically used to edit or browse resources, which are the files, folders, and projects
that exist in the workbench.

Related reference:
[“Editors in the WebSphere Message Broker Toolkit” on page 6793|
[“Broker Application Development perspective” on page 6784|

The Broker Application Development perspective is the default perspective that is
displayed when you start the WebSphere Message Broker Toolkit.

[‘Perspectives in the WebSphere Message Broker Toolkit” on page 6783

Related information:
[Workbench User Guide - Working with Perspectives|

Editors

An editor is a component of the WebSphere Message Broker Toolkit. Editors are
typically used to edit or browse resources, which are the files, folders, and projects
that exist in the workbench.

When you open a file for editing, for example by double-clicking it in the Broker
Development view, the default editor associated with that file opens in the editor
area of the current perspective. By default, the editor area is in the upper-right
corner of the WebSphere Message Broker Toolkit window.

Open resources with the default editor because other editors might not validate the
changes correctly.

The following diagram shows the TextMessenger.msgflow file from the Pager

sample opened in the Message Flow editor, which is part of the Broker Application
Development perspective.
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You can open any number of editors at the same time, but only one editor is active
at a time. The main menu bar and main toolbar display the operations that apply
to the active editor. By default, editors are stacked in the editor area, but you can
tile them to view source files simultaneously. Tabs in the editor area indicate the
names of the resources that are open for editing. An asterisk (*) indicates that an
editor has unsaved changes. If you attempt to close the editor or exit the
WebSphere Message Broker Toolkit with unsaved changes, you are prompted to
save the changes.

To find out about the Pager sample, click the following link:

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the online
information center. You can run samples only when you use the information center
that is integrated with the WebSphere Message Broker Toolkit.

Related concepts:

[“WebSphere Message Broker Toolkit” on page 31|
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

Related reference:
[“Editors in the WebSphere Message Broker Toolkit” on page 6793|
[Workbench User Guide - Tiling editors|

Resources
The projects, folders, and files that you work with in the WebSphere Message
Broker Toolkit workspace are called resources. By default, these resources are stored
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with their metadata in the workspace directory in your local file system. The
workspace directory is created the first time that you start the WebSphere Message
Broker Toolkit.

The default locations for the workspace are in the following places:

* On Linux on x86, the default workspace directory is created at
/home/user_ID/IBM/wmbt70/workspace.

* On Windows XP and Windows Server 2003, the default workspace directory is
created at C:\Documents and Settings\user_ ID\IBM\wmbt70\workspace.

* On Windows Vista and Windows Server 2008, the default workspace directory is
created at C:\Users\user_ ID\IBM\wmbt70\workspace.

where user_ID is the user name with which you are logged on.
You can create projects in other directories in addition to the workspace directory.
You can maintain multiple workspaces by specifying a new location at the prompt

when you start your WebSphere Message Broker Toolkit session.

Typically, you edit and view WebSphere Message Broker Toolkit resources in the
Broker Development view in the Broker Application Development perspective.

The following figure shows a message flow project and a message set project in the
Broker Development view of the Broker Application Development perspective.
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Resource editors do not automatically reflect the changes that you make in one
window in additional windows that you have opened to view the same resource.
Close and reopen additional windows each time that you update a resource in an
editor session.

Types of resource: You can create and work with three basic types of resource:

Source files
Source files are included in your workspace and are accessible from the
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Broker Application Development perspective. When you create source files,
they are grouped by file type in folders, in the same way as the directories
of a file system. You can also group folders or files in projects. Projects are
used for building, version control, sharing, and resource organization.

The following source files can exist:

* .msgflow files contain the message nodes and connections that you
create to form a message flow. These files are displayed in the Broker
Application Development perspective in a folder called Flows. The
Flows folder is always created and displayed.

+ .esql files are optional and contain ESQL code that performs specific
processing steps within a message node. You can code ESQL to tailor
message processing in Compute, Database, and Filter nodes. If you have
created ESQL files, they are displayed in the Broker Application
Development perspective in a folder called ESQLs.

* .msgmap files are optional and map the relationships between different
data sources (typically database tables and messages) that you have
created by using the graphical mapping tools. You can create maps to
tailor message processing in DataDelete, Datalnsert, DataUpdate, and
Warehouse nodes. If you have created mapping files, they are displayed
in the Broker Application Development perspective in a folder called
Maps.

* .category files are optional and contain a group of messages, either
related to WSDL operations, or to a user-specific purpose or message
flow. If you have created category files, they are displayed in the Broker
Application Development perspective in a folder called Message
Categories.

* .mxsd files are optional and contain definitions of the messages you have
modeled. If you have created message models, they are displayed in the
Broker Application Development perspective in a folder called Message
Definitions.

* .wsd] files are optional and contain WSDL definitions which you have
imported into the workspace to use as a source for message definitions.
If you have created WSDL files, they are displayed in the Broker
Application Development perspective in a folder called Deployable
WSDL, and are grouped by namespace.

* .insca and .outsca files are optional Broker SCA definition files. A
.insca file contains an SCA import component and is used to configure
SCAInput and SCAReply nodes. A .outsca file contains an SCA export
component and is used to configure SCAAsyncRequest,
SCAAsyncResponse, and SCARequest nodes. They are displayed in the
Broker Application Development perspective in a folder called Broker
SCA Definitions, in the message set project.

You can create resources from a pattern more than once to give unique
pattern instances with different configurations, see [“Patterns” on page]

The resources for each pattern instance are contained within a single
pattern instance project. The pattern instance project contains links to all
projects containing the resources that are created as a result of generating a
pattern instance from your configuration, such as message flows, Java
classes for JavaCompute nodes, ESQL modules, message maps, test client,
XML files, and style sheet files.

Helper files
Helper files maintain information that supports other activities:
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* .broker files contain definitions of broker connections.

* .bar files contain deployable and other files that you have chosen to
send to a broker.

* .mbtest files contain the steps that define a test that you use with the
Test Client to debug your applications.

Deployable files
Deployable files are included in a broker archive (BAR) file and deployed
to the broker where they are involved in some way in the processing of
messages. A BAR file might contain the following files:

* A .cmf file for each message flow. This file is a compiled version of the
message flow. You can have any number of these files within your BAR
file.

* A .dictionary file for each message set dictionary. You can have any
number of these files within your BAR file.

* One or more XSD compressed files (.xsdzip), if XML schema and WSDL
are defined within a message set.

* A broker.xml file. This file is called the broker deployment descriptor. You
can have only one of these files within your BAR file. This file, in XML
format, is contained in the META-INF folder of the compressed file and
can be modified by using a text editor or shell script.

* One or more XML files (.xm1), style sheets (.xs1), and XSLT files (.x1st),
if required by nodes in the message flows you have added to this BAR
file. The XSLTransform node is one that might require these files.

* One or more JAR files, if required by JavaCompute nodes in the message
flows you have added to this BAR file.

* One or more inbound or outbound adapter files (.inadapter or
.outadapter), if required by WebSphere Adapter nodes (for example, the
Siebellnput node) in the message flows you have added to this BAR file.

* One or more PHP script files (.php), if required by PHPCompute nodes
in the message flows you have added to this BAR file.

* Other files that you might want to associate with this BAR file. For
example, you might want to include Java source files, .msgflow files, or
.wsd]1 files for future reference. BAR files can contain all files types.

References between files:

Source files can refer to content in other files. For example, a message flow can
require an ESQL file. The files on which the message flow depends must be
present when that message flow is compiled; see [‘By name linking” on page 43

If you are considering changing a resource, you can see a list of other resources
that refer to it. To search for these resources, you must first enable indexing by
following the instructions in [“Enabling and disabling indexing” on page 1454
Then you can right-click a resource in the Broker Development view and click
Show all references. The search results view shows, in a tree structure, all
references of your resource, including its location, such as a node property or the
line number in an ESQL file. You can double-click a resource to open it in an
appropriate editor, or you can right-click a resource and click Open with to choose
the editor in which to open it. Note that dependent files can be found in another
project. See [“Project references” on page 44.

To see which files are dependent on which other files, see [“Showing resource]
[references” on page 1447 |
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If you are considering renaming or moving a resource and you know the new
name or location, you can run an impact analysis. For more information, see
“Impact analysis: analyzing the effects of planned changes to your applications” on|

page 1150.|

Related concepts:

“Impact analysis: analyzing the effects of planned changes to your applications” on|
page 1150|

When developing an application, you might want to change the names of some
artifacts, or move them. Impact analysis reports the artifacts that are likely to be
affected by a particular change.

[“Working sets” on page 42|

A working set is a logical collection of projects, which you can use to limit the
number of resources that are displayed in the Broker Development view. By
creating and using a working set, you can reduce the visual complexity of what is
displayed in the Broker Development view, making it easier to manage and work
with your projects.

[“Using patterns” on page 1312
Use patterns that are supplied with the WebSphere Message Broker Toolkit to
create resources that are used to solve a specific business problem.

[“WebSphere Message Broker Toolkit” on page 31|
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“Project references” on page 44

When a projects refers to other projects in the workspace, this is called a project
reference. When one project references another, the files in the referenced project are
available for use by the referring project. For example to configure certain nodes,

to create libraries of reusable message flows, and to enable Content Assist in the
ESQL editor.

[“By name linking” on page 43|

You identify objects using a combination of a namespace and a name, referred to as
a fully qualified name. The use of fully qualified names, called by name linking,
makes it easy to identify and locate objects, and to correct broken references.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

Related tasks:
[‘Showing resource references” on page 1447|

If you are considering changing a resource, you can see a list of other resources
that would be affected by that change.

[“Working with patterns in the Broker Development view” on page 1314|
Using the Broker Development view to create patterns.

[“Choosing a pattern” on page 1313|
Select a pattern in the Patterns Explorer view to create resources to solve a specific
business problem.

[‘Creating a working set” on page 575)|
Create a working set to limit the number of resources that are displayed in the
Broker Development view.
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Related reference:

[“Broker Application Development perspective” on page 6784|
The Broker Application Development perspective is the default perspective that is
displayed when you start the WebSphere Message Broker Toolkit.

[“Resource types in the WebSphere Message Broker Toolkit” on page 6821
Links to information on projects and resource files.

[“Rules for naming workspace objects” on page 6827

Related information:
[Workbench User Guide - Resources|
[Workbench User Guide - Working with projects, folders, and resources|

Working sets:

A working set is a logical collection of projects, which you can use to limit the
number of resources that are displayed in the Broker Development view. By
creating and using a working set, you can reduce the visual complexity of what is
displayed in the Broker Development view, making it easier to manage and work
with your projects.

The active working set is the current working set of projects that you choose to
display. If you do not create any working sets, the default active working set
contains all your resources and are contained in the <all resources> section of the
Broker Development view, which displays all of your projects.

The Broker Development view has three sections: the working set selection list,
Pattern Instances (initially collapsed), and Projects (initially expanded). Pattern
instance projects are shown only in the Pattern Instances section, and all other

project types are shown in the Projects section. If no projects exist, the Projects

section contains a list of Quick Start Wizard links.

You can create a new working set in the Broker Development view in one of the
following three ways:

* You can create a new working set and add existing projects to it.

* You can use a Quick Start wizard to set up the basic resources that are required
to develop a message flow. The wizard provides the option of creating a new
working set for the resources.

* You can create a pattern instance project, and a working set of the same name is
created automatically.

When you use the Broker Application Development perspective to create a file or
new project, the new file or project is automatically added to the current active
working set. If you have not identified an active working set, the new file or
project is displayed in the <all resources> section of the Broker Development view,
but is not added to a working set.

Related concepts:

[‘Resources” on page 36|

The projects, folders, and files that you work with in the WebSphere Message
Broker Toolkit workspace are called resources. By default, these resources are stored
with their metadata in the workspace directory in your local file system. The
workspace directory is created the first time that you start the WebSphere Message
Broker Toolkit.

[“Using patterns” on page 1312|
Use patterns that are supplied with the WebSphere Message Broker Toolkit to
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create resources that are used to solve a specific business problem.

[“Project references” on page 44

When a projects refers to other projects in the workspace, this is called a project
reference. When one project references another, the files in the referenced project are
available for use by the referring project. For example to configure certain nodes,
to create libraries of reusable message flows, and to enable Content Assist in the
ESQL editor.

[“By name linking”]

You identify objects using a combination of a namespace and a name, referred to as
a fully qualified name. The use of fully qualified names, called by name linking,
makes it easy to identify and locate objects, and to correct broken references.
Related tasks:

[“Working with patterns in the Broker Development view” on page 1314|
Using the Broker Development view to create patterns.

[“Creating a working set” on page 575|
Create a working set to limit the number of resources that are displayed in the
Broker Development view.

Related reference:

[‘Broker Application Development perspective” on page 6784|
The Broker Application Development perspective is the default perspective that is
displayed when you start the WebSphere Message Broker Toolkit.

[‘Resource types in the WebSphere Message Broker Toolkit” on page 6821|
Links to information on projects and resource files.

[“Rules for naming workspace objects” on page 6827]

Related information:
[Workbench User Guide - Resources|
[Workbench User Guide - Working with projects, folders, and resources|

By name linking:

You identify objects using a combination of a namespace and a name, referred to as
a fully qualified name. The use of fully qualified names, called by name linking,
makes it easy to identify and locate objects, and to correct broken references.

For example, if you rename an object, all references to that object are broken. If
you substitute another object with the same name, all the broken references are
corrected.

This concept is important when you are working in a team environment. With by
name linking, you can share files in a repository and concurrently modify, add,
and delete objects in your message flow application. When you integrate the
various parts of the message flow application, you can detect and resolve broken
references to objects that have been moved, renamed, or deleted.

Related concepts:

[“Resources” on page 36|

The projects, folders, and files that you work with in the WebSphere Message
Broker Toolkit workspace are called resources. By default, these resources are stored
with their metadata in the workspace directory in your local file system. The
workspace directory is created the first time that you start the WebSphere Message
Broker Toolkit.

Chapter 2. WebSphere Message Broker overview 43



[“Project references”]

When a projects refers to other projects in the workspace, this is called a project
reference. When one project references another, the files in the referenced project are
available for use by the referring project. For example to configure certain nodes,
to create libraries of reusable message flows, and to enable Content Assist in the
ESQL editor.

[“Namespaces in the message model” on page 1201
Use namespaces to qualify message model object names.

Related reference:

[‘Rules for naming workspace objects” on page 6827

Project references:

When a projects refers to other projects in the workspace, this is called a project
reference. When one project references another, the files in the referenced project are
available for use by the referring project. For example to configure certain nodes,
to create libraries of reusable message flows, and to enable Content Assist in the
ESQL editor.

The following scenarios in the WebSphere Message Broker Toolkit give examples of
project references:

* When configuring a Mapping node in a message flow, you must select source
and target messages for the map. The messages are contained within one or
more message sets. In order to select messages, the message flow project must
have a reference to the message sets. You must also have a reference to a data
design project if you want to map to or from a database.

* When configuring a node, such as an MQInput node, you can define the
message template for the message type that the node processes. If you have
chosen MRM, SOAP, XMLNSC, DataObject, or IDOC as the Message domain
property of the node, you must also specify the name of the message sets that
contains the message model. To pre-populate the list of message sets in the
Message set property, the message flow project must have a reference to the
message sets.

* You might want to create a library of reusable ESQL subroutines in a message
flow project, or create a library of message flows to reuse in other flows. A
message flow that you want to use these subroutines or message flows in, must
have a reference to the message flow project from its parent message flow
project.

* You can also use project references to enable Content Assist in the ESQL editor.
(“Content Assist” is context-sensitive help that displays valid ways in which a
code statement can be completed.) If you set up a project reference from a
message flow project containing ESQL code to a message sets, the ESQL editor is
able to display a list of valid message references.

* If you use the Patterns Explorer to generate a pattern instance from a pattern
specification, the generated pattern instance project contains references to all the
other projects generated from the pattern. See [“Using patterns” on page 1312

To create or remove a project reference manually, right-click the project name in the
Broker Development view and select the Properties menu item. Select Project
References from the Properties window, and a list of all regular projects in the
workspace is displayed from which you can select or clear project references.
Message flow, message sets and pattern instance projects have an additional menu
item Add or Remove Project References that launches the Add or Remove Project
References window where you can select or clear project references.
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If you later close or delete a referenced project, or delete an object within it, it is no
longer available to the referencing project and an error is generated. You can
correct the error by opening the closed project or adding the missing object, with
the correct name, and saving.

Related concepts:

[‘Namespaces in the message model” on page 1201]
Use namespaces to qualify message model object names.

[“By name linking” on page 43|

You identify objects using a combination of a namespace and a name, referred to as
a fully qualified name. The use of fully qualified names, called by name linking,
makes it easy to identify and locate objects, and to correct broken references.

Related reference:

[‘Resource types in the WebSphere Message Broker Toolkit” on page 6821
Links to information on projects and resource files.

[‘Rules for naming workspace objects” on page 6827]

Development repository
Use a development repository to benefit from features such as version control and
access control of files, which make it easier for teams to work on shared resources.

The WebSphere Message Broker Toolkit is based on the Eclipse platform, therefore
you can access Eclipse-supported repositories directly from the WebSphere
Message Broker Toolkit. You can use all repositories that are supported by Eclipse
with WebSphere Message Broker.

You can take the version numbers of resources from the repository, and associate
that version number with the message flows and message sets when they are
deployed. This association allows you to display which version of the flow is
deployed in the WebSphere Message Broker Toolkit. An alternative method of
assigning a version number to a message flow is to specify one in the WebSphere
Message Broker Toolkit when the message flow is created; see

[version and keywords” on page 1445

* For information about how to set up the WebSphere Message Broker Toolkit to
run with CVS, see |“Configuring CVS to run with the WebSphere Message Broker]
[Toolkit” on page 573 |

* For information about how to integrate the Rational Team Concert client, see

“Integrating the Rational Team Concert client with the WebSphere Message|
Broker Toolkit” on page 576.|

+ For information on how to enable Rational ClearCase®, see |“Configuring the
[WebSphere Message Broker Toolkit to run Rational ClearCase” on page 574

« For information about other repositories, read about other fteam repositories| that
are supported by Eclipse.

Related concepts:

[“Resources” on page 36|

The projects, folders, and files that you work with in the WebSphere Message
Broker Toolkit workspace are called resources. By default, these resources are stored
with their metadata in the workspace directory in your local file system. The
workspace directory is created the first time that you start the WebSphere Message
Broker Toolkit.

[“Message flow version and keywords” on page 1445|

When you are developing a message flow, you can define the version of the
message flow as well as other key information that you want to be associated with
it.
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Related tasks:

“Configuring CVS to run with the WebSphere Message Broker Toolkit” on page
573

Install CVS as a normal program by following the usual prompts. Not all versions
of CVSNT are supported by Eclipse.

“Configuring the WebSphere Message Broker Toolkit to run Rational ClearCase” on|

page 574|

To use Rational ClearCase with the WebSphere Message Broker Toolkit, enable the
capability in the Preferences page.

Related reference:

[‘Resource types in the WebSphere Message Broker Toolkit” on page 6821
Links to information on projects and resource files.

The broker environment

A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

Create more than one broker, on one or more computers, to support your
applications; creating more than one broker can provide load balancing, or a
division of responsibilities. For example, you might have one broker that handles
all your financial applications, and another that handles your order processing and
fulfillment.

Application programs connect to and send messages to the broker, and receive
messages from the broker. Code your applications to use one of the supported
protocols for interacting with the broker; for example, WebSphere MQ queues and
connections, Web services, or WebSphere Adapters. The broker routes each
message by using the rules that you have defined in message flows and message
sets, and transforms the data into the structure required by the receiving
application.

You can install the broker component on one or more of the supported platforms,
which are listed in [‘Operating system requirements” on page 3590 You can create
a broker only on the computer on which you have installed the broker component.
You can use the WebSphere Message Broker Explorer, the WebSphere Message
Broker Toolkit, or the command line to create local brokers.

When you create a broker, it operates in one of a number of modes: enterprise,
adapter, starter, or entry. You must run the broker in the mode that matches the
license that you have purchased; see [“Operation modes” on page 48|

Administer the broker by using the WebSphere Message Broker Explorer, the
Broker view in the WebSphere Message Broker Toolkit, or the product commands.
Alternatively, you can write your own programs to use the Administration API for
WebSphere Message Broker (also known as the CMP API).

Manage the application resources of the broker, which include message flows and
message sets, by using the WebSphere Message Broker Toolkit or WebSphere
Message Broker Explorer; these two applications connect to the broker by using a
WebSphere MQ server connection, which is defined to the broker queue manager
when you create the broker.

The following figure shows the relationship between the resources that exist at run
time, and how they interact with the WebSphere Message Broker Explorer and
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Resources associated with a broker

When you create a broker, the following resources are also defined and created:
* A WebSphere MQ queue manager, if one does not exist.

* A set of fixed-name queues that are defined to the WebSphere MQ queue
manager.

* A default WebSphere MQ SVRCONN channel with a fixed name
SYSTEM.BKR.CONFIG, which is used by the WebSphere Message Broker
Toolkit, the WebSphere Message Broker Explorer, and applications that use the
Administration API (CMP API).

Related concepts:

[‘Operation modes” on page 48|
The operation mode that you use for your broker is determined by the license that
you purchase.

[“Execution groups” on page 53|

An execution group is a named grouping of message flows that have been
assigned to a broker. The broker enforces a degree of isolation between message
flows in distinct execution groups by ensuring that they run in separate address
spaces, or as unique processes.

[“The Administration API for WebSphere Message Broker” on page 54|

The Administration API for WebSphere Message Broker is a programming interface
that your applications can use to control brokers and their resources through a
remote interface.

[“WebSphere Message Broker Toolkit” on page 31|
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
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Eclipse platform for administering your brokers.
Related tasks:

Chapter 7, “Configuring brokers for test and production environments,” on page]
579

Create one or more brokers on one or more computers, and configure them on
your test and production systems to process messages that contain your business
data.

[Chapter 8, “Administering brokers and broker resources,” on page 899
Administering brokers and associated broker resources includes the tasks that you
perform frequently to activate and manage those resources. Choose the method
you prefer to administer your brokers and associated resources.

Related reference:

[‘System management interfaces” on page 52|
The brokers provide a service for independent system management agents.

Operation modes
The operation mode that you use for your broker is determined by the license that
you purchase.

The following modes are supported:

e [“Trial Edition mode” on page 49| All features are enabled, but you can use the
| pag y
product for only 90 days after installation.

* [“Entry Edition mode” on page 49 Entry node features are enabled and the types
of node that you can use, and the number of execution groups that you can
create, are limited.

* [‘Starter Edition mode” on page 49/ All features are enabled for use with a single
execution group. The number of message flows that you can deploy are
unlimited.

+ |“Enterprise mode” on page 49.|All features are enabled and no restrictions or
limits are imposed. This mode is the default mode, unless you have the Trial
Edition.

* [“Remote Adapter Deployment mode” on page 50, Only adapter-related features
are enabled, and the types of node that you can use, and the number of
execution groups that you can create, are limited.

You must ensure that your brokers are running in the operation mode for which
you have purchased a license. You can set the operation mode when you create a
broker by using the mqsicreatebroker command.

If you have purchased a license for the full package, the Starter Edition, or the
Remote Adapter Deployment mode, the broker is automatically created in
enterprise mode unless you specify the correct mode for your license.

Change the mode of your broker to conform to your license if necessary; see
[‘Changing the operation mode of your broker” on page 655 You can also report
the current mode of your broker; see [“Checking the operation mode of your|
[broker” on page 657

The WebSphere Message Broker Toolkit remains the same in all modes. All the
capabilities of the WebSphere Message Broker Toolkit are available in all modes. If
you try to deploy too many message flows or execution groups for the mode, or
try to use a node that is not valid in the mode, the operation is rejected, and an
error message is displayed indicating the reason for the failure; see
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[that apply in each operation mode” on page 3657 Node restrictions for a given
mode also apply to the use of message flows generated by WebSphere Message
Broker patterns.

Fix packs are identical for all modes, and can be applied without affecting the
validity of the mode. The expiry of a Trial Edition is not affected by applying
service; in Trial Edition, by default new brokers continue to be in Trial Edition
mode.

Trial Edition mode

In trial mode, the broker operates with all features enabled. You can use all
available function, and are not limited in the number of resources that you create
and maintain. All capability is available for 90 days after installation.

You cannot revert to Trial Edition from any other mode.

You can download Trial Edition at no charge, from the following website:
[WebSphere Message Broker Trial package]

Entry Edition mode

In entry mode, the broker operates with a limited set of nodes available for
deployed flows. You are also limited to one execution group. For a list of nodes
that can be deployed to a broker running in Entry Edition mode, see
[that apply in each operation mode” on page 3657If you attempt to exceed the
limits of this mode, the deployment is rejected. Use this edition for simple use
cases only.

Because the functions that are enabled and the number of execution groups that
you can create are limited, not all samples work in Entry Edition mode. To run
samples, see [“Development and unit test” on page 50,

Starter Edition mode

In starter mode, the broker operates with all features enabled. Use this edition if
you expect to use all or most of the features that are available, but intend to
configure a limited environment because of low capacity requirements.

You can use all the available functions, but are limited in the number of resources
that you can create and maintain. You are limited to creating one execution group;
for more information, see [“Restrictions that apply in each operation mode” on|

If you attempt to exceed the limits of this mode, the deployment is
rejected.

You cannot use all the samples when your broker is in starter mode, because of
the preceding restrictions. If you want to run samples, see [“Development and unit]
[test” on page 50.|

Enterprise mode

In enterprise mode, the broker operates with all features enabled, and no
operational limits on the creation of execution groups or on the number of flows
deployed to an individual execution group are enforced. If you want to set up a
full broker environment that uses most or all the features available, your brokers
must operate in this mode, and you therefore require the full license. If you do not
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specify another mode, your brokers have the mode set to the default value
enterprise.

Remote Adapter Deployment mode

In adapter mode, the broker operates with a limited set of nodes available for
deployed flows. Use this edition if you expect your typical use of the broker to be
integration with Enterprise Information Systems (EIS). This edition supports the
subset of development resources that provide EIS interaction. For a list of nodes
that can be deployed to a broker running in Remote Adapter Deployment mode,
see [“Restrictions that apply in each operation mode” on page 3657 |

You can create up to two execution groups, with no limit on the number of
deployed message flows in each of these execution groups; see [“Restrictions that]
lapply in each operation mode” on page 3657, If you attempt to exceed the limits of
this mode, the deployment is rejected.

You cannot use all the patterns and samples when your broker is in adapter mode,
because of the preceding restrictions. If you want to run samples, see
[“Development and unit test.”|

Development and unit test

Your license also covers use of the product for development and unit test
purposes, but check the license to ensure that you conform to any restrictions for
development and unit test. All developers in your organization who are working
on resources and applications for the WebSphere Message Broker environment can
install all components on their computer. They can create and configure a broker
environment without any functional or resource restrictions, but they can use only
a single broker per WebSphere Message Broker Toolkit. Installation of the
WebSphere Message Broker Toolkit limits this use to Windows and Linux on x86
computers. Developers can create and use development and unit test brokers in
enterprise mode.

You can also install the supplied WebSphere MQ and DB2 products on the
computers on which your developers perform their development and unit test,
regardless of the license agreement that you have purchased.

If you want to run samples to explore and understand the features of the product,
install them on your development and unit test computers.

Integration with Tivoli License Manager

If you use IBM Tivoli License Manager to control and manage your licensed
software products, you must ensure that you choose the correct license for the
WebSphere Message Broker edition that you have purchased. For more
information, see [“Installing Tivoli License Manager” on page 301 |

Related tasks:

[“Checking the operation mode of your broker” on page 657|
Use the mqsimode command to find out the operation mode of your broker.

[‘Changing the operation mode of your broker” on page 655|
Change the operation mode in which your broker is working by using the
mgsimode command.

Related reference:
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[“Restrictions that apply in each operation mode” on page 3657
The operation mode in which your broker is working defines how many execution
groups you can use, and which nodes are available.

[‘mgsicreatebroker command” on page 3831|
Use the mgsicreatebroker command to create a broker and its associated resources.

[‘mgsimode command” on page 3899
Use the mqsimode command to configure and retrieve operation mode information.

Controlling the functional level of WebSphere Message Broker
You can control the functional level of your broker to enable new functionality
added in WebSphere Message Broker fix packs.

About this task

The default functional level of the broker represents the level for WebSphere
Message Broker Version 7.0.0.0. At this level, some functionality added by later fix
packs is not supported by the broker.

Nodes and parsers that are added in later fix packs are available in the WebSphere
Message Broker Toolkit, and you can include these nodes and parsers in a message
flow. You can deploy the message flow to a broker only if you have set the
functional level of that broker to the value that represents the fix pack in which the
nodes and parsers were first delivered.

You can control the functional level of each broker, therefore you can try out new
nodes on test brokers without affecting the operation of your production brokers.
When you are satisfied that the nodes provide the functions that you require, and
work as you expect, you can set the functional level of other brokers in your
domain when appropriate.

To change the function level of a broker, use the mqsichangebroker command and
set the -f parameter to the appropriate value. For more information about the use
of the mqsichangebroker command, see [‘mqsichangebroker command” on page|

-723.

You can check the functional level of a broker by using the mqsireportbroker
command (see [‘mgsireportbroker command” on page 3919) or through the
WebSphere Message Broker Explorer.

If you enable a certain functional level, you also enable all the functions added at
lower levels. For example, if you enable new fix pack 3 functions, you
automatically enable new functions for fix packs 1 and 2.

You can enable all new functionality by setting the function level to all.

The list of functions that are enabled for each function level is described in the
following sections.

Version 7.0.0.1
You can install Version 7.0.0.1 as a full, generally available version, or as a fix pack.

Version 7.0.0.1 has the functions enabled for V7.0.0.1 regardless of the installation
route chosen.
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Version 7.0.0.2

* JDEdwardsInput node (see [‘TDEdwardsInput node” on page 4519)

* JDEdwardsRequest node (see [‘TDEdwardsRequest node” on page 4524)
+ Emaillnput node (see [“Emaillnput node” on page 4394)

* FileRead node (see [“FileRead node” on page 4444)

* JSON parser (see [JSON parser and domain” on page 1128)

* Execution group profiles (see [“Execution group-specific command environment|
Windows systems” on page 309 and [“Execution group-specific command|
environment: Linux and UNIX systems” on page 312)

Related concepts:

[“New function added in Version 7.0 fix packs” on page 15|
Some fix packs and other maintenance packs deliver new functions.

Related tasks:

[‘Checking the broker operation mode and function level” on page 298|

You must ensure that your production brokers conform to the terms of your
license. You can also change the function level to enable the use of nodes that are
supplied in the latest fix pack.

Related reference:

[“mgsichangebroker command” on page 3723
Use the mqsichangebroker command to change one or more of the configuration
parameters of the broker.

[‘mgsireportbroker command” on page 3919
Use the mqsireportbroker command to display broker registry entries.

System management interfaces
The brokers provide a service for independent system management agents.

This service enables a central management facility to access information about a
network that includes one or more brokers. Therefore, you can extend your
existing system management agents to include WebSphere Message Broker
resources.

Brokers publish event messages, using fixed topics, in response to configuration
changes, state changes, and user actions such as subscription registrations. Brokers
also use architected messages to publish events related to their operational status,
and changes in that status. These messages are published using the reserved topic
root $SYS in code page 1208.

An example of a fixed topic is:

$SYS/Broker/<brokerName>/Status/ExecutionGroup/<executionGroupName>

The topic structure is fixed in this case, but obviously <brokerName> and
<executionGroupName> are replaced with the appropriate values.

An example of the actual message data for this publication is:

<Broker uuid="12345678-1234-1234-1234-123456789012">
<ExecutionGroup uuid="12345678-1234-1234-1234-123456789012">
<Stop>
<A11MessageFlows/>
</Stop>
</ExecutionGroup>
</Broker>
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A system management agent can subscribe to these topics, or to a subset of these
topics, to receive the detailed information about activity and state changes in the
WebSphere Message Broker components.

The event messages have a fixed structure, defined in XML (Extensible Markup
Language). The format of these messages, constructed in XML, is detailed in
[XML message body” on page 4262 The messages cover configuration changes,
state changes, error notifications, and detailed subscription and topic information
(for example, a subscription registration).

You can develop or purchase system management adapters or customized
administrative applications. These applications subscribe to the system
management topics generated by WebSphere Message Broker to receive
information about the activity of its resources.

Related concepts:

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

Related tasks:
[“Installing Tivoli License Manager” on page 301
IBM Tivoli License Manager (ITLM) enables you to monitor the use of IBM (and

other) software products. WebSphere Message Broker includes support for ITLM
Version 2.1.

Related reference:

[“WebSphere Message Broker event reports” on page 6883
Event messages are published by a broker in response to certain conditions that
occur while the broker is active.

[“WebSphere Message Broker event reports: general architecture” on page 6884|
Brokers publish messages on reserved topics after significant events within the
broker. By subscribing to these topics, a client can be informed when these events
occur.

Execution groups

An execution group is a named grouping of message flows that have been
assigned to a broker. The broker enforces a degree of isolation between message
flows in distinct execution groups by ensuring that they run in separate address
spaces, or as unique processes.

Each execution group is started as a separate operating system process, providing
an isolated runtime environment for a set of deployed message flows. Within an
execution group, the assigned message flows run in different thread pools. You can
specify the size of the thread pool (that is, the number of threads) that are assigned
for each message flow by specifying the number of additional instances of each
message flow.

The mode that your broker is working in can affect the number of execution
groups that you can use; see [“Restrictions that apply in each operation mode” on|
|o; e 3657,

A single default execution group is set up ready for use when you create a
reference to a broker in the WebSphere Message Broker Toolkit. By setting up
additional execution groups, you can isolate message flows that handle sensitive
data such as payroll records, or security information, or unannounced product
information, from other non-sensitive message flows.
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If you create additional execution groups, you must give each group a name that is
unique within the broker, and assign and deploy one or more message flows to
each one.

You can create and deploy execution groups either in the WebSphere Message
Broker Toolkit, or using commands.

An execution group process is also known as a DataFlowEngine (DFE); this term is
typically used in problem determination scenarios (trace contents, diagnostic
messages, and so on). A DFE is created as an operating system process, and has a
one-to-one relationship with the named execution group. If more than one message
flow runs within an execution group, multiple threads are created within the DFE
process.

Related concepts:

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

[“Message flows overview” on page 1022|
A message flow is a sequence of processing steps that run in the broker when an
input message is received.

[“Packaging and deployment overview” on page 3210

Deployment is the process of transferring data to an execution group on a broker
so that it can take effect in the broker. Message flows and associated resources are
packaged in broker archive (BAR) files for deployment.

Related tasks:

“Creating an execution group using the WebSphere Message Broker Toolkit or|
WebSphere Message Broker Explorer” on page 937

Use the WebSphere Message Broker Toolkit or WebSphere Message Broker Explorer
to create execution groups on your broker.

[“Enabling ODBC connections to the databases” on page 668
Set up the resources and environment that the broker requires for Open Database
Connectivity (ODBC) connections to user databases on distributed systems.

[“Using WebSphere MQ trusted applications” on page 613
Configure a broker to run as a WebSphere MQ trusted application.

Related reference:

[‘Supported databases” on page 3591

You can optionally configure databases to contain data that is accessed by your
message flows. Databases from IBM and other suppliers are supported at specific
versions on supported operating systems.

[“Support for 32-bit and 64-bit platforms” on page 3589

WebSphere Message Broker operates in 32-bit mode or 64-bit mode, on supported
operating systems.

The Administration APl for WebSphere Message Broker

The Administration API for WebSphere Message Broker is a programming interface
that your applications can use to control brokers and their resources through a
remote interface.

The Administration API for WebSphere Message Broker is also known as
the Configuration Manager Proxy, or CMP API

The Configuration Manager has been removed from Version 7, and the full
name of the API has changed. However, the terms CMP application and
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CMP API have been retained, and are used in this information center to
refer to the Administration API, for continuity and consistency with the
JAR file ConfigManagerProxy.jar that supplies all the classes.

The Administration API for WebSphere Message Broker (CMP API) consists solely
of a Java implementation, and is referred to as the Message Broker Java APL Your
applications have complete access to the broker functions and resources through
the set of Java classes that constitute the CMP. Use the CMP API to interact with
the broker to perform the following tasks:

* Deploy BAR files
* Change the broker configuration properties
* Create, modify, and delete execution groups

* Inquire and set the status of the broker and its associated resources, and to be
informed if status changes
— Execution groups
— Deployed message flows
— Deployed files used by the message flows (for example, JAR files)

* View the Administration log

Interaction between CMP applications and the broker: The Java classes sit
logically between the user application and the broker, inside the Java Virtual
Machine (JVM) of the user application. The API requires the WebSphere MQ
Classes for Java for connectivity, as shown in the following diagram.

User
Application

MQ

CMP Classes

for Java

The CMP application can be on the same physical computer as the broker,
connected by a JNI (Java Native Interface) connection to the queue manager that
uses the WebSphere MQ Java Bindings transport. If appropriate, you can distribute
your applications over an Internet Protocol (TCP/IP) network, and connected to
the broker by using a WebSphere MQ SVRCONN channel through the WebSphere
MQ Java Client transport.

You can use the CMP API to communicate with more than one broker from within
the same application, as shown in the following diagram.
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Migrating from earlier versions of WebSphere Message Broker: If you are
migrating to Version 7.0 from Version 6.1, the CMP is largely compatible, but you
must take the following actions before you run your applications in a Version 7.0
environment:

* Check the source of your existing applications against the CMP Javadoc
information that is provided with Version 7.0. Although a significant number of
the classes and methods have been deprecated, they are still tolerated by the
CMP, and appropriate action is taken if possible. For example, if your code
connects to a Configuration Manager, the same connection properties are used
by the CMP to connect to a broker.

If appropriate action is not available, the behavior is undefined. Rework your
applications to remove such classes and methods.

* Recompile your applications against the Version 7.0 libraries, even if you have
not changed the source, to ensure that your code can take advantage of
improvements in the updated classes.

You can work only with Version 7.0 brokers from your CMP API applications;
earlier versions are not compatible and are not supported.

For further information about new and deprecated classes and methods, see
[“Administration API” on page 3672,

Related concepts:

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

[“Execution groups” on page 53|

An execution group is a named grouping of message flows that have been
assigned to a broker. The broker enforces a degree of isolation between message
flows in distinct execution groups by ensuring that they run in separate address
spaces, or as unique processes.

[“WebSphere Message Broker Toolkit” on page 31|
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“WebSphere Message Broker Explorer” on page 57|
The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

[“The Administration API samples” on page 958|

Explore the samples to learn the basic features that are provided by the
Administration API (also known as the CMP API). Run the samples to deploy a
BAR file or manage a broker, or use the CMP API Exerciser to implement various

56 WebSphere Message Broker Version 7.0.0.8



tasks.
Related tasks:

[“Developing applications that use the Administration API” on page 956
Develop Java applications that use the Administration API (also known as the
CMP API) to communicate with, deploy to, and manage brokers and their
associated resources.

Related information:
[Administration API for WebSphere Message Broker (CMP API)|

WebSphere Message Broker Explorer

The WebSphere Message Broker Explorer is a graphical user interface based on the
Eclipse platform for administering your brokers.

The WebSphere Message Broker Explorer is an extension to the WebSphere MQ
Explorer.

You can install the WebSphere Message Broker Explorer only on Windows and
Linux on x86. You can view and interact only with brokers that you have created
in WebSphere Message Broker Version 7 or later.

The WebSphere Message Broker Explorer

To use the WebSphere Message Broker Explorer, you must start the
WebSphere MQ Explorer. The WebSphere Message Broker Explorer adds the
Brokers and Broker Archive Files folders to the MQ Explorer - Navigator view:

* Use the Brokers folder to create, view, and modify brokers

* Use the Broker Archive Files folder to import, view, and modify broker archive
files before deploying them to your brokers

If you cannot see these two folders in your MQ Explorer session, you have not
installed the broker-specific plug-ins that are provided by WebSphere Message
Broker Explorer. Close your MQ Explorer session, follow the instructions to
[the WebSphere Message Broker Explorer] then start the MQ Explorer again.

The WebSphere Message Broker Explorer provides several QuickViews that you
can use to view the properties of brokers and their resources. These QuickViews
are automatically displayed when you click the resource in the Brokers folder in
the MQ Explorer - Navigator view. A QuickView is also available for viewing the
details of broker archive files that you have imported into the WebSphere Message
Broker Explorer.

The following figure shows the QuickViews that are displayed when a broker is
selected in the WebSphere Message Broker Explorer.
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The following views and editors are provided for working with brokers in the
WebSphere Message Broker Explorer:

Broker Archive editor
Use the Broker Archive editor to create and manage broker archive (BAR)
files.

Broker Statistics and Broker Statistics Graph views
Use the Broker Statistics and Broker Statistics Graph views to view
snapshot accounting and statistics data as it is produced by the broker.

Policy Sets and Policy Set Bindings editor
Use the Policy Sets and Policy Set Bindings editor to edit, save, import,
and export policy sets or bindings.

Security Profiles editor
Use the Security Profiles editor to create a security profile for use with
Lightweight Directory Access Protocol (LDAP) or Tivoli Federated Identity
Manager (TFIM).

DataPower Security wizard
Use the DataPower Security wizard to configure an external DataPower
appliance to handle the WS-Security Policy for your HTTP, HTTPS, and
SOAP nodes within your message flow.

Administration Log view
Use the Administration Log view to view the results of deployment actions
on brokers.
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Accessing context-sensitive help

The Help view provides context-sensitive help throughout the WebSphere Message
Broker Explorer. You can display the Help view for most aspects of the user
interface by bringing focus to the object and pressing F1 (on Windows) or
SHIFT+F1 (on Linux). The Related Topics page shows description and help topics
that are related to the selected object. The About section shows context help that is
specific to your current context, and the Dynamic Help section shows some search
results that might be related.

The following figure shows the Related Topics page of the Help view that is

displayed when you press F1 when the Brokers folder is selected in the WebSphere
Message Broker Explorer.
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Use the other pages in the Help view to view and search the contents of the
information center. The All Topics page shows the table of contents of all the books
in the information center. The Index provides an index of keywords of all the
books in the information center. You can enter a keyword in the text field on the
Index page to highlight the best match in the list of keywords. You can use the
Search page to locate topics, samples, and remote documents using keywords in a
search query. You can bookmark topics and other documents of interest, and view
them in the Bookmarks page.

Related concepts:

[“WebSphere Message Broker Toolkit” on page 31|
The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform.

[“The broker environment” on page 46|
A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in flight messages.

Related tasks:

[‘Creating a security profile” on page 433

You can create a security profile for use with Lightweight Directory Access
Protocol (LDAP) or a WS-Trust V1.3 compliant security token server (STS), such as
Tivoli Federated Identity Manager (TFIM) V6.2. Support is also provided for TFIM
V6.1, for compatibility with previous versions of WebSphere Message Broker. You
can create the security profile by using either the mqsicreateconfigurableservice
command or an editor in the WebSphere Message Broker Explorer.

[“Viewing message flow accounting and statistics data” on page 3300|

You can use the Broker Statistics and Broker Statistics Graph views in the
WebSphere Message Broker Explorer to view snapshot accounting and statistics
data as it is produced by the broker.

Related reference:

[“WebSphere Message Broker Explorer views” on page 6838
The WebSphere Message Broker Explorer can be used to manage and administer
your brokers and deployed resources.

[“Broker Archive editor” on page 6794
Use the Broker Archive editor to create and manage broker archive (BAR) files.

[“Administration Log view” on page 6840

The Administration Log view shows administration requests and their results,
changes made to objects, and the result of deployment actions on brokers. The
Administration Log view can also describe configuration changes that have been
automatically applied as a result of moving the broker from one version to
another; for example, after applying maintenance.

[“Policy Sets and Policy Set Bindings editor” on page 6841

The Policy Sets and Policy Set Bindings editor is the default editor for editing,
saving, importing, and exporting a policy set or binding. You can define all the
WS-Security policies for a single node, or a set of nodes. The policy set can be
associated by the administrator with either a message flow or a node.

External systems and resources

You can configure WebSphere Message Broker resources to interact with a wide
range of external systems and resources, such as WebSphere Process Server, and
databases.

The products and standards listed here are for guidance only; for details of
supported versions, you must check the [WebSphere Message Broker Requirements|
Web page.
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External systems

WebSphere Message Broker interfaces with other IBM products, and with products
from other software vendors, to provide services that enhance message processing
in the broker:

IBM WebSphere Service Registry and Repository
IBM WebSphere Process Server

IBM WebSphere Integration Developer

IBM WebSphere Business Monitor

IBM WebSphere Transformation Extender

IBM WebSphere MQ File Transfer Edition
Enterprise Information Systems

- SAP

— Siebel

— Peoplesoft

Security

— Tivoli Federated Identity Manager (TFIM)

— Lightweight Directory Access Protocol (LDAP)
— RACF and other External Security Managers, on z/OS only
Management

— Tivoli License Manager

Citrix Presentation Server

External resources

WebSphere Message Broker interfaces with other IBM resources, and with
resources from other software vendors, to provide extensions to message
processing:

Databases and ODBC support
- IBM DB2

— Oracle

— Sybase

— Microsoft SQL Server

— IBM Informix®

Databases and JDBC support

— IBM DB2 Driver for JDBC and SQL]J

— Microsoft SQL Server 2005 JDBC driver
— Oracle JDBC Driver

— Sybase jConnect for JDBC

— IBM Informix JDBC

File systems

- FTP

- SFTP

Email systems

Development repositories

- Rational ClearCase

- CVs

— Other repositories supported by Eclipse
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* Compilers (C and Java)
* Browsers
— Microsoft Internet Explorer
- Mozilla
* Adobe Flash Player for Quick Tour
* Adobe Acrobat for reading PDF files

External standards

Products and applications that adhere to certain specifications can also interact
with WebSphere Message Broker:

* Java and JMS providers
* XSD

+ WSDL

* SOAP

* XSLT

* WS-Addressing

* WS_Security

For further information about standards, see [“General industry standards|
[supported by WebSphere Message Broker” on page 3607

WebSphere Message Broker business scenario

WebSphere Message Broker manages the flow of information in your business,
applying message processing rules to route, store, retrieve, and transform the
information as required by the different systems in your business and the systems
of your customers, suppliers, partners, and service providers.

The following scenario outlines an example of how WebSphere Message Broker can
be used to solve IT infrastructure problems in a business.

Mergers and acquisitions scenario

This scenario describes how WebSphere Message Broker is used by a fictitious
insurance company to manage two disparate IT infrastructures after a small,
Internet-based insurance company is acquired by a large, more traditional,
insurance company. The description focuses on what happens when a potential
customer requests a motor insurance quotation by using the merged company Web
site. This scenario is based on a larger, more complex scenario that was published
on developerWorks. To read the full scenario see the links at the end of the
scenario description.

Background

Company A is a motor and general insurance company that has been in business
for approximately 50 years and currently has approximately 5 million
policyholders. The company uses agents and a call center to communicate with
customers. The company has a large established IT infrastructure, which includes
CICS Transaction Server for z/OS and IBM DB2 Universal Database” on z/OS.

Company B is small Internet-based motor insurance company, which currently has
less than 1 000 000 policyholders, and is expanding. The IT infrastructure managed
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by the company includes WebSphere Application Server on Microsoft Windows
Server 2003, and Oracle Enterprise and IBM DB2 Universal Database on Windows
XP.

The problems

Company A acquired Company B to gain access to the Internet-based insurance
market and to use the Internet-based skills and IT infrastructure established in
Company B. The two companies have customer and policy data of different
formats but, for legal reasons, the data from the separate companies cannot be
merged. However, the administration costs of managing the separate IT
infrastructures are high. Also, customers, agents, and call center staff need a single
administration process to interact with the company data.

The solution

Now that the two companies have merged, users can request an insurance
quotation by giving some basic personal information in a form on the Web site of
the new company. WebSphere Application Server, on which the Web site runs,
forwards the request in XML format to WebSphere Message Broker using the
request queue in a WebSphere MQ cluster. WebSphere Message Broker transforms
the XML request to the COMMAREA format that is used by Company A systems,
then routes the request to those systems. WebSphere Message Broker also routes
the request, in XML format, to Company B systems. Both systems return a
quotation to WebSphere Message Broker.

Logic within WebSphere Message Broker also requests a risk assessment from the
internal underwriter and applies the returned risk to the quotations from systems
within Company A and Company B. The broker detects that, in this instance, the
best or lowest quotation for the customer has been generated by Company A
systems. Therefore, the broker transforms the quotation from Company A from
COMMAREA to XML, and routes the quotation back to WebSphere Application
Server to a reply queue in the WebSphere MQ cluster, where the quotation is
stored for up to 14 days. WebSphere Application Server returns the quotation to
the customer.

The following diagram shows the flow of information in this scenario.
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Welcome to WebSphere Message Broker

New users: Use this topic to help you navigate through the WebSphere Message
Broker information center:

* If you are new to WebSphere Message Broker, look at the |Getting started| section

first.

 If you are ready to start developing message flows for WebSphere Message
Broker, look at the [Developing message flow applications| section.

* If you are ready to design and configure your brokers, look at the
[Message Broker administration| section.

* The|Additional information|section includes links that might be of interest to all
users.
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Use the links in the following sections to go to start here topics that contain useful
links into the information center or to external information. You can recognize the
start here topics by the blue background, as shown in this paragraph. To return to

this page, click Navigation view ( [ﬂl ) to display the contents of the information
center, then select Start here. To find out where the page that you are currently
viewing is located in the contents of the information center, click Show in Table of

Contents (£7). You can use Back ({11:' ) to go back through the pages you have
previously viewed.

Some of the links in the start here topics work only if you are accessing this
information center from the WebSphere Message Broker Toolkit or the WebSphere
Message Broker Explorer. The links that work only in the WebSphere Message

Broker Toolkit are displayed with this icon . Some of the links in the start here
topics work only if you have a connection to the internet, and these links are

displayed with this icon Q .

WebSphere iconGetting started

WebSphere Message Broker provides an fadvanced enterprise service bus)
delivering universal connectivity and data transformation. The following
introductory information describes the high-level concepts of the product and some
basic tasks, including how to use this information center and how to use the
WebSphere Message Broker Toolkit.

* [“How do I use the information center?” on page 67 Find out how to use this
information center, including navigation and searching techniques.

* [“Where can I get an overview of WebSphere Message Broker?” on page 69| Get
links to introductory information about WebSphere Message Broker.

* [“How do I use the WebSphere Message Broker Toolkit?” on page 70| Find out
how to use the WebSphere Message Broker Toolkit.

+ ["How can I check that my installation was successful?” on page 90| Find out
how to check that your installation was successful.

WebSphere iconDeveloping message flows

Use the links in this section to help you to start developing your own message
flows. Links are also included to help you to understand WebSphere Message
Broker concepts that might be useful when you develop your own message flows.
You can also use the to help you to develop your own message flows.
Most samples provide working examples of message flows, and demonstrate the
features that are available in WebSphere Message Broker. To run samples, or
deploy and test your own message flows, you must first create a broker.

You can use the Default Configuration wizard available in the WebSphere Message
Broker Toolkit or the WebSphere Message Broker Explorer to create a basic broker

configuration for testing message flows, see [“Creating the Default Configuration”]
—on page 106.

* [“What do I need to know to start developing applications?” on page 72| Find out
about the WebSphere Message Broker concepts you might want to know before
developing your own message flows.

* [“How do I design and develop applications?” on page 72| Start to develop your
own message flows and associated resources.
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* ["How do I deploy and test message flows?” on page 86| Find out how to deploy
your message flows to a broker and how to test them.

+ [How do I debug and troubleshoot my applications?| Find out how to debug
message flows and troubleshoot problems.

WebSphere iconWebSphere Message Broker Administration

To test and run your message flows, you must create and configure your brokers.
Use the links in this section to find out how to configure and administer your
brokers and message flows:

* ["How do I plan and configure brokers?” on page 91| Find out how to plan and
configure brokers for your business.

* [“How do I deploy and configure message flow applications?” on page 94| Find
out how to configure your message flows and get them running.

* ["How do I administer and monitor brokers?” on page 93| Find out about day to
day administrative tasks and about monitoring the performance of your message
flows.

WebSphere iconAdditional information

Use the following links to get additional information about using WebSphere
Message Broker:

+ [Where can I find out about the accessibility functions of WebSphere Message|
Broker?| Find out about accessibility features in WebSphere Message Broker and
shortcut keys to use in the information center.

« [How can I troubleshoot any problems?| Find out how to debug message flows
and troubleshoot problems.

+ [“What information is available for users of previous versions?” on page 91| Find
out about migration and what is new for users of previous versions of the
product.

How do | use the information center?

New users: Use this topic to find out how to use the WebSphere Message Broker
information center.

To view most of the following links you must be running the information center
from within the WebSphere Message Broker Toolkit or the WebSphere Message
Broker Explorer.

+ [What is the information center?|

Find out what the information center is, and the alternative ways that you can
use to access it.

+ [How do I navigate the information center?|

Learn how to find your way around the information center.

+ [What are the accessibility features and keyboard shortcuts in the information|

Center?|

Find out about accessibility in the information center and how to navigate using
keyboard shortcuts.

» [How do I search the information center?|

Learn how to search the information center, limiting your search scope and
making your searches more effective.

+ [How do I set bookmarks and print topics?|
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Find out how to bookmark information to make it easier to find later. Also find
out how to print topics for reading offline.

+ [How do I view information in different languages?|

Find out how to view the information center in different languages.

+ [Where can I find other sources of help information?|

Find out how the documentation is structured, and what other sources of help
are provided in the information center and the WebSphere Message Broker
Toolkit or the WebSphere Message Broker Explorer.

Where can | find other sources of help information?

New users: Use this topic to find out about the resources available in the
information center. You can also find out about other ways that you can get help
when using WebSphere Message Broker.

What resources are available in the information center?

The Contents pane in the WebSphere Message Broker information center lists
high-level categories of information based on tasks that you might want to
perform, such as configuring, administering, and developing applications. In each
of the high-level categories, concept topics provide definitions and background
information to help you understand the tasks in the product. Task topics provide
the actions or steps that you complete for the associated tasks. You can find
reference topics in the Reference category that provide supporting information to
help you complete the tasks, for example lists of options and parameters for
commands.

Use the following links as alternative ways to help you find the information that
you want:

* [Where can I find a glossary of terms and abbreviations?|

The glossary contains a list of terms and abbreviations that are used in the
WebSphere Message Broker information center.

* [Where can I find the information center index?|

Search for information about particular subjects or terms by using the Index.

* [Where can I find support and technical documents on IBM Web sites?|

Search for WebSphere Message Broker support and technical documents on IBM
Web sites. You must have an Internet connection to use the links on this page.

s [Where can I find information about diagnostic messages?|

Search for information about diagnostic messages that might be generated when
you use WebSphere Message Broker.

What other sources of help are there in WebSphere Message Broker?

User assistance is provided in WebSphere Message Broker, in the form of messages,
context-sensitive help on wizards, and information provided on the product
interfaces, including the WebSphere Message Broker Toolkit and in the
command-line environment.

+ [How do I get context-sensitive help in the WebSphere Message Broker Toolkit?|

Context-sensitive help and links into the information center are available in the
WebSphere Message Broker Toolkit in the Help view. The Help view can be
launched by selecting an object in the WebSphere Message Broker Toolkit and
pressing the F1 key (on Windows) or SHIFT+F1 (on Linux).

+ [How do I get context-sensitive help in the WebSphere Message Broker Explorer?|
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Context-sensitive help and links into the information center are available in the
WebSphere Message Broker Explorer in the Help view. The Help view can be
launched by selecting an object in the WebSphere Message Broker Explorer and
pressing the F1 key (on Windows) or SHIFT+F1 (on Linux).

* How do I get assistance when I am developing my applications?

You can get assistance when you develop your applications by using content
assist. Content assist provides a list of available code options, for example the
XPath functions to use in a message map, or a list of available references, for
example to assist with constructing message references in ESQL. Content assist is
available in the following editors when developing applications:

— ESQL Editor

— Java Editor

— Message Mapping Editor

You can also use content assist to help construct XPath expressions in the

properties of some message flow nodes. Content assist can be displayed in the
properties fields, and in the XPath Expression Builder.

To access content assist, either select Edit > Content Assist or press Ctrl+Space
to display a list of available options. To use content assist to help with
constructing messages, you must have defined the message to the WebSphere
Message Broker Toolkit and linked it to your message flow project; see
[references” on page 44

* How do I get help when I am using commands?

You can get usage information for the commands by entering the command
without any parameters, or alternatively entering the command followed by /?,
for example:

mgsilist /?

Where can | get an overview of WebSphere Message Broker?

New users: Use the links in this topic to get introductory information about
WebSphere Message Broker.

* [Where can I get a quick tour of the product?|

Learn about the basic concepts and features of WebSphere Message Broker with
this animated tour.

* [Where can I get a technical overview of the product?|

Learn about the capabilities and components of WebSphere Message Broker with
this technical overview.

* [Where can I find a WebSphere Message Broker example scenario?|

Learn how WebSphere Message Broker can be used to solve a business problem
with this example scenario.

| am a developer; what tasks am | interested in?

If you are a developer, you will be involved in the tasks to create, test, debug, and
run message flow applications.

Before you start

New users: Read the following introductory topics to the product, and the
information center, before you start application development:

* [“How do I use the information center?” on page 67|

* [“Where can I get an overview of WebSphere Message Broker?”|
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+ [“How do I use the WebSphere Message Broker Toolkit?”]

Returning users: Find out what new features are supported for application
development:

+ [“What's new in Version 7.0?” on page 7|

WebSphere iconDeveloping message flow applications

Use the links in this section to help you to start developing your own message
flow applications. Links are also included to help you to understand WebSphere
Message Broker concepts that might be useful when you develop your own
message flow applications.

You can also use the to help you to develop your own message flow
applications. Most samples provide working examples of message flow
applications, and demonstrate the features that are available in WebSphere
Message Broker. To run samples, or deploy and test your own message flow
applications, you must first create a broker; use the Default Configuration wizard
available in the WebSphere Message Broker Toolkit or the WebSphere Message
Broker Explorer, to create a basic broker configuration for testing message flow
applications. For more information about the Default Configuration wizard, see
[‘Creating the Default Configuration” on page 106,

* [“What do I need to know to start developing applications?” on page 72| Find out
about the WebSphere Message Broker concepts you might want to know before
developing your own message flow applications.

+ ["'How do I design and develop applications?” on page 72| Start to develop your
own message flow applications and associated resources.

* ["How do I deploy and test message flows?” on page 86| Find out how to deploy
your message flow applications to a broker and how to test them.

What else might | be interested in?

When you develop message flow applications, you might also be interested in the
following questions:

* [How can I troubleshoot problems?| Find out how to debug message flow
applications and troubleshoot problems.

* [Where can I find out about the accessibility functions of WebSphere Message|
Broker?| Find out about accessibility features in WebSphere Message Broker and
shortcut keys to use in the information center.

How do | use the WebSphere Message Broker Toolkit?
New users: Use the links in this topic to help you get started using the WebSphere
Message Broker Toolkit.

The WebSphere Message Broker Toolkit is an integrated development environment
and graphical user interface based on the Eclipse platform. You can use the
WebSphere Message Broker Toolkit for developing, testing, and debugging your
applications.

Some of the links in this topic work only if you are accessing this information

center from the WebSphere Message Broker Toolkit, or from the WebSphere
Message Broker Explorer.
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How do | navigate and customize the WebSphere Message Broker
Toolkit?

Use the links in this section to find out how to navigate the WebSphere Message
Broker Toolkit. You can also find information about the different resources that you
can create in the WebSphere Message Broker Toolkit.

+ [What are the perspectives in the WebSphere Message Broker Toolkit?|

A perspective defines the initial set and layout of windows in the workbench.
Each perspective provides a set of functionality aimed at accomplishing a
specific type of task or working with specific types of resources. Follow this link
to find out about the WebSphere Message Broker Toolkit perspectives.

* [What are the editors in the WebSphere Message Broker Toolkit?|
Follow this link to find out about the different editors in the WebSphere
Message Broker Toolkit.

+ [What are the views in the WebSphere Message Broker Toolkit?|

Use this link to find out how views are used in the Eclipse workbench. You can
use the following links to find out more about the views that are used in
association with different editors in the WebSphere Message Broker Toolkit:

— [Project Explorer viewl|

— |Problems view
— [Tasks view
Outline view

— [Properties viewl|

* [What types of resource can I create in the WebSphere Message Broker Toolkit?|

Find out about the types of resources and files that you can create and develop
in the WebSphere Message Broker Toolkit.

+ [What are the keyboard shortcuts in the WebSphere Message Broker Toolkit?|

Find out how to navigate by using keyboard shortcuts in the WebSphere
Message Broker Toolkit.

How can | customize the Eclipse workbench?

You can use the instructions in these links to learn how to use any application
running in the Eclipse workbench, including the WebSphere Message Broker
Toolkit and Rational Application Developer.

* [How do I work with perspectives?|

Find out how to work with perspectives.

* [How do I work with views and editors?|

Find out how to work with views and editors such as rearranging views and
opening files for editing.

* [How do I customize the workbench?|

Find out how to work to further customize the Eclipse workbench such as
rearranging the main toolbar and changing the placement of the tabs.

How can | change the WebSphere Message Broker Toolkit
preferences?

You can change a number of settings in the WebSphere Message Broker Toolkit to

suit your requirements. Use these links to get more information about these
settings and how to change them.
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+ [What WebSphere Message Broker Toolkit preferences can I change?|

Use this link to find out about WebSphere Message Broker Toolkit preferences
that you can change, and get links to information about preferences that might
be useful when you develop applications.

+ [How do I change the WebSphere Message Broker Explorer preferences?|

Follow this link to get an overview of how you change preferences to alter the
behavior of the WebSphere Message Broker Explorer.

* [How do I change the standard Eclipse preferences?|

Follow this link to find out about the standard preferences in the Eclipse
workbench.

How do | design and develop applications?
New users: Use the links in this topic to get information about how to design and
develop message flow applications and related resources.

* [“What do I need to know to start developing applications?”|

Use this link to get information that it is useful to know before you start
developing your message flow applications.

+ [How do I design a message flow?|

Follow this link to get a comprehensive list of the decisions that you need to
make when designing a message flow.

* [“How do I construct message flows?” on page 76|

Find out how to construct message flows.

. ow do I program message flows?” on page
“How do I prog ge flows?” on page 78

Find out how to program you message flow nodes by using ESQL, Java,
message mappings, and XML transformations.

* ["How do I design and develop a message model?” on page 83|

Find out how to develop message models.

+ [“How do I develop publish/subscribe applications?” on page 86|

Find out how to design and develop publish/subscribe applications.

* [How do I develop user-defined extensions?|

Find out how to develop your own user-defined extensions such as nodes and
parsers.

What do I need to know to start developing applications?:

New users: Before you start developing your applications, use the links in this
topic to get information about concepts that you must understand.

This topic contains the following sections:

* [“Basic application development concepts”|

* |“Advanced application development concepts” on page 76|

Basic application development concepts:
What types of resources can I develop?

You can develop the following kinds of resources:

* [Message flows

A message flow is a sequence of processing steps that run in the broker when an
input message is received. You define a message flow by including a number of
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message flow nodes, each of which represents a set of actions that define a

processing step. For more information about message flow nodes, see message
iow nodes

* [Message models|

You can define the structure of messages for use with your message flows.
What is WebSphere Message Broker typically used for?

Use the links in this section to find out about the tasks that WebSphere Message
Broker is commonly used for. You can also find out about the alternative ways to
implement message flows for these tasks.

* How can I use WebSphere Message Broker to route messages?

You can select from a number of ways of routing messages using message flows:

- |Using a Filter nodel

You can route messages through a message flow based on the content of the
message using a Filter node. The nodes that are connected to the different
terminals of the Filter node can be used to apply different processing and
routing to messages based on their content.

— |Using a Route node|

You can route messages through different paths in a message flow, based on
the content of the message using a Route node. The Route node uses XPath
expressions to control processing.

— |Using the destination list to route messages|

You can create a destination list to define the recipients of output messages
using a Compute, Mapping, PHPCompute, or JavaCompute node. This list
can then be used to route messages using RouteToLabel and Label nodes.
Alternatively, a single message can be sent to many locations using a
destination list for the destination mode, on some output nodes.

You can see examples of how message flows can be used for routing in the
following samples.

— [Message Routing]

— |Airline Reservations|
— [Simplified Database Routing|

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

* How can I use WebSphere Message Broker to transform and enrich messages?

You can select from a number of different ways of transforming and enriching
messages using different nodes in message flows. Messages can be enriched with
content from databases, applications, and files. The following methods of
programming nodes in your message flows can be used to transform messages:

— |Databases

WebSphere Message Broker supports various database managers so that you
con configure your brokers to interact with databases on behalf of your
message flows. Follow this link to get instructions on how to create and
configure databases and connections.

- [EsQl]
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Extended Structured Query Language (ESQL) is a programming language
based on Structured Query Language (SQL) that is typically used to work
with databases. ESQL is extended to access and manipulate data in messages
and databases. You can code ESQL to transform and enrich messages using
the Compute node.

— [Javal

Use the JavaCompute node to add valid Java code to your message flow. You
can access, create, and transform messages in your message flows by using
Java.

— [Message mappings|
Message mappings use a drag-and-drop interface to transform messages. You
can use conditional logic, ESQL functions, Java functions, and XPath functions
to create complex mappings and transformations. You can also use message
mapping to select and manipulate data in database tables. You can create
message mappings to transform and enrich messages using the Mapping
node.

- [PHP
Use the PHPCompute node to add valid PHP code to your message flow. You
can access, create, and transform messages in your message flows by using
PHP.

— XML transformation|

You can use the XSLTransform node to transform from one type of XML
message to another, based on rules provided by an Extensible Stylesheet
Language (XSL) style sheet.

The|Airline Reservations| demonstrates message enrichment, and the following
samples demonstrate message transformation.

-
— [XSL Transfor

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

* How can I use WebSphere Message Broker with Web services?

WebSphere Message Broker provides a number of ways to work with Web
services:

— [“WebSphere Message Broker and Web services” on page 1602|

Find out how WebSphere Message Broker can be used to integrate
applications using Web services.

— [Web services scenarios|

Find out about the different Web services scenarios that WebSphere Message
Broker supports.

— [“Processing Web service messages” on page 1601]

Find out more about working with Web services in WebSphere Message
Broker.

— [Web services using HTTP nodes|

OAP Nodes|
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How can I connect my applications?

Use the links in this section to find out how you can connect your applications to
WebSphere Message Broker.

+ [What are the application communication models?|

Find out about the differences between the two types of application
communication model that WebSphere Message Broker supports.

+ [What application programming interfaces are supported?|

Find out about the many programming interfaces supported by WebSphere
Message Broker.

* |Connecting applications|

Find out about the communication transports and protocols that WebSphere
Message Broker supports.

+ [“Publish/Subscribe” on page 2215|

Publish/subscribe is a style of messaging in which the providers of information
(publishers) are decoupled from the consumers of that information (subscribers).

What is a logical message tree?

Use the links in this section to find out about the logical message tree and the
internal representation of messages within message flows. When a message is
received by a message flow, a logical structure is created, known as the logical
message tree or the message assembly. The message assembly contains a message
tree, which is the internal representation of the physical message, and a number of
other trees that are used to store information during the processing of the message
in the message flow.

+ [What is the logical message tree?|

Use this link to get more information about the logical message tree and how it
is used in application development. You can get information about the four
subtrees from the following links:

— [“Message tree structure” on page 1045|

— |[“Environment tree structure” on page 1055|

[“Local environment tree structure” on page 1056|

— [“Exception list tree structure” on page 1066

* [How is the message tree populated?|

Follow this link to get detailed information about how the message tree is
populated when a message enters a message flow, and how the structure of the
message tree is affected by the transport protocol that the message is received
on.

What are physical message formats?
Use the links in this section to get information about the physical messages

received by message flows, and to find out how the different structures and
formats are handled by your applications.

* [What are the differences between predefined and self-defining messages?|

Find out about the differences between predefined and self-defining messages in
WebSphere Message Broker. The design of your applications can be influenced
by your decision to use predefined or self-defining messages. If you use
predefined messages, you must create a message model to define the logical
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message structure to be used by the nodes in your message flows, but you can
use self-defining messages instead, or as well.

* [“Why model messages?” on page 1158|

Find out about the benefits of modeling messages, even if you use self-defining
messages in your system.

* [Where can I find an introduction to message modeling?|

Follow this link to get introductory information about message modeling.
* [What is a parser?|
A parser is used to interpret the physical structure of an incoming message and

create an internal representation of the message in a tree structure - the logical
message tree. Follow this link to get an introduction to parsers.

* [Which message domain and format can I use?|

A message model has one or more domains that determine which parser is used
to construct the logical tree structure from the physical message. Follow this link
for guidance on selecting a domain and parser for your message model.

* [How can I define a physical format for my message?|

Follow this link to find out how you can define the physical structure for your
messages. The following links provide information about specific types of
message format:

— |What is a Custom Wire Format?|
— [What is an XML Wire Format?|
— [What is a Tagged/Delimited String Format?|

Advanced application development concepts:
What other resources can I develop?

+ ["Developing message flows that use WebSphere Adapters” on page 2033)|

You can develop applications that connect to an Enterprise Information System
(EIS) using WebSphere Adapters.

* |“User-defined extensions overview” on page 2971

A user-defined extension is an optional component that is designed by the user
to extend the functions provided by WebSphere Message Broker. A user-defined
extension can be either a node or a parser.

* |Administration API applications|

The Administration API for WebSphere Message Broker (also known as the CMP
API) is an application programming interface (API) that you can program to
control brokers by using a remote interface to the appropriate broker.

How do I construct message flows?:

New users: when you have considered the various factors involved in designing a
message flow you are ready to create one.

Use the links in this topic to learn how to construct message flows and work with
related resources.

How do I create message flow resources?

* [How do I create a message flow project?|

A message flow project is a specialized container in which you create and
maintain all the resources associated with one or more message flows. You can
group together related message flows and resources in a single message flow
project to provide an organizational structure to your message flow resources.
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You must create a project before you can create a message flow. Use this link to
learn how to create a message flow project.

+ [How do I create a broker schema?|

If you want to organize your message flow project resources, and to define the
scope of resource names to ensure uniqueness, you can create broker schemas.
When you first create a message flow project, a default broker schema is created
in the project. Use this link to learn how to create a broker schema.

* [How do I create a message flow?|

You create a message flow to specify how to process messages in the broker. You
can create any number of message flows and deploy them to one or more
brokers. Use this link to learn how to create a message flow.

How do I construct a message flow?
+ [How do I add a node?|

When you create a message flow, the first action to take to define its function is
to add nodes. A message flow node is a processing step in a message flow. A
message flow node can be a built-in node, a user-defined node, or a subflow
node; see [“Message flow nodes” on page 1024)Select the nodes to add to your
message flow from the node palette, see [“Message flow node palette” on page|

* [How do I rename a message flow node?|

To make your message flows easier to understand and to maintain, you can
change the name of any type of node that you have added to your message
flow. For example, you might change the name of an MQInput node to match
the input queue name defined in the node.

When you have included an instance of a node in your message flow, you can
customize its function. Each node has a set of properties that are specific to the
function of that node. For a list of nodes that are provided with WebSphere
Message Broker, see [“Built-in nodes” on page 4293 Select the required node
from this list to view details of the terminals, and properties, and how to
configure the node. For more information about nodes that can be programmed,
such as the JavaCompute, Compute, and Mapping nodes, see

[program message flows?” on page 78

* [How do I connect nodes?|

You connect the nodes in your message flow to indicate how the flow of control
passes from input to output, and the route that messages can take through the
message flow. A message flow node has a fixed number of input and output
points known as terminals. You can connect the failure or catch terminals of
nodes to add error handling to your message flows, see [“Handling errors inl|
[message flows” on page 2823

+ [How do I align and arrange nodes in a message flow?|

You can change the way that the nodes in your message flow are displayed and
arranged, to make them easier to read. You can add a bend point to make the
flow of control easier to follow where node connections cross each other, see
[“Adding a bend point” on page 1527

+ [How do I save a message flow?|

Save the message flow when you want to do any of the following actions:
— Close the workbench

— Work with another resource

— Validate the contents of the message flow
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How do I manage my message flows?

* [How do I delete a message flow node?|

Learn how to remove a node from your message flow.

* [How do I delete a node connection?|

Learn how to remove a node connection between nodes in your message flow.

+ [How do I delete a message flow?|

Learn how to delete your message flow.

* [How do I rename a message flow?|

Learn how to rename your message flow.

* [How do I delete a message flow project?|

Learn how to delete your message flow project.

+ [How do I move a message flow?|

Learn how to move your message flow between broker schemas or message
flow projects.

+ [How do I add a subflow?|

After you have created message flows, you can embed them in other message
flows as subflows. You can use subflows to reuse function across message flow
projects, reduce development time, and increase the maintainability of your
message flows.

+ [How do I back up my message flow projects and related resources?|

Your message flow projects and other resources are stored in the WebSphere
Message Broker Toolkit workspace and other locations in your file system. You
can use the export function in Eclipse, or take copies of the directories on your
file system, to back up your resources. Alternatively, you can set up the
WebSphere Message Broker Toolkit to work with a repository, see
[repository” on page 45.|

Related tasks:

[“Designing a message flow” on page 1455|

A message flow can perform a wide range of operations, depending on your
business and operational requirements. For best performance and capability, you
must design it to include the most appropriate nodes.

How do I program message flows?:

New users: Use the links in this topic to get information about the concepts and
tasks associated with programming message flows.

This topic contains the following sections:

+ ["How do I use message mappings?”|

* "How do I use ESQL?” on page 79
pag

* ["'How do I use Java?” on page 81|

+ ["How do I use XML transformations?” on page 82|
* ["How do I use PHP?” on page 82|
* [“How do I use XPath?” on page 83|

How do I use message mappings?: Message mappings use a drag-and-drop
interface to create and transform messages. You can use conditional logic, ESQL
functions, and XPath functions to create complex mappings and transformations.
You can also use message mapping to select and manipulate data in database

78 WebSphere Message Broker Version 7.0.0.8



tables. You must create a message definition for any messages that you include in a
message mapping. Message map files are stored in message flow projects.

* [How do I create a message map file?|

Follow this link for instructions on how to create a message map in the Broker
Application Development perspective. You can also create a message map from
the nodes that support message mapping including:
— [Mapping e
[Datalnsert node]
[DataUpdate node
— [DataDelete nodel
+ [What does the Message Mapping editor look like?|

You create and modify message mappings in the Message Mapping editor. Use
this link to discover information about the Message Mapping editor.

+ [How do I configure message mappings?|

When you configure message mappings, you can drag content from a source to
a target. The source can be a message, a database, or both, and the target can be
messages, database tables, or both. If your target is a database, you can select
the database operation (insert, update, or delete) that you want to perform on
the table. You can set the value for your target to be a constant, or you can use a
function or expression to produce the value. Additionally, you can configure
conditional mappings to set different values for targets based on the content of
the sources, and to handle repeating elements in sources and targets. Follow this
link to discover more about message mappings.

* Message mapping syntax
When you use an expression to set the value of a target in a message map, the
expression must be in XPath format.

— [What syntax is used in mapping nodes?|

Use this link to discover more about the XPath syntax used in message maps.

— [How do I use expressions in my message maps?|

Use this link to discover more about the type of functions that you can use in
expressions in your message maps.

— [How can I find out more about XPath query syntax?|

To discover more about XPath, follow this link to the W3C recommended
XPath 1.0 query syntax reference document. This link works only if you have
an active internet connection.

* [How do I create and call submaps and routines?|

You can reuse message maps between different message flows and message flow
projects by using a submap. You can also use a submap to create message
mappings for a wildcard source so that you can select replacement elements, for
example to select the appropriate body element from a SOAP message. In
addition to calling a submap from a message map, you can call a submap from
ESQL. You can also call ESQL routines from a message map. Use this link to
discover more information about creating and using submaps and ESQL
routines.

How do I use ESQL?: Extended Structured Query Language (ESQL) is a
programming language based on Structured Query Language (SQL), which is
commonly used with relational databases such as DB2. ESQL extends the
constructs of the SQL language to provide support for you to work with both
message and database content. ESQL can be used with the Compute, Database,
and Filter nodes.
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Many of the WebSphere Message Broker [“Samples” on page 98| show how to use
ESQL in message flows.

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the online
information center. You can run samples only when you use the information center
that is integrated with the WebSphere Message Broker Toolkit.

The following samples contain example ESQL code:

* |Airline Reservations|

+ |[Large Messaging]
* [Message Routing]

Use the following links to discover how to use ESQL in your message flows:
+ [How do I create an ESQL file?|

The ESQL code for each of your nodes is contained within a module in an ESQL
file. Use this topic to discover how to create an empty ESQL file in your
message flow project. Alternatively, you can select Open ESQL to create an
ESQL file when you configure the first node in a message flow that uses ESQL.
This action creates an ESQL file with skeleton ESQL code for a module
associated with the selected node. You can also select an ESQL module for a
node from a different message flow project by creating [“Project references” on|

+ [What is the ESQL editor?|
You can create and modify your ESQL code in the ESQL editor. You can change
the way that code is displayed in the ESQL editor, and modify the way in which
the ESQL editor validates code, by changing your [ESQL preferences|

* [How do I create ESQL for a node?|

Follow this link to get an overview of how to create ESQL for your node,
including more information about the differences between the skeleton ESQL
code generated for the modules associated with the Compute, Database, and
Filter nodes.

* [How do I modify ESQL for a node?|
Follow this link to discover how to modify the skeleton ESQL module code.

+ [How do I save an ESQL file?|
Discover how to save your ESQL file.

* [How do I write ESQL code?|
Follow this link to get introductory information about writing ESQL code for
your message flows. Discover how to manipulate the message tree, transform
data, access databases, and work with messages from different message domains
using ESQL.

* ESQL language

Use the following the links to get concept and reference information about the
ESQL language:

- |[“ESQL data types” on page 2373|

— |[“ESQL variables” on page 2374|

- [“"ESQL operators” on page 2382

- [“ESQL field references” on page 2381|
- |["ESQL statements” on page 2383

- |[“ESQL functions” on page 2385|
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- ["ESQL procedures” on page 2386|

[“Special characters, case sensitivity, and comments in ESQL” on page 5305
— [“ESQL modules” on page 2388

[“ESQL reserved keywords” on page 5307

[“ESQL non-reserved keywords” on page 5307

How do I use Java?: You can create a Java class file for a JavaCompute node and
code Java functions to tailor the behavior of the node. You can add any valid Java
code to your JavaCompute nodes and use the Java user-defined node API to
process messages. You manage Java files through the Java perspective.

The following sample provides a collection of message flows that show how to use
the JavaCompute node:

+ JJTavaCompute Node]

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

[How do I use a JavaCompute node?|

You can use the JavaCompute node to examine the content of an input message,
transform a message, and build new messages. Follow this link to discover how
to use and configure the JavaCompute node in your message flows.

[How do I create Java code for a JavaCompute node?|

Discover how to create a Java class file using the JavaCompute node wizard. The
JavaCompute node wizard creates a Java class with skeleton Java code that is
based on the options that you select in the wizard. You can then modify the
skeleton code to perform your own processing.

[How do I open an existing Java file?|

You can modify existing Java code that you have created in a Java Project.

[How do I save a Java file?|

Discover how to save your Java file.

[How do I write Java for message flow applications?|

Get introductory information about writing Java code for your message flow
applications, including how to manipulate the message tree, access databases,
handle errors, and access broker properties.

[What views and editors do I use when programming Java?|

Get a list of concept, task, and reference topics that relate to editors and views
for working with Java.

[Where can I get assistance when programming Java?|

You can use code assist to provide a list of available command completions that
you can select to insert into the editor. You can also use command assist to
access Javadoc information about code in the Java editor.

[How do I add Java code dependencies?|

Discover how to include references to other Java projects and JAR files in your
JavaCompute node code.

[Where can I find the Java user-defined node API?|
Follow this link to the Java API for the WebSphere Message Broker classes for

creating a Java user-defined node, which you can also use to code your
JavaCompute node.

Chapter 2. WebSphere Message Broker overview 81



How do I use XML transformations?: You can use the XSLTransform node to
transform an XML message into another form of XML according to the rules
provided by an XSL (Extensible Stylesheet Language) style sheet. You can specify
the location of the style sheet to apply to this transformation in three ways:

* By using the content of the XML data within the message itself, which
transforms the message according to a style sheet that the message itself defines.

* By setting a value within the LocalEnvironment folder.

* By using node properties, which ensures that the transformation that is defined
by this single style sheet is applied to every message that is processed by this
node.

You can discover links to information about using XML transformation in this
section.

* [Where can I find a sample that shows XML transformations?|

If you have installed the WebSphere Message Broker Toolkit, you can use this
link to display the XSL Transform sample. The XSL Transform sample is a
message flow sample that shows how to use a message flow to transform an
XML message to another form of XML message according to the rules provided
by an XSL stylesheet.

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

+ [How do I use the XSLTransform node?|

Follow this link to discover how to use and configure the XSLTransform node to
transform an XML message into another form of XML.

* [Where can I find out more about XSL Transformations?|

To discover more about XML Transformations, follow this link to the W3C
specification of the syntax and semantics of the XSL Transformations language
for transforming XML documents into other XML documents.

How do I use PHP?: PHP is a scripting language that you can code to route and
transform messages. You can use PHP in the PHPCompute node, which is
supported only on Windows.

* [Where can I get an overview of PHP?|

Follow this link for an overview of PHP, and links to further information about
how you can use this scripting language.

* [Where can I find a sample that shows how to use PHP?|

If you have installed the WebSphere Message Broker Toolkit, you can use this
link to display the PHP sample. The PHP sample is a message flow sample that
shows how to use PHP code to transform an XML message.

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

+ [How do I use a PHPCompute node?|

Follow this link to discover how to use and configure the PHPCompute node in
your message flows.

+ [How do I create PHP code for a PHPCompute node?|
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Discover how to create a PHP script file for the PHPCompute node in your
message flows.

How do I use XPath?: The XML Path Language (XPath) is a language used to
uniquely identify or address parts of an XML document. An XPath expression can
be used to search through an XML document, and extract information from the
nodes (any part of the document, such as an element or attribute) in it. XPath
expressions can be used in message maps, and in the properties of some of the
nodes. Typically, you might use XPath when you are using Java, XML, or PHP.

* [Where can I get an overview of XPath?|

Follow this link for an overview of XPath, and how you can use XPath with
nodes.

+ [How do I use the XPath Expression Builder?|

You can use the XPath Expression Builder to add XPath expressions to your
node properties. Follow this link for information about how to use the XPath
Expression Builder.

How do I design and develop a message model?:
New users: how to design and create message models.

If the format of the messages that you want to use with your applications is not
self-defining, you must create a message model that defines the structure of your
messages. If your messages are self-defining, you might want to create a message
model to take advantage of runtime validation of messages, reuse of messages,
automatic generation of documentation, and code completion on the message
structure when you use ESQL. If you want to use message mapping, you must also
create a message model for your messages.

You can obtain prebuilt models for common industry standard message formats
such as SWIFT, EDIFACT, X12, FIX, HL?7, and TLOG to use with WebSphere
Message Broker. You can also create message models from C header files, COBOL
copybooks, XML Schema and DTDs, and WSDL files. Alternatively, you can use
the Message Definition editor to create your own message models.

For further information, read the logical and physical message structure sections in
[“What do I need to know to start developing applications?” on page 72

What are the components of a message model?

Use the links in this section to learn how to create and configure message set
projects and message set files.

* Use the following links to learn about the different components that are used to
build a message model:

— [What is a message set project?|

A message set project is a container in which you create and maintain all of
the resources that are associated with a single message set. A message set can
contain one or more message models.

— [What is a message set?|

A message set is a logical grouping of messages and the objects that comprise
them (elements, types, and groups). A message set can contain one message
set file, message definition files, and message category files.

— |What is a message definition file?|
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A message definition file contains the messages, elements, types, and groups
that make up a message model. The message definition file contains the
logical model and associated physical model in XML Schema form for a
group of related messages.

— [What is a message model object?|

Get an overview of the objects that make up a message model.

- IWhat is a message category?|

You can use message categories to group your messages for documentation
purposes.

— [What is a multipart message?|

You can define a message that contains one or more embedded messages
within its structure.

— [How can I control the number of occurrences of an element or attribute in a|

message?|

You can define a message that contains repeating, optional, and mandatory
elements.

How do I create and configure a message model?

Use the links in this section to learn how to create and configure message set
projects and message set files. The following sample provides step-by-step
instructions about how to create a simple message model. The sample also
demonstrates message transformation between three different message formats.

+ [Video Rental

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the online
information center. You can run samples only when you use the information center
that is integrated with the WebSphere Message Broker Toolkit.

* [How can I use the Quick Start wizards to help create resources?|

You can use the Quick Start wizards to help you to create a message model and
to set up the resources that you require to develop a WebSphere Message Broker
application.

* [How do I create a message set?|

You must create a message set before you can add any content to your message
model. When you create a message set, a message set project is also created.

* How do I configure a message set file?

After you have created a message set, you must configure the logical and
physical properties of the message set. You can use the Message set editor to
configure the properties of a message set. See ["Message set editor” on page]

[6819]

— [How do I configure the logical properties of my message set?|

Learn how to configure logical properties of a message set.

— [How do I configure the physical formats of my message set?|

Learn how to add and configure different physical format layers in a message
set.

* [How do I create a message definition file?|

You must create a message definition file before you can create the message
model objects. You can use the New message definition file wizard to create an
empty message definition file, or you can populate a message definition by
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using existing application message formats by importing data structures. See
“New message definition file wizards” on page 6360/ and [“Working with data|
structures” on page 2930.|

* [How do I configure the properties of my message definition files?|

When you have created a message definition file, you can configure the message
definition file properties described in this topic by using the Message Definition
editor. See [“Message Definition editor” on page 6804

* How do I add and configure message model objects?

When you have created a message definition file you can add message model
objects to your message definition file, to define the structure of your message.
You can also add objects to existing message definition files. You must then
configure the logical, physical, and other properties of the message model
objects.

- [How do I add message model objects?|

Follow this link to learn how to add different message model objects to a
message definition file.

- [How do I configure message model objects?|

Follow this link to learn how to configure message model objects.

— [What properties do message model objects have?|

Follow this link to get reference information about logical, physical, and
documentation properties for all types of message model objects.

— [How do I create a multipart message?|

You can create a message model that includes a multipart (embedded)
message. Use this link to learn how to create a multipart message.

— [How do I link from one message definition file to another?|

Follow this link to learn how to link one message definition file to another.

* [How are namespaces used in the message model?|

Objects in the message model such as elements, attributes, types, and groups are
identified by their name. No two objects in the same scope are allowed to have
the same name. If namespaces are enabled for a message set, each message
definition file within it can specify a namespace. Global objects within
namespaces can share the same name, therefore namespaces provide a way to
avoid name clashes between objects.

How do I manage my message models?

Learn about how to manage your message models:
* How do I generate model representations from message models?

When you have created and populated a message set, you can generate a
message model in different representations for use both by WebSphere Message
Broker and your applications. Use the following links to learn about the types of
model representations that you can generate from your message models:

— [“Generate message dictionaries” on page 1271]
— [“Generate XML schema” on page 1272|
- [“Generate WSDL” on page 1274|

+ [How do I configure message set preferences?|

Follow this link to learn how to make changes to preferences that relate to
message set processing.

* [How do I change my viewing preferences for message model editors?|
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You can change your viewing preferences for the Message Set editor and the
Message Definition editor, to make it easier to view message definition files.

How do I develop publish/subscribe applications?:

New users: use the links in this topic to get concept and reference information that
is useful when you develop publish/subscribe applications.

Publish/subscribe is a style of messaging application in which the providers of
information (publishers) are decoupled from the consumers of that information
(subscribers) using a broker. The following samples are examples of simple
publish/subscribe message flows, and include associated user applications. You
can view information about samples only when you use the information center
that is integrated with the WebSphere Message Broker Toolkit or the online
information center. You can run samples only when you use the information center
that is integrated with the WebSphere Message Broker Toolkit.

* [Pager
* [Scribble

A publish/subscribe application can consist of a network of brokers connected
together. By connecting brokers together, publications can be received by a client
on any broker in the network.

* [Where can I find an overview of publish/subscribe?|

For an overview of publish/subscribe, see the following topics:
— [“Publishers” on page 2218§|
— [“Publications” on page 2219|

— [“Subscription points” on page 2222

— [“Subscribers” on page 2220|

* [How do I use a publication node?|

Use the Publication node in your message flows to filter output messages and
transmit them to subscribers who have registered an interest in a particular set
of topics.

+ [What are command messages?|

Different types of command messages can be sent from an application to instruct
the broker to perform the required task; for example to publish a message, or
register a subscriber.

How do I deploy and test message flows?:

New users: Use this topic to get information about deploying and testing your
message flows during development. When you have developed your message

flows, message models, and other resources, you are ready to deploy them to a
broker.

You can use features provided in the WebSphere Message Broker Toolkit to help
you test your message flows. Read [“How do I deploy and configure message flow]
lapplications?” on page 94| for information about deploying and configuring
message flows for use in a production environment.

Before you can deploy and test your message flows, you must create and configure
at least one broker.

You can create the Default Configuration to create a broker environment that is
suitable for testing message flows during development, see [“Creating the Defaul]
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[Configuration” on page 106 You can create the Default Configuration only if you
are accessing the information center from the WebSphere Message Broker Toolkit
or the WebSphere Message Broker Explorer.

How do I deploy message flows and related resources?

Use the links in this section to get instructions on how to deploy your message
flows, message sets, and related resources to a broker. Read
lapplication deployment” on page 3213[ for an overview of the concepts of
deployment of message flow resources.

» [How do I create a broker archive?|

A broker archive file is a compressed file that contains compiled message flows,
message dictionaries, and other application development resources. Use this link
for instructions about how to create a broker archive file. You can use the
[“Broker Archive editor” on page 6794 to add or remove message flows and
message sets to, or from, your broker archive. You can also use the Broker
Archive editor to edit the configurable properties in your broker archive.

+ [How do I add files to a broker archive?|

You can add message flows and message sets to a broker archive file. The
message flows, message sets, and related resources are compiled when they are
added to the broker archive file. You can also choose to add the source files to
the broker archive file. You cannot add resources to a broker archive file from a
project that contains an error.

+ [How do I deploy a broker archive?|

Find out about the different ways that you can deploy a broker archive file to a
broker. For deploying message flows for development to a test environment, the
simplest method is to use the WebSphere Message Broker Toolkit.

+ [How do I check the results of the deployment?|

Find out about the ways that you can check the results of deployment. When
you deploy message flows to a test environment, the simplest method is to use
the WebSphere Message Broker Toolkit. You can also use the
fcommand” on page 3882| with the name of the broker and execution group to
which you deployed your broker archive file.

+ [How do I edit configurable properties?|

System objects that are defined in message flows have configurable properties
that you can update within the broker archive before deployment. By changing
configurable properties, you can customize a broker archive for a new domain,
without needing to edit and rebuild the message flows or other resources.

+ [How do I refresh the contents of a broker archive?|

You can refresh the contents of a broker archive by removing resources from it
and, having made required changes, add them back again. Alternatively, you can
use the Refresh option in the Broker Archive editor.

How can I test my message flows?
Use the links in this section provide information about the different features

provided in the WebSphere Message Broker Toolkit to help you to test your
message flows.

* [How do I test a message flow using the Test Client?|

You can test message flows that use WebSphere MQ or HTTP input and output
nodes. If you have a message sets defined for the input nodes in your message
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flow, the message flow test tool can provide an input message template in XML
format, that you can use to develop test messages.

* [How can I put a test message onto a WebSphere MQ queue?|

Get instructions about how to create and use an enqueue file to put a test
message on to a WebSphere MQ queue.

+ [How can I get a test message from a WebSphere MQ queue?|

Get instructions about how to read a message from a WebSphere MQ queue by
using the Dequeue Message dialog box.

* [How can I test my message flows?|

You can use the flow debugger to help test your message flows by tracking the

path a message takes through your message flow. You can also step through the
ESQL, Java, and message mappings in your message flows, to view the output

messages that are being constructed.

* ["How can I diagnose problems?” on page 96,
g P pag

If you are having difficulty deploying your message flows and other resources,
or receiving unexpected results when you test your message flows, look at the
problem determination information in this topic.

| am an administrator; what tasks am | interested in?

If you are an administrator, you will be involved in the tasks to configure brokers
and associated resources, and support your application developers.

Before you start

New users: Read the following introductory topics to the product, and the
information center, before you start configuration:

* [“How do I use the information center?” on page 67|

* [“Where can I get an overview of WebSphere Message Broker?” on page 69|

* [“How do I use the WebSphere Message Broker Explorer and WebSphere|
Message Broker Toolkit?” on page 89

Returning users: Find out what new features are supported for configuration and
administration:

+ [“What's new in Version 7.0?” on page 7|

WebSphere iconWebSphere Message Broker Administration

To test and run your message flow applications, you must create and configure
your brokers. Use the links in this section to find out how to configure and
administer your brokers and message flow applications:

* ["How can I check that my installation was successful?” on page 90| Find out if
your installation has been successful.

+ [“What information is available for users of previous versions?” on page 91| Find
out what you need to know if you are a user of a previous version or release.

* ["How do I plan and configure brokers?” on page 91| Find out how to plan and
configure brokers for your business.

* [“How do I administer and monitor brokers?” on page 93| Find out about day to
day administrative tasks and about monitoring the performance of your message
flow applications.

+ ["How do I deploy and configure message flow applications?” on page 94| Find
out how to configure your message flow applications and get them running.
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What else might | be interested in?

When you configure and administer your brokers, you might also be interested in
the following questions:

* [How can I troubleshoot problems? Find out how to debug message flow
applications and troubleshoot problems.

* [Where can I find out about the accessibility functions of WebSphere Messagel
Broker?| Find out about accessibility features in WebSphere Message Broker and
shortcut keys to use in the information center.

How do | use the WebSphere Message Broker Explorer and
WebSphere Message Broker Toolkit?

New users: use the links in this topic to help you get started using the WebSphere
Message Broker Explorer and WebSphere Message Broker Toolkit.

The WebSphere Message Broker Explorer is an administration environment and
graphical user interface based on the Eclipse platform, and integrated with the
WebSphere MQ Explorer. You can configure, administer, view, and monitor your
brokers, and their associated resources, by using the options in this workbench.

The WebSphere Message Broker Toolkit enables you to complete some basic
administration functions for testing and debugging your message flow
applications.

Some of the links in this topic work only if you are accessing this information
center from the WebSphere Message Broker Explorer or the WebSphere Message
Broker Toolkit.

How do | navigate and customize the WebSphere Message Broker
Explorer?

Use the links in this section to find out how to navigate the WebSphere Message
Broker Explorer.

+ [What are the keyboard shortcuts?|

Find out how to navigate by using keyboard shortcuts in the WebSphere
Message Broker Explorer.

How can | customize the Eclipse workbench?

You can use the instructions in these links to learn how to use any application
running in the Eclipse workbench, including the WebSphere Message Broker
Explorer and Rational Application Developer.

+ [How do I work with perspectives?|

Find out how to work with perspectives.

+ [How do I work with views and editors?|

Find out how to work with views and editors such as rearranging views and
opening files for editing.

+ [How do I customize the workbench?|

Find out how to work to further customize the Eclipse workbench such as
rearranging the main toolbar and changing the placement of the tabs.

Chapter 2. WebSphere Message Broker overview 89



How can | change the WebSphere Message Broker Toolkit
preferences?

You can change a number of settings in the WebSphere Message Broker Toolkit to
suit your requirements. Use these links to get more information about these
settings and how to change them.

+ [What WebSphere Message Broker Toolkit preferences can I change?|

Use this link to find out about WebSphere Message Broker Toolkit preferences
that you can change, and get links to information about preferences that might
be useful when you develop message flow applications.

+ [How do I change WebSphere Message Broker Explorer preferences?|

Follow this link to get an overview of how you change preferences to alter the
behavior of the WebSphere Message Broker Explorer.

+ [How do I change the standard Eclipse preferences?|

Follow this link to find out about the standard preferences in the Eclipse
workbench.

How can | check that my installation was successful?
New users: Use the links in this topic to help you to check that your installation of
WebSphere Message Broker was successful.

Most links in this topic work only if you are accessing this information center from
the WebSphere Message Broker Toolkit or the WebSphere Message Broker Explorer.

» [“Creating the default configuration” on page 564|

Use the Default Configuration wizard from the WebSphere Message Broker
Toolkit or the WebSphere Message Broker Explorer to create a broker to run the
WebSphere Message Broker samples. The default configuration also provides a
useful environment to test and debug your own message flow applications. You
can run a wizard to remove the default configuration when you have finished
with it.

* [Where can I find samples?|

The WebSphere Message Broker samples are a set of sample message flow
applications and associated resources that demonstrate some of the capabilities
of WebSphere Message Broker. Use the [Where can I find samples? link to view a
description of all the samples. You must create the default configuration before
you can run the samples.

You can use the following samples to quickly check that your installation was
successful:

~ [Pager
~ [Scribble

You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

The Starter Edition and Entry Edition modes of operation restrict you to a single
execution group. Also, the Entry Edition mode restricts the set of nodes you can
use. As a result, not all samples can be used in these modes of operation. For

more information, see [“Restrictions that apply in each operation mode” on page|
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For more information about how to check that your installation of the WebSphere
Message Broker or the WebSphere Message Broker Explorer was successful, see
[“Verifying your WebSphere Message Broker installation” on page 290 This topic
describes how to verify your installation on Linux on x86, Linux on x86-64, or
Windows by using either the WebSphere Message Broker Toolkit or the WebSphere
Message Broker Explorer.

What information is available for users of previous versions?

If you are a user of a previous version of WebSphere Message Broker, use the links
in this topic to get information about what is new in WebSphere Message Broker
Version 7.0, and how to migrate from previous versions.

What's new?

Use the links in this section to find out about the main enhancements and changes
in this release. You can find out more about the new functions and capabilities of
this release by looking at the new WebSphere Message Broker Version 7.0 samples.

* [“What's new in Version 7.0?” on page 7|

Find out about the main new function in this release, and new features added at
Version 7.0.

s [Where can I find sample applications?|

Look at the new samples introduced in Version 7.0 that demonstrate WebSphere
Message Broker capabilities. Follow this link to get a description of all the
samples and a direct link to each one. You can view information about samples
only when you use the information center that is integrated with the WebSphere
Message Broker Toolkit or the online information center. You can run samples
only when you use the information center that is integrated with the WebSphere
Message Broker Toolkit.

What do | need to know about migration and coexistence?

Use the links in this section to find out how to migrate to WebSphere Message
Broker Version 7.0 from previous versions of the product.

+ [How does WebSphere Message Broker Version 7.0 coexist with previous|
versions?|

WebSphere Message Broker Version 7.0 can coexist with previous versions. You
can therefore perform a staged migration when you want to migrate from a
previous version. See this topic for details about coexistence on a single
computer.

+ [How do I migrate from Version 6.1 products?|

If you are migrating from Version 6.1 products, see this topic for information
about planning for migration, and the steps involved in carrying out a migration
from your specific product.

+ [How do I migrate from Version 6.0 products?|

If you are migrating from Version 6.0 products, see this topic for information
about planning for migration, and the steps involved in carrying out a migration
from your specific product.

How do | plan and configure brokers?
New users: Use the links in this topic to find out how to plan and configure
brokers.

You can create a broker for testing purposes on your WebSphere Message Broker
Toolkit computer by using the [Default Configuration wizard} When you are ready
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to create brokers for testing on platforms other than Windows or Linux on x86, or
for production purposes, you must plan your configuration carefully, by using the
information provided in the WebSphere Message Broker information center.

What do | need to know about brokers?

Use the links in this section to find information that you might find useful before
planning and designing your brokers.

+ [What is a broker?|

A broker is a set of execution processes that hosts one or more message flows to
route, transform, and enrich in-flight messages. Follow this link to get
information about brokers, and the resources that you need to create and
configure your brokers.

+ [What is an operation mode?|

The operation mode that you use is determined by the license that you
purchased when you bought the product. The mode can either give you the full
operating capabilities of your broker, that is, enterprise mode, or restrict the
operating capabilities of your broker, that is, starter, adapter, or entry modes.

You can set the operation mode when you create a broker, however, brokers are
created, or migrated from previous versions, in enterprise mode by default.
Follow this link to get information about the various modes that are available.

* [What do I need to know about databases?|
You can configure your message flows to access data in databases; you can read

from, write to, and update the information in a supported database. Follow this
link to find out more about databases and how to create connections to them.

What do | need to know about authorization and security?

You must set up access and authorization credentials for some of the resources that
you use with WebSphere Message Broker; for example, databases. Follow the links
in this section to get information about authorization, access control, and security
for your broker.

+ [What authorizations are needed for configuration tasks?|

Authorization is the process of granting or denying access to a system resource.
Use this link to get examples of the tasks in WebSphere Message Broker that
require authorization. Use the following links to get more details about the
security requirements for administrative tasks on the different platforms:

— [“Security requirements for Linux and UNIX platforms” on page 3648|

— [“Security requirements for Windows systems” on page 3651|

— [“Security requirements for z/OS” on page 3655|

+ [What authorizations are required for access to runtime resources?|

If you want to set up administrative authority for the resources managed by the
broker (including the broker itself), you must set up WebSphere MQ
authorizations for brokers and execution groups.

* [Where can I find out about security for publish/subscribe?|

Follow this link to get an overview of publish/subscribe security.
How do | plan brokers and configure prerequisites?

Use the following links to find out how to plan your brokers. You can also find out
about tasks you must complete before you can configure your brokers.

* [How do I plan brokers?|
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Follow this link to find out what you must consider when you plan your
brokers, and your WebSphere MQ infrastructure.

« [How do I set up broker security?|

Follow this link for information about how to set up security for your brokers.
Each link comprises a list of reminders or questions about the security tasks to
consider for your broker configuration. The answers to the questions provide the
security information that you need to configure your brokers, and also give you
further information about other security controls that you might want to deploy.

How do | create and configure brokers?

You can create one or more brokers on one or more computers. The use of multiple
brokers can help you to spread the load of the message processing that you want
to achieve, or to allocate different functions to different brokers or computers. For
example, you might set up a broker to run personnel applications, and another to
run financial or order systems. To support each broker, you must create a
WebSphere MQ queue manager, and you might need to create a WebSphere MQ
infrastructure of channels or a WebSphere MQ cluster to connect the brokers
together.

You might also create several execution groups on each broker to manage the
message flow applications that you deploy to the broker.

To create a broker, complete the following tasks in order:
1. [How do I create a broker?|

On Windows and Linux on x86, you can create brokers in the WebSphere
Message Broker Toolkit. On all platforms, you can create the brokers by using
the command-line commands. Create as many brokers as you require.

2. [How do I verify that the broker has been created successfully?|

You can use the mqsilist command to check that your brokers were created
successfully

3. [How do I start a broker?|
Follow this link to get instructions on how to start a broker.

How do | administer and monitor brokers?
New users: Use the links in this topic to get information about administering
brokers.

How do | administer my brokers?

Use the links in this section to find out about the tasks that you operate frequently
to activate and run your brokers.

+ [How do I start and stop a broker?|

Use this link to find out how to start and stop a broker on the different
platforms. You can stop and start a broker by using the command line.

* How do I connect to a broker?
Use the following links to find out how to connect to your broker:

— |Using the WebSphere Message Broker Toolkit or the WebSphere Message]
Broker Explorer]|

- |Using the Administration API (CMP API)

- [On 2/09

* How do I start and stop message flows?
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Use the following links to find out how to start and stop message flows:

— Using the WebSphere Message Broker Explorer in stand-alone mode (link to
follow)

- and message flows using the command line
— |Using the CMP APJ|
+ [How do I deploy a broker archive file?|

Use this link to find out how to deploy a broker archive file to a broker by using

the WebSphere Message Broker Toolkit, the WebSphere Message Broker Explorer,
the mgsideploy| command, and the CMP APL

+ [How do I submit batch requests using the CMP API?|

You can use the CMP API to group multiple requests destined for the same
broker together, and submit them as a single unit of work.

* How do I modify my broker?

You might want to change the configuration of your broker. See
[modify a broker?|and follow the link for your broker platform.

* How do I delete my broker?

You might want to delete your broker. See [How do I delete a broker?| for a link
to your platform.

+ [How do I back up my resources?|

Follow this link to find out how to back up your broker and application
resources.

How can | monitor my brokers?

Use the links in this section to find out how you can monitor the events and
performance of your brokers.

* [How can I view administration log information?|

The [“Administration Log view” on page 6840|in the WebSphere Message Broker
Toolkit contains information about events that occur during operation. These
events can be information, errors, or warnings, and relate to your own actions.

* [How can I view message flow accounting and statistics data?|

Message flow accounting and statistics data is the information that can be
collected by a broker to record performance and operating details of message
flow execution. Follow this link to get an overview of message flow accounting
and statistics, and links to further information.

+ [What are the system management interfaces?|

The brokers provide a service for independent system management agents so
that a central management facility can access information about a network that
includes one or more brokers. Use this link to find out how you can use the
system management publications from WebSphere Message Broker to develop or
use system management adapters or customized administrative applications to
receive information about broker activity.

How do | deploy and configure message flow applications?
New users: Use the links in this topic to get information about deploying and
configuring message flow applications and related resources.
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What do | need to know about deployment?

Deployment is the process of transferring data to an execution group that belongs
to a broker, so that it can take effect in the broker. Use the following links to find
out more about deployment.

* [Where can I get an overview of deployment?|
Use this link to find out about the WebSphere Message Broker Toolkit, the
WebSphere Message Broker Explorer, the mgsideploy command, and the
Administration API (also known as the CMP API) as environments for
deployment.

+ [What do I need to know about message flow application deployment?|

Use this link to find out more about deploying message flow applications and
related resources.

+ [What is a broker archive?|

You add message flow applications and related resources to a broker archive to
deploy the resources to an execution group. Use this link to find out about the
files that can be associated with a broker archive file.

+ [What are configurable properties of broker archives?|

System objects that are defined in message flows can have configurable
properties that you can update within the broker archive file before deployment.
You can use configurable properties to update target-dependent properties, such
as queue names, queue manager names, and database connections.

+ [How do I view version and keyword information for deployable resources?|

Follow this link to find out how to view the version and keyword information of
deployable objects. You can use version and keyword information to track
resources that have been deployed to a broker.

How do | deploy message flow applications?

You must create, configure, and start at least one broker to deploy message flow
applications to an execution group. Use the links in this section to find out how to
deploy your message flow applications and related resources to an execution
group.
* How do I add an execution group?
An execution group is a named grouping of message flows that have been
assigned to a broker. The broker enforces a degree of isolation between message
flows in distinct execution groups by ensuring that they run in separate address
spaces, or as unique processes. You can create more execution groups in a
number of different ways:

— |Using the WebSphere Message Broker Toolkit or WebSphere Message Broker|

Exglorerl

- |Using the command line]
— |Using the CMP APJ|
* [How can I create a broker archive?|

A broker archive file (BAR file) is a compressed file that contains compiled
message flows, message dictionaries, and other development resources. Use this
link to find out how to create a broker archive. You can use the [“Broker Archive|
feditor” on page 6794| to add or remove message flows and message sets to or
from your broker archive, and to edit the configurable properties within your
BAR file.

+ [How can I add resources to a broker archive?|
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You can add message flows and message sets to a broker archive file. The
message flows, message sets, and related resources are compiled when they are
added to the broker archive file. You can also choose to add the source files to
the broker archive file. You cannot add resources to a broker archive file from a
project that contains an error.

+ [How can I deploy a broker archive file?|

Find out about the different ways that you can deploy a broker archive file to a
broker. For deploying message flow applications during development to a test
environment, the simplest method is to use the WebSphere Message Broker
Toolkit. When you deploy to a broker, you select an execution group to deploy
to.

+ [How do I check the results of deployment?|

Use this link to find out how you can check the results of a deployment.

+ [How do I refresh the contents of a broker archive?|

You can refresh the contents of a broker archive by removing resources from it
and, having made required changes, add them back again. Alternatively, you can
use the Refresh option in the Broker Archive editor.

How can | configure message flow applications?

Use the links in this section to find out how to configure your message flow
applications for use in a production environment.

+ [How do I edit configurable properties?|

System objects that are defined in message flows can have configurable
properties that you can update within the broker archive file before deployment.
By changing configurable properties, you can customize a broker archive file for
a new broker, without needing to edit and rebuild the message flows or other
resources.

* [How do I configure message flows at deployment time using user-defined|
properties?|

User-defined properties (UDPs) give you the opportunity to configure message
flows at deployment time, without modifying program code.

+ [How can I optimize message flow throughput?|

Use this link to find out how you can optimize the throughput of messages in
your message flows using parallel processing.

* [How do I add multiple instances of a message flow to a broker archive?|

You can edit the name of your files in the broker archive so that you can deploy
multiple instances of a message flow with different values for the configurable
properties.

+ [How do I configure global coordination of transactions?|

To ensure data integrity during transactions, you can globally coordinate
message flow transactions with a WebSphere MQ queue manager. Follow this
link to find out how to configure your databases, queue managers, and message
flow applications for global coordination.

How can | diagnose problems?
New users: Use the links in this topic to find out how to debug message flow
applications and get help with troubleshooting problems.

How can I debug and troubleshoot my message flow applications?
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A number of tools and sources of information are available to help you solve
problems with your message flow applications. If you can see errors or warnings
in the Problems view in the WebSphere Message Broker Toolkit, your message flow
applications and related resources might have problems that prevent you from
adding them to a broker archive file. Also, your message flow applications might
not work as you expect when they are deployed.

Use the information in the error or warning messages to fix the problem. If you
have difficulty deploying message flow application resources, see How can I
troubleshoot problems when deploying message flow applications? in this topic
for more information. If you have successfully deployed your message flow
applications, you can use the following links to debugging and troubleshooting
topics to help you solve any problems.

* [How do I use the flow debugger?|

You can test and debug your message flow applications by using the debugger
in the WebSphere Message Broker Toolkit. By adding breakpoints to your
message flows, you can use the debugger to view the path that messages take
through your message flow. You can also view the contents of the message
passing through the flow, and step through code to view the output messages
beini constructed. The debugger is launched from the [“Debug perspective” on|

* [Where can I find useful logs?|
Find out where to find useful logs that are used in WebSphere Message Broker.

+ [How do I use trace?|

User trace can be used to get further information about problems with messages
passing through your message flows. You can use the following sequence of
tasks to get user trace to troubleshoot a problem with a message flow:

1. [“Starting user trace” on page 3197

2. |“Retrieving user trace” on page 3204|

3. [“Formatting trace” on page 3543

4. [“Interpreting trace” on page 3546|

* [How can I resolve problems when developing message flows?|

Follow this link for information about some common problems when developing
message flows.

* [How can I resolve problems when developing message models?|

Follow this link for information about some common problems when developing
message models.

How can I troubleshoot problems when deploying message flow applications?

If your message flow applications or related resources contain an error, they cannot
be added to a broker archive file. Sometimes message flow applications that are
successfully added to a broker archive file can fail to be deployed, for example,
because of a problem with the broker or with the message flow applications. Use
the following links to find out how to check the results of deployment and get
help solving problems.

+ [How can I check the results of deployment?|

Find out how to check the results of a deployment by using the [“Administration|
[Log view” on page 6840, the mqsideploy command, and the Administration API
(also known as the CMP API).

+ [How can I resolve problems when deploying message flows or message sets?|
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Follow this link to find tips on resolving problems when deploying message
flows and message sets.

Where can I get other help on troubleshooting and solving problems?

Use the links in this section to find out more information about troubleshooting
and how to get support.

+ [What initial checks can I make?|

Follow this link to get more in-depth advice on checks to make if you have
problems with WebSphere Message Broker.

+ [How do I deal with problems?|

Use the links in this topic to find out about common problems that you might
see when you use WebSphere Message Broker. Check to see if one of these
problems match the symptoms you are observing.

* [Where can I get more help with problems?|

View this topic for links to more techniques for diagnosing problems with
WebSphere Message Broker, and links to information about getting support.

Samples

The WebSphere Message Broker Toolkit provides samples that show the features
that are available in WebSphere Message Broker, and how to use them. This topic
provides links to the information about the individual samples.

Use the samples to learn how to use WebSphere Message Broker.

* You can view information about samples only when you use the information
center that is integrated with the WebSphere Message Broker Toolkit or the
online information center. You can run samples only when you use the
information center that is integrated with the WebSphere Message Broker
Toolkit.

* Not all samples work in all modes. If you try to use a sample in a mode that is
restricted, you receive a message indicating the reason; see [“Restrictions that|
lapply in each operation mode” on page 3657, You can run all samples in a
development and unit test broker; see [“Development and unit test” on page 50

* You might receive the following error:
SEVERE: Could not find the connection files.

If you receive this error, copy the .broker file for your default broker from the
runtime workspace in which you created your default configuration to your
current runtime workspace.

* To ensure that all available samples are displayed in the Samples and Tutorials
tab in the WebSphere Message Broker Toolkit, in the "More samples" panel in the
Samples and Tutorials tab click Retrieve and select the sample categories that
you want to display.

The samples are categorized as either Application or Technology samples.

Application samples
The Application samples are small end-to-end WebSphere Message Broker
message flow applications that show how to transform and route messages
through message flows.

* |Application samples|
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Technology samples

The Technology samples are small WebSphere Message Broker message
flow applications that each show a specific feature of WebSphere Message

Broker.

+ |Controlling and Routing samples|

[File Processing samples|

[Industry samples|

[Message Formats samples|

[Message Transformation samples|

Monitoring samples|

[Security samples|

[Transports and Connectivity samples|

[Web Service samples|

Before you can use the samples you must create the Default Configuration, see

[“Creating the Default Configuration” on page 106,

The following table lists the Application samples that are available in WebSphere

Message Broker.

Sample name

Description

|Airline Reservations|

This sample shows how to use a range of nodes,
including nodes for aggregation, routing, tracing,
filtering, and updating database tables.

|[Coordinated Request Reply|

This sample shows how two applications with different
message formats communicate with each other through
the use of WebSphere MQ messages in a request-reply
processing pattern, coordinated by the use of an MQGet
node.

[DatabaseInput Node|

This sample demonstrates how to take data from a
database, as it is being updated, and process the data
within WebSphere Message Broker.

[Data Warehouse]

This sample contains a message flow that archives data,
such as sales data, to a database.

[Error Handler]

This sample contains a message flow and a subflow to
show error handling in message flow applications.

[Large Messaging|

This sample shows how to process messages that contain
repeating structures, and how to minimize the virtual
storage requirements for the message flow.

[Message Routing]|

This sample shows how to use a message flow to route
messages to different WebSphere MQ queues based on
data stored in a database table or a file.

[Pager] This sample shows simple point-to-point messaging and
publish/subscribe messaging. Use graphical interfaces to
send text messages to a pager application, or to subscribe
to publications about the surf on selected beaches.

[Scribble| This sample is a small, graphical whiteboard application

on which you draw by using your mouse pointer.
Depending on the options you choose, you can see the
effects of message transformation by using WebSphere
MQ transport or RealTime transport.
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Sample name Description

[Solar Pattern Authoring] This sample shows how to build a WebSphere Message
Broker pattern. The sample provides an example
message flow project that calculates the sunrise and
sunset times in a PHPCompute node. The sample also
provides a pattern authoring project that configures a
pattern.

|[User-defined Extension| These two samples show the use of user-defined nodes
written in the C and Java programming languages.

This sample shows message transformation between

three different formats: XML, Custom Wire Format
(CWF), and Tagged/Delimited String (TDS) Format.

[WBI JDBC Adapter Migration| This sample re-creates a scenario of migrating a JDBC
adapter to invoke a message flow, by using an MQInput
node with the built-in DatabaseInput node.

[Web Service Aggregation| This sample demonstrates how to invoke a number of
web services and amalgamate the results by using
WebSphere Message Broker aggregation nodes. The
sample illustrates how aggregation can be used for
transports other than WebSphere MQ, and highlights
issues to be aware of. The sample also shows how you
can use message flow monitoring to audit data across the
aggregation fan-out and fan-in by using Collector node
techniques.

The following tables list the Technology samples that are available in WebSphere
Message Broker.

Control and Routing samples

Sample name Description
This sample shows how to use the Aggregation nodes to

perform a basic four-way aggregation operation, with
simple fan-out and fan-in message flows.

Collector Node| This sample shows how to configure the Collector node

to gather input from different input sources. It also
shows some alternative methods for completing
collections.

[Simplified Database Routing] This sample shows how to use the following range of
simplified (non-programming) message flow nodes:
Route, DatabaseRoute, and DatabaseRetrieve. The sample
illustrates how to access databases by using JDBC, and
how to use values held in an acquired result set,
gathered from a database query, to either dynamically
route messages or update the content of the messages.

[Timeout Processing] This sample shows how to use the timeout nodes to add
timeouts to message flows.

File Processing samples
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Sample name

Description

[Batch Processing]

This sample shows how to use the FileInput and
FileOutput nodes to read different input files and
append them to one output file. It also shows you how
to read a file "as is" from one local input directory and
write the file to a different local output directory.

[File Output]

This sample shows how a FileOutput node can write a
message to a file during a message flow. The sample
shows a flow updating a SOAP message, the FileOutput
node writing this updated message to a file, and the
message being sent back to the sender by using HTTP as
the transport mechanism.

[Managed File Transfer|

This sample shows how the FTEOutput node writes a
message to a file by using WebSphere MQ File Transfer
Edition to manage the transfer of the file. The sample
shows a Retail HQ to Branch product provisioning
scenario. The flow receives a stream of WebSphere MQ
messages with product data, and a file is created with an
FTEOutput node. The built-in FTEAgent operates with
the FTEOutput node to manage the transfer of the file to
a remote location.

[WildcardMatchl|

This sample shows how to access the
LocalEnvironment.Wildcard.WildcardMatch variable set
in the FileInput node. The sample then gives an example
of how, by using this variable, you can dynamically
override the output file name and directory properties
set in the FileOutput node.

Industry samples

Sample name

Description

[Healthcare|

This sample is a development accelerator, decreasing the
time an integration developer within the healthcare
industry requires to deliver integration solutions. This
sample provides a number of Healthcare assets that solve
key healthcare-specific integration problems.

[TLOG Processor|

This sample is a set of customized message sets,
subflows, message flows, and style sheets that process
transaction log (TLOG) data from retail stores. These
samples provide sample TLOG input messages that are
generated by various IBM Retail applications to test the
TLOG message flows. Customers and service teams can
customize or extend the TLOG Processor samples by
modifying the message sets and flows, or by
recombining these components in alternative ways.

Message Formats samples

Sample name

Description

|[Comma Separated Value (CSV)|

This sample shows how to model common CSV message
variants, and how to transform the sample CSV
messages to and from XML.

||EDIFAC I |

This sample shows an industry-standard message set for
Edifact messages.
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Sample name

Description

FIX This sample shows an industry-standard message set for
Fix messages.
SWIF This sample shows an industry-standard message set for

Swift messages.

This sample shows an industry-standard message set for
X12 messages.

[XMLNSC Namespaces|

This sample shows how to change the existing
namespace of a message, remove a namespace from a
message, and add a namespace to a message.

[XMLNSC Validation|

This sample shows the capability of the XMLNSC parser
to validate messages against an XML schema.

Message Transformation samples

Sample name

Description

UavaCompute Node]

This sample shows how to use the JavaCompute node to
perform tasks such as calling an external service and
propagating a new message based on the results of the
call.

Message Map

This sample shows how to author message maps in the
WebSphere Message Broker Toolkit.

[PHPCompute Node|

This sample shows how to use the PHPCompute node in
a message flow to transform an XML message.

SL Transfor

This sample shows how to use a message flow to
transform an XML message to another form of XML
message according to the rules provided by an XSL
stylesheet.

Monitoring samples

Sample name

Description

[WebSphere Business Monitor|

This sample provides resources to help you use the
monitoring events produced by your message flows for
business process modeling by using WebSphere Business
Monitor.

Security samples

Sample name

Description

[Security Identity Propagation|

This sample shows how to use Identity Security features
to extract the security credentials from the messages on
the MQInput and HTTPInput nodes. So that the sample
can run stand-alone, the sample does not include
security validation with an external security provider
system, such as LDAP or TFIM. The sample also shows
how to manipulate the security credentials by using
ESQL, then how to propagate the identity to the
MQOutput and HTTPRequest nodes.

[Security Policy Enforcement Point (PEP)|

This sample demonstrates how to use the SecurityPEP
node as the Policy Enforcement Point in a message flow.
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Transports and Connectivity samples

Sample name

Description

[Browsing WebSphere MQ Queues|

This sample shows how a message flow can browse
WebSphere MQ messages that are in a queue, therefore
retrieving the messages non-destructively. This sample
also shows how to examine the contents of the browsed
message to determine whether to get the message.
Getting the message is a destructive process that removes
the message from the queue.

[CICS Transaction Server for z/OS Connectivity]

This sample is based on a scenario in which a business
wants to retrieve a record from a file resource on CICS

Transaction Server for z/OS. The sample demonstrates

how to use the CICSRequest node. With this node, you
can run CICS applications, and retrieve data from CICS
regions.

|CICS Transaction Server for z/OS Channel Connectivity|

This sample demonstrates how to call a channel-based
CICS program. A CICS channel structure can be
represented in WebSphere Message Broker by a message
collection. This sample demonstrates how to create and
populate a message collection for the CICSRequest node
and how to process the collection after the call.

[CORBA nodes|

This sample is based on a product warehouse scenario
where a stock administrator wants to manage a stock
control management system hosted on a CORBA server.
The sample demonstrates how to use the CORBARequest
node to invoke CORBA server applications.

[Emaill

This sample consists of three message flow applications
that show the use of sending and receiving emails. The
emailform message flow provides an HTML input form
to construct and submit an email message. The
sendemail message flow receives the message and
processes all the details that are associated with the
email message. The recipients specified on the form
receive the message as an email in the appropriate
format, with any attachments. The getemail message
flow processes the email that is sent and filters the email
either to a WebSphere MQ queue, or saves the
attachment to a file by using the FileOutput node.

[HTTPHeader node

This sample consists of three message flows that show
the different ways in which you can use an HTTPHeader
node. The three message flows are:

* Single WebService in MQ flow sample. This sample
message flow shows how to create an interface
between a WebSphere MQ application and web-based
applications by using the HTTPHeader and
MQHeader nodes.

* Multiple WebService requests sample. This sample

shows how to create and reset HTTP headers by using
the HTTPHeader node.

* Set Cookie HTTP reply sample. This sample shows
how to add an HTTPReply header by using the
HTTPHeader node in a request-reply session.
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Sample name

Description

[IMS Synchronous Request|

This sample shows how to call an IBM Information
Management System (IMS) transaction synchronously
from within a message flow. The sample uses the
IMSRequest node to make the synchronous calls by
using IMS Connect. This sample uses the IMS sample
transaction DSPALLI (Display All Invoices), which is
typically available on all IMS systems. The DSPALLI
transaction can call a REXX or COBOL program,
although REXX is the default that is typically installed
on IMS.

IJD Edwards Connectivity]|

This sample consists of a message flow application that
demonstrates the use of the JDEdwardsRequest node.
This sample message flow uses the JD Edwards business
function call "retrieve" to fetch a record from a JD
Edwards EnterpriseOne server. The record is then put on
a WebSphere MQ queue.

This sample shows how to use the JMS nodes as a J]MS
Consumer and Producer to an external JMS provider.

I|!MSHeader node|

This sample shows how to use the JMSHeader node in a
JMS coordinated request-reply scenario.

i QHeader node

This message flow sample shows how to use the
MQHeader node to add and remove an MQMD header.

[SAP callout to a synchronous system|

This sample consists of a single message flow application
that demonstrates the use of the SAPInput node with the
SAPReply node to enable a message flow to act as a
synchronous BAPIL The message flow is used to service
requests for four different BAPIs that create, update,
retrieve, and delete customer details.

ISAP callout to an asynchronous system|

This sample consists of three message flow applications
that demonstrate the use of the SAPInput node with the
SAPReply node to enable a message flow to act as a
synchronous BAPI that wraps an asynchronous
application. The message flows are used to service
requests for four different BAPIs that create, update,
retrieve, and delete customer details.

[SAP Connectivity]

This sample consists of two message flow applications
that show the use of the SAPInput node and the
SAPRequest node. The SAPInput node scenario shows
how to use a message flow to receive IDocs from the
SAP Material Master, then send the data to a WebSphere
MQ output queue for processing by another message
flow or application. The SAPRequest node scenario
shows how to use a message flow to create a customer in
SAP, then update and retrieve the customer details.
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Sample name Description

[SCA nodes| This sample shows how to use the SCAInput, SCAReply,
SCAAsyncRequest, and SCAAsyncResponse nodes to
exchange message requests and responses with a
business process in WebSphere Process Server.

The sample re-creates a scenario in which a savings
account is linked to a current account, and money can be
transferred between the two accounts. In the outbound
scenario, WebSphere Message Broker passes money
transfer requests to WebSphere Process Server, which
hosts the savings account.

This sample can be extended to include an inbound
scenario where WebSphere Process Server passes requests
onto WebSphere Message Broker, which hosts the current
account.

[TCPIP Client Nodes| This sample consists of three message flows that show

both synchronous and asynchronous communication
from the WebSphere Message Broker to a TCP/IP server.
It also includes a simple message flow to simulate the
TCP/IP server.

[TCPIP Handshake| This sample shows how to implement an
application-level handshake protocol for a synchronous
request reply model of communication between a client
and a server. The sample also includes two other
message flows to emulate the client and server
applications. You can replace these applications by
external applications which use the same interfaces.

[Twineball Example EIS Adapter| This sample shows how to use the WebSphere Adapter
nodes by using the Twineball adapter, a self contained
EIS, to synchronize a C system with an EIS.

Web Service samples

Sample name Description

This sample shows how to use the

SOAPInput, SOAPReply, and SOAPRequest
nodes to provide and consume a web
service. Two sets of example input messages
are provided: one set to call the consumer
flow which in turn calls the provider flow,
and one set to call the provider flow directly.
This sample can also be extended to show
how to set up WS-Security for existing
message flows for both a provider and a
consumer.

|[Asynchronous Consumer| This sample shows how to use the
asynchronous SOAP nodes when you call a
web service. The web service simulates an
order service, and the client shows how
existing WebSphere MQ interfaces can be
extended to make web service requests.
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Sample name Description

[RESTful Web Service Using JSON]| This sample shows how to front an existing
service as a RESTful web service providing a
JSON message format interface. The sample
also shows how to consume the RESTful
web service from a message flow.

SOAP Nodes| This sample shows the use of SOAP nodes
to both provide and consume a web service.

[Web services using HTTP nodes| This sample shows how to use WebSphere
Message Broker to front an existing
application as a web service.

[Web Services Gateway] This sample demonstrates how to use the
SOAP nodes in a Web Services Gateway
mode, which allows WebSphere Message
Broker to handle generic SOAP
request/response and one-way messages
when used as a web services provider or
consumer.

[WebSphere Service Registry and Repository| | This sample shows how to retrieve
[Connectivity] documents by using the WebSphere Service
Registry and Repository nodes. You can use
these nodes to query Service Registry
information, and to use this information at
run time. You can also use these nodes to
acquire WSDL or other generic descriptions
of available services.

Related tasks:

[“Creating the Default Configuration”|

You can create the Default Configuration of WebSphere Message Broker by using
the Default Configuration wizard. You can also remove the Default Configuration
by using the link provided.

[“Resolving problems when running samples” on page 3366|
Use the advice given here to help you to resolve common problems that can arise
when you run or remove samples.

Related reference:

[“What the Default Configuration wizard creates” on page 107
A table of the components that are created by the wizard, details of how to resolve
problems, and how to view errors.

Creating the Default Configuration

You can create the Default Configuration of WebSphere Message Broker by using
the Default Configuration wizard. You can also remove the Default Configuration
by using the link provided.

About this task

The Default Configuration wizard creates all the components that you need to
import and deploy the WebSphere Message Broker samples, and to build your own
samples. For more information about the Default Configuration wizard and the
authorities your user account must have to successfully create the Default
Configuration, see [“What the Default Configuration wizard creates” on page 107/
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You can use the following links only when you use the information center that is
integrated with the WebSphere Message Broker Toolkit or the WebSphere Message
Broker Explorer.

Procedure

Click the following link to start the Default Configuration wizard:

* [Start the Default Configuration wizard|

What to do next

When you have finished using the Default Configuration, you can remove it by
clicking the following link:

* [Remove the Default Configuration wizard|

Related concepts:

[‘Samples” on page 98|

The WebSphere Message Broker Toolkit provides samples that show the features
that are available in WebSphere Message Broker, and how to use them. This topic
provides links to the information about the individual samples.

Related tasks:
[“Creating a default configuration” on page 564|

Use the Default Configuration wizard to create and test a basic broker
configuration.

Related reference:

[“What the Default Configuration wizard creates”
A table of the components that are created by the wizard, details of how to resolve
problems, and how to view errors.

What the Default Configuration wizard creates
A table of the components that are created by the wizard, details of how to resolve
problems, and how to view errors.

Purpose

The components that are created by the Default Configuration wizard are listed in
the following table.

Component Name
broker MB7BROKER
queue manager MB7QMGR

* WebSphere Message Broker automatically scans for a free queue manager port
starting at 2414.

* The HTTP listener port that is automatically used is 7080.
Target environment of the wizard

The target environment contains the default components that are created by the
Default Configuration wizard.

Target Environment of Wizard

Summarized resource updates Tisted below will be
applied to installation
[C:\Program Files\IBM\MQSI\7.0]
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A11 actions are logged to file
[DefaultConfigurationWizard.1log]

in the workspace directory

[C:\Documents and Settings\Administrator\IBM\wmbt70\
workspace\.metadata]

A11 actions are applied under account:
LocalSystem

Queue manager name: MB7QMGR

Queue manager port: 2414

Default broker details
Broker name: MB7BROKER
Queue manager name: MB7QMGR

HTTP listener port: 7080

Resolving problems when creating and running the Default
Configuration

If you have problems when you run the Default Configuration wizard, consider
whether the following issues apply to you:

* If you have any existing brokers that are using the default HTTP listener port of
7080, you must ensure that the existing brokers are stopped before you create
and deploy to the Default Configuration. If a sample does not run as you expect,
check the Event Log for errors such as BIP3144:

BIP3144
(MB8BROKER.HTTPListener) An error has occurred during HTTP

listener startup:
the specified TCPIP port ('7080') is already in use.

The HTTP Tistener needs to bind to a TCPIP port for correct
operation to be possible.

The broker-specific TCPIP port number '7080' is in use by
another application.

Stop other applications from using the specified port,
or change the broker-specific port.

. On Linux: Ensure that your user account belongs to the mqgbrkrs
group.

Viewing errors

To view errors generated by the Default Configuration wizard look at the
DefaultConfigurationWizard.log file:

« WM On Windows: This file is, by default, in C:\Documents and
settings\user_name\1BM\wmbt70\workspace\.metadata\
DefaultConfigurationWizard.log

. On Linux: This file is, by default, in /home/user_name/1BM/wmbt70/
workspace/.metadata/DefaultConfigurationWizard.log

To view Eclipse errors that are caused by the Default Configuration wizard look at
the Eclipse Error log, see |“Viewing the Eclipse error log” on page 3532 The Error
Log view opens in the perspective in which you are currently working.

Related concepts:

108 WebSphere Message Broker Version 7.0.0.8



[‘Samples” on page 98|

The WebSphere Message Broker Toolkit provides samples that show the features
that are available in WebSphere Message Broker, and how to use them. This topic
provides links to the information about the individual samples.

Related tasks:
[‘Creating a default configuration” on page 564

Use the Default Configuration wizard to create and test a basic broker
configuration.

[“Creating the Default Configuration” on page 106|

You can create the Default Configuration of WebSphere Message Broker by using
the Default Configuration wizard. You can also remove the Default Configuration
by using the link provided.

[“Viewing the Eclipse error log” on page 3532|
The Eclipse error log captures internal errors that are caused by the operating
system or your code.

Legal information for WebSphere Message Broker

Read the information that describes the legal statements for this product.
* [Notices
* [Trademarks

This information center provides links or references to non-IBM Web sites and
resources. IBM makes no representations, warranties, or other commitments
whatsoever about any non-IBM Web sites or third-party resources (including any
Lenovo Web site) that may be referenced, accessible from, or linked to any IBM
site. A link to a non-IBM Web site does not mean that IBM endorses the content or
use of such Web site or its owner. In addition, IBM is not a party to or responsible
for any transactions you may enter into with third parties, even if you learn of
such parties (or use a link to such parties) from an IBM site. Accordingly, you
acknowledge and agree that IBM is not responsible for the availability of such
external sites or resources, and is not responsible or liable for any content, services,
products, or other materials on or available from those sites or resources. When
you access a non-IBM Web site, even one that may contain the IBM-logo, be aware
that it is independent from IBM, and that IBM does not control the content on that
Web site. It is up to you to take precautions to protect yourself from viruses,
worms, trojan horses, and other potentially destructive programs, and to protect
your information as you deem appropriate.

Notices for WebSphere Message Broker
Read the legal notices for WebSphere Message Broker.

This information was developed for products and services offered in the U.S.A.

IBM may not offer the products, services, or features discussed in this information
in other countries. Consult your local IBM representative for information on the
products and services currently available in your area. Any reference to an IBM
product, program, or service is not intended to state or imply that only that IBM
product, program, or service may be used. Any functionally equivalent product,
program, or service that does not infringe any IBM intellectual property right may
be used instead. However, it is the user's responsibility to evaluate and verify the
operation of any non-IBM product, program, or service.
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IBM may have patents or pending patent applications covering subject matter
described in this information. The furnishing of this information does not give you
any license to these patents. You can send license inquiries, in writing, to:

IBM Director of Licensing
IBM Corporation

North Castle Drive
Armonk, NY 10504-1785
U.S.A.

For license inquiries regarding double-byte (DBCS) information, contact the IBM
Intellectual Property Department in your country or send inquiries, in writing, to:

Intellectual Property Licensing
Legal and Intellectual Property Law
IBM Japan Ltd.

1623-14, Shimotsuruma, Yamato-shi
Kanagawa 242-8502 Japan

The following paragraph does not apply to the United Kingdom or any other
country where such provisions are inconsistent with local law:

INTERNATIONAL BUSINESS MACHINES CORPORATION PROVIDES THIS
PUBLICATION "AS IS" WITHOUT WARRANTY OF ANY KIND, EITHER
EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS
FOR A PARTICULAR PURPOSE. Some states do not allow disclaimer of express or
implied warranties in certain transactions, therefore, this statement may not apply
to you.

This information could include technical inaccuracies or typographical errors.
Changes are periodically made to the information herein; these changes will be
incorporated in new editions of the information. IBM may make improvements
and/or changes in the product(s) and/or the program(s) described in this
information at any time without notice.

Any references in this information to non-IBM Web sites are provided for
convenience only and do not in any manner serve as an endorsement of those Web
sites. The materials at those Web sites are not part of the materials for this IBM
product and use of those Web sites is at your own risk.

IBM may use or distribute any of the information you supply in any way it
believes appropriate without incurring any obligation to you.

Licensees of this program who wish to have information about it for the purpose
of enabling: (i) the exchange of information between independently created
programs and other programs (including this one) and (ii) the mutual use of the
information which has been exchanged, should contact:

IBM United Kingdom Laboratories,
Mail Point 151,

Hursley Park,

Winchester,

Hampshire,

England

5021 2JN

110 WebSphere Message Broker Version 7.0.0.8



Such information may be available, subject to appropriate terms and conditions,
including in some cases, payment of a fee.

The licensed program described in this information and all licensed material
available for it are provided by IBM under terms of the IBM Customer Agreement,
IBM International Programming License Agreement, or any equivalent agreement
between us.

Any performance data contained herein was determined in a controlled
environment. Therefore, the results obtained in other operating environments may
vary significantly. Some measurements may have been made on development-level
systems and there is no guarantee that these measurements will be the same on
generally available systems. Furthermore, some measurements may have been
estimated through extrapolation. Actual results may vary. Users of this document
should verify the applicable data for their specific environment.

Information concerning non-IBM products was obtained from the suppliers of
those products, their published announcements or other publicly available sources.
IBM has not tested those products and cannot confirm the accuracy of
performance, compatibility or any other claims related to non-IBM products.
Questions on the capabilities of non-IBM products should be addressed to the
suppliers of those products.

All statements regarding IBM's future direction or intent are subject to change or
withdrawal without notice, and represent goals and objectives only.

This information includes examples of data and reports used in daily business
operations. To illustrate them as completely as possible, the examples include the
names of individuals, companies, brands, and products. All of these names are
fictitious and any similarity to the names and addresses used by an actual business
enterprise is entirely coincidental.

Privacy policy considerations

IBM Software products, including software as a service solutions, ("Software
Offerings") may use cookies or other technologies to collect product usage
information, to help improve the end user experience, to tailor interactions with
the end user or for other purposes. In many cases no personally identifiable
information is collected by the Software Offerings. Some of our Software Offerings
can help enable you to collect personally identifiable information. If this Software
Offering uses cookies to collect personally identifiable information, specific
information about this offering's use of cookies is described below.

For WebSphere Message Broker, the Software Offering does not use cookies or
other technologies to collect personally identifiable information.

If the configurations deployed for this Software Offering provide you as customer
the ability to collect personally identifiable information from end users via cookies
and other technologies, you should seek your own legal advice about any laws
applicable to such data collection, including any requirements for notice and
consent.

For more information about the use of various technologies, including cookies, for
these purposes, see IBM's Privacy Policy at |http://www.ibm.com/privacy|and
IBM's Online Privacy Statement at Ihttp: / /www.ibm.com/privacy/details/us/ enl
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sections entitled "Cookies, Web Beacons and Other Technologies" and "Software
Products and Software-as-a Service".

COPYRIGHT LICENSE

This information contains sample application programs in source language, which
illustrate programming techniques on various operating platforms. You may copy,
modify, and distribute these sample programs in any form without payment to
IBM, for the purposes of developing, using, marketing or distributing application
programs conforming to the application programming interface for the operating
platform for which the sample programs are written. These examples have not
been thoroughly tested under all conditions. IBM, therefore, cannot guarantee or
imply reliability, serviceability, or function of these programs.

Each copy or any portion of these sample programs or any derivative work, must
include a copyright notice as follows:

(C) (your company name) (year). Portions of this code are derived from IBM Corp.
Sample Programs. © Copyright IBM Corp. _enter the year or years_. All rights
reserved.

Trademarks in the WebSphere Message Broker Information
Center

Review the trademark information for WebSphere Message Broker.

IBM, the IBM logo, and ibm.com® are trademarks or registered trademarks of
International Business Machines Corp., registered in many jurisdictions worldwide.
Other product and service names might be trademarks of IBM or other companies.
A current list of IBM trademarks is available on the Web at
[frademark information|at www.ibm.com/legal/copytrade.shtml.

Adobe is a registered trademark of Adobe Systems Incorporated in the United
States and/or other countries.

Intel, Itanium, and Pentium are trademarks of Intel Corporation in the United
States and other countries.

Linux is a registered trademark of Linus Torvalds in the United States, other
countries, or both.

Microsoft and Windows are trademarks of Microsoft Corporation in the United
States, other countries, or both.

UNIX is a registered trademark of The Open Group in the United States and other
countries.

Java and all Java-based trademarks and logos are trademarks or registered
trademarks of Oracle and/or its affiliate.

Other company, product, or service names may be trademarks or service marks of
others.
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Glossary of terms and abbreviations

This glossary defines WebSphere Message Broker terms and abbreviations that are
used in this online information center.

NEADEHEEHIINOMNONQRED UMW K ¥

A
active working set
The logical collection of application projects that is currently displayed in
the Broker Application Development perspective. See also
adapter

An intermediary software component that allows two other software
components to communicate with one another.

Administration API (CMP)
An application programming interface that your applications can use to
control brokers through a remote interface. For continuity and consistency,
this API is referred to as the CMP, its name in previous versions.

aggregation
See Imessage element aggregationl

AMI  See|Application Messaging Interface]

Application Messaging Interface (AMI)
The programming interface, provided by WebSphere MQ, that defines a
high-level interface to message queuing services. See also [Message Queue|
[Interface (MQI)[and [Java Message Service (JMS)| Applications that use the
AMI connect to the broker using [WebSphere MQ Enterprise Transport}

attribute
A characteristic or trait of an entity that describes the entity; for example,
the telephone number of an employee is one of the employee attributes.

An attribute may have a type, which indicates the range of information
given by the attribute, and a value, which is within that range. In XML, for
example, an attribute consists of a name-value pair within a tagged
element, that modifies features of the element.

attribute group

A set of attributes| that can appear in a

B

BAR file
See |broker archive file}

bend point

A i oint that is introduced in a connection between two [message flo

at which the line that represents the connection changes direction. A
bend point can be used to make node alignment and processing logic
clearer and more effectively displayed.

binary large object (BLOB)
A block of bytes of data (for example, the body of a message) that has no
discernible meaning, but is treated as one entity that cannot be interpreted.
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BLOB See |binary large object|

BLOB domain
The message domain that includes all messages with content that cannot
be interpreted or subdivided into smaller sections of information. Messages
in this domain are processed by the [BLOB parser| See also |DataOb]'ecﬂ
domain| [DOC domain} [MS domain| [MIME domain} [MRM domain} [SOAP|
domain| [XML domain| [XMLNS domain| and [XMLNSC domain|

BLOB parser

A program that interprets a message that belongs to the BLOB domai

and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output.

broker
A set of execution processes that host one or more message flows| Also
known as a message broker.

broker archive file
The unit of |[deployment| to the [broker} also known as a BAR file. The
broker archive file contains a number of different files, including
(.cmf) and(.dictionar‘y and .xsdzip files),
that are used by the broker at run time. It can also contain additional
user-provided files that your message flows might need at run time, if the
file extension does not overlap with extensions that are used by the broker.

broker schema
A symbol space that defines the scope of uniqueness of the names of
resources that are defined within it. The resources include message flows,
ESQL files, and mapping files.

built-in node
Almessage flow node| that is supplied by the product. Some of the
supplied nodes provide basic processing such as input and output.

built-in pattern
A pattern that covers a set of commonly encountered message flow
scenarios and that is packaged and released with WebSphere Message
Broker.

business component
This term is specific to the WebSphere Adapters. A component that defines
the structure, behavior, and information that is displayed by a particular
subject, such as a product, contact, or account, in Siebel Business
Applications.

business graph
This term is specific to the WebSphere Adapters. A wrapper that is added
around a simple business object or a hierarchy of business objects to
provide additional capabilities. For example, a wrapper might carry change

summary and event summary information related to the business objects in
the business graph. See also
business object

A software entity that represents a business entity, such as an invoice. A
business object includes persistent and nonpersistent attributes, actions that

can be performed on the business object, and rules that the business object
is governed by, See also
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C

callback function
See limplementation function}

cardinality
See [mapping cardinality]|

certificate authority
A trusted third-party organization or company that issues the digital
certificates. The certificate authority typically verifies the identity of the
individuals who are granted the unique certificate.

emf  See [compiled message flow]|

compiled message flow (cmf)
AlJmessage flow] that has been compiled to prepare it for deployment to the
[broker] A cmf file is sent to the broker within a [BAR file|

complex element
A named structure that contains [simple elements| within the
Comple can contain other complex elements, and can also

contain |groups| The content of a complex element is defined by a

|tz£>e| See also |simEIe elemengl

complex type
A type that can contain elements, attributes, and groups organized into a
hierarchy.

A complex ‘tiﬁel structure within a II;essagel contains [elements| [attributes|
and |[groups| organized into a hierarchy. See also [simple type}

component
A set of processes that perform a specific set of functions. WebSphere
Message Broker consists of two components, the broker and the WebSphere
Message Broker Toolkit.

component directory

In z/0OS, the root directory of the runtime environment.

component name
The external name of a fcomponent] Each component requires a name,
which is used, for example, in the [WebSphere Message Broker Toolkit| and
in commands.

component PDSE
In a z/OS environment, a that contains jobs to define resources to
WebSphere MQ, DB2, and the broker started task. See |partitioned data setl

connection
See Imessage flow node connection| For broker-to-broker connections, see
fpublish /subscribe topologyl

connection factory
A set of configuration values that produces connections that enable a Java
EE component to access a resource. Connection factories provide
on-demand connections from an application to an fenterprise information|

(EIS).
content-based filter

In publish/subscribe, an expression that is included as part of a

to determine whether a [publication| message is received based

on its content. The expression can include
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Custom Wire Format (CWF)

The physical representation of a in the[MRM domain] that is

composed of a number of fixed-format data structures or jelements| In
CWE, these structures are not separated by delimiter characters.

CWF  See [Custom Wire Format]

D

data element separation
For a defines to the [MRM parser|[TDS physical format which
method of identifying data elements is to be used, and how the data
elements are constructed. The following separation types are supported:
data pattern separation, delimited separation, fixed-length separation, and
tagged separation

DataFlowEngine (DFE)
See lexecution group|

datagram
A form of asynchronous messaging in which an application sends a
message, but does not want a response. Also known as send-and-forget.

Contrast with jrequest/reply]

DataObject domain
The message domain that includes all messages that are exchanged
between the broker and [enterprise information system|applications such as
SAP, PeopleSoft, and Siebel. Messages in this domain are processed by the
[DataObject parser] You must create a [message modell for messages that you

process in this domain. See also [BLOB domain| [DOC domain| [MS|

domain| [MIME domain| [MRM domain| [SOAP domain| [XML domain|

XMLNS domain| and [XMLNSC domain

DataObject parser

A program that interprets a message that belongs to the [DataObject
ﬂ

and generates the corresponding tree from the business object on
input, or the business object from the tree on output.

debugger
See
deploy
To place files or install software into an operational environment.

The process of transferring data to an fexecution group|on a [proker

For deploying jmessage flows| and associated resources, the data is
packaged in a [proker archive (BAR) file| before being sent to the
which unpacks and stores the data.

destination list
See [local environment|

digital certificate
An electronic document used to identify an individual, a system, a server,
a company, or some other entity, and to associate a public key with the
entity. A digital certificate is issued by a certificate authority and is
digitally signed by that authority.
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digital signature
Information that is encrypted with a private key and is appended to a
message or object to assure the recipient of the authenticity and integrity of
the message or object. The digital signature proves that the message or
object was signed by the entity that owns, or has access to, the private key
or shared-secret symmetric key.

distribution list
A list of WebSphere MQ to which a message can be put with a
single statement.

document type definition (DTD)
The rules that specify the structure for a particular class of SGML or
documents. The DTD defines the structure with elements, attributes, and
notations, and it establishes constraints for how each item can be used
within the particular class of documents. A DTD is analogous to a database
schema in that the DTD completely describes the structure for a particular
markup language.

DOM See [Document Object Modell

DTD  See [document type definition|

E

editor area
The area in the [WebSphere Message Broker Toolkit| where files are opened
for editing.

EIS See [Enterprise Information System|

element
A named piece of information, or a field, within a with a
business meaning agreed by the applications that create and process the
message. See also [simple element| and [complex element]

embedded message
See Imultipart messagel

EMD See [Enterprise Metadata Discovery]

endpoint
A JCA application or other client consumer of an event from the
information system|

Enterprise Information System (EIS)
The applications that comprise an existing enterprise system for handling
company-wide information. An enterprise information system offers a
well-defined set of services that are exposed as local or remote interfaces or
both. (Sun)

Enterprise Metadata Discovery (EMD)
A specification that defines how you can examine an

[[nformation System (EIS) and get details of business object data structures
and APIs. An EMD stores the definitions as XML schemas by default, and
builds components that can access the EIS.
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environment

A structure within the that is user-defined and can contain

variable information that is associated with a message while it is being

processed by a|message flo

ESM  See [external security manager

ESQL See [Extended SQ

ESQL data type
A characteristic of an item of data that determines how that data is
processed. supports six data types (Boolean, datetime, null, numeric,
reference, and string). Data that is retrieved from a database or is defined
ina is mapped to one of these basic ESQL types when it is
processed in ESQL expressions.

ESQL field reference
A sequence of values, separated by periods, that identify a specific field

(which might be a structure) within a or a database table. An

example of a field reference is Body.Invoice.InvoiceNo.

ESQL function
A single expression that calculates a resultant value from a number
of specified input values. The function can take input parameters but has
no output parameters; it returns to the caller the value that results from the
implementation of the expression. The ESQL expression can be a
compound expression such as BEGIN END.

ESQL module
A sequence of declarations that define MODULE-scope variables and their
initialization, and a sequence of subroutine (function and procedure)
declarations that define a specific behavior for a [message flow node} A
module must begin with the CREATE node_type MODULE statement and end
with an END MODULE statement. The node_type must be one of Compute,
Database, or Filter. The entry point of the code is the module scope
procedure named MAIN.

ESQL procedure
A subroutine that has no return value. It can accept input parameters from
and return output parameters to the caller.

ESQL variable
A local temporary field that is used to assist in the processing of a
message.

event A change to a state, such as the completion or failure of an operation,
business process, or human task, that can trigger a subsequent action, such
as persisting the event data to a data repository or invoking another
business process.

event store
A persistent cache where event records are saved until a polling adapter
can process them.

exception list
A list of exceptions, with supporting information, that has been generated
during the processing of a message.

execution group
A named grouping of message flows that have been assigned to a broker.
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The broker enforces a degree of isolation between message flows in distinct
execution groups by ensuring that they execute in separate address spaces,
or as unique processes.

An execution group process is also known as a DataFlowEngine (DFE).
This term is typically used in problem determination scenarios; for
example, trace contents or diagnostic messages). A DFE is created as an
operating system process, and has a one-to-one relationship with the
named execution group. If more than one message flow runs within an
execution group, multiple threads are created within the DFE process.

exemplar
A project that contributes most of its content to a pattern. An exemplar
contains message flows and other resources, such as source code.

Extended SQL (ESQL)
A specialized set of functions and statements that are based on regular
SQL, and extended with functions and statements that are unique to
WebSphere Message Broker.

Extensible Markup Language (XML)
A standard metalanguage for defining markup languages that is based on
Standard Generalized Markup Language (SGML).

Extensible Stylesheet Language (XSL)
A language for specifying style sheets for XML documents. Extensible
Stylesheet Language Transformation (XSLT) is used with XSL to describe
how an XML document is transformed into another document.

External Security Manager (ESM)
In a z/OS environment, a security product that performs security checking
on users and resources. RACF is an example of an ESM.

F

field reference
See [ESQL field reference]

file splitting
The division of an event file, based on a delimiter or based on size, to
separate individual business objects within the file and send them as if
they are each an event file to reduce memory requirements.

filter An expression that is applied to the content of a message to
determine whether the message matches certain criteria.

For example, a Filter node uses a filter to determine how a message is to
be processed. Alternatively, a filter is applied to the content of a
publication message to determine whether it is to be passed to a
subscriber.

flow debugger
A facility to debug [message flowd] that is provided in the Debug
perspective in the WebSphere Message Broker Toolkit}

G
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graphical user interface (GUI)
A type of computer interface that presents a visual metaphor of a
real-world scene, often of a desktop. A GUI combines high-resolution
graphics, pointing devices, menu bars and other menus, overlapping
windows, icons, and the object-action relationship.

GUI  See[graphical user interface]

I

IBM Runtime Environment for Java
A subset of the [BM Developer Kit for the Java Platform| that contains the
core executable files and other files that constitute the standard Java
platform. The IBM Runtime Environment includes the Java virtual machine
(JVM), core classes, and supporting files.

IBM Software Developer Kit for Java
A software package that can be used to write, compile, debug, and run
Java applets and applications.

IDOC domain
The message domain that includes all that are exchanged
between the broker and SAP R3 clients by the MQSeries® link for R/3.
Messages in this domain are processed by the |IDOC parserl See also |BLOB|
domain| [DataObject domain}, [MS domain}, [MIME domain} [MRM domain}
SOAP domain| [XML domain} XMLNS domain| and XMLNSC domain|

The IDOC domain is deprecated; use the MRM domain for new messages.

IDOC parser
A program that interprets a message that belongs to the
and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output.

implementation function
A function written for a fuser-defined node| or [message parser} also known
as a callback function.

inbound processing
The process by which changes to business information in an enterprise
information system (EIS) are detected, processed, and delivered to a
runtime environment by a JCA Adapter. An adapter can detect EIS changes
by polling an event table or by using an event listener.

input node
Amessage flow node| that represents a source of messages for a [message|

[flow] or [subflow]| See also |outEut nodel

installation directory
In a z/OS environment, a file system into which all product data is
installed, and from which it is referenced and retrieved during the
customization phase.

J
J2EE  See[Java 2 platform, Enterprise Edition!
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Java 2 Platform, Enterprise Edition (J2EE)
An environment for developing and deploying enterprise applications,
defined by Sun Microsystems Inc. The Java EE platform consists of a set of
services, application programming interfaces (APIs), and protocols that
provide the functionality for developing multi-tiered, Web-based
applications. (Sun)

Java Database Connectivity (JDBC)
An industry standard for database-independent connectivity between the
Java platform and a wide range of databases. The JDBC interface provides
a call-level API for SQL-based and XQuery-based database access. See also
[Open Database Connectivity]

Java EE Connector Architecture (JCA)
A standard architecture for connecting the J2EE platform to heterogeneous
enterprise information systems (EIS).

Java Message Service (JMS)
An application programming interface that provides Java language
functions for handling messages. See also|Application Messaging Interface|
[(AMI)| and [Message Queue Interface (MQI)l

Java virtual machine (JVM)
A software implementation of a processor that runs compiled Java code
(applets and applications).

JCA  Seel[Java EE Connector Architecture}
JCL See [Job Control Language|
JDBC See [Java Database Connectivity]|

JMS  Seel[Java Message Servicel

JMS domain

The message domain that includes all messages that are produced by the
WebSphere MQ implementation of the [[ava Message Service| standard.
These messages, which have a message type of either JMSMap or
IMSStream, are supported in the same way as messages in the
domain} and are parsed by the |D_(ML parserl See also [BLOB domai
DataObject domain|, [[DOC domain| [MIME domain} [MRM domain| [SOAP|
domain| XML domain| [XMLNS domain} and XMLNSC domain|

Job Control Language (JCL)
Job Control Language (JCL) comprises a set of Job Control Statements that
are used to define work requests called jobs. JCL tells the operating system
what program to run, and defines its inputs and outputs.

K

keystore
In security, a storage object, either a file or a hardware cryptographic card,
where identities and private keys are stored, for authentication and
encryption purposes. Some keystores also contain trusted, or public, keys.

L

LIL See [loadable implementation library]
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loadable implementation library (LIL)
The implementation module for a or written in C. This library

file is implemented in the same way as a dynamic link library, but has a
file extension of .1i1 not .d11.

local environment

A structure within the that contains broker and, optionally,

user information associated with a message while it is being processed by
a

In previous releases, the local environment structure was known as the
Destination list; the latter term is retained for compatibility.

local error log
A generic term that refers to the logs to which WebSphere Message Broker
writes records on the local system. Also known as the system log.

M

map (1) A complete transformation that has source objects that define the
structure of the inputs and target objects that define the structure of the
outputs. A map is represented as a .msgmap file.

(2) To associate a source to a target in a message map.

mapping
A target value expression.

mapping cardinality
The granularity of the way in which elements are mapped from
message source to message target. For example:

* One-to-one: associates a single source with a single target
* One-sided: associates a value with a target

* Many-to-one: associates multiple sources with a single target

message
Data that is passed from one application to another. Each message must
have a structure and that is compatible with both the sending and
receiving applications.

message broker

See

message category

An optional grouping of that are related in some way. For

example, messages that relate to a particular application might be included
in a single category.
message definition

An annotated XML Schema model of a II;essage format. A message
definition is a structured collection of felements} [types| and [groups|

message definition file

A file in a jmessage set| that contains one or more [message definitions|

message dictionary
A data structure that describes all the [messages|in a jmessage set|in a form

suitable for use by the MRM parser|
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message domain

A grouping of messages that share certain characteristics. A message
domain has an associated parser that interprets messages that are received
and generated by a broker. WebSphere Message Broker supports messages
in the [BLOB domain} [DataObject domain} [DOC domain} [MS domain|
MIME domain), [MRM domain} [SOAP domain| XML domain} [XMLNS|
domain| and [XMLNSC domain| You can create additional parsers known
as [user-defined parsers| to support messages that do not conform to the
supported domains.

message element aggregation
A mapping in which all the repeatable elements in one instance are
mapped to another instance. It is not possible to map the repeatable
elements themselves, only the instances. This aggregation is useful when
mapping all possible inputs to one or more outputs, and can be used for
copying an array, or for assigning a scalar, such as a summation. Use
message element aggregation when the following conditions are met:
* A single source and target are selected.
* Source and target are of simple numeric type.
* The source repeats.

message flow
A sequence of processing steps that run in the broker when an input
message is received. A message flow is created in the [WebSphere Message]
by including a number of [message flow nodes| that each
represents a set of actions that define a processing step. The connections in
the flow determine which processing steps are carried out, in which order,
and under which conditions. A message flow must include an

that provides the source of the messages that are processed. Message flows
are then ready to to a broker for execution. See also

message flow node
A processing step in a [message flow] also called a message processing

node. A message flow node can be a [built-in node| a [user-defined node} or
a

message flow node connection
An entity that connects an output of one [message flow node|to an
input terminal of another. A message flow node connection represents the
flow of control and data between two message flow nodes.

message format
The definition of the internal structure of a Ir—nessagel in terms of the fields
and the order of those fields. When a message format is [self-defining} the
message is interpreted dynamically when it is read.

message group
A list of with information about how those elements can appear
in a Message groups can be ordered, unordered, or selective.
message model
See Imessage definition]

message parser
A program that interprets an incoming message and creates an internal
representation of the message in a tree structure, and that regenerates a bit
stream for an outgoing message from the internal representation.

message processing node
See |message flow node]
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Message Queue Interface (MQI)
The programming interface that is provided by WebSphere MQ
Application programs use the programming interface to access
message queuing services. See also |[Application Messaging Interface (AMI)|
and [Java Message Service (JMS)| Applications that use the MQI, connect to
the broker using [WebSphere MQ Enterprise Transport

message set
A folder in a Imessage set projecﬂ that contains one or more Eessagel
[definition files| It can be deployed to a |proker] in a proker archive file}

message set project

The eclipse container for a [message set

message template
A means of identifying a message format within the broker. It consists of
four parts: [message domain| [message set] [message type] and [physicall
fformat}

message tree
The logical tree structure that represents the content and structure of a
in the broker. The message tree is created by a
from the input message received by a message flow, according to a
message template.

message type
The name given to a [message definition|in a message definition file.

metadata
The data that describes the characteristic of stored data.

metadata tree
A list in a tree structure that presents all the objects discovered from the
enterprise information system (EIS) by the enterprise service discovery
process. These objects can be selected from the tree to generate a business
object.

MIME See [Multipurpose Internet Mail Extensions]

MIME domain

The message domain that includes all [messages] that conform to the MIME
standard. See also [BLOB domain}, [DataObject domain), [[DOC domain|, [[MS]

domain, [MRM domain| [SOAP domain| [XML domain| [XMLNS domain| and
XMLNSC domain}

MIME parser

A program that interprets a message that belongs to the MIME domai

and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output.

MOQI  See [Message Queue Interfacel

MQRFH
An architected message header that is used to provide for the
processing of a message. This header is supported by the WebSphere MQ
(MQSeries) [Publish /Subscribe] SupportPac.

MQRFH2
An extended version of MQRFH] providing enhanced function in message
processing.

MRM domain

The message domain that can parse, and write, a wide variety of message
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formats. This domain is primarily intended for non-XML message formats,
but it can also parse and write XML messages. Message models are created
in the [WebSphere Message Broker Toolkitj with one or more physical
formats. Messages in the MRM domain are processed by the [MRM parseﬂ
See also [BLOB domain} [DataObject domain| [DOC domain| [MS domain]
MIME domain}, [SOAP domain| XML domain| [XMLNS domain| and
XMLNSC domain}

MRM parser
A program that interprets a message that belongs to the and
generates the corresponding tree from the bit stream on input, or the bit
stream from the tree on output. Its interpretation depends on the
that you have associated with the input or output message.

multilevel wildcard
A that can be specified in subscriptions to match any number of
levels in a

multipart message
A message that contains one or more other [messages| within its structure.
The contained message is sometimes referred to as an embedded message.

Multipurpose Internet Mail Extensions
An Internet standard that defines different forms of data, including video,
audio, or binary data, that can be attached to email without requiring
translation into ASCII text.

N

namespace
In XML and XQuery, a [uniform resource identifier (URI)| that provides a
unique name to associate with the felement} [attribute] and [type| definitions
in an XML schema, or with the names of elements, attributes, types,
functions, and errors in XQuery expressions.

XML instance documents, [XML Schemas| and jmessage definitions|can use
namespaces.

node (1) An endpoint or junction used in a [message flow| See [message flow|
i

(2) Any element in a tree. See

(0)

ODBC
See |Open Database Connectivity|

Open Database Connectivity (ODBC)
A standard application programming interface (API) for accessing data in
both relational and non-relational database management systems. By using
this API, database applications can access data stored in database
management systems on various computers, even if each database
management system uses a different data storage format and programming
interface.
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operation mode
A property of a broker that determines what operations it can perform.

outbound processing
The process by which a calling client application uses the adapter to
update or retrieve data in an enterprise information system (EIS). The
adapter uses operations such as create, update, delete, and retrieve to
process the request.

output node

Almessage flow node| that represents a point at which messages leave the
[message flow] or [subflow]| See also

P

package group
A group of one or more packages that are designed to work together and
can be installed to one directory. In WebSphere Message Broker, this term
refers to the group of products that are installed and maintained by
Installation Manager, which includes the WebSphere Message Broker
Toolkit. Products that are installed into a package group share common
files and resources. You can create multiple package groups on a single
computer.

parser See | essage parse

partitioned data set (PDS, PDSE)
In a z/OS environment, a data set in direct-access storage that is divided
into partitions, which are called members. A partitioned data set
(extended) (PDSE) is an extension to a PDS that contains an indexed
directory in addition to the members.

pattern
A reusable solution that encapsulates a tested approach to solving a
common architecture, design, or deployment task in a particular context.

pattern archive
An archive file that contains all the installable pattern resources. The
pattern archive can be distributed by using a pattern community site.

pattern author
The developer that creates a pattern to meet a business or technical
requirement.

pattern authoring
The process of configuring one or more regular projects to turn them into a
pattern.

pattern authoring project
A project that contains the information used to create a pattern.

pattern categories
Categories that are based on pattern classification and that structure the
display in the Patterns Explorer view.

pattern community site
An application that supports uploading, browsing, searching, and
downloading pattern archives. The application can be either a website or a
shared file system directory.
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pattern instance
The implementation of a pattern, consisting of a pattern instance project
and one or more regular WebSphere Message Broker projects that
implement the pattern. A pattern instance is generated by providing
appropriate customization values to the parameters available in the
pattern.

pattern instance project
A project that contains project references to all other projects in the
workspace, relating to a specific pattern instance. A pattern instance project
also contains a pattern instance configuration file that stores the pattern
parameter values.

pattern parameter
A parameter that customizes and configures a pattern. For example, a
queue name from which messages are read.

pattern user
A user who configures a pattern that the pattern author has created. The
pattern is available to a pattern user in the Patterns Explorer view.

PDS, PDSE
See [partitioned data set}

perspective
A group of views that show various aspects of the resources in the
[WebSphere Message Broker Toolkit} See also

physical format
The physical representation of a [message] within the bit stream. The
supported physical formats are |Custom Wire Format [XML Wire Format}
and [Tagged /Delimited String Format} Physical format information is used
only by the MRM parser and the IDOC parser.

point-to-point
A style of messaging application in which the sending application knows
the destination of the message. Contrast with [publish/subscribe}

predefined element and message
An lelement] or message| for which a matching definition exists in the

|message model} See also lself-defining element and messagel

principal
An individual user ID (for example, a login ID) or a group. A group can
contain individual user IDs and other groups, to the level of nesting that is
supported by the underlying facility.

property
A characteristic of an object that describes the object. A property can be
changed or modified. Properties can describe the name, type, value, or
behavior of an object, and various other characteristics.

Resources that are created and maintained in the [WebSphere Message|
Broker Toolkit] and components have properties; for example, [message flow]|
nodes| deployed [message flows| and brokers.

publication
In [publish/subscribe| messaging, a piece of information about a specified
topid that is available to a queue manager, for delivery to subscribed
applications.
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publication node
An end point of a specific path through a [message flow] to which a client
application subscribes, identified to the client by its [subscription point]

publisher
An application that makes information about a specified available to
a |proker|in a [publish /subscribe system.

publish/subscribe
A style of messaging application in which the providers of information
are de-coupled from the consumers of that information
(subscribers) using a See also Contrast with
messaging.

publish/subscribe topology
The brokers, and the connections between them, that support
publish/subscribe applications.

Q

queue A WebSphere MQ object to which message queuing applications can put
messages, and from which message queuing applications can get messages.

queue manager
A system program that provides queuing services to applications. A queue

manager provides an application programming interface (the @ that
enables programs to access messages on the that the queue

manager owns.

R
request/reply
A type of messaging application in which a request message is used to
request a reply from another application. Contrast with
Resource Recovery Services (RRS)

A z/0S facility that provides two-phase sync point support by
participating resource managers.

retained publication
A published message that is kept at the for propagation to clients
that subscribe in the future.

RRS  See|[Resource Recovery Services|

S

SCADA
See [Supervisory, Control, And Data Acquisition|

SCA  Seel[Service Component Architecture (SCA)l

schema

See XML Schemal
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self-defining element and message
An [element] or [message| for which no matching definition exists in a
Imessage model| but which can be parsed without reference to a model. For
example, a message that is coded in |)_(ML| can be self-defining. See also
[predefined element and messagel

send-and-forget
See atagrar]

Service Component Architecture (SCA)
An architecture in which all elements of a business transaction, such as
access to Web services, Enterprise Information System (EIS) service assets,
business rules, workflows, databases, and so on, are represented in a
service-oriented way.

shared resources directory
The directory that contains software files or plug-ins that are shared by
packages. In WebSphere Message Broker, this term refers to the directory
that contains Eclipse plug-ins and features, and other common files and
resources, that are used by all products on the computer that are installed
and maintained by Installation Manager, which include the WebSphere
Message Broker Toolkit. The contents of this directory are used by all
products in all the [package groups|that are defined on the computer.

simple element

Afield in a that is based on a A simpl can

repeat, and it can define a default or a fixed value. See also

simple type

A characteristic of a that defines the type of data within a
message| (for example, string, integer, or float). A simple type can have
value constraints| which place limits on the values of any simple elements
based on that simple type. See also

single-level wildcard
A that can be specified in subscriptions to match a single level in

a ftopic

SOAP A lightweight, XML-based protocol for exchanging information in a
decentralized, distributed environment. SOAP can be used to query and
return information and invoke services across the Internet.

SOAP domain

The message domain that includes all messages that conform to the SOAP
standard. You must create a Ir—nessage mode | for messages that you process
in this domain. See also [BLOB domain| [DataObject domain| I[DOC domain)
MS domain} [MIME domain}, [MRM domain| [XML domain| [XMLNS|
domain| and XMLNSC domain|

SOAP parser
A program that interprets a message that belongs to the
and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output. The bit stream is a representation of an
XML file.

SQL  See [Structured Query Languagel

SQLJ A Java extension that supports static [Structured Query Language
statements embedded within Java code.
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stream
A method of [topid partitioning that is used by applications that connect to
WebSphere MQ [Publish/Subscribe| brokers.

Structured Query Language (SQL)
A standardized programming language that is used to define and
manipulate data in a relational database. the language that is used
by WebSphere Message Broker, is based on SQL, and has many similar
constructs.

style sheet
A specification of formatting instructions that, when applied to structured
information, provides a particular rendering of that information (for
example, online or printed). Different style sheets can be applied to the
same piece of structured information to produce different presentations of
the information.

subflow
A sequence of processing steps, implemented by message flow nodes, that
is designed to be embedded in a or in another subflow. A
subflow must include at least one Input or Output node. A subflow can be
started by a broker only as part of the message flow in which it is
embedded, and therefore cannot be

subflow node

Almessage flow node| that represents a

subscriber
A [publish/subscribe| application that requests information about a

subscription

A record that contains the information that a passes to its local
broker to describe the [publications| that it wants to receive.

subscription filter
A predicate that siecifies the subset of messages that are to be delivered to

a particular [subscriber|

subscription point

The name that a [subscriber uses to request [publications| from a particular

set of [publication nodes] It is the property of a publication node that
differentiates that publication node from other publication nodes in the
same

substitution grou
An [XML Schema feature that provides a means of substituting one element
for another in an [XML| message. A substitution group contains a list of
global elements that can appear in place of another global element, called
the head element.

Supervisory, Control, And Data Acquisition (SCADA)
A term used to describe any form of remote telemetry system that is used
to gather data from remote sensor devices (for example, flow rate meters
on an oil pipeline) and for the near real-time control of remote equipment
(for example, pipeline valves).

system log

See
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T

Tagged/Delimited String (TDS) Format
The physical representation of a [message|in the MRM domain| that has a
number of [data elements separated| by tags and delimiters.

target property
A message flow property that is selected by the pattern author to be
configured by the pattern.

TDS Format
See [Tagged /Delimited String Format,

terminal
The point at which one [node|in a|message flow|is connected to another
node. You can connect terminals to control the route that a message takes,
dependent on the outcome of the operation that is performed on that
message by the node.

topic A character string that describes the nature of the data that is published in
a [publish/subscribe| system.

topic-based subscription
Afsubscription] specified by a subscribing application that includes a

that filters hgublicationsl

tree node
An element in a mapping tree; a container for the mapping type such as a
message, database table, a column, or a basic element.

truststore
In security, a storage object, either a file or a hardware cryptographic card,
where public keys are stored in the form of trusted certificates, for
authentication purposes in Web transactions. In some applications, these
trusted certificates are moved into the application keystore to be stored
with the private keys.

type A characteristic of a message lelement] that describes its data content. See
also [simple type|and [complex typel

U

Unicode Transformation Format, 8-bit encoding form (UTF-8)
A transformation format that is designed for ease of use with existing
ASClI-based systems. UTF-8 is an encoding of Unicode character strings
that optimizes the encoding of ASCII characters in support of text-based
communication.

uniform resource identifier (URI)
An encoded address that represents any resource, such as an HTML
document, image, video clip, or program, on the Web; a URI is an abstract

superclass compared with a [Uniform resource locator| or a [Uniform|
which are concrete entities.

uniform resource locator (URL)
The unique address of an information resource that is accessible in a
network such as the Internet. The URL includes the abbreviated name of

the protocol used to access the information resource and the information
used by the protocol to locate the information resource.
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A Web server typically maps the request portion of the URL to a path and
file name. Also known as universal resource locator.

uniform resource name (URN)
A name that uniquely identifies a Web service to a client.

URI  See [uniform resource identifier|

URL  See [uniform resource locator]

URN  See [uniform resource name}

user-defined extension
An optional component that is designed by the user to extend the
functions of WebSphere Message Broker. A user-defined extension can be
either a[node| or a [message parser| See also [user-defined node| and
[user-defined parser]

user-defined node
An extension to the broker that provides a new fmessage flow node|in
addition to the nodes that are supplied with the product. See also
fimplementation function hnd [utility function|

user-defined parser
An extension to the broker that provides a new Ir—nessage parser| in addition
to the parsers that are supplied with the product. See also [implementation|
[function pnd [utility function}

user-defined pattern
A pattern that is created by a pattern author.

UTF-8 See [Unicode Transformation Format]

utility function
A function provided by the broker that can be used by developers who
write user-defined nodes or parsers.

v

value constraint

A limit that sets a restriction on the values that a can

represent.

view In Eclipse-based user interfaces, a pane that is outside the editor area,
which can be used to look at or work with the resources in the
[Message Broker Toolkitl For example, you can view and edit your project

files in the Broker Development view (previously called the Resource
Navigator view). See also perspactivd

W

warehouse
A persistent, data store for historical events (or messages). The Warehouse
node within a supports the recording of information in a
database for subsequent retrieval and processing by other applications.

Web service
A self-contained, self-describing modular application that can be published,
discovered, and invoked over a network using standard network protocols.
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Typically, XML is used to tag the data, SOAP is used to transfer the data,
WSDL is used for describing the services available, and UDDI is used for
listing what services are available.

Web Services Description Language (WSDL)
An XML-based specification for describing networked services as a set of
endpoints that operate on messages that contain either document-oriented
or procedure-oriented information. A WSDL document enables a Web
services client to invoke a using the messages defined in a
imessage definition|

WebSphere Adapters
WebSphere Adapters facilitate the exchange of business objects between
Enterprise Information Systems (such as SAP Software, PeopleSoft
Enterprise, and Siebel Business Application systems) and other
applications.

WebSphere Message Broker Explorer
A graphical user interface based on the Eclipse platform for administering
your brokers.

WebSphere Message Broker pattern
A pattern in the WebSphere Message Broker Toolkit that exposes one or
more pattern parameters for a pattern user to complete.

WebSphere Message Broker Toolkit
A graphical user interface built on Eclipse that is used to provide
integration and connectivity solutions by developing resources associated
with message flows.

WebSphere MQ Enterprise Transport
A transport protocol supported by WebSphere Message Broker that enables
WebSphere MQ application clients to connect to brokers.

WebSphere MQ Everyplace®
A generally available WebSphere MQ product that provides proven
WebSphere MQ reliability and security for mobile and wireless devices.
WebSphere MQ Everyplace applications connect to the broker using
[WebSphere MQ Mobile Transport]

WebSphere MQ Mobile Transport
A transport protocol supported by WebSphere Message Broker that enables
|WebSphere MQ Everyplace| application clients to connect to brokers.

WebSphere MQ Web Services Transport
A transport protocol supported by WebSphere Message Broker that enables
HTTP-compliant application clients to connect to brokers.

wildcard
A character that can be specified in subscriptions to match a range of
topics. See also [multilevel wildcard hnd [single-level wildcard}

work_path
The location in the local file system in which the component stores internal
and working data. For example, the default location on Windows XP
systems is C:\Documents and Settings\A11 Users\Application
Data\IBM\MQSI\.

working set
A logical collection of application projects, that you can use to limit the
number of resources that are displayed in the Broker Application
Development perspective. See also [active working set}
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World Wide Web Consortium (W3C)

An international industry consortium set up to develop common protocols
to promote the evolution and interoperability of the World Wide Web.

WSDL
See [Web Services Description Languagel

W3C  See [World Wide Web Consortium|

X

XML  See [Extensible Markup Languagel

XML domain
The message domain that includes all messages that conform to the W3C
XML standard. Messages in this domain are processed by the &ML parseﬂ
See also [BLOB domain} [DataObject domain} [DOC domain} [MS domain
MIME domain| [MRM domain} [SOAP domain| [XMLNS domain} and
XMLNSC domain}
The XML domain is deprecated; use the XMLNSC domain for new
messages.

XML parser

A program that interprets a message that belongs to the and
ﬁ

S domains, and generates the corresponding tree from the bit stream on
input, or the bit stream from the tree on output. The bit stream is a

representation of an XML file.

XMLNS domain

An extension of the XML domain| that contains messages that conform to

the W3C XML standard, and that can also use the jnamespaces|

specification. Messages in this domain are processed by the XMLNS parser|

See also [BLOB domain| [DataObject domain} [[DOC domain]

MS domain)

MIME domain| [MRM domain| [SOAP domain| XML domain|

and [XMLNSC]|

domaigl

XMLNS parser

A program that interprets a message that belongs to the XMLNS domain}

and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output. The bit stream is a representation of an

XML file.
XMLNSC domain

An extension of the XML domain that provides high-performance XML
parsing and offers optional XML Schema validation. Messages in this
domain are processed by the [XMLNSC parser] You can create a
for messages that you process in this domain, but a model is
required only if you want to validate the message. See also |BLOB domaial,

DataObject domain| [DOC domain} [MS domain}, [MIME domain| [MRM|

XMLNSC parser

domain| [SOAP domain| [XML domain| and XMLNS domain|

A program that interprets a message that belongs to the XMLNSC domain}

and generates the corresponding tree from the bit stream on input, or the
bit stream from the tree on output. The bit stream is a representation of an

XML file.
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XML Path Language (XPath)
A language designed to uniquely identify or address parts of a source
XML document, for use with XSLT. XPath provides basic facilities for the
manipulation of strings, numbers, and Boolean values in message flow
resources. For example, it can be used by Java programs within a
JavaCompute node, or as the expression language within a Mapping node,
or by the properties of several other nodes.

XML Schema
An international standard that defines a language for describing the
structure of documents. An XML Schema formally describes and
constrains the content of XML documents by indicating which elements are
valid and in which combinations. (An XML Schema is an alternative to a
[document type definition (DTD), and can be used to extend functionality
in the areas of data typing, inheritance, and presentation.) The XML
Schema language is ideally suited to describing the messages that flow
between business applications, and is widely used in the business
community for this purpose. Message definitions are annotated XML
Schema.

XML Schema Definition Language (XSD)
A language for describing XML files that contain XML Schema.

XML Wire Format
The physical representation of a [message|in the MRM domain| that can be
parsed as XML.

XPath See [XML Path Languagel
XSD  See [XML Schema Definition Language (XSD)|
XSL  See [Extensible Stylesheet Language]

Accessibility features for WebSphere Message Broker

Accessibility features help users who have a physical disability, such as restricted
mobility or limited vision, to use information technology products successfully.

Accessibility features

The following list includes the major accessibility features in WebSphere Message
Broker. You can use screen-reader software to hear what is displayed on the screen.
* Supports keyboard-only operation

* Supports interfaces commonly used by screen readers

Tip: This information center, and its related publications, are accessibility-enabled
for the IBM Home Page Reader. You can operate all features using the keyboard
instead of the mouse.

If you are reading a PDF file with a screen reader, the default reading option
typically returns the best results. In some cases, the way in which the PDF file has
been generated might require you to select one of the other reading options; for
example, Use reading order in raw print stream.
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Keyboard navigation

This product uses standard Linux and Microsoft Windows navigation keys.

Visit the IBM Accessibility Center| for more information about the commitments
that IBM makes towards accessibility.

Related reference:

“WebSphere Message Broker Explorer and WebSphere Message Broker Toolkit]
keyboard shortcuts” on page 6828|

You can navigate all interfaces in the WebSphere Message Broker Explorer and
WebSphere Message Broker Toolkit by using the keyboard.

Workbench User Guide - Keyboard shortcuts for the Workbench, Javal
development tools, and the debugger]|
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Chapter 3. Migrating and upgrading

To migrate a broker domain to WebSphere Message Broker Version 7.0, plan your
migration strategy, perform pre-migration tasks, migrate your domain components,
and then complete post-migration tasks.

Before you begin

Migration information is regularly updated on the [WebSphere Message Broker|
[support web page| with the latest details available. Click Troubleshoot and look for
the document "Problems when migrating".

You can migrate your existing components and resources to WebSphere Message
Broker Version 7.0 from previous versions of both WebSphere Message Broker and
WebSphere Event Broker.

The architecture of WebSphere Message Broker Version 7.0 has been simplified:

* The broker has no requirement for a database. When you migrate from a
previous version, the following changes apply:

— Because a database is no longer a mandatory requirement for a broker, DB2
and DB2 Runtime Client (the Derby database supported only on Windows
systems) are not supplied when you purchase WebSphere Message Broker
Version 7.0.

— The mgsicreatebroker and mgsichangebroker commands have been updated
to remove the specification of database parameters.

— The DatabaselnstanceMgr that was available on Windows systems to manage
Derby and DB2 databases has been removed for Version 7.0. Commands that
control the DatabaselnstanceMgr and the Derby database have been removed:

mgsicreatedb
mqsideletedb
mqsichangedbimgr
* The broker security model is implemented by using WebSphere MQ queues. The
Configuration Manager component has been removed and you cannot migrate

existing components of this type. All operational data maintained by the
Configuration Manager components is retrieved when you migrate your brokers.

The commands that controlled this component have been removed:

mqsichangeconfigmgr

mqgsicreateconfigmgr

mgsideleteconfigmgr

mqsireportconfigmgr

* All topic-based publish/subscribe operations are handled by WebSphere MQ.

Because access control for publishers and subscribers is managed by
WebSphere MQ), the User Name Server component is no longer required, and
has been removed; you cannot migrate existing components of this type. The
following commands are no longer available:

mqsichangeusernameserver

mgsicreateusernameserver

mqsideleteusernameserver
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After you have migrated, you can control brokers only from the WebSphere
Message Broker Explorer or the WebSphere Message Broker Toolkit Version 7.0.

You can migrate from Version 6.1 or Version 6.0 only to a full edition of Version
7.0, Remote Adapter Deployment, Entry Edition, or Starter Edition. Do not migrate
brokers from an earlier version to the Trial Edition. If you choose to migrate
brokers by using the mqsimigratecomponents command, the brokers are migrated in
enterprise mode. If you have purchased the Remote Adapter Deployment, Entry
Edition, or Starter Edition, you must change the mode of all your migrated brokers
to comply with the terms of your license. For more information, see

[operation mode of your broker” on page 655

Procedure

1. Check that your current installation of WebSphere Message Broker (Version 6.1
or Version 6.0) or WebSphere Event Broker (Version 6.0 only) is at a supported
level for migration. Details are provided in [“Supported migration paths” on|
page 3579.

2. Understand the options that are available to install Version 7.0 components on
the same computer as components from previous versions. These options are
described in [“Coexistence with previous versions and other products” on page|

3. You must migrate your queue managers to a supported version of
WebSphere MQ before you can migrate your brokers. For the latest details of
all supported levels of hardware and software, visit the [WebSphere Message|
[Broker Requirements| website.

4. If your configuration includes publish/subscribe applications, support has
transferred from WebSphere Message Broker to WebSphere MQ. You must take
additional steps to migrate publish/subscribe information from your current
WebSphere Message Broker or WebSphere Event Broker configuration. Details
are provided in [“Migrating publish/subscribe information to WebSphere MQ”|

|on page 141.|

5. If you are currently working with WebSphere Message Broker or WebSphere
Message Broker with Rules and Formatter Extension , follow the instructions in
[“Migrating from Version 6.1 products” on page 163

6. If you are currently working with WebSphere Message Broker Version 6.0 or
WebSphere Message Broker with Rules and Formatter Extension Version 6.0,
follow the instructions in [“Migrating from Version 6.0 products” on page 183 |

7. 1If you are currently working with WebSphere Event Broker Version 6.0, and
you only use publish/subscribe functions, you can migrate to WebSphere MQ.
This migration path is documented in the Migration section of the

[MQ Version 7 Information Center onlinel

If you currently use, or plan to use, additional broker functions, and you want
to migrate to WebSphere Message Broker Version 7.0, follow the instructions in
[‘Migrating from Version 6.0 products” on page 183) The tasks that you must
complete are the same as those tasks documented for WebSphere Message
Broker Version 6.0.

8. When you have migrated your components and resources, check if the
post-migration tasks apply to your configuration. Guidance is provided in
[“Post-migration tasks” on page 204

Related concepts:

[“Operation modes” on page 48|
The operation mode that you use for your broker is determined by the license that
you purchase.
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[“Coexistence with previous versions and other products”|
WebSphere Message Broker Version 7.0 supports restricted coexistence with
previous versions and with other products.

Related tasks:

[“Installing” on page 231

Installation information for WebSphere Message Broker is provided in the
WebSphere Message Broker Installation Guide, which is available in the WebSphere
Message Broker Version 7.0 information center, on the WebSphere Message Broker
Version 7.0 Library web page, and in the WebSphere Message Broker Version 7.0
Quick Start Guide.

[“Migrating publish/subscribe information to WebSphere MQ” on page 141
These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

[“Migrating from Version 6.1 products” on page 163|
Migrate your components and resources to WebSphere Message Broker Version 7.0.

[“Migrating from Version 6.0 products” on page 183|
Migrate your components and resources to WebSphere Message Broker Version 7.0.

[“Post-migration tasks” on page 204
After you have migrated to Version 7.0, finish setting up your environment.

Related reference:

[“Migration and upgrade” on page 3579
Consider the factors involved in the migration of components and resources from
Version 6.0 or Version 6.1 to Version 7.0.

[‘Supported migration paths” on page 3579
You can migrate to WebSphere Message Broker Version 7.0 from previous versions
of the product.

Related information:

[# [WebSphere Message Broker Requirements|
[# [WebSphere Message Broker Support]
[# [WebSphere MQ Version 7 Information Center online|

Coexistence with previous versions and other products

WebSphere Message Broker Version 7.0 supports restricted coexistence with
previous versions and with other products.

WebSphere Message Broker Version 7.0 requires a specific minimum supported
version of WebSphere MQ. For systems other than z/OS that allow only one
version of WebSphere MQ on a single computer, you must first install a supported
version of WebSphere MQ and migrate your WebSphere MQ resources to this
version. You can then install WebSphere Message Broker Version 7.0. For the latest
details of all supported levels of hardware and software, visit the
[Message Broker Requirements| website.

Coexistence with previous versions of the product installed on
the same computer

WebSphere Message Broker Version 7.0 can coexist with a Version 6.1 product, a
Version 6.0 product, or both, on the same computer.
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Component names must be unique on the computer, regardless of version.

When you migrate from a Version 6.1 or Version 6.0 product to Version 7.0, you do
not have to uninstall the Version 6.1 or Version 6.0 product before installing
Version 7.0. You can install Version 7.0 in a different location on the same
computer, migrate your components and resources to Version 7.0, and uninstall the
Version 6.1 or Version 6.0 product later, when you are sure that you no longer need
it.

For details of default locations for installations of each version, see

[and migration” on page 239 |

If you attempt to install the broker into a directory that already contains an
installation of the broker at a previous version, you are prompted to confirm that
you want to continue with the installation, because it will overwrite the existing
installation. Cancel the installation and select a different directory to preserve your
existing configuration.

If you install more than one version on a single computer, and you create multiple
components, check that sufficient memory and disk space are available.

When you have installed Version 7.0, you can test your configuration.

Coexistence of Version 7.0 components with components from
previous versions

The following restrictions apply:

* The WebSphere Message Broker Explorer and the WebSphere Message Broker
Toolkit work only with brokers that you have migrated to, or created in, Version
7.0. If you try to connect to brokers at an earlier version, the connection attempt
fails.

* You can run all programs that you have written to the CMP API to interact with
a CMP API at Version 6.1 or Version 6.0 to interact with brokers that you have
migrated to, or have created in, Version 7.0. Programs that start, stop, delete, and
monitor deployed resources continue to work with Version 7.0.

* You can deploy BAR files that you have created in an earlier version of the
WebSphere Message Broker Toolkit from the WebSphere Message Broker Toolkit
Version 7.0 to a broker at Version 7.0, without change.

* You cannot deploy resources that you have created in the WebSphere Message
Broker Toolkit Version 7.0 to brokers that are at Version 6.1 or Version 6.0.

Coexistence with SupportPac 1S02

The SupportPac IS02, WebSphere Message Broker Explorer Plug-in, cannot coexist
with the WebSphere Message Broker Explorer in WebSphere Message Broker
Version 7.0. If you have previously installed SupportPac 1502, you must uninstall
the SupportPac before installing the WebSphere Message Broker Explorer. To
remove SupportPac IS02, delete or move the directory to which you extracted the
IS02 zip file supplied with the SupportPac. Delete the BrokerExplorer.link file
which you copied into the C:\Program Files\IBM\WebSphere MQ\ec1ipseSDK33\
eclipse\links\ directory.

Related tasks:

[“Migrating from Version 6.1 products” on page 163|
Migrate your components and resources to WebSphere Message Broker Version 7.0.
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[“Migrating from Version 6.0 products” on page 183|
Migrate your components and resources to WebSphere Message Broker Version 7.0.

[“Post-migration tasks” on page 204
After you have migrated to Version 7.0, finish setting up your environment.

[“Resolving problems that occur when you start resources” on page 3371
Use the advice given here to help you to resolve common problems that can occur
when you start resources.

[“Installing WebSphere Message Broker Explorer” on page 280|

To use WebSphere Message Broker Explorer only, without installing the complete
WebSphere Message Broker Toolkit, use the WebSphere Message Broker Explorer
installation wizard to install the WebSphere Message Broker Explorer.

Related reference:

[“Memory and disk space requirements” on page 3584|
Check the memory and disk space that is required for your installation.

[“Supported migration paths” on page 3579
You can migrate to WebSphere Message Broker Version 7.0 from previous versions
of the product.

Migrating publish/subscribe information to WebSphere MQ

These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

Before you begin

Before you start
* Read about publish/subscribe on WebSphere MQ.

» For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

* Plan your migration, and pay specific attention to your Access Control List
(ACL) authorities.

The migration tool accepts and modifies only your positive ACL entries.
Therefore, you must inspect your ACL entries and modify all that do not meet

the appropriate criteria; see [“Access Control List (ACL) migration -
[publish/subscribe” on page 146|

* Back up your Version 6.1 resources.

To migrate publish/subscribe information to WebSphere Message Broker Version
7.0 you must have WebSphere MQ installed on your system.

About this task

To migrate your existing publish/subscribe information to WebSphere MQ,
complete the following steps.

Procedure

1. Install WebSphere MQ on your system. This step upgrades your queue
managers; for instructions about how to install this product, see the
WebSphere MQ documentation.
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2. Install WebSphere Message Broker Version 7.0. This installation must be
alongside your existing WebSphere Message Broker Version 6.1 or Version 6.0
system.

3. Explicitly enable content-based filtering if you are using this option. For further
information, see [“Enabling content-based filtering with publish/subscribe” on|

|Eage 2224.|

4. Use a WebSphere MQ command prompt to run the migmbbrk command. This
command copies data from your WebSphere Message Broker Version 6.1 or
Version 6.0 system to your WebSphere MQ system.

5. Use a WebSphere Message Broker Version 7.0 command prompt to run the
mgsimigratecomponents command; for further information, see
[‘mgsimigratecomponents command” on page 3894

6. If you have existing MQRFH format retained publications in WebSphere
Message Broker Version 6.0 or Version 6.1, see [‘Retained publications with|
[headers in MQRFH format” on page 149| for further migration considerations.

What to do next

Next: Follow the instructions detailed in [“Migrating publish/subscribe from|
WebSphere Message Broker Version 6.0 or WebSphere Message Broker to|
WebSphere MQ” on page 146

Related concepts:

[“Access Control List (ACL) migration - publish/subscribe” on page 146|

The function that migrates publish/subscribe configuration data from WebSphere
Event Broker Version 6.0 and WebSphere Message Broker to WebSphere MQ
produces a file containing suggested security commands, and creates topic objects
as required.

Related tasks:

“Migrating publish/subscribe from WebSphere Message Broker Version 6.0 or]
WebSphere Message Broker to WebSphere MQ” on page 146]

You can migrate publish/subscribe configuration data from WebSphere Message
Broker Version 6.0 or WebSphere Message Broker to WebSphere MQ.

Related reference:

[‘mgsimigratecomponents command” on page 3894

Use the mqsimigratecomponents command to migrate a component from a
previously installed version of the product to another version on the same
computer.

WebSphere MQ migmbbrk command

Migrate the publish/subscribe information from WebSphere Message Broker
Version 6.0 or WebSphere Message Broker to WebSphere MQ

Purpose

Use the WebSphere MQ migmbbrk command to migrate the publish/subscribe

information from a WebSphere Message Broker Version 6.0 or WebSphere Message

Broker broker to a WebSphere MQ queue manager. The command runs a

migration process that migrates the following publish/subscribe information to the

queue manager that is associated with the named broker:

* Subscriptions

* Subscription points (subscription points are supported only when RFH2
messages are used)

* Streams
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* Retained publications

When you run the migmbbrk command, you must use the profile for the version of
WebSphere Message Broker from which you are migrating.

The migmbbrk command does not migrate the Access Control List (ACL). Instead,
running the migration with the -t or -r parameters produces a file containing
suggested setmgaut commands to set up a security environment in the queue
manager that is equivalent to the security environment that existed in the broker.
You must review and modify the security command file as needed and run the
commands to set up a security environment in the queue manager, equivalent to
the one that existed in the broker, before you run the migration with the -¢
parameter to complete the migration.

Note: On UNIX systems, all authorities are held by user groups internally, not by
principals, which has the following implications:

* If you use the setmqaut command to grant an authority to a principal, the
authority is granted to the primary user group of the principal. Therefore, the
authority is effectively granted to all members of that user group.

* If you use the setmqaut command to revoke an authority from a principal, the
authority is revoked from the primary user group of the principal. Therefore the
authority is effectively revoked from all members of that user group.

You must issue the migmbbrk command from a command environment that can
process both WebSphere MQ and WebSphere Message Broker commands
successfully. Typically, you can issues these commands from a WebSphere Message
Broker command console.

The WebSphere Message Broker Version 6.0, WebSphere Event Broker Version 6.0,
or WebSphere Message Broker publish/subscribe configuration data, which is
stored in the subscription database tables, is not deleted by the migration process.
This configuration data is therefore available to use until you explicitly delete it.

Syntax
»»—migmbbrk—— -c v -b —BrokerName >
foq
-t -0
-s
-z
Parameters

-b BrokerName
(Required) The name of the broker that is the source of the publish/subscribe
information that is to be migrated. The queue manager to which the
publish/subscribe information is migrated is the queue manager that is
associated with the named broker.
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(Required) Complete the migration of the publish/subscribe configuration
data. The completion phase of the migration uses the topic objects that are
created in the initial -t phase. The broker state might have changed since the
initial phase was run, and new additional topic objects might now be required.
If this is the case, the completion phase creates these new topic objects as
necessary. The completion phase does not delete any topic objects that have
become unnecessary; you might need to delete any topic objects that you do
not require.

Before you complete the migration you must review and modify the security
command file produced in the -r or -t phase as required and run the
commands to set up a security environment in the queue manager, equivalent
to the one that existed in the broker.

Before you run this completion phase you must run the initial -t phase. You
cannot use the -c¢ parameter with the -r parameter or the -t parameter. This
phase also creates a migration log.

(Required) Rehearse the migration process but do not change anything. You
can use this before running the migration with the -t parameter, to create a
migration log, including any errors, so that you can observe what the result of
the migration process would be, but without changing the current
configurations.

Rehearsing the migration also produces a file containing suggested setmgaut
commands to set up a security environment in the queue manager that is
equivalent to the security environment that existed in the broker. Before you
complete the migration with the -c¢ parameter you must review and modify
the security command file as required and run the commands to set up a
security environment in the queue manager, equivalent to the one that existed
in the broker.

You cannot use the -r parameter with the -c parameter or the -t parameter.

-t
(Required) Create topic objects that might be needed in the queue manager,
based on the ACL entries that are defined in the broker.

Use of the -t parameter also produces a file containing suggested setmqaut
commands to set up a security environment in the queue manager that is
equivalent to the security environment that existed in the broker. The topic
objects are created in anticipation of you running the security commands to
create ACLs for the topic objects. Before you complete the migration with the
-c parameter you must review and modify the security command file as
required and run the commands to set up a security environment in the queue
manager, equivalent to the one that existed in the broker.

You must run this phase before you run the completion phase with the -c
parameter. You cannot use the -t parameter with the -¢ parameter or the -r
parameter. This phase also creates a migration log.

(Optional) Leave the broker running. If you do not specify this parameter, the
broker is shut down by default at the end of the migration process.

-0
(Optional) Overwrite subscription or retained publication that already exists in
the queue manager and that has the same name as a subscription or retained
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publication that is being migrated from the broker, with the publish/subscribe
information that was retrieved from the broker. The -0 parameter has no effect
if you use it with the -r parameter.

(Optional) Discard intermediate information that was retained from a previous
instance of the migration process that failed or was interrupted. The migration
process populates private queues with temporary data. If the migration process
completes successfully, the temporary data is deleted. If you do not specify this
parameter and the migration process fails or is interrupted, the temporary data
is retained and is used by the migration process if you restart it, so that the

process resumes at the point where it previously failed or was interrupted.

(Optional) Run the migration process, regardless of whether it has previously
run to a successful completion. If you do not specify this parameter and the
migration process has previously run to a successful completion, the process
recognizes this fact and exits. You can use the -0 parameter with the -z
parameter, but this is not mandatory. A previous rehearsal of the migration
using the -r parameter does not count as a successful completion.

Return codes

0 Migration completed successfully
20 An error occurred during processing
Output files

The migration process writes two output files to the current directory:

amqmigrateacl.txt
A file containing a list of setmqaut commands, for you to review, change,
and run if appropriate, to help you to reproduce your ACLs.

amqgmigmbbrk.log
A log file containing a record of the details of the migration.

Examples

This command migrates the publish/subscribe information of broker BRK1 into its
associated queue manager and specifies that the migration process runs regardless
of whether it has previously run to a successful completion. It also specifies that
any subscription or retained publication that already exists in the queue manager,
that has the same name as a subscription or retained publication that is being
migrated from the broker, must be overwritten.

migmbbrk -r -z -0 -b BRK1
Supported operating systems

The migmbbrk command is supported only on the following platforms that
support WebSphere Event Broker Version 6.0 or WebSphere Message Broker :
Microsoft Windows XP Professional with SP2, 32-bit versions only
Solaris on x86-64: Solaris 10
Solaris on SPARC: Solaris 9 (64-bit)
AIX Version 5.2 or later, 64-bit only
HP-Itanium: HP-UX 11i
Linux on IBM z Systems (64-bit)
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Linux on POWER® (64-bit)
Linux on x86
Linux on x86-64

On z/0S the equivalent function to the migmbbrk command is provided by the
CSQUMGMB utility.

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

Access Control List (ACL) migration - publish/subscribe

The function that migrates publish/subscribe configuration data from WebSphere
Event Broker Version 6.0 and WebSphere Message Broker to WebSphere MQ
produces a file containing suggested security commands, and creates topic objects
as required.

On WebSphere Event Broker Version 6.0 and WebSphere Message Broker , the
default behavior is for all user IDs to have access to any topic unless the ACL
explicitly restricts access. In WebSphere MQ the default behavior is for no user ID
to have access to any topic unless the ACL explicitly authorizes access, and it is
not possible to explicitly restrict access. Because of this difference in security
approaches, the migration process cannot directly migrate WebSphere Event Broker
Version 6.0 and WebSphere Message Broker ACLs to the WebSphere MQ queue
manager.

If the rehearsal or initial phase of the migration finds an ACL entry that denies
access, the process cannot produce a WebSphere MQ equivalent command.
Instead, it reports it in the security command file and advises that the ACL
migration must be performed manually.

You can modify the:

* Broker security settings to match the WebSphere MQ security approach, and run
the rehearsal or initial phase of the migration again to produce a new security
command file, or

* Security command file as needed. You must set up a security environment in the
queue manager, equivalent to the one that existed in the broker, before you run
the completion phase of the migration.

WebSphere Event Broker Version 6.0 and WebSphere Message Broker provide the
capability to define topic trees, but there is no capability to set specific attributes
for a particular individual topic in a topic tree. WebSphere MQ supports the
concept of topic objects that allow you to set specific, nondefault attributes for a
topic. An Access Control List is a property of a topic object. The initial phase of the
migration creates topic objects speculatively, based on the ACL entries that are
defined in the broker and in anticipation of you subsequently running the security
commands to create ACLs for the topic objects. When you have resolved what
security settings you need, you might need to delete the topic objects that you do
not require.

Migrating publish/subscribe from WebSphere Message Broker
Version 6.0 or WebSphere Message Broker to WebSphere MQ

You can migrate publish/subscribe configuration data from WebSphere Message
Broker Version 6.0 or WebSphere Message Broker to WebSphere MQ.
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Before you begin
Before you start:

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

This topic assumes the following prerequisite steps:
* You have installed WebSphere MQ.

* You want to migrate publish/subscribe support from WebSphere Message
Broker Version 6.0 or WebSphere Message Broker to WebSphere MQ.

* You want to upgrade from WebSphere Message Broker Version 6.0 or WebSphere
Message Broker to WebSphere Message Broker Version 7.0. You are currently
using the broker as an interface for functions other than, but in addition to,
publishing and subscribing, and you want to continue to use those other
functions after you migrate publish/subscribe information to WebSphere MQ.

* On distributed systems, you have set up and initialized a command
environment in which WebSphere MQ and WebSphere Message Broker
commands can run.

* The WebSphere MQ queue manager is not currently handling any publish or
subscribe messages.

* The queue manager attribute PSMODE is set to COMPAT; run the command ALTER
QMGR PSMODE (COMPAT).

Note: WebSphere MQ publish/subscribe functionality might alter the header
chains in your published message. The message body is not affected, but avoid
assumptions about the value of the CodedCharSetld field in MQRFH?2 headers
when subscribing.

About this task

This task upgrades your enterprise from WebSphere Message Broker Version 6.0 or
WebSphere Message Broker to WebSphere Message Broker Version 7.0.

Procedure
1. Uninstall WebSphere MQ Version 6.X from your system.
2. Install WebSphere MQ on your system.

3. Install WebSphere Message Broker Version 7.0 on your system. Do not remove
your existing WebSphere Message Broker installation until you have migrated
your current publish/subscribe data.

4. Start the broker on your WebSphere Message Broker Version 6.0 or Version 6.1
system.

5. Run the migration process with the -r parameter.

For more information, see [“WebSphere MQ migmbbrk command” on page|
This option rehearses the migration of the publish/subscribe
configuration data from the broker to its underlying queue manager without
changing either of the configurations. For example, on supported systems
other than z/0OS, use the following command to rehearse the migration from a
broker named BRK1:

migmbbrk -r -b BRK1

On z/0S use the equivalent parameters with the CSQUMGMB utility.
6. Run the following command:

Chapter 3. Migrating and upgrading 147


http://www.ibm.com/software/integration/wbimessagebroker/requirements/

10.

11.

12.

13.
14.

15.

16.

migmbbrk -t -b brokername

then run the security commands that set up the security environment. If you
do not run these commands, migration fails.

To check what is to be migrated in a real migration, review the contents of the
log file.

Back up the file that contains the security commands, and create your own
copy of the file.

Review and, if necessary, edit the commands in your copy of the security
commands file to ensure that they create a security environment that is like
your broker security environment.

Run the migration process with the -0 parameter.

The migration process migrates the publish/subscribe configuration data to
the queue manager, and creates a log file and a new security commands file.
For example, on supported systems other than z/OS, use the following
command:

migmbbrk -c -0 -b BRK1

This command completes the following actions:
* Migrates the publish/subscribe configuration data from broker BRK1

* Overwrites any subscription or retained publication that exists in the queue
manager

* Creates a file that has the same name as a migrating subscription or
retained publication

On z/0S use the equivalent parameters with the CSQUMGMB utility.

Stop the broker and check the Administration log to confirm that the broker
has stopped.

Note: After you have stopped the broker, the queue manager is in COMPAT
mode. As a result, the publish/subscribe state cannot be changed in
WebSphere MQ or WebSphere Message Broker, allowing the migration to
proceed.

Check the contents of the new security commands file against your backup
copy to make sure that nothing related to the ACL has changed since you
rehearsed the migration. If anything has changed, you might need to edit your
copy of the security commands file.

Run the commands that are in your copy of the security commands file.
Optional: Remove WebSphere Message Broker Version 6.0 or WebSphere
Message Broker from your system if necessary. Carry out this step only if you
are sure that you are not going to require your WebSphere Message Broker
Version 6.0 or WebSphere Message Broker system in the future.

To reverse the migration process, see [“Migrating publish/subscribe|
information from WebSphere MQ to WebSphere Message Broker Version 6.0|
or WebSphere Message Broker ” on page 150 .|

Run the mgsimigratecomponents command; for more information, see
[‘mgsimigratecomponents command” on page 3894

To set the PSMODE queue manager attribute to ENABLED, run the following
command:

ALTER QMGR PSMODE (ENABLED)
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This command starts the queued publish/subscribe interface so that the queue
manager deals with all subsequent publish/subscribe processing.

17. If appropriate, enable content-based filtering on at least one execution group.
For more information, see [“Enabling content-based filtering with|
[publish /subscribe” on page 2224 |

18. Restart the broker.

When the broker restarts, it continues to provide message services other than
publish and subscribe functions.

Related tasks:

[“Migrating publish/subscribe information to WebSphere MQ” on page 141
These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

“Migrating publish/subscribe information from WebSphere MQ to WebSphere|
Message Broker Version 6.0 or WebSphere Message Broker ” on page 150
Complete these tasks to migrate publish/subscribe configuration data from
WebSphere MQ to WebSphere Message Broker Version 6.0 or WebSphere Message
Broker .

Related reference:

[‘mgsimigratecomponents command” on page 3894

Use the mqsimigratecomponents command to migrate a component from a
previously installed version of the product to another version on the same
computer.

[“WebSphere MQ migmbbrk command” on page 142|

Migrate the publish/subscribe information from WebSphere Message Broker
Version 6.0 or WebSphere Message Broker to WebSphere MQ

Retained publications with headers in MQRFH format

Retained publications in MQRFH format might lose data when migrated to
WebSphere MQ.

WebSphere Message Broker applications that communicate with one another using
publish/subscribe can do so regardless of the message format that they use.
WebSphere Message Broker delivers the message in the format of the subscription
and provides automatic conversion to ensure that a subscriber receives messages in
the requested format.

WebSphere Message Broker applications generally use the MQRFH2 message
header, but it is possible that an application might have used the MQRFH format.

The migration of publish/subscribe information from WebSphere Message Broker
to WebSphere MQ requests messages in MQRFH?2 format. It is rare for WebSphere
Message Broker client applications to use messages in MQRFH format. However, if
an application does use retained messages in MQRFH format, it is possible that
some truncation of data might occur upon migration. In particular, data passed
using the MQPSStringData and MQPSIntData name/value pairs is not migrated.

The migration function checks for two conditions in the data that is returned from
the broker:

1. That there is at least one retained message stored in the broker

2. That there is at least one MQRFH subscription
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If both these conditions are true, the migration function displays a warning
message and writes a warning message in the migration log stating that MQRFH
retained publications have been migrated with a possible loss of data.

MQRFH?2 retained publications are migrated correctly.

Migrating publish/subscribe information from WebSphere MQ
to WebSphere Message Broker Version 6.0 or WebSphere
Message Broker

Complete these tasks to migrate publish/subscribe configuration data from
WebSphere MQ to WebSphere Message Broker Version 6.0 or WebSphere Message
Broker .

Before you begin

Before you start:

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

This task assumes the following prerequisites:
* You want to migrate publish/subscribe support from WebSphere MQ back to
WebSphere Message Broker Version 6.0 or WebSphere Message Broker .

* On distributed systems, you have set up and initialized a command
environment in which WebSphere MQ and WebSphere Message Broker
commands can run.

* The WebSphere MQ queue manager is not currently handling any publish or
subscribe messages.

Procedure

1. Run mgsimigratecomponents on WebSphere Message Broker Version 7.0,
specifying the broker that you want to migrate. For further information about
running this command, see [“mgsimigratecomponents command” on page 3894

This step resets the information to your original specifications in WebSphere
Message Broker Version 6.0 or WebSphere Message Broker .

2. Use the command: ALTER QMGR PSMODE (COMPAT) to set the PSMODE queue
manager attribute to COMPAT. This step starts the queued publish/subscribe
interface so that the queue manager deals with all subsequent
publish/subscribe processing.

3. Restart the broker.

Related tasks:

[“Migrating publish/subscribe information to WebSphere MQ” on page 141|
These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

Related reference:

[‘mgsimigratecomponents command” on page 3894

Use the mqsimigratecomponents command to migrate a component from a
previously installed version of the product to another version on the same
computer.

[“WebSphere MQ migmbbrk command” on page 142|
Migrate the publish/subscribe information from WebSphere Message Broker
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Version 6.0 or WebSphere Message Broker to WebSphere MQ

Migrating publish/subscribe collectives from WebSphere
Message Broker Version 6.0 or WebSphere Message Broker to
WebSphere MQ

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Before you begin

Before you start:

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

This task assumes the following prerequisites:
* You have installed WebSphere MQ

* You want to migrate publish/subscribe collectives from WebSphere Message
Broker Version 6.0 or WebSphere Message Broker to WebSphere MQ queue
manager clusters.

* You want to upgrade from WebSphere Message Broker Version 6.0 or WebSphere
Message Broker to WebSphere Message Broker Version 7.0.

* On distributed systems, you have set up and initialized a command
environment in which WebSphere MQ and WebSphere Message Broker
commands can run.

* The WebSphere MQ queue manager is not currently handling any publish or
subscribe messages.

You must migrate each broker separately, and if you have a large number of
brokers to migrate, you can administer the process from a WebSphere Message
Broker WebSphere Message Broker Toolkit, using a Configuration Manager to a
mixed environment of WebSphere Message Broker brokers and migrated
WebSphere Message Broker Version 7.0 brokers.

This process is for migration only. You cannot administer new WebSphere Message
Broker Version 7.0 brokers or update, for example, publish/subscribe topologies, or
Access Control Lists

If you inadvertently initiate a publish/subscribe topology deploy, any brokers
already migrated to WebSphere Message Broker Version 7.0 ignore this part of the
deployment and issue a BIP2082 warning message to the system log.

If you use this mixed environment, you must use the [“WebSphere MQ migmbbrk]|
fcommand” on page 142 as part of the migration for each broker.

To migrate each broker separately:

Procedure

1. Remove each broker from the collective.

2. Migrate each broker, as described in [“Migrating publish/subscribe froml|
WebSphere Message Broker Version 6.0 or WebSphere Message Broker to]
WebSphere MQ” on page 146.|
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3.

Restart all the brokers. When you have migrated all the brokers you can place
the brokers in a queue manager cluster. See [‘Setting up a new queue-manager|
for more information on how you carry out this procedure.

Related concepts:

[“Setting up a new queue-manager cluster”|

Initial points to consider when setting up a new queue-manager cluster
Related tasks:

[“Migrating publish/subscribe information to WebSphere MQ” on page 141|

These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

Setting up a new queue-manager cluster

Initial points to consider when setting up a new queue-manager cluster

Scenario:

You are setting up a new WebSphere MQ network for a chain store. The store
has two branches, one in London and one in New York. The data and
applications for each store are hosted by systems running separate queue
managers. The two queue managers are called LONDON and NEWYORK.

The inventory application runs on the system in New York, connected to queue
manager NEWYORK. The application is driven by the arrival of messages on the
INVENTQ queue, hosted by NEWYORK.

The two queue managers, LONDON and NEWYORK, are to be linked in a
cluster called INVENTORY so that they can both put messages to the INVENTQ.

Examples are given using TCP/IP only.
Example UNIX systems commands are shown for AIX only.

Carry out the following tasks to set up a new cluster:

1.
2.
3.

N oA

[‘Decide on the organization of the cluster and its name” on page 153

[“Determine which queue managers should hold full repositories” on page 153|

“Alter the queue-manager definitions to add repository definitions” on page]

154

[‘Define the CLUSRCVR channels” on page 154|
[Define the CLUSSDR channels” on page 155|
[‘Define the cluster queue INVENTQ” on page 156|
[“Verify and test the cluster” on page 15|

When you have set up your initial cluster you can add further queue managers;
see|[“Adding a new queue manager to a cluster” on page 159| for further
information.

For further information about setting up queue-manager clusters, refer to the
WebSphere MQ information center.

Note: You can also use one of the wizards supplied with WebSphere MQ Explorer
to create a new cluster similar to the one created by this task. Right-click the
Queue Manager Clusters folder, then click New > Queue Manager Cluster, and
follow the instructions given in the wizard.

Related tasks:
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“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151]

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Decide on the organization of the cluster and its name
Start by linking two queue managers into a cluster. You can use this as a basis for
expansion at a later date.

You have decided to link the two queue managers, LONDON and NEWYORK,
into a cluster. A cluster with only two queue managers offers only marginal benefit
over a network that is to use distributed queuing, but is a good way to start and
provides scope for future expansion. When you open new branches of your store,
you will be able to add the new queue managers to the cluster easily and without
any disruption to the existing network. [’Adding a new queue manager to a|
[cluster” on page 159| describes how to do this.

For the time being the only application you are running is the inventory
application. The cluster name is INVENTORY.

Related concepts:

[‘Adding a new queue manager to a cluster” on page 159|
How to add a queue manager to the cluster you have set up.

[“Setting up a new queue-manager cluster” on page 152|
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151|

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Determine which queue managers should hold full repositories
In any cluster you need to nominate at least one queue manager, or preferably two,
to hold full repositories.

See |“Selecting queue managers to hold full repositories” on page 161| for more
information. In this example there are only two queue managers, LONDON and
NEWYORK, both of which hold full repositories.

Note:
1. You can perform the remaining steps in any order.

2. As you proceed through the steps, warning messages might be written to the
queue-manager log or the z/OS system console if you have yet to make some
expected definitions.

Examples of the responses to the commands are shown in a box

like this after each step in this task.

These examples show the responses returned by WebSphere MQ for AIX.
The responses vary on other platforms.

3. Before proceeding with these steps, make sure that the queue managers are
started.
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Related concepts:

[‘Setting up a new queue-manager cluster” on page 152

Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151]

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Alter the queue-manager definitions to add repository definitions
On each queue manager that is to hold a full repository, you need to alter the
queue-manager definition.

To alter the queue-manager definition, use the ALTER QMGR command and
specifying the REPOS attribute:

ALTER QMGR REPOS (INVENTORY)

If you enter:

:

1 : ALTER QMGR REPOS(INVENTORY)
MQ8005: Websphere MQ queue manager changed.

1. C:\.runmgsc LONDON
2. ALTER QMGR REPOS(INVENTORY) (as shown above)

LONDON will be changed to a full repository.

Note: If you just runmgsc and enter the ALTER QMGR command, the local queue
manager will be changed.

Related concepts:

[‘Setting up a new queue-manager cluster” on page 152

Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Define the CLUSRCVR channels

On every queue manager in a cluster you need to define a cluster-receiver channel
on which the queue manager can receive messages.

This definition defines the queue manager's connection name and the CLUSTER
keyword shows the queue manager's availability to receive messages from other
queue managers in the cluster. The queue manager's connection name is stored in
the repositories, where other queue managers can refer to it.

Using transport protocol TCP/IP to define the channel:

On the LONDON queue manager, define:
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DEFINE CHANNEL(TO.LONDON) CHLTYPE(CLUSRCVR) TRPTYPE(TCP)
CONNAME (LONDON.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-receiver channel for queue manager LONDON')

AMQ8014:
07/09/98

: DEFINE CHANNEL(TO.LONDON) CHLTYPE(CLUSRCVR) TRPTYPE(TCP)

CONNAME (LONDON. CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-receiver channel for queue manager LONDON')
Websphere MQ channel created.

12:56:35 No repositories for cluster 'INVENTORY'

In this example the channel name is TO.LONDON, and the connection name
(CONNAME) is the network address of the machine the queue manager resides
on, which is LONDON.CHSTORE.COM. The network address can be entered as an
alphanumeric DNS hostname, or an IP address in either in IPv4 dotted decimal
form (for example 9.20.9.30) or IPv6 hexadecimal form (for example
fe80:43e4:0204:acff:fe97:2c34:de0:3485). Do not allow the CONNAME to specify a
generic name. The port number is not specified, so the default port (1414) is used.

On the NEWYORK queue manager, define:

DEFINE CHANNEL(TO.NEWYORK) CHLTYPE(CLUSRCVR) TRPTYPE(TCP)
CONNAME (NEWYORK.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-receiver channel for queue manager NEWYORK')

Related concepts:

[‘Setting up a new queue-manager cluster” on page 152|
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Define the CLUSSDR channels

On every queue manager in a cluster you need to define one cluster-sender
channel on which the queue manager can send messages to one of the full
repository queue managers.

In this case there are only two queue managers, both of which hold full
repositories. They must each have a CLUSSDR definition that points to the
CLUSRCVR channel defined at the other queue manager. Note that the channel
names given on the CLUSSDR definitions must match those on the corresponding
CLUSRCVR definitions.

Using transport protocol TCP/IP:
On the LONDON queue manager, define:
DEFINE CHANNEL(TO.NEWYORK) CHLTYPE(CLUSSDR) TRPTYPE(TCP)

CONNAME (NEWYORK.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-sender channel from LONDON to repository at NEWYORK')
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07/09/98

: DEFINE CHANNEL(TO.NEWYORK) CHLTYPE(CLUSSDR) TRPTYPE(TCP)

CONNAME (NEWYORK.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-sender channel from LONDON to repository at NEWYORK')
AMQ8014: Websphere MQ channel created.

13:00:18

Channel program started.

On the NEWYORK queue manager, define:

DEFINE CHANNEL(TO.LONDON) CHLTYPE(CLUSSDR) TRPTYPE(TCP)
CONNAME (LONDON.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('TCP Cluster-sender channel from NEWYORK to repository at LONDON')

Related concepts:

[“Setting up a new queue-manager cluster” on page 152

Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151]

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Define the cluster queue INVENTQ
Define the INVENTQ queue on the NEWYORK queue manager, specifying the
CLUSTER keyword.

DEFINE QLOCAL(INVENTQ) CLUSTER(INVENTORY)

g

1:
MQ8006: Websphere MQ queue created.

DEFINE QLOCAL(INVENTQ) CLUSTER(INVENTORY) j

The CLUSTER keyword causes the queue to be advertised to the cluster. As soon
as the queue is defined it becomes available to the other queue managers in the
cluster. They can send messages to it without having to make a remote-queue
definition for it.

Now that you have completed all the definitions, if you have not already done so
start the channel initiator on WebSphere MQ for z/OS and, on all platforms, start
a listener program on each queue manager. The listener program listens for
incoming network requests and starts the cluster-receiver channel when it is
needed.

All cluster queue managers need a channel initiator to monitor the system-defined
initiation queue SYSTEM.CHANNEL.INITQ and a channel listener program on
each queue manager. A channel listener program ‘listens' for incoming network
requests and starts the appropriate receiver channel when it is needed; see
[‘Channel listener” on page 157| for more information.

Channel initiator: This is the initiation queue for all transmission queues
including the cluster transmission queue.

WebSphere MQ for z/OS
There is one channel initiator for each queue manager and it runs as a
separate address space. You start it using the MQSC START CHINIT
command, which you issue as part of your queue manager startup.
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Platforms other than z/OS
When you start a queue manager, a channel initiator is automatically
started if the queue manager attribute SCHINIT is set to QMGR. Otherwise
it can be started using the MQSC START CHINIT command or the
runmgchi control command.

Channel listener:

The implementation of channel listeners is platform specific, however there are
some common features. On all WebSphere MQ platforms, the listener can be
started using the MQSC command START LISTENER. On Windows systems and
UNIX systems, you can make the listener start automatically with the queue
manager by setting the CONTROL attribute of the LISTENER object to QMGR or
STARTONLY.

Platform-specific details follow:

WebSphere MQ for z/OS
Use the channel listener program provided by WebSphere MQ. To start a
WebSphere MQ channel listener, use the MQSC command START
LISTENER, which you issue as part of your channel initiator startup. For
example:

START LISTENER PORT(1414) TRPTYPE(TCP)

As well as a listener for each queue manager, members of a queue-sharing
group can make use of a shared listener. Do not use shared listeners in
conjunction with clusters. Specifically, do not make the CONNAME of the
queue manager's CLUSRCVR channel the address of the queue sharing
group's shared listener. If you do, queue managers might receive messages
for queues for which they do not have a definition.

WebSphere MQ for Windows
Use either the channel listener program provided by WebSphere MQ, or
the facilities provided by the operating system.

To start the WebSphere MQ channel listener use the RUNMQLSR
command. For example:
RUNMQLSR -t tcp -p 1414 -m QM1
WebSphere MQ on UNIX systems
Use either the channel listener program provided by WebSphere MQ, or

the facilities provided by the operating system (for example, inetd for TCP
communications).

To start the WebSphere MQ channel listener use the runmgqlsr command.
For example:
runmglsr -t tcp -p 1414 -m QM1

To use inetd to start channels, configure two files:

1. Edit the file /etc/services. (To do this you must be logged in as a
superuser or root.) If you do not have the following line in that file,
add it as shown:

MQSeries 1414/tcp # Websphere MQ channel listener
where 1414 is the port number required by WebSphere MQ. You can

change this, but it must match the port number specified at the sending
end.
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2. Edit the file /etc/inetd.conf. If you do not have the following line in
that file, add it as shown:

For AIX:

MQSeries stream tcp nowait mgm /usr/mgm/bin/amgcrsta amgcrsta
-m queue.manager.name

The updates become active after inetd has reread the configuration files.
Issue the following commands from the root user ID:
On AIX:

refresh -s inetd

You need to delete the remote queue definition at LONDON for the INVENTQ
queue.

As the INVENTQ is defined to the cluster, the queue managers no longer need
remote-queue definitions for the INVENTQ. At every queue manager, issue the
command:

DELETE QREMOTE (INVENTQ)

Until you do this, the remote-queue definitions will continue to be used and you
will not get the benefit of using clusters.

Related concepts:

[“Setting up a new queue-manager cluster” on page 152
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151]

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Verify and test the cluster
Issue some DISPLAY commands to verify the cluster that you have set up.

The responses you see should be similar to those shown in the examples that
follow.

From the NEWYORK queue manager, issue the command:
dis clusgmgr(*)

1 : dis clusqgmgr(*)

AMQ8441: Display Cluster Queue Manager details.
CLUSQMGR (NEWYORK) CLUSTER(INVENTORY)
CHANNEL (TO.NEWYORK)

AMQ8441: Display Cluster Queue Manager details.
CLUSQMGR (LONDON) CLUSTER(INVENTORY)
CHANNEL (TO. LONDON)

Now issue the corresponding DISPLAY CHANNEL STATUS command:
dis chstatus(*)
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1 : dis chstatus(*)

AMQ8417: Display Channel Status details.
CHANNEL (TO.NEWYORK) XMITQ( )
CONNAME (9.20.40.24) CURRENT
CHLTYPE (CLUSRCVR) STATUS (RUNNING)
RQMNAME (LONDON)

AMQ8417: Display Channel Status details.
CHANNEL (TO. LONDON) XMITQ(SYSTEM.CLUSTER. TRANSMIT.QUEUE)
CONNAME (9.20.51.25) CURRENT
CHLTYPE (CLUSSDR) STATUS (RUNNING)
RQMNAME (LONDON)

%

Because the INVENTQ queue has been advertised to the cluster there is no need
for remote-queue definitions. Applications running on NEWYORK and
applications running on LONDON can put messages to the INVENTQ queue.
They can receive responses to their messages by providing a reply-to queue and
specifying its name when they put messages.

At every queue manager, issue the command:
DELETE QREMOTE (INVENTQ)

Note: The definition for the local queue LONDON_reply does not need the
CLUSTER attribute. NEWYORK replies to this queue by explicitly specifying the
queue manager name.

Related concepts:

[“Setting up a new queue-manager cluster” on page 152|
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151|

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Adding a new queue manager to a cluster
How to add a queue manager to the cluster you have set up.

Scenario:

* The INVENTORY cluster has been set up as described in [“Setting up a new|
[queue-manager cluster” on page 152.|It contains two queue managers,
LONDON and NEWYORK, which both hold full repositories.

* A new branch of the chain store is being set up in Paris and you want to add a
queue manager called PARIS to the cluster.

* Queue manager PARIS will send inventory updates to the application running
on the system in New York by putting messages on the INVENTQ queue.

* Network connectivity exists between all three systems.
* The network protocol is TCP.

Procedure

Follow these steps to add a new queue manager to a cluster.
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1. Determine which full repository PARIS should refer to first

Every queue manager in a cluster must refer to one or other of the full repositories
in order to gather information about the cluster and so build up its own partial
repository. Choose either of the repositories, because as soon as a new queue
manager is added to the cluster it immediately learns about the other repository as
well. Information about changes to a queue manager is sent directly to two
repositories. In this example we choose to link PARIS to the queue manager
LONDON, purely for geographical reasons.

Note: Perform the remaining steps in any order, after queue manager PARIS is
started.

2. Define a CLUSRCVR channel on queue manager PARIS

Every queue manager in a cluster needs to define a cluster-receiver channel on
which it can receive messages. On PARIS, define:
DEFINE CHANNEL(TO.PARIS) CHLTYPE(CLUSRCVR) TRPTYPE(TCP)

CONNAME (PARIS.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('Cluster-receiver channel for queue manager PARIS')

This advertises the queue manager's availability to receive messages from other
queue managers in the cluster INVENTORY. There is no need to make definitions
on other queue managers for a sending end to the cluster-receiver channel
TO.PARIS. These will be made automatically when needed.

3. Define a CLUSSDR channel on queue manager PARIS

Every queue manager in a cluster needs to define one cluster-sender channel on
which it can send messages to its initial full repository. On PARIS, make the
following definition for a channel called TO.LONDON to the queue manager
whose network address is LONDON.CHSTORE.COM.

DEFINE CHANNEL(TO.LONDON) CHLTYPE(CLUSSDR) TRPTYPE(TCP)

CONNAME (LONDON.CHSTORE.COM) CLUSTER(INVENTORY)
DESCR('Cluster-sender channel from PARIS to repository at LONDON')

Now that you have completed all the definitions, if you have not already done so,
start the channel initiator on WebSphere MQ for z/OS and, on all platforms, start
a listener program on queue manager PARIS. The listener program listens for
incoming network requests and starts the cluster-receiver channel when it is
needed.

By making only two definitions, a CLUSRCVR definition and a CLUSSDR
definition, the queue manager PARIS has been added to the cluster.

Now the PARIS queue manager learns, from the full repository at LONDON, that
the INVENTQ queue is hosted by queue manager NEWYORK. When an
application hosted by the system in Paris tries to put messages to the INVENTQ,
PARIS automatically defines a cluster-sender channel to connect to the
cluster-receiver channel TO.NEWYORK. The application can receive responses
when its queue-manager name is specified as the target queue manager and a
reply-to queue is provided.
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4. Issue the REFRESH CLUSTER command

If you are adding a queue manager to a cluster that has previously been removed
from the same cluster, you must issue the REFRESH CLUSTER command on the queue
manager you are adding. This completes the task of adding the queue manager.
REFRESH CLUSTER(INVENTORY) REPOS(YES)

Related concepts:

[‘Setting up a new queue-manager cluster” on page 152|
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151]

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Selecting queue managers to hold full repositories
In each cluster you must select at least one, preferably two, or possibly more of the
queue managers to hold full repositories.

A cluster can work quite adequately with only one full repository but using two
improves availability. You interconnect the full repository queue managers by
defining cluster-sender channels between them.

* The most important consideration is that the queue managers chosen to hold full
repositories need to be reliable and well managed. For example, it would be far
better to choose queue managers on a stable z/OS system than queue managers
on a portable personal computer that is frequently disconnected from the
network.

* You should also consider the planned outages of the systems hosting your full
repositories, and ensure that they do not have coinciding outages.

* You might also consider the location of the queue managers and choose ones
that are in a central position geographically or perhaps ones that are located on
the same system as a number of other queue managers in the cluster.

* Another consideration might be whether a queue manager already holds the full
repositories for other clusters. Having made the decision once, and made the
necessary definitions to set up a queue manager as a full repository for one
cluster, you might choose to rely on the same queue manager to hold the full
repositories for other clusters of which it is a member.

When a queue manager sends out information about itself or requests information
about another queue manager, the information or request is sent to two full
repositories. A full repository named on a CLUSSDR definition handles the request
whenever possible, but if the chosen full repository is not available another full
repository is used. When the first full repository becomes available again it collects
the latest new and changed information from the others so that they keep in step.

If all of the full repository queue managers go out of service at the same time,
queue managers continue to work using the information they have in their partial
repositories. The repositories are limited to using the information that they have.
New information and requests for updates cannot be processed. When the full
repository queue managers reconnect to the network, messages are exchanged to
bring all repositories (both full and partial) back up-to-date.
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The full repositories republish the publications they receive through the
manually-defined CLUSSDR channels, which must point to other full repositories
in the cluster. You must make sure that a publication received by any full
repository ultimately reaches all of the other full repositories. This is done by
manually defining CLUSSDR channels between the full repositories. Having more
interconnection of full repositories will make the cluster more robust.

Having only two full repositories is sufficient for all but very exceptional
circumstances

Related concepts:

[“Setting up a new queue-manager cluster” on page 152
Initial points to consider when setting up a new queue-manager cluster

Related tasks:

“Migrating publish/subscribe collectives from WebSphere Message Broker Version|
6.0 or WebSphere Message Broker to WebSphere MQ” on page 151

Complete these tasks to migrate the configuration data from publish/subscribe
collectives in WebSphere Message Broker Version 6.0 or WebSphere Message
Broker to WebSphere MQ queue-manager clusters.

Migrating existing z/OS applications

You must migrate your existing z/OS applications to be 64-bit before you can use
them in WebSphere Message Broker Version 7.0.

You must recompile and link your C code and user exits on z/OS using XPLINK,
ensuring that you use the:

* LP64 flag
* IEEE Floating Point format

Therefore, the options you require are:

+ LP64

* FLOAT (IEEE) - the default when you use LP64
* XPLINK - the default when you use LP64

When you make WebSphere MQ calls from within your C code or user exits, you
need to link against the following stub:

++WMQHLQ++. SCSQDEFS (CSQBMB2X)
where ++WMQHLQ++ refers to the high level qualifier for the WebSphere MQ datasets.

You must use the cmgcmb.h header file sipped in WebSphere Message Broker
Version 7.0 to recompile code that uses WebSphere MQ structures.

Using the cmgc.h header file provided by WebSphere MQ results in compilation
errors, as cmqc. h explicitly disallows 64-bit compilation.

Note, that compilation using the cmqcmb.h header file, and linking against CSQBMB2X
are supported only for user extensions running within the WebSphere Message
Broker Version 7.0 address space.

See ["Compiling a C user-defined extension” on page 3047] for examples of 64-bit
compilation.

Related tasks:
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[Chapter 3, “Migrating and upgrading,” on page 137|

To migrate a broker domain to WebSphere Message Broker Version 7.0, plan your
migration strategy, perform pre-migration tasks, migrate your domain components,
and then complete post-migration tasks.

[“Compiling a C user-defined extension” on page 3047
Compile user-defined extensions in C for all supported operating systems.

Migrating from Version 6.1 products

Migrate your components and resources to WebSphere Message Broker Version 7.0.
Before you begin

Before you start:

Read [“Preparing for migration from Version 6.1” on page 165 |

About this task

You can migrate to WebSphere Message Broker Version 7.0 from the following
products:

* WebSphere Message Broker

* WebSphere Message Broker with Rules and Formatter Extension

For full iroduct version and release levels, see [“Supported migration paths” on|

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

The instructions in this section apply to all operating systems that are supported
by Version 6.1.

You can migrate to WebSphere Message Broker Version 7.0 only if you do not use
the additional features provided by Rules and Formatter, or you choose not to use
them after migration. If you want to use the additional features provided by Rules
and Formatter, you can migrate to WebSphere Message Broker Version 7.0.0.6 with
WebSphere Message Broker with Rules and Formatter Extension Version 7.0.

Complete the following migration tasks in the order shown to reduce the
possibility of problems:

1. Back up your components and resources to ensure that you can return to your
previous version if necessary. See the information center for your current
product for more information and instructions.

Consider backing up the following resources:

* The internal configuration repository maintained by the Configuration
Manager.

* The broker database.
* Other critical databases that are accessed by your message flows.

+ All your development resources; for example, message flows and message
sets.
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If you use a repository to manage these resources, check that the product
you use provides sufficient features for you to recover your resources at a
specific version.

2. Migrate your WebSphere MQ installation to a supported version.

3. Optional: In WebSphere Message Broker Version 7.0, publish/subscribe is
controlled by WebSphere MQ. If your applications use publish/subscribe
functions, and you have message flows that include one or more Publication
nodes, you must migrate your subscriptions to WebSphere MQ before you
migrate your broker.

Information about how to run the migmgbrk command to migrate and complete
other tasks that might be required, is provided in [“Migrating publish/subscribe|
finformation to WebSphere MQ” on page 141|

When you complete this step, all your subscriptions are migrated to
WebSphere MQ; subsequently, you must use WebSphere MQ facilities to
change subscriptions. A subscription related to the
SYSTEM.BROKER.ADMIN.REPLY queue has to be removed manually.

If you are using cloned WebSphere Message Broker support in Version 6.1, you
must change to use WebSphere MQ Clustering for Publish and Subscribe.

4. |Migrate the WebSphere Message Broker Toolkit}

If the users of your toolkit operate in a team environment and share resources
with each other, upgrade all users to Version 7.0 at the same time to ensure
continued access to all resources. Because toolkit resources are stored in a
different format when they are first saved in Version 7.0, your users might
experience compatibility problems in some circumstances if some of their
colleagues are using Version 7.0 and they are still working with a previous
version.

5. [Migrate the broker|

6. Optional: If you are migrating from a secure domain, you cannot directly
migrate security settings for brokers. You must set up equivalent security by
using the facilities provided by Version 7.0. To set up administration security
for a broker:

a. |Activate broker administration security}

b. [Set up your security based on existing ACLs}

7. Start the broker by using the mgsistart command.

8. Review the [changes of behavior| that are introduced in Version 7.0.

9. Consider the list of [post-migration tasks| and follow the guidance provided if
these tasks apply to your environment.

Related concepts:

[‘Coexistence with previous versions and other products” on page 139|
WebSphere Message Broker Version 7.0 supports restricted coexistence with
previous versions and with other products.

Related tasks:

[“Preparing for migration from Version 6.1” on page 165|
Plan the order and extent of the migration of components and resources to Version
7.0.

[“Migrating publish/subscribe information to WebSphere MQ” on page 141|
These tasks give an overview of how to migrate publish/subscribe information
from WebSphere Message Broker or WebSphere Message Broker Version 6.0 to
WebSphere MQ.

[‘Post-migration tasks” on page 204
After you have migrated to Version 7.0, finish setting up your environment.
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Related reference:

[‘Supported migration paths” on page 3579
You can migrate to WebSphere Message Broker Version 7.0 from previous versions
of the product.

[‘mgsistart command” on page 3965|
Use the mqsistart command to start the specified broker if all initial verification
tests complete successfully.

Related information:

O [WebSphere Message Broker Information Center online|

Preparing for migration from Version 6.1

Plan the order and extent of the migration of components and resources to Version
7.0.

Before you begin
Before you start: Check that your current installation of WebSphere Message

Broker Version 6.1 is at a supported level for migration. Details are provided in
[‘Supported migration paths” on page 3579

For the latest details of all supported levels of hardware and software, visit the
[WebSphere Message Broker Requirements| website.

About this task
Complete the following steps:

Procedure

1. Decide how you want to migrate the WebSphere Message Broker Version 6.1
product components:

a. Find out what is [new in Version 7.0, and learn about new and changed
function. These changes might affect how you want to use your migrated
components in the future.

b. Plan your migration of WebSphere MQ to a supported version. It is a
requirement that a supported version of WebSphere MQ is installed before
installing WebSphere Message Broker Version 7.0.

Publish/subscribe functions are no longer supported in the broker;
WebSphere MQ provides this support. If your applications use the
publish/subscribe communication model, you must migrate your
subscriptions to a supported version of WebSphere MQ before you migrate
your brokers.

€. Check the requirements for other products on which Version 7.0
components might depend. If you have configured your message flows to
use external resources, such as databases, or event monitoring applications,
you might have to modify your configuration. You can find details of

supported versions of optional products on the [WebSphere Message Broker|
web page

d. Decide where you will migrate the product components; you can migrate
them to a different location on the same computer or to a second computer.
For example, you might want to migrate components to another location to
maintain availability during the migration.
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e. Decide when to migrate the product components. You might want to
preserve some components at the Version 6.1 level for now, and migrate
them later. Each migration task includes steps for installing WebSphere
Message Broker Version 7.0, so you might decide to carry out the tasks in
parallel, rather than completing one task before starting the next task.

f. Decide the order in which you will migrate your components. No required
order is defined, but your specific circumstances might mean that you
decide to migrate components in a particular order.

A typical order might be:

1) Install the WebSphere Message Broker Toolkit Version 7.0 on a single
computer.

2) Create a Version 7.0 broker, or migrate an existing broker to Version 7.0.
3) Migrate further brokers and toolkits.

[‘Coexistence with previous versions and other products” on page 139| explains
how WebSphere Message Broker Version 7.0 can coexist on the same computer
with previous versions of the product. It also describes the extent to which

Version 7.0 components can operate with components from previous versions.

2. Decide how you will use your existing development resources with WebSphere
Message Broker Version 7.0.

You do not have to perform specific tasks to migrate your development and
deployment resources, such as message flow files, message set definition files,
ESQL files, XML Schema files, and broker archive files. You can start using
these resources with WebSphere Message Broker Version 7.0 immediately.

However, some migration actions are performed automatically when you open
or rebuild resources in the WebSphere Message Broker Toolkit; see |”Migratina
the WebSphere Message Broker Toolkit development resources from Version 6.1|
to Version 7.0” on page 170| for details.

3. Decide what testing you will do to ensure a successful migration.

The purpose of testing your migration is to identify problems that might arise
during migration. For example, if problems arise you might need to restore
some migrated resources to the Version 6.1 level that you backed up before you
started the migration; all post-migration changes to these resources are lost in
this situation. If you migrate your development and test domains before you
migrate your production domain, you can identify potential problems and
develop a strategy for dealing with further problems.

Each new release can include changes to address product defects that affect
external behavior. If your resources depend on undocumented or incorrect
behavior (for example, the ESQL code in a Compute node), you might need to
make changes and test these resources to understand the implications in your
business scenarios. Read the guidance provided in [‘Reviewing technical|
fchanges in Version 7.0” on page 205| to see if your configuration is affected.

4. Optional: When you are ready to migrate, run the mqsimigratecomponents
command with the -¢ parameter. Use this form of the command to run a
premigration check against the Version 6.1 components to ensure that they can
be migrated. The premigration check identifies potential problems so that you
can correct them before you continue with migration.

5. Optional: Consider adding time to your migration plan to update development
resources in response to changes in product behavior. If you have identified
changes that you must make to one or more of your resources in step 3, you
must allow time during your migration schedule to make the necessary
changes and test those applicati