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Summary of changes

Changes for revision 05

Added new section [Cache segment partitioning|

New parameters introduced in Fix Pack 7 added in section
|conﬁguration parameterst

— General .RSAKeySize

— HotStandby.NetcopyRpcCompress
— IndexFile.BonsaitreedoinLimit
— IndexFile.BtreedoinLimit

New error messages for Fix Pack 7 added in section see Changes in
solidDB® server between versions 7.0 and 6.5 for details.

New performance counters introduced in Fix Pack 7 added in section
[perfmon counters}

B-tree node join

B-tree node storage fill factor

B-tree node Bonsai fill factor

Storage tree height

Detailed information about ADMIN COMMAND 'status' output added in section
[ADMIN COMMAND]|

A previously undocumented command ADMIN COMMAND 'getreadonlyflag' added
in section[ADMIN COMMAND]|

New parameter Logging.LogSoftMemoryLimit introduced in Fix Pack 6 added in
section [Logging section|

New performance counters introduced in Fix Pack 6 added in section
[perfmon counters}

Log writeq bytes allocated

Log writeq items freed

Log writeq items blocking waits
Log writeq items only distribute

MME ffmem purge
MME ffmem purge step

Error messages 30286 and 30287 updated in section [CP (checkpoint) messages|

Changes for revision 04

New section added:

— [Troubleshooting licensing issues|

New performance counters introduced in Fix Pack 5 added in section
[perfmon counters

Latency below 1 ms
Latency below 2 ms
Latency below 4 ms
Latency below 8 ms
Latency below 16 ms
Latency below 32 ms
Latency below 64 ms
Latency below 128 ms
Latency below 256 ms
Latency below 512 ms
Latency over 512 ms
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xii

Updated [Synchronizer section| with information about whether the advanced
replication configuration parameters are used on master, replica or both
databases.

Changes for revision 03

New performance counters added in section [List of perfmon counters

Mem page alloc
Mem page free

HSB Tast catchup recs

New error messages added in section [Error codes} see Changes in solidDB server

between versions 7.0 and 6.5 for details.

New parameter SQL.PreferExactNumericFunctions added in section SQL section]

Changes for revision 02

New parameters added in section [Server-side configuration parameters}

— LogReader.UseThrottling
— General.NetBackupReceiveBufferSize
— HotStandby.NetcopyReceiveBufferSize

New performance counters added in section [List of perfmon counters}

Parallel fetch
Parallel fetch wait
Parallel threads active

New error messages added in section see Changes in solidDB server
between versions 7.0 and 6.5 for details.

New sections added:

- [Example: Configuring external authentication for JDBC connections
Windowgl

- [ADMIN COMMAND 'perfmon timers|

Information about the Srv.ConnectionCheckInterval parameter updated in
section to enable the use of Srv.ConnectionCheckInterval, the
Srv.ReadThreadMode parameter must be set to 0.

Information about the ADMIN COMMAND 'userlist' command updated in
section ADMIN COMMAND) As of 7.0.0.2 Interim 2, the ODBC and JDBC client
version is included in the ADMIN COMMAND 'userlist' printouts.

Parameter changes in section [Server-side configuration parameters}

— New parameters added:
- Srv.InifileLineSplitting
- Srv.MaxUsers
- Srv.ReportInterval

Factory value for the Com.SocketLinger client-side parameter changed from yes
to no in section |Communication sectionl

New sections with information about how to configure and use external
authentication added:

— [Installing and configuring IBM® Global Security Kit (GSKit) for externall
authentication|

— [Installing and configuring IBM Global Security Kit (GSKit) for externa1|
authentication — JDBC clients|

- [Checking authentication type of users|
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* Section Querying database encryption status|updated: the function
DATABASE_ENCRYPTION_LEVEL() returns the database encryption level:

- 0 - no encryption

- 1 - encrypted

* New performance counters added in section [List of perfmon counters

RPC connected

RPC disconnected
SQL execute simple
SQL execute complex
DBE fetch M-table
DBE fetch D-table
Search replan
Tabcur table scan
Tabcur index access

* Previously undocumented client-side parameters Com.SocketLinger and
Com.SocketLingerTime added in section [Client-side configuration parameters|

* Information about error message Server Error 14534: Only administrative
statements are allowed. updated in section [solidDB server errors| The error is
returned when the solidDB process size has exceeded the limit set with
parameter Srv.ProcessMemoryLimit.

* The use of quotation marks in ADMIN COMMAND clarified in section
i

MMAND} the command_name in ADMIN COMMAND 'command_name' must
be given with single quotation marks.

* Section for client-side parameter 0DBCHandleValidation corrected; the
ODBCHandleValidation is in the [Client section]

Changes for revision 01
* Information about external authentication and encryption updated in section

Securit
* New parameters added in section [General section

— General.DefaultDomainName
— General.GSKitLoginRequired
— General.PAMServiceName

+ New parameter added in section |Client-side configuration parameters|
— Client.GSKitPath

* Factory values for the following parameters updated in section

[configuration parameters;
— SQL.InfoFileSize=100 M (old value 1 M)
— Srv.TracelogSize=100 M (old value 1 M)
— Srv.TraceSecDecimals=3 (old value 0)
* New error messages added in section see Changes in solidDB server

between versions 7.0 and 6.5 for details.
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About this manual

IBM solidDB is a versatile database management system that can be used in
systems starting from small embedded systems to large-scale systems. Various
functional solidDB components can be enacted to serve special needs. Such
components are:

¢ In-memory database
* Highly available HotStandby configuration
* Advanced asynchronous replication

* Linked access model where the application is linked directly with the server
code

All of the above mentioned components are orthogonal, that is they can be used in
the presence of other components. An administrator of solidDB can use a wide
range of configuration options and tools to set up the product in the most
appropriate way.

This guide describes how to set up, monitor, manage, and optimize the basic
database server function of the product. More detailed information about
configuring specific solidDB components are included in the related manuals.

This guide assumes that the reader has general database management system
(DBMS) knowledge and a familiarity with SQL.

Typographic conventions

solidDB documentation uses the following typographic conventions:

Table 1. Typographic conventions

Format Used for
Database table This font is used for all ordinary text.
NOT NULL Uppercase letters on this font indicate SQL keywords and

macro names.

solid.ini These fonts indicate file names and path expressions.

gg;Mi-YrNﬁomeER YES: This font is used for program code and program output.

Example SQL statements also use this font.

run.sh This font is used for sample command lines.
TRIG_COUNT() This font is used for function names.

java.sql.Connection This font is used for interface names.

LockHashSize This font is used for parameter names, function arguments,

and Windows registry entries.

XV



Table 1. Typographic conventions (continued)

Format

Used for

argument

Words emphasized like this indicate information that the
user or the application must provide.

Administrator Guide

This style is used for references to other documents, or
chapters in the same document. New terms and emphasized
issues are also written like this.

File path presentation

Unless otherwise indicated, file paths are presented in the
UNIX format. The slash (/) character represents the
installation root directory.

Operating systems

If documentation contains differences between operating
systems, the UNIX format is mentioned first. The Microsoft
Windows format is mentioned in parentheses after the
UNIX format. Other operating systems are separately
mentioned. There may also be different chapters for
different operating systems.

Syntax notation conventions

xvi

solidDB documentation uses the following syntax notation conventions:

Table 2. Syntax notation conventions

Format

Used for

INSERT INTO table_name

Syntax descriptions are on this font. Replaceable sections are
on this font.

solid.ini

This font indicates file names and path expressions.

[]

Square brackets indicate optional items; if in bold text,
brackets must be included in the syntax.

A vertical bar separates two mutually exclusive choices in a
syntax line.

Curly brackets delimit a set of mutually exclusive choices in
a syntax line; if in bold text, braces must be included in the

syntax.

An ellipsis indicates that arguments can be repeated several
times.

A column of three dots indicates continuation of previous
lines of code.
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1 Overview of solidDB administration

The solidDB server is designed for ease of deployment and continuous, unattended
operation.

Installation

The solidDB server is delivered as a single installation program file. All the drivers
and utilities are included in the installation package.

For details on the installation alternatives and the package contents, see the IBM
solidDB Getting Started Guide.

Creating a database

When solidDB is started, it checks if a database exists. If a database does not exist,
solidDB prompts you to create a database.

After the database has been created, solidDB starts listening to the network for
client connection requests. In Windows environments, a solidDB icon appears, but
in most environments solidDB runs invisibly in the background as a daemon
process.

Administration interface

The main administration interface for the solidDB server is the ADMIN COMMAND SQL
extension that is used to executed administrative commands. The ADMIN
COMMAND:s are used for operations such as creating backups of the database,
invoking performance monitoring, or displaying information about users connected
to the database. The ADMIN COMMAND:s can also be used for changing certain
configuration settings dynamically.

The solidDB package includes two command-line utilities that you can use to
execute the administrative commands.

solidDB SQL Editor (so1sql)
solidDB SQL Editor (solsql) is a console tool that you can use to issue
SQL statements and solidDB ADMIN COMMANDs at the command
prompt. You can also execute script files that contain the SQL statements.

solidDB Remote Control (solcon)
solidDB Remote Control (solcon) is a console tool for administration; users
with administrator rights can issue ADMIN COMMANDs at the command
prompt or by executing a script file that contains the commands. With
solcon, the ADMIN COMMAND:s can be issued as part of the solcon
startup command line.

Because only users with administrator rights can access solcon, if only
solcon is deployed at a production site, the administrators cannot
accidentally execute SQL statements that could change the data.

Additionally, if you are using solidDB with the linked access methods, the solidDB
Server Control API (SSC API) gives the application programmatic control over task
execution. The SSC API functions are available for assigning priorities for such
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tasks as database backup, database checkpoint, and merge of the Bonsai Tree. The
priority assignment determines in what order a task is run once it is executed.

For more details on the SSC API, see IBM solidDB Shared Memory Access and Linked
Library Access User Guide.

Configuration

Most solidDB server configuration settings are defined using configuration
parameters. There are two solid.ini configuration files, one for the server and one
for the ODBC client. Neither configuration file is obligatory. If there is no
configuration file, the factory values are used. Also, all parameters do not need to
be present in the solid.ini file. If a parameter is not present in the solid.ini file
or if the value for a particular parameter is not set, the factory value is used.

You can set the configuration parameter values by editing the solid.ini
configuration file manually or, in most cases, using ADMIN COMMAND:s.

Some parameter settings can also be overridden per session or per transaction by
using the SQL commands SET or SET TRANSACTION. You can also define the
settings per connection with the ODBC connection attributes or JDBC connection
properties. The precedence hierarchy is the following (from high precedence to low
precedence):

* SET TRANSACTION: transaction-level settings

* SET: session-level settings

* ODBC connection attributes and JDBC connection properties

* Parameter settings specified by the value in the solid.ini configuration file

* Factory value for the parameter

Additionally, you can control some solidDB server operations with the following
options:

* solidDB command-line options at startup

* environment variables

* ODBC and JDBC client connect string arguments

Related concepts:

.3, “Creating a new database,” on page 13|
solidDB databases are created at solidDB server startup.

B, “Configuring solidDB,” on page 37
The various solidDB configuration options help you to meet your environment,
performance, and operation needs.

Related reference:

[Appendix A, “Server-side configuration parameters,” on page 213|

The server-side configuration parameters define various performance, memory and
disk usage, and other characteristics of the solidDB server. Generally, the factory
value settings offer the best performance and operability, but in some special cases
modifying a parameter might improve performance.

[Appendix B, “Client-side configuration parameters,” on page 267|

The client-side configuration parameters define various characteristics for usage of
the solidDB ODBC client and solidDB tools such as solidDB SQL Editor (sol1sql).
The client-side parameters are stored in the client-side solid.ini configuration file
and are read when the client starts.

[Appendix C, “solidDB command-line options,” on page 271
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[Appendix D, “Environment variables,” on page 275

[Appendix F, “solidDB ADMIN COMMAND syntax,” on page 359
This appendix describes the solidDB ADMIN COMMAND syntax. This command

set is not part of ANSI SQL; it is an extension that is specific to the solidDB
product.

1 Overview of solidDB administration 3
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2 Administering solidDB

This section describes how to maintain your solidDB installation. The
administration tasks covered in this section are:

* Performing basic solidDB operations, such as starting and stopping the server
* Backing up the server
* Creating checkpoints

* Compacting database files

Important: If you are using solidDB with shared memory access (SMA) or linked
library access (LLA), there are some differences in administration from standard
solidDB. Wherever necessary, references to information specific to the SMA or LLA
configurations in the IBM solidDB Shared Memory Access and Linked Library Access
User Guide are provided.

2.1 Automated and manual administration

The solidDB server is designed for continuous, unattended operation and ease of
deployment. It requires minimal maintenance. Administrative operations, including
backups, can be performed programmatically using ADMIN COMMAND SQL extensions
which can run automatically or at the request by an administrator. When necessary,
you can administer solidDB also manually.

The solidDB server provides the following command-line tools for administration:

solidDB SQL Editor (solsql)
solidDB SQL Editor (solsql) is a console tool that you can use to issue
SQL statements and solidDB ADMIN COMMANDs at the command
prompt. You can also execute script files that contain the SQL statements.

solidDB Remote Control (solcon)
solidDB Remote Control (solcon) is a console tool for administration; users
with administrator rights can issue ADMIN COMMANDs at the command
prompt or by executing a script file that contains the commands. With
solcon, the ADMIN COMMAND:s can be issued as part of the solcon
startup command line.

Because only users with administrator rights can access solcon, if only
solcon is deployed at a production site, the administrators cannot
accidentally execute SQL statements that could change the data.

Additionally, if you are using solidDB with the linked access methods, the solidDB
Server Control API (SSC API) gives the application programmatic control over task
execution. The SSC API functions are available for assigning priorities for such
tasks as database backup, database checkpoint, and merge of the Bonsai Tree. The
priority assignment determines in what order a task is run once it is executed.

For more details on the SSC API, see IBM solidDB Shared Memory Access and Linked
Library Access User Guide.

You can also schedule a subset of ADMIN COMMAND:s to be executed using the
Srv.At connection parameter. See [2.9, “Entering timed commands,” on page 34| for
more details.




2.2 Starting and stopping server

2.2.1 Starting solidDB

You can start solidDB by issuing the command solid [options] at the command
prompt, or in Windows environments, using the Start > Programs > IBM solidDB
menu path.

Before you begin

To start solidDB, a valid license file must be located in your working directory or
in the location specified with a SOLIDDIR environment variable.

About this task

Note: This section applies to standard solidDB only. If you are using solidDB with
shared memory access (SMA) or linked library access (LLA), see the IBM solidDB
Shared Memory Access and Linked Library Access User Guide for instructions on how
to start a SMA or LLA server.

Procedure

To start the solidDB server:

Operating system Procedure

Linux and UNIX In the working directory, enter the command
solid [options] at the command prompt.

When you start the server for the first time,
use the command-line option -f to force the
server to run in the foreground:

solid -f

Windows ¢ Click the icon labeled Start IBM solidDB
server through the Start > Programs >
IBM solidDB menu path.

* In the working directory, enter the
command solid [options] at the
command prompt.

¢ To start the server to run in the
background, enter the command start

solid.
options are
Option Description Examples
-c directory Changes working directory solid -c /data/solid
-f Starts the server in foreground
-m Enables the monitoring facility for

tracing SQL statements.

For more details, see |5, “Monitorina

lsolidDB,” on page 91/

-n name Sets the server name
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Option

Description

Examples

-s install,namefullexepath -c
directory[,autostart]

The Windows version of solidDB is
by default an icon exe version. You
can allow Windows to run solidDB
as a service by using the option -s
install.

Note: After the service is installed, it
must be started manually using the
Windows Services dialog or
command prompt.

The [autostart] parameter sets the
Startup Type of the service to
Automatic, that is, solidDB will run
automatically as a service when
Windows is started. Note, however,
that regardless of the [autostart]
parameter, the service is not started
automatically at the time of install.
For the first time, the service has to
be started manually in the Windows
Services dialog or command prompt.

When the server is running as a
service, the server cannot interact
with the display and cannot create a
new database. The service version
writes warning and error messages
also to the Windows event log.

solid -s"install,SOLID,
D:\SOLID\SOLID.EXE
-cD:\SoLID"

solid -s"install,SOLID,
D:\SOLID\SOLID.EXE
-cD:\SOLID,autostart"

=S remove,name

Removes a Windows service instance
of the solidDB server

solid -s"remove,SOLID"

-s start

Specifies that solidDB starts in a
services mode when, for example,
solidDB is created as a service using
the Windows sc.exe utility.

In the services mode, solidDB cannot
interact with the display and cannot
create a new database.

Note: The - s start option is
included automatically when using
the -s install option.

sc create SOLID binPath=
"c:\soliddb\bin\solid.exe
-cC:\soliddb -sstart"

-U username

Specifies the username for the
database that is being created.

See also options -x execute, - x
executeandnoexit, and -x exit.

-P password

Specifies the password for the
database that is being created.

See also options -x execute, - x
executeandnoexit, and -x exit.

Create a new database with
externally authenticated database
administrator

2 Administering

7



Option

Description

Examples

Encrypts the database.

An encryption password is
mandatory when -E is specified. The
encryption password is needed to
protect the symmetric encryption key
which is stored in an unencrypted
header page of the database file.

Specify the encryption password
using the -x keypwdfile:file_name or
-$S encryption_password option.

solid -C mycatalog -U admin -P adminl23 -E
-x keypwdfile:pwd.txt

solid -C mycatalog -U admin -P adminl23 -E
-S admin456

-S

encryption_password

Specifies the database file encryption
password

password of the database
administrator, creates a new
database, executes SQL statements
from a file, and exits.

You can also use the options -U and
-P to provide the DBA user name
and password.

The input file must be encoded with
a 7-bit or 8-bit character set, such as
ASCII or Latin-1.

-x assert:s Disables emergency exit dialog
-x autoconvert Converts (migrates) the database
format from a previous release
version to the current release version
and starts the server
-x backupserver Used only in HotStandby setups.
Starts the server in a netcopy
listening mode. A server in the
netcopy listening mode accepts only
netcopy operations from the Primary
server.
-C catalog Specifies the database catalog name
-x convert Converts (migrates) database format
to the current format used by
solidDB and starts the server process
-x decrypt -S password Decrypts the database solid -x decrypt -S dba
solid -x decrypt
-x keypwdfile:pwd.txt
-x disableallmessageboxes Hides all message windows
-X errormsgnostop Does not wait for user actions on
error dialogs
-x execute: file_name Prompts for the user name and

solid.exe -x execute:init.sql

solid.exe -x execute:init.sql
-Udba -Pdba

8
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Option

Description

Examples

-x executeandnoexit: file_name

Prompts for the user name and
password of the database
administrator, creates a new
database, executes SQL statements
from a file, but does not exit.

You can also use the options -U and
-P to provide the DBA user name
and password.

The input file must be encoded with
a 7-bit or 8-bit character set, such as
ASCII or Latin-1.

solid.exe -x executeandnoexit:init.sql

solid.exe -x executeandnoexit:init.sql
-Udba -Pdba

-x exit

Prompts for the user name and
password of the database
administrator, creates a new
database, and exits.

You can also use the options -U and
-P to provide the DBA user name
and password.

solid.exe -x exit
solid.exe -x exit -Udba -Pdba

-x forcerecovery

Performs a forced roll-forward
recovery

-x hide

Hides the server icon

-x ignoreerrors

Ignores index errors

-x ignorecrashed

Ignores log files and reverts to
checkpoint

-x inifile:file_name

Specifies the configuration file name,
instead of using the default
solid.ini file in the working
directory

-x infodbfreefactor

Informs about unused pages

The server exits after performing the
task.

See also:-x reorganize.

-x keypwdfile: file_name

Reads the database encryption
password from a file, instead of
command line argument. This way
the password cannot be seen by
running the UNIX command ps.

-x listen:network_name

Sets a listening address

-x migratehsbg2

This command-line switch has two
effects:

* It instructs the server to accept
and convert the existing database
(the same effect as the -x
autoconvert parameter).

* It enables the new Secondary to
communicate with the old Primary
by way of the old replication
protocol.

This parameter is needed only when
upgrading a server that uses
HotStandby.

-x nol ogrecovery

Ignores log files during recovery

-x pathprefix:directory

Uses files in the specified directory
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Option

Description Examples

-x pwdfile: file_name

Reads the password from a file
instead of command line argument.
This way the password cannot be
seen by running the UNIX command
ps.

-x recreate_noconfirm

Creates a new empty database in
place of the existing one

-X reorganize

Compacts the database by removing
unused pages.

The server exits after performing the
task.

-x testintegrity

Performs a full database integrity test
and exits

-x testblocks

Checks the disk block integrity and
produces a report in a ssdebug.out
file.

The server exits after performing the
task.

-x testindex/:size]

Tests database index and exits

The optional [:size] parameter
outputs index size.

-X version Displays the server version and exits
-? Help = Usage
-h Help = Usage

Results

When solidDB is started, it checks if a database exists. The server first looks for a
solid.ini configuration file and reads the value of IndexFile.FileSpec parameter.
Then the server checks if there is a database file with the names and paths
specified in the IndexFile.FileSpec parameter. If a database file is found, solidDB
automatically opens that database. If no database is found, the server creates a
database.

Related tasks:

2.5, “Running solidDB server as a Windows service,” on page 21

solidDB can be run as a service in Windows. The first time you want to run
solidDB as a service, you must install the service, that is, allow Windows to run
solidDB as a service. After that, you can start and stop the services with the
Windows Service dialog or command prompt, or remove the services using
solidDB command-line options.

Related reference:

[Appendix C, “solidDB command-line options,” on page 271

Related information:

[“FileSpec_[1...n] parameter” on page 4§
The Indexfile.FileSpec parameter describes the location and the maximum size of
an index file (database file).
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Modifying Windows shortcuts for solidDB server and solidDB
SQL Editor (solsql)

By default the Start IBM solidDB server and solsql SQL Editor icons in the Start
> Programs > IBM solidDB menu path start programs in the eval_kit\standalone
directory. To change the default settings, modify Properties of the shortcuts.

Modifying Start IBM solidDB server shortcut

By modifying the Properties of the Start IBM solidDB server shortcut you can
specify the working directory, login data and system catalog name, and additional
command-line options used when starting solidDB.

1. Right-click on the Start IBM solidDB server icon.
2. Select Properties and then the Shortcut tab.

3. To change the login data and catalog name (or other startup options), modify
the command-line options given in the Target field:

¢ -C — system catalog name
¢ -P — password
¢ -U — username

For example:
"C:\Program Files\IBM\solidDB\solidDB7.0\bin\solid.exe" -C mycatalog -P mypassword -U myname

See section [Appendix C, “solidDB command-line options,” on page 271 for a
list of available solidDB startup options.

4. To change the working directory, modify the directory path in the Start in field.
For example:
"C:\Program Files\IBM\solidDB\solidDB7.0\eval_kit\mytest\"

Modifying solsql SQL Editor shortcut

By modifying Properties of the solsql SQL Editor shortcut you can specify the
connection information and the login data for the solidDB server to which solidDB
SQL Editor (sel1sql) connects to.
1. Right-click on the solsql SQL Editor icon.
2. Select Properties and then the Shortcut tab.
3. To change the connection information and login data, modify the server name,
username, and password given in the Target field.
For example:
"C:\Program Files\IBM\solidDB\sol1idDB7.0\bin\solsql.exe" "tcp 2315" myname mypassword

You can also specify startup options in the Target field. See section
[“Starting solidDB SQL Editor (solsql),” on page 134| for a list of available
solsql startup options.

2.2.2 Closing a database (preventing new connections)

Closing the database means that new connections to the database are not allowed.
Closing the database does not affect existing user connections.

About this task

You can close the database when you want to prevent users from connecting to the
database. For example, when you are shutting down solidDB, you must prevent
new users from connecting to the database.
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Procedure

To close the database, issue the following command:
ADMIN COMMAND 'close';

Results

After closing the database, only connections from solidDB Remote Control (solcon)
are accepted.

Any new connections fail with the error so1idDB Server Error 14506: The server
is closed, no new connections allowed.

What to do next

To view all existing connections, issue the following command:
ADMIN COMMAND ‘'userlist'

To disconnect specified users from the database, issue the following command:
ADMIN COMMAND 'throwout {username | userid}

To revert the effect of the close command, issue the following command:
ADMIN COMMAND 'open'

Related tasks:

.2.3, “Shutting down solidDB”|

2.2.3 Shutting down solidDB

About this task

This section applies to standard solidDB only. If you are using solidDB with shared
memory access (SMA) or linked library access (LLA), see the IBM solidDB Shared
Memory Access and Linked Library Access User Guide for instructions on how to stop
the solidDB SMA or LLA server.

Procedure

You can shut down the solidDB in the following ways:

* To shut down solidDB programmatically from an application, for example, using
solidDB Remote Control (solcon) or solidDB SQL Editor (solsql):

1. Prevent new connections to solidDB by issuing the following command:
ADMIN COMMAND 'close’

Tip: To revert the effect of the close command, issue the ADMIN COMMAND
'open' command.

2. Exit all users of solidDB (except the current connection) by issuing the
following command:

ADMIN COMMAND 'throwout all'

The throwout all command does not wait for open transactions to finish; it
rolls back all open transactions.

1. Stop solidDB by issuing the following command:
ADMIN COMMAND ‘shutdown'
* To shut down solidDB using a single command, issue the following command:
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ADMIN COMMAND 'shutdown force'

The shutdown force command performs the same operations as close, throwout
all, and shutdown.

* In Windows environments, right-click the server icon and select Close.

* In Windows environments, if you are running solidDB as a service, you can use
the commandsnet stop or sc stop through the Windows system services.

Results

All of the above-mentioned shutdown mechanisms start the same routine; all
buffered data is written to the database file, cache memory is freed, and the server
is shut down. The server shutdown can take a while since the server must write all
buffered data from main memory to the disk.

Related tasks:

P.5, “Running solidDB server as a Windows service,” on page 21|

solidDB can be run as a service in Windows. The first time you want to run
solidDB as a service, you must install the service, that is, allow Windows to run
solidDB as a service. After that, you can start and stop the services with the
Windows Service dialog or command prompt, or remove the services using
solidDB command-line options.

2.3 Creating a new database

solidDB databases are created at solidDB server startup.

When solidDB is started, it checks if a database exists. If a database does not exist,
solidDB prompts you to create a database.

* In Windows environments, a dialog window prompts you for the username and
password of the database administrator, and a name for the default (system)
catalog.

* In Linux and UNIX environments, the following message appears:
Database does not exist. Do you want to create a new database (y/n)?

By answering 'yes', solidDB prompts you for username and password of the
database administrator, and a name for the default (system) catalog.

After accepting the username and password of the database administrator, solidDB
creates the database.

By default the database is created as one file (solid.db) in the solidDB working
directory.

An empty database that contains only the system tables and views uses
approximately 4 MB of disk space. The time it takes to create the database depends
on the hardware platform you are using. If you have a small database (less than 4
MB) and want to keep the disk space less than 4 MB, set the value of the
IndexFile.ExtendIncrement parameter to less than 500 (default). This parameter
and other parameters are discussed in[Appendix A, “Server-side configuration|
[parameters,” on page 213/

After the database has been created, solidDB starts listening to the network for
client connection requests. In Windows environments, a solidDB icon appears, but
in most environments solidDB runs invisibly in the background as a daemon
process.
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2.3.1 Usernames, passwords, and system catalog names

The database system administrator account is created when the solidDB database is
created; the creator of the database has the SYS_ADMIN_ROLE user role. The
system catalog name is also created when the database is created and it cannot be
changed later.

By default, the solidDB server offers a traditional authentication mechanism in
which a user has to provide a valid user ID and password combination to connect
to a database. Alternatively, you can configure solidDB to use an
operating-system-based external authentication mechanism.

Important:

* You must remember your username and password to be able to connect to
solidDB. There are no default user names. The administrator username you enter
when creating the database is the only username available for connecting to the
new database for the first time. If you cannot connect to solidDB because you
have forgotten your system administrator user name or password, contact IBM
Software Support.

* Lowercase characters in user names, passwords, and system catalog names are
converted to uppercase.

* If you try to log in four times with an incorrect username or password, the
system blocks your IP address for a maximum of 60 seconds. This feature cannot
be configured or switched off.

Username
* Minimum length: 2 characters.
* Maximum length: 80 characters

* The username must begin with a letter or an underscore. Use lowercase letters
from a to z, uppercase letters from A to Z, the underscore character "_", and
numbers from 0 to 9.

The database system administrators username cannot be changed with the ALTER
USER command. See Changing DBA username and password in the IBM solidDB SQL
Guide.

Password
* Minimum length: 3 characters.
* Maximum length: 80 characters

¢ The password can begin with any letter, underscore, or number. Use lowercase
letters from a to z, uppercase letters from A to Z, the underscore character "_",
and numbers from 0 to 9.

* You cannot use the double quotation mark (") in the password. The use of
apostrophe ('), semicolon (;), or space (' ') is discouraged, because some tools
might not accept these characters in the password.

* If you plan to use solidDB Remote Control (solcon), do not create passwords
with non-ASCII characters, because solcon does not perform UTE-8 translation
for any input.

* You can also enter the password from a file. For more information, see
[“Entering password from a file,” on page 158.|

* The solidDB passwords do not expire. If you want set up user accounts with
expiring passwords, use the operating-system-based mechanism for
authentication.
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System catalog
* Minimum length: 1 character.
¢ Maximum length: 39 characters

* The system catalog name must not contain spaces.

The solidDB syntax for database object hierarchy is the following:

catalog_name.schema_name.database object
The default schema name is the username.

If you do not specify the catalog and schema name, the server uses the system
catalog and the username of the object creator to determine which object to use.

For details on solidDB catalogs and schemas, see section Managing database objects
in IBM solidDB SQL Guide.

Related concepts:

4.1, “Authentication,” on page 57

Authentication is the mechanism of verifying the identity of a user or an
application. By default, the solidDB server offers a traditional authentication
mechanism in which a user has to provide a valid user ID and password
combination to connect to a database. Alternatively, you can configure solidDB to
use an operating-system-based external authentication mechanism.

l4.1.2, “Operating-system-based external authentication,” on page 58
Instead of the internal solidDB authentication mechanism, the user can be
authenticated by services provided by operating system.

2.3.2 Unicode and partial Unicode database modes

Starting from version 6.5, the solidDB databases can be created in two modes:
Unicode mode or partial Unicode mode (default). This database mode is based on
the encoding of character data types (CHAR, VARCHAR, and so on) in the
solidDB server. Wide character data types (WCHAR, WVARCHAR, and so on) are
Unicode encoded in both modes.

e Unicode mode

In the Unicode mode, the internal representation for character data types is
UTE-8.

The internal representation for wide character data types is UTF-16.
* partial Unicode mode

In the partial Unicode mode, the internal representation for character data types
uses no particular encoding; instead, the data is stored in byte strings with the
assumption that user applications are aware of this and handle the conversion as
necessary.

The internal representation for wide character data types is UTF-16.

The databases created with solidDB version 6.3 or earlier are of the partial
Unicode type.

Important: The default database mode in 6.5 is partial Unicode.
Creating Unicode databases

The solidDB database mode is controlled with the parameter
General.InternalCharEncoding.

* Unicode mode: General.InternalCharEncoding=UTF8
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When the InternalCharEncoding is set to UTF8, the internal representation for
character data types is UTF-8. Both character data types and wide character data
types are converted between the solidDB server and the application.

* partial Unicode mode: General.InternalCharEncoding=Raw

When the InternalCharEncoding is set to Raw, the internal representation for
character data types uses no particular encoding; instead, the data is stored in
byte strings with the assumption that user applications are aware of this and
handled the conversion as necessary. Wide character data types are converted
between the solidDB server and the application.

The databases created with solidDB version 6.3 or earlier are of the partial
Unicode type.

Important: The database mode must be defined when the database is created and
it cannot be changed later.

If the database already exists in either mode and the database mode contradicts the
value of the parameter, the server startup fails with the following error message in
the solerr.out:

Parameter General.InternalCharEncoding contradicts the existing database mode

2.3.3 Setting up database environment

By default the solidDB database files, log, message, and trace files are created in
the solidDB working directory. For production environments, you might want to
set up an environment where, for example, database files, backup files, and log
files are located on different disks.

Default working directory settings

A working directory is the directory that contains the files related to running a
particular solidDB instance.

The following table shows the most common solidDB files, their factory value
locations, and how to modify the locations.

Table 3. solidDB default files

Factory value
File location How to modify
license file (solid.lic or working Define path in SOLIDDIR environmental
solideval.Tlic) directory variable
solid.ini configuration file | working Define path in SOLIDDIR environmental
directory variable
database files (sol1id.db) working Define with IndexFile.FileSpec parameter
directory
transaction log files working Define location with Logging.LogDir
(sol#####.109) directory parameter
or
Define location and file name with
Logging.FileNameTemplate parameter
Note: If you specify a directory for the log
files, the directory must exist before you start
solidDB: solidDB cannot create directories.
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Table 3. solidDB default files (continued)

Factory value
File location How to modify
message file (solmsg.out) |working Location and name cannot be changed; the
directory solmsg.out file is always output in the
working directory.
error file (solerror.out) working Location and name cannot be changed; the
directory solerror.out file is always output in the
working directory.
trace file (soltrace.out) working Define with Com.TraceFile parameter
directory
backup files <working Define with General.BackupDirectory
directory>/ parameter
backup Note: The directory for the backup files must
exist before you make a backupsolidDB:
solidDB cannot create directories.

Recommendations for production environments

* If you do not want to run the installer on your production environment node,
install solidDB on a separate node and copy the executable programs, libraries,
and drivers manually to your production node, as applicable for your setup.

* To prevent loss of data in a disk failure, store the database files and transaction
log files on different physical drives. Using different physical drives also
provides best performance, especially during database checkpoints when both
database files and transaction log files are written at the same time.

* Use local disks (instead of network disks) for storing the database files and log
files.

Using local disks is especially important with a solidDB HotStandby setup. The
HotStandby configurations are targeted for environments with shared nothing
architecture. Such architecture is best achieved by having the primary and
secondary databases in separate nodes, each using local disks. Network disks
have a risk of being a logical/physical single point of failure in the system.

Related concepts:

5.1, “Viewing error messages and log files,” on page 92|

By default, solidDB outputs errors and messages in the solmsg.out and
solerror.out log files in the solidDB working directory. To view the descriptions
of single or all error messages, use ADMIN COMMAND 'errorcode’.

Related information:

B.1.1, “Configuration files and parameter settings,” on page 3|

There are two different solid.ini configuration files, one for the server and one
for the ODBC client. Neither configuration file is obligatory. If there is no
configuration file, the factory values are used.

[“Managing database files and caching (IndexFile section)” on page 47

.7, “Performing backup and recovery,” on page 24|

.6, “Running several servers on one computer,” on page 23|

2.3.4 solidDB configuration file (solid.ini)

When you start solidDB, it reads configuration parameters from the solid.ini
configuration file.
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The solid.ini file specifies parameters that help you customize and optimize the
solidDB database server. For example, the IndexFile.FileSpec parameter in the
solid.ini file specifies the directory and file names of the data files in which the
server stores the user data. Similarly, the IndexFile.BlockSize parameter specifies
the block size for the database. The block size affects performance and also limits
the maximum record size.

You can find a complete description of all parameters, details about the proper
format of the solid.ini file, and instructions for specifying solid.ini
configuration parameters in|Appendix A, “Server-side configuration parameters,”|
on page 213.| For more details about setting parameters, see E, ”Conﬁguringj
s0lidDB,” on page 37.|

2.3.5 Setting database block size (BlockSize) and location
(FileSpec)

The default block size for the solidDB database file is 16 KB. The block size is
defined in multiples of 2 KB. The minimum block size is 2 KB and the maximum
is 64 KB. The maximum size of the database is 64 TB.

The block size is set with the parameter Indexfile.BlockSize. If you want solidDB
to create a database with a different block size, you have to set the
Indexfile.BlockSize value before creating a database. If you have an existing
database, remember to move the old database (.db) and log files (.log) to another
directory; the next time you start solidDB, a new database is created.

To modify the constant value for the new database, add the following lines in the
solid.ini file, providing the size in bytes :

[IndexFile]
BlockSize=size_in_bytes

The unit of size is 1 byte (as in all size-related parameters). You can also use the
unit symbols of K for KB and M for MB.

After you save the file and start solidDB, solidDB creates a database with the new
constant value from the solid.ini file.

Similarly, you can also modify the Indexfile.FileSpec parameter to define the
following:

¢ Name and location of the database files — the default file name is solid.db and
the default location is the solidDB directory

* Maximum size (in bytes) the database file can reach — the default value is
2147483647, which equals 2 G-1 bytes. The maximum file size is (4
G-1)*blocksize. With the default 16 KB block size, the maximum is 64 TB - 1.

You can also use the Indexfile.FileSpec parameter to divide the database file into
multiple files and onto multiple disks. Multiple database files are useful if you
create a large physical database.

For details on configuring the database file locations and sizes with the
Indexfile.FileSpec parameter, read [“Managing database files and caching]
(IndexFile section)” on page 47|
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2.3.6 Defining database objects

The solidDB database objects include catalogs, schemas, tables, views, indexes,
stored procedures, triggers, and sequences. By default, database object names are
qualified with the user name of the object creator and a system catalog name. You
can also specify that database objects are qualified by a schema name.

You can use catalogs and schemas to organize your data. The use of schemas in
solidDB conforms to the SQL standard, but the use of catalogs is an extension to
the SQL standard.

Catalogs and schemas allow you to group database objects (tables, sequences, and
so on) in a hierarchical way. Typically you put related items into the same group.
For example, all the tables related to the accounting system might be in one group
(for example, a catalog), while all the tables related to the human resources system
might be in another group. You can also group database objects by user. For
example, all of the tables used by Jane Smith might be in a single schema.

Catalogs are the highest (broadest) level of the hierarchy. Schema names are the
mid-level. Specific database objects, such as tables, are the lowest (narrowest) level
of the hierarchy. Thus, a single catalog may contain multiple schemas, and each of
those schemas may contain multiple tables.

Object names must be unique within a group, but do not have to be unique across
groups. For example, the schemas named after the users Jane Smith and Robin
Trower might each have a table named BILLS. These two tables have nothing to do
with each other. They can have different structures and different data, even though
they have the same name. Similarly, the catalog ACCOUNTING_CATALOG and
the catalog HUMAN_RESOURCES_CATALOG might each have a schema named
DAVID_JONES. Those schemas are unrelated to each other, even though they have
the same name.

If you want to specify a particular table and the table name is not unique in the
database, you can identify it by specifying the catalog, schema, and table name, for
example, ACCOUNTING_CATALOG.DAVID_JONES.BILLS.

If you do not specify the complete name (that is, if you omit the schema, or the
schema and the catalog), the server uses the current/default catalog and schema
name to determine which table to use.

In general, a catalog can be thought of as a logical database. A schema typically
corresponds to a user.

Size limitations on database objects

solidDB supports a practically unlimited number of tables, rows, and indexes.
Character strings and binary data are stored in variable length format. This feature
saves disk space. It also makes programming easier on developers since the
lengths of strings or binary fields do not have to be fixed. The maximum size for a
single column value is 2G-1 bytes.

You can set the maximum size of LONG VARCHAR (or CLOB) columns that are

used in string functions by using the Sq1.MaxBl1obExpressionSize parameter. By
default, the size is 1 MB (1 megabyte).
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For efficiency, the solidDB server can store BLOB data outside the table. When
BLOBs (Binary Large Objects), such as objects, images, video, graphics, or digitized
sound are larger than a particular size, the server automatically detects the BLOBs
and stores the objects to a special file area that has optimized block sizes for large
files. Administrative actions are not required. For more information, see section
BLOBs and CLOBs in the IBM solidDB SQL Guide.

2.4 Connecting to solidDB with solidDB tools (solsql and solcon)

After starting solidDB, you can connect to the server from your workstation using,
for example, the solidDB data management tools, solidDB SQL Editor (sel1sql) or
solidDB Remote Control (sol1con).

Note: This section applies to standard solidDB only. If you are using solidDB with
shared memory access (SMA) or linked library access (LLA), see the IBM solidDB
Shared Memory Access and Linked Library Access User Guide for instructions on how
to connect to a SMA or LLA server.

To connect to solidDB:

1. View the solmsg.out file in your database directory for valid network names
that you can use to connect to solidDB

The following messages indicate what names you can use.
Listening of 'tcp hobbes 1313' started.

2. Start one of the following tools and give the network name of the server as a
command-line parameter:

Table 4. Connecting to solidDB

Tool

Command

solidDB Remote Control (solcon) solcon "networkname" [userid [password]]

For example:
solcon "tcp hobbes 1313"

If you do not specify the DBA user name and password on the command line, solcon
prompts you to enter them.
Important: You must have administrator rights (SYS_ADMIN_ROLE) to use solcon.

solidDB SQL Editor (so1sql)

solsql "networkname" [userid [password]]

For example:
solsql "tcp hobbes 1313"

If you do not specify the DBA user name and password on the command line, solsql
prompts you to enter them.

20

After a while, you see a message indicating that a connection to the server has
been established.

Related concepts:

6, “Managing network connections,” on page 117]

Applications can connect to the solidDB server using network drivers or by linking
to the server directly. The solidDB product supports multiple network protocols
and connection types simultaneously.

Related information:

[7, “Using solidDB data management tools,” on page 131
The solidDB product includes a set of data management tools which are
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command-line utilities for performing various database tasks.

2.5 Running solidDB server as a Windows service

solidDB can be run as a service in Windows. The first time you want to run
solidDB as a service, you must install the service, that is, allow Windows to run
solidDB as a service. After that, you can start and stop the services with the
Windows Service dialog or command prompt, or remove the services using
solidDB command-line options.

2.5.1 Starting solidDB server as a service for the first time

The first time you want to run the solidDB server as a service, you must first
install the service, and then start the service with the Windows Service dialog or
command prompt.

Before you begin

If you have not created a database before, you must create the database by
starting the server for the first time as a foreground process. If solidDB is
running as a service, it does not interact with a display and cannot create a new
database. You can start the server as a foreground process from the command
line with the command solid or use the Start IBM solidDB icon in the
Programs menu.

The solidDB that you intend to run as a service cannot be located on a network
drive.

Procedure

1.

Allow (install) Windows to run solidDB as a service.

In the command prompt, issue the following command:

solid -s"install,<service_name>,<fullexepath> -c<working directory>[,autostart] [<option>]"
where

<service_name> is the name of the service

<fullexepath> is the full path for solid.exe

<working directory> is the full path for solidDB working directory (where
your solid.ini configuration file and license file are located)

autostart is an optional parameter that sets the Startup Type of the service to
Automatic, that is, solidDB runs automatically as a service when Windows is
started.

Note:
Regardless of the autostart parameter, the service is not started automatically

at the time of installation. For the first time, the service has to be started
manually in the Windows Services dialog or command prompt.

<option> can be one of the|Appendix C, “solidDB command-line options,” on|

For example, when using an encrypted database, the encryption
password must be provided with the -S<password> option. Example 1

The following command installs a service named SOLID (with Startup Type
Manual) when solidDB is installed into the directory C:\soliddb and the
working directory is C:\soliddb.

solid -s"install,SOLID,C:\soliddb\bin\solid.exe -cC:\soliddb"

Example 2
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The following command installs a service named SOLID (with Startup Type
Automatic) when solidDB is installed into the directory C:\soliddb and the
working directory is C:\soliddb. The next time Windows is started, solidDB
runs automatically as a service.

solid -s"install,SOLID,C:\soliddb\bin\solid.exe -cC:\soliddb,autostart"

Example 3

The following command installs a service named SOLID (with Startup Type
Manual) when solidDB is installed into the directory C:\soliddb and the
working directory is C:\soliddb. The solidDB database is encrypted; the
encryption password is abcd.

solid -s"install,SOLID,C:\soliddb\bin\solid.exe -Sabcd -cC:\soliddb"
Tip:

Alternatively, you can create the service using the Windows command-line
utility sc.exe. In that case, to start solidDB in a services mode, you must
include the solidDB -sstart command-line option in the command. For
example:

sc create SOLID binPath= "c:\soliddb\bin\solid.exe -cC:\soliddb -sstart"

The -sstart command-line option is required to remove the GUI-based
interactions between the solidDB server and the user. Programs running as a
Windows service cannot use GUI-based interactions.

2. Start the service manually in the Windows Services dialog or command
prompt.

* You can access the Windows Services dialog through Control Panel: Control
Panel > Administrative Tools > Services.

* In the command prompt, issue the following command:
sc start <service_name>
or
net start <service name>

Results

When running as an Windows service, solidDB will log warning and error
messages to the Windows event log. These messages can be viewed from Windows
by using the Event Viewer, available through Control Panel: Control Panel >
Administrative Tools > Event Viewer. Messages are also logged to the solmsg.out
file.

2.5.2 Starting and stopping solidDB services

The solidDB services can be started and stopped using the Windows Services
dialog or command prompt.

Procedure

* You can access the Services dialog through Control Panel: Control Panel >
Administrative Tools > Services.

* In the command prompt,
— issue the following command to start the service:
sc start <service_name>
or
net start <service_name>
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— issue the following command to stop the service:
sc stop <service_name>
or
net stop <service_name>

where <service_name> is the name of the service you want to start or stop.

2.5.3 Removing solidDB services

You can remove the solidDB services using solidDB command-line options.

Procedure
1. Stop the service in the Windows Services dialog or command prompt.

* You can access the Windows Services dialog through Control Panel: Control
Panel > Administrative Tools > Services.

* In the command prompt, issue the following command:
sc stop <service_name>
or
net stop <service_name>

where <service_name> is the name of service you want to stop.
2. Remove the solidDB service.

In the command prompt, issue the following command:
solid -s"remove,<name>"

Example
The following command removes a service named SOLID.
solid -s"remove,SOLID"

2.6 Running several servers on one computer

In some cases, you might want to run two or more databases on one computer. For
example, you might need a configuration with a production database and a test
database running on the same computer.

solidDB uses a concept of a working directory. Typically the working directory
contains files related to running a particular solidDB instance:

* license file

e solid.ini configuration file
» database files

* transaction log files

* message and trace files

If you want to run several servers concurrently on one computer, you have to set
up separate working directories for each solidDB instance.

To run several servers on one computer:
* Start each solidDB server process in its working directory,
or

* Use the command-line option -c directory_name to change the working directory.
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To avoid network conflicts, use different network listen names for each server in
the solid.ini configuration files.

Example:

To start two solidDB server instances:

1. Create two working directories. For example:
¢ C:\solidl
* C:\solid2

2. Copy the license file into both directories.

3. In each working directory create a solid.ini configuration file, specifying
different listen names.

For example:
solid1:

[Com]
Listen=tcpip 2315

solid2:

[Com]
Listen=tcpip 2316

4. In the solidDB installation root directory:
a. Start the first solidDB server instance with the following command:
bin\solid -c C:\solidl
b. Start the second solidDB server instance with the following command:
bin\solid -c C:\solid2

2.7 Performing backup and recovery

Backups are made to secure the information stored in your database files. If your
database files become corrupted or they are lost due to a system failure, you can
restore the database from the backup files. To ensure that data is secure in the
event of a system failure, back up the master database (and possibly the replica
databases) regularly.

solidDB supports both local backups and backups made over the network, that is,
network backups.

* Local backup produces a copy — one database file — of the current logical
database, which possibly consists of multiple files.

* Network backup does the same local backup except that the backup database is
sent over the network to Network Backup Server.

The following sections describe how to back up your solidDB databases and
recover from system failure.

For guidelines for backing up and restoring the master and replica databases, see
the IBM solid DB Advanced Replication User Guide.

2.7.1 Making local backups
You can initiate a local backup by entering the following command in selsql:
ADMIN COMMAND 'backup [-s] [dir backup dir]'

Available options for the backup command:
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Table 5. Options for the backup command

Option Description

-s Synchronized execution. The call returns either when the backup
is completed or due to an error.

dir backup dir is a path expression determining the backup directory

in the local file system.

If the backup directory is omitted, it must be specified in the
solid.ini configuration file with the General.BackupDirectory
directory.

If the specified backup directory does not exist, solidDB returns
error Database Error 10030: Backup directory directory name
does not exist.

Important: If two databases are copied to the same directory, the earlier is
overwritten by the latter. The backup dir must be different at least for each
database. Moreover, although database files can be stored to different directories
and partitions at the source server, they all are copied to the same backup
directory. Therefore, identically named database files will conflict in the backup
directory. As a consequence, only the most recent backup file among the identically
named file has a backup copy in the backup directory.

2.7.2 Making backups over network

You can send a backup database over the network to any host running a solidDB
server. A server playing the role of the backup receiver is called a NetBackup Server.
By default, any solidDB server instance can acts as the NetBackup Server.

By default, the netbackup operation copies the database to one flat file in the
NetBackupDirectory, even if the logical database consists of multiple files. Instead
of flattening the structure to one file, you can define multiple files to which the
source database files are mapped to during the netbackup operation. You map the
source and target files in a backup.ini file that must be stored on the target server
in the directory defined with the General.NetBackupDirectory parameter.

Making netbackup

Start a network backup (netbackup) with the following command:

ADMIN COMMAND 'netbackup [options] [DELETE_LOGS | KEEP_LOGS]
[connect connect str] [dir backup dir]'

where

* options can be:

Table 6. Options for the netbackup command

Option Description

-s Synchronized execution.

The call returns either when the netbackup is completed or if there is an
error.

-1 Executes a full database integrity check

-i Executes a database index integrity check

* DELETE_LOGS | KEEP_LOGS defines whether backup logs are deleted or kept in the
source server. Default is DELETE_LOGS.
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Note:
— DELETE_LOGS is referred to as Full backup

— KEEP_LOGS is referred to as Copy backup. Using KEEP_LOGS corresponds to
setting the General.NetbackupDeletelog parameter to "no".

* connect connect str specifies the connection to the NetBackup Server. If connect
str is omitted, it must be specified in the solid.ini configuration file. For the
full connect string syntax, see [“Format of the connect string” on page 52.|

* dir backup dir defines the backup directory in the NetBackup Server. The path
can be either absolute or relative to the netbackup root directory.

Important: If two databases are copied to the same directory, the earlier database
copy is overwritten by the latter. The backup dir directory cannot point, for instance,
to the root directory of the Netbackup Server.

Note:

e The command ADMIN COMMAND 'netbackup' is not supported within the Srv.At
configuration parameter.

* The command ADMIN COMMAND 'status netbackup' is synonymous to ADMIN
COMMAND 'status backup'; it reports on both local and network backups.

* The command ADMIN COMMAND 'netbackuplist' is synonymous to ADMIN COMMAND
"backuplist'; it reports on both local and network backups.

Flat and deep NetBackup directory structures

The NetBackup Server sees all the database files sent to it as one logical database
even though the source database can consist of multiple files stored in different
directories and on different permanent storage devices. By default, netbackup
copies all the files of the source database to a single directory, that is, the
user-specified netbackup directory.

It is, however, possible to explicitly specify the directories, names, and sizes of the
backup files stored into the file system of the NetBackup Server. The directories,
names, and file sizes are specified in a backup.ini netbackup configuration file in
the netbackup directory. The backup.ini file follows the syntax of [IndexFile]
section in solid.ini configuration file. Therefore, in addition to the section name,
the backup.ini file can include multiple specifications for file names and sizes.
Formally the syntax is as follows:

[IndexFile]
FileSpec [1...N]=[path/]1file name [maximum file size]

A NetBackup Server with a backup.ini file receives the incoming database as a
whole, splits it into N separate parts, and stores the parts as files as specified in
the backup.ini file.

Tip:

To retain the directory structure of the source server, copy and rename the source
server's solid.ini to backup.ini and move it to the backup directory at the
NetBackup Server. The NetBackup Server reads only the
IndexFile.FileSpec_[1...N] specifications, creates similar directory structure, and
stores backup files with their original properties to the NetBackup Server.

IBM solidDB: Administrator Guide



2.7.3 Configuring and automating backups

Both local and network backup settings can be configured in the solid.ini
configuration file. If you want to automate backups, you can initiate the backup
using the solidDB facility for entering timed commands.

The optional configuration settings for local and network backups can be set
beforehand in the solid.ini configuration file, except for the synchronized
execution, -s option. The following tables show the corresponding ADMIN
COMMAND options and parameter settings.

Important: The options entered in ADMIN COMMAND override the
corresponding parameter settings.

Table 7. ADMIN COMMAND 'backup' and solid.ini parameter correspondence for local backups

ADMIN COMMAND 'backup'
option Value Parameter

dir backup dir General.BackupDirectory=backup dir

Default: backup

Corresponding ADMIN COMMAND options and configuration parameters for
netbackup

Table 8. ADMIN COMMAND 'netbackup' and solid.ini parameter correspondence for network backups

ADMIN COMMAND
'netbackup' option Value Parameter

connect connect str General .NetBackupConnect=connect str

Default: no default

dir backup dir General.NetBackupDirectory=backup dir

Default: no default

netbackup DELETE_LOGS General .NetbackupDeleteLog=yes

Default: yes

netbackup KEEP_LOGS General .NetbackupDeleteLog=no

Default: yes

Example: Setting local backup directory with the
General.BackupDirectory parameter

1. Define the default backup directory with the General.BackupDirectory
parameter.

[General]
BackupDirectory=weekly_backups

2. Start the backup by issuing the following command:
ADMIN COMMAND 'backup'

Automating backups using timed commands

You can automate local backups by using the solidDB facility for entering timed
commands.
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To automate backups, use the Srv.At parameter to define the time and location of
the backups.

[Srv]
At = [day] [HH:MM] backup [directory], [[day] [HH:MM backup [directory]]

day ::=sun | mon | tue | wed | thu | fri | sat

If you do not specify the location for the backup file with directory, the directory
defined with the General.BackupDirectory parameter is used.

Automating daily backups using time commands

The following Srv.At setting starts a backup every day at 1:30 am. To ensure that
at least a week old backup is available, the backups are stored in different
directories each day.

[Srv]

At=sun 01:30 backup bckup_sun, mon 01:30 backup bckup_mon,

tue 01:30 backup bckup_tue,wed 01:30 backup bckup_wed,

thu 01:30 backup bckup_thu, fri 01:30 backup bckup_fri,

sat 01:30 backup bckup_sat

Related tasks:

0.9, “Entering timed commands,” on page 34|

solidDB has a built-in timer which allows you to automate your administrative
tasks. You can use timed commands to execute operating system commands, to
create backups, checkpoints, and database status reports, to open and close
databases, and to disconnect users and shut down servers.

Related reference:

|A.4, “General section,” on page 217

Related information:
[E.1, “ADMIN COMMAND,” on page 359

2.7.4 What happens during backup

Both local and network backups create a self-contained and self-consistent image of
a database by copying necessary files to the user-specified backup directory.

Every backup makes a checkpoint as its first action. This guarantees that the
possible restore starts with as fresh backup as possible. This way, the slower
roll-forward portion of the restore is minimized. The following files are then
copied by default to the specified backup directory:

* Database files containing the checkpointed database itself

* Log files including changes made by those transactions that are active when the
backup takes place

* solmsg.out database message file (provided for convenience in diagnosing
problems — the message file is not required during a restore), and

e solid.ini configuration file is also copied by default because after a disk crash
the original might be destroyed (the configuration file is not required during a
restore).

The solid.Tic license file is not automatically copied.

Note: The name of the database files and their maximum size are specified in the
FileSpec[1...N] parameters in the [IndexFile] section of the solid.ini
configuration file. The name and location of log files is specified in the [Logging]
section of the configuration file.
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The log files are typically deleted from the source server after they have been
copied to the backup directory since they have become useless. The deletion is part
of the default backup procedure and it is referred to as full backup.

It is, however, possible to retain all the log files produced over time by the update
transactions in the database server directory. Keeping all the log files is
space-consuming but allows, for instance, bringing the database up-to-date by
re-executing all the updates by using the log files only. This backup type is called
copy backup.

Note: If you want to use copy backups, that is, retain the full log file history, you
must also ensure that the log files are not deleted at the end of checkpoint. To
prevent deletion of log files, set the General.CheckpointDeletelLog parameter to no.

Local backup

In local backup the database and the log files are copied from the database
directory to user specified backup directory accessible from within the same
machine.

If the backup directory already includes files with same names, they are
overwritten. If the specified backup directory does not exist, the backup fails and
the call returns an error.

CAUTION:

Ensure that backup and database directories are both on different physical
device and in different file system than database files. If one disk drive is
damaged, you lose either your database files or backup files but not both.
Similarly, if one file system fails, either the backup or the database files
survives.

Network backup

Network backup (netbackup) is a facility for storing the whole database at some
remote location. Netbackups are performed using a solidDB Netbackup Server
whose function is to receive backups over the network. One Netbackup Server can
serve multiple simultaneous backup source servers.

Similarly to local backup, the files are written into a user specified directory in the
Netbackup Server. If the target netbackup directory includes files with the same
names, they are overwritten. Unlike the local backup, if the specified remote
directory does not exist, it is created automatically.

solidDB Netbackup Server requires the administrator privileges from the caller of
netbackup. Less privileged users can perform netbackup by using stored
procedures that are created by an administrator. In that case, the user must be
granted the right to execute the procedure.

Netbackup can be performed between different server versions if they are
netbackup compatible. By principle, a newer version of the Netbackup Server can
serve older versions of source servers. In other cases, the protocol version is
checked and an incompatibility error is returned at the request for a netbackup. By
principle, a newer version of the Netbackup Server can serve as a target server for
an older version of source server.
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2.7.5 Administering network backup server

Every solidDB database server since version 4.5 also acts as a Network Backup
Server. However, you must specify the netbackup root directory using the
Srv.NetBackupRootDir parameter.

The path is relative to the working directory and the default is the working
directory.

You can shut down a Netbackup Server by following the normal shutdown
sequence and using the normal close and shutdown commands.

1. ADMIN COMMAND 'close’

No new netbackup requests are accepted.
2. ADMIN COMMAND 'throwout all'

Cancels the backups in progress.
3. ADMIN COMMAND 'shutdown"

Shuts down the server.

2.7.6 Monitoring and controlling backups

solidDB offers a set of ADMIN COMMANDs for monitoring and controlling
backups.

The syntax is as follows:
ADMIN COMMAND 'command'

where command is any of the options presented in the following table.

Table 9. Backup and netbackup commands

Local backup command Network backup command Description

status backup status netbackup Displays the status of the most recent
backup.

backuplist netbackuplist Displays a status list of last backups.

info bcktime

- Displays the time of the latest completed
backup.

abort backup

abort netbackup Cancels the ongoing backup process.

Querying the list of all completed backups and their success
status

To query the list of all completed backups and their success status, issue the
following command:

ADMIN COMMAND 'backuplist'
Canceling an active network backup operation

To cancel an active network backup operation, issue the following command:
ADMIN COMMAND 'abort netbackup'
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2.7.7 Correcting a failed backup

When solidDB is performing a backup — local or network — the command
ADMIN COMMAND 'status [backup | netbackup]'

returns the value "ACTIVE". The default option is backup. Once the backup is
completed, the command returns either "OK" or "FAILED".

If the backup failed, you can find the error message that describes the reason for
the failure in the solmsg.out file in the database directory. Correct the cause of the
error and try again.

2.7.8 Troubleshooting backups
Backup media is out of disk space

Making a backup requires the same amount of disk space as the database being
backed-up. Ensure that you have enough disk space in the backup storage device.

Invalid path for backup directory

The backup directory must be a valid path name in the server operating system.
For example, if the server runs on a UNIX operating system, path separators must
be slashes, not backslashes.

Local backup directory does not exist

If you specify a non-existent backup directory, the server prints an error message
and the backup fails. If you perform backups as timed operations, you can ensure
the success of backups from solmsg.out file.

Local backup directory is the same as the database directory

If the backup copies database files with their original names to the target directory,
same source and target directory names leads to a file sharing conflict.

solidDB network backup server does not exist in the specified
location

If you try to start a network backup without setting up solidDB network backup
server properly, the netbackup fails.

Backup slows down the database

Backup can slow down the database if the backup uses same storage resources as
the database. Slowdown can happen, for example, in the following cases:

* The backup write uses the same device controller as the database.
* The backup write uses the same physical storage device as the database.
* The operating system buffers large amounts of the backup data into memory.

2.7.9 Restoring backups

You can restore the database to the state it was in when the backup was created.
Furthermore, you can revive a backup database to the current state by using log
files generated after the backup was made. Those log files include information
about the data inserted or updated since the latest backup.
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Preparing netbackup files for recovery
You might need to take the following two preliminary steps before a database can
be recovered from remote backup files.

1. If the backup.ini file was not used, the original naming and sizing of the
database files must be restored from the solid.db file.

2. All the backup files must be copied to the node where the restore takes place.

Besides these steps, restoring a netbackup is similar to restoring local backup.

Returning to the state of the last backup
1. Shut down solidDB, if it is running.

2. Delete all log files from the log file directory. The default log file names are
s0100001.70g, s0100002.10g, and so on.

3. Copy the database files from the backup directory to the database file
directory.

4. Start solidDB.

Recovery is not performed because no log files exist.

Refreshing database from the backup to the current state
1. Shut down solidDB, if it is running.
2. Copy the database files from the backup directory to the database directory.

3. Copy the log files from the backup directory to the log directory. If the same
log files exist in both directories, do not overwrite the newer log files with the
older backup log files.

4. Start solidDB.

solidDB uses the log files automatically to perform a roll-forward recovery.

Recovering from abnormal shutdown

If the server was closed abnormally, that is, if it was not shut down using the
procedures described earlier, solidDB automatically uses the log files to perform a
roll-forward recovery during the next startup. No administrative procedures are
required to start the recovery.

2.7.10 Transaction logging

Transaction logging guarantees that no committed operations are lost in the case of
a system failure. When an operation is executed in the server, the operation is also
saved to a transaction log file. The log file is used for recovery in case the server is
shut down abnormally.

There are two different logging modes:

Ping-pong method
This method uses the last two allocated disk blocks in the log file to write
the two latest versions of the same logical incomplete disk block. The
ping-pong method toggles between these two blocks until one block
becomes full.

Overwriting method
This method rewrites incomplete blocks at each commit until it becomes
full. It can be used when data loss from the last log file disk block is
affordable.
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solidDB allows you to decide whether you want to use logging or not. If logging is
used, abnormally shut down databases can be restored to the state they were at the
moment the failure took place. If the logging is disabled, databases can be restored
to the backup state only. Transaction logging is enabled by default. If the full
transaction recovery is not needed, logging can be disabled by setting the
Logging.LogEnabled parameter to no.

Logging can be synchronous or asynchronous, depending on the transaction
durability setting. For more information about transaction durability, see
[“Logging and transaction durability,” on page 163

2.8 Creating checkpoints

A checkpoint updates the database file or files on disk. Specifically, the checkpoint
copies pages from the memory cache of the database server to the database file on
the disk drive. The server does the copy in a transactionally-consistent way; in
other words, it copies only the results of committed transactions. The result is that
all of the data in the database file is committed data from complete transactions. If
the server fails between checkpoints, the disk drive has a consistent and valid
(although not necessarily up-to-date) snapshot of the data.

Between checkpoints, the server writes committed transactions to a transaction log.
If the server fails, any transactions committed since the last checkpoint can be
recovered from this transaction log. After a system crash, the database will start
recovering transactions from the latest checkpoint.

Checkpoints can be seen as the main write operations to the database files on disk.
The server does not write the results of each individual INSERT/UPDATE/
DELETE statement (or even the result of each transaction) to the disk as it
happens. Instead, the server accumulates committed transactions (in the form of
updated pages in memory) and writes them to the disk only during checkpoints.
The server can also use part of the database file as swap space if the server cache
overflows. In this situation, the server also writes to the database file.

solidDB has an automatic checkpoint creation daemon, which creates a checkpoint
after a certain number of writes to the log files. For more information about
controlling the frequency of checkpoints, see[8.7, “Tuning checkpoints,” on page
176.

Checkpoints apply also to persistent in-memory tables, not only disk-based tables.

Note: There can be only one checkpoint in the database at a time. When a new
checkpoint is created successfully, the older checkpoint is automatically erased. If
the server process is terminated in the middle of checkpoint creation, the previous
checkpoint is used for recovery.

A checkpoint can require a substantial amount of I/O, and can affect the
responsiveness of the server while the checkpoint is occurring.

Creating checkpoints manually
Before and after a database operation, you might want to create a checkpoint

manually. To create a checkpoint manually, use the ADMIN COMMAND 'makecp'’
command.
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You can also force a checkpoint using a timed command. See [2.9, “Entering timed|

ommands”| for more details.

2.9 Entering timed commands

solidDB has a built-in timer which allows you to automate your administrative
tasks. You can use timed commands to execute operating system commands, to
create backups, checkpoints, and database status reports, to open and close
databases, and to disconnect users and shut down servers.

Procedure

To enter a timed command, edit the Srv.At parameter in the solid.ini file.
The syntax is:

[Srv]

At = At_string

At _string ::= timed _command [, timed command]
timed_command ::= [ day ] HH:MM command argument
day ::= sun | mon | tue | wed | thu | fri | sat

If day is not specified, the command is executed daily.
The format used for time is HH:MM (24-hour format).
The following table contains a list of valid commands and their arguments.

Table 10. Arguments and defaults for different timed commands

Command Argument Default

backup backup directory the default backup directory that is set in the
configuration file

throwout user name, all no default, argument compulsory
makecp no arguments no default
shutdown no arguments no default
report report file name no default, argument compulsory
system operating system command no default

For example in Linux
environments:

cp solmsg.out solmsg2.out

open no argument no default
close no argument no default
Example

The following setting starts the following operations daily:
* Make checkpoint at 8:30 pm.
* Create a backup at 9:00 pm.
* Shutdown solidDB at 11 pm.
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[Srv]
At = 20:30 makecp, 21:00 backup, 23:00 shutdown

Related information:
[F.1, “ADMIN COMMAND,” on page 359

2.10 Compacting database files (database reorganization)

Database reorganization returns unused space back to the file system.
Reorganization is useful, for example, if your application causes short-term peaks
in the database space usage, resulting in large allocated disk space. The database
reorganization is started at solidDB startup with the command-line option solid
-X reorganize.

About this task

When databases grow, solidDB server allocates new disk pages. However, it does
not free the space allocated previously in the database files even if it is not needed
any more. Instead, it maintains a list of unused pages for later use. For example,
you might want to use the reorganization feature to shrink the database size after
you have deleted a large amount of data.

The solidDB database file compaction feature works in offline mode at the page
level. Offline means that while a database file is being compacted, it cannot be
actively used by the server. Page level means that only empty pages are discovered
and removed from the file. No intra-page compaction is performed; data is not
moved among pages.

Important: The reorganization operation is not recoverable. If there is a failure
during the reorganization operation, the reorganization or the database file cannot
be recovered later. To avoid losing data, make a database backup before starting
the reorganization.

Procedure
1. Make a backup copy of your database and log files.
2. Shut down the solidDB server.

3. View information about the database file size by starting the solidDB server
with the following command:

solid -x infodbfreefactor

The -x infodbfreefactor option outputs a report of how many free pages there
are in the database, how much space in kilobytes is free, and a percentage
value of free space. After printing the report to the ssdebug.Tog file and console
window, the solidDB process returns with a success return value.

Example output:

2010-10-26 16:45:05

IBM solidDB - Version 6.5.0.3 Build 2010-10-04 (Linux 2.6.18 AMD64 64bit MT)
Infodbfreefactor option is activated.

Database file size = 152064 Kbytes

Free blocks = 82128 Kbytes

Log file size = 0 Kbytes

Free space = 54.01%

Block size = 16384 bytes

4. Start database reorganization by starting the solidDB server with the following
command:
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solid -x reorganize

The -x reorganize option invokes database reorganization. The operation
moves pages to unused slots in the database file. When the page relocation is
complete, the unused space is released back to the file system. The database file
is truncated, a new checkpoint is created, and the solidDB process terminates
with a success return code. The report of the reorganization run is written to
the ssdebug.Tog file in the solidDB working directory.

5. Verity that the database size has been reduced by starting the server with the
solid -x infodbfreefactor command.
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3 Configuring solidDB

The various solidDB configuration options help you to meet your environment,
performance, and operation needs.

Most solidDB server configuration settings are defined using configuration
parameters. There are two solid.ini configuration files, one for the server and one
for the ODBC client. Neither configuration file is obligatory. If there is no
configuration file, the factory values are used. Also, all parameters do not need to
be present in the solid.ini file. If a parameter is not present in the solid.ini file
or if the value for a particular parameter is not set, the factory value is used.

Generally the factory values offer good performance and operability but in some
cases modifying some parameter values can improve performance. You might also
need to set configuration parameters to enable or disable certain functionality.

You can set the configuration parameter values by editing the solid.ini
configuration file manually or, in most cases, using ADMIN COMMAND:s.

Some parameter settings can also be overridden per session or per transaction by
using the SQL commands SET or SET TRANSACTION. You can also define the
settings per connection with the ODBC connection attributes or JDBC connection
properties. The precedence hierarchy is the following (from high precedence to low
precedence):

* SET TRANSACTION: transaction-level settings

* SET: session-level settings

¢ ODBC connection attributes and JDBC connection properties

¢ Parameter settings specified by the value in the solid.ini configuration file
* Factory value for the parameter

Additionally, you can control some solidDB server operations with the following
options:

¢ solidDB command-line options at startup

* environment variables

* ODBC and JDBC client connect string arguments

Related reference:

[Appendix A, “Server-side configuration parameters,” on page 213|

The server-side configuration parameters define various performance, memory and
disk usage, and other characteristics of the solidDB server. Generally, the factory
value settings offer the best performance and operability, but in some special cases
modifying a parameter might improve performance.

[Appendix B, “Client-side configuration parameters,” on page 267

The client-side configuration parameters define various characteristics for usage of
the solidDB ODBC client and solidDB tools such as solidDB SQL Editor (solsql).
The client-side parameters are stored in the client-side solid.ini configuration file
and are read when the client starts.

Appendix C, “solidDB command-line options,” on page 271

Appendix D, “Environment variables,” on page 275
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3.1 Managing parameters
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You can view and modify server-side configuration parameters using ADMIN
COMMAND:s or by editing the solid.ini configuration file. Client-side
configuration parameters can only be viewed and modified using the solid.ini
file.

3.1.1 Configuration files and parameter settings

There are two different solid.ini configuration files, one for the server and one
for the ODBC client. Neither configuration file is obligatory. If there is no
configuration file, the factory values are used.

* The server-side solid.ini is used as the main configuration file for the server.

* The client-side solid.ini file is used with the solidDB ODBC client (driver) and
the solidDB data management tools (solidDB SQL Editor (solsql) and so on).

Tip: If the solidDB server and the client are run on the same machine and use
the same working directory, a single solid.ini configuration file can be both the
server-side and the client-side configuration file. For example, the solid.ini
configuration file in the so1idDB_installation_directory\eval_kit\standalone
directory contains both the server-side Com.Listen and the client-side Com.Data
Sources parameter settings.

Note: In solidDB documentation, solid.ini usually refers to the server-side
solid.ini file.

When solidDB (or the ODBC client) starts, it attempts to open solid.ini first from
the directory set by the SOLIDDIR environment variable. If the file is not found
from the path specified by this variable or if the variable is not set, the server or
client attempts to open the file from the current working directory. The current
working directory is normally the same as the directory from which you started
the solidDB server, or a client application. You can also specify a different working
directory by using the -¢ command-line option at solidDB startup.

If a value for a specific parameter is not set in the solid.ini file, solidDB uses the
factory value for the parameter. The factory values can depend on the operating
system you are using.

The configuration parameters are defined as parameter name — value pairs. The
parameters are grouped according to section categories. Each section category
starts with a section name inside square braces, for example:

[Com]

The [Com] section lists communication information. The section names are not
case-sensitive. The section names [COM], [Com], and [com] are equivalent.

Tip: In documentation, parameters are typically referred to in the format
section.parameter, for example, Logging.LogEnabled.

Example

[IndexFile]
FileSpec_1=C:\soldb\solidl.db 1000M
CacheSize=64M
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Sample solid.ini files

The samples directory in the solidDB installation directory contains samples for
different use cases. Each sample contains a solid.ini file with relevant settings for
each use case; you can use the sample solid.ini files as a reference when
configuring your environment.

Related concepts:

6.3.2, “Logical data source names,” on page 123
The solidDB tools and client libraries support logical data source names. Logical
data source names can be used for giving a database a descriptive name.

Related reference:

[Appendix A, “Server-side configuration parameters,” on page 213|

The server-side configuration parameters define various performance, memory and
disk usage, and other characteristics of the solidDB server. Generally, the factory
value settings offer the best performance and operability, but in some special cases
modifying a parameter might improve performance.

[Appendix B, “Client-side configuration parameters,” on page 267|

The client-side configuration parameters define various characteristics for usage of
the solidDB ODBC client and solidDB tools such as solidDB SQL Editor (so1sql).
The client-side parameters are stored in the client-side solid.ini configuration file
and are read when the client starts.

3.1.2 Viewing and setting parameters with ADMIN COMMAND

You can change most server-side parameters with ADMIN COMMANDs without
the need to restart the solidDB server. All parameters are accessible with the
ADMIN COMMAND:s even if they are not present in the solid.ini configuration
file.

Viewing parameters
You can view the parameter settings by all parameters, all parameters in a section,
or a single parameter at a time.

About this task

The syntax for viewing parameters is the following:
ADMIN COMMAND 'parameter [-r] [section_name[.parameter_name]]';

where:
* -r specifies that only the current value is shown

* section_name is the category name where the parameter is located in solid.ini

Procedure
¢ To view all parameters, use the following command:

ADMIN COMMAND 'parameter';
RC TEXT
0 Accelerator ImplicitStart Yes Yes Yes
0 Accelerator ReturnListenErrors No No No
0 Com Listen tcpip 2315, tcpip 2315, tcpip 1964
0 Com MaxPhysMsglLen 8192 8192 8192
0 Com RConnectLifetime 60 60 60
0 Com RConnectPoolSize 10 10 10
0 Com RConnectRPCTimeout 0 0 0
0 Com ReadBufSize 2048 2048 2048
0 Com SocketLinger Yes Yes Yes
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0 Com SocketLingerTime 0 0 0

192 rows'fetched.

* To view a single parameter, include the section name and parameter name in the
command. For example:

ADMIN COMMAND 'parameter logging.durabilitylevel';
RC TEXT
0 Logging DurabilitylLevel 3 2 2

1 rows fetched.

* To view all parameters in a section, include the section name in the command.
For example:

admin command 'parameter logging';
RC TEXT
Logging BlockSize 16384 16384 16384
Logging DigitTemplateChar # # #
Logging Durabilitylevel 1 11
Logging FileFlush Yes Yes Yes
Logging FileNameTemplate sol#####.10og sol#####.10g sol#####.10g
Logging LogDir logs logs
Logging LogEnabled Yes Yes Yes
Logging LogWriteMode 2 2 2
Logging MinSplitSize 10485760 10485760 10485760
Logging RelaxedMaxDelay 5000 5000 5000
0 Logging SyncWrite No No No
11 rows fetched.

[cNoNoNoNoNoNoNoRoNo]

Results

The output show three values in the following order:

* current value

* startup value that was used when the server was started
* factory value preset in the product

To show only the current value, use the -r option. For example:

admin command 'parameter -r logging';
RC TEXT

Logging BlockSize 16384

Logging DigitTemplateChar #

Logging DurabilityLevel 1

Logging FileFlush Yes

Logging FileNameTemplate sol#####.10g

Logging LogDir logs

Logging LogEnabled Yes

Logging LogWriteMode 2

Logging MinSplitSize 10485760

Logging RelaxedMaxDelay 5000

Logging SyncWrite No

11 rows fetched.

[cNoNoNoNoNoNoNoNoNoNo)

Viewing the description of a specific parameter
You can view a detailed description of a specific parameter, which includes valid
parameter types and access modes.

Note: Parameter support can vary between platforms.
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To view the description of a parameter, enter the following command using
solidDB SQL Editor (teletype):

ADMIN COMMAND 'describe parameter [section_name[.parameter name]] ';

Example

ADMIN COMMAND 'describe parameter logging.durabilitylevel';
RC TEXT

DurabilitylLevel

Default transaction durability level

LONG

RW

2

3

2

7 rows fetched.

[cNoNoNoNoNoNo]

The rows of the result set are:
e Parameter name is the name of the parameter, for example CacheSize.
* Description of the parameter
* Data type of the parameter
* Access mode is one of the following:
— RO: read-only, the value cannot be changed dynamically

— RW: read/write, the value can be changed dynamically and the change takes
effect immediately

RW/STARTUP: the value can be changed dynamically but the change takes
effect upon next server startup

RW/CREATE: the value can be changed dynamically but the change takes
effect when a new database is created

e Startup value displays the startup value of the parameter
e Current value displays the current value of the parameter
e Factory value displays the value preset in the product

Setting a parameter value
Most parameters can be changed with ADMIN COMMAND 'parameter'. Depending on
the access mode of the parameter, the change might not apply immediately.

The syntax of the command is:
ADMIN COMMAND 'parameter param_name = value [temporary]'

* param_name and value follow the rules specified in [3.1.5, “Format of]|
[configuration parameter names and values,” on page 46.|

— param_name must include the section name and the parameter name,
separated by a period.

For example, to set the value of the DurabilityLevel parameter in the
[Logging] section to '1', issue the command:

ADMIN COMMAND 'parameter Logging.DurabilitylLevel=1"';
— wvalue must be a valid parameter value, or:
If no value is specified, the parameter is set to the factory (or unset) value.

If you assign a parameter value with an asterisk (*), the parameter is set to its
factory value.

* You can provide blanks around the equal sign. For example:
ADMIN COMMAND 'parameter com.trace = yes'
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* When temporary is set, the changed value is not stored in the solid.ini file.

* When the value of a p