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Preface

This guide is for readers who want to administer their K2 system using a command-line
tool, and may want to create scripts to maintain their system. The rcadmin tool provides
a command-line alternative to the K2 Dashboard. The K2 Dashboard is Verity’s primary
interface for K2 administration, and is described in the Verity K2 Dashboard Administrator
Guide. Before reading the Verity K2 rcadmin Guide, you should read the Verity K2 Getting
Started Guide, and the overview sections of the Verity K2 Dashboard Administrator Guide.
Those documents explain the concepts and architecture of the K2 system.

This preface contains the following sections:
m Using this Book
m Related Documentation

m Verity Technical Support

11



Preface
Using this Book

Using this Book

This section briefly describes the organization of this book and the stylistic conventions it
uses.

Version

The information in this book is current as of K2 Enterprise version 6.1. The content was
last modified November 30, 2005. Corrections or updates to this information may be
available through the Verity Customer Support site; see “Verity Technical Support” on
page 14.

Organization of this Book

This book includes the following parts, chapters and appendixes:

m Chapter 1, “Getting Started” provides an overview of K2 administration and the
rcadmin command-line tool.

m Chapter 2, “K2 System Commands” describes commands that manage the K2 system.
m Chapter 3, “Managing K2 Services” describes commands that manage K2 services.

m Chapter 4, “Managing Profile Services” describes commands that manage Profile
Services.

m Chapter 5, “Managing Logging” describes commands that manage K2 message logs.
m Chapter 6, “Managing Security” describes commands that manage security.
m Chapter 7, “Managing Indexes” describes commands that manage K2 indexes.

m Chapter 8, “Managing Indexing Jobs” describes commands that manage K2 Spider
indexing jobs.

m Chapter 9, “Managing User Defined Jobs” describes commands that manage user
defined jobs.

12 Verity K2 rcadmin Guide



Preface
Using this Book

Stylistic Conventions

The following stylistic conventions are used in this book.

Convention Usage
Plain Narrative text.
Bold User-interface elements in narrative text:
m Click Cancel to halt the operation.
Italics Book titles and new terms:
= For more information, see the Verity K2 Getting Started Guide.
= An index is a Verity collection, parametric index, or knowledge
tree.
Monospace File names, paths, code, and required user input:
m The name. ext file is installed in:
C:\Verity\Data\
Monospace italic Replaceable strings in file paths and code:

B uUser username

Monospace bold

Data types:

m SrvConnect A connection handle.

The following command-line syntax conventions are used in this book.

Convention

Usage

[ optional ]

Brackets describe optional syntax, asin [ -create ] to specify a
non-required option.

Bars indicate “either | or” choices, as in

[ optionl ] | [ option2 ]

In this example, you must choose between optionl and option2.

{ required }

Braces describe required syntax in which you have a choice and
that at least one choice is required, as in

{ [ optionl ] [ option2 ] }

In this example, you must choose optionl, option2, or both
options.

Verity K2 rcadmin Guide 13
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Convention Usage

required Absence of braces or brackets indicates required syntax in which
there is no choice; you must enter the required syntax element.

variable Italics specify variables to be replaced by actual values, as in

-merge filenamel

Ellipses indicate repetition of the same pattern, as in

-merge filenamel, filename2 [, filename3 ... ]

where the ellipses specify £ilename4, and so on.

Use of punctuation—such as single and double quotes, commas, periods—indicates
actual syntax; it is not part of the syntax definition.

Related Documentation

The following guides provide more details on the K2 architecture and K2 Administration:
m Verity K2 Getting Started Guide
m Verity K2 Dashboard Administrator Guide

Verity Technical Support

14

Verity Technical Support exists to provide you with prompt and accurate resolutions to
difficulties relating to using Verity software products. You can contact Technical Support
using any of the following methods:

Telephone: (403) 294-1107
Fax: (403) 750-4100
Email: tech-support@verity.com

Web: http://www.verity.com

Verity K2 rcadmin Guide
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Verity Technical Support

Product documentation, release notes, and document updates are available at the Verity
Customer Support Site, at

https://customers.verity.com

It is recommended that you periodically check the Customer Support site for the
existence of updates to this and other Verity product documents.

Access to the contents of the Customer Support site requires a user name and password.
To obtain a user name and password, follow the signup instructions on the Customer
Support site home page. You need to supply your Verity entity ID and Verity license key.

Verity K2 rcadmin Guide 15
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Getting Started

This chapter introduces K2 administration and rcadmin, a command-line tool that you
can use to configure your K2 system.

Introducing rcadmin

Before You Begin

Starting rcadmin

Logging in

Obtaining Help

Setting Values

Understanding K2 Error Messages
Restarting the K2 Server

Exiting rcadmin

Automating Administration Tasks

Revision History

17
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Introducing rcadmin

Introducing rcadmin

rcadmin enables you to view and update configuration settings for the components (K2
Servers, K2 Brokers, collections, and so on) in your K2 system. It provides a
command-line alternative to the K2 Dashboard browser-based user interface. In some
cases, it can also configure settings that cannot be configured through the K2 Dashboard.

rcadmin. exe is stored in the directory plat formDir/bin, where platformDir is
the pathname of the directory containing platform-specific executable code (for example,
C:\Program Files\Verity\k2\nti40 on Windows).

Introducing Administration Servers

18

A K2 Administration Server is a repository for configuration information. In a K2 domain,
there is one Master Administration Server or Administration Server for every host. An
Administration Server services the administration needs on a host and synchronizes with
the Master Administration Server. K2 Administration Servers fill three important roles:

m They act as repositories of configuration information for your K2 system.
m They transfer files used by the K2 system from one host to another.

m They monitor K2 components, such as K2 Servers, K2 Brokers, and K2 Ticket Servers,
and start/stop them as necessary. This includes automatically re-launching them if
they fail.

K2 uses one Master Administration Server and possibly one or more Administration
Servers. The Master Administration Server is the central hub for configuration information.
A K2 domain must have one and only one Master Administration Server.

When you install or remove K2 components, or configure the K2 system, K2 updates the
configuration information in the Master Administration Server. The Master
Administration Server then echoes it to all appropriate Administration Servers in the
system. This ensures that all Administration Servers know their current state and their
relationship to the K2 system.

All administration changes should be made by connecting to the Master Administration
Server, and specifying the alias of the Administration Server you want to modify.

Verity K2 rcadmin Guide
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Note If the Master Administration Server is not available, you can make
changes on a particular Administration Server, but those changes will be
overwritten when the Master Administration Server reconnects and
synchronizes its configuration with the Administration Server.

For more information on Administration Servers, see the Verity K2 Dashboard
Administrator Guide.

Administration XML Files

All Administration Servers (including the master) store their configuration information
in XML files named adminlN.xml, where Nis a number from 0 to 9. Each time a
configuration change is made, K2 writes out a new file and uses the next number in the
sequence, starting over at 0 after 9 is used. This means that the latest file may have any
number from 0 to 9. You cannot assume that admin9 . xml is always the current file.

Note Use the adminget command to determine the XML file that is currently
used. See “adminget” on page 56.

To back up the administration XML file use the 1abel command. At the rcadmin
prompt, type label, and then enter the path to the backup file. For example, on
Windows it might be: C: \temp\backup . xml. For information on restoring this backup
file, see the Verity K2 Dashboard Administrator Guide.

WARNING! Do not edit or alter the XML files unless instructed to do so by
Verity Technical Support. Doing so can render your K2 system
unusable. To configure your system, use only the K2 Dashboard or
rcadmin.

These files are stored in the directory dataDir/host/admin, where dataDir is the
pathname of the installation’s data directory (for example, usr/verity/data on
UNIX). They are written to disk within about ten seconds after making a change via
rcadmin. The Master Administration Server then echoes the changed file to all the
appropriate Administration Servers. This ensures that they all have the most current
information in case the Master Administration Server is unavailable or the connection
breaks.

For more information about adminN. xml files, see the Verity K2 Dashboard Administrator
Guide.

Verity K2 rcadmin Guide 19
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Before You Begin

Before you start rcadmin, you must:

m Ensure the K2 services components are installed. This includes a Master
Administration Server and rcadmin. For more information, see the Verity K2
Installation and Setup Guide.

m Ensure the Master Administration Server is running.

m Ensure the K2 Ticket Server is running, if at installation you configured the K2
Dashboard to run with a K2 Ticket Server.

Starting an Administration Server Manually

To start an Administration Server, type the following at the command prompt:
k2admin [optionl option2 ...]

The available options are:

Keyword Permitted Values Function
-cfg filename Any valid path and filename. The configuration file to use. By default,
For example, thisis verity.cfg.

C:\Special\new.cfg.
-xmlFile filename Any valid path and filename The adminN.xm1 file to use.

-dtdFile filename Any valid path and filename The DTD file associated with the
adminN.xml file.

-autorollback value 0 = disable Enables or disables the auto-rollback
function. See the Verity K2 Dashboard

1 =enable - . " .
Administrator Guide for more information.

20 Verity K2 rcadmin Guide



1 Getting Started
Before You Begin

Keyword Permitted Values Function
-VCM value 0 = disable Enables or disables the Verity Control
1 = enable Module (VCM), which allows K2 to stop
or restart watched services as necessary.
-ntService value 0 = remove If set to 1, the Administration Server
1 = install runs as a service on Windows.
Otherwise, it runs as a regular
application.
-servicename name Any name The Windows service name. This only has

an effectif -ntServiceissetto 1.If thisis
not specified, the default name is “Verity
K2 Administration Server.”

Starting an Administration Server Manually on UNIX

To start the Administration Server on UNIX, run the script k2adminstart . sh.
To stop the Administration Server on UNIX, run the script k2adminstop. sh.

The scripts are stored in the directory platformDir/bin, where platformDir is the
pathname of the directory containing platform-specific executable code (for example,
C:\Program Files\Verity\k2\nti40 on Windows).

Starting a K2 Server Manually

A K2 Server is started by using the following command:
k2server [optionl option2 ...]

The available options are:

Keyword Permitted Values Function

-alias name Any name. The alias of the K2 Server.

-charmap name The name of any valid The character map that the K2
character map. Server should use.

Verity K2 rcadmin Guide 21
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Starting rcadmin

22

To start rcadmin, open a DOS or shell window:

To connect to the Master Administration Server, type:

rcadmin

To connect to an Administration Server using the server’s alias, type:
rcadmin -alias adminAlias

where adminAlias is the Administration Server’s alias.

To connect to the Administration Server on the local machine (the machine where
rcadmin is running), type:

rcadmin @local
To connect to the Administration Server using the server name and port number, type:
rcadmin -server server name -port port number

This is useful when you do not remember the alias, or when the Master Administration
Server is unavailable.

To start rcadmin and specify the character set rcadmin will use for configuration
information, type:

rcadmin -charmap character set
For example, to specify the character map Shift-]IS, type:
rcadmin -charmap sjis

See the Verity Locale Configuration Guide for more information on character sets.

After starting rcadmin, you will see the rcadmin command prompt:

K2Admin Server: adminserverl:9950 connected. Type ? for help.
RCADMIN - Verity, Inc. Version 6.1
rcadmins>

Verity K2 rcadmin Guide
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Logging in

If you are using a K2 system with a K2 Ticket Server, you must log in before entering a
command. Most rcadmin commands require authentication from the K2 Ticket Server.
Authentication is the process of passing credentials to a secure server, such as a K2
Server, K2 Broker, or K2 Ticket Server. If you have not logged in, you may receive a
-1207 error when you try to save changes to the system.

The getgroup, errormessage, help and » commands work without logging in.

Note If authentication is enabled on an external domain, you must log in to the
external domain to update any external services. See “Managing External
K2 Services” on page 90 for more information.

To log in to rcadmin:

1. Ensure you are defined as an administrator. See the Verity K2 Dashboard Administrator
Guide for more information.

2. Type login or login username at the rcadmin prompt.

3. Enter your K2 administrator user name at the User prompt.

4. Enter your K2 administrator password at the Password prompt.

5. Optionally, enter a Windows domain name at the Windows NT Domain prompt.
To log out of rcadmin, type logout at the rcadmin command prompt.

To view a list of the groups to which the currently logged in rcadmin user belongs, type
getgroup at the rcadmin command prompt.

To check whether a user who is currently logged in to rcadmin is a valid user, type
checkuser at the rcadmin command prompt.

Verity K2 rcadmin Guide 23



1 Getting Started
Logging in

Logging in Automatically

24

You can also log in automatically by saving login credentials (host name, the machine
user name, and the K2 Administration user name and password) in an admincred.dat
file. This file is used when you want to script rcadmin, but do not want to expose
passwords in the scripts, or when you swap collections using K2 Dashboard. If you
frequently need to update collections, and you want to take collections offline for as little
time as possible, you can use the K2 Dashboard to “swap” collections. See the Verity K2
Dashboard Administrator Guide for more information on collection swapping.

When you start rcadmin, the program looks for the admincred. dat file in the
directory installDir/k2 6/k2/common, where installDir is the pathname of the
Verity installation directory (for example, usr/verity/ on UNIX, or C: \Program
Files\Verity on Windows). If the file exists, rcadmin verifies that the host name and
the machine user name in the file matches the host name and user name of the machine on
which the file is stored. This prevents the file from being used on a machine other than the
one on which it was created. It then automatically tries to log in using those credentials. If
rcadmin cannot log in using the credentials or cannot find the file, rcadmin starts
without logging in. You must then log in manually using the 1login command.

To create an admincred.dat file, follow these steps:

1. Start rcadmin.

2. At the rcadmin prompt, type login -save.

3. Enter your K2 administrator user name at the User prompt.

4. Enter your K2 administrator password at the Password prompt.

5. Optionally, enter the Windows domain name at the Windows NT Domain prompt.

An admincred.dat file is created in the directory installDir/k2_6/k2/common.
The next time you start rcadmin, you are logged in automatically.

Note If an admincred.dat file already exists, it will be overwritten with the
new login information.

Note Do not change the name or the location of the file. It must be named
admincred.dat, and must be stored in the directory installDir/
k2 6/k2/common.
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Obtaining Help

To view a list of rcadmin commands, type one of the following at the rcadmin prompt:

? Shows a summary of all commands.

help Shows a menu of administration tasks. Select the number of the task for which
you need help. The commands in the selected task group are shown.

Setting Values

When you enter values at an rcadmin prompt, rcadmin often shows the current
settings in parentheses after the prompt. To accept this setting, press the Enter key.

To remove a string setting, such as a server alias or index alias, press the space bar, and
press the Enter key.

After entering most commands, rcadmin prompts you for additional information. If you
are modifying the K2 configuration, you are prompted to save the changes:

Save changes? [y|n]:

Type y to save your changes, or n to cancel.

Understanding K2 Error Messages

If you attempt an operation in a K2 command-line tool, and it fails, note the code number
reported in the error message and use the errormessage command in rcadmin to
translate the K2 error code into a text description of the error.

1. Loginto rcadmin.
2. At the rcadmin command prompt, enter the errormessage command.

3. Atthe Error Number prompt, enter the K2 error number. For example, -1204.
rcadmin shows a description of the error number if one is available.
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Note Some K2 errors may not have a corresponding description in the Verity
message database.

For example:

C:\>rcadmin

K2Admin Server: host.verity.com:13300 connected. Type ? for help.
rcadmin> login

User:adminaccount

Password: *****xxx%

Windows NT Domain (optional) :

User <adminaccount> logged in.

rcadmin> errormessage

Error code: -12483

Description: TCP/IP Error: Call Connect.
rcadmins>

Restarting the K2 Server

26

When you modify some parameters, you must restart the K2 Server, using the
servicesignal command, for the change to take effect. The modification may require a
quick or full restart.

A quick restart resets the K2 Server with minimal impact to its service. During a quick
restart, the K2 Server re-reads the settings in the local K2 Administration and updates its
configuration. The K2 Server does not have to stop. Client connections are locked and
clients may experience a brief service delay.

A full restart shuts down the K2 Server and then starts it back up so that a changed
parameter can take effect. You will experience a brief outage while the K2 Server shuts
down and restarts.

If a command or parameter requires a restart, the type of restart required is noted in the
field description.
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Exiting rcadmin

To exit rcadmin, type any of the following:
d

quit

exit

Automating Administration Tasks

You can create scripts using a scripting language and rcadmin commands to automate
many administration tasks. For example, you can create a script to start or stop a K2
Server, add a new collection, or take a index offline.

Writing Commands to a Log File

The startup option -1ogis a tool that creates a log file of rcadmin commands that can be
used by any scripts you create.

To start rcadmin and create a log file of the commands you use in the session, type:

rcadmin -log log file name

The commands you enter during the session are saved to the file. Keep in mind that all
command-line errors are also written to the file. You should edit any errors out of the file
after the rcadmin session is over. You cannot append to a log file by running the
command multiple times.

To add comments to the log file during the rcadmin session, type:

#yourcomments

To start rcadmin using these saved commands, type:

rcadmin -input Iog file name
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If the 1ogin command is included in a log session, for security reasons, the password is
not saved to the file. Instead, the text string #password here is inserted in the file. You
must replace the text string with your password. For example, the following log file
changes the state of the index “collection1” to offline. You would replace

#password here with your password:

login
administrator
#password_here
indexstateset
serverl

c

collectionl

0

Y
quit

To avoid exposing passwords in your scripts, you can use an admincred. dat file to
store the username, password, and domain name. See “Logging in Automatically” on
page 24.

Using Existing Scripts with the Current Version of rcadmin

28

If you have created scripts using earlier versions of rcadmin, and you want to use the
most current version of rcadmin, you must update your scripts. See “Revision History”
on page 30 for a description of the changes in rcadmin.

7

Note It is recommended that you update your scripts to the most current
version of rcadmin whenever possible.

Using the version Command

If you do not need the new functionality in a new release, you can use the version
command to filter the commands and parameters that are made available in the program.

To use this command type:

rcadmins>version version number
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where version number can be any of the following options:

4.5 This emulates rcadmin version 4.5.x.
5.0 This emulates rcadmin version 5.0.x.
5.5 This emulates rcadmin version 5.5.
6.0 This emulates rcadmin version 6.0
6.1 This emulates rcadmin version 6.1

If a version number is not entered, then the most current version is emulated.

For example, typing version 5.5 at the rcadmin command prompt exposes version

5.5 rcadmin commands.

Note If you use the version command, the only change you must make to
existing scripts is to add the following to the command input file:

version version number

Verity K2 rcadmin Guide
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Revision History

This section describes the changes made to rcadmin since K2 version 5.0.

Revisions in K2 Version 6.1

You can now use the commands serverset, brokerset and ticketset to change
port numbers. (90500, 91926)

Revisions in K2 Version 6.0

This section describes the changes made to rcadmin since K2 version 5.5.

New Commands

The following commands were added:

Command Description

licenseset Changes a license key assigned to an Administration Server. See
“licenseset” on page 41.

licenseget Gets information about a specified license key, or a license key assigned to
a specified Administration Server. See “licenseget” on page 42.

topicsetcollattach Attaches a topic set to a collection. See “topicsetcollattach” on page 227.

topicsetcolldetach Detaches a topic set from a collection. See “topicsetcolldetach” on
page 227.
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Modified Commands

The following commands were modified:

Command

brokerget

indexerget

paraset

paraget

profileset

profileget

searchcacheset

serverset/
serverget

styleset

Description

The following prompt was added:

Internal Service:

The following prompt was added:

Internal Service:

The option “tree” was removed from the Index type prompt.

Index Type [(c)ollection, (n)one]:

The following prompt was added:

Internal index:

The prompt Topic Set Path was deprecated. The topic set associated with
a Profile Service is defined by the topic set’s alias in the Topic Set Alias
prompt.

The field Topic Set Path was deprecated. The topic set associated with a
Profile Service is defined by the topic set’s alias and is displayed in the Topic
Set Alias field.

The following prompt was removed:

Max Number of Searches

The following prompt was added to the serverset and serverget
commands:

Max. Active Collection Requests.
The following prompt was added to the serverget command:

Internal Service:

The following prompts were removed:

Style State
Style Type

Admin Alias
Clone Alias
Path
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Command

ticketlmset/
ticketlmget

ticketset/
ticketget

Description

The following prompts were removed from these commands and added to the
ticketset/ticketget commands:

Enable Pre-Authentication? (y|n) (No):
Client Method (0) :
External Authentication Data:
Name () :
Value() :
User Defined() :

The following prompt was added for LDAP configuration:
Preauth Mapping DN Key:

The following prompts were added to these commands:
Enable Pre-Authentication? (y|n) (No):

Client Method (0) :

External Authentication Data:
Name () :

Value() :

User Defined() :
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Revisions in K2 Version 5.5

This section describes the changes made to rcadmin since K2 version 5.0.

New Commands

The following commands were added:

Command Description

collcreate creates a collection.

collpurge purges all the records from a collection.

jobcreate creates a new index job.

jobmodify modifies an existing index job.

jobgetdetail gets index job configuration information.

jobgetstats gets statistics on an index job.

jobstart starts an index job.

jobstop stops an index job.

jobpause pauses an index job.

jobpurge deletes document records from a job and from the job’s associated
collection(s).

jobdel removes an index job.

jobresume resumes an index job (after paused).

jobaddindex adds collections to an index job.

jobremoveindex removes collections from an index job.

styleset registers a styleset with a Master Administration Server.
styleget gets information about available stylesets.
styledel deletes registration information for a styleset.
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Modified Commands

The following commands were modified:

Command

adminlaunch

collget
indexdel
indexserverget

login
extbrokerattachset
extticketattachset
extsvcticketattachset
extbrokerdetach
extticketdetach
extsvcticketdetach

profileset

querylogset/
querylogget

reset/reget

riset

34

Arguments Added/Modified

Launch as desktop application
(Windows only)? [y]|nl]

RE Settings:
Remove the index directory?
Configured State

Domain

Style Count
Alias

Gateway

Enter a Styleset alias for the
following Gateways (press Enter
for none) :

File System

HTTP

Lotus Notes

Documentum

ODBC

Exchange
Query Suggestions? [y]|nl]
Query Suggestion Time? [y|n]
User Index Path

Map Terms

Type

Verity K2 rcadmin Guide

[y/nl]

Description

Prompt was added.

Fields in this section were removed.
Prompt was added.
Field was added.

Prompt was changed to

Windows NT Domain

Prompts were removed.

Prompts were added.

Prompts were added.

Prompt was removed. The path to a
user index is set using the riset
command, and is shown using the
riget command.

Prompt was changed to
Profile Decryption.

Prompt was changed to
Recommendation Type.
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Command

serverget

ticketset/ticketget

ticketlmset/
ticketlmget

Arguments Added/Modified

User Recommendation Enable

Enable External USER PARAM keys
from Login Credentials [y|n]

Limit Trusted Domain Enumeration:

Domain Count (override
default) (0) :

Domain (i/n)
Name () :
Controller() :
User Group Enumeration Type:
User Group Authentication
Type:
Enable Pre-Authentication? [y|n]
Client Method (0):
External Authentication Data:
Name () :
Value() :
User Defined() :
Enable Built In Groups? [y|n]

Custom Built In Group Count
(override default) (0) :
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Description

Prompt was removed.

Prompt was added for
pre-authentication support.

Prompts were added for
pre-authentication support.
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Deprecated Commands

The following commands were deprecated:

Deprecated Command Alternative Command
collreset Use the riset command to create doc type recommendation indexes.
See “riset” on page 242.

reoptionset Use the reset command to set host-wide recommendation defaults,
such as Score Factor. See “reset” on page 237.

reoptionget Use the reget command to view host-wide recommendation defaults,
such as Score Factor. See “riget” on page 244.

reuserset Use the riset command to create user type recommendation indexes.
See “riset” on page 242.

Note These commands were deprecated in the K2 Administration API, and
therefore are not available with the -version command. See “Using the
version Command” on page 28.
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K2 System Commands

This chapter describes the rcadmin commands that help you manage the K2 system.
m Viewing Services and Indexes in the K2 System
m Managing Licenses

m Managing K2 Domain Names
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Viewing Services and Indexes in the K2 System

The commands in this section show K2 system administration information in three
different ways: service hierarchy view, host view, and index view.

For more information about the output shown by each of these command, see the
appropriate “get” commands for each K2 service or index (for example, brokerget for
K2 Broker information, and collget for collection information).

This section describes the following commands:
m hierarchyview
m hostview

® indexview

hierarchyview

38

The hierarchyview command shows all K2 services in the context of the entire K2
system. For example, it shows relationships between K2 Brokers and K2 Servers, even if
these services and their attached indexes are located on machines in different cities or on
different continents. This command does not group K2 components according to physical
boundaries. To determine which services reside in a specific physical location, use the
hostview command. For external services, the “Configured State” is always shown as
“not available” since K2 cannot tell what state the service is in.

Input
Enter the following information when prompted:

Argument Description
Service Type The type of services whose information you want to view. The following
options are available:
a = K2 Administration Servers.
b = K2 Brokers.
s = K2 Servers.
t = K2 Ticket Servers.
1 =K2 Index Servers.

To show information about all types of services, press the Enter key.
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hostview

Like the hierarchyview command, the Host view shows all services and indexes in the
K2 system. However, it groups these services according to their physical location on host
computers. The Host view also shows jobs.

Input

Enter the following information when prompted:

Argument

Admin Service Alias
[optionall

indexview

Description

The unique identifier for an Administration Server. rcadmin
shows information about all hosts controlled by the specified
Administration Server.

To show information about all hosts, press the Enter key.

The indexview command shows all the indexes that store content, grouping them by
collection, knowledge tree, topic set, parametric index, and recommendation index.

Input

Enter the following information when prompted:

Argument

Index Type

Index Alias
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Description

The type of indexes whose information you want to view. The
following options are available:

a = all indexes.

¢ = collections.

t = knowledge trees.

P = parametric indexes.

S = topic sets.

r = recommendation indexes.

The unique identifier for the index whose information you want to
view. This is optional.
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Managing Licenses

The commands in this section enable you to set a new license key for an Administration
Server, view information about Verity licenses, refresh the list of licenses, and control
CPU binding configuration.

This section describes the following commands:
m licenseset

m licenseget

m licensecheck

m licenseservice

m Jicenseupdate

m servercpuset
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licenseset

The 1icenseset command enables you to change the license key assigned to an
Administration Server. By default, a local Administration Server inherits the K2 Domain
License Key defined in the Master Administration Server. You can use this command to
define an alternative “private” license key for the local host. For example, you can set a
new license key that includes a trial version of a previously disabled feature, and later set
another license key to include a full version of the feature.

IMPORTANT When you set a new license key, ensure you do it before or after
peak indexing activity.

While trial licenses are useful for evaluating K2 features in a test
environment, they are not recommended for production
environments.

After changing a license key, you must restart all services on the associated host. See
“servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description

Admin Alias The unique identifier for the Administration Server whose license
you want to set.

License Key The new license key.

Organization Name The organization name.

Note If you need to restore your former license key, K2 saves a backup of its two
associated files:

vdk30.1lic.bak
runtime.lic.bak
These are stored at install\k2 6\k2\common.

If you make several consecutive license key changes, only the most recent
is captured in the backup data.
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Example

rcadmin> licenseset

Admin Alias:adminl

License Key (XXXX-XXXX-XXXX-XXXX) :2RIGHR3-3SN4CK5-3TDVMZM-9VPP7NB
Organization Name:Verity, Inc.

<<Return>> SUCCESS

licenseget

The 1icenseget command shows information about a specified license key, or a license
key assigned to a specified Administration Server.

Input
Enter the following information when prompted:

Argument Description

Admin Alias The unique identifier for the Administration Server whose license
information you want to view.

This is required to retrieve licensing information for a specific
Administration Server, and to retrieve licensing information for any
license key not assigned to the Administration Server.

License Key To retrieve information about a specific license key, enter the license
key. To retrieve information about the license key assigned to the
specified Administration Server, press the Enter key at this prompt.

The 1icenseget command retrieves information about license keys
for K2 V6.0 and higher. If you request information on a license for
another K2 version, the error message “invalid license”isshown.

Organization Name The organization name for the specified license key.
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Output
For each feature included in the license, rcadmin shows the following information:

Argument Description

Alias: The unique identifier for the K2 feature. The aliases are created
by the K2 installer. For example, exchange, for the Exchange
Gateway.

Description: A text description of the feature.

Information: The version number for particular features included in the license.

It also lists the number of CPUs for which the K2 Broker or Server
features are licensed. When a feature is associated with a trial
license, this field lists the number of days after which that feature
expires.

Type: The feature type. The following options are available:
Unknown = feature type is unknown.
Service =featureisa K2 service.
Gateway = feature is a Verity gateway.
Application = feature is a Verity application.

Locale = feature is a Verity locale.

License State: The state of the feature’s license. The following options are
available:

None = feature is not license-controlled.
Invalid = license is invalid.

Valid = license is valid.

Trial = license is for a trial version.
Expired = license has expired.

Exceeded = number of features installed exceeds the number of
features licensed.

Unknown = state is unknown.
Install State: The installation state of the feature. The following options are
available:
Installed = feature is installed.
Uninstalled = feature is not installed.

Unknown = state is unknown.
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Example

rcadmin> licenseget

Admin Alias:adminl

License Key (XXXX-XXXX-XXXX-XXXX) :2RIGHR3-3SN4CK5-3TDVMZM-9VPP7NB
Organization Name:Verity, Inc.

License Information(1/67):

Alias : k2search

Description : K2 Server

Information : 99 CPUs; Version 6.1.0
Type : Service

License State: None
Install State: Installed

License Information(2/67):

Alias : k2reporting
Description : K2 Reporting
Information : Version 6.1.0
Type : Service

License State: None
Install State: Installed

License Information(3/67):

Alias : k2ticket
Description : K2 Ticket
Information : Version 6.1.0
Type : Service

License State: None
Install State: Installed

License Information(4/67):

Alias : viewing
Description : K2 Viewing Server
Information

Type : Service

License State: None
Install State: Installed
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licensecheck

The 1icensecheck command shows information for a specified feature, a specified
feature type, a specified feature state or all features on an Administration Server.

Input

Enter the following information when prompted:

Argument

Admin Alias

License Alias [leave
blank to list by typel

License Type

License Query Type

Verity K2 rcadmin Guide

Description

The unique identifier for the Administration Server.

The unique identifier for the feature whose license information
you want to view. This is optional. The aliases are created by
the K2 installer. or example, exchange, for the Exchange
Gateway.

To show information about all features, press the Enter key at
this prompt, type 0 (zero) at the License Type prompt, and
type 2 at the License Query Type prompt.

The feature type for which to show license information. The
following options are available:

0 = all feature types.

1 =K2 services.

2 = Verity gateways.

3 = Verity applications.

4 = Verity locales.

Indicates whether license information about unavailable features,
and/or available features is displayed. The following options are
available:

0 = Unavailable. Show information about features that are not
installed and/or not licensed.

1 = Available. Show information about features that are installed
and licensed (if required).

2 = Any. Show information about unavailable and available
features.
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Output

For each feature, rcadmin shows the following information:

Argument

Alias

Description

Information

Type

License State

Install State
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Description

The unique identifier for the feature. The aliases are created by the
K2 installer. or example, exchange, for the Exchange Gateway.

A text description of the feature.

The version number for particular features included in the license.
It also lists the number of CPUs for which the K2 Broker or Server
features are licensed. When a feature is associated with a trial
license, this field lists the number of days after which that feature
expires.

The feature type. The following options are available:

Unknown = feature type is unknown.

Service = feature isa K2 service.

Gateway = feature is a Verity gateway.

Application = feature is a Verity application.

Locale = feature is a Verity locale.

The state of the feature’s license. The following options are
available:

None = feature is not license-controlled.
Invalid = license is invalid.

Valid = license is valid.

Trial = license is for a trial version.
Expired = license has expired.

Exceeded = number of features installed exceeds the number of
features licensed.

Unknown = state is unknown.

The installation state of the feature. The following options are
available:

Installed = feature is installed.
Uninstalled = feature is not installed.

Unknown = state is unknown.
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licenseservice

The licenseservice command shows the host machine on which a specified feature is
available.

Input
Enter the following information when prompted:

Argument Description

Admin Alias The unique identifier for the Administration Server.

License Alias The unique identifier for the feature. The aliases are created by
the K2 installer. or example, exchange, for the Exchange
Gateway.

You can determine the names of license aliases by using the
licensecheck or licenseget command.

Output
For the feature, rcadmin shows the following information:

Argument Description
Host The host on which the specified feature is available.
licenseupdate

The 1icenseupdate command refreshes the list of licenses on a specified Administration
Server. Normally, the K2 installer automatically updates the license list whenever a
component is installed.

Input
Enter the following information when prompted:

Argument Description
Admin Alias The unique identifier for the Administration Server.
Output

rcadmin shows information that may be useful to Verity Technical Support if you need
to diagnose licensing problems.
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servercpuset

The servercpuset command enables you to change the CPU binding configuration for
a K2 Server. This is useful when you purchase additional CPU licenses after your initial
installation, or when you have multiple servers on the same machine and you need to
distribute CPUs between them.

Note On Linux, CPU binding is only supported on Red Hat Enterprise Linux
AS 3 and higher, and SUSE Linux Enterprise Server 9 and higher.

Note After changing the CPU binding configuration, perform a full restart on
the K2 Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

See the Verity K2 Dashboard Administrator Guide for more information on CPU binding.

Input

Enter the following information when prompted:

Argument

Server Alias

Start Processor ID

Number of Processors
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Description

The unique identifier for the K2 Server.

If you have more CPUs on the host than are covered by your K2
license, enter the ID of the first CPU that the K2 Server should use.
Valid values are zero to 99.

For example, if your four-CPU host has physical processor IDs 6, 9,
10, and 11, and you have a two-CPU K2 license, you could simply
specify any of the four CPUs on the host (0, 1, 2 or 3). You do not
have to specify your actual processor IDs. In this example, if you
specified 0 as the starting point, K2 interprets this as the first and
second CPUs, or IDs 6 and 9.

If you have more CPUs on this host than are covered by your K2
license, enter the total number of CPUs that the K2 Server should
use.

In the event you purchased additional CPU licenses after your
initial installation, you need to reconfigure the binding. In this case,
you would increase the value in this field to reflect the total number
of licensed CPUs. You may also want to adjust the Start
Processor ID value to reflect the new physical processors.
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Managing K2 Domain Names

The commands in this section manage the names of local K2 domains. For more
information on support for multiple K2 domains, see the Verity K2 Installation and Setup
Guide and “Managing External K2 Services” on page 90.

This section describes the following commands:
m hostdomainset

m hostdomainget

hostdomainset

The hostdomainset command creates, modifies, or removes the name of the local K2
domain.

Note After naming the domain, perform a full restart on the Master
Administration Server, and the local Administration Servers connected to
the Master Administration Server.

Input
Enter the following information when prompted:

Argument Description
Modify Type (Update=0, Type 0 to specify or change the name of a local K2 domain.
Remove=1)

Type 1 to remove the name of a local K2 domain.

Domain The name of the local K2 domain.

The name cannot contain *.” (period), ‘@’, or */".
Description An optional text description of the local K2 domain.

Options Reserved for future use. Press the Enter key.
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hostdomainget

The hostdomainget command shows the name of the local K2 domain.

For more information on support for multiple K2 domains, see the Verity K2 Installation
and Setup Guide and “Managing External K2 Services” on page 90.

Output
rcadmin shows the following information:

Argument Description

Domain The name of the local K2 domain.

Description An optional text description of the local K2 domain.

Options Reserved for future use.

Version The version of the Master Administration Server or Administration

Server on that host.

Build The build number of the Master Administration Server or
Administration Server on that host.

Example

rcadmin> hostdomainget
K2 Domain Information:

Domain : verity
Description : The Verity domain
Options : 0

Version : 60

Build : Build 20031125

50 Verity K2 rcadmin Guide



Managing K2 Services

This chapter describes the commands used to manage K2 services, such as
Administration Servers, K2 Brokers, K2 Servers, K2 Ticket Servers, and K2 Index Servers.

m Adding a K2 Service

m Managing K2 Administration Servers
m Managing K2 Brokers

m Managing K2 Servers

®m Managing K2 Ticket Servers

m Managing K2 Index Servers

m Managing External K2 Services

m Attaching and Detaching Services

m Starting and Stopping K2 Services

m Checking the State of a K2 Service

m Removing K2 Services

m Managing Recommendation Transaction Logs

m Configuring the Search Results Cache
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Adding a K2 Service
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To add a K2 service to a K2 system, follow these steps:

1. Add the K2 service to the Administration Server using the appropriate “set” command
for the service. For example, serverset, brokerset, ticketset, and
indexerset.

2. Associate an index with the K2 Server or K2 Index Server.

When you add a K2 Server or K2 Index Server to your system, there is no content
associated with it. To associate an index with a K2 Server, you must first register, and
then attach the index. To associate an index with a K2 Index Server, you must only
register the index. Unlike a K2 Server, an index does not have to be attached to a

K2 Index Server before it can be used.

When you register an index, you provide an alias for the index and give its location for
the host computer. The path you specify must be correct for the host machine. You
register an index only once per host.

For more information, see “Registering Indexes” on page 190, and “indexattach” on
page 194.

3. If required, attach the K2 service to an Administration Server, K2 Broker or K2 Server.
See “Attaching and Detaching Services” on page 104.

4. Start the K2 service using the servicesignal command. This also adds the service to
the watched services list. An Administration Server monitors watched services, and
starts and stops them as necessary. See “servicesignal” on page 119.

Use the servicedel command to remove a K2 service from a host. See “Removing K2
Services” on page 127.

Use the hostview command to show the services and indexes that are defined for a
particular host. See “Viewing Services and Indexes in the K2 System” on page 38.
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Configuring Service Logs

K2 Administration can generate service logs for a particular service. Service logs are a
valuable diagnostic tool, often used by Verity Technical Support to determine how your
K2 system can work most efficiently. K2 Administration offers you the following logs for
viewing:

m status logs for K2 Brokers, K2 Servers, K2 Ticket Servers, K2 Index Servers, and
Administration Servers

m query logs for K2 Brokers and K2 Servers

The status log records various diagnostic messages on the status of a K2 service. To
configure the type of messages recorded in the status log, use the statuslogset
command. See “Managing Status Logs” on page 148 for more information.

A query log records user query activity on a K2 Broker or K2 Server. To configure which
user query information is recorded in the log, use the querylogset and
querylogexcludeset commands. See “Managing Query Logs” on page 152.

Using Trusted Clients to Control Connections

The trusted client feature enables you to control which computers (IP addresses) can
connect to a particular service. By default, K2 services accept communications from any
IP address, although, a login may be required to perform some or all operations.

If you use trusted clients, you must specify IP addresses for all computers that connect to
the service, including K2 clients, Administration Servers, K2 Brokers, K2 Servers, K2
Ticket Servers, and K2 Index Servers. If you do not, the excluded services will not
connect to your K2 system, and the excluded K2 clients will be unable to access it.

To manage trusted clients, use the following commands:
m trustedclientset
m trustedclientget
m trustedclientdel

See “Managing Trusted Clients” on page 164 for more information.
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Managing K2 Administration Servers

The commands in this section manage K2 Administration Servers. A K2 Administration
Server is a repository for configuration information, and monitors K2 components. See
“Introducing Administration Servers” on page 18 for more information.

This section describes the following commands:
m adminset

m adminget

adminset

The adminset command enables you to modify some properties of an existing K2
Administration Server. For example, you can use this command to change the contact
email address for K2 notification. K2 sends messages to this address if it detects serious
problems that require immediate attention.

Note Do not use the adminset command to add a new host to the system
because the command cannot create all the data necessary for a new host
to operate. To add a new host, use the K2 installer.

Input
Enter the following information when prompted:

Argument Description

Modify Type Indicates whether to modify existing information for an
Administration Server, or insert information for a new
Administration Server. The following options are available:

0 = Update existing information for an Administration Server.

1 = Insert a new Administration Server.

NOTE: Only use Insert mode if Verity Technical Support advises
you to do so. Normally, you use the K2 installer to add a new host.

Admin Alias The unique identifier for the Administration Server.

Port The port used by the Administration Server.

NOTE: This value cannot be changed for an existing host.
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Argument

Admin Type

Description
VDK Home
Install path
CharMap

Bind

Host Name

Email Notification

Number of Listeners
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Description

The type of server. Type 1 if it is a Master Administration Server, or
2 if it is a non-Master Administration Server.

You only see this prompt if you are modifying an Administration
Server because you cannot add a Master Administration Server
using this command. A slave Administration Server is added by
default.

NOTE: Do not change this setting for an existing host.
A text description of the Administration Server.

This value is not used.

This value is not used.

This value is not used.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful if
you have more than one network card and want to only accept
requests on one of them.

The unique identifier for the machine hosting the Administration
Server.

The notification email address used by K2. K2 sends messages to
this address if it detects serious problems that require immediate
attention, such as a failure to start up the Master Administration
Server, or when a K2 service is restarted by K2 Administration.

K2 provides two classes of email notification: Admin-1 (related to
K2 services) and Admin-2 (related to jobs). For information on
setting an email notification level, see the Verity K2 Dashboard
Administrator Guide.

The number of listener threads used by this Administration Server.
This controls the number of concurrent connections to the server.
The default is 100.

If you change the value in this field, perform a full restart on the
Administration Server using the adminsignal command. This
applies the change to the system. See “adminsignal” on page 117
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adminget

The adminget command enables you to view information about a K2 Administration
Server.

Input
Enter the following information when prompted:

Argument Description
Admin Alias The unique identifier for the Administration Server.
Output

rcadmin shows the following information:

Argument Description

Alias The unique identifier for the Administration Server.

Port The port used by the Administration Server.

Server Spec The specification for the machine hosting this Administration
Server.

Description A text description of the Administration Server.

Type Indicates whether the Administration Server is a Master

Administration Server or a non-Master Administration Server.

CharMap This value is not used.
VDK Home This value is not used.
Install path This value is not used.
Bind If an IP address is specified here, then only requests directed to that

IP address are accepted. Specifying an IP address here is useful
when you have more than one network card and want to only
accept requests on one of them.

Host Name The unique identifier for the machine hosting the Administration
Server.
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Argument

Email

Listeners

Active XML File
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Description

The notification email address used by K2. K2 sends messages to
this address if it detects serious problems. For more information,
see the Verity K2 Dashboard Administrator Guide.

The number of listener threads used by this Administration Server.
This controls the number of concurrent connections to the server.

The name of the active adminN.xml file.
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Managing K2 Brokers
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The commands in this section manage K2 Brokers. A K2 Broker is a K2 service that
receives client search requests and distributes them to available K2 Servers.

After adding a K2 Broker to the system, it can be attached to another K2 Broker. See
“Attaching and Detaching Services” on page 104.

To start a K2 Broker, use the servicesignal command. See “servicesignal” on
page 119. A restart using this command also adds the service as a watched service. K2
automatically restarts a watched service if it finds it stopped.

This section describes the following commands:
m brokerset

m brokerget
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brokerset

The brokerset command enables you to add a K2 Broker to an Administration Server,
or modify information for an existing K2 Broker.

Input Parameters

Enter the following information when prompted:

Argument

Modify Type

Broker Alias

Port

Description

Bind

Admin Alias

VDK Home

CharMap
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Description

Indicates whether to modify existing information for a K2 Broker,
or add a new K2 Broker. The following options are available:

0 = Update existing information for a K2 Broker.

1 = Insert a new K2 Broker.

The unique identifier for the K2 Broker.

The K2 Broker alias should include the host name to ensure that
each server has a unique name in a multi-host K2 domain. For
example, an appropriate name would be myhost_brokerl.

The port used by the K2 Broker.

If you change this value, perform a full restart on the K2 Broker
using the servicesignal command. This applies the change to
the system. See “servicesignal” on page 119.

A text description of the K2 Broker.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful
when you have more than one network card and want to only
accept requests on one of them.

The unique identifier for the Administration Server to which the K2
Broker is attached.

In a multi-host system, this is any Administration Server alias. In a
single-host system, this is the Master Administration Server alias
for this machine. This is normally the machine’s host name.

NOTE: This setting cannot be changed for an existing K2 Broker.
Deprecated in K2 V5.0. This value is not used.

This value is not currently used.
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Argument

Max. Listener Threads

Ping Delay (msecs

Limit Replication?

Connection Timeout
(msecs)

Max. Search Time
(msecs)

Enable Queue Polling?
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Description

Controls how many clients and other K2 services can connect to this
K2 Broker, such as K2 Servers that serve content from this service,
as well as the K2 Admin process that monitors the state of this
service. The clients that connect can be C applications such as rck2,
or Java/COM clients, such as the Verity templates. This value is
considered a maximum because K2 manages the number of
listeners—depending on the load—up to this value.

The default is 200. Since a UNIX system has a limited number of file
descriptors per process, it is recommended the maximum number
of listeners not exceed 256 on UNIX.

If you change this value, perform a full restart on the K2 Broker
using the servicesignal command. This applies the change to
the system. See “servicesignal” on page 119.

The frequency with which the K2 Broker pings the K2 Broker to
which it is attached. The ping informs the upper-level broker of the
lower-level broker’s current status. When the ping is received, the
upper-level broker connects to the lower-level broker and updates
its configuration information.

The ping delay is specified in milliseconds. The default and
minimum value is 300000 milliseconds (5 minutes). If a value
smaller than this is entered, 300000 is used.

This applies to a K2 Broker attached to two or more K2 Servers that
contain a mirrored collection. If you set this value to y, all
information for a query using the mirrored collection is taken from
the same K2 Server. This avoids problems if the mirrored
collections are accidentally out of synchronization. If you set the
value to n, the K2 Broker uses any available K2 Server.

The length of time to wait, in milliseconds, for a response before
functions time out.

The maximum search time, or time to live (TTL), taken by a K2
search request. If the search takes longer than this time, K2 stops the
search.

The value must be 1000 milliseconds or higher. If this value is zero,
a maximum search time is not set.

Indicates whether the queue polling is enabled to remove expired
search requests from the search queues. By default, this is enabled.



3 Managing K2 Services
Managing K2 Brokers

brokerget

The brokerget command enables you to view information about a K2 Broker.

Input

Enter the following information when prompted:

Argument

Broker Alias

Output

Description

The unique identifier for the K2 Broker whose information you
want to view.

rcadmin shows the following information:

Argument

Alias

Port
ServerSpec
Description

Configured State

Internal Service

Bind

Admin Alias
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Description

The unique identifier for the K2 Broker.

The port used by the K2 Broker.

The specification for the machine hosting the K2 Broker.
A text description of the K2 Broker.

The state of the K2 Broker according to the adminN.xml file. The
following options are available:

offline = offline and is not available.
online = online and is available.

hidden = hidden. It is not available to users, but is available to
administrators.

Indicates whether the service is reserved for internal K2
functionality. For example, an Index Server created for use by the
Verity Business Console is an internal service.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful if
you have more than one network card and want to only accept
requests on one of them.

The unique identifier for the Administration Server to which the
K2 Broker is attached.
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Argument

VDK Home

CharMap

Max. Listener Threads

Ping Delay

Limit Replication

Connection Timeout

Max. Search Time

Enable Queue Polling

Search Cache:

Enable
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Description

Deprecated in K2 V5.0. This value is not used.
This value is not currently used.

The maximum number of clients and other K2 services that can
connect to this K2 Broker, such as K2 Servers that serve content
from this service, as well as the K2 Admin process that monitors
the state of this service. The clients that connect can be C
applications such as rck2, or Java/COM clients, such as the Verity
templates.

The frequency with which the K2 Broker pings the K2 Broker to
which itis attached. The ping informs the upper-level broker of the
lower-level broker’s current status. When the ping is received, the
upper-level broker connects to the lower-level broker and updates
its configuration information.

The ping delay is specified in milliseconds. The default and
minimum value is 300000 milliseconds (5 minutes). If a value
smaller than this is entered, 300000 is used.

This applies to a K2 Broker attached to two or more K2 Servers that
contain a mirrored collection. If you set this value to y, all
information for a query using the mirrored collection is taken from
the same K2 Server. This avoids problems if the mirrored
collections are accidentally out of synchronization. If you set the
value to n, the K2 Broker uses any available K2 Server.

The length of time to wait, in milliseconds, for a response before
functions time out.

The maximum search time, or time to live (TTL), taken by a K2
search request. If the search takes longer than this time, K2 stops
the search.

The value must be 1000 milliseconds or higher. If this value is zero,
a maximum search time is not set.

Indicates whether the queue polling is enabled to remove expired
search requests from the search queues. By default, this is enabled.

Indicates whether the K2 Broker caches search results. Caching
results can improve the performance of your K2 system.



3 Managing K2 Services
Managing K2 Brokers

Argument

Timeout

Max Number of searches

Max Memory Size Used by
Search

Transaction Log:

Enable

Log path

Description

The length of time to wait, in milliseconds, for a response before
the search cache times out.

The maximum number of search results cached.

The maximum size of the result cache in bytes.

This section contains information about the K2 Broker’s
transaction log. This is a log of the transactions between the K2
Broker and its K2 Servers. A transaction is a modification of one or
more entities in a recommendation index. For example, a
transaction may make a document more relevant to a particular
query due to user input. See “retxlogset” on page 129.

Indicates whether K2 Broker/Server transactions are logged to the
XML file. The following options are available:

0 = Transaction logging is disabled.

1 = Transaction logging is enabled. The K2 Broker can receive
requests from a VTransaction API call, and log the information in an
XML file.

The default path of the XML file is dataDir/host/
brokeralias/re, where dataDir is the pathname of the
installation’s data directory (for example, usr/verity/data on
UNIX). The file name is tr.xml. The path can be configured
through the retxlogset command. See “retxlogset” on page 129.

The VTransaction API provides an interface for sending
Transactional Updates to the Recommendation Engine. An update
action allows the profile of a user or document to be updated by a
query, document, user, or set of raw terms.

The directory path to the transaction log.

Max Transactions Per Hour Indicates the rate of transaction logging, that is, the rate at which
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the K2 Broker samples VTransaction requests. The sampling of
requests is a useful feature in cases when the K2 Broker can receive
a lot of requests, and it suffices to select and log only a subset of
these requests.

By default, the K2 Broker records every request. If this parameter
is set to a value such as 60, then the K2 Broker samples incoming
requests at the rate of 60/hour, or 1/minute. If, in the same minute,
2 requests arrive at the K2 Broker, then the second request is
skipped (or ignored). To avoid this situation, set the rate to a high
value, such as 10000, or do not set it at all.
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Managing K2 Servers
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The commands in this section manage K2 Servers. A K2 Server is a K2 service that
receives search, viewing, profiling, and recommendation requests and performs searches
of collections, knowledge trees, parametric indexes, RE Doc Indexes, and RE User
Indexes.

After adding a K2 Server to the system, it must be attached to a K2 Broker. See
“Attaching and Detaching Services” on page 104.

To start a K2 Server, use the servicesignal command. See “servicesignal” on
page 119. A restart using this command also adds the service as a watched service. K2
automatically restarts a watched service if it finds it stopped.

When you add a K2 Server, there is no content associated with it. To associate a
collection, parametric index, or knowledge tree with a K2 Server, you must first register,
and then attach these indexes. For more information, see Chapter 7.

Note For information on K2 Report Servers and K2 Reporting, see the Verity K2
Dashboard Administrator Guide. Verity K2 Reporting is a service that allows
the K2 Dashboard or an application to provide reports on user activity.
Through K2 Reporting, administrators can generate, view, and export
reports that summarize search activity.

This section describes the following commands:
m serverset
m serverget

m vdksettingset
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serverset

The serverset command enables you to add a K2 Server to an Administration Server,
or modify information for an existing K2 Server.

Input

Enter the following information when prompted:

Argument

Modify Type

Server Alias

Port

Description

Server Type:

Search Server?
Viewer?
Profiler?

Bind
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Description

Indicates whether to modify existing information for a K2 Server, or add a
new K2 Server. The following options are available:

0 = Update existing information for a K2 Server.

1 = Insert a new K2 Server.

The unique identifier for the K2 Server.

The K2 Server alias should include the host name to ensure that each server
has a unique name in a multi-host K2 domain. For example, an appropriate
name would be myhost_serverl.

The port used by the K2 Server.

If you change this value, perform a full restart on the K2 Server using the
servicesignal command. This applies the change to the system. See
“servicesignal” on page 119.

A text description of the K2 Server.
This section indicates the types of requests handled by the K2 Server. By

default, a K2 Server handles search, viewer and profiler requests.

Optionally, you can designate some K2 Servers to only handle viewing
requests, and other K2 Servers to only handle search requests. Since viewing
documents is more CPU-intensive than searching, this enables you to make
sure that viewing requests do not slow down the searches. For more
information, see the Verity K2 Getting Started Guide.

Press Enter if the K2 Server handles search requests.

Press Enter if the K2 Server handles viewing requests.

Press Enter if the K2 Server handles Profiler requests.

If an IP address is specified here, then only requests directed to that IP
address are accepted. Specifying an IP address here is useful if you have

more than one network card and want to only accept requests on one of
them.
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Argument

Admin Alias

VDK Home
CharMap

Max. Listener
Threads

Number of Threads

Server VDK Sorting?

Ping Delay

Verity K2 rcadmin Guide

Description

The unique identifier for the Administration Server to which the K2 Server
is attached.

In a multi-host system, this is any Administration Server alias. In a
single-host system, this is the Master Administration Server alias for this
machine. This is normally the machine’s host name.

This setting cannot be changed for an existing K2 Server.
Deprecated in K2 V5.0. This value is not used.
This value is not currently used.

Controls how many clients and other K2 services can connect to the K2
Server, such as K2 Brokers that serve content from this service, as well as the
K2 Admin process that monitors the state of this service. The clients that
connect can be C applications such as rck2, or Java/COM clients, such as
the Verity templates. This value is considered a maximum because K2
manages the number of listeners—depending on the load—up to this value.

The default is 200. Since a UNIX system has a limited number of file
descriptors per process, it is recommended the maximum number of
listeners not exceed 256 on UNIX.

If you change this value, perform a full restart on the K2 Server using the
servicesignal command. This applies the change to the system. See
“servicesignal” on page 119.

The default number of threads used by each service (for example, collection
search) in this K2 Server.

If you change this value, perform a full restart on the K2 Server using the
servicesignal command (or the K2 Dashboard). This applies the change
to the system. See “servicesignal” on page 119.

If you enable this, VDK sorts based on string fields when it delivers results.
By default, VDK sorts documents based on scores only, which makes
searches faster.

The frequency with which the K2 Server pings the K2 Broker to which it is
attached. The ping informs the Broker of the Server’s current status. When
the ping is received, the Broker connects to the Server and updates the
Server’s configuration information.

The ping delay is specified in milliseconds. The default and minimum value
is 300000 milliseconds (5 minutes). If a value smaller than this is entered,
300000 is used.
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Argument

Connection Timeout

Max. Search Time
(msecs)

Enable Queue
Polling?

Max. Active
Collection Requests
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Description

The length of time to wait, in milliseconds, for a response before functions
time out.

The maximum search time, or time to live (TTL), taken by a K2 search
request. If the search takes longer than this time, K2 stops the search.

The value must be 1000 milliseconds or higher. If this value is zero, a
maximum search time is not set.

Indicates whether the queue polling is enabled to remove expired search
requests from the search queues. By default, this is enabled.

The maximum number of collection search requests that can be processed
simultaneously on a CPU for a K2 Server. If the number of requests
surpasses this value, the overloading request is not executed until the
number of requests falls below this value. This ensures the total number of
active threads on the K2 Server remains constant, and consequently,
improves performance.

The default is 5. The range is 4 to 10. The final value for the K2 Server is
calculated by multiplying this field by the total number of CPUs on which
the K2 Server is running.

If the K2 Server is running on a slow machine and/or the CPU resources are
shared with other memory-intensive applications, you may need to lower
this value. If the K2 Server is running on a fast machine and operating
system, you may need to increase this value.

If you change this value, perform a full restart on the K2 Server using the
servicesignal command. This applies the change to the system. See
“servicesignal” on page 119.

For more information, see the Verity K2 Dashboard Administrator Guide.
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serverget

The serverget command enables you to view information about K2 Servers.

Input

Enter the following information when prompted:

Argument

Server Alias

Output

Description

The unique identifier for the K2 Server.

rcadmin shows the following information:

Argument

Alias

Port
ServerSpec
Description

Server Type

Configured State

Internal Service
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Description

The unique identifier for the K2 Server.

The port used by the K2 Server.

The specification for the machine hosting the K2 Server.
A text description of the K2 Server.

The types of requests handled by the K2 Server. Possible types are
Search, Viewer, and Profiler. By default, a K2 Server handles
all types of requests.

You can designate some K2 Servers to handle only viewing
requests, other K2 Servers to only handle search requests, and other
K2 Servers to handle profiler requests. Since viewing documents is
more CPU-intensive than searching, this enables you to make sure
that viewing requests do not slow down the searches.

The state of the K2 Server according to the adminN. xml file.
offline = The K2 Server is offline and is not available.
online = The K2 Server is online and is available.

hidden = The K2 Server is hidden. It is not available to users, but
can be operated on by administrators.

Indicates whether the service is reserved for internal K2
functionality. For example, an Index Server created for use by the
Verity Business Console is an internal service.
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Argument

Bind

Admin Alias

VDK Home

CharMap

Max. Listener Threads

Threads

VDK Sorting

Ping Delay

Connection Timeout

Max. Search Time
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Description

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful if
you have more than one network card and want to only accept
requests on one of them.

The unique identifier for the Administration Server to which this
K2 Server is attached.

Deprecated in K2 V5.0. This value is not used.
This value is not currently used.

The maximum number of clients and other K2 services that can
connect to the K2 Server, such as K2 Brokers that serve content from
this service, as well as the K2 Admin process that monitors the state
of this service. The clients that connect can be C applications such
as rck2, or Java/COM clients, such as the Verity templates.

The default number of threads used by each service (for example,
collection search) in this K2 Server.

Indicates whether K2 sorts at the collection level. If you enable this,
VDK sorts based on string fields when it delivers results. By
default, VDK sorts documents based on scores only, which makes
searches faster.

The frequency with which the K2 Server pings the K2 Broker to
which it is attached. The ping informs the K2 Broker of the K2
Server’s current status. When the ping is received, the Broker
connects to the Server and updates the Server’s configuration
information.

The ping delay is specified in milliseconds. The default and
minimum value is 300000 milliseconds (5 minutes). If a value
smaller than this is entered, 300000 is used.

The length of time to wait, in milliseconds, for a response before
functions time out.

The maximum search time, or time to live (TTL), taken by a K2
search request. If the search takes longer than this time, K2 stops the
search.

The value must be 1000 milliseconds or higher. If this value is zero,
a maximum search time is not set.
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Argument

Enable Queue Polling
Max. Active Collection

Requests

Global VDK Settings:

VDK Stream File

MaxDocBlockSize
VDK Field Read:

Max Column Size

gwCertTimeOut

DateInputFormat

KnowledgeBase

Topic Set Path
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Description

Indicates whether the queue polling is enabled to remove expired
search requests from the search queues. By default, this is enabled.

The maximum number of searches that can be processed
simultaneously on a K2 Server. If the number of simultaneous
searches on a K2 Server surpasses this value, the overloading
search request is blocked and is not executed until the number of
search requests falls below this value.

Settings for the VDK kernel.

Indicates whether VDK is allowed to stream any document from
the gateway (not only those in the collection). By default, this is set
to n. Setting it to y has security implications because it enables the
user to view more documents than usual.

The maximum size, in bytes, of blocks to be read by K2.

The maximum size, in bytes, for a field retrieved from a collection.
Make sure this is as large as the largest field you expect to use.

The length of time to wait, in milliseconds, for a certificate from the
gateway before the command times out.

The format for parsing dates. See the “Date Formats” appendix in
the Verity K2 Dashboard Administrator Guide.

The directory path to the knowledge base.

A knowledge base consists of one or more topic sets that can be used
as search criteria in queries. For more information on knowledge
bases, see the Verity Query Language and Topic Guide.

The directory path to the topic set.

A topic set is a group of topics that have been compiled for use by a
Verity application. A topic is a stored query expression that is
written in the Verity Query Language (VQL) and is used for
classifying documents in a collection. For more information on
topic sets, see the Verity Query Language and Topic Guide.
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Argument

Locale

Charmap

Memory Usage:

Max Memory Size

Max Files

Max Memory percentage

Number of 1K Pages

Source Query Cache:

Cache Size

Shared TFields

Search Cache:

Enable

Timeout

Max Number of Searches
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Description
The default Verity locale used by the K2 Server to open a Verity
index.

A locale is a software package that enables K2 to operate on
documents in a wide variety of languages. Locales provide
language-specific tokenization, stemming, recognition of
parts-of-speech, recognition of noun phrases, and thesauruses.

See the Verity Locale Configuration Guide for acceptable values.

The default character set used by the K2 Server to display results
for a Verity index.

See the Verity Locale Configuration Guide for acceptable values.

The global maximum memory (in KB) for all indexes, unless a
value is specified in the particular index.

The maximum number of file handles that can be opened by a
specific search thread.

The maximum amount of memory, in terms of a percentage, that
this server can use.

The global value for the number of pages (1024 bytes) for disk

caching of the collection partitions, unless a value is specified in the
particular index.

The maximum size, in bytes, of the source query cache.
Indicates whether the source query cache is enabled. The cache

requires multiple VDK sessions to share TFields. See “Transitory
Fields (TFields)” in the Verity Developer’s Kit Programming Reference.

Indicates whether the K2 Server caches search results. Caching
results can improve the performance of your K2 system.

The length of time to wait, in milliseconds, for a response before the
search cache times out.

The maximum number of search results cached.
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Argument

Max Memory Size Used by
Search

Transaction Log:

Enable

Log Path

Max Transactions Per
Hour

Start Processor ID

Number of Processors
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Description

The maximum size of the result cache in bytes.

This section contains information about the K2 Server’s transaction
log. This is a log of the transactions between the K2 Broker and its
K2 Servers. The settings are configured through the retxlogset
command. See “retxlogset” on page 129.

Indicates whether K2 Broker/Server transactions are logged for
document recommendation. If transaction logging is enabled, the
K2 Server can receive requests from a VTransaction API call and log
the information in an XML file. The default path to the XML file is
dataDir/host/serveralias/re, where dataDir is the
pathname of the installation’s data directory (for example, usr/
verity/data on UNIX). The filenameis tr . xml. The path canbe
configured through the retxlogset command. See “retxlogset” on
page 129.

The directory path to the transaction log.

Indicates the rate of transaction logging, that is, the rate at which
the K2 Server samples VTransaction requests. The sampling of
requests is a useful feature in cases when the K2 Server can receive
a lot of requests, and it suffices to select and log only a subset of
these requests.

If you have more CPUs on this host than are covered by your K2
license, this is the ID of the first CPU that K2 will should. Valid
values are zero to 99.

If you have more CPUs on this host than are covered by your K2
license, this is the number of CPUs that K2 should use. The default
is 0 which indicates no CPU binding is in effect.
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vdksettingset

The vdksettingset command enables you to configure the default VDK settings for a

K2 Server.

Note These settings can be overridden for individual collections and knowledge
trees by using the indexvdkset command. See “indexvdkset” on

page 198.

Input

Enter the following information when prompted:

Argument

Server Alias

VDK Setting:

Allow Stream File?

Max Doc Block Size
VDK Field Read:
Max Column Size
gw Cert Timeout
(msecs)

Date Input Format

Knowledge Base Path

Topic Set Path
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Description

The unique identifier for the K2 Server.

The prompts in this section correspond to the VDK configuration
settings for the K2 Server.

Indicates whether VDK is allowed to stream any document from
the gateway (not only those in the collection). By default, this is set
to n. Setting it to y has security implications because it enables the
user to view more documents than usual.

The maximum size, in bytes, of blocks to be read by K2.

The maximum size, in bytes, to read from each field. Make sure this
is as large as the largest field you expect to use.

The length of time to wait, in milliseconds, for a certificate from the
gateway to expire.

The default date format for all date inputs to K2.

For more information on date formats, see the Verity K2 Dashboard
Administrator Guide.

The directory path to the default knowledge base.

The directory path to the default topic set.
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Argument

Locale

Charmap

Memory Usage:

Max Memory Size (KB)

Max Files

Max Memory Percentage

Number of 1K Pages
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Description
The default Verity locale used by the K2 Server to open a Verity
index.

If a locale is not defined for an individual index, or for a Profile
Service, the value in this VDK setting is used.

See the Verity Locale Configuration Guide for acceptable values.

The default character set used by the K2 Server to display results
for a Verity index. If a character set is not defined for an individual
index using the indexvdkset command, the value in this VDK
setting is used. See “indexvdkset” on page 198.

See the Verity Locale Configuration Guide for acceptable values.

The maximum amount of memory in kilobytes that the K2 Server
can use. This value is passed to the VDK sessions.

The maximum number of file handles to hold open for each VDK
session.

The maximum amount of memory, in terms of percentage, that the
K2 Server can use. This value is passed to the VDK sessions.

The default number of pages (1024 bytes) used by each thread
(VDK session) for disk caching of the collection partitions.



3 Managing K2 Services
Managing K2 Ticket Servers

Managing K2 Ticket Servers

The commands in this section manage K2 Ticket Servers. A K2 Ticket Server is a K2 service
that is used to implement index-level security. It is a centralized authentication service
that stores information for users that have been authenticated to LDAP, Windows or
UNIX, or secure repositories. When users authenticate to a security model, they receive a
“ticket.” The K2 Ticket Server monitors users and gives them access only to the indexes
for which they have the correct ticket.

After adding a K2 Ticket Server to the system, you must:

m attach the K2 Ticket Server to an Administration Server, K2 Broker, or K2 Server. See
“ticketattachset” on page 111.

m configure a login module and persistent store module for the K2 Ticket Server using
the ticketlmset and ticketpsmset commands. See “ticketlmset” on page 170 and
“ticketpsmset” on page 182.

For more information on K2 Ticket Servers, see the Verity K2 Dashboard Administrator
Guide and the Verity K2 Getting Started Guide.

This section describes the following commands:
m ticketset

m ticketget
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ticketset
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The ticketset command enables you to add a K2 Ticket Server to an Administration
Server, or modify information for an existing K2 Ticket Server.

Input

Enter the following information when prompted:

Argument

Modify Type

Ticket Alias

Port

Description

Bind

Admin Alias

VDK Home

CharMap
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Description

Indicates whether to modify existing information for K2 Ticket Server, or
add a new K2 Ticket Server. The following options are available:

0 = Update existing information for a K2 Ticket Server.

1 = Insert a new K2 Ticket Server.

The unique identifier for the K2 Ticket Server.

The K2 Ticket Server alias should include the host name to ensure that
each server has a unique name in a multi-host K2 domain. For example, an
appropriate name would be myhost_ticketserverl.

The port used by the K2 Ticket Server.

This value can only be changed when the K2 Ticket Server is not attched
to the Administration Server.

A text description of the K2 Ticket Server.

If an IP address is specified here, then only requests directed to that IP
address are accepted. Specifying an IP address here is useful if you have
more than one network card and want to only accept requests on one of
them.

The unique identifier for the Administration Server to which the K2 Ticket
Server is attached.

In a multi-host system, this is any Administration Server alias. In a
single-host system, this is the Master Administration Server alias for this
machine. This is normally the machine’s host name.

This setting cannot be changed for an existing K2 Ticket Server.
Deprecated in K2 V5.0. This value is not used.

Deprecated in K2 V5.0. This value is not used.
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Argument

Number of Senders

Number of Listeners

Ticket Timeout

Ticket Timeout Check

Use Login
Credentials

Enable
Pre-Authentication?
(y|n) (No) :

Client Method (0) :

External
Authentication Data:

Name () :

Value () :

User Defined() :
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Description

The number of senders used by the K2 Ticket Server. Senders send
information from the K2 Ticket Server to the other K2 components. The
default is 5.

The number of listener threads used by the K2 Ticket Server. This controls
the number of concurrent connections to the server. The default is 200

The length of time before a ticket expires. The default and minimum is 10
minutes.

The interval (in minutes) after which to check for expired tickets. The
default is 5 minutes.

If enabled, the user’s login credentials are used to attempt to authenticate
to the repository.

This must be enabled if pre-authentication mode is enabled.

Enables pre-authentication mode in the K2 Ticket Server. If
pre-authentication mode is enabled, K2 only requires a valid user name to
access repositories. Authentication is not performed.

For information on implementing single sign-on and pre-authentication
with a Netegrity SiteMinder Identity and Access Management (IAM)
system, see the technical note Integrating K2 with Netegrity SiteMinder
available in the documentation library installed with K2.

If pre-authentication is enabled, you see this prompt.

Reserved for future use. Press the Enter key.

If pre-authentication is enabled, you see this prompt.

Reserved for future use. Press the Enter key.

If pre-authentication is enabled, you see this prompt.

Reserved for future use. Press the Enter key.

If pre-authentication is enabled, you see this prompt.

Reserved for future use. Press the Enter key.
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Argument

Filter External
USER_PARAMS keys
from Login
Credentials
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Description

If this is enabled, custom authentication data passed into the login
credentials through the USER_PARAMS key is removed from K2. By
default, this is disabled, and the information is passed to K2.

If pre-authentication mode is enabled, and the pre-authentication data is
passed in through the EXTENSION_KEY, it is recommended you set this to
Y. If the pre-authentication data is passed in through the USER_PARAMS
key, set this to N.
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ticketget

The ticketget command enables you to view information about a K2 Ticket Server.

Input

Enter the following information when prompted:

Argument

Ticket Alias

Output

Description

The unique identifier for the K2 Ticket Server.

rcadmin shows the following information:

Argument

Alias

Port
ServerSpec
Description

Configured State

Bind

Admin Alias

VDK Home
CharMap

Number of Senders
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Description

The unique identifier for the K2 Ticket Server.

The port used by the K2 Ticket Server.

The specification for the machine hosting the K2 Ticket Server.
A text description of the K2 Ticket Server.

The state of the K2 Ticket Server according to the adminN. xm1 file.
offline = The K2 Ticket Server is offline and is not available.
online = The K2 Ticket Server is online and is available.

hidden = The K2 Ticket Server is hidden. It is not available to

users, but can be operated on by administrators.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful if
you have more than one network card and want to only accept
requests on one of them.

The unique identifier for the Administration Server to which the K2
Ticket Server is attached.

Deprecated in K2 V5.0. This value is not used.
Deprecated in K2 V5.0. This value is not used.

The number of senders used by the K2 Ticket Server. Senders send
information from the K2 Ticket Server to the other K2 components.
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Argument

Number of Listeners

Ticket Timeout

Ticket Timeout Check

Login Module Type

Persist Module Type

Use Login Credentials

Filter External
USER_PARAMS keys from
Login Credentials
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Description

The number of listener threads used by the K2 Ticket Server. This
controls the number of concurrent connections to the server.

The length of time before a ticket expires. The default is 10 minutes.

The interval (in minutes) after which to check for expired tickets.
The default is 5 minutes.

The type of the login module. The following options are available:
Unknown = The type is unknown.

Windows = The login module uses Windows authentication.
Unix = The login module uses UNIX authentication.

LDAP = The login module uses LDAP authentication.

User Defined = The login module is user defined.

The type of the PSM (persistent store module). The following
options are available:

Unknown = The PSM type is unknown.

Default PSM = The PSM uses the default dynamic memory store.
LDAP = The PSM uses LDAP.

User Defined =The PSM is user defined.

Indicates whether login credentials are used to attempt to
authenticate to the repository.

If enabled, custom authentication data passed into the login
credentials through the USER_ PARAMS key is removed from K2. By
default, this is set to No, and the information is passed to K2.
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Argument Description

Enable Enables pre-authentication mode for the K2 Ticket Server.

Pre-Authentication If pre-authentication mode is enabled, K2 only requires a valid user

name to access repositories. Authentication is not performed.
Client Method Reserved for future use.

External
Authentication Data:

Name () Reserved for future use.
vValue () Reserved for future use.
User Defined() Reserved for future use.
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Managing K2 Index Servers

The commands in this section manage K2 Index Servers. A K2 Index Server is a K2 service
that performs maintenance of parametric indexes, taxonomies, and topic sets.

A K2 Index Server can also be configured using the VAdministration Java APL See the
Javadoc for VAdministration for more information.

For more information on K2 Index Servers, see the Verity Organization Developer’s Kit
Programming Guide and the Verity K2 Dashboard Administrator Guide.

This section describes the following commands:
m indexerset

m indexerget

Adding a K2 Index Server

82

To add a K2 Index Server to an Administration Server, follow these steps:
1. Start rcadmin from a command prompt.

2. If the Administration Server has a K2 Ticket Server attached to it, type 1login at the
rcadmin prompt. Enter the user name, password and domain name (optional).

3. Type indexerset at the rcadmin prompt.
4. Type 1 to add a new K2 Index Server.
5. Enter the unique identifier for the K2 Index Server.

The K2 Index Server alias should include the host name to ensure that each server has a
unique name in a multi-host K2 domain. For example, an appropriate name would be
myhost indexserverl.

6. Enter the port number the K2 Index Server will use to listen for requests.

This can be any available port number from 1023 to 32768. It is recommended you use
values from 9960 to 9979.

7. Optionally, enter a description for this K2 Index Server.
8. Optionally, enter a bind IP address for machines which have multiple network cards.

9. Enter the unique identifier for the Administration Server to which the K2 Index Server
will be attached.
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In a multi-host system, this is any Administration Server alias. In a single-host system,
this is the Master Administration Server alias for this machine. This is normally the
machine’s host name.

10.Enter the number of listeners. This controls the number of concurrent, connected clients
to this instance of the K2 Index Server. The default is 35.

Note The Java library pools connections so the required number of
connections from a single Java Virtual machine is constrained to the
number of simultaneous requests sent to the K2 Index Server.

11.Enter the number of threads available for asynchronous calls. This controls the number
of concurrent, processing-intensive requests, such as populating a parametric index or
indexing a topic set into a collection. A general rule is to enter a value that is two times
the number of CPUs you want used by this K2 Index Server. When more than the
allotted number of requests are made at one time, the excess requests wait for an
available slot. The default is 3.

12.Enter the desired number of synchronous threads. This controls the number of
concurrently opened work spaces. It generally corresponds to concurrently active
users. The default is 25.

13.Enter the access level required to use this instance of the K2 Index Server.
K2 Index Server authentication is done using the K2 Ticket Server attached to the
Administration Server. Valid values are:

0 = Authenticated. Only authenticated users are allowed to access the K2 Index Server.
This is the default.

1 = Anonymous. Both authenticated and un-authenticated (anonymous) users are
allowed to access the K2 Index Server. This setting must be used if there is no K2 Ticket
Server attached to the Administration Server.

2 = Administration. Only registered K2 administrators are allowed to access the
K2 Index Server.

Note You can use the trusted clients commands to further restrict access to
the K2 Index Server. The trusted client feature enables you to control
which network addresses can be used to open communications with a
K2 Index Server. By using the trusted client settings, you can restrict
the IP addresses from which incoming connections will be accepted.
See “Managing Trusted Clients” on page 164 for more information.

14.Type y to save your changes. Type n to cancel.
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Example

C:\>rcadmin

K2Admin Server: serverl:9950 connected.
RCADMIN - Verity, Inc. Version 6.1
rcadmin>login

User:test

Password: *******

Windows NT Domain (optional) :

User <test> logged in.

rcadmin> indexerset

Modify Type (Update=0, Insert=1):1
Index Server Alias:myhost indexserverl
Port:9960

Description:The Index Server on serverl
Bind:

Admin Alias:serverl

Number of Listeners:

Number of Async. Threads:

Number of Sync. Threads:

Access Type (Auth=0,Anonymous=1,Admin=2) :

Save changes? [y|n]:y
<<Return>> SUCCESS

Verity K2 rcadmin Guide

Type ? for help.
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Starting a K2 Index Server

After adding the K2 Index Server to the Administration Server, you must start it
manually, or automatically when the Administration Server runs.

m To start the K2 Index Server manually, type the following at a command prompt:
k2index -alias index server alias

m To start the K2 Index Server automatically, perform a full restart using the
servicesignal command. See “servicesignal” on page 119. A restart using this
command also adds the service as a watched service. K2 automatically restarts a
watched service if it finds it stopped.

Registering Indexes for Use with a K2 Index Server

When you introduce an index to the K2 system—a collection, knowledge tree, parametric
index, or recommendation index—you must register the index to the Administration
Server on the host. If the index will be used by a K2 Server, it must also be attached to the
K2 Server using the indexattach command. Unlike a K2 Server, an index is not attached
to a K2 Index Server before it can be used.

The following indexes are supported by the K2 Index Server:
m collection

m parametric index

m topic set

For more information on registering these indexes using rcadmin, see “Managing
Collections” on page 205, “Managing Topic Sets” on page 224, and “Managing
Parametric Indexes” on page 228.
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indexerset

The indexerset command enables you to add a K2 Index Server to an Administration
Server, or modify information for an existing K2 Index Server.

Input

Enter the following information when prompted:

Argument

Modify Type

Index Server Alias

Port

Description

Bind

Admin Alias
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Description

Indicates whether to modify existing information for a
K2 Index Server, or add a new K2 Index Server. The following
options are available:

0 = Update existing information for a K2 Index Server.

1 = Insert a new K2 Index Server.

Inserting a K2 Index Server creates the following new directories:
dataDir/services/IndexServiceAlias/odk
dataDir/services/IndexServiceAlias/log

where dataDi ris the pathname of the installation’s data directory
(for example, usr/verity/data on UNIX).

The unique identifier for the K2 Index Server.

The K2 Index Server alias should include the host name to ensure
that each server has a unique name in a multi-host K2 domain.

The port used by the K2 Index Server.
It is recommended you use values from 9960 to 9979.

This value cannot be changed for an existing K2 Index Server.
A text description of the K2 Index Server.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful
when you have more than one network card and want to only
accept requests on one of them.

The unique identifier for the Administration Server to which the
K2 Index Server is attached.

In a multi-host system, this is any Administration Server alias. In a
single-host system, this is the Master Administration Server alias
for this machine. This is normally the machine’s host name.
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Argument

Number of Listeners

Number of Asynch.
Threads

Number of Synch.
Threads

Access Type
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Description

Controls how many clients and other K2 services can connect to this
K2 service. This value is considered maximum because K2 manages
the number of listeners—depending on the load—up to this value.
The default is 35.

This controls the number of concurrent, processing-intensive
requests, such as populating a parametric index or indexing a topic
set into a collection. A general rule is to enter a value that is two
times the number of CPUs you want used by the K2 Index Server.
When more than the allotted number of requests are made at one
time, the excess requests wait for an available slot.

The default is 3.

This controls the number of concurrently opened work spaces. It
generally corresponds to concurrently active users.

The default is 25.

The user level required to access the K2 Index Server.
Authentication is done using the K2 Ticket Server attached to the
K2 Administration Server.

0 = Authenticated. Only authenticated users are allowed to access
the K2 Index Server.

1 = Anonymous. Both authenticated and un-authenticated
(anonymous) users are allowed to access the K2 Index Server. This
setting must be used if there is no K2 Ticket Server attached to the
K2 Administration Server.

2 = Administration. Only registered K2 administrators are allowed
to access the K2 Index Server.

The default is 1 (Anonymous).
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indexerget
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The indexerget command enables you to view information about K2 Index Servers.

Input

Enter the following information when prompted:

Argument

Index Server Alias

Output

Description

The unique identifier for the K2 Index Server.

rcadmin shows the following information:

Argument

Alias
Port

ServerSpec

Description

Configured State

Internal Service:

Bind

Admin Alias

Listeners
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Description

The unique identifier for the K2 Index Server.
The port used by the K2 Index Server.

The specification for the machine hosting the K2 Index Server, for
example, hostname.verity.com:9960.

A text description of the K2 Index Server.

The state of the K2 Index Server according to the adminN. xm1 file.
offline = The K2 Index Server is offline and is not available.

online = The K2 Index Server is online and is available.

Indicates whether the service is reserved for internal K2
functionality. For example, an Index Server created for use by the
Verity Business Console is an internal service.

If an IP address is specified here, then only requests directed to that
IP address are accepted. Specifying an IP address here is useful
when you have more than one network card and want to only
accept requests on one of them.

The unique identifier for the Administration Server for the
K2 Index Server.

Controls how many clients and other K2 services can connect to this
K2 service. This value is considered maximum because K2 manages
the number of listeners—depending on the load—up to this value.
The default is 35.
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Argument

Asynch. Threads

Synch. Threads

Access Type
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Description

This controls the number of concurrent, processing-intensive
requests, such as populating a parametric index or indexing a topic
set into a collection. When more than the allotted number of
requests are made at one time, the excess requests wait for an
available slot.

This controls the number of concurrently opened work spaces. It
generally corresponds to concurrently active users.

The user level required to access the K2 Index Server.
Authentication is done using the K2 Ticket Server attached to the
K2 Administration Server.

0 = Authenticated. Only authenticated users are allowed to access
the K2 Index Server.

1 = Anonymous. Both authenticated and non-authenticated
(anonymous) users are allowed to access the K2 Index Server. This
setting must be used if there is no K2 Ticket Server attached to the
K2 Administration Server.

2 = Administration. Only registered K2 administrators are allowed
to access the K2 Index Server.

The default is 0 (Authenticated).
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Managing External K2 Services
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This group of commands enables you to attach or detach external K2 services.

Note To configure external services, you must have a valid license for the
Multi-domain feature.

Attaching external services enables the local K2 system to search K2 Brokers and K2
Servers in another K2 domain. K2 domains can be independent K2 systems in different
geographic location or departments, or different versions of K2. For more information,
see the Verity K2 Installation and Setup Guide and the Verity K2 Migration Guide.

When attaching services within a K2 domain, K2 prevents loops from being established.
For example, if a K2 domain search hierarchy consists of

K2 Broker A -> K2 Broker B ->K2 Server C,

then K2 will not allow K2 Broker A to be attached below K2 Broker B. However, when
attaching external services, K2 cannot prevent such loops. So it is your responsibility to
avoid them.

When you attach a version 4.5 or higher external K2 service, K2 verifies that the alias
exists, and retrieves the host and port of the external service from the Administration
Server. If the external service is an earlier version, K2 informs you which INI entries need
to be changed.

Note To name K2 domains, use the hostdomainset command. See
“hostdomainset” on page 49.

This section describes the following commands:

extbrokerattachset

m extticketattachset

m extsvcticketattachset
m extbrokerdetach

m extticketdetach

m extsvcticketdetach
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extbrokerattachset

The extbrokerattachset command enables you to attach an external K2 service below a
local K2 Broker. The external service is usually a K2 Broker, although it can also be a K2

Server.

To detach the external service, use the extbrokerdetach. See “extbrokerdetach” on

page 99.

Note After attaching an external service, restart the local and external service. In
K2 version 4.5.1 and higher, perform a quick restart on both services using
the servicesignal command. In K2 version 4.0.3, restart the external
service manually from the external service’s host machine.

Input

Enter the following information when prompted:

Argument

Local Broker Alias

External Service Alias

Version

Modify Type

External Master Administration
Server Information:

Host Name
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Description

The unique identifier for the local K2 Broker to which
the external service will attach.

The unique identifier for the external service that will
attach to the local K2 Broker.

The version of the external service (for example, 5.5, or
6.1).

Indicates whether to modify existing configuration
information for an external service, or create new
configuration information for an external service. The
following options are available:

0 = Update existing information for an external service.
1 = Insert a new external service.

This only appears if the external service is version 4.5 or
higher.

The name of the host used by the external Master
Administration Server.

This only appears if the external service is version 4.5 or
higher.
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Argument

Port

Login to external K2 Domain:

User

Password
Windows NT Domain
External Services Settings:

K2 Domain Name

Serverspec

Description

Number of Collection Threads
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Description

The port number used by the external Master
Administration Server.

This only appears if the external service is version 4.5 or
higher.

The prompts in this section only appears when the
external service uses a K2 Ticket Server.

The user name used to log in to the external domain.

This need not be the same user name that is used to log
in to the local domain. Furthermore, the two domains
need not use the same authentication methods.

The password for User.

The Windows domain for User. This is optional.

The name of the K2 domain to which the external
service belongs.

If you are attaching a version 4.5 external service, a
default is not provided. You must enter the domain
name. Leave this blank if the domain is unnamed.

If you are attaching a version 5.0 or higher external
service, rcadmin shows the current domain name.
(Read only.)

The host : port specification that the local K2 Broker
uses to contact the external service. If the external
service is V4.0 or earlier, a default is not provided; and
you must enter the specification.

Normally you can accept the default. But you may
need to alter host if, for example, the local domain
needs to use hard-coded IP numbers because its DNS
server does not recognize the external service.

An optional text description of the external service.

The number of threads used by collections on the
external service. The default is 3.
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Argument

Number of Tree Threads

Number of Parametric Threads

Number of Profiler Threads

Number of Recommendation
Threads

Connection Timeout (msecs)

External Service Connection
Settings:

Service Alias

Serverspec

Description

The number of threads used by knowledge trees on the
external service. The default is 3.

This prompt only appears if the K2 service you are
attaching is version 4.0 or higher.

The number of threads used by parametric indexes on
the external service. The default is 3.

This prompt only appears if the K2 service you are
attaching is version 5.0 or higher.

The number of threads used by Profiling Engine on the
external services. The default is 3.

This prompt only appears if the K2 service you are
attaching is version 5.0 or higher.

The number of threads used by Recommendation
Engine on the external services. The default is 3.

This prompt only appears if the K2 service you are
attaching is version 5.0 or higher.

The length of time to wait, in milliseconds, for a
response before functions time out on the external
service.

The alias used by the external service to identify the
local K2 Broker. (Read only.)

The host : port specification that the external service
uses to contact the local K2 Broker.

Normally you can accept the default. But you may
need to alter host if, for example, the external service
needs to use hard-coded IP numbers because its DNS
server does not recognize the K2 Broker.

If the external service is version 4.5.x, or higher, the service is attached. If the external
service is version 2.2 or 4.0, then rcadmin shows the modifications you must make to the

external service’s INI file.

Verity K2 rcadmin Guide
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extticketattachset

The extticketattachset command enables you to attach an external K2 Ticket Server
to a local K2 Broker or K2 Server.

The external K2 Ticket Server is used for gateway authentication (document-level
security), not for logging in users (index-level security). The external K2 Ticket Server can
use a different authentication method than the local K2 Ticket Server. For example, one
can use Window authentication and the other can use LDAP authentication.

Login authentication (for index-level security) is always handled through the local K2
Ticket Server attached to the top level K2 Broker.

If an external K2 domain uses gateway authentication (for document-level security) then
you must attach that domain’s K2 Ticket Server as an external service.

For more information, see the Verity K2 Migration Guide.

To detach the K2 Ticket Server, use the extticketdetach. See “extticketdetach” on
page 101.

Note After attaching an external service, restart the local and external service. In
K2 version 4.5.1 and higher, perform a quick restart on both services using
the servicesignal command.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the local K2 service to which
the external K2 Ticket Server will attach.

External Ticket Alias The unique identifier for the external K2 Ticket Server
that will attach to the K2 service.

External Ticket Version The version of the external K2 Ticket Server (for
example, 5.5 or 6.1).

Version 4.0.x K2 Ticket Servers are not supported as
external services.
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Argument

Modify Type

External Master Administration
Server Information:

Host Name

Port

Login to external K2 Domain:

User

Password

Windows NT Domain
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Description

Indicates whether to modify existing configuration
information for an external K2 Ticket Server, or create
new configuration information for an external K2
Ticket Server. The following options are available:

0 = Update existing information for an external K2
Ticket Server.

1 = Insert an new external K2 Ticket Server.

The name of the host used by the external Master
Administration Server.

The port number used by the external Master
Administration Server.

This only appears if the external service uses a K2
Ticket Server.

The user name to use to log in to the external domain.

This need not be the same user name that is used to log
in to the local domain. Furthermore, the two domains
need not use the same authentication methods.

This only appears if the external service uses a K2
Ticket Server.

The password for User.

This only appears if the external service uses a K2
Ticket Server.

The Windows domain for User. This is optional.

This only appears if the external service uses a K2
Ticket Server.
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Argument

External Ticket Settings:

Ticket Domain

Ticket Serverspec

Ticket Description

Number of Thread

Connection Timeout (msecs)

Service Settings:

Service Alias

Service Serverspec
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Description

The name of the K2 domain that the external K2 Ticket
Server is in.

If you are attaching a version 4.5 external service, you
must enter the domain name. rcadmin is unable to
determine the current name (if any). Leave this blank if
the domain is unnamed.

If you are attaching a version 5.0 or higher external
service, rcadmin shows the current domain name.
(Read only.)

The host : port specification that the external K2
Ticket Server uses to contact the local service.

Normally you can accept the default. But you may need
to alter host if, for example, the external service needs
to use hard-coded IP numbers because its DNS server
does not recognize the external service.

An optional text description of the external K2 Ticket
Server.

The number of threads used by the K2 service to
connect to the external K2 Ticket Server.

The length of time to wait, in milliseconds, for a
response before functions time out on the external K2
Ticket Server.

The alias used by the external K2 Ticket Server to
identify the local K2 service. (Read only.)

The host : port specification that the external K2
Ticket Server uses to contact the local K2 service.
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extsvcticketattachset

The extsvcticketattachset command enables you to attach an external K2 service to a

local K2 Ticket Server.

To detach the K2 service, use the ext svcticketdetach. See “extsvcticketdetach” on

page 102.

Note After attaching an external service, restart the local and external service. In
K2 version 4.5.1 and higher, perform a quick restart on both services using

the servicesignal command.

Input

Enter the following information when prompted:

Argument

Ticket Alias

External Service Alias

External Service Version

External Master Administration

Server Information:

Host Name

Port

Login to external K2 Domain:

User
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Description

The unique identifier for the local K2 Ticket Server to
which the external service will attach.

The unique identifier for the external K2 service that
will attach to the local K2 Ticket Server.

The version of the external service (for example, 5.5 or
6.1).

The name of the host used by the external Master
Administration Server.

The port number used by the external Master
Administration Server.

This only appears if the external service uses a K2
Ticket Server.

The user name to log in to the external domain.

This need not be the same user name as used to log in
to the local domain. Furthermore, the two domains
need not use the same authentication methods.

This only appears if the external service uses a K2
Ticket Server.
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Argument

Password

Windows NT Domain

Modify Type

Ticket Domain

Ticket Serverspec

Ticket Description

Number of Threads

Connection Timeout

Service Settings:

Service Alias

Service Serverspec
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(msecs)

Description

The password for User.

This only appears if the external service uses a K2
Ticket Server.

The Windows domain for User. This is optional.

This only appears if the external service uses a K2
Ticket Server.

Indicates whether to modify existing configuration
information for an external service, or create new
configuration information for an external service. The
following options are available:

0 = Update existing information for an external service.

1 = Insert a new external service.

The name of the K2 domain that the local K2 Ticket
Server is in. (Read only.)

The host: port specification that the external K2
service uses to contact the local K2 Ticket Server.

Normally you can accept the default. But you may
need to alter host if, for example, the external K2
service needs to use hard-coded IP numbers because its
DNS server does not recognize the local K2 Ticket
Server.

An optional text description of the local K2 Ticket
Server.

The number of threads used by the external K2 service
to connect to the local K2 Ticket Server.

The length of time to wait, in milliseconds, for a
response before functions time out on the external K2
service.

The alias used by the external K2 service to identify the
local K2 Ticket Server. (Read only.)

The host : port specification that the external K2
service uses to contact the local K2 Ticket Server.
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extbrokerdetach

The extbrokerdetach command enables you to detach an external K2 service from a
local K2 Broker.

Normally, when you detach an external service, K2 needs to contact the external service
to update its configuration. If K2 is unable to contact it (because for example the network
is down), the entries about the external service will be removed from the local K2
domain, but the external K2 domain will still have entries referring to the local K2
domain. To clean up those entries, you can attach the external service (wWhen the external
service is available) and then run the detach command again.

Note After detaching an external service, restart the local and external service.
In K2 version 4.5.1 and higher, perform a quick restart on both services
using the servicesignal command. In K2 version 4.0.3, restart the
external service manually from the external service’s host machine

Input
Enter the following information when prompted:

Argument Description

Broker Alias The unique identifier for the local K2 Broker.
External Alias to Detach The unique identifier for the external K2 service.
External Domain The name of the external K2 domain. Leave this blank

if the domain is unnamed.

External Master Administration
Server Information:

Host Name The name of the host used by the external Master
Administration Server. (You must use the Master

Administration Server, not an Administration Server.)

Port The port number used by the external Master
Administration Server.
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Argument Description

Login to external K2 Domain: The prompts in this section only appear if the external
service uses a K2 Ticket Server.

User The user name to log in to the external domain.
This need not be the same user name as used to log in
to the local domain. Furthermore, the two domains
need not use the same authentication methods.

Password The password for User.

Windows NT Domain The Windows domain for User. This is optional.

If the external service is version 4.5 or higher, the service are detached. If the external
service is version 2.2 or 4.0, then rcadmin shows the modifications you must make to the
external service’s INI file.
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extticketdetach

The extticketdetach command enables you to detach an external K2 Ticket Server from
a local K2 service.

Normally, when you detach an external service, K2 needs to contact the external service
to update its configuration. If K2 is unable to contact it (because for example the network
is down), the entries about the external service will be removed from the local K2
domain, but the external K2 domain will still have entries referring to the local K2
domain. To clean up those entries, you can attach the external service (when the external
service is available) and then run the detach command again.

Note After detaching an external service, restart the local and external service.
In K2 version 4.5.1 and higher, perform a quick restart on both services
using the servicesignal command.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the local K2 service.
External Ticket Alias To Detach The unique identifier for the external K2 Ticket Server.

External Ticket Domain The name of the external K2 Ticket Server domain.
Leave this blank if the domain is unnamed.

External Master Administration
Server Information:

Host Name The name of the host used by the external Master
Administration Server. (You must use the Master

Administration Server, not an Administration Server.)

Port The port number used by the external Master
Administration Server.
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Argument Description

Login to external K2 Domain:

User The user name to log in to the external domain.

This need not be the same user name as used to log in
to the local domain. Furthermore, the two domains
need not use the same authentication methods.

Password The password for User.
Windows NT Domain The Windows domain for User. This is optional.
extsvcticketdetach
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The extsvcticketdetach command enables you to detach an external K2 service from a
local K2 Ticket Server.

Normally, when you detach an external service, K2 needs to contact the external service
to update its configuration. If K2 is unable to contact it (because for example the network
is down), the entries about the external service will be removed from the local K2
domain, but the external K2 domain will still have entries referring to the local K2
domain. To clean up those entries, you can attach the external service (when the external
service is available) and then run the detach command again.

Note After detaching an external service, restart the local and external service.
In K2 version 4.5.1 and higher, perform a quick restart on both services
using the servicesignal command.

Input
Enter the following information when prompted:

Argument Description

Ticket Alias The unique identifier for the local K2 Ticket Server.
External Service Alias To The unique identifier for the external K2 service.
Detach

External Ticket Domain The name of the external K2 service domain. Leave this

blank if the domain is unnamed.
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Argument

External Master Administration
Server Information:

Host

Port

Login to external K2 Domain:

User

Password

Windows NT Domain
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Description

The name of the host used by the external Master
Administration Server. (You must use the Master
Administration Server, not an Administration Server.)

The port number used by the external Master
Administration Server.

The user name to log in to the external domain.

This need not be the same user name as used to log in
to the local domain. Furthermore, the two domains
need not use the same authentication methods.

The password for User.

The Windows domain for User. This is optional.
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Attaching and Detaching Services

The commands in this section attach or detach K2 services to/from other K2 services.
When you add a K2 service, you must attach it to a K2 Broker or K2 Server.

This section describes the following commands:
m servicedetach

m brokerattachset

m brokerattachlistget

m brokerattachget

m ticketattachset

m ticketattachlistget

m ticketattachget
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servicedetach

The servicedetach command enables you to detach a K2 service from another K2

service.

Before using the servicedel command to delete a K2 service, you must use this
command to detach all services above and below the K2 service in the K2 hierarchy.

Note If you detach a service, use the servicesignal command to perform a
quick restart on the K2 Ticket Server (if applicable) and the service from
which you are detaching. This applies the change to the system. See
“servicesignal” on page 119.

Argument

Service Alias

Service Type For alias

Service Alias To
Detach
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Description

The unique identifier for the service from which the other service
will be detached.

The type of service from which you are detaching;:
a = Administration Server.
b = K2 Broker.

s = K2 Server.

The unique identifier for the service to be detached.

For a K2 Broker, the service alias can be a K2 Ticket Server or K2
Server.

For a K2 Server, the service alias can be a K2 Ticket Server.

For a K2 Administration Server, the service alias can be a K2 Ticket
Server.
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Example

For example, say you want to delete a K2 Server named “S1” that is part of a K2 system.
51 is currently attached below a K2 Broker named “B1,” and above a K2 Ticket Server
named “T1.” To remove S1 from the system:

1.

2.

3.

4.

Detach the broker “B1:”

rcadmin> servicedetach

Service Alias:bl

Service Type For "bl" [(a)dmin| (b)roker| (s)erver]:b
Service Alias To Detach:sl

Save changes? [y|n]:y

<<Return>> SUCCESS

Detach the ticket “T1:”

rcadmin> servicedetach

Service Alias:sl

Service Type For "sl" [(a)dmin| (b)roker| (s)erver]:s
Service Alias To Detach:tl

Save changes? [y|n]:y

<<Return>> SUCCESS

Perform a quick restart on the K2 Server “S1:”

rcadmin> servicesignal

Service Alias:sl

Type of signal (Quick=0,Full=1, Shutdown=2,Kill=3):0
Save changes? [y|n]:y

<<Return>> SUCCESS

Delete the K2 Server “S1:”

rcadmin> servicedel

Service Alias:sl

Service Type For "sl"

[(a)dmin| (b) roker| (s)erver| (t) icket| (i) ndexServer] : s
Save changes? [y|n]:y

<<Return>> SUCCESS
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brokerattachset

The brokerattachset command enables you to attach a local K2 Server or K2 Broker
below a specified K2 Broker.

To attach an external K2 Broker, use the extbrokerattachset command. See
“extbrokerattachset” on page 91.

Note Circular references are not allowed in the K2 hierarchy. For example, if
Broker B has Server S attached below it, then Broker B cannot be attached
below Server S. Use brokerattachlistget command to determine the
allowable attachments. See “brokerattachlistget” on page 109.

Input

Enter the following information when prompted:

Argument

Broker Alias

Modify Type

Service Alias

Service Type For alias

Number of Collection
Threads

Number of Tree Threads
Number of Parametric

Threads
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Description

The unique identifier for the K2 Broker to which the K2 service will
attach.

Indicates whether to modify existing information for a service, or
insert information for a new service. The following options are
available:

0 = Update existing information for a service.
1 = Insert information for a new service.

The unique identifier for the K2 service that will attach to the K2
Broker.

The type of service being attached. The following options are
available:

b = K2 Broker.

s = K2 Server.

The number of threads to be used by collections. The default is 3.

The number of threads to be used by knowledge trees. The default
is 3.

The number of threads to be used by parametric indexes. The
default is 3.
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Argument Description

Number of Profiler The number of threads to be used by Profile Nets. The default is 2.
Threads

Number of The number of threads to be used by the Recommendation Engine.

Recommendation Threads  The defaultis 3.

Connection Timeout The length of time to wait, in milliseconds, for a response before
functions time out.
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brokerattachlistget

The brokerattachlistget command enables you to view a list of services that can be
attached below a specified K2 Broker.

Circular references are not allowed in the K2 hierarchy. For example, if K2 Broker A has
K2 Broker B attached below it, then K2 Broker A cannot be attached below K2 Broker B.
This command allows you to determine the allowable attachments.

Input
Enter the following information when prompted:

Argument Description

Broker Alias (press The unique identifier for the K2 Broker whose information you

Enter for all brokers)  want to display. To display information about all K2 Brokers, press
Enter.

Type of Service to Get  The type of services to display. The following options are available:
b = display all K2 Brokers that can be attached.
s = display all K2 Servers that can be attached.

Output
If you specified a Broker Alias, rcadmin shows the following information:

Argument Description
Available services The number of services that can be attached.
Service Alias The aliases of the services that can be attached to the K2 Broker.
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brokerattachget

110

The brokerattachget command enables you to view information about K2 Brokers or
K2 Servers attached below a specified K2 Broker.

Input

Enter the following information when prompted:

Argument

Broker Alias
Service Alias (press

Enter for all services
attached)

Output
If there are services attached,

Argument
Service Alias

Service Type

External Service

Service Domain

Service ServerSpec

Service Description
Service Version

Number of Collection
Threads

Number of Tree Threads
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Description

The unique identifier for the K2 Broker.
The unique identifier for the service whose information you want

to display. To display information about all the services attached to
the Broker, press Enter.

rcadmin shows the following information:

Description

The unique identifier for this service.

The type of service. The following options are available:

Broker = a K2 Broker.

Server = a K2 Server.

1 indicates that this is an external service (the service is not in the
local K2 domain). 0 indicates that this service is in the local K2
domain.

The name of the K2 domain that the service is in.

The host : port specification that the external service uses to
contact the local K2 Broker.

A text description of the service.
The version of the external service.

The number of threads used by collections.

The number of threads used by knowledge trees.
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Argument

Number of Parametric
Threads

Number of Profiler
Threads

Number of
Recommendation Threads

Connection Timeout

ticketattachset

Description

The number of threads used by parametric indexes.

The number of threads used by Profile Nets.

The number of threads to be used by the Recommendation Engine.

The length of time to wait, in milliseconds, for a response before
functions time out.

The ticketattachset command enables you to attach a local K2 Ticket Server to a K2

service.

To attach an external K2 Ticket Server, use the extticketattachset command. See
“extticketattachset” on page 94.

Note If you attach a K2 Ticket Server, use the servicesignal command to
perform a quick restart on the K2 Ticket Server and on the service to which
you are attaching. This applies the change to the system. See
“servicesignal” on page 119.

Input

Enter the following information when prompted:

Argument

Ticket Alias

Modify Type

Service Alias
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Description

The unique identifier for the K2 Ticket Server.

Indicates whether to modify existing information for a K2 service,
or insert information for a new K2 service. The following options
are available:

0 = Update existing information for a K2 service.

1 = Insert information for a new K2 service.

The unique identifier for the service to which the K2 Ticket Server
will be attached.
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Argument

Service Type For alias

Number of Threads

Connection Timeout

ticketattachlistget
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Description

The type of service. The following options are available:
a = K2 Administration Server.
b = K2 Broker.

s = K2 Server.

The number of threads used by the K2 service to connect to the K2
Ticket Server.

The length of time to wait, in milliseconds, for a response before
functions time out.

The ticketattachlistget command enables you to view a list of K2 Ticket Servers that
can be attached to a K2 service.

Input

Enter the following information when prompted:

Argument

Service Alias

Service Type For alias
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Description

The unique identifier for the service. rcadmin shows information
about all the K2 Ticket Servers that can be attached below this
service.

To display all the K2 Ticket Servers that can be attached below any
service, press Enter.

The type of service. The following options are available:

a = Administration Server.

b = K2 Broker.

s = K2 Server.
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Output

rcadmin shows the following information:

Argument

Available Ticket
Servers

Alias

ticketattachget

Description

The number of K2 Ticket Servers. This is 0 if there are no K2 Ticket
Servers that are attached.

The unique identifier for each K2 Ticket Server.

The ticketattachget command enables you to view information about K2 Ticket
Servers that are attached to a K2 service.

Input

Enter the following information when prompted:

Argument

Service Alias

Service Type For alias

Ticket Server Alias
(or press Enter for
all ticket Services)
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Description

The unique identifier for the service. rcadmin shows information
about K2 Ticket Servers that are attached to this service.

The type of service. The following options are available:

a = K2 Administration Server.

b = K2 Broker.

s = K2 Server.

The unique identifier for the K2 Ticket Server for which you want

to display information. To display information about all the K2
Ticket Servers attached to this service, press Enter.
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Output

rcadmin shows the following information:

Argument

Alias

Number of Threads

Connection Timeout

External Ticket

Domain

ServerSpec
Description
Version

Number of Threads

Connection Timeout
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Description

The unique identifier for this K2 Ticket Server.

The number of threads used by the K2 service to connect with the
K2 Ticket Server.

The length of time to wait, in milliseconds for a response before
functions time out.

1 indicates that this K2 Ticket Server is an external service (in other
words, that it is not in the local K2 domain). 0 indicates it is in the
local K2 domain.

The name of the K2 domain that the K2 Ticket Server is in.

The host : port specification of the K2 Ticket Server.

A text description of the K2 Ticket Server.

The version of the K2 Ticket Server.

The number of threads used by the K2 Ticket Server.

The length of time to wait, in milliseconds, for a response before
functions time out.
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Starting and Stopping K2 Services

The commands in this section enable you to stop and start K2 services using the Verity

Control Module (VCM). They also enable you to have K2 automatically stop or start
services by setting watched services.

This section describes the following commands:

adminlaunch
adminsignal
adminkilllaunched
servicesignal
servicestartup
servicewatchedstate
servicegetpid
servicestateget
wsadd

wsdel

wsdelall

wsget

Verity K2 rcadmin Guide
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adminlaunch
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The adminlaunch command enables you to launch K2 commands using rcadmin. See
also the “adminkilllaunched” on page 118.

Input

Enter the following information when prompted:

Argument

Admin Alias

Command

Parameters

Launch as desktop
application (Windows
only)? (y|n) (No):

Output

Description

The unique identifier for the Administration Server for this service.

The name of the command to run. For example, mkvdk.

The commands that can be launched are those listed in the
[Launch] section of the verity.cfg file. For more information
onverity.cfg, see the Verity K2 Dashboard Administrator Guide.

The arguments to pass with the command. This is optional.
For example, typing mkvdk at the Command prompt, and typing
-create -collection my collection

at the Arguments prompt is the same as typing the command and
arguments on the command-line:

mkvdk -create -collection my collection

This creates a new, empty collection.

Indicates whether the command is launched as a desktop
application, or is run as a “hidden” process. If you enter y, the
specified process runs in a window on the desktop and appears in
the process list. If you enter n, the process only appears in the
process list.

This prompt applies to Windows only.

rcadmin shows the following information:

Argument

PID
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adminsignal

The adminsignal command enables you to send a “shutdown,

a

restart all services,” or

“refresh watched service” command to an Administration Server.

Input

Enter the following information when prompted:

Argument

Admin Alias

Type of signal
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Description

The unique identifier for the Administration Server.

The type of signal to send to the Administration Server. The
following options are available:

2 = Shutdown. Shuts down the Administration Server. You must
exit rcadmin after executing this command.

3 = Watched Service Refresh. Tells the watched services to refresh
their watched service state from the adminN. xm1l file.

4 = Restart all servers. Restarts the K2 services controlled by the
specified Administration Server, and adds them as watched
services.

K2 automatically restarts a watched service if it finds it stopped. If
a K2 Service is set to run manually (using the
servicewatchedstate command), and is then started using the
adminsignal command, the state is changed to AutoRun.

If you choose this option, and are using a K2 Ticket Server, you
must re-start rcadmin and log back in again. This is because your
ticket will expire when the K2 Ticket Server is stopped and
restarted.
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The adminkilllaunched command enables you to kill a process that was launched using
the adminlaunch command.

Note If you kill a service that is monitored by the Administration Server (a
watched service), the service is automatically restarted by the
Administration Server. To properly stop a K2 Service, use the
servicesignal shutdown command.

Input
Enter the following information when prompted:

Argument Description
Admin Alias The unique identifier for the Administration Server for this process.
Process ID The ID of the process to kill.
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servicesignal

The adminsignal command enables you to send a “restart,” “kill,” or “shutdown”
command to a K2 service. When you restart a K2 service using this command, the service

is added to the watched

services list. An Administration Server monitors watched

services, and starts and stops them as necessary.

Input

Enter the following information when prompted:

Argument

Service Alias

Type of signal

Example

rcadmin> servicesi
Service Alias:myho

Description

The unique identifier for the K2 service.

Type @Controller to start or stop the K2 Spider Controller.

The type of signal to send. The following options are available:

0 = Do a quick restart. A quick restart resets the K2 Server with minimal
impact to its service. During a quick restart, the K2 Server re-reads the
settings in the local K2 Administration and updates its configuration. The
K2 Server does not have to stop. Client connections are locked and clients
may experience a brief service delay.

A quick restart also adds the service as a watched service. K2 automatically
restarts a watched service if it finds it stopped.

1 = Do a full restart. A full restart shuts down the K2 Server and then
restarts it so that a changed parameter can take effect. You will experience
a brief outage while the K2 Server shuts down and restarts.

A full restart also adds the service as a watched service. K2 automatically
restarts a watched service if it finds it stopped. If the service is set to run
manually (using the servicewatchedstate command), and is then
started using the servicesignal command (option 1 “full restart”), the
state is changed to AutoRun.

2 = Shut down. Tells the service to shut down. If the service is a watched
service, it may take up to the entire polling interval to shut down.

3 = Kill. Immediately ends the service.

gnal
st_indexerserverl

Type of signal (QuickRestart=0,FullRestart=1,Shutdown=2,Kill=3):1
Save changes? [y|n]:y

<<Return>> SUCCESS
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The servicestartup command enables you to start a K2 service.

Note The servicestartup command restarts the specified service, and adds
it as a watched service. K2 automatically restarts a watched service if it
finds it stopped. If a service is set to run manually (using the
servicewatchedstate command), and is then started using the
servicestartup command, K2 starts the service, but the service
remains in manual mode.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the service to start.

You can determine the aliases of services by using the hostview or
hierarchyview command. See “hostview” on page 39 and
“hierarchyview” on page 38.

Parameter Override The arguments that override the default start-up arguments. This is

optional. By default, K2 uses -alias Service Alias when
starting a K2 service.
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servicewatchedstate

The servicewatchedstate command enables you to add a service to the watched
service list, so that it can be started, stopped, and monitored by the K2 administration
process. It also enables you to specify how K2 should respond when a service is running
or stopped.

Input
Enter the following information when prompted:

Argument Description
Service Alias The unique identifier for the service.
Desired State The desired state. The following options are available:

0 = AutoStop. K2 automatically stops the service if it finds it
running.

1 = AutoRun. K2 automatically starts the service if it finds it
stopped.

2 = Manual. K2 does not watch the service.

servicegetpid
The servicegetpid command enables you to view the process ID of a K2 service.

Input
Enter the following information when prompted:

Argument Description
Service Alias The unique identifier for the service.
Output

rcadmin shows the following information:

Argument Description

PID The process ID of the service.
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wsadd

The wsadd command enables you to add a K2 service to the watched service list for an
Administration Server. An Administration Server monitors watched services, and starts
and stops them as necessary.

Input
Enter the following information when prompted:

Argument Description

Admin Alias The unique identifier for the Administration Server to which the
service is attached.

Service Alias The unique identifier for the service to be added to the watched
service list. For example, broker1l.

Type @Controller to watch the K2 Spider Controller.

Polling Interval The interval, in seconds, between K2's polls of this service to see if
its state is correct. The default is 120 seconds.

Desired State The desired state of the watched service. The following options are
available:

0 = AutoStop. K2 automatically stops the service if it finds it
running.

1 = AutoRun. K2 automatically starts the service if it finds it
stopped.

2 = Manual. K2 does not watch the service.

Path The directory path to the executable to be used if K2 needs to start
the service. For example, on Windows it might be:

C:\program files\verity\k2\ nti40\bin)\
k2server.exe
Command Parameter Parameters to be added to executable on startup.
For example:
-alias serverl (for a K2 Server)
-alias brokerl (for a K2 Broker)
-alias ticket1l (for a K2 Ticket Server)
-port 9800 -Controller (for a K2 Spider)

122 Verity K2 rcadmin Guide



3 Managing K2 Services
Starting and Stopping K2 Services

wsdel

The wsdel command enables you to delete a service from an Administration Server’s
watched service list.

Input
Enter the following information when prompted:

Argument Description

Admin Alias The unique identifier for the Administration Server to which the
watched service is attached.

Service Alias The unique identifier for the watched service you want to delete.

wsdelall

The wsdelall command enables you to delete all services from an Administration
Server’s watched services list.

Argument Description
Admin Alias The unique identifier for the Administration Server.
wsget

The wsget command enables you to view information about watched services on an
Administration Server.

Input
Enter the following information when prompted:
Argument Description

Admin Alias The unique identifier for the Administration Server to which the
watched service is attached.

Service Alias The unique identifier for the watched service whose status
information you want to view.
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Output

rcadmin shows the following information:

Argument

Service Alias

Polling Interval

Server State

Path

Command Parameter

Verity K2 rcadmin Guide

Description

The unique identifier for the watched service.

The interval, in seconds, between K2's polls of this service to see if
its state is correct. The default is 120 seconds.

The desired state of the watched service. The following options are
available:

AutoStop = K2 sets the watched service to the stopped state.
AutoRun = K2 sets the watched service to the running state.

Manual = K2 does not watch the service. For example, if you
delete a watched service using wsdel, and then use the
wsget command, rcadmin returns the state of manual.

The directory path to the executable to be used if K2 needs to start
the service. For example, on Windows it might be:

C:\program files\verity\k2\ nti40\bin\
k2server.exe

Parameters to be added to executable on startup.
For example:

-alias serverl (for a K2 Server)

-alias brokerl (for a K2 Broker)

-alias ticketl (for a K2 Ticket Server)

-port 9800 -Controller (for a K2 Spider)
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Checking the State of a K2 Service

The command in this section check the configured and running state of a K2 service.
This section describes the following commands:
m servicecheckstate

m servicestateget

servicecheckstate

The servicecheckstate command enables you to check the adminN.xml to determine
whether a K2 service is listed as online, offline, or unavailable.

Services that can be online/offline/unavailable are: Administration Servers, K2 Brokers,
K2 Servers, K2 Ticket Servers and K2 Index Servers.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for this service.

Service Type For alias  The type of service. The following options are available:
a = K2 Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.

i = K2 Index Server.
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Output
rcadmin shows the following information:

Argument Description
Service State The configured state of the service. The following options are
available:

of fline = The service is offline and is not available.
online = The service is online and is available.

hidden = The service is hidden. It is not available to users, but can
be operated on by administrators.

servicestateget

The servicestateget command enables you to ping a K2 service and view its running
state.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for the service.

Type @Controller to ping the K2 Spider Controller.

Output
rcadmin shows the following information:

Argument Description
State The running state of the service. The following options are
available:

Host not available
Starting
Stopping
Running

Stopped
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Removing K2 Services

The command in this section removes configuration information for a K2 service.
This section describes the following commands:

m servicedel

servicedel

The servicedel command enables you to delete configuration information for K2
services. This only removes the entries in the adminN. xm1 file. It does not delete any files.

Before deleting a K2 service, you must stop the service and detach all K2 services below
and above it in the K2 hierarchy. To stop a K2 service, use the servicesignal
command (see “servicesignal” on page 119). To detach a K2 service, use the
servicedetach command (see “servicedetach” on page 105).

Before deleting this service Detach it from these services:

K2 Server - K2 Brokers above it
- K2 Ticket Servers below it

K2 Broker - K2 Brokers above it
- K2 Brokers below it
- K2 Servers below it

- K2 Ticket Servers below it

K2 Ticket Server - K2 Brokers above it

- K2 Servers above it

- Administration Servers above it
Administration Server - K2 Brokers below it
(master or non-master) _ K2 Servers below it

- K2 Ticket Servers below it

NOTE: You do not normally delete an Administration Server

Note A K2 Index Server is not attached to a K2 Server or K2 Broker.
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Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the service you want to delete.

Service Type For alias  The type of service you are deleting:
a = Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.

i = K2 Index Server.
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Managing Recommendation Transaction Logs

The commands in this section manage the recommendation transaction log for a K2
Server or K2 Broker. This is a log of the transactions between the K2 Broker and its K2
Servers. A transaction is a modification of one or more entities in a recommendation
index. For example, a transaction may make a document more relevant to a particular
query due to user input.

This section describes the following commands:

m retxlogset

retxlogset

The retxlogset command enables you to configure the Recommendation Engine’s
transaction log. See the Verity K2 Recommendation Engine Guide for more information on
the Recommendation Engine.

Note If you change any of these settings, perform a quick restart on the
Administration Server using the servicesignal command. This applies
the change to the system. See “servicesignal” on page 119.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for the K2 Broker or K2 Server.

Service Type For alias  The type of service:
b = K2 Broker.

s = K2 Server.
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Argument

RE Log Enable?

RE Transaction Log
Path

RE Transaction Log Max
Per Hour
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Description

Indicates whether K2 Broker/Server transactions are logged for
document recommendation. If transaction logging is enabled, the
K2 Server can receive requests from a VTransaction API call and log
the information in an XML file. The default path of the XML file is

dataDir/host/serveralias/re

where dataDiris the pathname of the installation’s data directory
(for example, usr/verity/data on UNIX). The file name is
tr.xml.

The directory path to the transaction log.

The rate of transaction logging, that is, the rate at which the K2
Server or K2 Broker samples VTransaction requests. The sampling
of requests is a useful feature in cases when the K2 Server or K2
Broker can receive a lot of requests, and it suffices to select and log
only a subset of these requests.

By default, the K2 Server or K2 Broker record every request. If this
parameter is set to a value, such as 60, then the K2 Server or K2
Broker sample incoming requests at the rate of 60/hour, or 1/
minute. If, in the same minute, 2 requests arrive at the K2 Server or
K2 Broker, then the second request is skipped (or ignored). To avoid
this situation, set the rate to a high value, such as 10000, or do not
set it at all.
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Configuring the Search Results Cache

The command in this section configures a K2 Broker or K2 Server so that it caches search
results. This can improve the performance of your K2 system. When you enable search
results caching, you can limit how many results are cached, how large the cache can
grow, and when the cache times out.

This section describes the following commands:

m searchcacheset

searchcacheset

The searchcacheset command enables you to configure the search cache (also known as
the results cache) for a K2 Broker or K2 Server.

Note If you change any values with this command, perform a quick restart on
the K2 Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for the service.

Service Type For alias  The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.

Search Cache Enable? Indicates whether this service caches search results. Caching results
can improve the performance of your K2 system.
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Argument

Search Cache Timeout

Max Memory Size Used
by Search (bytes)
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Description

The length of time to wait, in milliseconds, for a response before the
search cache times out. The default is 600,000 milliseconds. In this
case, a timeout occurs after 600 seconds (10 minutes), or when the
cache overflows. The minimum value is 30,000 milliseconds (30
seconds).

The maximum size, in bytes, of the cache. The default value is
256MB. If you enter a value of less than 1.5 MB, K2 uses a value of
1.5 MB.



Managing Profile Services

This commands in this chapter manage K2 Profile Services and Profile Nets.
m Introduction
m Configuring a Profile Service

m Configuring a Profile Net
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Organizations use Verity Profiler to build applications that classify documents.
Classification is the process of assigning documents to categories in a taxonomy.

Verity Profiler is based on sophisticated technology that matches the terms and concepts
in incoming documents to specific sets of stored queries. These query sets are interest
profiles that can determine whether a given document is about a given subject. The
documents can then be automatically assigned to the appropriate category or categories,
trigger messaging systems, or be sent directly to the user who needs them.

A Profile Service runs on a K2 Server. Multiple Profile Services can attach to one K2 Server.
However, unlike Verity collections, a Profile Service can only attach to one K2 Server.
Profile Services store sets of queries, called Profile Nets. Each Profile Service must have at
least one Profile Net.

In some cases, you may want to configure several Profile Nets for the same Profile
Service. This is useful when you want to separate query sets. For example, you may want
to track new documents for information on a competitor. For example, the Profile Service
named Competitor Profile could store Profile Nets called Products, and another called
Financial Results. The first Profile Net would contain queries such as your competitor’s
name and the names of its products. Likewise, the second Profile Net would contain
queries for your competitor’s name and terms such as “quarterly performance” and
“revenues”. If a document scores highly against the first query set, it likely shows
information on your competitor’s products. If another document scores highly against
the second query set, it gives published information on your competitor’s financial
results.

rcadmin enables you to create Profile Services on a K2 Server, add Profile Net
directories, and populate them with the necessary files. However, to create the necessary
files, you must run the mkprf command line tool. For more information, see the Verity
Profiler Programming Guide. You can use rcadmin to configure Profile Services and Nets,
but only if you have a license for Verity Profiler.

To configure a Profile Service:

1. Add the Profile Service to a K2 Server using the profileset command. See
“profileset” on page 135.

2. Add a Profile Net to the Profile Service using the profilenetset command. See
“profilenetset” on page 141.

3. If necessary, you can change the state of the Profile Net after it is added using the
profilenetstateset. See “profilenetstateset” on page 145.
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Configuring a Profile Service

The commands in this section enable you to configure a Profile Service for a K2 Server.
This section describes the following commands:

m profileset

m profileget

m profiledel

profileset

The profileset command enables you to configure a Profile Service for a K2 Server.

Note If you add or change a Profile Service, perform a full restart on the K2
Server using the servicesignal command. This applies the change to
the system. See “servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 Server to which the Profile
Service is added.

Profile Alias A unique identifier for the Profile Service. K2 supports
multi-byte Profile Service names.

Modify Type Indicates whether to modify an existing Profile Service, or
insert a new one. The following options are available:
0 = Update an existing Profile Service.
1 = Insert a new Profile Service.

Threads The number of threads used by this Profile Service. The default
is 2.
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Argument

Topic Set Path [Deprecated.

Use Topic Set Alias]

Topic Set Alias

Query Parser

Profile Locale
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Description

Press the Enter key at this prompt. The Topic Set Path
prompt was deprecated in K2 V6.0. The topic set associated
with a Profile Service is defined by the topic set alias.

The unique identifier for the topic set used by this Profile
Service. This is optional.

The default query parser used by the Profile Service. This
default is used if another query parser is not specified when
queries are added. The following options are available:

Simple = Use the standard Verity syntax.
BoolPlus = Use the explicit Verity syntax.

FreeText = Use the Verity freetext query parser, which
interprets free text using natural language processing tools.

01d Simple = Use the old Verity simple query parser. This
value is included for backward compatibility.

01d FreeText = Use the old Verity freetext query parser. This
value is included for backward compatibility.

The default is the simple query parser.

The Verity locale used by the K2 Server to open the Profile
Service. This setting overrides the locale specified in the
vdksettingset command. See “vdksettingset” on page 73.
Each Profile Service can use only one locale. The selected locale
is relevant to queries, but not documents. The default is uni.

NOTE: Do not modify the locale once it is set.

See the Verity Locale Configuration Guide for acceptable values.
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Argument

Enter a Styleset alias for
the following Gateways:

File System

HTTP

Lotus Notes

Documentum

ODBC

Exchange
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Description

This section defines the styleset used by the Profile Service
when a user elects to profile a document with a particular
gateway.

To view a list of available stylesets, use the styleget
command. See “styleget” on page 202.

When you insert a Profile Service, the specified style files are
copied from the directory dataDir/stylesets to the
directory

dataDir/services/serveralias/profstyles/
profilealias/gatewayname

where dataDir is the pathname of the installation’s data
directory (for example, usr/verity/data on UNIX), and
gatewayname is one of vgwnotes, vgwodbc, vgwhttp,
vgwisys, vgwdctm, or vgwmsxch.

When you modify a styleset alias for a gateway, you will be
asked whether you want to apply the latest version of the
styleset. If you enter y, the new styleset files will overwrite the
existing styleset files.

The styleset used by the Profile Service when a user elects to
profile a document with the File System gateway.

The styleset used by the Profile Service when a user elects to
profile a document with the HTTP gateway.

The styleset used by the Profile Service when a user elects to
profile a document with the Lotus Notes gateway.

The styleset used by the Profile Service when a user elects to
profile a document with the Documentum gateway:.

The styleset used by the Profile Service when a user elects to
profile a document with the ODBC gateway.

The styleset used by the Profile Service when a user elects to
profile a document with the Exchange gateway:.
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profileget

The profileget command enables you to view information about a Profile Service on a
K2 Server.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 Server with which the Profile
Service is associated.
Profile Alias The unique identifier for the Profile Service.

You can determine the aliases of Profile Services by using the
hierarchyview command and choosing to view information for
K2 Servers. See “hierarchyview” on page 38.

Output
rcadmin shows the following information:

Argument Description

Alias The unique identifier for the Profile Service.

Threads The number of threads used by this Profile Service.

Locale The Verity locale used by the K2 Server to open the Profile Service.

Each Profile Service can use only one locale. The selected locale is
relevant to queries, but not documents.

See the Verity Locale Configuration Guide for acceptable values.

Topic Set Path This prompt was deprecated in K2 V6.0. The topic set is defined by

[Deprecated] the topic set’s alias.

Topic Set Alias The topic set used by this Profile Service.

Query Parser The default query parser used by the Profile Service. This default is
used if another query parser is not specified when queries are
added.
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Argument Description

Style (i/n): Styleset info information for each gateway through which
documents can be evaluated.

Alias The name of the styleset used by this gateway.
Gateway The gateway for the corresponding styleset.
Profile Net (n) The aliases of the Profile Nets available in the Profile Service. Every

Profile Service has one or more Profile Nets in it.
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The profiledel command enable you to delete configuration information for a Profile
Service. This removes the entries in the adminN.xm1 file. It does not delete any files.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 Server with which the Profile
Service is associated.

Profile Alias The unique identifier for the Profile Service.
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Configuring a Profile Net

The commands in this section enable you to configure a Profile Net for a K2 Server.
This section describes the following commands:

m profilenetset

m profilenetget

m profilenetdel

m profilenetstateset

profilenetset

The profilenetset command enables you to configure Profile Nets for a K2 Server and
Profile Service. Before configuring a Profile Net, you must create and configure the
Profile Service to which it will be added.

Note If you add or change a Profile Net, perform a full restart on the K2 Server
using the servicesignal command. This applies the change to the
system. See “servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 Server with which the Profile
Service is associated.

Profile Alias The unique identifier for the Profile Service with which the
Profile Net is associated.

Modify Type Indicates whether to modify an existing Profile Net or create a new
one. The following options are available:

0 = Update an existing Profile Net.

1 = Insert a new Profile Net.
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Argument

Profile Net:
Alias

Path

Save interval

State

Suppress Highlight
Info [y/nl?
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Description

The unique identifier for the Profile Net you want to add or modify.

The directory path to the Profile Net. If you do not specify the path,
K2 generates it from the Service Alias, Profile Alias and
Profile Net Alias.

At specified intervals, the Profile Net is periodically saved. The
default is 300 seconds.

The state of the Profile Net. The following options are available:
0 = Itis offline and is not available.
1 =Itis online and is available.

2 =Itis hidden. It is not available to users, but can be operated on
by administrators.

The default is 1, online.

Indicates whether terms that match the query are highlighted.

If you use encrypted topic sets, set this to y. Otherwise, if the
query-matching words are highlighted, users can guess the
contents of the topic set.

The default is y, terms are highlighted.
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profilenetget

The profilenetget command enables you to view information about a Profile Net on a

K2 Server.

Input

Enter the following information when prompted:

Argument

Service Alias

Profile Alias

Profile Net Alias

Output

Description

The unique identifier for the K2 Server with which the Profile
Service is associated.

The unique identifier for the Profile Service with which the
Profile Net is associated.

You can determine the aliases of Profile Services by using the
hierarchyview command. See “hierarchyview” on page 38.
The unique identifier for the Profile Net.

You can determine the aliases of Profile Nets by using either the
hierarchyview or profileget commands. See
“hierarchyview” on page 38, and “profileget” on page 138.

For each Profile Net, rcadmin shows the following information:

Argument

Profile Net (i/n):

Alias

Path

Save interval

Verity K2 rcadmin Guide

Description

The unique identifier for the Profile Net.
The directory path to the Profile Net.

The number of seconds after which K2 automatically saves the
Profile Net data. The default is 300 seconds.
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Argument

State

Suppress highlight
Info

profilenetdel

Description

The state of the Profile Net. The following options are available:
offline = The Profile Net is offline and is not available.
online = The Profile Net is online and is available.

hidden = The Profile Net is hidden. It is not available to users, but
can be operated on by administrators.

Indicates whether terms that match the query are highlighted.

The profilenetdel command enables you to delete configuration information for a
Profile Net. This removes the entries in the adminy.xml file. It does not delete any files.

Note If you delete a Profile Net, perform a full restart on the K2 Server using the
servicesignal command. This applies the change to the system. See
“servicesignal” on page 119.

Note If you delete all the Profile Nets for a Profile Service, the Profile Service is
also deleted (since it cannot be used without a Profile Net).

Input

Enter the following information when prompted:

Argument

Service Alias

Profile Alias

Profile Net Alias
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Description

The unique identifier for the K2 Server with which the Profile
Service is associated.

The unique identifier for the Profile Service with which the
Profile Net is associated.

The unique identifier for the Profile Net you want to delete.
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profilenetstateset

The profilenetstateset command enables you to configure the state of an existing
Profile Net. You can also set this state when creating a new Profile Net using the
profilenetset command.

Note If you change the state of a Profile Net, perform a full restart on the K2
Server using the servicesignal command. This applies the change to
the system. See “servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 Server with which the Profile
Service is associated.

Profile Alias The unique identifier for the Profile Service with which the
Profile Net is associated.

Profile Net Alias The unique identifier for the Profile Net.

Profile Net State The state of the Profile Net. The following options are available:
0 = Itis offline and is not available.
1 =Itis online and is available.

2 =Itis hidden. It is not available to users, but can be operated on
by administrators.
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This chapter describes the commands that manage status and query logs.
m Introduction

m Managing Status Logs

m Managing Query Logs
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Introduction

K2 Administration can generate service logs for a particular service. Service logs are a
valuable diagnostic tool, often used by Verity Technical Support to determine how your
K2 system can work most efficiently. K2 Administration offers you the following logs for
viewing:

m status logs for K2 Brokers, K2 Servers, K2 Ticket Servers, K2 Index Servers, and
Administration Servers

m query logs for K2 Brokers and K2 Servers
A status log shows diagnostic messages for a particular service.

A query log shows user query activity for a particular K2 Broker or K2 Server.

Managing Status Logs
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The commands in this section manage K2 status logs. The status log records various
diagnostic messages on the status of a K2 service. This is valuable information for
determining how your K2 system can work most efficiently. The following types of
messages can be reported:

Fatal
Error
Warning
Status
Verbose

The default logging level for K2 services is Status. Log levels are cumulative. For
example, if the Status log level is set, messages for the first four levels are logged (fatal,
error, warning, and status). The status log file is stored in the directory databir/
services/servername/log, where dataDir is the pathname of the installation’s data
directory (for example, usr/verity/data on UNIX).

Note If you change the reporting level, perform a quick restart on the K2 service
using the servicesignal command. This applies the change to the
system. See “servicesignal” on page 119.
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This section describes the following commands:
m statuslogset

m statuslogget

statuslogset

The statuslogset command enables you to configure the type of messages recorded in
status logs.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for this service.

Service Type For alias  The type of service for which you setting logging levels.
a = K2 Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.

i = K2 Index Server.

Nominal size (KB, 0 = The nominal status log file size, specified in KB. The default is 300.
default 300K) If you enter 0 (zero), K2 uses the default (300 KB). When the log
exceeds this size, entries are deleted to maintain this size.

Verboseness The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all five
levels are displayed. If you select the Status level, error messages
for the first four levels are displayed, and so on.
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Example

rcadmin> statuslogset

Service Alias:myhost indexserverl

Service Type For "myhost indexserverl"

[(a)dmin| (b) roker| (s)erver| (t) icket| (i) ndexServer] : i

Nominal size (KB, 0 = default 300K) (0):

Verboseness (Fatal=0, Error=1, Warning=2, Status=3 Verbose=4) (0) :4
Save changes? [y|n]:y

<<Return>> SUCCESS

rcadmin> servicesignal

Service Alias:myhost indexserverl

Type of signal (QuickRestart=0,FullRestart=1,Shutdown=2,Kill=3):0
Save changes? [y|n]:y

<<Return>> SUCCESS
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statuslogget

The statuslogget command enables you to view information about K2 status logs.
These logs record the status of K2 services.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for this service.

Service Type for alias  The type of service. The following options are available:
a = K2 Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.
i = K2 Index Server.

Output
rcadmin shows the following information:

Argument Description

Nominal Size The size (in kilobytes) of the log. If you enter 0 (zero), K2 uses the
default (300 KB).

Verboseness The level of detail in the reporting. The values for logging levels, in
increasing detail, are as follows:

Fatal
Error
Warning
Status

Verbose
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Managing Query Logs

The commands in this section enable you to specify which user query information is
logged for a K2 Broker or K2 Server. By default, K2 enables all query log settings for
centralized reporting. However, for a single service you may want to reduce the number
of selected settings. This is useful when you want to narrow the query log data for a
particular K2 Broker or K2 Server. For example, you may want the query log to show
only the IDs of queried categories for a particular K2 Server.

This section describes the following commands:
m querylogset

m querylogget

m querylogdel

m querylogexcludeset

m querylogexcludedel

m querylogexcludeget

querylogset
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The querylogset command enables you to configure which user query information is
recorded in query logs.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for the K2 service for which the query log will
be configured.

Service Type For alias  The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.

Enable? Indicates whether query logging is enabled for this service.
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Argument

Directory Path

Roll Over File Size

(KBytes, default=1024

KBytes)

Query Log Options:

XML File Format?

CollSearch?
TreeSearch?
ParaSearch?
DocStream?

DocHighlight?

Time?

HitNum?

SearchTime?

Query?

Field?
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Description
The directory path to the query log. (For example, on Windows, this
might be C:\querylogs\serverl.)

This must be a path to an existing directory; it should not point to a
file. If the path includes spaces, enclose it in quotation marks. You
must create a different directory for every service.

A value, in kilobytes, that represents the maximum file size for the
log. Once the file reaches the specified size, K2 starts to write a new
log file. The default value is 1024 kilobytes.

The actual file size could be larger than the size specified here
because only a complete line can be written to the file. In XML
format, this is a legal XML block. Therefore, the line is written
before the file rolls over.

The prompts in this section define the type of information reported
in the query log. Enter y to record the specified information in the
log. Enter n to exclude the information from the log.

If this is enabled, K2 stores the logs in XML format. Otherwise, it
stores them in plain text format.

Logs collection search requests.

Logs knowledge tree search requests.
Logs parametric index search requests.
Logs document streaming requests.

Logs document highlighting requests. This information includes
the document and the query terms to highlight.

Logs the time stamp that shows when the request was processed.

Logs the number of hits (occurrences of search terms) from the
search.

Logs the total time, in milliseconds, of a search query. This includes
the life span of service threads and any time associated with K2
system processing. This setting is related to the Service Search
Time argument described below.

Logs the user’s query in search requests.

Logs the fields used in the search request.
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Argument

Coll>?
Tree?

Category?

Client?

Profile?

DocInfo?

PrfName?

Results?

ServerAlias

ServiceAlias
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Description

Logs the collection used in the search request.
Logs the knowledge tree used in the search request.

Logs the category ID in the knowledge tree search request. This is a
unique identifier for the category.

Logs the IP address of the search client.

Logs profiling (document evaluation) requests. If this is disabled,
then evaluation results are not logged even if DocInfo, PrfName,
or Results are enabled.

If this is enabled, DocInfo, PrfName, and Results determine
what information is logged.

Logs document information.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the Profile Net's alias.

To include this information in the log, the setting Profile? must
also be enabled.

Logs evaluation results.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the alias of the K2 Server with which the Profile Net is
associated.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the alias of the Profile Service with which the Profile Net is
associated.

To include this information in the log, the setting Profile? must
also be enabled.
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Argument Description

ServiceSearchTime? Logs the life span, in milliseconds, of all service threads used in a
search. This does not record the overall K2 processing time.

This setting is related to the Search Time argument described
above. The values for Search Time and Service Search Time
are usually similar. However, a network delay or system load will
increase the Search Time value. By comparing the Search Time
and Service Search Time values, you can determine whether
your K2 system needs tuning.

Query Suggestions? Logs the suggested rewrite of an original user query that was likely
misspelled or that yielded little or no hits.

Query Suggestion Time? Logs the total time it takes for K2 to make a spelling suggestion.

This value helps determine how spelling suggestions affect search
performance.
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querylogget
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The querylogget command enables you to view information about query logs.

Input

Enter the following information when prompted:

Argument

Service Alias

Service Type For alias

Output

Description

The unique identifier for this service.

The type of service:
b = K2 Broker.

s = K2 Server.

rcadmin shows the following information:

Argument

Enable
Directory Path

Roll Over File Size

Query Log Options:

XML File Format?
CollSearch?
TreeSearch?
ParaSearch?
DocStream?

DocHighlight?

Time?
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Description

Indicates whether the query log is enabled or disabled.
The directory path to the query log.

The maximum size for the query log (in bytes). When the log is full,
K2 overwrites earlier entries.

The prompts in this section show the type of information reported
in the query log.

Logs in XML format. Otherwise, it stores them in plain text format.
Logs collection search requests.

Logs knowledge tree search requests.

Logs parametric index search requests.

Logs document streaming requests.

Logs document highlighting requests. This information includes
the document and the query terms to highlight.

Logs the time stamp that shows when the request was processed.
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Argument

HitNum?

SearchTime?

Query?
Field?
Coll>?
Tree?

Category?

Client?

Profile?

DocInfo?

PrfName?

Results?

ServerAlias
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Description

Logs the number of hits (occurrences of search terms).

Logs the total time, in milliseconds, of a search query. This includes
the life span of service threads and any time associated with K2
system processing. This setting is related to the Service Search
Time argument described below.

Logs the user’s query in search requests.

Logs the fields used in the search request.

Logs the collection used in the search request.

Logs the knowledge tree used in the search request.

Logs the ID of the knowledge tree’s category used in the search
request.

Logs the IP address of the search client.

Logs profiling (document evaluation) requests. If this is disabled,
then evaluation results are not logged even if DocInfo, PrfName,
or Results are enabled.

If this is enabled, DocInfo, PrfName, and Results determine
what information is logged.

Logs document information.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the Profile Net’s alias.

To include this information in the log, the setting Profile? must
also be enabled.

Logs evaluation results.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the alias of the K2 Server with which the Profile Net is
associated.

To include this information in the log, the setting Profile? must
also be enabled.
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Argument

ServiceAlias

ServiceSearchTime?

Query Suggestions

Query Suggestion Time

querylogdel
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Description

Logs the alias of the Profile Service with which the Profile Net is
associated.

To include this information in the log, the setting Profile? must
also be enabled.

Logs the life span, in milliseconds, of all service threads used in a
search. This does not record the overall K2 processing time.

This setting is related to the Search Time argument described
above. The values for Search Time and Service Search Time
are usually similar. However, a network delay or system load will
increase the Search Time value. By comparing the Search Time
and Service Search Time values, you can determine whether
your K2 system needs tuning.

Logs the suggested rewrite of an original user query that was likely
misspelled or that yielded little or no hits.

Logs the total time it takes for K2 to make a spelling suggestion.
This value helps determine how spelling suggestions affect search
performance.

The querylogdel command enables you to delete the configuration information for a
query log of a K2 service. This only removes the entries in the adminn. xml file. It does not

delete any files.

Input

Enter the following information when prompted:

Argument

Server Alias

Service Type For alias
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Description

The unique identifier for the K2 service.

The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.



5 Managing Logging
Managing Query Logs

querylogexcludeset

The querylogexcludeset command enables you to configure which machines to
exclude from query logging. This command is useful if you use a development or test
machine, but you do not want to log queries from it because they would be too

numerous.

This command only works if a query log exists. Query logs can be enabled using the

guerylogset command.

Note Using this command overwrites any previous exclusions, so you cannot
append items to the list by running the command multiple times. If you
need to add multiple machines, use the Number of IP Filters to
Exclude argument, and add each one separately.

Input

Enter the following information when prompted:

Argument

Service Alias

Service Type For alias

Number of IP Filters
to Exclude
IP Filter (n/m):

IP address

Mask
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Description

The unique identifier for this service.

The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.

The number of IP addresses to exclude from query logging.

For each filter specified in Number of IP Filters to
Exclude, enter values for the following:

The IP address of a machine to exclude (for example
192.168.90.146).

The subnet mask for the trusted client.

This number is ANDed with the IP address to give a range of
addresses. For example, with the address above, if the mask is
255.255.0.0 then any addresses starting with 192.168 are
accepted. If the mask is 255.255.255. 255 then only
192.68.90.146 is accepted.
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querylogexcludedel

The querylogexcludedel command enables you to remove information about which
machines to exclude from query logging.

This command only works if a query log exists. Query logs can be enabled using the
gquerylogset command.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for this service.

Service Type For alias  The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.

querylogexcludeget

The querylogexcludeget command enables you to view information about which
machines are excluded from query logging.

This command only works if a query log exists. Query logs can be enabled using the
querylogset command.

Input
Enter the following information when prompted:
Argument Description

Service Alias The unique identifier for this service.

Service Type For alias  The type of service. The following options are available:
b = K2 Broker.

s = K2 Server.
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Output

If there are no exclusions, rcadmin shows the message “There are no
exclusions.” If there are exclusions, rcadmin shows the following information for
each excluded machine:

Argument Description
IP address The IP address of a trusted client (for example 192.168.90.146).
Mask The subnet mask for the trusted client.

This number is ANDed with the IP address to give a range of
addresses. For example, with the address above, if the mask is
255.255.0.0 then any addresses starting with 192.168 are
accepted. If the mask is 255.255.255. 255 then only
192.68.90.146 is accepted.
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Managing Security

This chapter describes the commands that manage security in the K2 system.
m Managing Trusted Clients

m Managing Login Modules

m Managing Persistent Storage

For information on K2 Ticket Servers, which are an integral part of the K2 security
system, see “Managing K2 Ticket Servers” on page 75.
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Managing Trusted Clients

164

The commands in this section manage frusted clients. A trusted client is a computer (IP
address) whose client connection is accepted by a service. If an IP address is not a trusted
client, its connection is rejected. By default, K2 services accept communications from any
IP address, although, a login may be required to perform some or all operations.

If you use trusted clients, you must specify IP addresses for all computers that connect to
the service, including K2 clients, Administration Servers, K2 Brokers, K2 Servers, K2
Ticket Servers, and K2 Index Servers. If you do not, the excluded services will not
connect to your K2 system, and the excluded K2 clients will be unable to access it.

This section describes the following commands:
m trustedclientset
m trustedclientget

m trustedclientdel
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trustedclientset

The trustedclientset command enables you to add trusted clients to a K2 component.

Note If you add or change a trusted client, perform a quick restart on the K2
Server using the servicesignal command. This applies the change to
the system. See “servicesignal” on page 119.

Input

Enter the following information when prompted:

Argument

Service Alias

Service Type For alias

Number of IP Filters

IP Filter (n/m):

IP address

Mask
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Description

The unique identifier for the service to which trusted clients will be
added.

The type of service. The following options are available:
a = K2 Administration Server.

b = K2 Broker.

s = K2 Server.

t = K2 Ticket Server.

i = K2 Index Server.
The number of IP filters you wish to add.

For each filter specified in Number of IP Filters, enter values
for the following:

The IP address of a trusted client (for example 192.168.90.146).

The subnet mask for the trusted client.

This number is ANDed with the IP address to give a range of
addresses. For example, with the address above, if the mask is
255.255.0.0 then any addresses starting with 192.168 are
accepted. If the mask is 255.255.255.255 then only
192.68.90.146 is accepted.
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trustedclientget

The trustedclientget command enables you to view information about the IP filters of
trusted clients.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the service.

Service Type For alias  The type of service. The following options are available:
a = K2 Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.

i = K2 Index Server.

Output

If there are no trusted clients set, nothing is shown, If there are trusted clients set,
rcadmin shows the following information for each IP filter:

Argument Description
IP Address The IP address of a trusted client (for example 192.168.90.146).
Mask The subnet mask for the trusted client.

This number is ANDed with the IP address to give a range of
addresses. For example, with the address above, is if the mask is
255.255.0.0 then any addresses starting with 192.168 are
accepted. If the mask is 255.255.255. 255 then only
192.68.90.146 is accepted.
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trustedclientdel

The trustedclientdel command enables you to delete configuration information for a
trusted client for a K2 service.

Note If you delete a trusted client, perform a quick restart on the K2 Server
using the servicesignal command. This applies the change to the
system. See “servicesignal” on page 119.

If a client is connected to a K2 Server, and you remove the IP address of the client from
the trusted client list, and perform a quick restart on the server, the client is removed
from the list, but is not disconnected from the K2 Server. The client is only disconnected
when you perform a full restart, or the client disconnects and tries to reconnect to the
server.

Input
Enter the following information when prompted:

Argument Description

Service Alias The unique identifier for the K2 service for which trusted client
information will be deleted.

Service Type For alias  The type of service. The following options are available:
a = K2 Administration Server.
b = K2 Broker.
s = K2 Server.
t = K2 Ticket Server.
i =K2 Index Server.
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Managing Login Modules

The commands in this section manage the login module a K2 Ticket Server uses for
authentication.

See the Verity K2 Installation and Setup Guide and the Verity Security Programming Guide for
more information on login modules.

This section describes the following commands:
m ticketlmset

m ticketlmget

Configuring the Login module

If you do any of the following, you must reconfigure the login module:

m change the Windows domain name.

m change the LDAP schema so that the users or the groups are no longer valid.
m change the login module being used.

To reconfigure the login module:

1. Use the servicesignal command to stop the K2 Ticket Server. See “servicesignal”
on page 119.

2. Quit rcadmin.

3. Delete the Persistent Store module file or clean up the LDAP Persistent Store. This
erases all the stored administrator data and index-level security data.

4. Restart the K2 Ticket Server:
a. Open a DOS or shell window and type

k2ticket -alias ticket server alias [-charMap charmapl

This launches the K2 Ticket Server in a DOS or shell window. (You cannot use
servicesignal to restart the K2 Ticket Server because rcadmin requires the K2
Ticket Server to authenticate the command. So you must restart it manually through
a command prompt.)
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b. Restart rcadmin and login.

This creates the first administrator.

c. Use the servicesignal command to do a full restart of the K2 Ticket Server.

This runs the K2 Ticket Server as a service instead of running it in the DOS or shell
window.

5. Add all other administrators and assign index-level security again.
You can assign an administrative user in one of three ways:

0 When you log in to the K2 Ticket Server through the K2 Dashboard for the first time,
the administrative user is set. The user name and password must be defined on the

machine running the K2 Ticket Server, and not on the machine running the K2
Dashboard.

0 In the K2 Dashboard, you can add an administrative user through the Manage
Administrative Users action.

O You can use the command-line tool rctk to set the administrative user. The syntax
is as follows:

rctk -port ticketserverportnumber -server ticketservername

You then type in a. You are prompted for the administrator user name and
password.
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ticketimset

The ticketlmset command enables you to configure a K2 Ticket Server’s login module.

Input

Enter the following information when prompted:

Argument

Ticket Alias

Type

Description

The unique identifier for the K2 Ticket Server.

The type of login module. The following options are available:
1 = The login module uses Windows authentication.

2 = The login module uses UNIX authentication.

3 = The login module uses LDAP authentication.

4 = The login module is user defined.

1. If you chose Windows authentication, enter the following information when

prompted:

Argument

Domain

Local Login (y|n):

Optimize Local Login?
(yln):
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Description

The Windows domain (optional).

If the user does not provide a domain at log in, the domain
specified here is used. If a domain is not specified here, then the
domain of the machine running the K2 Ticket Server is used.

If this is enabled, then local users are allowed to log in. Otherwise,
only domain users are allowed.

If this is enabled, then the module attempts to log in users as local
users first. If that fails, it attempts to log them in as domain users.
If this is disabled, domain users are tried before local users. If the
domain is included in the login credentials, no attempt is made to
authenticate locally.
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Argument

Verboseness

Limit Trusted Domain
Enumeration:

Domain Count (override
default) (0) :

Domain (i/n)
Name () :

Controller() :
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Description

The level of detail of the reporting. The values for logging levels,
in increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all
five levels are displayed. If you select the Status level, error
messages for the first four levels are displayed, and so on.

If you change the reporting level, perform a quick restart on the
K2 Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

This section allows you to limit the number of Windows domains
queried by K2 for operations such as authenticating users, or
determining user group membership. By default, K2 queries all
the trusted domains in a Windows system.

For K2 6.0 or greater, this is not recommended; leave the Domain
Enumeration fields empty.

The number of Windows domains that should be queried.

The name of the Windows domain.

The NetBIOS name of the server that is designated as the domain
controller. This is optional.

It is recommended you leave this blank, and allow K2 to
automatically detect the domain controller.
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Argument

User Group Enumeration
Type:

User Group
Authentication Type:

Enable Built In Groups?
(y|n) (No):

Custom Built In Group
Count (override
default) (0) :

Group (i/n) Name () :
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Description

The type of user information retrieved from this domain. The
options are:

1 = None. K2 does not retrieve the global or local domain groups
to which the user belongs from the Windows domain.

2 = All. K2 retrieves the global and local domain groups to which
the user belongs from the Windows domain.

3 = Global. K2 retrieves the global groups to which the user
belongs from the Windows domain.

4 = Local. K2 retrieves the local domain groups to which the user
belongs from the Windows domain.

Currently, memberships in nested global groups in an Active
Directory native mode environment are not retrieved.

This determines how the user’s group information from the
Windows domain is used in K2. The options are:

1 = None. The group information is not used.

2 = All. The group information is used to provide document-level
access and index-level access. See options 3 and 4 for more
information.

3 = Document. The group information is used to access
documents in pre-authentication mode. If pre-authentication is
enabled, K2 only requires a valid user name and optional domain
name. Authentication is not performed, but the user name and
domain are verified against the Windows repository.
Pre-authentication must be enabled in the K2 Ticket Server. See
“ticketset” on page 76.

4 = Index. The group information is used to access a Verity index.

If this is enabled, the Windows built-in groups “everyone,”
“local,” and “authenticated users” are also included in a user’s
group list. This is set to N by default. It is recommended you
exclude built-in groups from the group list.

If you want to customize the list of built-in groups that are
included in the user’s group list, set this to N, and define the
groups at the next prompt.

This enables you to customize the list of built-in groups that are
included in the user’s group list. Defining a built-in group(s) at
this prompt overrides the built-in groups specified in the previous
prompt.

The name of the built-in group.
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2. If you chose UNIX authentication, enter the following information when prompted:

Argument

Verboseness

Description

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all
five levels are displayed. If you select the Status level, error
messages for the first four levels are displayed, and so on.

If you change the reporting level, perform a quick restart on the K2
Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

3. If you chose LDAP authentication, enter the following information when prompted:

Argument

Admin ID
Admin Password

sslCertPath

Hostname
Port
Number of Connections

Charmap
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Description

The the LDAP administrator user ID. This field is optional.
The the LDAP administrator password

The path to the SSL certificate used for SSL connections to the
LDAP server. This field is optional.

This path identifies the location of the cert 7. db file, which
contains a list of CAs (Certificate Authorities) that are considered
trusted. Any certificate that an LDAP server returns is checked to
ensure a trusted CA has signed that certificate.

K2 does not support client (two-sided) authentication. It supports
SSL using server-side certificates only.

The name or IP address of the LDAP server.
The port used by the LDAP server.
The maximum number of connections used by the LDAP server.

Deprecated in K2 V5.0. This value is not used.
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Argument

Look In Group? (y|n)

Preauth Mapping DN
Key:
Group Information:

Expand Attribute

Find Attribute
Find DN
Key

Object Class

User Information:

Expand Attribute

Find Attribute
Find DN
Key

Object Class
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Description

Indicates where group membership information is stored. If
enabled, a user’s group membership information contains a list of
user members and is determined by looking at the group.
Otherwise, it is assumed that user information will contain a list of
associated groups.

An LDAP attribute used to retrieve a DN that replaces the original
user DN. This value is used in the Verity DN_KEY in the credential
structure.

This section configures group information fields.

Set to t if you want the group to store the full domain name. When
set to £, the group is stored as the group key only.

The attribute for a user entry, if it is stored in the group record.
The domain name root for group entries.
The directory key for group entries.

The LDAP object class that stores group information. This should
be the base class for all groups.

The default value is groupofuniquenames.
This section configures user information fields.

Set to t to use the full domain name for the group. When set to £,
the group is stored as the group key only.

The attribute for a user entry, if the group is stored in a user record.
The the domain name root for user entries.
The directory key for user entries.

The LDAP object class that stores user information. This should be
the base class for all users.

The default value is person.
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Argument

Verboseness

Description

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all five
levels are displayed. If you select the Status level, error messages
for the first four levels are displayed, and so on.

If you change the reporting level, perform a quick restart on the K2
Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

4. If you chose user defined authentication, enter the following information when

prompted:

Argument

Module Name

Parameter Count

Attribute (n/m):

Name

Value
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Description

The name of the dynamic library containing the user-defined login
module. For example, k21mtg, for the sample Ticket Granting
login module. Libraries are stored in the following directory:

install/k2/ platform/bin
where install represents the Verity installation path.

You create the library using the Verity k2seclm.h header file
which is stored in the following directory:

install/k2/include

The total number of authentication parameters required by this
module.

For each authentication field name, enter a name and value.

The name of a authentication field in the login module. For
example, mm_name for mother’s maiden name.

The value of the authentication field. For example, smith.
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ticketimget

The ticketlmget command enables you to view information about a K2 Ticket Server’s
login module.

Input
Enter the following information when prompted:

Argument Description

Ticket Alias The unique identifier for the K2 Ticket Server.

Output

1. If the login module uses Windows authentication, rcadmin shows the following
information:

Argument Description

Login Module
Information:

Service k21lmnt = The login module uses Windows authentication.
Domain The Windows domain

Local Login If this is enabled, then local users are allowed to log in. Otherwise,
only domain users are allowed.

Optimize Local Login If this is enabled, then the module attempts to log in users as local
users first. If that fails, it attempts to log them in as domain users. If
this is disabled, domain users are tried before local users. If the
domain is included in the login credentials, no attempt is made to
authenticate locally.

Verbose The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

Fatal
Error
Warning
Status
Verbose
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Argument

Enumerated Domains

Domain (i/n):
Name () :

Controller() :

Enumeration Type:

Authentication Type:

Enable Built In Groups
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Description

If trusted domains were enumerated for the login module, this
section lists the Windows domains queried by K2 for operations
such as authenticating users, or determining user group
membership.

The name of the Windows domain.

The NetBIOS name of the server that is designated as the domain
controller.

The type of user information retrieved from this domain. The
options are:

1 =None. K2 does not retrieve the global or local domain groups to
which the user belongs from the Windows domain.

2 = All. K2 retrieves the global and local domain groups to which
the user belongs from the Windows domain.

3 = Global. K2 retrieves the global groups to which the user belongs
from the Windows domain.

4 = Local. K2 retrieves the local domain groups to which the user
belongs from the Windows domain.

Indicates how the user’s group information from the Windows
domain is used in K2. The options are:

1 = None. The group information is not used.

2 = All. The group information is used to provide document-level
access and index-level access. See options 3 and 4 for more
information.

3 = Document. The group information is used to access documents
in pre-authentication mode. If pre-authentication is enabled, K2 only
requires a valid user name and optional domain name.
Authentication is not performed, but the user name and domain are
verified against the Windows repository. Pre-authentication must
be enabled in the K2 Ticket Server. See “ticketset” on page 76.

4 = Index. The group information is used to access a Verity index.
Indicates whether the Windows built-in groups “everyone,”

““local,” and “authenticated users,” or a custom list of built-in
groups are included in the user’s group list.
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2. If the login module uses UNIX authentication, rcadmin shows the following
information:

Argument Description

Login Module
Information:

Service k21lmunix = The login module uses UNIX authentication.
Verbose The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:
Fatal
Error
Warning
Status

Verbose

3. If the login module uses LDAP authentication, rcadmin shows the following
information:

Argument Description

Login Module

Information:

Service k21lmldap = The login module uses LDAP authentication.

Admin ID The LDAP administrator user ID.

Admin Password The LDAP administrator password.

sslCertPath The path to the SSL certificate used for SSL connections to the
LDAP server.

Hostname The name or IP address of the LDAP server.

Port The port used by the LDAP server.

Connections The maximum number of connections used by the LDAP server.

Charmap Deprecated in K2 V5.0. This value is not used.
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Argument

Look In Group

Preauth DN Key:

Groupinfo:

Expand Attribute

Find Attribute
FindDN
Key

Object Class

Userinfo:

Expand Attribute

Find Attribute
FindDN

Key

Verity K2 rcadmin Guide

Description

Indicates where group membership information is stored. If
enabled, a user’s group membership information contains a list of
user members and is determined by looking at the group.
Otherwise, it is assumed that user information will contain a list of
associated groups.

The LDAP attribute used to retrieve a DN that replaces the original

user DN. This value is used in the Verity DN_KEY in the credential
structure.

If set, the group stores the full domain name. When disabled, the
group is stored as the group key only.

The attribute for a user entry, if it is stored in the group record.
The domain name root for group entries.
The directory key for group entries.

The LDAP object class that stores group information. This should
be the base class for all groups.

If set, the full domain name is used for the group. When disabled,
the group is stored as the group key only.

The attribute for a user entry, if the group is stored in a user record.
The the domain name root for user entries.

The directory key for user entries.
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Argument

Objectclass

Verbose

Description

The LDAP object class that stores user information. This should be
the base class for all users.

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

Fatal
Error
Warning
Status

Verbose

4. If the login module is user defined, rcadmin shows the following information:

Argument

Login Module
Information:

Module Name

Service

Ticket User (n/m):

Name

Value
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Description

The name of the dynamic library containing the user-defined
login module.

k2luserdefined = The login module is user defined.

For each user-defined attribute pair, rcadmin displays the
following;:

The name for a name-value pair.

The corresponding value for that Name.
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Managing Persistent Storage

The commands in this section manage the K2 persistent store module.

The K2 Ticket Server requires a persistent store module to operate. Two persistent store
modules are provided: Default PSM (DPSM) and LDAP-based PSM (LDAP PSM). APIs
are provided for custom login and persistent store modules.

The default PSM stores the user’s credentials in memory only. The default PSM removes
the user’s credentials if all instances for that user have timed out or logged off. However,
a cache credentials setting stores a user’s gateway credentials even after the user has

logged out of the system. An encrypted file, with the default name cstore.psm, stores the
system’s administration users and the groups assigned index- or collection-level security.

The LDAP PSM requires a directory server to store the ticket information. The LDAP
PSM stores all the data in the directory server, including users’ encrypted gateway
credentials, groups assigned index- or collection-level security, and users’ credentials
used for gateway authentication.

See the Verity K2 Installation and Setup Guide and the Verity Security Programming Guide for
more information on the persistent store module.

See the Verity K2 Dashboard Administrator Guide for information on configuring an LDAP
server to be used as a persistent store by the K2 Ticket Server.

This section describes the following commands:
m ticketpsmset

m ticketpsmget
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ticketpsmset

182

The ticketpsmset command enables you to configure a K2 Ticket Server’s persistent

store module.

Input

Enter the following information when prompted:

Argument

Ticket Alias

Persist Module Type

Description

The unique identifier for the K2 Ticket Server.

The type of the persistent store module. The following options are
available:

1 = It uses the default dynamic memory storage scheme.

2 =It uses LDAP storage.

3 = It uses a user defined storage scheme.

1. If you chose the default dynamic memory storage, enter the following information

when prompted:

Argument

Collection Access
Cache?

Credential Cache?

CStore
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Description

This value is not currently used.

If this is enabled, the module keeps credentials in memory after the
user logs out. Otherwise, it does not keep them in memory.

The location of the .psm file (optional). If this is not specified, the
default location is used: dataDir/services/ticket, where
dataDir is the pathname of the installation’s data directory (for
example, usr/verity/data on UNIX).
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Argument

Verboseness

Description

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all five
levels are displayed. If you select the Status level, error messages
for the first four levels are displayed, and so on.

If you change the reporting level, perform a quick restart on the K2
Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

2. If you chose LDAP storage, enter the following information when prompted.

Note If you modify the data in the LDAP persistent store module, you must
restart the K2 Ticket Server before authenticating any more users.

Argument

Host

Port

LDAP Connection Pool
Admin ID

Admin Password

sslCertPath
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Description

The name or IP address of the LDAP server.

The port used by the LDAP server

The maximum number of connections used by the LDAP server.
The LDAP administrator user ID. This field is optional.

The LDAP administrator password.

The path to the SSL certificate used for SSL connections to the
LDAP server. This field is optional.

This path identifies the location of the cert 7. db file, which
contains a list of CAs (Certificate Authorities) that are considered
trusted. Any certificate that an LDAP server returns is checked to
ensure a trusted CA has signed that certificate.

K2 does not support client (two-sided) authentication. It supports
SSL using server-side certificates only.
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Argument

psCollSecBaseDN

psRepBaseDN

Verboseness

Description

The base domain name for collection security that is in the
LDAPinitialization.1dif file. See Verity K2 Dashboard
Administrator Guide for more information on the
LDAPinitialization.1dif file.

The base domain name for repository security that is in the
LDAPinitialization.1dif file. See Verity K2 Dashboard
Administrator Guide for more information on the
LDAPinitialization.1dif file.

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

0 = Fatal

1 = Error

2 = Warning
3 = Status

4 = Verbose

The default value is Status. Log levels are cumulative. For
example, if you select the Verbose level, error messages for all five
levels are displayed. If you select the Status level, error messages
for the first four levels are displayed, and so on.

If you change the reporting level, perform a quick restart on the K2
Server using the servicesignal command. This applies the
change to the system. See “servicesignal” on page 119.

3. If you chose user defined storage, enter the following information when prompted:

Argument

Module Name

Parameter Count
Attribute (n/m):
Name

Value
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Description

The dynamic library containing the user-defined persistent store
module.

The number of name/value pairs.
For each user defined attribute pair, enter:
The name for a name-value pair.

The corresponding value for that Name.
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ticketpsmget

The ticketpsmget command enables you to view information about a K2 Ticket Server’s
persistent store module.

Input
Enter the following information when prompted:

Argument Description
Ticket Alias The unique identifier for the K2 Ticket Server.
Output

The service field indicates what type of storage scheme is being used.

1. If the persistent store module uses the default dynamic memory storage, rcadmin
shows the following information:

Argument Description

Service k2psmdm signifies this uses the default dynamic memory storage.
Collection Cache This value is not currently used.

Credential Cache If this is enabled, the module keeps credentials in memory after the

user logs out. Otherwise, it does not keep them in memory.

Cstore The location of the .psm file (optional). If this is not specified, the
default location is used: dataDir/services/ticket, where
dataDir is the pathname of the installation’s data directory (for
example, usr/verity/data on UNIX).

Verbose The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:
Fatal
Error
Warning
Status

Verbose
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2. If the persistent store module uses LDAP storage, rcadmin shows the following

information:
Argument
Service
Host
Port
LDAP Connection Pool
Admin ID
Admin Password

sslcert Path

Collection SecbaseDN

RepBaseDN

Verbose
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Description

k2psldap signifies this uses LDAP storage.

The alias of the machine hosting this service.

The port used by this service.

The maximum number of connections used by the login module.
The user ID of the LDAP administrator.

The password of the LDAP administrator.

The path to the SSL certificate used for SSL connections to the

LDAP server.

This path identifies the location of the cert 7. db file, which
contains a list of CAs (Certificate Authorities) that are considered
trusted. Any certificate that an LDAP server returns is checked to
ensure a trusted CA has signed that certificate.

K2 does not support client (two-sided) authentication. It supports
SSL using server-side certificates only.

The LDAP context where information about index security is
stored.

The LDAP context where user credentials are stored.

The level of detail of the reporting. The values for logging levels, in
increasing detail, are as follows:

Fatal

Error

Warning

Status

Verbose
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3. If the persistent store module uses user defined storage, rcadmin shows the following
information:

Argument Description

Module Name The name of the persistent store module.

Service k2userdef ined signifies this uses a user defined storage scheme.
Ticket User (n/m): For each user defined attribute pair:

Name The name for a name-value pair.

Value The corresponding value for that Name.
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Managing Indexes

The commands in this section enable you to manage Verity indexes—collections,
knowledge trees, topic sets, parametric indexes, and recommendation indexes.

Introduction

Basic Commands

Managing Collections
Managing Knowledge Trees
Managing Topic Sets
Managing Parametric Indexes

Managing Recommendation Indexes
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Introduction

When you introduce an index to the K2 system—a collection, knowledge tree, parametric
index, or recommendation index—you must configure it in two separate ways:

m Register the index with the Administration Server on a host.

m Attach the index to a K2 Server using the indexattach command. See “indexattach”
on page 194.

When you register an index, you provide an alias for the index and give its location for
the host computer. The path you specify must be correct for the host machine. You
register an index only once per host. Before the index can be searched, you must attach it
to the K2 Server running on the same host.

Unlike a K2 Server, an index does not have to be attached to a K2 Index Server before it
can be used.

Topic sets must be registered, but do not have to be attached to a K2 Server.

Registering Indexes

You can register an index with an Administration Server using the rcadmin
command-line tool, VAdministration API, or K2 Dashboard. To register an index with an
Administration Server using rcadmin, use the following commands:

Index Type rcadmin command
Collections collset
collget
indexvdkset
Knowledge Tree treeset
treeget
Topic Sets topicsetset
topicsetget
Parametric Indexes paraset
paraget
Recommendation Indexes riset
riget
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Basic Commands

The commands in this section are basic commands that are used for more than one type
of Verity index.

This section describes the following commands:
m indexdel

m indexdetach

m indexattach

m indexserverget

m indexstateset

m indexvdkset

m indexviewset

m styleset

m styleget

m styledel
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indexdel

192

The indexdel command enables you to delete registration information for a collection,
knowledge tree, topic set, parametric index, or recommendation index from the
adminN.xml file. It can also delete the index’s directory path and files.

Before using this command, you must first detach the index from all K2 Servers above it
in the K2 hierarchy, and remove any jobs associated with the index. To detach an index,
see “indexdetach” on page 193. To delete a user defined job, see “udjdel” on page 298. To
determine whether an index is associated with a job, see “indexview” on page 39.

Input

Enter the following information when prompted:

Argument

Admin Alias

Index Alias

Index Type

Remove the index
directory? [y/n]
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Description

The unique identifier for the Administration Server with which the
index is registered.

The unique identifier for the index you want to delete.

The type of index. The following options are available:
¢ = collection

t = knowledge tree

p = parametric index

s = topic set

r = recommendation index

Select y to delete the index’s directory path and files in addition to
the registration information.

The index’s directory path must be defined in the verity.cfg
with read /write permission before it can be deleted.
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indexdetach

The indexdetach command enables you to detach a collection, knowledge tree,
parametric index, or recommendation index from a K2 Server. Before using the
indexdel command, you must first use this command to detach the index from all K2
Servers above it in the K2 hierarchy.

Note After detaching an index, perform a quick restart on the K2 Server using
the servicesignal command. This applies the change to the system.
See “servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description

Server Alias The unique identifier for the K2 Server to which the index is
attached.

Index Alias The unique identifier for the index you want to detach.

Index Type The type of index. The following options are available:

¢ = collection
t = knowledge tree
p = parametric index

r = recommendation index
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indexattach
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The indexattach command enables you to attach a collection, knowledge tree,
parametric index, or recommendation index to a K2 Server.

When attaching a recommendation index of type doc, you must attach it to the same K2
Server to which its source collection is attached. If the source collection is attached to
more than one K2 Server, the recommendation index can also be attached to more than
one K2 Server.

Note After attaching an index, perform a quick restart on the K2 Server using the
servicesignal command. This applies the change to the system. See
“servicesignal” on page 119.

Input
Enter the following information when prompted:

Argument Description
Index Alias The unique identifier for the index you want to attach.
Index Type The type index. The following options are available:

¢ = collection
t = knowledge tree
p = parametric index

r = recommendation index

Server Alias The unique identifier for the K2 Server to which you want to attach
the index.
Modify Type Indicates whether to modify existing information for an attached

index, or attach a new index. The following options are available:
0 = Update information for an index.

1 = Register a new index.

Index State The state of the index. The following options are available:
0 = offline and not available.

1 =hidden. The index is not available to users, but can be operated
on by administrators.

2 = online and available.
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Argument

Threads (default=3)

indexserverget

Description

The number of threads used by the index. The default is 3.

The indexserverget command enables you to view information for an index on a K2

Server.

Input

Enter the following information when prompted:

Argument

Server Alias

Index Type

Index Alias

Output

Description

The unique identifier for the K2 Server to which the index is
attached. To show information about all K2 Servers, press the Enter
key.

The type of index. The following options are available:

¢ = collection

t = knowledge tree

p = parametric index

r = recommendation index

The unique identifier for the index for which you want to view
information.

rcadmin shows the following information for each K2 Server to which the collection is

attached.
Argument
Server Alias
ServerSpec
Index Alias

Index Path
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Description

The unique identifier for the K2 Server.
The specification for the machine hosting the K2 Server.
The unique identifier for the index.

The directory path to the index.
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Argument

Index State

Configured State

Threads
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Description

The running state of the index. The following options are available:
offline = offline and not available.
online = online and available.

hidden = hidden. It is not available to users, but can be operated
on by administrators.

unknown = A state of “unknown” is usually returned when a
collection is attached to a K2 Server, but has not been restarted.

The configured state of the index according to the adminN.xml
file. The following options are available:

offline = offline and not available.
online = online and available.

hidden = hidden. It is not available to users, but can be operated
on by administrators.

unknown = A state of “unknown” is usually returned when a
collection has been attached to a K2 Server, but has not been
restarted.

The number of threads used by the index.
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indexstateset

The indexstateset command enables you to change the configured state of an index.

Input

Enter the following information when prompted:

Argument

Server Alias

Index Type

Index Alias

Index State
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Description

The unique identifier for the K2 Server to which the index is
attached.

The type of index. The following options are available:

¢ = collection

t = knowledge tree

p = parametric index

r = recommendation index

The unique identifier for the index.

The state to which you want to set the index. The following options
are available:

0 = offline and not available.

1 = hidden. It is not available to users, but can be operated on by
administrators.

2 = online and available.
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indexvdkset
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The indexvdkset command enables you to configure VDK settings for a collection or

knowledge tree.

Note These settings override the defaults set in the vdksettingset command,
which configures the default VDK settings for a K2 Server. See
“vdksettingset” on page 73.

Input

Enter the following information when prompted:

Argument

Admin Alias

Index Alias

Index Type

VDK Setting:

Allow Stream File?

Max Doc Block Size
VDK Field Read:

Max Column Size

gw Cert Timeout

Date Input Format
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Description

The unique identifier for the Administration Server with which
the index is registered.

The unique identifier for the collection or knowledge tree.

The type of index. The following options are available:
¢ = collection
t = knowledge tree

The prompts in this section correspond to the VDK