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Connect:Enterprise UNIX Version 2.3.00
Maintenance Updates

The Connect:Enterprise UNIX Version 2.3.00 Maintenance Updates document supplements 
Connect:Enterprise version 2.3 documentation. This document describes the issues resolved in the 
Connect:Enterprise version 2.3 release.

Maintenance Updates in Version 2.3.00
The following table lists the issues resolved for Connect:Enterprise UNIX version 2.3.00. 
Connect:Enterprise UNIX version 2.3.00 contains all maintenance fixes that were applied to 
previous versions of Connect:Enterprise UNIX.

SR Number Description

1171488 Reverse lookup failure during an FTP session causes Connect:Enterprise to delay.

1208625 The parser for the RSD files was not checking for overflow on the data structure used to 
hold the async script.

1221597 AS2 batches not sent if the HTTP daemon runs on a non-synchronized server.

1236194 When using the BCHSEP=OPT4 option, duplicate autoconnects extract the same batch, 
even if the batch number is specified.

1238460 Zmodem transfers tagged incomplete after last block of data is acknowledged.

1241034 Autoconnect sessions remain in pending status.

1243646 Using a default of "none" for mbxacl.conf does not prevent an FTP listing.

1244835 Misleading error message in the auth.log file for login failure.

1245697 The cmureport -srcd reports end time/date of 12/31/1969.

1256456 File Agent core dump occurs when a file with special characters is added to staging 
directory.

1259598 Cannot delete an AS2 contract that contains spaces in the name.
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1261406 The autoconnect control channel times out at end of an incoming batch transmission and 
leaves the batch incomplete.

1263948 No descriptions in documentation for different AS2 files.

1264336 An AS2 configuration saved by the Site Administration user interface may cause the 
EDIINT daemon to fail.

1269694 The cmureport -v command does not filter on selected remote connections.

1270105 The FTP daemon core dumps if no user and password is entered by the remote user.

1271920 SSH clients allowed to move up a directory and place files in a new mailbox. 

1272070 Slow performance when uploading or downloading multiple files in one session.

1272317 Batch Receive Informer is not able to sort batches based on *.test. It can only sort by test.*

1274157 Error message signaling a host key change was unclear.

1274175 Handshake fails between the SSH Client and Connect:Enterprise.

1275184 POSTSEND command fails when sending to Microsoft IIS.

1277053 An autoconnect receives a 500 response on transmission, but still marks the batch as 
transmitted.

1279978 Upgrade fails from nonsecure Connect:Enterprise version 1.3.02 to nonsecure 
Connect:Enterprise version 2.2.00.

1282247 Unable to use the backslash or single quote in the ACD and RSD REMOTEFILENAME and 
POSTSEND parameters.

1286312 SSH FTP autoconnect cannot overwrite target read-only file, but flags the batch as 
transmitted.

1289849 Autoconnect does not retry when an FTP Error 1800 is received.

1294021 The cmuadd utility returns code 0 when the user is not permitted to add a batch.

1294032 Connect:Enterprise utilities return code 10 when product is shut down.

1294793 The T flag is not set when SFTP (SSH) extracts a batch using the Cuteftp software.

1295007 The cmuadd utility returns code 0 when the user has exceeded maxbatchno parameter.

1297639 The -t and -T parameters do not work in the startup script with cmusshftpd.

1298570 Core dump occurs when running ssh-rand-helper -d.

1301286 Cannot upgrade Connect:Enterprise running on Sun Solaris, HP-UX, or AIX to Linux.

1309332 Security exit receives wrong protocol value when a user logs in using SSH.

1315021 The cmureport detail report is filtered, but lists all accounts.

1315077 Site Administration user interface does not allow a "NULL" value for DATAFORMAT.

1315342 After navigating through FTP proxies, the user login is sent with the FTP server port.

SR Number Description
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1315395 Remote information log records do not contain the protocol field.

1316302 Autoconnect daemon initialization times out while registering the async daemon.

1316505 Redirecting stderr to /dev/null on cmuextract fails in version 2.2.00.

1317589 The ceupassencrypt command changes PASSWORDAUTH=YES/NO parameter in the 
SSH FTP RSD file.

1321307 File Agent fails during an API add of large files.

1326224 AS2 autoconnects hang when remote site does not respond.

1332446 Failures sending data to the MQ interface are not reported.

1332994 The SSH daemon core dumps.

1338898 Good MDNs are rejected.

1338956 Connect:Enterprise does not accept transfers from the ssh.com sftp2 client.

1338974 The cmuauthd core dumps when the remote ID is longer than 64 characters.

1339338 The cmureport utility does not find autoconnects with names larger than 8 characters.

1339496 AS2 transmissions fail during the weekend.

1339640 Site Administration user interface can only display 25,000 accounts.

1339702 Incomplete batches not reported back to Connect Control Center.

1340328 Third-party network monitors flag Connect:Enterprise SSH.

1340413 AS2 MDNs are not re-sent when duplicate payload is received.

1340622 Certificate validation fails on a bad common name.

1342578 System hangs when using the Log exit.

1342940 AS2 autoconnect and MDN are not retried when a failure (500 error) occurs.

1344055 Mailbox child processes cannot add more than 1000 files in one session.

1344107 Login problem occurs when running SSH is running as root on AIX.

1344714 Connect:Enterprise logs failure and requeues an asynchronous MDN if 204 (Positive) 
response is received from the trading partner.
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