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About this PDF

This PDF provides general information about operating CICS, including recovery and restart. Additional
PDFs, listed below, provide information about administering certain areas of CICS TS for z/0S. You might
also need the companion references to this book: the PDFs called Supplied Transactions Reference and
the Utilities Reference. Before CICS TS V5.4, the information in this PDF was in the Operations and Utilities
Guide and the Recovery and Restart Guide.

Information about administering certain areas of CICS is in the following PDFs:
- Applications is in Developing CICS Applications

« Connected CICS systems is in the Intercommunication Guide

- Shared data tables is in the Shared Data Tables Guide

« Internet connections is in Internet Guide.

« ONC/RPC interface is in the External Interfaces Guide .

« EXClis in Using EXCI with CICS.

« Front End Programming Interface is in the Front End Programming Interface User's Guide.
« Db2%is in Db2 Guide.

- DBCTL s in the IMS DB Control Guide.

« CICSPlex® SMis in the CICSPlex SM Administration .

For details of the terms and notation used, see Conventions and terminology used in the CICS
documentation in IBM Knowledge Center.

Date of this PDF
This PDF was created on January 20th 2020.

© Copyright IBM Corp. 1974, 2020 v
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Chapter 1. Controlling CICS operation

While CICS is running, you can control its operation by changing CICS system definitions and by deleting
and installing resource definitions. Use the CICS Explorer® to control your CICS systems.

About this task

The CICS Explorer Operations views provide a view of the CICS resources that support day-to-day
operation and management of the enterprise.

If you are running your CICS regions in a CICSplex, you can use CICSPlex System Manager functions to
control the operation of CICS. For information, see CICSPlex SM overview.

CICS supplies a number of transactions that you can use to control CICS and its resources while it is
running. It also supplies a variety of utility programs, some of which you can use to help with system
management.

Restriction: Some system attributes defined with system initialization parameters cannot be changed
while CICS is running; you must restart CICS with changed system initialization parameters.

Administering CICS from a console device

You can operate CICS from a console device. A console device can be a locally-attached system console,
a TSO user defined as a console, or an automated process such as NetView®.

Before you begin

To use a console device, you must first define it to CICS. For details, see Defining console devices.

About this task

You can use the console device for CICS master terminal functions, to control CICS terminals or to control
several CICS regions in conjunction with multiregion operation. Normal operating system usage of the
console device is not inhibited, and CICS supports multiple console devices where present.

Procedure

« Define the console device that should be used for putting MODIFY commands into your job stream.

For more information about putting commands into job streams, see “Using JCL to initiate CICS
commands” on page 2.

« Invoke CICS transactions from the console device by using the MVS MODIFY command (F for short).

Other CICS operators can communicate with the console device operator. Note that the CEDA
transaction can be used from a console device to install resource definitions only. The sample
programs cannot be executed from a console device.

« Usethe MVS command d consoles to display a list of console devices and their names.

« Use TSO CLIST processing, or an automated process such as NetView, to issue sequences of CICS
commands.

To associate command responses with the originating command from an automated process, add a
command and response token (CART) to the originating command. CICS returns this CART in all write-
to-operator (WTO and WTOR) macros issued in response to the command.

© Copyright IBM Corp. 1974, 2020 1
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Entering commands from a console device

You can invoke CICS transactions from the console device by using the MVS MODIFY command (F for
short).

To enter a CICS command from a console device, use:

$MODIFY|F} cicsid,[']lcommand["']

where:
cicsid
is the region identifier for the CICS region. This is one of the following:
- name of the job being used to execute CICS
« name of a procedure if CICS was initiated as a started task without a qualifier
« name of the task identifier qualifier if CICS was started as a started task with a qualifier.

command
is a string of data, starting with a CICS transaction identifier.

Example:

MODIFY DFHIVPOL, 'CEMT INQUIRE TASK'

If a transaction started at a console device requires further input, you are prompted in the same way as a
terminal operator. For more information about continuing transaction input, see “Replying to messages
from transactions started at console devices” on page 5.

Entering commands from TSO
A TSO user can enter CICS commands after invoking the TSO command CONSOLE.

Enter the CICS commands in either of the following formats:

e CONSOLE SYSCMD ({MODIFY|F% cicsid,[']command['])

CONSOLE
{MODIFY|F} cicsid,[']command[']
END

When the TSO command CONSOLE is used, TSO checks the user for authority to issue console commands.
Further, if console operator command security is active, the TSO user must be specifically authorized to
issue MODIFY cicsid.

Using JCL to initiate CICS commands

If you have defined a console entry in your CSD as CONSNAME(INTERNAL), you can submit commands to
your CICS region by using JCL.

About this task
Edit your JCL as follows. The normal rules of JCL apply.

Procedure

1. Edit your JCL to use the MVS command MODIFY.

2. Follow the MODIFY command with the job name or task ID of the CICS region you are addressing,
followed by the CICS commands.

3. Submit the JCL.
The following sample job shows how you might submit commands in this way.

//IEFBR14 JOB (accounting information),CLASS=A,MSGCLASS=A,6MSGLEVEL=1,..,..
//*
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//* Sample JOB to submit CICS commands using CONSNAME (INTERNAL)
A

//IEFBR EXEC PGM=IEFBR14

// F CICSRUN, 'CEMT INQ TER'

// F CICSRUN, 'CEMT INQ TAS'

// F CICSRUN, 'CEMT SET TER(L77C) ACQ'

//

Results

If you omit the apostrophes around the CICS command, and there are sequence numbers at the end of
the line, the numbers are passed to CICS as part of the command. This causes CICS to display a warning
message on the console, but the command is still obeyed.

Troubleshooting:

For the batch job to work, it must have proper authority to issue console commands. If you run this batch
job and you find that the MODIFY commands simply disappear and never make it to the CICS region, it
could be a JES2 JOBCLASS issue.

On a JES2 system, job classes can be defined to allow or restrict commands from being issued. For this
process to work, the batch job must run in a JES2 JOBCLASS that is defined with COMMAND=EXECUTE and
AUTH=SYS, or higher. You can verify the current settings for a job class by issuing the following command
on the console:

$DJOBCLASS () , LONG

where x is the job class that your batch job is using.

You can see an example of the output below. (There would be additional, similar lines in the full output.)

$DJOBCLASS(A) , LONG

$HASP837 JOBCLASS(A) ACTIVE=YES,ACCT=NO,AUTH=(ALL),
$HASP837 BLP=NO, COMMAND=EXECUTE, COPY=NO,
$HASP837 DSENQSHR=ALLOW, DUPL_JOB=DELAY,

In the above output, job class A is allowed to issue any command, and those commands will be executed.

Console device messages

During both the initialization and the running of CICS, various messages appear on your console device.
These are mainly for information, but in some cases could require a reply or some action from you.

Console messages might be subject to message formatting if you have defined CICS as an MVS™
subsystem with console message-handling support. The term console message is used for messages
sent to the system console, and does not refer to CSMT messages or the JES joblog.

Suppressing information-only messages

You can use the system initialization parameter MSGLVL to control the generation of messages to console
devices. If you code MSGLVL=0, only critical errors or interactive messages are printed.

Sample console messages

Sample console messages issued when CICS starts up are given in System console messages for CICS
startup. Sample console messages issued when CICS shuts down are given in Managing CICS shutdown.

Console message-formatting
The main purpose of the console message-handling facility is to ensure that all messages issued by CICS
regions contain the APPLID of the CICS region issuing the message.

By using this facility, CICS can enable MVS to:

« Convert all console messages to the same format, and
- Inserts the applid of the sending region into each message.

Chapter 1. Controlling CICS operation 3
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You specify that CICS is to use the console message-handling facility when you define CICS as an MVS
subsystem (by the CICS entry in the IEFSSNaa member of the SYS1.PARMLIB library). If the message-
handling facility has been defined for CICS, all messages from all CICS regions of any release are
intercepted and reformatted, if necessary, to include the APPLID, provided that at least one CICS region is
running in the MVS image.

For information about defining CICS as an MVS subsystem with support for the console message-handling
facility, and about activating the facility, see Defining CICS as an MVS subsystem.

Message format
The following examples show three messages as they appear with and without console message
formatting. The examples use CICSIDC as the applid of the sending region.

« Message format without console message formatting:

DFH5730 - USER RECOVERY BEGINNING
DFH5731 - NO ACTIVE USER RECORDS ON THE SYSTEM LOG
DFH5732 - USER RECOVERY COMPLETED

« Message format with console message formatting:

DFH5730 CICSIDC USER RECOVERY BEGINNING
DFH5731 CICSIDC NO ACTIVE USER RECORDS ON THE SYSTEM LOG
DFH5732 CICSIDC USER RECOVERY COMPLETED

Advantages of message formatting
The main benefits of using console message formatting include assistance to the console operator and
ease of automated operation by a program such as NetView.

The implementation of message formatting also:

- Allows masking of the password entered at the console during the CICS signon transaction. For
example, you might enter the following command to sign on to CICS from a console:

F CICS,CESN USERID=HARBEN, PS=HUMMER, NEWPS=STONE

The passwords are then obliterated with asterisks when the command is redisplayed on the console or
recorded in the system log.

F CICS,CESN USERID=HARBEN, PS=x*%kxxx*x, NEWPS=k*xx****

« Allows the adding of a set of MVS generic routecodes to all CICS console messages, permitting them to
be sent to a defined set of consoles.

- Removes the restriction that prevents the use of the name CICS as the MVS jobname of a CICS region
that is started with the START command.

Replying to messages

If one or more CICS messages are followed by an associated message that requests an operator
response, the earlier message or messages might have scrolled off the console screen before the
response-requesting message appears.

About this task

Some messages that need a reply include a preceding message number or specify a response that can be
entered to display the preceding message.

If a message requests a reply but does not provide means of determining the previous messages that
explain the response required, CICS retains all messages in the logically-related set in the message
buffer, until a valid response is received to the final message. When the console displays a message that
requires a response, the operator can request a display of all preceding related messages. A typical
message that needs a response is:

DFHSI1552 applid Restart error reported above. Reply 'GO' or 'CANCEL'.
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If such a message appears, the operator can display all the preceding related messages by entering the
MVS command:

DISPLAY R,I

When a valid response is received to the final message in the set, CICS deletes all the related messages
from the message buffer.

Replying to messages from transactions started at console devices
If a transaction started at a console device requires further input, you are prompted in the same way as
any normal terminal operator.

About this task
You can continue the input in one of the following ways:

« If the transaction is conversational and uses the CONVERSE or RECEIVE command, the message from
CICS will contain a reply number that must be quoted in the reply. This is described in this section.

« If the transaction is pseudo-conversational, you must enter further MODIFY commands to continue the
conversation.

You respond to messages from transactions started at a console device by using the REPLY command
(abbreviation R). For example:

REPLY 02, 'datastring'

where 02 is the number of the message to which you are replying, and ‘datastring' is your reply. If you
cancel a transaction that is running at a console device, and the transaction is awaiting a reply, the
outstanding reply is also canceled.

For information about using CEMT and the other CICS-provided transactions, and about entering
transactions from a console, see CICS supplied transactions descriptions.

If you try to communicate with an active CICS region from a console device that has not been defined to
CICS, you get message DFHAC2015 saying that your console has not been defined to CICS and that your
input will be ignored.

In a CICS region that has consoles and SNA LUs, a console can remain active when CICS and the z/0S
Communications Server for SNA are disconnected from each other. This means that you can use the
console to open or close the CICS- z/OS Communications Server connection without CICS being
terminated.

Suppressing and rerouting messages

CICS provides a global user exit point, XMEOUT, that is invoked before a message is sent from the
message domain to its destination. XMEOUT can be used to invoke an exit program to intercept messages
issued by SEND MESSAGE requests, and suppress the messages, change their destination, or leave them
alone.

About this task

CICS provides six sample user exit programs, DFH$SXP1 through DFH$SXP6, which you can use to
suppress or reroute messages.

For programming information about this global user exit and the sample user exit programs, see XMEOUT
and the user exit programming interface (XPI)
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Administering with CICS supplied transactions

CICS provides operations, usually initiated from terminals, called transactions, each of which involves the
use of CICS tables, programs, and internal services. The following sections describe the transactions that
are supplied by CICS and that have an operator interface.

CICS transactions have identification codes that start with “C” and are 4 characters long; for example,
CEMT. For a complete list of CICS transactions, including those that do not have an operator interface, see
the List of CICS transactions.

In general, you start a CICS transaction by entering its transaction identifier; for example, CEMT. The
transaction identifier is used by CICS to identify the programs that handle the specified transactions, and
to establish a task to process them.

If you use an IBM 3270 system display or similar display device that has the appropriate features
installed, you can also start a transaction by a program function (PF) key or program attention (PA) key, by
an operator identification card reader, by a magnetic slot reader, or by a light pen.

You might want to apply a CICS-supplied upgrade, but are using modified versions of one or more CICS-
supplied transactions or of the CICS-supplied calling programs that handle CICS-supplied transactions.
After you have first copied them to differently named groups, you must replace these private versions
from the upgraded CICS-supplied version and modify them afresh to ensure that the necessary upgrade
changes are carried out. Failure to do this can lead to unpredictable results.

This section describes:

 “Starting or stopping a transaction” on page 6

« “Syntax notation and conventions used” on page 7

« “Terminal operation” on page 8

« “Using the system console” on page 12

« “Using TSO consoles” on page 15

Starting or stopping a transaction

You start a CICS transaction by pressing the CLEAR key to clear the screen, and entering the transaction
identifier, either by itself or followed by data, on the command line of the screen. The command line is a
single line, usually at the top of the screen.

About this task

You can type the transaction identifier by itself and follow the prompts until a complete transaction
command is built up, or you can type the complete transaction command on the command line. If you do
not enter enough information, or if the information you enter is wrong, you are prompted to complete or
correct your input.

Example

For example, in the following transaction, CEMT is the transaction identifier and the additional data is
INQUIRE PROGRAM(PROG1).

CEMT INQUIRE PROGRAM(PROG1)

When the transaction starts, it processes the additional data. At the completion of this transaction, you
get the following message:

STATUS: SESSION ENDED
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What to do next

After a transaction has completed, press the CLEAR key to clear the screen in readiness for the next
transaction. You can cancel any request by typing CANCEL on the command line.

Syntax notation and conventions used

Each command has a syntax box to show you what options there are. You interpret the syntax by
following the arrows from left to right.

The conventions are:

Symbol

Action

A

i3

A set of alternatives—one of which you must code.

A set of alternatives—one of which you must code. You can code more than one of
them, in any sequence.

A set of alternatives—one of which you can code.

A set of alternatives — any number (including none) of which you can code once, in any
sequence.

Alternatives where A is the default.

2
) D D
EE
(]
w > o © > o wm » o o >

»— A

]

Use with the named section in place of its name.

Punctuation
and uppercase
characters

Code exactly as shown.

Lowercase
characters

Code your own text, as appropriate (for example, name).
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Minimum abbreviation of keywords
In general, the CICS transactions accept as few characters of a keyword as needed to identify it uniquely
in the request.

For example, in a CEMT INQUIRE TASK command, you can use TASK, TAS, or TA to uniquely identify
TASK. You cannot use T alone because that could be confused with TCLASS, TERMINAL, TRACE, or
TRANSACTION.

In the syntax displays on your screen, the minimum permitted abbreviation is shown in uppercase
characters, and the remainder is shown in lowercase.

Minimum abbreviations might change between CICS releases because of the introduction of new
commands.

Uppercase input to transactions

In general, most CICS-supplied transactions accept only uppercase input. If UCTRAN=YES has been
specified in the terminal definition, all lowercase characters, even those enclosed within single quotation
marks, are translated to uppercase.

If you have to specify UCTRAN=NO for your terminal, you have to ensure that the group specified for your
terminal refers to a profile that will carry out uppercase translation.

CICS provides a PROFILE definition, DFHCICSP, in the DFHSTAND group in the CICS system definition
(CSD) file. This profile is identical to DFHCICST except that it specifies UCTRAN(YES) instead of
UCTRAN(NO).

The new profile is used by the CICS-supplied page retrieval transaction, CSPG. The new profile, together
with changes in the task-attach routine and the page retrieval program, enables CICS to perform
uppercase translation at the transaction level for BMS paging.

This allows users of terminals that are defined with uppercase translation switched off to use the page
retrieval function without having to enter paging commands in upper case. Assigning a new profile for
CSPG means that all data entered on the retrieval command (defined by the PGRET system initialization
parameter) and the purge command (defined by the PGPURGE system initialization parameter) is
translated to uppercase.

If a user's terminal is defined with UCTRAN(YES), the new profile has no effect because all terminal input
is translated to uppercase anyway.

Terminal operation

A CICS system makes provision for the following classes of operators; terminal operator, a supervisory
terminal operator, and a master terminal operator.

« A terminal operator who can use a terminal to perform routine transactions that cause application
programs to be processed. You can use a small selection of CICS transactions. For example, you can
inquire about, or change, the status of your own terminal.

« A supervisory terminal operator who can perform all the duties of a terminal operator, in addition to
supervising other operators within a functional group. Your operator security code gives you access to
the supervisory terminal transaction, CEST, with which you can monitor and control some of the system
resources used by your group.

« A master terminal operator who can monitor and control resources in a CICS system. Your operator
security code gives you access to the master terminal transaction, CEMT, with which you monitor and
control the system resources. Internal security checking might limit the range of resources under your
control.

$ (the dollar symbol)
In the character sets given in this information, the dollar symbol ($) is used as a national currency symbol
and is assumed to be assigned the EBCDIC code point X'5B'.

In some countries a different currency symbol, for example the pound symbol (£), or the yen symbol (¥),
is assigned the same EBCDIC code point. In these countries, the appropriate currency symbol should be
used instead of the dollar symbol.
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Operator security
The transactions you can initiate are defined by your profile in the external security manager (ESM)
database, which is normally provided when you sign on using the CESN transaction.

Generally, the master terminal operator has access to all CICS-supplied transactions, the supervisory
terminal operator has access to a subset, and the terminal operator has access to very few transactions.

The system programmer is responsible for allocating operator security codes to restrict the use of
particular transactions. For more information, see the relevant system administration guide for the ESM
you are using. For example, if you are using RACF, see the z/0OS Security Server RACF Security
Administrator's Guide.

Terminal operator
To operate the system, you normally first sign on to the system and, as a minimum, enter your user ID and
your password.

During signon, the information you enter is used by CICS to establish priorities and your ESM profile for
the transactions that you might want to use later. When you have signed on, you have access to those
transactions defined in your ESM profile.

After you have signed on, you can enter only specific transaction identifiers. Be aware of error messages
that might be generated by the transactions you start, and the corrective action that you must take. In
addition to error messages, be aware of other messages that CICS might transmit to your terminal.

You need to know the terminal identifiers of other terminals with which you want to communicate.

Supervisory terminal operator

A supervisory terminal operator is the supervisor of any part of the system for which group control is
required. You are responsible for supervising, and keeping operational, groups of terminals defined in one
or more terminal list tables (TLTs). You do this using the supervisory terminal transaction, CEST.

Your responsibilities can be thought of as a subset of those of the master terminal operator, and you
should be aware of those functions that are not available to the terminals under your supervision. You
also should be aware of, and understand, the procedure for changing the status of each terminal.

You should know the identifiers of all terminals and operators under your supervision. The terminal
identifiers are defined in one or more CICS terminal list tables (TLTs). Individual TLTs can be identified by
a 1-or 2-character suffix you enter as the SUPRID and CLASS(value) keywords of the CEST transaction.

When you use the CEST command for all terminals defined in a TLT, you have to specify the SUPRID
keyword followed by the 2-character identifier of that TLT.

A subset of those terminals can be grouped together as a class, and can be defined as such in a different
TLT. For information about defining the TLT itself, see TLT - terminal list table . You can specify that class
by means of the CLASS(value) keyword of the CEST SET TERMINAL command, where ‘value’ is the suffix
that identifies the TLT in which the class of terminals has been defined.

Alternatively, you can name one or more terminals in the CEST SET TERMINAL(value) command itself.

If you frequently want to restrict a CEST command to a subset of your terminals, and have defined
another TLT identifying that subset, you then have to use the CEST SET TERMINAL SUPRID(value)
keyword to refer to the “main” TLT, followed by the CLASS(value) keyword to refer to the specific TLT
containing the subset.

So, for example, if you have defined terminals S202, S203, S204, and S205 in DFHTLTAB and you want to
issue a CEST command that sets all those terminals out of service, you issue the following command:

CEST SET TERMINAL SUPRID(AB) OUTSERVICE

If, on the other hand, you want to restrict your command(s) to terminals S202 and S204, for example, you
could define these two terminals in another TLT - DFHTLTCD, say - and issue the following command:

CEST SET TERMINAL SUPRID(AB) CLASS(CD) OUTSERVICE

Alternatively, of course, you could issue the following command:
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CEST SET TERMINAL (S202,5S204) SUPRID(AB) OUTSERVICE

Unless otherwise stated, the information in this book about the supervisory terminal and the CEST
transaction applies only to a single CICS system, regardless of whether it is connected to another CICS
system through ISC or MRO.

Master terminal operator

The master terminal operator controls system components using the master terminal transaction, CEMT.
With this transaction, the master terminal operator can dynamically change the system control
parameters.

Although the transaction can be started at any valid IBM 3270 family display device or equivalent
terminal, or from the operating system console, its use is intended to be limited to a person known as the
master terminal operator. Starting a transaction from the operating system console is described in “Using
the system console” on page 12.

The control permitted through CEMT allows you, the master terminal operator, to improve performance
by changing the system control parameters in the day-to-day operation of the system. In addition to
system control, you have prime responsibility for administering the terminal facilities of the system.

By using the routing transaction (CRTE), you can also be a master terminal operator for multiple
connected CICS systems.

As the master terminal operator, you can access all terminal and supervisory terminal transactions. In
addition, however, you must be familiar with all the procedures associated exclusively with the master
terminal. You must be aware of which terminals and operators can access CICS at any given time, and of
the identifiers by which they are known to CICS.

For example, when inquiring about terminals, you can specify a class of terminals or a list of terminals. A
class of terminals is specified by the CLASS(value) keyword, where ‘value' is the 1-or 2-character suffix of
the related terminal list table (DFHTLTxx). A list of terminals is specified by a series of terminal identifiers
following the CEMT SET TERMINAL(t1,t2,...,) command, where t1, t2, are terminal identifiers. See List of
resource identifiers for more information.

For MRO and LUTYPE6.1 connections, you must know the identifier of each parallel session, and specify
this identifier when operating on the session.

For LUTYPE6.2 (APPC) connections, you must know the modename of each set of parallel sessions, and
specify this modename when operating on the modegroup.

Your use of the master terminal transaction is restricted by entries in the signon table and in the installed
transaction definitions. These entries are the responsibility of the system programmer.

During long periods of continuous operation, you can, at intervals, read out and reset the statistics
counters. The volume of activity in your system determines how often you should do this.

When the system has satisfactorily completed its response to a command, the time and date are printed
or displayed at your terminal, as follows:

TIME=hh.mm.ss DATE=mm.dd.yy

where time is in hours, minutes, and seconds, and date is in months, days, and years, or in the form
specified by the DATFORM system initialization parameter. For brevity this final message has been
deleted from all further examples.

Unless otherwise stated, the information about the master terminal and its transactions applies only to a
single CICS system, regardless of whether it is connected to another CICS system through ISC or MRO.
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MRO and ISC support

Multiregion operation (MRO) and intersystem communication (ISC) allow the sharing of resources
between more than one CICS region. Thus a user at a terminal assigned to one CICS region can run
transactions in connected regions, and can access resources - files, for example - in other regions.

It is also possible for a transaction running in one region to communicate with a transaction running in
another region, thus sharing the processing workload.

Except for experiencing longer response times, you should not be aware that MRO or ISC processes are
being used.

BMS partitions

When you use display devices that support BMS partitions, make sure that you understand how to use the
SCROLL, PARTITION JUMP, CLEAR, and CLEAR PARTITION keys, the concept of the active partition and
the meanings of the partition-related indicator symbols that can appear on a display screen.

For information about BMS partitions, see Basic mapping support.

CLEAR key

The CLEAR key clears all partitions from the display, and sets the terminal to ‘base' state. The next BMS
output request re-creates the partitions (but does not restore their contents), using the application
partition set.

The CLEAR and CLEAR PARTITION keys cannot be used interchangeably when an existing CICS
transaction is run in a single explicit partition.

Partitions and the execution diagnostic facility

The execution diagnostic facility (EDF), invoked by CEDF, is unavailable in single-screen mode on a
terminal in partitioned state. EDF must be used in dual-screen mode for debugging application programs
that use partitions.

Partitions and the command interpreter

The CICS command interpreter, invoked by CECI or CECS, cannot be used to process commands that
refer to partitions. This is because the command interpreter display cannot be restored after the screen
has been partitioned.

PA1 print key

The PA1 print key is not supported from a terminal in partitioned state.

Routing and multiple partitions

Routed messages can be directed to a terminal, including the transaction terminal, which supports
partitions. However, such messages reset the terminal to ‘base’ state.

Terminal paging

When a BMS logical message is saved in CICS temporary storage, CICS also saves the application
partition set. This partition set is loaded onto the target terminal before any pages are delivered. CICS
builds a separate page for each partition, and overflow occurs on a partition basis.

Page retrieval

Terminal-operator page-retrieval commands operate on a partition basis. When a page-retrieval or page-
copy command is entered in a partition, it implicitly refers to pages in that partition. If single-keystroke
retrieval is used, the retrieval command applies to the partition containing the cursor when the PF key is
pressed. The first page for a partition is displayed initially in the viewport.
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Message chaining

CICS retains a current partition for each level of page chaining. This is initially the default partition for that
partition set. Page-retrieval commands entered on a cleared screen, or page-retrieval commands for a
chaining level other than the one being displayed, refer to the current partition for the target chaining
level. The current partition is reset to the partition in which the last terminal-operator command was
entered.

CICS retains the current page for each partition in the partition set. This is initially the first page. The
current page is redisplayed in each partition in the following circumstances:

- For the initial display when the BMS paging program is first invoked

- Following erasure of the terminal partition set caused by pressing the CLEAR key
- Following page retrieval for a different page-chaining level

- Following page purge for a different page-chaining level.

Copying pages

BMS page copy operates on a partition basis (not a screen or partition set basis). BMS page copy copies a
page from a partition to any terminal in ‘base' state. You cannot copy a page from a partition to another
partition on the same or another terminal.

Message termination

When you terminate a message, the entire logical message (that is, all pages in all partitions) is purged,
irrespective of the partition in which you entered the purge command. The response to a page query
request is displayed on a cleared, unpartitioned screen.

Error messages

Most error messages relating to invalid paging commands are displayed with an erase or write in the
partition in which you entered the command. Other error messages unrelated to any particular partition
(such as those relating to invalid message identifiers) are displayed on a cleared unpartitioned screen.

Using the system console

Console support makes it possible for a terminal to be both an operating system console and a CICS
master terminal.

About this task

If multiple console support (MCS) is in use, you can define each console to CICS as a separate terminal,
and all consoles can communicate with CICS simultaneously.

You can use any operating system console as a CICS terminal, if it has been specified on the CONSOLE
keyword of the CEDA DEFINE TYPETERM command. If this has not been done, you get the following
message when you try to use the console:

DFHAC2015 This console has not been defined to CICS.

and your input is ignored.

All consoles that have been defined as CICS terminals can use automatic transaction initiation (ATI), and
can receive messages from other terminals and consoles, as well as from CICS transactions.

In a system that has consoles and SNA LUs, a console can remain active when CICS and the z/0S
Communications Server are disconnected from each other. You can use the console to make or break the
CICS-z/0OS Communications Server connection without CICS being terminated.

Use the MODIFY and REPLY commands to start the CICS-supplied transactions from an operating system
console.

12 CICS TS for z/OS: Administering CICS



In addition to the MODIFY and REPLY commands, the system programmer should consider use of the
CONTROL, DISPLAY, START, and VARY commands when preparing console operator procedures. For
information on these commands and other system details, see z/OS MVS System Commands.

Rules for console entry

Commands typed at a console are translated to uppercase, except for characters enclosed within single
quotation marks (* '), which remain unchanged. The occurrence of a literal single quotation mark must
be indicated by a pair of single quotation marks (' '), for example:

'Please phone Mr 0''Neill’.

If UCTRAN=YES has been specified in the terminal definition, all lowercase characters, even those
enclosed within single quotation marks, are translated to uppercase.

MODIFY command

You start a CICS transaction from a console by using the MODIFY command, as follows:

MODIFY ident,datastring

You can abbreviate the MODIFY command to F.
ident can be any of the following;:

« The name of the job used to start CICS, when it is started by a job stream.

« The name of the procedure used to start CICS, when it is started by an MVS START command, for
example:

START procedure_name

where “procedure_name” is the ident value.
« The task identifier that was used to qualify the procedure name, for example:

START procedure_name.taskid
where “taskid” is the ident value. This is likely to be used where the same procedure is started more
than once.
datastringis a string of data, starting with a CICS transaction identifier.

For example, to start transaction CEBT on the CICSA system from the console, type:

MODIFY CICSA,CEBT PERFORM TAKEOVER

You can type more than one MODIFY command at a console; each is processed in order of entry.

A CICS transaction can issue terminal control READ, WRITE, or CONVERSE commands to communicate
with a console operator. WRITE and CONVERSE transmit application program messages, but READ
produces a prompt, incorporating message ‘DFH4200A', as follows:

where:

nn
is the number (generated by the operating system) that you must use in your reply to the prompt.
Messages from a transaction that uses CONVERSE commands also contain this number.

n
is the jobname of CICS in the operating system.

tttt
is the transaction identifier of the CICS transaction that has issued the READ command.
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REPLY command

You (the console operator) must respond to each prompt by using the REPLY command, which you can
type at either the prompted console or the master console:

R[EPLY] nn,datastring

where nn is the number of the prompt to which you are replying, and datastring is your reply.
If a transaction is purged while it is awaiting a reply from the operator, the reply is canceled.

You should note that messages to the console can become interspersed with messages from the
operating system and from other regions, making them difficult to read. In extreme cases, parts of
lengthy messages can ‘scroll off' the console screen before they have been read.

Example of a conversation using CONVERSE

modify job002,serv 1

@17 FAULT TYPE? 2

r 17,elec 3

MESSAGE HAS BEEN SENT
1 MODIFY command specifying that transaction “serv” is to be started; this transaction sends messages
to service groups supporting the installation.
2 The transaction response produced by a CONVERSE command and relayed by the operating system.

3 Your reply that the fault is an electrical one.
Example of a conversation using WRITE/READ

modify job002,usid 1

USER SIGNON ID=? 2

@25 DFH4200A JOB0O2 USID 3
r 25,acctsl 4

USER'S NAME: J. SMITH 5
USER'S TEL. NO.: 88999 6

1 MODIFY command specifying that transaction “usid” is to be started. This transaction provides
information about the user identified by “usid”.

2 Application-program message produced by a WRITE command.
3 System message produced by a READ command.
4 Your reply.

5 Transaction message, produced by a WRITE command, giving the requested information. No reply is
needed.

6 Another transaction message, produced by a WRITE command, giving more requested information.
Again, no reply is needed.
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Using TSO consoles

A TSO session can be used to input CICS commands. This has several advantages as it removes the MVS
limitation of 99 consoles, it supports additional device types such as the IBM 3290, and it supports
remote operation.

About this task

The console ID is 4 bytes, only one of which is used for locally connected consoles. TSO and JES3
consoles use all 4 bytes. In addition, each console in a sysplex has an 8-byte name.

Using the KILL option to purge transactions

It is possible for a looping CICS transaction or shortage of CICS resources to bring all normal processing
in a CICS region to a halt. The KILL option helps you to remove such transactions more quickly from a
CICS region, with the minimum impact on the integrity of your systems.

About this task

Use the KILL option only if it becomes impossible for you to end the transaction or transactions by using
any of the standard CICS mechanisms. The KILL option does not guarantee integrity of any kind, but in
some situations, it enables you to free a stalled region, enabling the region to continue processing.

CAUTION: Using the KILL option can result in unpredictable effects, including overwriting data in
the CICS region or abnormal termination of the CICS region. Use it only as a last resort.

If you use CEMT or equivalent SPI commands to purge a transaction, you must attempt the FORCEPURGE
option before you use the KILL option. If you use a CEKL command, you can use the KILL option without
using the FORCEPURGE option first. Using CEKL in this way is an option of last resort.

You can use the CEKL commands in the following ways:

« To identify the problem transactions.
- To remove the transactions by using the PURGE, FORCEPURGE, or KILL option.
- To monitor the effects of attempting to remove the transactions from your system.

For more information, see CEKL.

Removing transactions can affect the integrity of your system. The following table shows the possible
consequences of using the PURGE, FORCEPURGE, or KILL options.

Table 1. Data and system integrity
Command System integrity retained? Data integrity retained?
PURGE YES YES
FORCEPURGE YES NO
KILL NO NO
Procedure

1. Use the CEMT transaction or CICSPlex SM to identify problems in your system. For example, list the
active transactions in the system to determine which transaction or transactions should be removed.

2. If CEMT or CICSPlex SM are not available or not running (because the QR TCB is looping or
suspended), use the CEKL transaction. Use the CEKL INQUIRE TASK command to list information
about transactions in the CICS region; for example, all transactions that are suspended.

3. Try to end the transaction by using the PURGE option on the CEMT SET TASK command.
This option might enable you to remove the transaction and retain system and data integrity.

You can track the state of the transaction to see whether it is successfully removed.
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- If the transaction is associated with an open TCB, you might experience a delay of about a minute
before the transaction is finally purged.

« CICS might ignore or delay processing a request because of a risk of damaging CICS system
integrity. For example, I/O might still be in progress to a buffer that the transaction owns, or recovery
processing would be unable to complete.

- If atransaction is marked non-purgeable, CICS ignores a request to purge the transaction.
Other outcomes might be as follows:

- The transaction is not purged in an acceptable length of time.
« The CEMT transaction does not respond.

. If there is no response from the previous command in a reasonable time, try to end the transaction by
using the FORCEPURGE option on the CEMT SET TASK command.
This option might enable you to remove the transaction and retain system integrity.

. If there is no response from the previous command in a reasonable time, try to end the transaction by
using the KILL option on the CEMT SET TASK command.

If the command succeeds, an abend code is issued that reports the protective state of the transaction
(purge or forcepurge protection) when it was killed. Regardless of the state of the transaction, KILL
cannot guarantee any data or system integrity.

. If the problem appears to be associated with a connection or terminal, try the PURGE, FORCEPURGE,
and KILL options, in that order, on the CEMT SET CONNECTION or CEMT SET TERMINAL commands.

. If CEMT is not available, end the transaction by using the PURGE, FORCEPURGE, and KILL options, in
that order, on the CEKL SET TASK command.

Results
The transaction is ended. The resulting system and data integrity depend on the command option that is
used, as described earlier.

Administering with the application debugging profile manager

Use the application debugging profile manager to manage your debugging profiles.

You can use it to perform the following functions:

Display a list of debugging profiles

View the contents of profiles

Create new profiles

Modify existing profiles

Copying existing profiles

Delete debugging profiles

Activate and inactivate profiles

Associate a debugging display device with active profiles

The application debugging profile manager has two user interfaces:

A web browser interface. For more information, see “Using the application debugging profile manager
Web interface” on page 17.

A terminal interface (the CADP transaction). For more information, see “Using the application debugging
profile manager 3270 interface” on page 32.

A utility transaction (CIDP) lets you inactivate all debugging profiles in the system. For details, see CIDP -
inactivate debugging profiles.
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Using the application debugging profile manager Web interface

Start the application debugging profile manager by typing its URL in your Web browser. The URL that you
enter will depend upon how CICS Web support is configured. Your system administrator will tell you the
URL to use for your system. CICS displays the "List profiles" page.

About this task

For example, if your Web browser connects directly to CICS, and your system is configured to use the
sample analyzer program DFHWBADX, the URL is:

http://mvs_address:port/CICS/CWBA/dfhdpwb

If you are using URIMAP definitions to manage requests, the URL is as defined in the URIMAP definition
that references program DFHDPWB.

Configuring access to the application debugging profile manager Web interface
To provide access to the Web interface, you can use either an analyzer program, or URIMAP definitions,
as part of your CICS Web support architecture.

About this task
s explains the architecture elements that are used to give Web clients access to CICS applications.

Only one URL is required. The user accesses different pages by selecting interface elements on the pages
that the program provides, beginning with the "List profiles" page.

Procedure

« If you want to use the sample analyzer program DFHWBADX, or an analyzer program with similar
function, to handle requests for the application debugging profile manager, configure the path
component of the URL to give CICS the information it needs to run the program.

The path /CICS/CWBA/dfhdpwb tells the analyzer that:

— No converter program is required (CICS indicates this).

— The default transaction ID CWBA is used.

— The program DFHDPWB, which is the application debugging profile manager, is to be run.

- If you want to use URIMAP definitions to handle requests for the application debugging profile
manager, you need to set up two URIMAP definitions.

— One URIMAP definition matches the URL that is entered by the user to start the application
debugging profile manager's Web interface, and maps to the program DFHDPWB.

— The second URIMAP definition is used to run the CICS program DFHADWBZ1, which displays
graphics.

The second URIMAP definition is required because when a graphic is wanted, the HTML pages for the
Web interface use the tag img src=, so that the Web browser makes a request for the graphic and
then displays what it receives. The img src=tag specifies the name of the graphics program, and the
Web browser makes the request using the path component of the URL that was originally used to start
the Web interface, followed by the name of the graphics program. A URIMAP definition is needed to
map this new request to the graphics program.

Example
The following sample URIMAP definitions could be used to provide access to DFHDPWB and DFHADWB1:

For DFHDPWB:

URIMAP: ADPM - URIMAP name
GROUP: MYGROUP - any suitable
USAGE: SERVER - For inbound requests
SCHEME : HTTP - Or use HTTPS for SSL
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HOST : * * matches any host name

PATH: /cicsapps/adpm/* - Any path can be used, with final asterisk
TCPIPSERVICE: - If blank, applies to all ports

ANALYZER: NO - Means do not run analyzer

CONVERTER: CICS - Means no converter used

TRANSACTION: CWBA - Default transaction ID

PROGRAM: DFHDPWB - App debugging profile manager

For DFHADWB1:

URIMAP: ADWB1

GROUP: MYGROUP

USAGE: SERVER

SCHEME : HTTP

HOST : *

PATH: /cicsapps/adpm/dfhadwbl

[Same path as for DFHDPWB, but with dfhadwbl appended]
TCPIPSERVICE:

ANALYZER: NO

CONVERTER: CICS

TRANSACTION: CWBA

PROGRAM: DFHADWB1 - Graphics program

When URIMAP definitions are used, the path specified in the URL does not need to have any relationship
to the resource; the linkage between the path and the resource is made by the URIMAP definition. For the
URIMAP that points to DFHDPWB, you could specify a path that includes a page element, such as /
cicsapps/adpm/start.html. The name of the page element does not matter. Note that if you do this,
when the Web browser makes a request for DFHADWB, it omits the page element and appends
dfhadwbl inits place. If the path in the first of the sample URIMAP definitions was /cicsapps/adpm/
start.html, the path in the second sample URIMAP definition would still be /cicsapps/adpm/
dfhadwb1.

The List profiles page
Use the "List profiles" page to display a list of debugging profiles:

- When you start the application debugging profile manager's Web interface, CICS displays the "List
profiles" page.

When you use the debugging profile manager for the first time, CICS displays all profiles. Subsequently,

CICS displays the profiles that were selected when you last used it.

If there are more profiles than can be displayed in the window, use the scrollbars to scroll backwards and
forwards through the list. If you have no profiles, CICS displays an empty list.

There are four variants of the "List profiles" page:

List LE profiles
Lists only the profiles for compiled language profiles

List Java™ profiles
Lists only the profiles for Java programs

List EIB profiles
Lists only the profiles for enterprise beans

List CORBA profiles
Lists only the profiles for stateless CORBA objects

The behavior of these pages is identical to the "List profiles" page; however the information displayed on
each is specific to the type of profile.

The list contains selected information from the debugging profile. The columns on the page are:

Owner
The userid of the profile owner; that is, of the user who created the profile.

Profile
The name of the profile
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Status
The status of the profile (Act for Active, or Inact for Inactive)

The following columns display information specified when the profile is created:
Tranid
Displays the contents of the transaction field

Program
On the "List profiles" and "List LE profiles" pages only, displays the contents of the program field.

Compile Unit
On the "List profiles" and "List LE profiles" pages only, displays the contents of Compile Unit field.

If the Compile Unit name is too long to display in the available space, the leading characters are
displayed, followed by ". . .". To display the Compile Unit name in full, click the profile name.

Applid

Displays the contents of the Applid field
Userid

Displays the contents of the Userid field

Termid
On the "List profiles" and "List LE profiles" pages only, displays the contents of the Terminal field.

Type
On the "List profiles" page only, displays the type of program specified in the debugging profile:

CORBA
CORBA object

EJB
Enterprise bean

Java
Java program

LE
Compiled language program
Netname
On the "List LE profiles" page only, displays the contents of the Netname field.

Class
On the "List Java profiles" and "List CORBA profiles" pages only, displays the contents of the Class
field.

If the Class name is too long to display in the available space, the trailing characters are displayed,
preceded by ". . .". To display the Class name in full, click the profile name.

Bean
On the "List EJB profiles" page only, displays the contents of the Bean field.

If the bean name is too long to display in the available space, the leading characters are displayed,
followed by ". . .." To display the bean name in full, click the profile name.

Method
On the "List EJB profiles" and "List CORBA profiles" pages only, displays the contents of the Method
field.

If the Method name is too long to display in the available space, the leading characters are displayed,
followed by ". . .". To display the Method name in full, click the profile name.

You can change the way information is displayed on the "List profiles" page:

Selecting which profiles are displayed
Use the checkboxes at the top of the page to select which debugging profiles are displayed. The
options are:

- Display all profiles
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« Display all profiles that you created
- Display all active profiles
« Display only active profiles that you created

Sorting the list
Use the buttons above each column to re-display the list in the sequence determined by the contents
of the column. For example, to re-display the profiles in sequence of program name, click the
Program button. CICS uses the EBCDIC sorting sequence when it re-displays the list.

Your choice of which profiles are displayed, and your chosen sequence, are preserved, and used the next
time you use the debugging profile manager.

Buttons on the List profiles page
The buttons at the head of the following columns are used to re-display the list of profiles in sequence:

Owner
Profile
Status
Tranid
Program
Compile Unit
Applid
Userid
Termid
Netname

Type
The following buttons are inactive, and cannot be used to re-sequence the list of profiles:
Class

Bean
Method

Other actions are performed using the buttons at the bottom of the "List profiles" page:

Activate
Activate selected profiles. See “Activating debugging profiles with the Web interface” on page 22 for
more information.

Inactivate
Inactivate selected profiles. See “Inactivating debugging profiles with the Web interface” on page 22
for more information.

Copy
Copy selected profiles. See “Copying debugging profiles with the Web interface” on page 23 for

more information.

Delete
Delete selected profiles. See “Deleting debugging profiles with the Web interface” on page 24 for
more information.

Select all
Selects all the profiles in the list.

Deselect all
Deselects all the profiles in the list

Refresh
Refresh the "List profiles" page. The list is updated to show any changes that you, and other users,
have made.
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Creating a debugging profile with the Web interface

About this task
You can create debugging profiles in these ways:
« You can create a completely new profile by entering all the information needed to define the profile

 You can base the new profile on an existing profile

Creating a new profile

About this task

Starting with the "List all profiles" page, follow these steps:

Procedure

- To create a profile for a compiled language (Language Environment®) program
a) Click Create compiled profile.
CICS displays the "Create compiled profile" page.

b) Complete the information that you need to specify your profile. See “The Create compiled profile
page” on page 24 for details.

c¢) Click the Create button.
CICS checks that you have entered valid data.

— If your data is valid, the profile is saved

— If your data contains an error, a message is displayed. Re-enter the data, and click the Create
button again.

d) Click List all profiles to return to the "List all profiles" page.
« To create a profile for a Java program
a) Click Create Java profile.
CICS displays the "Create Java profile" page.
b) Complete the fields that you need to specify your profile.
c) Click the Create button.
CICS checks that you have entered valid data.
— If your data is valid, the profile is saved

— If your data contains an error, a message is displayed. Re-enter the data, and click the Create
button again.

d) Click List all profiles to return to the "List profiles" page.

Basing a new profile on an existing profile

About this task

You can create a new debugging profile using an existing profile as a starting point. The steps you take
depend upon whether the original profile is owned by you or another user:

If you own the profile
Follow the steps described in “Changing a debugging profile with the Web interface” on page 23.
Before you save the profile, give it a new name.

If another user owns the profile:
Follow the steps below.
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Procedure

1. Copy the profile, following the steps described in “Copying debugging profiles with the Web interface”
on page 23.

2. Make any changes to the profile by following the steps described in “Changing a debugging profile with
the Web interface” on page 23.

Activating debugging profiles with the Web interface

About this task

To activate debugging profiles, start with the "List all profiles" page, and follow these steps:

Procedure

1. Use the check boxes at the top of the page to ensure that the display includes the profiles you want to
activate.

. Scroll the list to a profile that you want to activate.

. Select the profile using the check box to the left of the profile name.

. Repeat steps “2” on page 22 through “3” on page 22 to select all the profiles you want to activate.

. Click the Activate button.

By default, if any of the selected profiles is for a compiled language (Language Environment) program,
CICS displays the "Set compiled display device" page.

o b~ WN

If none of the selected profiles is for a compiled language programs, CICS refreshes the "List all
profiles" page.

You can choose not to see the "Set compiled display device" page when you activate profiles. See
“Setting the display device” on page 30 for more information.

Results

If you change a profile while it is active, the changes take effect immediately: the next time a program is
started, the changed parameters are used to decide if the program should run under the debugger's
control.

Inactivating debugging profiles with the Web interface

About this task

To inactivate debugging profiles, start with the "List profiles" page, and follow these steps:

Procedure

1. Use the check boxes at the top of the page to ensure that the display includes the profiles you want to
inactivate.

. Scroll the list to a profile that you want to inactivate.

. Select the profile using the check box to the left of the profile name.

. Repeat steps “2” on page 22 through “3” on page 22 to select all the profiles you want to inactivate.

. Click the Inactivate button.

o b WD

Results
The "List profiles" page is refreshed.
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Viewing a debugging profile with the Web interface

About this task

If you are not the owner of a debugging profile, you can view its contents, but you cannot change it. To
view the contents of a debugging profile, start with the "List all profiles" page, and follow these steps:

Procedure

1. Use the check boxes at the top of the page to ensure that the profile you want to view is displayed.
2. Scroll the list to the profile you want to view.
3. Click the profile name.
CICS displays the "View compiled profile" page, or the "View Java profile" page.
4. Click List all profiles to return to the "List all profiles" page.

Results
If you follow these steps for a profile that you own, CICS displays the "Edit compiled profile" page, or the
"Edit Java profile" page. In this case, you will be able to modify the contents of the profile.

Changing a debugging profile with the Web interface

About this task

If you are the owner of a debugging profile, you can change its contents. Starting with the "List all
profiles" page, follow these steps:

Procedure

1. Use the check boxes at the top of the page to ensure that the profile you want to change is displayed.

2. Scroll the list to the profile you want to change.

3. Click the profile name. CICS displays the "Create compiled profile" page, or the "Create Java profile"
page.

4. Make your changes to the displayed fields.

5. Click the Replace button.

6. Click List all profiles to return to the "List all profiles" page.

Results

Note:

1. If you change the name of the profile, the debugging profile manager creates a new profile with the
new name, and leaves the original profile unchanged.

2. If you follow these steps for a profile that you do not own, CICS displays the "View compiled profile"
page, or the "View Java profile" page. In this case, you will not be able to modify the contents of the
profile.

3. If you change a profile while it is active, the changes take effect immediately: the next time a program
is started, the changed parameters are used to decide if the program should run under the debugger's
control.

Copying debugging profiles with the Web interface

About this task

You can copy profiles that are owned by other users to create identical profiles that you own. You cannot
copy a profile that you own. Each new profile has the same name as the one that was copied. Starting
with the "List profiles" page, follow these steps:
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Procedure

1. Use the check boxes at the top of the page to ensure that the display includes the profiles you want to
copy.

2. Scroll the list to a profile that you want to copy.

3. Select the profile using the check box to the left of the profile name.

4. Repeat steps “2” on page 24 through “3” on page 24 to select all the profiles you want to copy.

5. Click the Copy button.

Results
The profiles are copied and the "List profiles" page is refreshed.

What to do next
If you want to create a new profile based on a profile that you own, follow the steps described in

“Changing a debugging profile with the Web interface” on page 23.

Deleting debugging profiles with the Web interface

About this task

To delete debugging profiles, start with the "List profiles" page, and follow the steps below. You cannot
delete a profile that is owned by another user.

Procedure

1. Use the check boxes at the top of the page to ensure that the display includes the profiles you want to
delete.

2. Scroll the list to a profile you want to delete.

3. Select the profile using the check box to the left of the profile name.

4. Repeat steps “2” on page 24 through “3” on page 24 to select all the profiles you want to delete.
5. Click the Delete button.

Results
The profiles are deleted, and the "List profiles" page is refreshed.

Deleting the sample profiles
Although, in general, you cannot delete debugging profiles that are owned by another user, the sample
profiles are handled as a special case, and you can delete them.

About this task
Be aware that, if you do delete the sample profiles:

« You may affect users who want to use the sample profiles.

- The only way to create them again is to have your system programmer re-initialize the debugging
profiles data sets. However, if you do this, any other profiles which already exist will be deleted.

If you want to use the sample profiles, and you are concerned that other users may delete them, copy the
samples. You will own the copies, and no-one else will be able to delete them.

If you don't want to see the sample profiles when you list profiles, display only the profiles that you own.

The Create compiled profile page

Use the "Create compiled profile" page to work with the contents of a debugging profile for compiled
language (Language Environment) programs. You can use the page to perform the following functions:
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Create a new profile
Initially, the page contains default values for some of the fields. You must supply other values to
complete the profile.

Edit an existing profile

Initially, the page contains the values that were previously defined for the profile.
Fields on the Create compiled profile page
The fields on the "Create compiled profile" page are:

Debugging profile
Specifies the name of the profile.

If you are working with an existing profile, and you change the name that is displayed, the application
debugging profile manager creates a new profile with the new name, and leaves the original profile
unchanged.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

The following fields specify which programs should trigger the start of a debugging session when the
profile is active.

Transaction
Specify a value in this field when you want to debug only those programs that run under the specified
transaction id.

Acceptable characters
A-Za-z0-9%$@4# ./ -_%&®2! :|"=+,;<>

Because transaction ids are case-sensitive, any lowercase characters you enter are not converted to
uppercase.

You can specify a generic value if you want to debug programs that run under a set of similarly-named
transactions.

Note: Do not specify an alias transaction name in this field; CICS does not support the use of alias
transaction names to select programs for debugging.

Program
Specify a value in this field when you want to debug only the specified program. In this context the
program is the program as known to CICS, such as a load module name, initial programin a
transaction or a program that has been XCTL'd or LINKed to.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug a set of similarly-named programs.

Compile unit
Specify a value in this field when you want to debug only the specified compile unit. You can specify a
generic value if you want to debug a set of similarly-named compile units. In this context the compile
unit is the program as known to the compiler; for example, PROGRAM-ID for COBOL and the main
PROCEDURE name for PL/I.
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Acceptable characters
A-Za-z0-9$@# ./ -_%&®2!:]"=- <>

ror

Because compile unit names are case-sensitive, any lowercase characters you enter are not
converted to uppercase.

Applid
Specify a value in this field when you want to confine debugging to programs that run in the specified
CICS region.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs in a set of similarly-named regions.

The default value is the applid of the region where the application debugging profile manager is
running, and is displayed at the top of the page.

Userid
Specify a value in this field when you want to confine debugging to programs that are being run by the
specified user. The default value is the ID of the user that is using the debugging profile manager.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs that are being run by a group of
similarly-named users.

The default value is the ID of the user that is using the application debugging profile manager, and is
displayed at the top of the page.

Important: The user ID specified here is not necessarily the owner of the profile: the owner of the
profile is the user who created it.

Termid

Specify a value in this field when you want to confine debugging to programs that are being run at the
specified terminal.

Acceptable characters
A-Z a-z 0-9$@# . /- _%&¢?2! :|"=n- <>

o

Restriction: You cannot specify a terminal ID that consists entirely of blanks

You can specify a generic value if you want to debug programs that are being run at a number of
similarly-named terminals.

Important: The terminal specified here is not necessarily the terminal at which the debugging session
is conducted. The terminal used for the debugging session is specified in the "Set compiled display
device" page.

Nethame

Specify a value in this field when you want to confine debugging to programs that are being run at
terminals with the specified nethname.
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Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs that are being run at a number of
terminals with similar nethames.

The following fields specify options that are passed to Debug Tool. See Debug Tool for z/OS for more
information. You can save the values that you specify; the saved values are used by default each time you
create a Language Environment debugging profile.

Test level
Specifies what conditions need to be met for Debug Tool to gain control for programs that match this
profile. Select one of the following values:

ALL
ERROR
NONE

Command file
Specifies the primary commands file associated with the profile. You can specify the fully qualified
name of a sequential data set or a member of a partitioned data set.

Prompt level
Specifies whether an initial commands list is unconditionally executed during program initialization.
Enter one of the following:

PROMPT
NOPROMPT
command

Preference file
Specifies the preference file that Debug Tool uses when debugging programs that match this profile.
You can specify the fully qualified name of a sequential data set or a member of a partitioned data set.

Language Environment options
Specifies Language Environment runtime options for programs that match this profile. When a
program is selected for debugging because it matches the profile, the runtime options specified will
override other runtime options that you may have in effect. For more information about defining
runtime options for Language Environment, see Defining runtime options for Language Environment .

Buttons on the Create compiled profile page
The buttons on the "Create compiled profile" page are:

Create
Create a new profile using the information entered on the page

Replace
Update an existing profile using the information entered on the page

Save options as default
Save the contents of the following fields. The saved values are used by default each time you create a
Language Environment debugging profile.

Test level

Command file

Prompt

Preference file

Language Environment options
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The Create Java profile page

Use the "Create Java profile" page to work with the contents of a debugging profile for Java programs.
You can use the page to perform the following functions:

Create a new profile
Initially, the page contains default values for some of the fields. You must supply other values to
complete the profile.

Edit an existing profile
Initially, the page contains the values that were previously defined for the profile.

Fields on the Create Java profile page
The fields on the "Create Java profile" page are:

Debugging Profile
Specifies the name of the profile.

If you are working with an existing profile, and you change the name that is displayed, the application
debugging profile manager creates a new profile with the new name, and leaves the original profile
unchanged.

Acceptable characters

A-Z 0-9 $ @ #

Any lower case characters you enter are converted to upper case.

The following fields specify which programs should trigger the start of a debugging session when the
profile is active:

Transaction
Specify a value in this field when you want to debug only those programs that run under the specified
transaction id.

Acceptable characters

A-Za-z0-9$@# . /- _%&e¢2! : | "==,;:<>

You can specify a generic value if you want to debug programs that run under a set of similarly name
transactions.

Note: Do not specify an alias transaction name in this field; CICS does not support the use of alias
transaction names to select programs for debugging.

Applid
Specify a value in this field when you want to confine debugging to programs that run in the specified
CICS region. The default value is the applid of the region where the Debugging Profile Manager is
running.

Acceptable characters

A-Z 0-9 $ @ #

Any lower case characters you enter are converted to upper case.

You can specify a generic value if you want to debug programs in a set of similarly-named regions.

Userid
Specify a value in this field when you want to confine debugging to programs that are being run by the
specified user. The default value is the ID of the user that is using the debugging profile manager.
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Acceptable characters
A-Z 0-9 $ @ #

Any lower case characters you enter are converted to upper case.

You can specify a generic value if you want to debug programs that are being run by a group of
similarly-named users.

Important: The user ID specified here is not necessarily the owner of the profile: the owner of the
profile is the user who created it.

The following fields specify which Java resources should trigger the start of a debugging session when the
profile is active:

Type
Specifies the type of Java resource that you want to debug:

Java
Select this value when you want to debug a Java program.

EJB
Select this value when you want to debug an enterprise bean.

CORBA
Select this value when you want to debug a stateless CORBA object.

Class
For Java programs and stateless CORBA objects only, specify a value in this field when you want to
debug only the specified class. You can specify a generic value if you want to debug a set of similarly-
named classes.

Bean
For enterprise beans only, specify a value in this field when you want to debug only the specified
bean. You can specify a generic value if you want to debug a set of similarly-named beans.

Method
For enterprise beans and stateless CORBA objects only, specify a value in this field when you want to
debug only the specified method.

When an inbound request initiated by a Java remote method invocation is received, the value
specified is compared with the mangled name in the inbound request to determine if the profile
matches the request. If it is possible that mangling can take place, do not specify a method name in
the debugging profile, but specify a generic method instead.

The following field specifies the debugging options for this profile. You can save the value that you
specify; the saved value is used by default each time you create a Java debugging profile.

JVM profile
Specifies the name of the JVM profile that is used for Java programs that match this profile. The
profile should specify that the Java program is to run in debug mode. You cannot specify a generic
value for this parameter.

Buttons on the Create Java profile page
The buttons on the "Create Java profile" page are:

Create
Create a new profile using the information entered on the page

Replace
Update an existing profile using the information entered on the page

Save options as default
Save the contents of the following field. The saved value is used by default each time you create a
Java debugging profile.
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JVM profile

The View LE profile page

Use the "View LE profile" page to view the contents of a debugging profile for compiled language
programs. You cannot change the profile with this page. The information displayed is described in “The
Create compiled profile page” on page 24.

The View Java profile page

Use the "View Java profile" page to view the contents of a debugging profile for compiled language
programs. You cannot change the profile with this page. The information displayed is described in “The
Create Java profile page” on page 28.

Setting the display device

When you have created a debugging profile for a compiled language (Language Environment) program,
but before you can start debugging the application programs defined in the profile, you must specify the
display device with which you will interact with the debugger.

About this task
You can use one of the following as the display device:

« A 3270 terminal
- A debugging tool on a workstation

The display device becomes associated with a debugging profile when you activate the profile, and
remains associated with the profile until you make the profile inactive.

You can choose when you specify the display device:

« You can specify the display device before you make a profile active. The same display device will be
associated with each profile that you subsequently make active.

« You can specify the display device when you make a profile active. The same display device will be
associated with the profile that is made active. If you make more than one profile active at the same
time (by selecting a number of profiles on the "List debugging profile" page) the same display device will
be associated with them all.

Specifying the display device before you make a profile active
Starting with the "List profiles" page, follow these steps:

1. Click Set LE display device. CICS displays the "Set LE display device" page.
2. Complete the details of the display device that you want to associate with the profile.
3. Select "In the future, do not show this page when activating profiles".

4. Click the Save and return button. CICS saves the display device settings, and displays the "List
profiles" page.

The "Set LE display device" page will not be displayed when you activate profiles; the settings you have
supplied will be applied to all profiles for compiled language programs when you activate them.

Specifying the display device when you make a profile active

About this task

Starting with the "List profiles" page, follow these steps:

Procedure

1. Click Set LE display device.
CICS displays the "Set LE display device" page.
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2. Complete the details of the display device that you want to associate with the profile.
3. Using the check box, deselect "In the future, do not show this page when activating profiles".
4. Click the Save and return button.

CICS saves the display device settings, and displays the "List profiles" page.

Results
CICS will display the "Set LE display device" page whenever you activate profiles for compiled language
profiles. The page is initialized with the last settings you supplied.

What to do next

If you need to change the settings, follow these steps:

1. Change any details of the display device that you want to associate with the set of profiles that is being
activated.

2. Click the Save and return button. CICS saves the display device settings, and displays the "List

profiles" page.
The Set compiled display device page

Use the "Set compiled display device" page to specify the display device with which you will interact with
the debugger.

Fields on the Set compiled display device page
The fields on the Set compiled display device page are:

Debugging display device
Use the radio buttons to select how you will interact with the debugger:

TCP/IP address or name
Specifies that you will interact with the debugger using a debugging client on your workstation.
Supply the following information:

« The IP address or name of the host where the debugging client is running. By default, CICS
inserts the IP address of the client which is running the browser, or — if there is a firewall
between the browser and CICS — the IP address of the firewall.

« The port number at which the debugging client listens for a connection. Specify a value in the
range 0 - 65535. The default is 8001.

Type of socket communication
For a debugging client on your workstation, specifies whether the debugging client and debugging
server will communicate using a single socket or more than one socket.

Single
Use a single socket for communication. This is the default value, and is the preferred value
when you use IBM Developer for z Systems as your debugging client.

Multiple
Use more than one socket for communication. You must specify this value when you use a

VisualAge® product as your debugging client.

3270 display terminal
Specifies that you will interact with the debugger using a 3270 type terminal. Supply the following

information:
e The terminal id of the terminal at which you will interact with the debugger.
Important: The terminal specified here is not necessarily the terminal at which the transaction
being debugged will run.
Buttons on the Set compiled display device page

The buttons on the "Set compiled display device" page are:

Chapter 1. Controlling CICS operation 31



Save and return
Save the settings and return to the "List all profiles" page

Cancel
Return to the "List all profiles" page without saving the settings

Using the application debugging profile manager 3270 interface

The CADP transaction displays debugging profile information by means of the application debugging
profile manager 3270 interface.

About this task

If you are debugging TCP/IP information, note that the port number must be specified in the PORT field of
your resource. If the port is specified as part of the HOST attribute, the port information is not available to
the CADP transaction.

Procedure
1. 0n a 3270 screen, enter CADP.
2. Press ENTER. CICS displays the "List debugging profiles" screen.
3. Select your next action from the list of subtopics.
The List debugging profiles screen
Use the "List debugging profiles" screen to display a list of debugging profiles. When you start the
debugging profile manager, CICS displays the "List debugging profiles" screen.
CADP - CICS Application Debugging Profile Manager - IYK2Z2T1

List Debugging Profiles (A=Activate,I=Inactivate, D=Delete,C=Copy)

Ownerxr Profile S Tran Program Compile Unit Applid Userid Texrm Type
_ $EXAMPLE CORBA I T* * TIORWERTH Corb
_ CICSUSER CORBA I T* * IORWERTH Corb
_ $EXAMPLE EJB I % * * EJB
_ $EXAMPLE JAVA I TRx * PENFOLD* Java
_ $EXAMPLE LE1 I T* P* * CICSREG1 PANDREWS TTT1 LE
_ $EXAMPLE LE2 I TR * SAMPCOMPUN + CICSREG2 DRBEARD* TTT2 LE
_ $EXAMPLE LE3 I TRN3 PROG3 * CICSREG3 * TTT2 LE

7 profile(s). All profiles shown
Enter=Process PFl=Help 2=Filter 3=Exit 4=View 5=Create LE 6=Create Java
9=Set display device 10=Edit 11=Sort

Figure 1. The List debugging profiles screen, showing the example profiles
When you use the debugging profile manager for the first time, CICS displays all the profiles that you own.
Subsequently, CICS displays the profiles that were selected when you last used it.

If there are more profiles than can be displayed on one screen, use PF7 and PF8 to scroll backwards and
forwards through the list. If you have no profiles, CICS displays an empty list.

The list contains selected information from the debugging profiles. The columns on the screen are:

Owner
The userid of the profile owner; that is, of the user who created the profile.

Profile
The name of the profile

32 CICS TS for z/OS: Administering CICS



S
The status of the profile (A for Active, or I for Inactive)

The following columns display information specified when the profile is created:

Tran
Displays the contents of the transaction field

Program
Displays the contents of the program field

Compile Unit
Displays the the first ten characters of the Compile Unit field. If the Compile Unit name is longer, a +
to the right of the name shows that only part of the name is displayed.

Applid
Displays the contents of the Applid field

Userid
Displays the contents of the Userid field

Term
Displays the contents of the Terminal field

Type
Displays the type of program specified in the debugging profile:

Corb
CORBA object

EJB
Enterprise bean

Java
Java program

LE
Compiled language program

Not all the information in the debugging profile is displayed on the "List debugging profiles" screen. To
display the additional information, move the cursor to the line that contains the profile, and press PF4.

You can change the way CICS displays information on the "List debugging profiles" screen:

Selecting which profiles are displayed
Use PF2 to cycle through the available options in turn. The options are

1. Display all the profiles in the system. This is the setting the first time you use the debugging profile
manager

2. Display the profiles that you own
3. Display all active profiles

Sorting the list
Use PF11 to cycle through the available options in turn. The options are:

1. Re-display the profiles in sequence of profile name. This is the sequence the first time you use the
debugging profile manager

2. Re-display the profiles in sequence of transaction ID
3. Re-display the profiles in sequence of program name
4. Re-display the profiles in sequence of owner

In each case, CICS uses the EBCDIC sorting sequence.

Your choice of which profiles are displayed, and your chosen sequence, are preserved, and used the next
time you use the debugging profile manager.
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Function keys for the List debugging profiles screen

The function keys for the "List debugging profiles" screen are:
PF1
Display the help screen
PF2
Selects which debugging profiles are displayed. This key cycles through the available options in turn.
PF3
End the debugging profile manager

PF4
Displays the "View LE debugging profile" screen or the "View Java debugging profile" screen for the
profile on the line that contains the cursor.

PF5
Create a new debugging profile for a compiled language program

PF6
Create a new debugging profile for a Java program

PF7
Scroll backwards

PF8
Scroll forwards

PF9
Display the "Set LE debugging display device" screen

PF10
Edit the profile on the line that contains the cursor, using the "Create LE debugging profile" screen or
the "Create Java debugging profile" screen.

PF11
Re-display the debugging profiles in a different sequence. This key cycles through the available
options in turn.

Creating a debugging profile with the 3270 interface

About this task

You can create debugging profiles in these ways:

Procedure
= You can create a completely new profile by entering all the information needed to define the profile.

« You can base the new profile on an existing profile.

Creating a new profile

About this task

Starting with the "List debugging profiles" screen, follow these steps:

Procedure
1. Decide which type of profile you want to create.

- Tocreate a profile for a compiled language program, press PF5. CICS displays the "Create LE
debugging profile" screen.

- Tocreate a profile for a Java program, press PF6. CICS displays the "Create Java debugging profile"
screen.
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2. Complete the fields that you need to specify your profile. You might need to use PF7 and PF8 to scroll
the display.
3. Press ENTER. CICS checks that you have entered valid data.
- If you have specified valid data, the profile is saved
« If your data contains an error, CICS displays a message. Re-enter the data, and press ENTER again.
4. Press PF12 to return to the "List debugging profiles" screen.

Basing a new profile on an existing profile

About this task

You can create a new debugging profile using an existing profile as a starting point. The steps you take
depend upon whether the original profile is owned by you or another user:

If you own the profile
Follow the steps described in “Changing a debugging profile with the 3270 interface” on page 36.
Before you save the profile, give it a new name.

If another user owns the profile
Follow the steps below.

Procedure

1. Copy the profile, following the steps described in “Copying debugging profiles with the 3270 interface”
on page 37.

2. Make any changes to the profile by following the steps described in “Changing a debugging profile with
the 3270 interface” on page 36.

Activating debugging profiles with the 3270 interface

About this task

To activate debugging profiles, start with the "List debugging profiles" screen, and follow these steps:

Procedure

1. Use PF2 to ensure that the display includes the profiles you want to activate.

. Use PF7 and PF8 to scroll to a profile that you want to activate.

. Type A (for Activate) in the field to the left of the profile name.

. Repeat steps “2” on page 35 through “3” on page 35 to select all the profiles you want to activate.
. Press ENTER.

By default, if any of the selected profiles is for a compiled language program, CICS displays the "Set LE
debugging display device" screen.

o b~ WN

If none of the selected profiles is for a compiled language program, CICS refreshes the "List debugging
profiles" screen.

You can choose not to see the "Set LE debugging display device" screen when you activate profiles.
See “Setting the display device” on page 47 for more information.

Results

Note: If you change a profile while it is active, the changes take effect immediately: the next time a
program is started, the changed parameters are used to decide if the program should run under the
debugger's control.

Chapter 1. Controlling CICS operation 35



Inactivating debugging profiles with the 3270 interface

About this task

To inactivate debugging profiles, start with the "List debugging profiles" screen, and follow these steps:

Procedure
1. Use PF2 to ensure that the display includes the profiles you want to inactivate.
2. Use PF7 and PF8 to scroll to a profile that you want to inactivate.
3. Type I (for Inactivate) in the field to the left of the profile name.
4. Repeat steps “2” on page 36 through “3” on page 36 to select all the profiles you want to inactivate.
5. Press ENTER.
CICS makes the selected profiles inactive, and refreshes the "List debugging profiles" screen.

Viewing a debugging profile with the 3270 interface

About this task

To view the contents of a debugging profile, without changing it, start with the "List debugging profiles'
screen, and follow these steps:

Procedure

1. Use PF2 to ensure that the display includes the profile you want to view.
2. Use PF7 and PF8 to scroll to the profile you want to view.

3. Move the cursor to the line containing the profile that you want to view.
4. Press PF4.

CICS displays the "View LE debugging profile" screen, or the "View Java debugging profile", depending
on the options that were selected when the debugging profile was created.

5. When you have finished viewing the profile, press PF12 to return to the "List debugging profiles"
screen.

Changing a debugging profile with the 3270 interface

About this task

If you are the owner of a debugging profile, you can change its contents. Starting with the "List debugging
profiles" screen, follow these steps:

Procedure

1. Use PF2 to ensure that the display includes the profile you want to change.
2. Use PF7 and PF8 to scroll to a profile you want to change.

3. Move the cursor to the line containing the profile that you want to change.
4. Press PF10.

CICS displays "Create LE debugging profile" screen, or the "Create Java debugging profile" screen,
depending on the options that were selected when the debugging profile was created.

. Make your changes to the fields displayed on the screen.
6. Press PF10. CICS saves the changed profile.
7. Press PF12 to return to the "List debugging profiles" screen.

]

Results
Note:
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1. If you change the name of the profile, the debugging profile manager creates a new profile with the
new name, and leaves the original profile unchanged.

2. If you change a profile while it is active, the changes take effect immediately: the next time a program
is started, the changed parameters are used to decide if the program should run under the debugger's
control.

Copying debugging profiles with the 3270 interface

About this task

You can copy profiles that are owned by other users, to create identical profiles that you own. Each new
profile has the same name as the one that was copied. Starting with the "List debugging profiles" screen,
follow these steps:

Procedure

1. Use PF2 to ensure that the display includes the profiles you want to copy.
2. Use PF7 and PF8 to scroll to a profile that you want to copy.
3. Type C (for Copy) in the field to the left of the profile name.
4. Repeat steps “2” on page 37 through “3” on page 37 to select all the profiles you want to copy.
5. Press ENTER.
CICS copies the profiles, and refreshes the "List debugging profiles" screen.

Results

Note: You cannot copy a profile that you own. If you want to create a new profile based on a profile that
you own, follow the steps described in “Changing a debugging profile with the 3270 interface” on page
36. Before saving the changed profile, give it a new name.

Deleting debugging profiles with the 3270 interface

About this task

To delete debugging profiles, start with the "List debugging profiles" screen, and follow the steps below.
You cannot delete a profile that is owned by another user.

Procedure

1. Use PF2 to ensure that the display includes the profiles you want to delete.
2. Use PF7 and PF8 to scroll to a profile you want to delete.

3. You must make the profile inactive before you can delete it. To do this, see “Inactivating debugging
profiles with the 3270 interface” on page 36.

4. Type D (for Delete) in the field to the left of the profile name.
. Repeat steps “2” on page 37 through “4” on page 37 to select all the profiles you want to delete.
6. Press ENTER.

CICS deletes the selected profiles, and refreshes the "List debugging profiles" screen.

o1

Deleting the sample profiles

About this task

Although, in general, you cannot delete debugging profiles that are owned by another user, the sample
profiles are handled as a special case, and you can delete them. Be aware that, if you do delete the
sample profiles:

« You may affect users who want to use the sample profiles.
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« The only way to create them again is to have your system programmer re-initialize the debugging
profiles data sets. However, if you do this, any other profiles which already exist will be deleted.

If you want to use the sample profiles, and you are concerned that other users may delete them, copy the
samples. You will own the copies, and no-one else will be able to delete them.

If you don't want to see the sample profiles when you list profiles, use PF2 on the "List debugging
profiles" screen to display only the profiles that you own.

Combining actions on the List debugging profiles screen

About this task

From the "List debugging profiles screen", you can activate, inactivate, delete and copy debugging profiles
by typing the appropriate action character (A, I, D and C respectively) in the field to the left of the profile
name. You can combine these actions on the "List debugging profiles" screen. For example, you can
activate some profiles, and inactivate others in a single operation:

Procedure

1. Use PF2 to ensure that the display includes the profiles you want to work with.

. Use PF7 and PF8 to scroll to a profile you want to work with.

. Type the action character in the field to the left of the profile name.

. Repeat steps “2” on page 38 and “3” on page 38 to select all the profiles you want to work with.
. Press ENTER.

CICS processes the selected profiles, and refreshes the "List debugging profiles" screen. If any of the
selected actions fail, processing stops, and the unprocessed action characters remain on the screen.

o b WD

The Create LE debugging profile screen

Use the "Create LE debugging profile" screen to work with the contents of a debugging profile for
compiled language programs. You can use the screen to perform the following functions:

Create a new profile
Initially, the screen contains default values for some of the fields. You must supply other values to
complete the profile.

Edit an existing profile
Initially, the screen contains the values that were previously defined for the profile.

CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
Create LE Debugging Profile ==> for CICSUSER

CICS Resources To Debug (use * to specify generic values e.g. *, Ax, ABx, etc.)

Transaction ==p Applid ==> IYK2Z2T1
Program ==> Userid ==> CICSUSER
Compile Unit ==> Termid ==> TC15

Netname ==> IYCWTC15

Debug Tool Language Environment Options

Test Level ==> All (All,Exrror,None)
Command File ==>

Prompt Level ==> PROMPT

Preference File ==>

Other Language Environment Options
==>
==>
==>
==>

Enter=Create PFl=Help 2=Save options as defaults 3=Exit 10=Replace 12=Return

Figure 2. The CADP Create LE debugging profile screen
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Fields on the Create LE debugging profile screen
The fields on the "Create LE debugging profile" screen are:

Create LE Debugging Profile

Specify the name of the profile. If you change the name of an existing profile, CADP creates a new
profile with the new name, and leaves the original profile unchanged.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

The following fields specify which programs should trigger the start of a debugging session when the
profile is active.
Transaction

Specify a value in this field when you want to debug only those programs that run under the specified
transaction id.

Acceptable characters

A-Z a-z0-9%$@# ./ -_%&¢?2! :|"==,;<>

Because transaction ids are case-sensitive, any lowercase characters you enter are not converted to
uppercase.

You can specify a generic value if you want to debug programs that run under a set of similarly-named
transactions.

Note: Do not specify an alias transaction name in this field; CICS does not support the use of alias
transaction names to select programs for debugging.

Program

Specify a value in this field when you want to debug only the specified program. In this context the
program is the program as known to CICS, such as a load module name, initial program in a
transaction or a program that has been XCTL'd or LINKed to.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug a set of similarly-named programs.

Compile unit
Specify a value in this field when you want to debug only the specified compile unit. You can specify a
generic value if you want to debug a set of similarly-named compile units. In this context the compile

unit is the program as known to the compiler; for example, PROGRAM-ID for COBOL and the main
PROCEDURE name for PL/I.

Acceptable characters

A-Z a-z0-9%@# ./ -_%&¢2! :]"=-,;<>

Because compile unit names are case-sensitive, any lowercase characters you enter are not
converted to uppercase.
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Applid
Specify a value in this field when you want to confine debugging to programs that run in the specified

CICS region. The default value is the applid of the region where the Debugging Profile Manager is
running.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs in a set of similarly-named regions.
Userid

Specify a value in this field when you want to confine debugging to programs that are being run by the
specified user. The default value is the ID of the user who is using the debugging profile manager.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs that are being run by a group of
similarly-named users.

Important: The user ID specified here is not necessarily the owner of the profile: the owner of the
profile is the user who created it.

Termid

Specify a value in this field when you want to confine debugging to programs that are being run at the
specified terminal.

Acceptable characters

A-Z a-z0-9%$@# ./ -_%&¢?2! :]"=-,;<>

Restriction: You cannot specify a terminal ID that consists entirely of blanks

You can specify a generic value if you want to debug programs that are being run at a number of
similarly-named terminals.

Important: The terminal specified here is not necessarily the terminal at which the debugging session
is conducted. The terminal used for the debugging session is specified in the "Set LE debugging
display device" screen.

Netname

Specify a value in this field when you want to confine debugging to programs that are being run at
terminals with the specified nethname.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs that are being run at a number of
terminals with similar netnames.

The following fields specify suboptions of the TEST runtime option, and are passed to Debug Tool. See
Debug Tool for z/OS for more information. You can save the values that you specify; the saved values are

40 CICS TS for z/OS: Administering CICS



https://www.ibm.com/support/knowledgecenter/SSGTSD/product.html

used by default each time you create an LE debugging profile. For more information, see “Specifying
default values for Debug Tool and LE options” on page 41.

Test level
Specifies which conditions raised by your program will cause Debug Tool to gain control. You can
enter the following values:

All
Error
None

Command file
Specifies the primary commands file associated with the profile. You can specify the fully qualified
name of a sequential data set or a member of a partitioned data set.

Prompt level
Specifies whether an initial commands list is unconditionally executed during program initialization.
Enter one of the following:

PROMPT
NOPROMPT
command

Preference file
Specifies the preference file that Debug Tool uses when debugging programs that match this profile.
You can specify the fully qualified name of a sequential data set or a member of a partitioned data set.

Other Language Environment options
Specifies Language Environment runtime options for programs that match this profile. When a
program is selected for debugging because it matches the profile, the runtime options specified will
override other runtime options that you may have in effect. For more information, see Defining
runtime options for Language Environment .

Function keys for the Create LE debugging profile screen

The function keys for the "Create LE debugging profile" screen are:

PF1
Display the help screen

PF2
Save the contents of the Debug Tool options, and the Language Environment options. See “Specifying
default values for Debug Tool and LE options” on page 41.

PF3
End the debugging profile manager
PF10
Update an existing profile with the information on the screen

PF12
Return to the "List debugging profiles" screen

Specifying default values for Debug Tool and LE options

You can specify default values for the following Debug Tool options, and the Language Environment
options. The saved values are used by default each time you create a debugging profile for a compiled
language program. The Debug Tool options are:

Test level
Command file
Prompt level
Preference file

To save the default values, start with the "Create LE debugging profile" screen, and follow these steps:
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1. Type the default values that you want to specify for the Debug Tool options and Language Environment
options

2. Press PF2. CICS saves the values that you have specified.

The values that you save will be used by default each time you create a new profile.

The Create Java debugging profile screen

Use the "Create Java debugging profile" screen to work with the contents of a debugging profile for Java
programs. You can use the screen to perform the following functions:

Create a new profile
Initially, the screen contains default values for some of the fields. You must supply other values to
complete the profile.

Edit an existing profile
Initially, the screen contains the values that were previously defined for the profile.

The screen is in two parts; use PF7 and PF8 to scroll between them.

CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
Create Java Debugging Profile ==> for CICSUSER
CICS Resources To Debug (use * to specify generic values e.g. *, Ax, ABx, etc.)
Transaction ==p Applid ==> IYK2Z2T1

Userid ==> CICSUSER

Debugging Options
JVM Profile ==>

Java Resources To Debug
Type ==> ] (J=Java Applications, E=Enterprise Beans, C=Corba)

Class (Java Applications or Corba)
==>
==>
==>
==>

Pxress PF8 to set Bean and Method

Enter=Create PFl=Help 2=Save options as defaults 3=Exit 8=Forward
10=Replace 12=Return

CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
Java Resources To Debug

Bean (Enterprise Beans only)

==>

==>

==>

==>

Method (Enterprise Beans or Corba)
==>

==>

==>

==>

Enter=Create PFl=Help 3=Exit 7=Back 10=Replace 12=Return

Figure 3. The CADP Create Java debugging profile screens
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Fields on the Create Java debugging profile screen
The fields on the "Create Java debugging profile" screen are:

Create Java Debugging Profile

Specifies the name of the profile. If you change the name of an existing profile, CADP creates a new
profile with the new name, and leaves the original profile unchanged.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

The following fields specify which programs should trigger the start of a debugging session when the
profile is active.

Transaction

Specify a value in this field when you want to debug only those programs that run under the specified
transaction id.

Acceptable characters

A-Za-z0-9%$@# ./ -_%&¢e 2! : = o ;<>

You can specify a generic value if you want to debug programs that run under a set of similarly-named
transactions.

Note: Do not specify an alias transaction name in this field; CICS does not support the use of alias
transaction names to select programs for debugging.

Applid
Specify a value in this field when you want to confine debugging to programs that run in the specified

CICS region. The default value is the applid of the region where the Debugging Profile Manager is
running.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs in a set of similarly-named regions.
Userid

Specify a value in this field when you want to confine debugging to programs that are being run by the
specified user. The default value is the ID of the user that is using the debugging profile manager.

Acceptable characters

A-Z 0-9 $ @ #

Any lowercase characters you enter are converted to uppercase.

You can specify a generic value if you want to debug programs that are being run by a group of
similarly-named users.

Important: The user ID specified here is not necessarily the owner of the profile: the owner of the
profile is the user who created it.
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The following field specifies the debugging options for this profile. You can save the value that you
specify; the saved value is used by default each time you create a Java debugging profile. To save the
value, press PF2.

JVM profile
Specifies the name of the JVM profile that is used for Java programs that match this profile. The
profile should specify that the Java program is to run in debug mode.

The following fields specify which Java resources should trigger the start of a debugging session when the
profile is active:

Type
Specifies the type of Java resource that you want to debug:
J
Enter this value when you want to debug a Java program.
E
Enter this value when you want to debug an enterprise bean.
Cc
Enter this value when you want to debug a stateless CORBA object.
Class

For Java programs and stateless CORBA objects only, specify a value in this field when you want to
debug only the specified class. You can specify a generic value if you want to debug a set of similarly-
named classes.

Bean
For enterprise beans only, specify a value in this field when you want to debug only the specified
bean. You can specify a generic value if you want to debug a set of similarly-named beans.

Method
For enterprise beans and CORBA objects only, specify a value in this field when you want to debug
only the specified method.

When an inbound request initiated by a Java remote method invocation is received, the value
specified is compared with the mangled name in the inbound request to determine if the profile
matches the request. If it is possible that mangling can take place, do not specify a method name in
the debugging profile, but specify a generic method instead.

Function keys for the Create Java debugging profile screen

The function keys for the "Create Java debugging profile" screen are:

PF1
Display the help screen

PF2
Save the contents of the JVM profile field. The saved value is used by default each time you create a
Java debugging profile.

PF3
End the debugging profile manager

PF7
Scroll forward

PF8
Scroll backward
PF10
Update an existing profile with the information on the screen

PF12
Return to the "List debugging profiles" screen
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The View LE debugging profile screen

Use the "View LE debugging profiles" screen to view the contents of a debugging profile for compiled
language programs. You cannot change the profile with this screen.

CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
View LE Debugging Profile LE1 for $EXAMPLE

CICS Resources To Debug

Transaction ==> T% Applid ==> CICSREG1

Program ==> P* Userid ==> PANDREWS

Comp Unit ==> * Termid ==> TTT1
Netname ==> *

Debug Tool Language Environment Options

Test Level ==> All (All,Exroxr,None)
Command File =>

Prompt Level ==> PROMPT

Preference File ==>

Other Language Environment Options
==>
==>
==>
==>

PFl1=Help 3=Exit 12=Retuzn
Figure 4. The View LE debugging profile screen, showing example profile LE1

The information displayed is described in “The Create LE debugging profile screen” on page 38.

Function keys for the View LE debugging profile screen

The function keys for the "View LE debugging profile" screen are:

PF1
Display the help screen

PF3
End the debugging profile manager

PF12
Return to the "List debugging profiles" screen

The View Java debugging profile screen

Use the "View Java debugging profiles" screen to view the contents of a debugging profile for Java
programs. You cannot change the profile with this screen.

The screen is in two parts; use PF7 and PF8 to scroll between them.
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CADP - CICS Application Debugging Profile Manager - IYK2Z2T1

View Java Debugging Profile EJB for $EXAMPLE

CICS Resources To Debug

Transaction ==> % Applid ==> %
Userid ==> %

Debugging Options
JVM Profile ==> DFHJVMO1

Java Resources To Debug
Type ==> E (J=Java Applications, E=Enterprise Beans, C=Corba)

Class (Java Applications or Corba)
==>
==>
==>
==>

PF1=Help 3=Exit 8=Forward 12=Return

CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
View Java Debugging Profile EJB for $EXAMPLE

Bean (Enterprise Beans only)
==> example_bean_name

==>

==>

==>

Method (Enterprise Beans or Corba)
==> example_method_name

==>

==>

==>

PF1=Help 3=Exit 7=Back 12=Retuzn
Figure 5. The View Java debugging profile screen, showing example profile EIB

The information displayed is described in “The Create Java debugging profile screen” on page 42.

Function keys for the View Java debugging profile screen

The function keys for the "View Java debugging profile" screen are:
PF1
Display the help screen
PF3
End the debugging profile manager
PF?7
Scroll forward
PF8
Scroll backward

PF12
Return to the "List debugging profiles" screen
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Setting the display device

About this task

When you have created a debugging profile for a compiled language program, but before you can start
debugging the application programs defined in the profile, you must specify the display device with which
you will interact with the debugger. You can use:

a 3270 terminal
a debugging tool on a workstation.

The display device becomes associated with a debugging profile when you activate the profile, and
remains associated with the profile until you make the profile inactive.

You can choose when you specify the display device:

« You can specify the display device before you make a profile active. The same display device will be
associated with each profile that you subsequently make active.

« You can specify the display device when you make a profile active. The same display device will be
associated with the profile that is made active. If you make more than one profile active at the same
time (by selecting a number of profiles on the "List debugging profile" screen) the same display device
will be associated with them all.

Specifying the display device before you make a profile active

Starting with the "List debugging profiles" screen, follow these steps:

1. Press PF9 to display the "Set LE debugging display device" screen.

2. Complete the details of the display device that you want to associate with the profile.

3. Type "No" in the "Display this panel on each LE profile activation" field.

4. Press ENTER. CICS saves the display device settings, and displays the "List debugging profiles" screen.

The "Set LE debugging display device" screen will not be displayed when you activate profiles; the
settings you have supplied will be applied to all compiled language profiles when you activate them.

Specifying the display device when you make a profile active

Starting with the "List debugging profiles" screen, follow these steps:

1. Press PF9 to display the "Set LE debugging display device" screen.

2. Complete the details of the display device that you want to associate with the profile.

3. Type "Yes" (the default value) in the "Display this panel on each LE profile activation" field.

4. Press ENTER. CICS saves the display device settings, and displays the "List debugging profiles" screen.

CICS will display the "Set LE debugging display device" screen whenever you activate profiles for
compiled language programs. The screen is initialized with the last settings you supplied. To change the
settings:

1. Change any details of the display device that you want to associate with the set of profiles that is being
activated.

2. Press ENTER. The display device settings are saved, and associated with the profile. CICS displays the
"List debugging profiles" screen.

The Set LE debugging display device screen

Use the "Set LE debugging display device" screen to specify the display device with which you will interact
with the debugger.
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CADP - CICS Application Debugging Profile Manager - IYK2Z2T1
Set LE Debugging Display Device

Debugging Display Device
Session Type ==> 3270 (3270, TCP)
3270 Display Terminal ==> TC15

TCP/IP Name Or Address

==>

==>

==>

==>

Port ==> 08000

Type of socket communication ==> Single (Single,Multiple)

Display this panel on LE profile activation ==> YES

Enter=Save and return PFl=Help 3=Exit 12=Cancel
Figure 6. The CADP Set LE debugging display device screen

Fields on the Set LE debugging display device screen
The fields on the Set LE debugging display device screen are:

Session type
Specifies how you will interact with Debug Tool:

3270
You will interact with Debug Tool using a 3270 type terminal. Specify the terminal id in the display
id field. This is the default value.

TCP
You will interact with Debug Tool using a debugging client on your workstation. The client will
communicate with Debug Tool using TCP/IP. Specify the port number at which the client listens
for a connection in the port field.

3270 display terminal
When the session type is 3270, specify the terminal id of the terminal with which you will interact with
Debug Tool. The default value is the id of the terminal at which you running CADP.

Important: The terminal specified here is not necessarily the terminal at which the transaction being
debugged will run.

TCP/IP name or address
When the session type is TCP, specify the IP address or name of the host where the debugging client
is running.

Port
When the session type is TCP, specify the port number at which the debugging client listens for a
connection. Specify a value in the range 0 - 65535. The default is 8001.

Type of socket communication

When the session type is TCP, specifies whether the debugging client and debugging server will
communicate using a single socket or more than one socket.

Single
Use a single socket for communication. This is the default value, and is the preferred value when
you use IBM Developer for z Systems as your debugging client.

Multiple
Use more than one socket for communication. You must specify this value when you use a
VisualAge product as your debugging client.
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Display this panel on LE profile activation
Specifies whether you want to display the Set LE debugging display device screen whenever you
activate debugging profiles for compiled language programs:
YES

Display the Set LE debugging display device screen whenever debugging profiles are activated.
This is the default behavior.

NO

Do not display the Set LE debugging display device screen whenever debugging profiles are
activated. The display device that you specify will be associated with all the profiles that you
activate.

Function keys for the Set LE debugging display device screen

The function keys for the "Set LE debugging display device" screen are:
PF1

Display the help screen
PF3

End the debugging profile manager

PF12
Return to the "List debugging profiles" screen
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Chapter 2. Starting and stopping CICS

This is information about how CICS starts and stops, the implications of different types of start and stop,
and the actions you must take to handle them.

What happens when you start CICS

When you start CICS, you start a process called CICS system initialization. This process must finish before
you run any transactions.

CICS system initialization involves many activities, some of which are:

I

Obtaining the required storage for CICS execution from the private area in the CICS address space,
above and below the 16MB line.

Setting up CICS system parameters for the run, as specified by the system initialization parameters.

Loading and initializing the CICS domains according to the start option specified by the START system
initialization parameter.

Loading the CICS nucleus with the required CICS modules.
Installing CICS resource definitions by:

— Loading, from the CSD, the groups of resources specified by the GRPLIST system initialization
parameter

— Loading the control tables specified by system initialization parameters

Opening the data sets necessary for initialization, including any needed for backout if the previous run
of your CICS region was not shut down normally.

Opening BSAM sequential devices as required in the terminal control table (TCT).

f you are operating CICS with CICS recovery options, backout procedures can be used to restore

recoverable resources to a logically consistent state. Backout occurs if you start CICS with START=AUTO
and CICS detects that the previous shutdown was immediate or uncontrolled.

For background information about backout, and recovery and restart, see Troubleshooting for recovery
processing.

Application and system programs are loaded at first reference and are reloaded at first reference after a
program compression has occurred.

The types of CICS startup
CICS can start in any of the following ways.

Table 2. CICS startup types and effect

Startup type Effect

Initial CICS starts with no reference to any system activity recorded in
the CICS global catalog and system log from a previous run of
CICS. For more information, see “CICS actions on an initial start”
on page 52.

Cold CICS starts with limited reference to any system activity recorded
in the CICS global catalog and system log from a previous run of
CICS. For more information, see “CICS actions on a cold start” on
page 52.
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Table 2. CICS startup types and effect (continued)

Startup type Effect

Warm CICS starts, after a normal shutdown, restoring CICS to the status
it was in at the last normal CICS shutdown, except for some
facilities that it initializes as for a cold start. CICS always restores
the trace domain according to the system initialization
parameters, and can restore other facilities depending on the
COLD option of their associated system initialization parameters.
For more information, see “CICS actions on a warm start” on page
53.

Emergency CICS starts, after an abnormal shutdown, restoring recoverable
resources to their committed states. For more information, see
“CICS actions on an emergency restart” on page 55.

When CICS is started, the type of startup (and therefore the actions it takes) depends primarily on the
following:

« The value of the START system initialization parameter
« Two records in the CICS global catalog;:
— The recovery manager control record

— The recovery manager autostart override record.

The values of other system initialization parameters also influence the actions taken on CICS startup. For
information about the types of startup, the roles of the CICS catalogs, and the effect of the START system
initialization parameter, see Controlling start and restart.

Note: You cannot explicitly request a warm or emergency restart. When selecting the type of start (using
the START system initialization parameter), the choices are INITIAL, COLD, or AUTO. AUTO can result in a
warm or an emergency restart; CICS itself determines which to use.

CICS actions on an initial start
The CICS global catalog and system log are initialized, and all information in them is lost.

Resynchronization information for remote systems is not preserved, so damage might be done to
distributed units of work. It should rarely be necessary to perform an initial start. Examples of times when
an initial start is necessary are:

« When bringing up a new CICS system for the first time
« After a serious software failure, when the global catalog or system log has been corrupted.

CICS actions on a cold start

In a cold start, initialization of CICS occurs with limited reference to any system activity recorded in the
CICS catalogs. With the exception of resynchronization information for remote systems noted below, no
system log or warm keypoint information is used from any previous run of CICS. Dump table entries from
a previous run are also deleted in a cold start.

In a cold start:

- TERMINAL definitions are purged from the recovery file and from the catalog.
Existing TYPETERM and MODEL definitions are purged from the catalog.
PROGRAM definitions are purged from the recovery file and from the catalog.
TRANSACTION and PROFILE definitions are purged from the global catalog.
Transient data queue (TDQUEUE) definitions are purged from the catalog.
File control records are purged from the catalog.
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- Any program LIBRARY definitions that had been dynamically defined will be lost. Only the static
DFHRPL concatenation will remain, together with any LIBRARY definitions in the grouplist specified at
startup or installed via BAS at startup.

« Resource definition information is obtained as follows:

— Tables specified by system initialization parameters, such as MCT=xx, are obtained from the program
library.

— Information in the groups in the list named by the GRPLIST system initialization parameter for this
initialization is taken from the CICS system definition (CSD) file and merged with information from the
program library.

— Information in groups that have been defined or added to group lists is taken from the CSD.

« Resynchronization information relating to remote systems or to RMI-connected resource managers is
preserved. The CICS system log is scanned during startup, and information regarding unit of work
obligations to remote systems, or to non-CICS resource managers (such as Db2) connected through the
RMI, is preserved. (That is, any decisions about the outcome of local UOWSs, needed to allow remote
systems or RMI resource managers to resynchronize their resources, are preserved.)

However, note that recovery information for remote systems connected by LU6.1 links, or for earlier
releases of CICS systems connected by MRO is not preserved.

« The journal DFHLOG and DFHSHUNT entries in the catalog are used, and all other journals and journal
models are purged.

CICS actions on a warm start

A warm start restores certain elements of the CICS components that can be warm started to the status
that was recorded in the warm keypoint of the previous normal shutdown.

A partial warm start is similar to a complete warm start, except that some selected CICS facilities are
started cold, as specified in the system initialization parameters. Information is obtained for those
facilities from the warm keypoint only if they are not specified for a cold start.

In a warm start:
« Resource definition information is obtained as follows:

— Tables specified by system initialization parameters, such as MCT=xx, are obtained from the program
library. Information contained in the warm keypoint of the previous run is used to update the
information from the program library.

— Information in the groups in the list named by the GRPLIST system initialization parameter for this
initialization is ignored.

— Information in the groups in the list named by the GRPLIST system initialization parameter for the
previous initialization is obtained from the warm keypoint and the global catalog.

— Information in groups that have been installed since the last cold start is obtained from the warm
keypoint and the global catalog.

— Information in groups that have been defined or added to group lists is taken from the CSD.

— All dynamic LIBRARY resource definitions will be restored from the catalog, and the actual search
order through the list of LIBRARY resources that was active at the time of the preceding shutdown
will be preserved. If a library that is defined as critical is restored from the catalog and an error
occurs in enabling the LIBRARY, such as one of the data sets in its concatenation no longer being
available, a Go or Cancel message will be issued to allow the operator to choose whether to
continue the CICS startup regardless, or to fail the startup. The message will be preceded by a set of
messages providing information on any data sets which are not available. For non critical LIBRARY
resources, this condition will not cause CICS startup to fail, but a warning message will be issued and
the library will not be reinstalled.

— Information about any autoinstalled terminal that has an automatic-initiate descriptor (AID)
outstanding is retrieved from the global catalog.
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- Selected fields from the CSA are restored from the warm keypoint, including:

Region exit time interval value

Runaway time interval value
Maximum number of tasks

High watermark number of the unit of recovery descriptor.

The following pieces of information relating to logically recoverable, physically recoverable and non-
recoverable intrapartition transient data queues are restored:

— All data defining the queues. This information is restored from the global catalog, including trigger
level information, ATI transaction IDs, ATI terminal IDs and so on.

— All state-related data. This information is retrieved from the warm keypoint which was written to the
log, including:

- Record count

- Read pointer value

- Write pointer value

- Information about whether or not a trigger transaction has been attached.

All intrapartition transient data queues are installed as ENABLED. Trigger transactions are
rescheduled if required.

Extrapartition transient data queues are opened if OPEN=INITIAL is specified in the queue definition.

 The following FCT information is restored to what it was at the time of the warm shutdown, using
information from the global catalog:

— The ENABLED/DISABLED/UNENABLED status
— The SERVREQ options (UPDATE, DELETE and so on)
— Any alterations made to the DSNAME.

« Files defined as initially OPEN are opened irrespective of their other attributes. If the file state
recovered during initialization is ENABLED or UNENABLED, the file becomes OPEN, ENABLED after the
OPEN. If the file state recovered is DISABLED, the file becomes OPEN, DISABLED.

« Installed transaction and profile definitions are obtained from:
— The groups specified in the GRPLIST system initialization parameter at the last cold start
— The groups that have been installed since the last cold or emergency start.
The following attributes of the installed transactions and profiles are restored from the warm keypoint:

— ENABLED/DISABLED status
— Transaction priority.

- Installed program and mapset definitions are obtained from these sources:
— The groups specified in the GRPLIST system initialization parameters at the last cold start
— The groups that have been installed since the last cold start or emergency restart

— The changes (such as LPA-eligibility) made by CEMT or EXEC CICS SET PROGRAM commands in the
last run.

The ENABLED/DISABLED status of each installed program and mapset is restored from the warm
keypoint. Directory information is obtained for each program and mapset during CICS initialization.
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« The following TCT information is restored from the warm keypoint information:

— Processing status (transaction, transceive, input, or receive)

— Service status (INSERVICE or OUTSERVICE)

— Extended attributes supported (color, programmed symbols, and so on)
— Partition support

— Magnetic-stripe-reader support

— Outboard formatting support

— Coded graphic character set identifiers

— APL/TEXT keyboard.

If any outstanding work was scheduled for an autoinstalled terminal at the last warm shutdown, the
terminal entry is recovered. (Terminal entries for autoinstalled terminals with no work outstanding are
deleted at shutdown.)

« The following auxiliary temporary storage information is restored from the warm keypoint:

— All data in the auxiliary temporary storage queues
— The temporary storage use map.

« Interval control elements (ICEs) for outstanding START TRANSID commands are restored from the
warm keypoint.

- The BMS logical messages that were created by the functions listed below but have not yet been viewed
by the terminal operator are restored:
— Message switching transaction (CMSG).
— ROUTE command.

— SEND MAP ACCUMand SEND TEXT ACCUM commands, except for those messages terminated by
SEND PAGE without specifying RELEASE or RETAIN. In those cases, the message might already have
been viewed by the operator, but can be viewed again following the warm start.

« All unit of recovery descriptors (APPC log name, APPC resynchronization, and external resource
manager) are restored from the warm keypoint, together with any associated deferred work elements
(DWEs).

« The STORECLOCK value is restored from the warm keypoint.

« The intervals at which statistics were collected and status and the logical end-of-day time are restored
from the global catalog.

« The monitoring status, class status and monitoring control table suffix are restored from the global
catalog.

« Transaction and system dump table options are held in the global catalog and reapplied at a warm start.
« Journals and journal models are restored from the catalog.

« The version of Java in use for the CICS region (supported by the IBM 64-bit SDK for z/0S, Java
Technology Edition) is restored from the global catalog.

CICS actions on an emergency restart

A CICS system that operates on resources, such as files, that have been defined by the installation to be
recoverable, records changes to those resources in the CICS system log.

If the CICS system fails, the system log at the time of failure should typically contain records of changes
made by tasks that have not completed (‘in-flight' tasks) and by others that have completed.
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Following an abnormal termination, Recovery Manager collects all of the log records pertaining to in-flight
tasks. It acquires locks on any records that they updated and restores the tasks as shunted UOWs, to be
backed out after initialization is complete.

CICS-z/0S Communications Server actions after an emergency restart

When LU-LU sessions are re-established after an emergency restart (and subsequent processing), CICS
participates in a resynchronization protocol with logical units to discover if any messages, in either
direction, were lost when CICS was terminated.

The logical units for which resynchronization is required will have been marked in the TCTTEs.
Resynchronization is not attempted in the following cases:

« If the terminal was acquired by a master terminal operation specifying COLDACQ.
« If the terminal was acquired with the EXEC CICS SET TERMINAL ACQSTATUS(COLDACQ) command.
« If the session is a pipeline session.

« If the TCTTE is marked to perform a cold start of the session by the TCT assembly process. This is done
for terminals such as 3270 terminals that do not support the set and test sequence number (STSN)
command.

Note: If the previous session abended, the use of COLDACQ overrides CICS integrity control. This could
lead to data integrity problems. Also, you should check the CSMT log for an activity keypoint after the
restart of a session following a CICS failure. If there is no activity keypoint, you should issue COLDACQ
again after the next emergency restart.

For each logical unit that does require resynchronization, CICS issues an STSN command that notifies the
logical unit of the sequence numbers known to CICS—that is, those numbers that backout processing
placed in the TCTTE. The logical unit can compare these sequence numbers with those that it has logged
for itself, and can thus determine if any messages were lost.

- If an input message was lost, the logical unit should retransmit it to CICS.
« If an output message was lost, CICS retransmits the message from the resend slot and, in so doing,
deletes the resend slot.

The message remains in the resend slot if CICS does not retransmit it. This occurs if the resynchronization
process shows that the output message was not lost, or if the logical unit does not support the STSN
command; the 3270 is in this category.

CICS startup and the z/0OS Communications Server session

In an SNA network, the session between CICS and the z/OS Communications Server for SNA is started
automatically if the z/OS Communications Server is started before CICS.

If the z/OS Communications Server is not active when you start CICS, you receive the following messages:

F vtamname,USERVAR,ID=generic-applid, VALUE=specific-applid
+DFHSI1589D 'applid' VTAM is not currently active.
+DFHSI1572 'applid' Unable to OPEN VTAM ACB - RC=xxxxxxxx, ACB CODE=yy.

If you receive messages DFHSI1589D and DFHSI1572, you can start the CICS-z/OS Communications
Server session manually when the Communications Server is eventually started, by using the CEMT SET
VTAM OPEN command from a supported MVS console or a non-SNA LU.

If the z/OS Communications Server is active, but CICS still cannot open the SNA ACB because the
Communications Server does not recognize the CICS APPLID, you receive the following messages:

F vtamname,USERVAR,ID=generic-applid,VVALUE=specific-applid
+DFHSI15921 'applid' CICS applid not (yet) active to VTAM.
+DFHSI1572 ‘'applid' Unable to OPEN VTAM ACB - RC=00000008, ACB CODE=5A.

This could be caused by an error in the value of APPLID operand, in which case you must correct the error
and restart CICS. For information about other causes and actions, see CICS messages.
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End of CICS startup

Whichever type of startup is performed, when the DFHSI1517 is displayed on the operating system
console, CICS is ready to process terminal requests.

DFHSI1517 - 'applid': Control is being given to CICS.
where applid is the value of the specific APPLID system initialization parameter.

When the startup process is completed, users are able to enter transactions from any terminals that are
connected to CICS.

Even though DFHSI1517 signals the end of system initialization, the region might not be fully ready to
receive work. This is because in some cases initialization continues after this message. For example,
some bundle-defined resources are being installed asynchronously; so resources such as JVMSERVERs
required for some applications have not completed initialization, even though the TCP/IP listener is open
and accepting work. This could cause transactions to abend. For web services, a pipeline scan might not
have completed, so use of the web service before the scan completes will fail.

You can allow CICS to have a warm-up process by setting the WLMHEALTH system initialization
parameter. If the z/OS Workload Manager health service is active in the region, when the message
DFHSI1517 is returned, the warm-up process is started. Then CICS adjusts the region's z/OS WLM health
value to control flow of work into the region until the region is fully capable to process work. For more
information about the CICS warm-up process, see CICS warm-up and cool-down by use of z/OS Workload
Manager health service.

Managing CICS shutdown

This section describes how to shut down CICS and processing of system shutdown.

Before you begin

Before CICS shutdown, you can initiate a system cool-down to gradually stop flow of work into the region.
To do so, you must set the WLMHEALTH system initialization parameter to activate the z/OS Workload
Manager Health service in the CICS region. To initiate a system cool-down, you can issue a SET
WLMHEALTH OPENSTATUS (CLOSE) command or use the CICS Explorer. For more information, see “CICS
warm-up and cool-down, facilitated by z/OS Workload Manager health service” on page 62.

The types of CICS shutdown
There are three types of CICS system shutdown - normal, immediate, and uncontrolled.

Normal shutdown

In a normal shutdown, CICS performs a controlled sequence of operations that leave the systemin a
well-defined state. Existing tasks are allowed to finish. The following events can cause a normal
shutdown of CICS:

e Using the CEMT PERFORM SHUTDOWN transaction
« Using the EXEC CICS PERFORM SHUTDOWN command

Note: During shutdown the trace subtask TCB will be detached. This will cause ABEND13E. This is normal
processing, and is to be expected.

After a normal shutdown, it is possible to warm start CICS.

Immediate shutdown

In an immediate shutdown, CICS remains in overall control, but it does a minimum amount of processing
so the system can terminate rapidly. Existing tasks are not allowed to finish, and could abend. If the CESD
default shutdown transaction is enabled, existing tasks are given a short time to finish before they are
purged.
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The following events can cause an immediate shutdown of CICS:

e Using the CEMT PERFORM SHUTDOWN IMMEDIATE transaction
 Using the EXEC CICS PERFORM SHUTDOWN IMMEDIATE command
« A CICS system abend

« A program check

Note: During shutdown the trace subtask TCB will be detached. This will cause ABEND13E. This is normal
processing, and is to be expected.

After an immediate shutdown, you must perform an emergency restart or a cold start.

Uncontrolled shutdown

In an uncontrolled shutdown, CICS is not given the chance to do any processing after the event causing it
to terminate has occurred.

The following events can cause an uncontrolled shutdown of CICS:

« Power® failure
« Machine check
« Operating system failure

In each case, CICS cannot perform any shutdown processing. In particular, CICS does not write a warm
keypoint or a warm-start-possible indicator to the global catalog.

To preserve data integrity, the next initialization of CICS must be an emergency restart. If you specify
START=AUTO on the next initialization of CICS, there will be an emergency restart.

What happens during CICS shutdown

Normal shutdown involves quiesce processing. In comparison, immediate shutdown is accomplished by
termination processing.

CICS actions on a normal shutdown (PERFORM SHUTDOWN)
Normal shutdown is initiated by the master terminal operator or by an application program. There are two
stages in a normal shutdown.

First stage of normal shutdown

During the first stage of CICS normal shutdown, all terminals are active and all CICS facilities are
available.

The following actions take place concurrently:

« Message DFHTM1715 is issued to the console and the master terminal user to inform the operator that
CICS is terminating.

 Tasks that already exist will complete. Long running tasks, such as conversational tasks, must end
before this stage of shutdown can complete.

« Tasks to be automatically initiated will run, if they can start before the second stage.

« Any user-written programs listed in the first part of the shutdown program list table (PLT) are run
sequentially.

« The Front End Programming Interface (FEPI) is requested to shut down.

« The terminal that initiated the shutdown, if any, is detached. This allows the operator to start any
further tasks that might be required, or to purge any tasks.

A new task is allowed to start only if it has been defined as SHUTDOWN(ENABLED) in its TRANSACTION
resource definition, or, for a transaction started as a result of terminal input, if the transaction identifier
is listed in the current transaction list table (XLT). The XLT list of transactions restricts the tasks that can
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be started by terminals and allows the system to shut down in a controlled manner. The current XLT is
the one specified by the XLT system initialization parameter, which can be overridden by the XLT option
of the CEMT or EXEC CICS PERFORM SHUTDOWN command.

Certain CICS-supplied transactions are, however, allowed to start whether or not their code is listed in
the XLT. These transactions are CEMT, CESF, CLS1, CLS2, CSAC, CSTE, and CSNE.

Note: You should not change the SHUTDOWN(ENABLED) attribute of the resource definitions for these
transactions, otherwise CICS might not shut down successfully.

A request is issued to all interregion communication (IRC) activity.

Terminal control is requested to ignore all further input.

Unless SDTRAN=NO or NOSDTRAN was specified, the shutdown task starts the specified shutdown
transaction (default is CESD). CESD manages the purging of long-running user tasks.

CLSDST requests are issued for all z/0S Communications Server terminals.

- The termination task waits for all terminal activity to cease, before entering the second stage of
shutdown.

The first shutdown stage is complete when the last of the programs specified in the first part of the
shutdown PLT has run and all user tasks are complete.

Second stage of normal shutdown
During the second stage of shutdown, terminals are not active, and no new tasks are allowed to start.
The following processing takes place:

1. User-written programs listed in the second part of the shutdown PLT (if any) are executed
sequentially. These programs cannot communicate with terminals, or make any request that would
cause a new task to start.

2. All currently open CICS files are now closed.
3. The transient data CI buffer and the temporary storage buffers are flushed.
4. CICS writes the following information to the global catalog:

« A warm keypoint. This contains information that is used to restore the operating environment during
a subsequent warm start.

- A warm-start-possible indicator. This status applies on the next initialization of CICS if START=AUTO
is specified.

. Transient data is terminated.
. Adump is taken, if one is required.
. The local and global catalogs are closed.
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. The following message is issued:
DFHKE1799 applid TERMINATION OF CICS IS COMPLETE
9. CICS completes some internal processing, then returns control to MVS.

CICS actions on an immediate shutdown (PERFORM SHUTDOWN IMMEDIATE)
During immediate shutdown of CICS, possibly requested by the master terminal operator or an
application program, processing is different from a normal shutdown in the following important ways.

User tasks are not guaranteed to complete for any kind of shutdown. They are just given less time for
immediate shutdown before being purged.

None of the programs listed in the shutdown PLT are run.

CICS does not write a warm keypoint or a warm-start-possible indicator to the global catalog.
CICS does not close files defined to CICS file control.
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To preserve data integrity, the next initialization of CICS must be an emergency restart. If the next
initialization of CICS specifies START=AUTO, there will be an emergency restart.

The processing involved in immediate shutdown is described as CICS system termination processing. (In
comparison, normal shutdown involves quiesce processing.)

Unlike processing, controls are not exercised to ensure that resources and services remain available as
long as they are needed. One consequence of this is that transaction and CICS system abends can occur
during immediate shutdown. Thus, if a task tries to use a resource that has already been terminated, the
task abends. Then dynamic transaction backout is invoked, and that might also fail because it could also
try to use a resource that has been terminated.

In addition, if CICS system termination processing is delayed significantly, tasks in the system waiting for
input from terminals that are no longer available are likely to extend beyond the period for deadlock
timeout specified in the DTIMOUT option of the TRANSACTION definition.

First stage of immediate shutdown
During the first stage of an immediate shutdown, the following processes take place:

1. The system termination task drives the collection of termination statistics.

2. If there is a terminal associated with the event that caused the immediate shutdown, a message is
sent to inform the operator that CICS is terminating.

3. If the shutdown request has arrived by transaction routing, the associated terminal is freed.
4. Terminal input is no longer accepted.

5. The Front End Programming Interface (FEPI) is requested to shut down immediately. Unless
SDTRAN=NO or NOSDTRAN was specified, the shutdown task starts the specified shutdown
transaction (the default is CESD). CESD manages the purging of long-running user tasks.

Second stage of immediate shutdown

During the second stage of an immediate shutdown, the following processing takes place:
1. Transient data is terminated.

2. Adump is taken, if requested.

3. Interregion sessions are terminated.
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. If CICS is signed on to the CICS availability manager (CAVM), a “signoff abnormal” request is made
from CAVM.

. The local catalog and global catalog are left to be closed by the operating system.
6. The following message is issued:
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DFHKE1799 applid TERMINATION OF CICS IS COMPLETE

7. CICS completes some internal processing, then returns control to MVS.

Shutting down CICS normally
You can use CEMT PERFORM SHUTDOWN to initiate a normal shutdown.

Before you begin

« Make sure that all pipes (sessions) that are in use for the external call interface have been closed;
otherwise, CICS cannot complete a normal shutdown.

- Before CICS shutdown, you can initiate a system cool-down to gradually stop flow of work into the
region. To do so, you must set the WLMHEALTH system initialization parameter to activate the z/0OS
Workload Manager Health service in the CICS region. To initiate a system cool-down, you can issue a
SET WLMHEALTH OPENSTATUS (CLOSE) command or use the CICS Explorer. For more information,
see “CICS warm-up and cool-down, facilitated by z/OS Workload Manager health service” on page 62.
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