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Prerequisites

Ensure that WebSphere Application Server (WAS) V6.0 has been installed, is
operational, and has been started.

Note: The installation path is assumed to be
/usr2/WebSphere/AppServer60

Ensurethat IBM HTTP Server (Version 6.0 or later) has been installed, is operational,
and has been started. Ensure that the WebSphere Application Server “Plug-in” has been
installed.

Connections to the host:

Ensure that, when using IMS Connect, the Resource Adapter “IMS Connector 9.10.x”
rar file has been deployed within WebSphere.

For more information see:
http://www-306.ibm.com/software/data/ims/ims/components/1conjav125.html

Ensure that, when using WebSphere MQ to connect to IMS, MQ for z/OS has been
installed on the host, the input and output queue are available (on the host) and the input
gueue is connected to IM S via the storage class.

Ensure that, when using CICS Transaction Gateway, the Resource Adapter “CICS ECI
Resource Adapter 6.0.x” rar file has been deployed within WebSphere. Thisfileis part
of the CICS Transaction Gateway or can be downloaded from the following page:
http://www-1.ibm.com/support/docview.wss?uid=swg24008817

Ensure that, when using WebSphere MQ to connect to CICS, MQ for z/OS has been
installed on the host, the input and output queue are available (on the host) and the input
gueue is connected to CICS via an initiation queue.

Ensure that, when using DB2 native, the DB2 Universal JDBC Driver Provider that
comes with WebSphere is operational .

The DB2 Universal JDBC Provider can be downloaded from the following page:
http://www-306.ibm.com/software/data/db2/support/db2_9

© IBM Corporation 2007 Page 4 of 66



3 Installing the application

Preparing the application installation

Open Application > Install New Application

Enter the path (local path or server path) where the ASF 3.4 ear (fsnservlet.ear) file is located:

E:/Programs/IBM/ASF34/fsnservlet.ear

|@ WebSphere Administrative Console - Microsoft Internet Explorer

{ Fle Edit view Favorites

: Address |@ http://boeuxbs 32:9060/ibm console fsecurelogon.do

HEHEEEBEHBDBH

Walcome och |

Welcome
Guided Activities
Servers
Applications
Enterprize Applications
Install Mew Application
Resgurces
Security
Environment
System administration
Monitoring and Tuning
Troubleshooting
Service integration

upDDI

Logout |

Specify the EAR, WAR or JA

Preparing for the application installation

R meodule to upload and install.

Path to the new application.
@) Local file system
Specify path

[asFzaifenservietear.cad| Browse

O Remote file system

Context root

Next Cancel

Used only for standalone Web modules [war files)

Close pags

Field help
For field help
information, select
a field |zbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

Select Next. The file “fsnservlet.ear” is now loaded on the server.

© IBM Corporation 2007
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bSphere Administrative Console - Microsoft Internet Explorer

File

Edit W¥iew Favorites

QE

ddress |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do

Mg

HEHEBHBBIBIE

Welcome och | Logout

Welcome

Guided Activities
Servers
Applications

Enterprise Applications

Install Mew Applicatien

Resources

Security

Environment

System administration
Monitering and Tuning
Troubleshoating
Service integration

uDDI

Help

Enter

n installation

Choose to generate default bindings and mappings.

Close page

[ Generate Default Bindings
Owaerrida:

&) Do not override existing bindings

) owerride existing bindings

Virtual Host

& Do not use default virtual host name for Web modules

O use default virtual host name for Web modules:

default_|

Specific bindings file

|[ Browse... |

| Previous | | Cancel |

&] pone

lii Local intranet

Click Next.
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Installing a new application (Step 1)

Fill in the required fields (installation directory, application name, class reloading).

Directory to install application:

If you do not enter an installation directory, WAS will install the application under the default directory:
APP_INSTALL_ROOT/xxxxx/fsnservlet.ear

Where:
e APP_INSTALL_ROOT is a path map variable which, for example, is set to:

lusr2/WebSphere/AppServer60/profiles/serverl/installedApps/

o ‘xxxxx’is the cell name
e ‘fsnservlet’ is the application name.

Application Name:
Specify a uniqgue name, for example ‘fsnservietEAR’.
Class Reloading:

Do not enable class reloading.

l@ WebSphere Administrative Console - Microsoft Internet Explorer = = E
File Edit WView Favorites Tools Help -#'
: Address |@ http:/fhoeuxbs 32:9060/bm console fsecure logon. do M Go
Welcome och |  Logout |  Support | Help !

Wl .
=icem= Enterprise Applications Close page
Guided Activities
Install New Application 7 - et -
Sarvars
Field help
B Applications Specify options for installing enterprise applications and modules. For field help

Enterprize Applications
Install Mew Applicaticn
Resources
Security
Environment
System administration
Monitoring and Tuning
Troublesheooting
Service integration
uDDI

=3 Step 1: Select
installation options

Step 2 Map
modules to servers
Step 3 Map
wirtual hosts for
web modules
Step 4 Map
security roles to
users/groups

Step 5 Summary

Next Cancel

Select installation options

Speacify the varicus options that ara availabls to prepare and

install your application.

[ ere-compile 158

Directory to install application

Distribute application
[ use Binary Configuration

[ peploy enterprise beans
Application name
fsnservietEAR

Create MBeans for rescurces

|:| Enable class reloading

Reload interval in seconds

|:| Deploy Web services

Validate Input off/warn/fsil
warn V

|:| Process embedded configuration

information, select
a field lzbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

@ Done

Q Local intranet

Click Next to finish Step 1 and go to Step 2.
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Installing a new application (Step 2)

e T Dnsole

File Edit View Favorites Tools Help

i Address |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och | Logout | Support | Help
welcome .
Enterprise Applications Close page
Guided Activities
Install New Application
Servers
E Applications Specify options for installing enterprise applications and modules.
Enterprise Applications Step 1 Select Map s (o == =
Install New Application installation options
Specify targets such as application servers or clusters of application servers where you want to install th
Resources Step 2: Map your application. Modules can be installed on the same application server or dispersed among several
- DCEMEERS PR —pecify the Web servers as targets that will serve as routers for requests to this application. The plug-ir
Security cfg.xml) for 2ach Web server is generated based on the applications which are routed through it
- Step 2 Map )
Environment virtual hosts for Clusters and Servers:
o - Web modules
Systern administration wWebSphere:cell=boeuxbs32Node0 1 Cell,node: bserverl_node,server=webserverl Apply
Meonitering and Tuning Step 4 Map
security roles to
Troubleshooting users/groups
Select Module URI Server
Service integration Step 5 Summary
D docstati b docstaticweb.war, WEB- WebSphereicell=boeuxbs3zNode0iCell,node=boeuxbs:
uDDI =D INF/ web.eml webSphere:cell=boeuxbs32Node01Cell,node=webserve
D fenserviet fsnservlet.war, WEE- WebSphereicell=boeuxbs3zNode0iCell,node=boeuxbs:
INF/web.ml WebSphere:cell=boeuxbs32Noded1Cell,node=vebserve
D EHS3.01 IEHS_WASG0Z.war, WEB- | WebSphere:cell=boeuxbs3zNode0iCell,node=bosuxbs:
: INF/web.cml WebSphere:cell=boeuxbs32Noded1Cell,node=vebserve

Previous

| Cancel |

[l ]
a Done ‘3 Local intranet

No updates are required for Step 2. Click Next to finish Step 2 and go to Step 3.
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Installing a new application (Step 3)

T

nsole - T lorer

File Edit WVew Favorites

Help

i Address |@ http:/fboeuxbs 32:9060bm fconsole fsecurelogon. do

Walcome och Logout |

Welcome
Guided Activities
Sarvars
B applications
Enterprize Applications
Install Mew Applicaticn
Resources

Security

Environment
System administration
Monitaring and Tuning

Troubleshooting

Service integration

uDDI

Help

Enterprise Applications

Close pags

Install New Application ? Hetp____________|

Specify options for insta

Step 1 ect
installation options

Step 2 Map
modules to servers

Step 3: Map virtual
hosts for Web
modules

p4 Map
security roles to
users/groups

Step 5 Summary

lling enterprise applications and modules.

Map virtual hosts for Web modules

Speacify the virtual host whare you vant to install the Web medules
contained in your application. You can install Web modules on the
ssme virtual host or disperse them smong saveral hosts.

Apply Multiple Msppings

Web modula Virtuzl host

default_host

F docstaticweb

[0 | fsnservlet

default_host

default_host

[0 |ewHsz.01

Previous

| Cancel |

Field help
For field help
information, select
a field lzbel or list
marker when the
help cursor
appears.

Page help
More information

a Done

.'3 Local intranet

No updates are required for Step 3. Click Next to finish Step 3 and go to Step 4.
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Installing a new application (Step 4)

Sphere Administrative Console - Microsoft Internet Explorer

File Edit WView Favorites Tools Help

i Address |a http://boeuxbs 32:9060/ibm console fsecurelogon.do

Welcome och |  Logout |  Support | Help
Welcome .
Enterprise Applications Close page
Guided Activities
Install New Application ? Hetp____________|
Sarvars
Field help
B Applications Specify options for installing enterprise applications and modules. Fc:(r field help |
information, selact
Enterprise Applications Step 1 ect Map security roles to users/groups a field Izbal or list
Install New Application installation options marker when the
Each role that is definad in the application or module must map to help cursor
Resources Step 2 Map a user or group from the domain user registry. appears.
- modules to servers
Security Look up users | ‘ Look up groups | Page help
Step 3 Map More information

Environment wirtual hosts for

web modules

System administration

Al Mapped Mapped
-~ h . >
Maonitaring and Tuning :teisr‘i‘t'v":ﬁesto Select| Rale Everyone? . thenticated? users | groups
Troubleshoating users/groups O] | detasteonfia| [ 0

Service integration Step 5 Summary

uDDI

Previous ‘ | Cancel |

a Done .a Local intranet

No updates are required for Step 4. Click Next to finish Step 4 and go to Step 5.
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Installing a new application (Step 5)

l@ WebSphere Administrative Console - Microsoft Internet Explorer = (=) E
i Fle Edit View Favorites Tools Help ;@
i Address |@ http:/fboeuxbs 32:9060/ibm console fsecure logon.do M £ co
Welcome och | Logout | Support | Help

LSS Enterprise Applications Close page

Guided Activities

Install New Application 7 - lbele ]
Servers
Field help
E Applications Specify options for installing enterprise applications and modules. Far field help
. - information, select
e Ao Step 1 Selact Summary a field label or list
Install New Application installation options marker when the
Summary of installation options help cursor
Resources Step 2 Map appears.
el modules to servers Options. Values
Ser
urity . Use Einary Configuration o Page help
. Step 2 Map More information
Environment il [rree e Create MBeans for resources Yes about this page
System administration LD mEl Cell/Node/Server Click hare
Meonitering and Tuning Step 4 Map Reload interval in seconds
security roles to "
Troubleshooting users/groups Enable class reloading No
Process embedded configuration No
Service integration Step 5: Summary
Application name fznservietEAR
uDDI
validate Input off/warn/fail warn
Directory to install application
Distribute application Yes
Deploy Web services No
Pre-compile JSP No
Deploy enterprise beans No
Previous ‘ | Finish | | Cancel

@ Done 'd Local intranet

Check the settings on this page and click Finish to start the installation of your application.
When the installation of the application is completed, the settings are saved in the master
configuration.

Starting the application

Open Applications > Enterprise Application, select your fsnservletEAR application and click Start to
start the application.
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4 Migrating configuration files from 3.3to0 3.4

The configuration files are located in the following directory:
APP_INSTALL_ROOT/xxxxx/fsnservlet.ear/fsnserviet.war/

Where:
e APP_INSTALL_ROOT is a file path variable which, for example, is set to:

/usr2/WebSphere/AppServer60/profiles/serverl/installedApps/

e ‘xxxxx’is the cell name

o ‘fsnservlet’ is the application name.
If you changed any of the following configuration files for ASF 3.3, you must copy these files to the
installed ASF 3.4 directory:

e DocXSLConversion.xml (.../internals/config)

e doccustomer.js (.../custom)

e doccustom.css (.../custom)

e doccustoml.xsl (.../custom)

e doccustom2.xsl (.../custom)

e docnls.js (.../javascript)
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5 Activating the ASF Help

The ASF help application is based on the eclipse help system for WebSphere Application server and
requires a URL provider setup.

Open Resources > URL Providers > New

Fill in the required fields (Name, Stream handler class name, Protocol):
1. Name must be reference

2. Stream handler class nhame must be
org.eclipse.osgi.framework.internal.protocol.reference.Handler

3. Protocol must be reference

|@ WebSphere Administrative Console - Microsoft Internet Explorer Y= m
{ Fle Edit view Favorites Tools Help I ,'
e @

: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do M 4 Go
Welcome och | Logout | Support | Help
Welcome URL providers Close page |
Guided Activities URL providers S
SIS B messages Field help
P Fully gualified name of a
Applications [} additional Properties for this object vill not be available to use:—gefinad Java dazs
g r edit until its general properties are applied by clicking on either that extends
ssouress Apply or OK. java.net.URLStreamHandler

IMS Providers for a particular URL

J—— protocol, such as FTP.
reviesrs URL providers > New

Resource Adapters Page help

Factory used to create new URLs. Although URLs are created using classes in the JVM, this

type hides the actual mechanism used to create the URLs.

Schedulers
Configuration
Cache instances

Ohject pool managers

More information about

Asynchronous baans :
this page

Mail Providers General Properties The additional
. properties will not be
WL (o e # Scope svailable until the
Resource Environment Providers cells:boeuxbs32Nodel1Cell:nodes;:boeuxbs32Node0l general properties for
this item are saved.
Security Additional Properties
# Name
Environment [reference

]

System administration Description

Maonitaring and Tuning IEHS WAR for WAS 6.0

H #H

Troubleshooting

=

Service integration

]

uDDI Class path

(4R[4T |

#* Stream handler class name

[sl.protacal.rafarance.Handler]

# Protocol

[reference =
@ ‘ﬂ Local intranet

Click Apply and save your modifications.
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Next change the class loader mode for the module IEHS_WAS602.war to “Parent first”.

Open Enterprise aplications > fsnservletEAR > Web module > IEHS WAS602.war

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit Vew Favorites Tools Help

: Address |@ http://boeuxbs32: 9060 ibmconsale fsecurelogon.do

Welcome E

Guided Activities
Servers
B Applications

Enterprise Applications

Install Mew Applicaticn

Resources

Security
Environment
System administration

Monitaring and Tuning

Troubleshooting
Service integration

uDDI

Welcome och | Logout | Suppert | Help

Enterprise Applications > fsnservletEAR > Web module > IEH5_WAS602.war

An instance of WebModuleDeployment is created for sach Web moduls in the application. It
contains deployment specific information for 3 web module which includes session management

settings.

Configuration

General Properties
# URI
[1EHS_wass0z.var

Alternate deployment descriptar

# Starting weight
[1oo00

# Class loader mode

Apply | [0K| [Reset | [ Cancel

Additional Properties

View Module Class Loader
Target mappings

Wiew Deplovment Descriptor
Web services client bindings

Web services implementation scope

Web services: Client security bindings

Web services: Server security bindings

Sessien Management

View Web services client deployment
descriptor extensien

View Web services server deplovment
descriptar

View Web services server deplovment
descriptor extensien

Close page

Enterprise Applications ? _Whelp ]

Field help
Spacifies whether
classes are loaded
using the parent
class loader before
the application
class loader.

Page help
More information
about this pace

@ Done

Click Apply and save your modifications.

© IBM Corporation 2007
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To test the ASF help invoke the servlet application “dc4asfhelp®, using the Microsoft Internet Explorer.

[£] Help - - Microsoft Internet Explorer i |I=
File Edit View Favorites Tools Help ?
| address [ @] hitp:/jboeuxbs32/dctasthelp/ [~ Bs
Search: l:l m Search scope: All topics
Contents % B E t'%’ ¢H E.‘ B
”~

@ ASF Help
@ Viewing information in the information center

Using the Eclipse help system

Browse topics in the Contents frame (} on the left. Click on a topic to have it displayed. Use the Back and Forward
buttons to navigate within the history of viewed topics.

Searching
To quickly locate topics on a particular subject in the documentation, enter a query in the Search field. Use the Searc

frame [7_9”) to display the Search view. You can narrow the scope of your search by selecting only the sections you are
interested in.

Synchronizing

After you run a search and find a topic you were looking for, click either the Refresh / Show Current Topic button [%

or Show in Table of Contents button (L%}tu match the navigation tree with the current topic. You might also find it
useful to synchronize after following in-topic links.

Capabilities

To show documentation about capabilities that are disabled in the application. select the Show All Topics button [ﬁ).
When you choose to show all topics in the table of contents, the headings for documentation about any disabled
activities are shown in the table of contents and also appear in search results.

Mere information =

If you cannot find the answer to your question in the on-line help. visit our website at eclipse.org to find articles and
participate in the eclipse community. [1]

B ’5’9—-' <] I | [2]
@ Connection Documeniationk 'ﬂ Local intranet
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6 Setting up a connection to DB2

Defining a data source

Open Resources > JDBC Providers > DB2 Universal JDBC Driver Provider > Data sources > New

Enter the name, for example, “ASF Connection” and the JNDI name for the data source, for example,
jdbc/FSNConnection.

|@ WebSphere Administrative Console - Microsoft Internet Explorer Y= m
File Edit View Favorites Tools Help ':.'
: Address |@ http:/fhoeuxbs 32:9060/bm console fsecure logon. do M Go
Welcome och | Logout |  Support | Help
Welcome Close page [
Guided Activities IDBC providers
SIS E messages Field help|
P The
Applications [} additional Properties for this object will not be available to edit until its required
general properties are applied by clicking on either Apply or OK. i .
E Resources display
name for
JMS Providers the
1DEC Providers JDEC providers > DB2 Universal JDEC Driver Provider > Data sources > New resoures.
Resource Adapters A data source is used by the application to access data from the database. A dsta source is created under a Page helg
JDEC provider, which supplies the specific JDBC driver implementation class. More
Asynchronous baans .
Schedulers Configuration bout thid
Cache instances B2as
Ohject pool managers
Mail Broviders General Properties The additicnal
. properties vill not be
R (ol =7 # Scopa available until the 18
Resource Environment Providers [cellsibaeuxbsa2iodenicellinodes bocuxbs32Nodail | general properties for
this item are saved.
Security Rl T Additional Properties

[2sF Connection
Environmant

INDI name
[idbe/FsnCannection

System administration

Manitaring and Tuning

Use this Data Source in container managed persistence (CMP)
Troubleshooting

Description
DBZ Universal Driver Datasource D

Service integration

uDDI

=

Category Relatad Items

Data store helper class name

(@ Select = data store helper class
| ] dﬂ

@ Done ‘ﬂ Local intranet
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Enter the database specific properties for the data source:

4. Database name, for example, REXDB2R
5. Driver type is 4
6. Server name, for example, BOEREX1 (the TCP/IP address of the DB2 host)

7. Port number of the DB2 host, for example, 5711

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
File Edit View Favorites Tools Help |','
> g
! Address |@ http:/fboeuxbs32:9060/ibm,conscle fsecure logon.do M Go
Welcome och | Logout | Support | Help
Welcame ./ Spedty & user-detined data store helper lz‘
Guided Activities Help |
Servers Field help
S~ This
Applications. Component-managed authentication alias oroparty
Bl Companent-managed authentication alias correspon
| (nane) o with the
IMS Providers port 7
number
JDEC Broviders oroperty i
Resource Adapters Container-managed authentication the data
e (keens Contziner-managed suthentication slizs (deprecated in V6.0, use soures
1 class. It
- resource reference authentication settings instea mmecifies
(none) v the TCP/
Cache instances ot
] GRS Mapping-configuration slias (deprecated in V6.0, use resource raferance number
7 . authentication settings instead) whers the
URL Broviders carar
Resource Environment Providers Page help
DB2 Universal data source properties More
Securi . .
= + Database name ‘”bf“-"%aht!

; about thi
Environment REXDBZR o
System administration # Driver type
Monitoring and Tuning E
Troubleshooting * Server name

BOEREXL
Service integration
Port number
uDDI Bz
Apply | [OK| [Reset | [ Cancel |
=
Kl | [

@ Done ‘j Local intranet

Click OK to create the data source.
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Open JDBC providers > DB2 Universal JDBC Provider > Data sources > ASF Connection >
Custom Properties

Where “ASF Connection” is the name of the data source you created in the previous step.

Define the CurrentSchema, for example, SC1BAS which represents the DB2 collection ID on the host.

|@ WebSphere Administrative Console - Microsoft Internet Explorer
File Edit Vew Favorites Tools Help

i Address ﬁ;lhth::ffboeuxbs32:QDSDﬂbmfconsolefsacureﬂognn‘do
Welcome och | Logout |  Suppert | Help
welcome [] |surentPackegeset This property is used in conjunction with the false B
- — DB2Binder - collection option which is given when
Guided Activities the JDBC/CLI packageset is bound during [

installation by the DBA.

Servers
O readOnly false This property creates a read only connection. By | false
Applications default this valus is false.
E Resources O deferPrepares true This property provides a performance directive | false
that affacts the internal semantics of the input
JMS Providers data type conversion capability of the driver. By
IDEC Broviders default the Universal driver defers 'internal
Drepare reguests'. In this case, the driver works
Resource Adapters without the benefit of described parameter or
. result set meta data until execute time. So
Asynchrenaus beans undescsribed input data is sent 'as is' to the
Schedulers server vithout sny data tvpe cross-conversation
Cache instances of the inputs. =
e pre] memEETS [0 |ecurentschema SC1BAS | Identifies the default schema name used to falze

gualify ungualified datzbase object references

where spplicable in dynamically prepared SQL

URL Providers statements. Unless currentSchems is used, the
default schema name is the authorization id of
the current session user.

Mail Providers

Resource Environment Providers

Security D clischema Indicates the schems of the DBZ shadow catalog | false
tables or views to search when vou issue a
Environment datsbase meta data catalog guery.
System administration O retri gesFromServerOnGetMessage | true Directs all calls to the standard JOBC false
LException.getMessage(] to invoke a server-
Monitoring and Tuning side stored procedure which retrisves the —]
readable m ge text for the error.

Troublashooting = — =
pacifies sccounting information for the current | false
ient for the connection. This information is for

D clientAccountingInformation S
!
client accounting purposes. This valus can
!
Li

Service integration

hange during a connection. For a OBZ2 UDB for
inusx, UNDX and Windows server, the maximum
length is 255 bytes. A Java empty string is valid
for this value, but & Java null value is not valid.

uDDI

ecifies application information for the current | false
ient for the connection. This informaticn is for

ient accounting purpeses. This value can

change during a connection. For a DB2 UDB for

Linusx, UNIX and Windows server, the maximum

length is 255 bytes. & Java empty string is valid

for this value, but a Jsva null value is not valid. E’B
[ |

{Ej ‘:J Local intranet

O clientApplicationInformation

s
cl
cl

Click Apply and save your modifications.
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Defining JAAS — J2C authentication data

Open Security > Global Security > J2EE Connector architecture (J2C) authentication data entries >

New

Enter an alias and a valid User ID and password for DB2 access.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

! Fle Edit view Favorites

: Address |@ http://boeuxbs 32:9060/ibm console fsecurelogon.do

e
_=

Welcome

=

Guided Activities

]

Sarvers

]

Applications

=

Resources

o

Security

Global security
S5L

]

Environment

=

System administration

=

Monitaring and Tuning

]

Troubleshooting

=

Service integration

]

uDDI

Walcome och | Logout |

Help

Configuration

Global security > J2EE Connector Architecture (12C) authentication data entries > New

Specifies a list of user IDs and passwords for Java 2 connecter security to use.

General Properties

# Alias

[asF 1D

# User ID

[asF

# Password

Description

[2sF DBZ Access

Apply | [0K| [ Reset

Cancel

Close page

Field help

Specifies an
optional
description for the
authentication data
entry. For
example, this
authentication data
entry is used to
connect to DBZ.

Page help
More information
about this page

@ Done

Click OK and save your modifications.
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Open_JDBC provider > DB2 Universal JDBC Driver Provider > Data sources > ASF Connection

Select the created JASS-J2C authentication data in the field Component-managed authentication

alias.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools

u@g

: Address |@ http://boeuxbs32: 2060 ibm consale fsecurelogon. do

BCE

o

Resources

IMS Providers
JDEC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Object pocl managers
Mail Providers
URL Providers
Rescurce Environment Providers

E sSecurity

Global security
S5L

]

Environment

]

System administration

=

Manitaring and Tuning

=]

Troubleshooting

=

Service integration

]

uDDI

Welcome och | Logout | Support
Welcome

Guided Activities

Servers

Applications

Help
./ Speaty a user-defined dsata store helper lz‘
Field help
Provides
Component-managed authentication alias authentic:
Component-managed authentication alias Fﬁr use vt
1 the
componet
resource
reference
Container-managed authentication auth valu
) ) o ) Applicatio
Container-managed authentication alias [deprecated in V6.0, use A
resource reference suthentication settings instesd) e
(none) v Connector
Architectu
Mapping-configuration alias (deprecated in V6.0, use resource reference (1z2c)
authentication settings instaad) authentic:
CEC - e e
= ) . to Aafina
Page helg
DBZ Universal data source properties Mare infor—
# Datsbase name about this
REXDEZR
# Driver type
4
# Server name
BOEREX1
Port number
5711
Apply | [OK| [Reset | [ Cancel |
=
[ | ]

Click Apply, save your modifications, and restart the WebSphere Application Server.
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Configuring the connections

To define the server-host connections in DocNetworkConfiguration.xml invoke the servlet application
“connections”, using the Microsoft Internet Explorer.

Add a DB2 Connection type entry by specifying a host nickname, the data source JNDI that you
created in Defining a data source and the name of the ASF stored procedure within DB/2.

|@ ASF Network Configuration - Microsoft Internet Explorer u@]
i Fle Edit View Favorites Tools Help .','

: Address @j http:/fboeuxbs32/fsnservietfconnections s a Go
{Links @] dodasf{ASF Entry Page) &] dedasfRADV7) (B Portal 5.1 (23 WaS Admin Portal 5.1 () Portal 6.0 £5 WAS Admin Portal 6.0 48] dedasf3.4 ] WAS 6.1 Admin

ASF Network Configuration
V"3.4.10.00 "

Licensed Materials - Property of IBM 5655-002 @ Copyright [BM Corp. 2003, 2007 All Rights Reserved.
ppc-AlIX 5.2

General configuration

IMS Connect connection configuration

IMSMQ connection configuration

CICS Transaction Gateway connection configuration

CICSMQ connection configuration

[ [ [ E E E K
EEEREN

DB2 connection configuration

DB2 connection configuration

Sgr?:'?;gon Host nickname Host connection data
Connection type DB2
O DB2DB2R Data Source JNDI jdbc/FSNConnection|
Stored procedure name DE=07804.FSNWSP1
ITI |T| Additional connections [
€l %J Local intranet

Click OK to save your changes.

Stop and Start your application in the WebSphere Administrative Console.
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7 Setting up a connection to IMS via IMS Connect

Defining a J2C connection factory

Open Resources > Resource Adapters > IMS Connector for Java > J2C connection factories > New

Enter the name, for example, “ASF34IMS9ConnectionFactory” and the JNDI name for the J2C
connection factory, for example, imsconn/ASF34IMS9ConnectionFactory.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

: Address |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och | Logout | Support | Help
Welcome Close page =]
Guided Activities Resource adapters ? -lhep ]
=T B Messages Field help
o The JNDI name
Applications [ additional Properties for this object vill not be available to edit for the
until its general properties are applied by dicking on either Apply or resource
B Resources oK. . F—
. including any
IMS Providers naming
EEm o subcontexts.
rovicers Resource adapters > IMS Connactor for Java > J2C connection factories > New The name is
Recmren Rt used to link the
The connection factory represents one set of connection configuration values. Application platform
Asynchrencus beans components such as enterprise beans have resource-ref descriptors that refer to the binding
Schedulers ConnectionFactory, not the rescurce adapter. The connection factory is really just a holder of a list infarmation.
. of configuration properties. In addition to the arbitrary set of configuration properties defined by The binding
Cache instances the vendor of the rescurce adapter, there are several standard configuration properties that apply associates the
Object pool managers to the connection factory. These standard properties are used by the J2C connection pool manager resources
Mail Provid in the application server run time and are not known by the vendor-supplied resource adapter defined in the
=l Frovicers code. deployment |z|
URL Broviders Aazrrintar nf tha
Rescurce Environment Providers Configuration Page help
= 5 More information
Security about this page =
Global security General Properties The additional properties
ssL vill not be available until
* Scope the ganeral properties for

- cells:boeuxbs32Noden1Cell:nodes:boeuxbs32Nodall this item are saved.
Environment

Additional Properties
System administration

* Name
Monitaring and Tuning ksF3aIMSSConnectionFactory]
Troubleshooting INDI name

kSF24IMSSCannactionFacton]
Service integration

Description

uDDI
=

Related Items

]

# Connection factory interface
javax.resource.cd.ConnactionFactory [ =

@ Done ‘j Local intranet

Click Apply to save your modifications.
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Open Resource Adapters > IMS Connector for Java > J2C connection factories >
ASF34IMS9ConnectionFactory > Custom Properties

where ASF34IMS9ConnectionFactory is the name of the connection factory created in the previous
step.

Define the IMS Connect specific properties for the connection factory:

1. HostName is the TCP/IP address of the target IMS Connect, for example, 9.152.87.231
2. PortNumber is the target TCP/IP port number of IMS Connect, for example, 6000

3. DataStoreName is the name of the target IMS data store, for example, IMS92

|@ WebSphere Administrative Console - Microsoft Internet Explorer - || & m
: Fle Edit View Favorites Tools Help |’,'
i Address g‘lhth::ffboeuxbs32:QDSDﬂbmfconsolefsacureﬂognn‘do [VI Go
Welcome och Logout Suppert Hel een
| g | PP | P [
Welcome lz‘
- — Resource adapters > IMS Connector for Java > J2C connection factories >
Guided Activities ASF24IMS0ConnactionFactory > Custom properties help ]
Servers Custom properties that may be required for resource providers and resource factories. For Field help 7]
exampls, most database vandors require sdditional custom propertias for data sources that For fisld halp
[ Applications access the database. information, select
E Resources Preferences a field Izbel or list
marker when the
JIMS Providers k| [P help cursor
3 & appears.
JDBC Providers
Resource Adapters Name 3 value 3 Description Required Page help
Asynchronous beans CMODedicsted EALSE Indicates if sockets are | fals= w‘w
Schedulers dedicated to specific 250ut this peas
CMO clisnts.
Cache instances
IMSConnectiame false
Object pocl managers
O] G o MFSXMIRepositoryID | default Unigue identifier of false
MFS XMI Repositary.
URL Providers
) MFSXMIRepositoryURL false
Reseurce Envirenment Providers
SSLEnsbled EALSE Indicates if SSL is false
Efaaaiy enzbled for this

connection factory
Global security

SSLEncryptionTvpe Weal The type of cipher false
SsL suite to be used for
encrypticn
Environment
SS5LKeyStoreName false
SEEm i SSLKeyStorePassword false
Menitering and Tuning S5LTrustStoreName falz=
Troubleshooting 55LTrustStorePassword false
Service integration DatasStoreName IM592 Name of the target false
IMS datastore
uppt GroupName false
HostName 5.152.87.231 TCR/IP host nsme of false |
the target IMS Connect
Password false
BorthNumber 6000 Target TCB/IP port falze
number of IMS
Connect lz‘
&) % Local intranet

Click Apply to save your modifications.
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Defining JAAS — J2C authentication data

Open Security > Global Security > J2EE Connector architecture (J2C) authentication data entries >
New

Enter an alias and a valid user ID and password for the IMS Connect connection.

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
i Fle Edit View Favorites Tools Help 1','
: Address |@ http://boeuxbs32:9060/ibm/console fsecure flogon.do M Go
Welcome och | Logout | Support | Help

welcome Global security Close page
Guided Activities Global security ? -Mhelp ]
_
B S=v=e Global security > J2EE Connector Architecture (12C) authentication data entries > New et
i Specifies an

LSS Specifies a list of user IDs and passwords for Java 2 connector security to use. optional
description for the

. .
B [e=aimees Configuration authentication data
B Security entry. For

Global security
SsL

=

Environment

3]

System administration

]

Monitoring and Tuning

=

Troubleshooting

=]

Service integration

=

uDDI

General Properties

#* Alias

[asF 1D

# User ID

[asF

#* Password

Description

[ASF IMS Connect access]

Apply | [OK| [Reset |

example, this
authentication data
entry is used to
connect to DBZ.

Page help
More information
about this page

@ Done

Click OK to save your modifications.
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Open Resource Adapters > IMS Connector for Java > J2C connection factories >

ASF34IMS9ConnectionFactory

Select the created JASS-J2C authentication data in the field Component-managed authentication

alias.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools

: Address |€| http://boeuxbs32: 2060 ibm consale fsecurelogon. do

Welcome

Guided Activities

Servers

Applications

B Resources

IMS Providers
JDEC Providers
Resource Adapters

Asynchronous beans
Schedulers

Cache instances
Object pocl managers
Mail Providers
URL Providers
Rescurce Environment Providers

Security

Environment
System administration
Monitoring and Tuning

Troubleshooting

Service integration

uDDI

Welcome och | Logeut | Support

| [~]

# Connaction factory interfacs

Categary

Companent-managed authentication alias

alias

Authentication alias for XA recovery

& Use compenent-managed authentication alias

QO specify:

Container-managed authentication

Contsiner-managed suthentication sliss (deprecated in
V6.0, use resource reference authentication settings
instead)

’(?ne) [l]

Authentication preference [deprecated in V6.0, use
res sference authentication settings instead)

Mapping-configuration alias (deprecated in V6.0, use
resource reference authentication settings instead)

(none)

Apply | [0K| [Reset | [ Cancel |

authentication
data entries

Field help

Provides
authentication for
use when the
component
resource reference
res-auth value is
Application. See
Related Items -=
J2EE Conneactor
Architacture (12C)
authentication data
entries to define a
new alias.

Page help
More information
about this page

@ Done

Click Apply to save your modifications and restart the WebSphere Application Server.
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Configuring the connections

To define the server-host connections in DocNetworkConfiguration.xml,invoke the servlet application
“connections”, using the Microsoft Internet Explorer.

Add an IMS Connection type entry by specifying a host nickname, the J2C connection factory JNDI

you created in Defining a J2C connection factory. Specify the IMS transaction code or the IMS
transaction code prefix and select Conversational IMS Processing if your IMS system is running in
conversational mode.

Note:
e |f you specify an IMS transaction code prefix xxx, the transaction code of the preview requests
is set to xxxV, the transaction code for quick preview requests is set to xxxQ, and the
transaction code for all other requests is set to XxxE.

o If you specify an IMS transaction code, this transaction code is used for all requests.

|@ ASF Metwork Configuration - Microsoft Internet Explorer u@]
: Fle Edit View Favorites Tools Help ‘}'

i Address @jhtID:ffbueuxbsSfosnsEr\r\Etf’cUnnEcﬁUns e a Go

i Lirks 8] dedasf(ASF Entry Page) @] dedasf(RAD V7) Portal 5.1 WAS Admin Portal 5.1 (@) Portal 6.0 WAS Admin Portal 6.0 (&] dedasf 3.4 @] WAS 6. 1 Admin

ASF Network Configuration

V"3.4.10.00 "
Licensed Materials - Property of IBM 5655-002 © Copyright [BM Corp. 2003, 2007 All Rights Reserved.
ppc-AIX 5.2

El General configuration
El IMS Connect connection configuration

IMS Connect connection configuration
Remove

P 7 Host nickname Host connection data
Connection type IMS
Conversational IMS 0O
Processing
il 5c119ic34 ;ﬁ%fonnecmon Factory imsconn/ASF34IMS9ConnectionFactory
XCode prefix
XCode SC1E
Connection type M5
Conversational IMS .
Processing |
.v.
Ej Done % Local intranet

Click OK to save your changes.

Stop and Start your application in the WebSphere Administrative Console.
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8 Setting up a connection to IMS via WebSphere MQ

Defining a queue connection factory

Open Resources > WebSphere MQ > WebSphere MQ gueue connection factories > New

Enter the name, for example, “MQQueueConnectionFactoryIMSV9” and the JNDI name for the queue
connection factory, for example, mg/MQQueueConnectionFactoryIMSV9.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

: Address |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och | Logout | Suppert | Help

Welcome We ere MQ me ng pro

El 1ms Providers

Default messaging WebSph MO i
p!

WebSphere MQ

Generic

IDEC Providers Configuration

Resource Adapters

Asynchronous beans
General Properties

Schedulers

Cache instances * Scope

Object pool managers

cells:boeuxbs32Node01Cell:nodes:boeuxbs32Node01

Mail Providers

URL Providers e me

Resource Environment Providers

# IJNDI name

LeueConne:tionFa:tDr‘,rIMSVB

Security

Environment
Description

[leueConnactionFactoryIMsVs

System administration
Monitering and Tuning

Troubleshooting

Service integration Category

uDDI

Component-managed suthenticstion alias

[tnene)

Container-managed authentication zlias

[trone)

Guided Activities WebSphere MQ messaging provider ? -Mhelp ]

Servers B Messages

Applications [} additional Properties for this object vill not be available to =dit
until its genaral properties are applied by dicking on =ither Apply or

B Resources oK.

> WebSphere MO gueue connection factories > New

A queus connection factory is used to create connections to the associated JMS provider of IMS
queue destinations, for point-to-point messaging. Use WebSphere MQ queus connaction factory
WS default messaging administrative objects to manage gqueue connection factories for the WebSphere MQ JMS provider.

The additional properties will
not be available until the
general properties for this
item are saved.

Additional Properties

Related Items

Cloze page [

Field help

For field halp
information, select
a field lzbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

=
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Define the MQ specific properties for the queue connection factory:

1. Queue Manager is the target MQ queue manager name, for example, QE71
2. Host is the TCP/IP address of the target MQ, for example, 9.152.87.231
3. Portis the target TCP/IP port number of MQ, for example, 1415

4. Channel is the server-connection channel name of the target MQ, for example,
SYSTEM.DEF.SVRCONN

5. Transport type must be set to CLIENT

|@ WebSphere Administrative Console - Microsoft Internet Explorer u@]ﬂ

i Fle Edit View Favorites Tools Help 1';'

: Address @jhtlp:,"fboeuxbs32:QDSDﬁbmfconsolejsecureﬂognn‘do [Vl Go

T s ==
Welcome lz‘

Guided Activities
Servers
Applications
Bl Resources
B 1Ms Providers
Default messaging
webSphere MQ
Generic
S default messaging
JDEC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Object pool managers
Mail Providers
URL Providers

Resource Environment Providers
Security
Environment
System administration
Monitering and Tuning
Troubleshooting
Service integration

uDDI

Queus manager
[qe71

Host
[3.152.87.231

Port
[1a15

Channel
|SYSTEM .DEF.S5VRCONN

Transport type

Model queue definition

Client ID

CCcsiD

Enable message retention

%A enablad

Enable return methods during shutdown

Local server address

Polling interval
[5000

Rescan interval
[5000

SSL cipher suits

SSL CRL
T

milliseconds

milliseconds

Field help
Indicates
whether =
WebSphere MQ
client TCP/ IP
connection ar
an inter-process
bindings
connection is to
be used to
connect to the
WebSphere MQ
gueus
manager. Inter-
process
bindings may

enly b us=d to [

Page help
More information
about this page

=

€l

Click Apply and save your modifications.

Note:

Ensure that the WebSphere variable MQ_INSTALL_ROOT is set to the value

${WAS_INSTALL_ROOT}/lib/WMQ

© IBM Corporation 2007

‘:J Local intranet

Page 28 of 66



Defining an input and an output queue

Open Resources > WebSphere MQ > WebSphere MQ gueue destinations > New

Enter the name, for example, “MQInputIMSV9” and the JNDI name for the input queue, for example,

mag/MQInputIMSV9.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools

MEX]

: Address |@ http://boeuxbs32: 2060 ibm consale fsecurelogon. do

BCE

Welcome

]

Guided Activities

=

Servers

=]

Applications

o

Resources

E IMS Providers
Default messaging
WebSphere MQ
Genaric
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Object pocl managers
Mail Providers
URL Providers
Rescurce Environment Providers

Security

Environment
System administration
Monitoring and Tuning

Troubleshooting

Service integration

uDDI

Welcome och | Logeut | Support

Help

a
o

WebSphere MQ messaging provider 7 —Mhelp ]

B Messages

G} Additional Properties for this abject vill not be available to =dit
until its genaral proparties ara applied by dlicking on =ither Apply or
oK.

WebSph MO i B ider > WebSphere MO queue destinations > New

Queue destinations provided for point-to-point messaging by the WebSphere MQ IMS provider.
Use WebSphere MQ quaue destination administrative ohjects to manage queus destinations for
the WebSphere MQ IMS provider.

Cenfiguration

The additional properties will
not be available until the
general properties for this
item are saved.

Additional Properties

Generalproeerties
+ Scope
lls:boeuxbs32NodeniCell:nodes:boeuxbs32Node0 1

# Name
[MQInputiMsva

# INDI name
[ma/MQInputiMsys

Description

Category

Persistence

APPLICATION DEFINED [v]

Priority
APPLICATION DEFINED | % I

Close page [[&

Field help

For field help
information, select
a field label or list
marker when the
help cursar
=ppears.

Page help
More information
about this page

=
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Define the MQ specific properties for the input queue:

REPLY.OEUXBS32.ASF3419.

Target client must be set to JMS.

Base queue name is the queue name of the target reply queue, for example,

Base queue manager name is the target queue manager, for example, QE71

|@ WebSphere Administrative Console - Microsoft Internet Explorer

Eile

Edit W¥iew Favorites Tools

: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do

OE&# &

EEHEHEBIDEEA

Welcoms och |  Legeut | Suppert

Welcome

Guided Activities

Servers

Applications

Resources

=

JMS Providers
Diefault messaging
WebSphere MQ
Generic
W5 default messaging

JDBC Providers

Resource Adapters

Asynchronous beans

Schedulers

Cache instances

Ohject pool managers

Mail Broviders

URL Providers

Resource Environment Praviders

Security

Environment

System administration

Monitaring and Tuning

Troubleshooting

Service integration

uDDI

APPLICATION DEFINED [w]

Priarit; )
APPLICATION DEFINED [v]

Specifiad priority

[o

Esepir, ]
APPLICATION DEFINED [w]

Specified expiry

[o

+ Base gueue name

|REDLY.DEUXBSBZ.ASF34IQ

Base gueue manager name

[qE7t

CCsID

[ use native encoding

Integer encoding
Decimal encoding

[Normal ~ [v]
Floating point encoding
IEEENGrma|
Target client

ms [v]

WebSphere MQ Queue Connection Properties

milliseconds

Queue manager host

Field help

The name of the
WebSphere MQ
queue manager to
which messages
are sent.

Page help
More information
about this page

=

Click Apply and save your modifications.
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Open Resources > WebSphere MQ > WebSphere MQ queue destinations > New

Enter the name for example, “MQOutputiIMSV9” and the JNDI name for the output queue, for example,
mag/MQOutputIMSV9.

[@ WebSphere Administrative Console - Microsoft Internet Explorer

-ﬁlm_l

File Edit View Favorites Tools

7

: Address |@ http://boeuxbs 32:9060/ibm console fsecurelogon.do

e

Welcome

Guided Activities
Servers
Applications
E Resources
B M5 Providers
Diefault messaging
WebSphere MG
Generic
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Ohject pool managers
Mail Broviders
URL Providers

Resource Environment Praviders

Security

Environment

System administration

=

Monitaring and Tuning

=

Troubleshooting

=

Service integration

3]

uDDI

Welcoms och |  Legeut | Suppert

Help

ging pr

Sphere MQ me

WebSphere MQ messaging provider ? _Whelp ]

B Messages

OK.

[} additional Properties for this objact will not be available to edit
until its general properties are applied by clicking on either Apply or

WebSphere MO

provider > WebSphere MQ gueue destinations > New

Queue destinations provided for point-to-point messaging by the WebSphere MQ IMS provider.
Use WebSphere MQ gueue destination administrative cbjects to manage queue destinations for

the WebSphere MQ JMS provider.

Configuration

General Properties

# Scope

cellsiboeuxbs22Node0iCellinodes:

boeuxbs32Nodell

* Name
[M@outsutiMsvs ]

# INDI name
[ma/MQoutputiMsva ]

Description

Categary

Persistence

APPLICATION DEFINED [v]
Priori
APPLICATION DEFINED [w

The additional properties will
not be available until the
general properties for this
iterm are saved.

Additional Properties

Close page

[>]

Field help
The JNDI name for
the rescurce.

Page help
More information
about this page

=
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Define the MQ specific properties for the output queue:
1. Base queue name is the queue name of the target query queue, for example,
QUERY.OEUXBS32.ASF34I9.
2. Base queue manager name is the target queue manager, for example, QE71

3. Target client must be set to JMS.

|@ WebSphere Administrative Console - Microsoft Internet Explorer u@ﬂ
: Fle Edit W¥ew Favorites Tools Help I ,'
: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do M -) Go
Welcome och | Logout |  Support | Help
ueicome [aeeLicaTioN peFineD [v] E
Guided Activities Help ]

Priority )
Sarvers APPLICATION DEFINED [v] Field help

— The name of the
Applications Specified priority WebSphere MQ

[o queus manager to
which messages

E 1M5 Providers Expiry ] ars sant.
W
Default messaging _APPLICATION DEFINED [

H #

o

Resources

Page halp
WebSphere MQ Specified expiry More information
Generic |D milliseconds about this page

VS default messaging .
352 queue name

JDBC Providers [query. oEUXES32.A5F3415.
Resource Adapters

Base queue manager name |

[QE74]

Asynchronous baans

Schedulers

Cache instances CCSID

Ohject pool managers
Mail Broviders
URL Providers

Ressurce Envirenment Providers Integer encoding

Security

[ use native encoding

=

Decimal encoding

Environment Normal

System administration

Flosting point encoding
Monitering and Tuning 1EEENormal
Troubleshooting Target client

ms [v]

Service integration

H H B B

=

3]

upDI WebSphere MQ Queue Connection Properties

Queus manager host

Queus manager port =

n

@ ‘ﬂ Local intranet

Click Apply and save your modifications.
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Defining JAAS — J2C authentication data

Open Security > Global Security > J2EE Connector architecture (J2C) authentication data entries >
New

Enter an alias and a valid user ID and password for the MQ connection.

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
i Fle Edit View Favorites Tools Help |
! Address |@ http:/fboeuxbs32:9060/ibm,conscle fsecure logon.do M Ed co
Welcome och | Logout | Support | Help
welcome Glob Close page
Guided Activities Global security ? -Mhelp ]
y
B zvze Global security > J2EE Connector Architecture (12€) authentication data entries > New e
e Specifies an
LSS Specifies a list of user IDs and passwords for Java 2 connector security to use. optional

]

]

Security

Global security
SsL

=

Environment

]

System administration

=

Menitering and Tuning

=

Troublashooting

]

Service integration

=

uDDI

General Properties

#* Alias

[asF 1D

# User ID

[asF

# Password

Description

[ASF MG accesd|

Apply | [OK| [Reset |

Cancel

dascription for the
R : .
e Configuration authentication data

entry. For
example, this
authentication data
entry is used to
connact to DB2.

Page help
More information
about this page

&] pone

Select OK and save your modifications.
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Open Resources > WebSphere MQ > WebSphere MQ queue connection factories >

MQQueueConnectionFactoryIMSV9

Select the created JASS-J2C authentication data in the field Component-managed authentication

alias.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

BEX)
¥

: Address |Q http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och |  Logout | Support |

Welcome

=]

Guided Activities

=

Servers

]

Applications

o

Resgurces

B 1Ms Providers
Default messaging
webSphere MQ
Generic
S default messaging
JDEC Providers
Resource Adapters
Asynchronous beans
Schedulers

Cache instances
Object pool managers
Mail Providers
URL Providers

Resource Environment Providers
Security
Environment

System administration

Monitering and Tuning
Troubleshooting
Service integration

uDDI

Help

@

WebSphere MO messaging provider > WebSphere MO gueue connection factories >

MQQueueConnectionFactory[MSVE

A queue connection factory is used to create connections to the assodated IMS provider of IMS
queus destinations, for point-to-peint messaging. Use WebSphere MG qusue connection factory
administrative objects to manage queus connection factories for the WebSphere MQ IMS provider.

Configuration

General Properties

# Scope

cells:bosuxbs22NodeliCellinodes:boeuxbs22Nodall

Additional Properties

Custom properties

Connection pool

# Name
[M@QueueConnactionFactary]

# INDI name
[ma/MQQueusConnectionFact

Description

]
[~]

Catagery

Component-managed suthentication alias

Container-managed suthentication zlias
[tnone) v

Mapping-configuration sliss
DefaultPrincipalMapping
Queus manager

==

Session pools

Related Items

J2EE Connector
Architecture (12C
authentication dats
entries

Close pags

WebSphera MQ messaging provider ? Moo |

Field help
Provides
authentication for
use when the
component
resource reference
res-auth value is
Application. See
Related Items ->
J2EE Connactor
Architacture (J2C)
authentication data
entries to define a
new alias.

Page help
More information
about this page

Mg

=

&] pone

Click Apply, save your modifications, and restart the WebSphere Application Server.
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Configuring the connections

To define the server-host connections in DocNetworkConfiguration.xml, invoke the servlet application
“connections”, using the Microsoft Internet Explorer.

Add an IMSMQ connection type entry by specifying a host nickname, the MQ connection factory JNDI
you created in Defining a queue connection factory, the MQ input queue JNDI, and the MQ output
queue JNDI you created in Defining an input and an output queue. Specify the IMS transaction

code or the IMS transaction code prefix, and select Conversational IMS processing if your IMS system
is running in conversational mode.

Note:

o If you specify an IMS transaction code prefix xxx, the transaction code for preview requests is
set to xxxV, the transaction code for quick preview requests is set to xxxQ, and the transaction
code for all other requests is set to xxxE.

e |f you specify an IMS transaction code, this transaction code is used for all requests.

|@ ASF Metwork Configuration - Microsoft Internet Explorer [._][i]
{ Fle Edit Vview Favorites Tools Help ‘}'
: Address ﬂj http://boeuxbs32ffenserviet /connections ¥ ﬂ Go

i Lirks @] dedasf(ASF Entry Page) &] dedasf(RAD v7) Portal 5.1 WAS Admin Portal 5.1 (G Portal 6.0 WAS Admin Portsl 6.0 &] dedesf 3.4 4] WAS 6.1 Admin

ASF Network Configuration
V"3.4.10.00 "

Licensed Materials - Property of IBM 5655-002 @ Copyright [BM Corp. 2003, 2007 All Rights Reserved.
ppc-ALX 5.2

=

El El General configuration
El El IMS Connect connection configuration
El IMSMQ connection configuration

IMSMQ connection configuration
Remove

P 7 Host nickname Host connection data

Connection type IMSMQ

Conversational IMS 0O

Processing

?&)fonnection FaCtory mg/MQQueueConnectionFactoryIMSva
0 sc119mq MQ Output Queue INDI mg/MQOutputIMSVa

MQ Input Queue INDI ma/MQInputIMSVa

MQ Wait interval 300

XCode prefix

XCode SCIE )

EjDone

% Local intranet
Click OK to save your changes.

Stop and Start your application in the WebSphere Administrative Console.
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9 Setting up a connection to CICS via the CICS
Transaction Gateway

Defining a J2C connection factory

Open Resources > Resource Adapters > CICS ECI Resource Adapter > J2C connection factories >
New

Enter the name, for example, “ASFConnectionFactory. ASF34SC1” and the JNDI name for the J2C
connection factory, for example, eci/ASFConnectionFactory/ASF34SC1.

|@ WebSphere Administrative Console - Microsoft Internet Explorer
File Edit View

Favorites Tools Help

: Address |@j http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och | Logout | Support | Help
Welcome R Close page [&]
Guidad Activities EESiree e ? - Waelp -
=T B Messages Field help
o The JNDI name
Applications [ additional Properties for this object vill not be available to edit for the
until its general properties are applied by dicking on sither Apply or resource
B Resources oK. . F—
. including any
B 1Ms Providers naming
subcontexts.

Default messaging
webSphere MQ

The name is

Resource
used to link the

s > CICS ECI Resource Adapter > J2C connection factories > New

. The connection factory represents one set of connaection configuration values. Application platform
GEnBLE components such as enterprise beans have resource-ref descriptors that refer to the binding
VS default messaging ConnactionFactory, not the resource adapter. The connection factory is really just a holder of 2 list information.
. of configuration properties. In addition to the arbitrary set of configuration properties defined by The binding
JDEC Providers the vendor of the resource adapter, there are several standard configuration properties that apply associates the
Resource Adapters to the connection factory. These standard properties are used by the J2C connection pool manager resources

defined in the
deployment
Aacrrintar Af Fh:E
Page help

More information
about this page

in the application server run time and are not known by the vendor-supplied rescurce adapter
Asynchronous beans code.

Schedulers

Configuration

Cache instances =
Object pool managers

Mail Providers

General Properties

URL Providers

Resource Environment Providers * Scope

cellsiboeuxbs32NodenlCallinodes:boeuxbs32Node0l
Security

* Name
[connectionFactory.AsF34sCL

Environment

System administration
JMDI name
[eennactionFactory/asFzasC]

Monitering and Tuning

Troubleshooting
Description

Service integration =

uDDI

]

# Connection factory interface

javax.resource.cd.ConnactionFactory [

The additional proparties
vill not be available until

the ganeral properties for

this item are saved.

Additional Properties

Related Items

€

Click Apply and save your modifications.
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Open Resources > Resource Adapters > CICS ECI Resource Adapter > J2C connection factories >
ASFConnectionFactory. ASF34SC1 > Custom Properties

where ASFConnectionFactory.ASF34SC1 is the name of the connection factory created in the
previous step.

Define the CICS Transaction Gateway specific properties for the connection factory:
1. ConnectionURL is the target URL of the CICS Transaction Gateway, for example,
tcp://boerex1.boeblingen.de.ibm.com:2006/

2. PortNumber is the target TCP/IP port number of the CICS Transaction Gateway, for example,
2006

3. ServerName is the name of the target CICS server, for example ,IPVAXCIR

|@ WebSphere Administrative Console - Microsoft Internet Explorer Y= m
{ Fle Edit view Favorites Tools Help |1.'
; Address ﬂ;l http://boeuxbs32:9060/ibm console fsecure logon.do [Vl Go
welcome och Logout Support Hel e

| g | PP | P [t
Welcome Resource adapters Close page
Guided Activities Resource adapters ? —MHelp ]
Sy y
srvers Resourca s > CICS ECI Resource Adapter > J2C connection factories > e et
applications ASFConnectionFactory. ASF345C1 > Custom properties For field help
information, select
B r Custom properties that may be required for rescurce providers and resource factories. For a field lzbel or list
=sources example, most database vendors require additional custom properties for data sources that marker when the
Bl 1MS Providers access the database. help cursor
Dol Nl meneginy Praferences St
WebSpherz MQ o Page help
Generic o More information
) ) about this pags
W5 default messaging Name value Description 3 | Reguired
IDEC Providers TPNName falee
R Adapt:
Ssures Aosprers ClientSacurity falzs
Asynchronous beans
4 ConnectionURL | teps//bosrexi.boeblingen.de.ibm.com: 2006/ false
Schedulers
; KevRingClass false
T e — KeyRingClass false
G KeyRingPassword false
Mail Broviders Password falze
URL Providers BortNumber 2008 Borthumber false
Ressurce Envirenment Providers ServerName [PVAXCIR falee
Security ServerSscurity false
— Tracelevel 1 Tracelevel false
Tranlame false
System administration
Userllame false
Meonitoring and Tuning
Total 12
Troubleshooting
Service integration
uDDI
€] pone ADXWASVE0-2. Ldoc - Micrasoft Ward), %3 Localintranet

Click Apply and save your modifications.
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Defining JAAS — J2C authentication data

Open Security > Global Security > J2EE Connector architecture (J2C) authentication data entries >
New

Enter an alias and a valid user ID and password for the CICS Transaction Gateway connection.

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
i Fle Edit View Favorites Tools Help 1','
: Address |@ http://boeuxbs32:9060/ibm/console fsecure flogon.do M Go
Welcome och | Logout | Support | Help

welcome Global security Close page
Guided Activities Global security ? -Mhelp ]
Sy .
SrEE Global security > J2EE Connector Architecture (12C) authentication data entries > New s :Elp
S Specifies an
Applications Specifies a list of user IDs and passwords for Java 2 connector security to use. optional
description for the
. .
B [e=aimees Configuration authentication data
B Security entry. For
example, this
Global security authentication data
SSL General Properties entry is used to
connect to DBE2.
#* Alias
.
E Envirenment [AsF 1 Page help
Systemn administrstion Mors information
# User ID about this page
Menitering and Tuning |ASF

=

Troubleshooting

=]

Service integration

=

uDDI

#* Password

Description

[ASF cTG accesd

Apply | [OK| [Reset |

Cancel

@ Done

Click OK and save your modifications.
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Open Resources > Resource Adapters > CICS ECI Resource Adapter > J2C connection factories >
ASFConnectionFactory.ASF34SC1

Select the created JASS-J2C authentication data in the field Component-managed authentication
alias.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

: Address |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och | Logout | Support | Help
Welcame Resource adapters
Guided Activities Resource ad s > CICS ECI Resource Adapter > J2C connection factories >
ASFConnectionFactory. ASF245C1
Servers Field help
The connection factory represents one set of connection configuration values. Application ——
Applications components such as enterprise beans have resource-ref descriptors that refer to the =
s i 2 2 5 authentication for
ConnectionFactary, not the resource adapter. The connection factory is really just a holder of a list uze when tha
E Resources of configuration properties. In addition to the arbitrary set of configuration properties defined by
component
the vendor of the resource adapter. there are several standard configuration properties that apply resoEr:E et
Bl IMS Providers to the connection factory. These standard properties are used by the J2C connection pool manager reemuth value is
Default messaging ::r;;2e application server run time and are not known by the vendor-supplied resource adapter Application. Ses
webSphere MQ . Related Items ->
= . " J2EE Connactor
Generic Configuration Architacture (12€)
WS default messaging authentication data
. entries to define a
JDEC Providers new alias.
Resource Adapters General Properties Additional Properties
P: hel
Asynchronous beans * Scope - = ! Mage ?p .
cells: =37 K - —a3oN onnection poo ore information
Schedulers cells:boeuxbs32Nodell1Cell:nodes:boeuxbs32Noded 1 oparties about this page
Cache instances Advanced
Object posl managers # Name connaction
Mail Providers |ASFCDnnEEtanFaEtﬂr‘{.ASFSill factory
. properties
URL Providers JINDI name F——
Resource Envirsnment Providers [eci/AsFConnectionFactary/AS oroperties
Security Description
Environment D Related Items
System administration
Monitoring and Tuning I:‘
Troubleshoating # Connection factory interface
Service integration
Category
uDDI

Component-managed authentication alias

C d auth alias

=

@ Done ‘j Local intranet

Click Apply, save your modifications, and restart the WebSphere Application Server.
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Configuring the connections

To define the server-host connections in DocNetworkConfiguration.xml invoke the servlet application
“connections”, using the Microsoft Internet Explorer.

Add a CICS Transaction Gateway Connection type entry by specifying a host nickname, the J2C

connection factory JNDI you created in Defining a J2C connection factory. Specify the CICS
program name FSNWRFRC.

|@ ASF Network Configuration - Microsoft Internet Explorer u@]
i Fle Edit View Favorites Tools Help

! Address @ http:/fboeuxbs32ffsnserviet/connections [t a i
{Links @] dodasf(ASF Entry Pags) @] dedasfRADVZ) (E Portal 5.1 (53 WS Admin Portal 5.1 () Portal 6.0 £33 WAS Admin Portal 6.0 4] dedasf 3.4 ] WAS 6.1 Admin

ASF Network Configuration
V"3.4.10.00 "

Licensed Materials - Property of IBM 5655-002 @ Copyright IBM Corp. 2003, 2007 All Rights Reserved.
ppc-AIX 5.2

General configuration

IMSMQ connection configuration

El IMS Connect connection configuration

H El CICS Transaction Gateway connection configuration

CICS Transaction Gateway connection configuration
Remove

TS HE Host nickname Host connection data

Connection type CICS
Fl CiSC134ctg ;ﬁ%;onnecuon FaCtory eci/ASFConnectionFactory/ASF345C1

CICS program FSNWRFRC

Connection type CICS
Fl CiDB234ctg ﬁ%fﬁonnection Factory eci/ASFConnectionFactory/ASF34DB2

[]
@j ‘3 Local intranet

Click OK to save your changes.

Stop and Start your application in the WebSphere Administrative Console.
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10 Setting up a connection to CICS via WebSphere MQ

Defining a queue connection factory

Open Resources > WebSphere MQ > WebSphere MQ gueue connection factories > New

Enter the name, for example, “MQQueueConnectionFactoryCiSC1” and the JNDI name for the queue
connection factory, for example, mg/MQQueueConnectionFactoryCiSC1.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do

Welcoms och | Legeut | Suppert | Help

Welcome

Guided Activities
Servers
Applications
E Resources
B M5 Providers
Diefault messaging
WebSphere MG
Generic
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Ohject pool managers
Mail Broviders
URL Providers

Resource Environment Praviders

Security

Environment
System administration
Meonitoring and Tuning

Troubleshooting

Service integration

uDDI

WebSphere MQ messaging provider

B Messages

[} additional Properties for this objact will not be available to edit
until its general properties are applied by clicking on either Apply or

Ci marker when the
help cursor
appears.

WebSphere MO provider > WebSphere MQ gueue connection factories > New
Page help

A gqueue connection factory is used to create connections to the assocated IMS provider of JMS
queue destinations, for point-to-point messaging. Use WebSphere MG gueue connection factory
administrative objects to manage queue connection factories for the WebSphere MQ JMS provider.

Configuration

General Properties

# Scope

cells:bosuxbs22NodeliCellinodes:boeuxbs22Nodall

* Name
jeusConnectionFactaryCisCL

# INDI name
leueConnectionFactoryCisci)

Description

]
[~]

Categary

Compenent-managed suthentication alias

| {none) w

Container-managed suthentication zlias

[tnone) v

Close page [&)]

B T
Field help

For field help
information, select
= field lzbel or list

More information
about this page

The additional properties will
not be available until the
general properties for this
iterm are saved.

Additional Properties

Related Items

=
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Define the MQ specific properties for the queue connection factory:

6. Queue Manager is the target MQ queue manager name, for example, QE71

7. Host is the TCP/IP address of the target MQ, for example, 9.152.87.231

8. Portis the target TCP/IP port number of MQ, for example,1415

9. Channel is the server-connection channel name of the target MQ, for example,
SYSTEM.DEF.SVRCONN.

10. Transport type must be set to CLIENT.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

i Fle Edit View Favorites Tools

[-_J[il"ij

: Address

@;l http://boeuxbs32:9060bm fconsole fsecureflogon.do

i
Mg

Welcome
Guided Activities
Servers
Applications
Bl Resources
B 1Ms Providers
Default messaging
webSphere MQ
Generic
S default messaging
JDEC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Object pool managers
Mail Providers
URL Providers

Resource Environment Providers

]

Security

]

Environment

=

System administration

=]

Monitoring and Tuning

=

Troubleshooting

]

Service integration

]

uDDI

Welcome och | Logeut | Support |

# INDI name
ieueConnectionFactoryCisci|

Description

Catagery

Compenent-managed suthentication alias
w

| {none)

&
[~]

Contsiner-managed authentication slias

[tnone)

[oe]

Mapping-configuration slias

Quaue manager
[qE71

Host
[3.152.87.231

Port
[1a15

Channel
|SYSTEM -DEF.SVRCONN

Transport type

Model queue definition

Client ID

CcCcsiD

Related Items

B =
I!E_B

Field help
Indicates
whether =
WebSphere MQ
client TCP/ IP
connection ar
an inter-process
bindings
connection is to I
be used to
connect to the
WebSphere MQ
gueus
manager. Inter-
process
bindings may

enly b us=d to [

Page help
More information
about this page

€l

Click Apply and save your modifications.

Note:

Ensure that the WebSphere variable MQ_INSTALL_ROOT is set to the value

${WAS_INSTALL_ROOT}/lib/WMQ
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Defining an input and an output Queue

Open Resources > WebSphere MQ > WebSphere MQ gueue destinations > New

Enter the name, for example, “MQInputCiSC1” and the JNDI name for the input queue, for example,

mag/MQInputCiSC1.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools

: Address |@ http://boeuxbs32: 2060 ibm consale fsecurelogon. do

Welcome och | Logout |

Welcome

]

Guided Activities

=

Servers

=]

Applications

o

Resources

E IMS Providers
Default messaging
WebSphere MQ
Genaric
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Object pocl managers
Mail Providers
URL Providers
Rescurce Environment Providers

Security

Environment
System administration
Monitoring and Tuning

Troubleshooting

Service integration

uDDI

Suppert

Help

WebSphere MQ messaging provider 7 —Mhelp ]

B Messages

oK.

G} Additional Properties for this abject vill not be available to =dit
until its genaral proparties ara applied by dlicking on =ither Apply or

WebSph MO ing pi id

the WebSphere MQ IMS provider.

Cenfiguration

> WebSphere MO queue destinations > New

Queue destinations provided for point-to-point messaging by the WebSphere MG IMS provider.
Use WebSphere MQ gueue destination administrative objects to manage queus destinations for

General Properties

* Scope

lls:boeuxbs32NodeniCell:nodes:boeuxbs32Node0 1

# Name

[M@Inputcisct

# JNDI name

[ma/MQInputcisct

Description

Category

Persistence

APPLICATION DEFINED [v]
Pricrit
APPLICATION DEFINED |w |

The additional properties will
not be available until the
general properties for this
item are saved.

Additional Properties

Close page [[&

Field help
The JNDI name for
the resource.

Page help
More infermation
about this page

=
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Define the MQ specific properties for the input queue:

4. Base queue name is the queue name of the target reply queue, for example,
REPLY.OEUXBS32.ASF34SC1.

5. Base queue manager name is the target queue manager, for example, QE71

6. Target client must be set to JMS.

|@ WebSphere Administrative Console - Microsoft Internet Explorer Y= m
{ Fle Edit view Favorites Tools Help I ,'
: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do M .-) Go
Welcome och | Logout | Support | Help
welcome e mmEmu = E
*
Guided Actvties 2222 vens nee [T —
|REPLY. OEUXB532.A5F345C1
Servers Field help

Base gueue manager name

— The name of the
Applications [qe71 WebSphere MQ

queus manager to

Bl Resources ESD which messages
B 1ms Providers [ are sent.
Diefault messaging
[ use native encoding Paga halp
WebSphere MQ More information
Generic Integer encoding about this page
VS default messaging [Hormal [v]
JDEC Providers Decimal encading

R —

Asynchi b
e Floating point encading
Echadier IEEENormal
Cache instances
. Target client
Ohject pool managers BhE -
Mail Providers ! |
URL Providers

Resource Environment Praviders

WebSphere M ueue Connection Properties

Queue manager host

Security

Environment
Qusus manager port

System administration [o

Meonitoring and Tuning Server connection channel name

Troubleshooting
User ID

Service integration

uDDI

Apply | [0K| [Reset| [ Cancel =
@ ‘ﬂ Local intranet

Click Apply and save your modifications.
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Open Resources > WebSphere MQ > WebSphere MQ gueue destinations > New

Enter the name, for example, “MQOutputCiSC1” and the JNDI name for the output queue, for
example, mg/MQOutputCiSC1.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools

: Address |@ http://boeuxbs 32:9060/ibm console fsecurelogon.do

Welcome
Guided Activities
Servers
Applications
E Resources
B M5 Providers
Diefault messaging
WebSphere MQ
Generic
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Ohject pool managers
Mail Broviders
URL Providers

Resource Enviranment Providers
Security
Environment

System administration

Monitaring and Tuning
Troubleshooting
Service integration

uDDI

Welcoms och |  Legeut | Suppert

Help

phere MQ messaging provider

WebSphere MQ messaging provider ? _Whelp ]

B Messages

[} additional Properties for this objact will not be available to edit
until its general properties are applied by clicking on either Apply or
OK.

WebSphere MO provider > WebSphere MQ gueue destinations > New

Queue destinations provided for point-to-point messaging by the WebSphere MQ IMS provider.
Use WebSphere MQ gueue destination administrative cbjects to manage queue destinations for
the WebSphere MQ IMS provider.

Configuration
The additional properties will

General Properties
not be available until the

* Scope general properties for this
cellsiboeuxbs32Node0iCellinodesbosuxbs22Nodell item are saved.

Addi nal Properties

# Name
[M@outputcisct

# INDI name
[ma/MQoutputcisc

Description

Categary

Persistence

APPLICATION DEFINED [v]
Priori
APPLICATION DEFINED [w

Close page [&)]

Field help

For field help
information, select
= field lzbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

=
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Define the MQ specific properties for the output queue:

4. Base queue name is the queue name of the target query queue, for example,

QUERY.OEUXBS32.ASF34SC1.

5. Base queue manager name is the target queue manager, for example, QE71

6. Target client must be set to JMS.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

! Fle Edit View Favorites Tools

: Address |€| http://boeuxbs 32:9060/ibm console fsecurelogon.do

Welcome

=

Guided Activities

=

Servers

=

Applications

o

Resources
B M5 Providers
Diefault messaging
WebSphere MG
Generic
W5 default messaging
JDBC Providers
Resource Adapters
Asynchronous beans
Schedulers
Cache instances
Ohject pool managers
Mail Broviders
URL Providers

Resource Enviranment Providers
Security
Environment
System administration
Meonitoring and Tuning
Troubleshooting
Service integration

uDDI

Walcoms och | Logeut | Suppert |

u nnEeLUnUs

+ Base queus name
|[QuErY.0EUXESE2.ASF345CL

Ease gueue manager name
[qE7t

CCsID

[ use native encoding
Integer encoding
Decimal ancading
Mrormer T3]

Floating point encoding
IEEENGrmal
Target client

WebSphere MQ Queue Connection Properties

Qusus manager host

Queus manager port
lo

Server connection channel name

2pply | [0K| [ Reset | [ cancal

Field help

For field help
information, select
= field lzbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

=

Click Apply and save your modifications.
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Defining JAAS — J2C authentication data

Open Security > Global Security > J2EE Connector architecture (J2C) authentication data entries >
New

Enter an alias and a valid User ID and password for the MQ connection.

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
i Fle Edit View Favorites Tools Help |
! Address |@ http:/fboeuxbs32:9060/ibm,conscle fsecure logon.do M Ed co
Welcome och | Logout | Support | Help
welcome Glob Close page
Guided Activities Global security ? -Mhelp ]
y
B zvze Global security > J2EE Connector Architecture (12€) authentication data entries > New e
e Specifies an
LSS Specifies a list of user IDs and passwords for Java 2 connector security to use. optional

]

]

Security

Global security
SsL

=

Environment

]

System administration

=

Menitering and Tuning

=

Troublashooting

]

Service integration

=

uDDI

General Properties

#* Alias

[asF 1D

# User ID

[asF

# Password

Description

[ASF MG accesd|

Apply | [OK| [Reset |

Cancel

dascription for the
R : .
e Configuration authentication data

entry. For
example, this
authentication data
entry is used to
connact to DB2.

Page help
More information
about this page

&] pone

Click OK and save your modifications.
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Open Resources > WebSphere MQ > WebSphere MQ queue connection factories >

MQQueueConnectionFactoryCiSC1

Select the created JASS-J2C authentication data in the field Component-managed authentication

alias.

|@ WebSphere Administrative Console - Microsoft Internet Explorer

File Edit View Favorites Tools Help

BEX)
¥

: Address |Q http://boeuxbs32:9060bm fconsole fsecureflogon.do

Welcome och |  Logout | Support |

Welcome

=]

Guided Activities

=

Servers

]

Applications

o

Resgurces

B 1Ms Providers
Default messaging
webSphere MQ
Generic
S default messaging
JDEC Providers
Resource Adapters
Asynchronous beans
Schedulers

Cache instances
Object pool managers
Mail Providers
URL Providers

Resource Environment Providers
Security
Environment

System administration

Monitering and Tuning
Troubleshooting
Service integration

uDDI

Help

@

WebSphere MO messaging provider > WebSphere MO gueue connection factories >

MQQueueConnectionFactoryCiSC1

A queue connection factory is used to create connections to the assodated IMS provider of IMS
queus destinations, for point-to-peint messaging. Use WebSphere MG qusue connection factory
administrative objects to manage queus connection factories for the WebSphere MQ IMS provider.

Configuration

General Properties

# Scope

cells:bosuxbs22NodeliCellinodes:boeuxbs22Nodall

Additional Properties

Custom properties

Connection pool

# Name
[M@GueueConnactionFactaryd

# INDI name
[ma/MQQueusConnectionFact

Description

]
[~]

Catagery

Component-managed suthentication alias

Container-managed suthentication zlias
[tnone) v

Mapping-configuration sliss
DefaultPrincipalMapping
Queus manager

==

Session pools

Related Items

J2EE Connector
Architecture (12C
authentication dats
entries

Close pags

WebSphera MQ messaging provider ? Moo |

Field help
Provides
authentication for
use when the
component
resource reference
res-auth value is
Application. See
Related Items ->
J2EE Connactor
Architacture (J2C)
authentication data
entries to define a
new alias.

Page help
More information
about this page

Mg

=

&] pone

Click Apply, save your modifications, and restart the WebSphere Application Server.
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Configuring the connections

To define the server-host connections in DocNetworkConfiguration.xml invoke the servlet application
“Connections”, using the Microsoft Internet Explorer.

Add a CICSMQ connection type entry by specifying a host nickname, the MQ connection factory JNDI
you created in Defining a queue connection factory, the MQ input queue JNDI, and MQ output
queue JNDI you created in Defining an input and an output queue.

|@ ASF Metwork Configuration - Microsoft Internet Explorer u@]
: Fle Edit View Favorites Tools Help ','
| Address @j http://boeuxbs32/fsnservietfconnections :v a Go

i Lirks 8] dedasf(ASF Entry Page) @] dedasf(RAD V7) Portal 5.1 WAS Admin Portal 5.1 (@) Portal 6.0 WAS Admin Portal 6.0 (&] dedasf 3.4 @] WAS 6. 1 Admin

ASF Network Configuration
V"3.4.10.00 "

Licensed Materials - Property of IBM 5655-002 © Copyright [BM Corp. 2003, 2007 All Rights Reserved.
ppc-AIX 5.2

General configuration
IMS Connect connection configuration

IMSMQ connection configuration

EEEE
ninjoin

CICS Transaction Gateway connection configuration

El El CICSMQ connection configuration

CICSMQ connection configuration
Remove

TS Host nickname Host connection data
Connection type CICSMQ
yh%fionnection Factory mg/MQQueueConnectionFactoryCiSC1
MQ Output Queue INDI ma/MQOutputCiSC1
O CisCimg
MQ Input Queue JNDI ma/MQInputCisC1
MQ Wait interval 300
CICS program FSNWRFRC =
@ ‘3 Local intranet

Click OK to save your changes.

Stop and Start your application in the WebSphere Administrative Console.
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11 Activating dictionaries for spell checking

To activate the dictionaries for spell checking invoke the servlet application “config”, using the
Microsoft Internet Explorer. Ask the ASF administrator(s) which dictionaries should be active.

|@ ASF Server Configuration - Microsoft Internet Explorer [._][i]
{ Fle Edit Vview Favorites Tools Help ]
S ﬂj http://boeuxbs32/fenserviet config :V . Go
i Lirks @] dedasf(ASF Entry Page) &] dedasf(RAD v7) Portal 5.1 WAS Admin Portal 5.1 (G Portal 6.0 WAS Admin Portsl 6.0 &] dedesf 3.4 4] WAS 6.1 Admin
L1 1 ™= ~

. El Document conversion

Logging

Tracing
Security

ASF servlet

- El Dictionaries

Spell check enabled

] [ [ B E E
EREN

Dictionaries

Dictionary path

Danish

Swiss German

German (New spelling)
German (0Old spelling)
UK English

Us English

Spanish
Dictionaries Canadien French
French

Dutch Traditional

< ;
@ (2) Internet Explorer 3 Local intranet

Click OK.

Stop and Start your application using the WebSphere Administrative Console.
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12 Using one set of configuration files

If you are running fsnservlet in a multi-node environment or you have more than one instance of
fsnservlet but you want to use only one set of configuration files, perform the following steps:

e Create two WebSphere variables.

Open Environment > WebSphere Variables > New

Create the variables DC4ASF_CONFIGHOME and DC4ASF_DATAHOME and set the values
to, for example, /usr2/WebSphere/AppServer60/dcdasfhome/confighome and
/usr2/WebSphere/AppServer60/dcd4asthome/datahome

|@ WebSphere Administrative Console - Microsoft Internet Explorer o = m
i Fle Edit View Favorites Tools Help 1';'
! Address @j http:/fboeuxbs32:9060/ibm,conscle fsecure logon.do [Vl Go
wel h Logout Support Hel o008 g

elcome och | cgout | uppo | elp
welcome ebSphere Variables Close page
Guidad Activities websphere Variables ? - Waelp -
Sy .
= WebSphere Variables > New e e
Applications SRt o R ) _ . For field halp
ubstitution variables allow specifying a level of indirection for values defined in the system, such information, select
" as filesystemn roots. Variables can be defined at the server, node, or cell level. When variables in a field Izbel or list
ESources, different scopes have the same name, the order of resolution is server variables, then node marker when the
Security variables, then cell variables. help curser
- - appears.
El Environment Configuration
Page help

Virtual Hosts More information

WebSphere Variables : about this page
Shared Libraries Seneral Properties

Replication demains * Name
[pcassF_conrFicHomME

Naming

vzlue

=

Syst dministrati
Lesonn S s [60/dc4asfhome/confighame

=]

Monitoring and Tuning o "
escription

Troubleshooting D

H =

Service integration

uDDI =]
Apply m Resst Cancell

]

:Ej ‘ﬁ Local intranet
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e Create the following three directories:

$(CONFIG_HOME)

For example, /usr2/WebSphere/AppServer60/dcd4asfhome/confighome
$(DATA_HOME)/log

For example, usr2/WebSphere/AppServer60/dcd4asfhome/datahome/log
$(DATA_HOME)/preview

For example, usr2/WebSphere/AppServer60/dcd4asfhome/datahome/preview

e Copy the following configuration files:

DocConfiguration.xml
DocNetworkConfiguration.xml
DocXSLConversion.xml
DocSpellCheckConfiguration.xml

from
to $(CONFIG_HOME)

« Change the configuration.xml as follows:

<Network>
<ConfigFile=$(CONFIG_HOME)/DocNetworkConfiguration.xml</ConfigFile>
</Network>
<XSLConversion>
<HTMLPath>xsl</HTMLPath>
<ConfigFile=$(CONFIG_HOME)/DocXSLConversion.xml</ConfigFile>
</XSLConversion>

<lLogging enable="Y">
<GenericName>$(DATA_HOME)/log/logfile</GenericName>
<Extension>.log</Extension>
<NumberOfGenerations>10</NumberOfGenerations>
<Filesize>3096</Filesize>
<Recordlength>330</Recordlength>

</Logging>

<Tracing enable="Y" sessiontrace="N">
<GenericName>$(DATA_HOME)/log/trcfile</GenericName=>
<Extension>.trc</Extension>
<Recordlength>3300</Recordlength>
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13 Protecting access to the configuration servlets

To restrict access to the configuration servlets (config and connections) for fsnservlet the following
prerequisite must be met:

e “Global Security” of the WebSphere Application Server (WAS) is enabled.

For more information on “Global Security” refer to the online help of the “WebSphere
Application Server (Distributed platforms and AlX), Version 6.0".

Open Applications > Enterprise Applications > fsnservletEAR > Map Security roles to users/groups

Select the role “dc4asfconfig” and click Lookup users.

Enter a limit and a search pattern for users and click Search.

Select the users and click on the arrows to move the users to the “Selected” list.
Click OK.

Then click Lookup groups.

Enter a limit and a search pattern for groups and click Search.

Select those groups to which the selected users belong and click on the arrows to move the groups to
the “Selected” list.

Click OK twice.
|@ WebSphere Administrative Console - Microsoft Internet Explorer - || & ﬂ
: Fle Edit View Favorites Tools Help |','
i Address g‘lhth::ffboeuxbs32:QDSDﬂbmfconsolefsacureﬂognn‘do [VI Go
wel h Logout 5 t Hel M
welcame Enterprise Applications Close page [
Guided Activities Enterprise Applications ? -Mhele ]
E "
8 =nz= Enterprise Applications > fsnservletEAR > Map security roles to users/groups > Look up users or Field help
B o e groups For field help

information, select
Specifies whether to look up users and/or groups. a field lzabel or list
marker when the

The following roles are mapped to the items in the selected list. help cursor

appears.
Resources [a]

m dcaazsfoonfig
= Page help
Security D More information

Environment about this page

Enterprise Applications
Install Mew Applicaticn

E B #

To search for users or groups, type in a limit (number) and a search pattern (such as a*) and
click the "Search” button:

]

System administration

=

Monitaring and Tuning
limit (number of itams)
Troubleshooting 20

H #

Service integration
Search String

:

Select users or groups below in the "Available" list. Move them to the "Selected” list by clicking
on the => button.

Available: slected:
root -~ och

3]

uDDI

dasmon
bin
sys

adm
uucp
guest
nobody
Ipd

Ip
invscout
snapp
ipsec
nuucp
imnadm
smun

Ibl47 E‘

{Ej ‘j Local intranet
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Save the changes to the master configuration, then Stop and_Start the WebSphere Application Server.

To verify that the security implementation was successful, launch both the configuration servlet (config)
and the network configuration servlet (connections). You will be prompted for your user ID and
password.
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14 Print Preview Configuration

AFP Resources

To make the AFP resources (page segments and overlays) available on the server for resolution
during “Print Preview” requests perform the following steps:

e Copy the page segments from the host system (for example via ftp) to the directory:

The page segments must have the extension “psg” (lower case and the names must be
in upper case).

e Copy the overlays from the host system (for example via ftp) to the directory:

The overlays must have the extension “oly” (lower case and the names must be in upper
case).

e To define the server URL in DocConfiguration.xml invoke the servlet application “config®,
using the Microsoft Internet Explorer. Specify your server URL in the Preview AFP Section.

|@ ASF Server Configuration - Microsoft Internet Explorer [._][i]

{ Fle Edit view Favorites Tools Help 1?

: Address http://boeuxbs 32 fanserviet/ [ a Go
ASF servlet )

Default language

Session cleanup period
{min)

Session maximum age
(min)

Replace session on resign-
onp ¢

Performance check enabled | [

Preview HTML
path

preview
Transformation list
Selection Values

Extension afp

Transformation
class

Transformation
iy path

Transformation
Preview command

URL http://boeuxbs3z/fsnservlet/getafpres.dcda =

Ej % Local intranet

Click OK to save your changes.
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Using the AFP Viewer or a PDF viewer

To define which viewer to use for print preview (for AFP or PDF format) in the DocConfiguration.xml
file, invoke the servlet application “config“, using the Microsoft Internet Explorer. Specify the default
type in the Preview Section by clicking the check box.

AFP default sample:

E ASF Server Configuration - Microsoft Internet Explorer =

: Fle Edit View Favorites Tools Help ?
: Address | http://boeuxbs32ffenserviet/ M €
| ASF servlet ]
da
de
Default language P
fr
nl
Session cleanup period
(min)
Session maximum age =
(min)
Replace session on resign-
v
on
| Performance check enabled | O
Preview HTML | review =
path 2
| Transformation list
| Selection | Values
| Extension | L
Transformation | |
class
Transformation
path | |
Transformation | |
Preview command
| URL | |http:,-'fboeuxbs32ffsnservle:,'getafpres‘dc4a| v
@ ‘3 Local intranet
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If you have chosen to transform from AFP to PDF, you must also specify what conversion software
you are using or where it is installed in the Preview Section (Transformation Class, Transformation

path, or Transformation command).

For example, a PDF transform setting could look as follows:

|@ ASF Server Configuration - Microsoft Internet Explorer u@]
: Flle Edit WVew Favorites Tools Help l';'
: Address http:/fboeuxbs32ffsnserviet/ i a Go

Selection

[ /aFe

Preview

El El Dictionaries
El El Customer specific data

Extension

Transformation
class

Transformation
path

Transformation
command

URL

Extension

Transformation
class

Transformation
path

Transformation
command

URL

Values

afp

~

http://boeuxbs32/fsnserviet/getafpres.dcda

pdf

com.ibm.doc.conversions.DocCommandLineT

|/usr2/1BM/AFP2PDF /makepdf

&l

Note:

‘3 Local intranet

There is also an API parameter called docprvform that you can use to determine a print preview
transform other than the configured default transform. For more information refer to the “Document
Connect for ASF Client Integration Guide and Reference”.
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15 Applying maintenance

Copy the zip file containing the maintenance into a directory:

/usr/swrepository/dcdasf/wase0/war/ptfs

Open the WebSphere Administrative Console:

Open Application >Enterprise Application

Stop the application fsnservietEAR.
Select the application fsnservletEAR and enter Update.

l@ WebSphere Administrative Console - Microsoft Internet Explorer o =
i Flle Edit View Favorites Tools Help ?
: Address |@ http://boeuxbs32:9060bm fconsole fsecureflogon.do M el

‘Lrks @] dedasf(ASF Entry Page) (&) dctasf(RAD V7) Portal 5.1 VWAS Admin Portal 5.1 () Portal 6.0 WAS Admin Portal 5.0 ¢&] dedasf 3.4 48] WAS 6.1 Admin

Welcome och | Logout | Support | Help
welcome Enterprize Applications Close page | .
Guided Activities £
Servers B Messages
E Applications [} Application fsnservdetEAR on server serverl and node boeuxbs32Hode0l stopped

successfully.

Enterprise Applications

Install Mew Applicaticn

Enterprise Applications

]

Resources
Lists installed applications. & single application can be deployed onte multiple servars.

]

Security
Preferences

eyetem admimistration [ Install | [ uninstall | [ Update | [ Rollout Update | | Remove File | | Export | | Export DDL

Monitaring and Tuning Tf 2 )

=

Environment

=]

=

]

Troublesheoting Select| Name & Status ()

]

Service integration Defaultfpplication

a

=

UDD] fznserlstEAR

[

iGvi221

iBwi222

igvi223

isvizz4

i6wi225

iBvi226

iBv1227

AR

i6vi231

K1 | IIlE|

@ ‘& Local intranet

Ooo|o|oo|o|oio

© IBM Corporation 2007 Page 58 of 66



Enter the path (local path or server path) where the new DC4ASF zip file is located:

/usr/swrepository/dcdasf/wase0/war/ptfs/docnnnn.zip

|@ WebSphere Administrative Console - Microsoft Internet Explorer

Eile

Edit  View

Favorites

Tools  Help

u@g

| Address |@ http://boeuxbs 32:9060,ibm console fsecure logon.do
i Links @] dcdasf(ASF Entry Page) &] dcdasfRADV7) € Portal 5.1 (23 WAS Admin Portal 5.1 () Portal 6.0 &5 WAS Admin Portal 6.0 ] dedasf 3.4 &) WAS 6.1 Admin

MEe

HEHEEEBEHBDBH

Walcome och |

Logout |

Welcome
Guided Activities
Servers
Applications
Enterprise Applications
Install Mew Application
Resgurces
Security
Environment
System administration
Monitoring and Tuning
Troubleshooting
Service integration

upDDI

Suppert | Help

se Applications

Preparing for the application installation

Spacify the EAR, WAR or JAR module to upload and install.

@

Q

O

Application to be updstad:
fsnservietEAR

Application update options

Full application

Select this option to replace the enterprise archive (*.ear) file for an installed spplication.
The uploaded =nterprise archive replaces the existing installed application.

Upload the replacement application.

O Local file system

@ Remots file system

Specify path

[irepository] deaast/vas60/ var ptfs/ docannn.zip]

Context root
Used only for standalone Web modules (.war files)

Single module

Select this option to update an existing medule or to add a new module to the application.

If the relative path to the module matches an existing path to a2 module in the installed
zpplicztion, the uploaded maduls replaces the existing maoduls. If the relative path to the
module dees not exist in the installed =pplication, the uploaded module is 2dded to the
2pplicztion.

Single file

Selact this option to update an existing file or to add = naw file to the application. If the
relative path to the file matches an existing path to a file in the installed application, the

Close pags

Field help
For field help
information, select
a field |zbel or list
marker when the
help cursor
appears.

Page help
More information
about this page

=

‘a Local intranet

On each of the next panels click Next and finally click Finish. After the update of the application has
completed, save the master configuration.

Open Applications > Enterprise Application and select your application fsnservletTestEAR. Click Start
to restart the application.
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16 The Conversion Toolkit

The Document Connect for ASF Conversion Toolkit provides a convenient way to verify the
DCFto HTML and HTML to DCF conversions, and to test modifications to the

DocX SL Conversion.xml file and any new custom conversion directives added to the
doccustoml.xsl and doccustom2.xdl files.

The toolkit runs on Windows and takes you through the conversion steps from DCF (stored in
the txt file) to XHTML (for display in the browser or editor) and back again to DCF, ready for
storing in ASF.

The tool writes all the intermediate formats to disk for inspection and, if you have an XML
Development Tool, like Altova XMLSPY/, you can also test and debug your custom
styleshests.

Hardware and software requirements

To run the toolkit you need Windows 2000 or Windows X P, and a Java Runtime Environment
(JRE) V1.3.1 or higher. Y ou can obtain the JRE at the Sun Java page (http://[ava.sun.com).

Download and install the JRE. After you have successfully installed the JRE, a Windows
environment variable needs to be set. Select Control Panel->System->Advanced-
>Environment Variables. The name of the variableis JAVA_HOME and its value must be set
to theinstall directory of the JRE.

Installing the toolkit

Thetoolkit is provided as azip file. This zip file contains everything you need to run the
toolkit, given that the installed JRE is operational and the JAVA_HOME environment
variable has been set correctly. To install and adapt the toolkit:

1. Download the zip-file to a temporary directory.
2. Unzip the file to a disk drive and directory of your choice; the zip file contains the root
directory of the toolkit.

Assume you have unzipped the toolkit to the root of drive F. Then the structure will look as
follows:

Directory of F:\dcdasftool kit

2004- 04-28 11:57 <Dl R>
2004- 04-28 11:57 <Dl R> .
2004- 04-28 11:50 <Dl R> bi n

2004-04-28 11:50 <Dl R> config

2004-04-28 11:50 <Dl R> | og

2004-04-28 11:50 <Dl R> resour ces

2004-04-28 11:50 <Dl R> Test Dat a

2004-04-28 11:50 <Dl R> WWW

2004-03-09 13:09 251 xtool kit. bat
1 File(s) 251 bytes

The dcdasftoolkit root directory contains a bat file, which is used to run the toolkit, and the
following sub directories:
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http://java.sun.com/

1. /bin: The bin subdirectory contains all jar files required to run the toolkit. The most
important file is the docserver.jar file which is the main Document Connect for ASF
executable. It is exactly the same as the docserver.jar used by the Document Connect
for ASF Web server application. You should replace it with the latest version from your
Web server.

3. /bin/java: This subdirectory contains the jar files needed for the XML conversions.
They are not part of Document Connect for ASF. You can replace these with the latest
versions from your Web server.

4. [config: This subdirectory contains the configuration files necessary to run the toolkit.
The DocXSLConversion.xml file is the one used by the toolkit. To test your changes to
the DocXSLConversion.xml file, copy your active DocConfiguration.xml file from the
Web server and then modify it.

5. [resources: This subdirectory contains the resource files used by the toolkit. There is

no need to modify these files. However, if you want to you can copy the resource files

from your Web application server.

/log: The log subdirectory contains traces and logs created during your tests.

ltestdata: This subdirectory contains an example paragraph used only for the

installation verification.

8. /wwwi/xsl: This subdirectory contains the xslt stylesheets used by the toolkit. These
files must be replaced with the files that have the same names as the files from your
Web application server.

No

To verify the installation, open a Command Prompt window in your toolkit installation
directory and type:

xtool kit ./Testdata/mni/text.txt

Y ou should then see something like this:

khkhkkhkhkhhhkhhhhhhhhhhhhhhdhhhhdhhhdhhhhhhhhhhhhhhhhdhhhddhdhdhrddhrrdrkdx*

| BM Docunent Connect for ASF Conversion Tool kit
(O COPYRI GHT International Business Machines Corp. 2003, 2007

Al Rights Reserved
Li censed Materials - Property of |BM

US Government Users Restricted Rights - Use, duplication or
di sclosure restricted by GSA ADP Schedul e Contract with I BM Corp.

khkkhkkhkkhkhhhkhhhhhhhhhhhdhhhdhhhhhhhdhhhhhhhhhhhhhhhdhhhdhdhddhrddrrdrxd*x

W ndows XP, Version 5.1
Docunent Connect for ASF Build Nunber: 3.4.10.00
Xal an Version: XSLT4J Java 2.5.4

******St art******

Clearing the trace Dir=.\1o0g

2 files deleted from.\Ilog

00000 start---File: .\testdata\m ni\text.txt
00000 done----File: .\testdata\m ni\text.txt

******[bne*******

If you see a start and done line, you have successfully installed the toolkit, and your
/Testdata/mini subdirectory contains the conversion results and all intermediate data streams
created during the conversion.

Directory of F:\dcdasftool kit\Test Data\m ni
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2004-04-28 11:50 <Dl R>
2004-04-28 11:50 <Dl R> -
2004-03-09 11:54 5 text.txt

2004-04-28 12:25 3,785 text.txt.htm
2004-04-28 12:25 3,785 text.txt.htm . xnl
2004-04-28 12:25 1,534 text.txtdcfdoc.xm
2004-04-28 12:25 31 text.txtdcflines.txt
2004-04-28 12:25 20 text.txtdcfout.xm
2004-04-28 12:25 3, 653 text.txtEdi Doc. xni
2004-04-28 12:25 34 text.txtente.xm
2004-04-28 12:25 4,563 text.txtLC txt

Now you are ready to use the Document Connect for ASF Conversion Toolkit.

Using the toolkit

Thetoolkit is invoked using the batch file xtoolkit.bat. The only parameter is the name of the
input file. It must be the file name including the full or relative path. All other parameter
settings and the Java classpath setting are done by the batch file.

All output created by the toolkit is written to the directory of the source file. Therefore, if you
are planning to set up atest and development environment, you should organize the directory
structure of your source files carefully.

16.1.1 Organizing your test data

The best way to organize the test datais to set up a Testdata root directory, with
subdirectories for every paragraph you want to test; thisis the way it has been donein the
installation verification sample as well. The name of the paragraph is mini. Under the
directory Testdata, you will find a directory named mini and the actual paragraphisin afile
named text.txt.

This guarantees that all the test results are in the same place, and that you can run mass tests,
where all test results are preserved and easy to find.

16.1.2 Running a single conversion

A single conversion is run by invoking the xtoolkit.bat file with the name of the file. The steps
involved and what to do with the intermediate files is described using the installation
verification sample:

1. Open a Command Prompt window in the toolkit install directory.

2. Type xtoolkit <filename>.

3. After the conversion has completed, change to the directory that contains the source
file and check the results.

The result files have the following function and meaning:

File Description What to do with that file

text.txt Input file Thisisthe original test data. When you modify this using atext
editor, you can see how the changed input is mapped to the editor
and how it is converted back.

Compare these results to the outbound conversion result file
text.txt.dcflines.txt.
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File Description What to do with that file
text.txtentexml EnTefile; text.txt Thisis an intermediate file and should not be touched.
converted to <EnTe>
XML
text.txtdcfdoc.xml DCFDocument XML Thisisthe result of the Java parser DocASFDCFDocument. It isthe
file input to the docd2h.xdl styleshest.
When you are testing custom conversion directions in
doccustoml.xdl, you can load thisfile into your XML Development
Environment (for instance Altova XML Spy) and apply docd2h.xdl,
which includes and invokes doccustoml.xsl.
text.txt.ntml XHTML file loaded Thisisthe docd2h.xdl (including doccustom1.xsl) conversion resullt.

into the editor

Thisisthe data stream that is loaded into the editor.

Y ou can use Microsoft Internet Explore to see how the datawill
appear in the editor.

text.txt.html.xml

XHTML file loaded
into the editor

Thisis the same as the text.txt.html; it only has a different file
extension for more convenient processing using an XML editor.

Y ou can load thisfile into your XML Development Environment
(for instance into Altova XML Spy) to inspect the resulting XML
structure.

text.txtEdiDoc.xml

Purified editor result

Thisisthe result of the DocASFH2D .java purification. It should be
the same as text.txt.html.xml.

Y ou can load thisfileinto your XML Development Environment
(for instance into Altova XML Spy) and can apply the doch2d.xsl —
which includes and loads doccustom2.xsl. Thisfile can be used to
test and debug your styleshest.

text.txtdcfout.xml

doch2d.xdl output

Thisisthe result of the doch2d.xsl (including doccustom?2.xsl)
conversion.

Thisfileis an intermediate file.

text.txtdcflines.txt

DCF/GML output

Thisisthe result of the roundtrip conversion (excluding the HTML)
that gets sent back to the host.

Y ou can load thisfileinto atext editor and compare it with the
original text.txt.

text.txtL C.txt LINE commands Thisfile contains the LINE commands that would be sent to the
host.
There is nothing you can do with thisfile.

16.1.3 Running a mass conversion

The toolkit supports running mass conversions. If you pass the toolkit afilelist, it will convert
al of thefilesin that list. Filelists can easily be created using the dir command in a
Command Prompt window. Assuming you named all input files text.txt, you need to do the

following:

1. Open a Command Prompt window in your TestData root directory.
2. Enterdir text.txt /s /b > masstest.filelist;thiswill create a file called
masstest.filelist with all the text.txt files under the TestData root.

For example, if your testdataisin the TestData directory of the toolkit, your file list will 1ook

asfollows:
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:\tool kit\Test Dat a\ FVYSVDEKLEND!\ t ext . t xt
:\tool kit\Test Dat a\ FVSVDEKLSTART\ t ext . t xt
:\tool kit\Test Dat a\ GWTEST\t ext . t xt
:\tool kit\Test Dat a\ HA40070\ t ext . t xt
:\tool kit\Test Dat a\ HA400921\ t ext . t xt
:\tool kit\Test Dat a\ HA400922\ t ext . t xt
:\tool kit\Test Dat a\ HA400924\ t ext . t xt
:\tool kit\Test Dat a\ ha4011f O\t ext .t xt
:\tool kit\Test Dat a\ ha40190\t ext . t xt
:\tool kit\Test Dat a\ HA40202\ t ext . t xt
:\tool kit\Test Dat a\ HA40252\ t ext . t xt
:\tool kit\Test Dat a\ ha40310\t ext . t xt
:\tool kit\Test Dat a\ ha40373\t ext . t xt
:\tool kit\Test Dat a\ PTR3885\t ext . t xt
:\tool kit\Test Dat a\wahl t ext\text.txt

TMTMTTMTMTMTTTTTT T T TT

If the toolkit isinvoked with the name of the file list file, it will convert all the files listed.
Open a Command Prompt window in your toolkit directory and enter:

xtool kit f:\toolkit\testdata\nasstest.filelist

The result may look as follows:

R R R R R R RS EREEEREEEREEEEEEEREEE R EE R R EEE R SRR R R R R R R R R R R R

| BM Docunent Connect for ASF Conversion Tool kit
(O COPYRI GHT International Business Machines Corp. 2003, 2007

Al'l Rights Reserved
Li censed Materials - Property of |BM

US Government Users Restricted Rights - Use, duplication or
di scl osure restricted by GSA ADP Schedul e Contract with | BM Corp

LR R R R R R R SRR EE R EEREEEEEEEREEE R EE R R EE R R SRR R R R R R R

W ndows XP, Version 5.1

Docunent Connect for ASF Build Nunmber: 3.4.10.00

Xal an Version: XSLT4J Java 2.5.4

******St art******

Clearing the trace Dir=.\lo0g

2 files deleted from.\Ilog

==Processing a filelist==

--Trace disabl ed

00001 start---File: F:\\Werkzeug\ Test Dat a\ FVYSVDEKLEND\ t ext . t xt
00001 done----File: f:\werkzeug\testdata\fvsvdekl end\text.txt

00002 start---File: F:\Werkzeug\ Test Dat a\ FVYSVDEKLSTART\ t ext . t xt
*Line: Endtag......: null -closing: Q,
00002 done----File: f:\werkzeug\testdata\fvsvdekl start\text.txt

00003 start---File: F:\Wrkzeug\ Test Dat a\ G TEST\t ext . t xt
00003 done----File: f:\werkzeug\testdata\gnmtest\text.txt

00004 start---File: F:\\Werkzeug\ Test Dat a\ HA40070\ t ext . t xt
00004 done----File: f:\werkzeug\testdata\ha40070\text. txt

00005 start---File: F:\\Werkzeug\ Test Dat a\ HA400921\ t ext . t xt
00005 done----File: f:\werkzeug\testdata\ha400921\text.txt
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00006 start---File: F:\\Werkzeug\ Test Dat a\ HA400922\ t ext . t xt
00006 done----File: f:\werkzeug\testdata\ha400922\text.txt
00007 start---File: F:\\Werkzeug\ Test Dat a\ HA400924\ t ext . t xt
00007 done----File: f:\werkzeug\testdata\ha400924\text.txt
00008 start---File: F:\Werkzeug\ Test Dat a\ ha4011f O\t ext . t xt
00008 done----File: f:\werkzeug\testdata\ha4011fO\text.txt
00009 start---File: F:\Werkzeug\ Test Dat a\ ha40190\ t ext . t xt
00009 done----File: f:\werkzeug\testdata\ha40190\t ext. txt
00010 start---File: F:\\Werkzeug\ Test Dat a\ HA40202\ t ext . t xt
*Line: Endtag...... FETT -closing: UL;

00010 done----File: f:\werkzeug\testdata\ha40202\text. txt
00011 start---File: F:\\Werkzeug\ Test Dat a\ HA40252\ t ext . t xt

*Line: Endtag...... NORMAL -closing: UL

00011 done----File: f:\werkzeug\testdata\ha40252\text.txt
00012 start---File: F:\Wrkzeug\ Test Dat a\ ha40310\t ext . t xt
00012 done----File: f:\werkzeug\testdata\ha40310\text. txt
00013 start---File: F:\Wrkzeug\ Test Dat a\ ha40373\t ext . t xt
00013 done----File: f:\werkzeug\testdata\ha40373\text.txt
00014 start---File: F:\Wrkzeug\ Test Dat a\ PTR3885\t ext . t xt
00014 done----File: f:\werkzeug\testdata\ptr3885\text.txt
00015 start---File: F:\Werkzeug\ Test Dat a\ wahl t ext\text.txt
00015 done----File: f:\werkzeug\testdata\wahltext\text.txt
==End filelist===========

10 suspect files

==|t took 13329 mlliseconds
************St art D)Cd)] C:ache St at | St | CS***********

* | nvoked.. 30

*Hits..... 28

* Faults... 2

* Keys.....

* Key...... tenpl at e: . \ wwh\ xsl \ doch2d. xs
* Key...... tenpl at e: . \ wwh\ xsl \ docd2h. xs

************End

DocOhj Cache Statistics**x*x*x*x*xx

******mne*******

Notice that for every file that is processed there is a start and a done line. The example also
shows extra messages and references to “ suspect files’. The toolkit attempts to provide
additional diagnostics based on the DCF source files and the definitionsin

DocX SLConversion.xml. What these messages mean and what to do with suspect filesis
described in the next chapter.

Mass conversions are very useful because they alow you to check the following:

Were there any paragraphs that were not convert at all and if so, why?
Are there suspect paragraphs and what potential problems do they have?
Are the definitions in DocXSLConversion.xml correct?
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Unfortunately there is no convenient way for you to unload the ASF GIL and store the ASF
paragraphs as ASCII fileson aPC. You only have the “Print GIL” utility that includes extra
processing for data from an emulator session.

Diagnostics provided with the toolkit

When you convert a paragraph (single or via mass conversion) you may receive diagnostic
messages in the toolkit protocol. If you run a mass conversion, afile list with al suspect files
is created automatically. Thefileis called something like
masstest.filelist.suspects.filelist andcanbeusedby thetoolkit

immediately.

16.1.4 Diagnostic messages

A set of diagnostic messagesis created by the Java parser/converter based on the structure of
the paragraph and the definitions in DocX SL Conversion.xml. The table below shows the
messages and gives an explanation of the messages.

Message

Explanation

*Line x ,Colum y Tag=
“tagnane” paragraph

begi nner/ender found in the
mddle of a line

The tagname tag should begin and end a paragraph (it has p="Y"
in DocX SLConversion.xml) but instead has appeared in the
middle of asourceline.

*Line: x Autoclosing.:
<AUTOCLCSE t ag="t agnane" />

The tagname tag is defined as a paired tag (end="byendtag") but
there was no end tag in the paragraph.

*Line: x Endtag......: “tagx”
-closing: “tagy”;

The tagx tag is defined as a paired tag (end="byendtag”), but the
matching end tag was not at the right place. Another paired tag
(tagy) contains tagx and was closed earlier.

*Line: x Isolated Tag:
“tagnane”

The tagname tag is defined as an endtag but no matching start tag
was found.

Unfortunately no general recommendations can be given for these messages, however the
messages definitely point out inconsistent usage of custom tags in DocX SLConversion.xml.

e The “autoclosing” and “isolated tag” messages normally do not indicate a severe problem
as the transformation back to DCF is usually correct.

e Paragraph beginners/enders in the middle of a line do not necessarily cause problems
either and are easy to fix. The DCF formatting result is usually not affected.

e tagx closing tagy usually causes problems because the display in the editor and even the
transformation back can be affected. Fixing those problems may also affect the DCF

formatting results.

Y ou should attempt to minimize the number of diagnostic messages. If you have many
diagnostic messages, your definitionsin DocX SL Conversion.xml may not be correct. You
definitely should check the conversion results of ASF paragraphs with problems, and also
load these paragraphs into the editor to see how they appear, and how a changed paragraph is

formatted by DCF.
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