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Chapter 1. Command line processor (CLP)

Command line processor features

This section provides information about the command line processor features.

The command line processor operates as follows:

« The CLP command (in either case) is typed at the command prompt.

« The command is sent to the command shell by pressing the ENTER key.
« Output is automatically directed to the standard output device.

« Piping and redirection are supported.

« The user is notified of successful and unsuccessful completion.

- Following execution of the command, control returns to the operating system command prompt, and
the user can enter more commands.

« When the CLP is called with a file input option, it will automatically set the CLIENT APPLNAME special
register to CLP filename.

You can start the command line processor by either:

- typing the db2 command, or,
« on Linux® operating systems, click Main Menu and, select IBM Db2 > Command Line Processor.

Certain CLP commands and SQL statements require that the server instance is running and a database
connection exists. Connect to a database by performing one of the following actions:

« Issue the SQL statement:
db2 connect to database

« Establish an implicit connection to the default database defined by the Db2° registry variable
DB2DBDFT.

If a command exceeds the character limit allowed at the command prompt, a backslash (\) can be used
as the line continuation character. When the command line processor encounters the line continuation

character, it reads the next line and concatenates the characters contained on both lines. Alternatively,
the -t option can be used to set a different line termination character.

The command line processor recognizes a string called NULL as a null string. Fields that have been set
previously to some value can later be set to NULL. For example,

db2 update database manager configuration using tm_database NULL

sets the tm_database field to NULL. This operation is case sensitive. A lowercase null is not interpreted
as a null string, but rather as a string containing the letters null.

Customizing the Command Line Processor

It is possible to customize the interactive input prompt by using the DB2_CLPPROMPT registry variable.
This registry variable can be set to any text string of maximum length 100 and can contain the tokens %i,
%ia, %d, %da and %n. Specific values will be substituted for these tokens at run time.

Table 1. DB2_CLPPROMPT tokens and runtime values
DB2_CLPPROMPT token Value at run time

%ia Authorization ID of the current instance attachment
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Table 1. DB2_CLPPROMPT tokens and runtime values (continued)

DB2_CLPPROMPT token Value at run time

%i Local alias of the currently attached instance. If no instance
attachment exists, the value of the DB2INSTANCE registry variable.
On Windows platforms only, if the DB2INSTANCE registry variable is
not set, the value of the DB2INSTDEF registry variable.

%da Authorization ID of the current database connection

%d Local alias of the currently connected database. If no database
connection exists, the value of the DB2DBDFT registry variable.

%n New line

« If any token has no associated value at runtime, the empty string is substituted for that token.

« The interactive input prompt will always present the authorization IDs, database names, and instance
names in uppercase, so as to be consistent with the connection and attachment information displayed
at the prompt.

« If the DB2_CLPPROMPT registry variable is changed within CLP interactive mode, the new value of
DB2_CLPPROMPT will not take effect until CLP interactive mode has been closed and reopened.

You can specify the number of commands to be stored in the command history by using the
DB2_CLPHISTSIZE registry variable. The HISTORY command lets you access the contents of the
command history that you run within a CLP interactive mode session.

You can also specify the editor that is opened when you issue the EDIT command by using the
DB2_CLP_EDITOR registry variable. From a CLP interactive session, the EDIT command opens an editor
preloaded with a user-specified command which can then be edited and run.

Examples
If DB2_CLPPROMPT is defined as (%ia@%i, %da@%d), the input prompt will have the following values:
« No instance attachment and no database connection. DB2INSTANCE set to DB2. DB2DBDFT is not set.

(epB2, @)

(Windows) No instance attachment and no database connection. DB2INSTANCE and DB2DBDFT not set.
DB2INSTDEF set to DB2.

(epB2, @)

« No instance attachment and no database connection. DB2INSTANCE set to DB2. DB2DBDFT set to
"SAMPLE",

(@DB2, @SAMPLE)

« Instance attachment to instance "Db2" with authorization ID "keon14". DB2INSTANCE set to DB2.
DB2DBDFT set to "SAMPLE".

(KEON14@DB2, @SAMPLE)

« Database connection to database "sample" with authorization ID "horton7". DB2INSTANCE set to DB2.
DB2DBDFT set to SAMPLE.

(@DB2, HORTON7@SAMPLE)

« Instance attachment to instance "Db2" with authorization ID "keon14". Database connection to
database "sample" with authorization ID "horton7". DB2INSTANCE set to DB2. DB2DBDFT not set.

(KEON14@DB2, HORTON7@SAMPLE)
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Using the Command Line Processor in command files

CLP requests to the database manager can be imbedded in a shell script command file. The following
example shows how to enter the CREATE TABLE statement in a shell script command file:

db2 "create table mytable (name VARCHAR(20), color CHAR(10))"

For more information about commands and command files, see the appropriate operating system manual.

Command Line Processor design

The command line processor consists of two processes: the front-end process (the Db2 command), which
acts as the user interface, and the back-end process (db2bp), which maintains a database connection.

Maintaining database connections

Each time that db2 is invoked, a new front-end process is started. The back-end process is started

by the first db2 invocation, and can be explicitly terminated with TERMINATE. All front-end processes
with the same parent are serviced by a single back-end process, and therefore share a single
database connection.

For example, the following db2 calls from the same operating system command prompt result in
separate front-end processes sharing a single back-end process, which holds a database connection
throughout:

« db2 'connect to sample’,

« db2 'select x from oxg’,

« . test01 (where test01l is a shell script containing Db2 commands), and
« db2 -tf myfile.clp

The following invocations from the same operating system prompt result in separate database
connections because each has a distinct parent process, and therefore a distinct back-end process:

- test0l1

. test0l &
- test0l &

- sh test0l

Communication between front-end and back-end processes

The front-end process and back-end processes communicate through three message queues: a
request queue, an input queue, and an output queue.

Environment variables

The following environment variables offer a means of configuring communication between the two
processes:

Table 2. Environment Variables

Variable Minimum Maximum Default
DB2BQTIME 1 second 5294967295 1 second
DB2BQTRY 0 tries 5294967295 60 tries
DB2RQTIME 1 second 5294967295 5 seconds
DB2IQTIME 1 second 5294967295 5 seconds
DB2BQTIME

When the command line processor is invoked, the front-end process checks if the back-end
process is already active. If it is active, the front-end process reestablishes a connection to it. If it
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is not active, the front-end process activates it. The front-end process then idles for the duration
specified by the DB2BQTIME variable, and checks again. The front-end process continues to check
for the number of times specified by the DB2BQTRY variable, after which, if the back-end process
is still not active, it times out and returns an error message.

DB2BQTRY
Works in conjunction with the DB2BQTIME variable, and specifies the number of times the front-
end process tries to determine whether the back-end process is active.

The values of DB2BQTIME and DB2BQTRY can be increased during peak periods to optimize query
time.

DB2RQTIME
Once the back-end process has been started, it waits on its request queue for a request from
the front-end. It also waits on the request queue between requests initiated from the command
prompt.

The DB2RQTIME variable specifies the length of time the back-end process waits for a request
from the front-end process. At the end of this time, if no request is present on the request
gueue, the back-end process checks whether the parent of the front-end process still exists, and
terminates itself if it does not exist. Otherwise, it continues to wait on the request queue.

DB2IQTIME
When the back-end process receives a request from the front-end process, it sends an
acknowledgment to the front-end process indicating that it is ready to receive input via the input
queue. The back-end process then waits on its input queue. It also waits on the input queue while
a batch file (specified with the - £ option) is executing, and while the user is in interactive mode.

The DB2IQTIME variable specifies the length of time the back-end process waits on the input
queue for the front-end process to pass the commands. After this time has elapsed, the back-end
process checks whether the front-end process is active, and returns to wait on the request queue
if the front-end process no longer exists. Otherwise, the back-end process continues to wait for
input from the front-end process.

To view the values of these environment variables, use LIST COMMAND OPTIONS.

The back-end environment variables inherit the values set by the front-end process at the time

the back-end process is initiated. However, if the front-end environment variables are changed, the
back-end process will not inherit these changes. The back-end process must first be terminated, and
then restarted (by issuing the db2 command) to inherit the changed values.

An example of when the back-end process must be terminated is provided by the following scenario:

1. User A logs on, issues some CLP commands, and then logs off without issuing TERMINATE.
2. User B logs on using the same window.
3. When user B issues certain CLP commands, they fail with message DB21016 (system error).

The back-end process started by user A is still active when user B starts using the CLP, because the
parent of user B's front-end process (the operating system window from which the commands are
issued) is still active. The back-end process attempts to service the new commands issued by user B;
however, user B's front-end process does not have enough authority to use the message queues of
the back-end process, because it needs the authority of user A, who created that back-end process. A
CLP session must end with a TERMINATE command before a user starts a new CLP session using the
same operating system window. This creates a fresh back-end process for each new user, preventing
authority problems, and setting the correct values of environment variables (such as DB2INSTANCE)
in the new user's back-end process.

CLP usage notes

Commands can be entered either in uppercase or in lowercase from the command prompt. However,
parameters that are case sensitive to Db2 must be entered in the exact case required. For example, the
comment-string in the WITH clause of the CHANGE DATABASE COMMENT command is a case sensitive
parameter.
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Delimited identifiers are allowed in SQL statements.

Special characters, or metacharacters (suchas $ & * () ; < >?\'") are allowed within CLP commands.
If they are used outside the CLP interactive mode, or the CLP batch input mode, these characters are

interpreted by the operating system shell. Quotation marks or an escape character are required if the

shell is not to take any special action.

For example, when executed inside an AIX® Korn shell environment,
db2 select * from org where division > 'Eastern'

is interpreted as "select <the names of all files> from org where division". The result, an SQL syntax error,
is redirected to the file Eastexn. The following syntax produces the correct output:

db2 "select * from org where division > 'Eastern'"

Special characters vary from platform to platform. In the AIX Korn shell, the previous example could be
rewritten using an escape character (\), such as \*, \>, or \".

Most operating system environments allow input and output to be redirected. For example, if a connection
to the SAMPLE database has been made, the following request queries the STAFF table, and sends the
output to a file named staflist. txt in the mydata directory:

db2 "select * from staff" > mydata/staflist.txt

For environments where output redirection is not supported, CLP options can be used. For example, the
request can be rewritten as

db2 -r mydata\staflist.txt "select * from staff"

db2 -z mydata\staflist.txt "select * from staff"

The command line processor is not a programming language. For example, it does not support host
variables, and the statement,

db2 connect to :HostVar in share mode

is syntactically incorrect, because :HostVar is not a valid database name.

The command line processor represents SQL NULL values as hyphens (-). If the column is numeric, the
hyphen is placed at the right of the column. If the column is not numeric, the hyphen is at the left.

To correctly display the national characters for single byte (SBCS) languages from the Db2 command line
processor window, a True Type font must be selected. For example, in a Windows environment, open

the command window properties notebook and select a font such as Lucinda Console. Non-printable
characters such as bell (0x7) are printed without substitution, so special consideration must be given for
the ASCII null character (0x0). Even though it is acceptable to have an ASCII null character (0x0) within
a VARCHAR string, the display of the string ends at the first ASCII null character that is found within the
string.

For example,

db2 "insert into sample values (x'410041')"
db2 "insert into sample values (x'410741')"

db2 "select CHARACTER_LENGTH(DATA, OCTETS) LENGTH,
DATA,
hex (DATA) HEX_VALUE
from sample"

LENGTH DATA HEX_VALUE
3 A 410041
3 AA 410741
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The command line processor does not support national language support (NLS) characters in file path
names. This particularly affects commands such as IMPORT, EXPORT, and REGISTER XMLSCHEMA, where
problematic file path names would most frequently be encountered.

Piping the output of a command line processor command into another command line processor command
is supported. For example: db2 -x <SQL_statement> | db2 +p -tv. This support is limited only

by the pipe buffer size. Pipe buffer sizes are not configurable. If the pipe buffer size is exceeded by the
first command, the command line processor might hang or fail when attempting to write the output to the
pipe buffer. If the second command is not a command line processor command, for example a UNIX shell
command, a hang or failure will not occur due to the pipe buffer size limitation.

The command line processor supports the db2dsdriver. cfg configuration file for database
connections. You can use db2dsdriver.cfg keywords that are supported by embedded SQL with the
command line processor.

db2 - Command line processor invocation

The db2 command starts the command line processor (CLP). The CLP is used to execute database
utilities, SQL statements and online help.

It offers a variety of command options, and can be started in:

« Interactive input mode, characterized by the db2 => input prompt

« Command mode, where each command must be prefixed by db2

« Batch mode, which uses the - £ file input option.

On Windows operating systems, db2cmd command opens the CLP-enabled Db2 window, and initializes

the Db2 command line environment. Issuing this command is equivalent to clicking on the Db2 Command
Window icon.

The QUIT command stops the command line processor. The TERMINATE command also stops the
command line processor but also removes the associated backend process and frees any memory that is
being used. You should issue the TERMINATE command before issuing every STOP DATABASE MANAGER
or db2stop command. You might also need to issue the TERMINATE command after changing the values
of database configuration parameters, so that these changes take effect. You should reset connections
before terminating the CLP.

The shell command, (!), allows operating system commands to be executed from the interactive or the
batch mode on Linux and UNIX operating systems, and on Windows operating systems (! 1s on UNIX,
and !dir on Windows operating systems, for example).

Command Syntax

»— db2 >«

t J

L option-flag J M———db2-command ———

A

M——— sql-statement ————

— ? J

M phrase —
M—— message —

M sqlstate —

— class-code —

~ -- — comment o
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option-flag
Specifies a CLP option flag.

db2-command
Specifies a Db2 command.

sql-statement
Specifies an SQL statement.

' d
Requests CLP general help.

? phrase
Requests the help text associated with a specified command or topic. If the database manager cannot
find the requested information, it displays the general help screen.
? options requests a description and the current settings of the CLP options. ? help requests
information about reading the online help syntax diagrams.

? message
Requests help for a message specified by a valid SQLCODE (? sql10007n, for example).

? sqlstate

Requests help for a message specified by a valid SQLSTATE.

? class-code
Requests help for a message specified by a valid class-code.

-- comment
Input that begins with the comment characters - - is treated as a comment by the command line
processor.

In each case, a blank space must separate the question mark (?) from the variable name.

Command line processor options

The CLP command options can be specified by setting the command line processor DB20PTIONS
environment variable (which must be in uppercase), or with command line flags.

Users can set options for an entire session by using DB20OPTIONS.

View the current settings for the option flags and the value of DB20OPTIONS by using LIST COMMAND
OPTIONS. Change an option setting from the interactive input mode or a command file by using UPDATE
COMMAND OPTIONS.

The command line processor sets options in the following order:

1. Sets up default options.

2. Reads DB20PTIONS to override the defaults.

3. Reads the command line to override DB20PTIONS.

4. Accepts input from UPDATE COMMAND OPTIONS as a final interactive override.

Table 3 on page 7 summarizes the CLP option flags. These options can be specified in any sequence
and combination. To turn on anon, prefix the corresponding option letter with a minus sign (-). To turn
off an option, prefix the option letter with a minus sign and follow the option letter with another minus
sign. Alternatively, prefix the option letter with a plus sign (+). For example, -c turns on the autocommit
options, and either -c- or +c turns it off. These option letters are not case-sensitive, that is, -a and -A
are equivalent.

Table 3. CLP Command Options

Option Flag Description Default Setting

-a This option tells the command line processor to display SQLCA data. | OFF
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Table 3. CLP Command Options (continued)

Option Flag Description Default Setting

-b This option tells the command line processor to automatically create | ON
any missing or invalid packages necessary to run SQL statements.

-c This option tells the command line processor to automatically ON
commit SQL statements.

-d This option tells the command line processor to retrieve and display | OFF
XML declarations of XML data.

-efc|s? This option tells the command line processor to display SQLCODE or | OFF
SQLSTATE. These options are mutually exclusive.

-f filename This option tells the command line processor to read command input [ OFF
from a file instead of from standard input.

-i This option tells the command line processor to 'pretty print' the XML | OFF
data with proper indentation. This option affects only the result set
of XQuery statements.

-1 filename This option tells the command line processor to log commandsina | OFF
history file.

-m This option tells the command line processor to print the number of | OFF
rows affected for INSERT, DELETE, UPDATE, and MERGE statements.

-n Removes the new line character within a single delimited token. If OFF
this option is not specified, the new line character is replaced with a
space. This option must be used with the -t option.

-0 This option tells the command line processor to display output data | ON
and messages to standard output.

-p This option tells the command line processor to display a command | ON
line processor prompt when in interactive input mode.

-q This option tells the command line processor to preserve white OFF
spaces and linefeeds in strings that are delimited with single or
double quotation marks. When option q is ON, option n is ignored.

-x filename This option tells the command line processor to write the report that | OFF
is generated by a command to a file.

-s This option tells the command line processor to stop execution if OFF
errors occur while commands are executed in a batch file or in
interactive mode.

-t This option tells the command line processor to use a semicolon (;) OFF
as the statement termination character.

-tdxor =tdxx [ This option tells the command line processor to define and to use x | OFF
or xx as the statement termination character or characters (1 or 2
characters in length).

-V This option tells the command line processor to echo command text | OFF
to standard output.

-w This option tells the command line processor to display FETCH and ON

SELECT warning messages.
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Table 3. CLP Command Options (continued)

Option Flag Description Default Setting

-X This option tells the command line processor to return data without | OFF
any headers, including column names. This flag does not affect all
commands. It applies to SQL statements and some commands that
are based on SQL statements such as LIST TABLES.

-y This option tells the command line processor to retrieve SQL ON
message text from the connected database server if the CLP does
not find any message text corresponding to an SQLCODE in a local
message file.

-z filename This option tells the command line processor to redirect all output OFF
to afile. It is similar to the -r option, but includes any messages or
error codes with the output.

The AIX command:
export DB20PTIONS='+a -c +ec -o -p'

sets the following default settings for the session:

Display SQLCA - off
Auto Commit - on
Display SQLCODE - off
Display Output - on
Display Prompt - on

The following list is a detailed description of these options:

Show SQLCA Data Option (-a):
Displays SQLCA data to standard output after the execution of a Db2 command or an SQL statement.
The SQLCA data is displayed instead of an error or success message.

The default setting for this command option is OFF (+a or -a-).
The -0 and the -r options affect the -a option; see the option descriptions for details.

Autobind Option (-b):
Creates missing or invalid packages that are necessary to execute SQL statements. If set OFF (+b),
command line processor does not attempt to rebind the package when server throws package not
found error or timestamp conflict error to command line processor.

The default setting for this command option is ON.
This new command line option can also be set using DB20PTIONS environment variable.

Use case scenario:

# explicitly dropping db2clpcs.bnd from a database
db2 drop package NULLID.SQLC2324

# turning off autobind (“+b”) results in SQLO8OSN
# as db2clpcs.bnd is dropped now
db2 +b "create table a (c1 int)"

# bind needed file explicitly now
db2 bind db2clpcs.bnd

# now same SQL will be successful as binding is done explicitly
db2 +b "create table a (c1 int)"

# again explicitly dropping db2clpcs.bnd from a database
db2 drop package NULLID.SQLC2J24

#'Reeping default autobind (“-b") results autobinding of
# missing packages and SQL execution is success now

Chapter 1. Command line processor (CLP) 9



db2 -b "create table a (c1 int)"
-0R-
db2 "create table a (c1 int)"

Autocommit Option (-c):
This option specifies whether each command or statement is to be treated independently. If set ON
(-c), each command or statement is automatically committed or rolled back. If the command or
statement is successful, it and all successful commands and statements that were issued before it
with autocommit OFF (+c or -c-) are committed. However, if the command or statement fails, it and
all successful commands and statements that were issued before it with autocommit OFF are rolled
back. If set OFF (+c or -c-), COMMIT or ROLLBACK statements must be issued explicitly, or one of
these actions will occur when the next command with autocommit ON (-c) is issued.

The default setting for this command option is ON.
The autocommit option does not affect any other command line processor option.
Example: Consider the following scenario:

1.db2 create database test

2.db2 connect to test

3.db2 +c "create table a (c1 int)"
4.db2 select c2 from a

The SQL statement in step 4 fails because the column that is named C2 does not exist in table A.
Since that statement was issued with autocommit ON (default), it rolls back not only the statement in
step 4, but also the one in step 3, because the latter was issued with autocommit OFF. The command:

db2 1list tables

then returns an empty list.
XML Declaration Option (-d):

The -d option tells the command line processor whether to retrieve and display XML declarations of
XML data.

If set ON (-d), the XML declarations are retrieved and displayed. If set OFF (+d or -d-), the XML
declarations will not be retrieved and displayed. The default setting for this command option is OFF.

The XML declaration option does not affect any other command line processor options.

Display SQLCODE/SQLSTATE Option (-e):
The -efc| st option tells the command line processor to display the SQLCODE (-ec) or the SQLSTATE
(-es) to standard output. Options -ec and -es are not valid in CLP interactive mode.

The default setting for this command option is OFF (+e or -e-).
The -o and the - r options affect the -e option; see the option descriptions for details.
The display SQLCODE/SQLSTATE option does not affect any other command line processor option.

Example: To retrieve SQLCODE from the command line processor running on AIX, enter:

sqlcode="db2 -ec +o db2-command’

Read from Input File Option (-£f):
The -1 filename option tells the command line processor to read input from a specified file, instead of
from standard input. Filename is an absolute or relative file name can include the directory path to the
file. If the directory path is not specified, the current directory is used.

When the CLP is called with a file input option, it automatically sets the CLIENT APPLNAME special
register to CLP filename.
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When other options are combined with option - £, option - must be specified last. For example,:

db2 -tvf filename that

When you run a CLP script file by using the db2 -tvf filename command, it sets the CLIENT
APPLNAME special register to CLP filename. The next command that you run, resets the CLIENT
APPLNAME and CLIENT ACCTNG special registers to the old value before the db2 -tvf filename
command was issued. If the next command you run is db2 terminate or the last command

in filename is TERMINATE, then the special registers are not reset. This procedure is useful for
monitoring which batch job is currently running and differentiating the CLP workload.

This option cannot be changed from within the interactive mode.
The default setting for this command option is OFF (+f or -£-).

Commands are processed until the QUIT command or TERMINATE command is issued, or an end-of-
file is encountered.

If both this option and a database command are specified, the command line processor does not
process any commands, and an error message is returned.

Input file lines that begin with the comment characters - - are treated as comments by the

command line processor. Comment characters must be the first nonblank characters on a line, unless
the command input ends explicitly with the statement termination character after the comment
characters are added. If you explicitly end the command input with the termination character, your
comments can be placed mid-line or at the end of the line.

Input file lines that begin with (= are treated as the beginning of a comment block. Lines that end
with =) mark the end of a comment block. The block of input lines that begins at (= and ends at =) is
treated as a continuous comment by the command line processor. Spaces before (= and after =) are
allowed. Comments may be nested, and can be used nested in statements. The command termination
character (;) cannot be used after =).

If the - £ filename option is specified, the -p option is ignored.
The read from input file option does not affect any other command line processor option.

Note that the default termination character is one of the new line characters unless otherwise
specified with the -t option or the end-of-file.

Pretty Print Option (-1):

The -1 option tells the command line processor to 'pretty print' the XML data with proper indentation.
This option only affects the result set of XQuery statements.

The default setting for this command option is OFF (+i or -i-).
The pretty print option does not affect any other command line processor options.

Log Commands in History File Option (-1):
The -1 filename option tells the command line processor to log commands to a specified file. This
history file contains records of the commands that are executed and their completion status. Filename
is an absolute or relative file name can include the directory path to the file. If the directory path is not
specified, the current directory is used. If the specified file or default file exists, the new log entry is
appended to that file.

When other options are combined with option -1, option -1 must be specified last. For example,:

db2 -tvl filename

The default setting for this command option is OFF (+1 or -1-).

The log commands in history file option do not affect any other command line processor option.
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Display Number of Rows Affected Option (-m):

The -m option tells the command line process whether to print the number of rows affected for
INSERT, DELETE, UPDATE, or MERGE statements.

If set ON (-m), the number of rows that are affected is displayed for the INSERT, DELETE, UPDATE,
or MERGE statements. If set OFF (+m or -m-), the number of rows that are affected is not be
displayed. For other statements, this option is ignored. The default setting for this command option is
OFF.

The -o and the -r options affect the -m option; see the option descriptions for details.

Remove New Line Character Option (-n):
Removes the new line character within a single delimited token. If this option is not specified, the
new line character is replaced with a space. This option cannot be changed from within the interactive
mode.

The default setting for this command option is OFF (+n or -n-).
This option must be used with the -t option; see the option description for details.

Display Output Option (-0):
The -o option tells the command line processor to send output data and messages to standard
output.

The default setting for this command option is ON.

The interactive mode start-up information is not affected by this option. Output data consists of report
output from the execution of the user-specified command, and SQLCA data (if requested).

The following options might be affected by the +o option:

« -1 filename that: Interactive mode start-up information is not saved.
« -e: SQLCODE or SQLSTATE is displayed on standard output even if +o is specified.

« -a: No effect if +o is specified. If -a, +o0 and - rfilename are specified, SQLCA information is written
to a file.

If both -0 and -e options are specified, the data and either the SQLCODE or the SQLSTATE are
displayed on the screen.

If both -0 and -v options are specified, the data is displayed, and the text of each command issued is
echoed to the screen.

The display output option does not affect any other command line processor option.

Display Db2 Interactive Prompt Option (-p):
The -p option tells the command line processor to display the command line processor prompt when
the user is in interactive mode.

The default setting for this command option is ON.

Turning off the prompt is useful when commands are being piped to thecommand line processor . For
example, a file that contains CLP commands could be executed by issuing;:

db2 +p < myfile.clp

The -p option is ignored if the - f filename option is specified.
The display Db2 interactive prompt option does not affect any other command line processor option.
Preserve white spaces and Linefeeds Option (-q):

The -q option tells the command line processor to preserve white spaces and linefeeds in strings that
are delimited with single or double quotation marks.

The default setting for this command option is OFF (+q or -q-).

If option -q is ON, option -n is ignored.
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Save to Report File Option (-r):
The -1 filename option causes any output data that is generated by a command to be written to a
specified file, and is useful for capturing a report that would otherwise scroll off the screen. Messages
or error codes are not written to the file. Filename is an absolute or relative file name that can include
the directory path to the file. If the directory path is not specified, the current directory is used. New
report entries are appended to the file.

The default setting for this command option is OFF (+x or -x-).
If the -a option is specified, SQLCA data is written to the file.

The -1 option does not affect the -e option. If the -e option is specified, SQLCODE or SQLSTATE is
written to standard output, not to a file.

If -1 filename is set in DB20OPTIONS, the user can set the +r (or -1 -) option from the command line to
prevent output data for a particular command invocation from being written to the file.

The save to report file option does not affect any other command line processor option.

Stop Execution on Command Error Option (-s):
When commands are issued in interactive mode, or from an input file, and syntax or command
errors occur, the -s option causes the command line processor to stop execution and to write error
messages to standard output.

The default setting for this command option is OFF (+s or -s-). This setting causes the command
line processor to display error messages, continue execution of the remaining commands, and to stop
execution only if a system error occurs (return code 8).

The following table summarizes this behavior:

Table 4. CLP Return Codes and Command Execution

Return Code -s Option Set +s Option Set

0 (success) Execution continues Execution continues
1 (0 rows selected) Execution continues Execution continues
2 (warning) Execution continues Execution continues
4 (Db2 or SQL error) Execution stops Execution continues
8 (System error) Execution stops Execution stops

Statement Termination Character Options (-t and -tdx or -tdxx):
The -t option tells the command line processor to use a semicolon (;) as the statement termination
character, and disables the backslash (\) line continuation character. This option cannot be changed
from within the interactive mode.

The default setting for this command option is OFF (+t or -t-).

Note: If you use the CLP to issue XQuery statements, it is best to choose a termination character other
than the semicolon. This method ensures that statements or queries that use namespace declarations
are not misinterpreted, since namespace declarations are also terminated by a semicolon.

To define termination characters 1 or 2 characters in length, use -td followed by the chosen
character or characters. For example, -td%% sets %% as the statement termination characters.
Alternatively, use the - -#SET TERMINATOR directive in an input file to set the statement termination
characters. For example, :

db2 -td%¥% -f filel.txt
or

db2 -f file2.txt
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where £ile2.txt contains the following as the first statement in the file:

--##fSET TERMINATOR 9%

The default setting for this command option is OFF.

The termination character or characters cannot be used to concatenate multiple statements from
the command line, since checks for a termination symbol are performed on only the last one or two
non-blank characters of each input line.

The statement termination character options do not affect any othercommand line processor option.

Verbose Output Option (-v):
The -v option causes the command line processor to echo (to standard output) the command text
that is entered by the user before displaying the output, and any messages from that command. ECHO
is exempt from this option.

The default setting for this command option is OFF (+v or -v-).
The -v option has no effect if +o (or -0-) is specified.
The verbose output option does not affect any other command line processor option.

Show Warning Messages Option (-w):
The -w option instructs the command line processor on whether to display warning messages that
might occur during a query (FETCH or SELECT statement). Warnings can occur during various stages
of the query execution that might result in the messages that are displayed before, during or after the
data is returned, to ensure the data that is returned does not contain warning message text this flag
can be used.

The default setting for this command option is ON.

Suppress Printing of Column Headings Option (-x):
The -x option tells the command line processor to return data without any headers, including column
names. This flag does not affect all commands. It applies to SQL statements and some commands
that are based on SQL statements such as LIST TABLES.

The default setting for this command option is OFF.
Get SQL message text from connected database Server (-y):

The -y option tells the command line processor to retrieve SQL message text from the connected
database server if the CLP does not find any message text corresponding to an SQLCODE in the local
message file. This flag does not affect all commands. It applies only to SQL statements that are
executed on a remote database server.

This option does not affect Db2 help messages that return message text from local message files. For
example, db2 -y ? SQL4742N does not go to the connected database server to bring the message
detail.

To indicate that the received message text is from the connected database server, a keyword
[SERVER] will appear just after SQLCODE for server messages as follows:

$ db2 -y "<some sqglstatement>"

SQL4742N [SERVER] THE STATEMENT CANNOT BE EXECUTED BY DB2
OR IN THE ACCELERATOR

(REASON 1). SQLSTATE=42704

The default setting for the -y option is ON.

Save all Output to File Option (-z):
The -z filename option causes all output that is generated by a command to be written to a specified
file, and is useful for capturing a report that would otherwise scroll off the screen. It is similar to
the -1 option; however, in this case, messages, error codes, and other informational output are also
written to the file. Filename is an absolute or relative file name that can include the directory path
to the file. If the directory path is not specified, the current directory is used. New report entries are
appended to the file.
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The default setting for this command option is OFF (+z or -z-).
If the -a option is specified, SQLCA data is written to the file.

The -z option does not affect the -e option. If the -e option is specified, SQLCODE or SQLSTATE is
written to standard output, not to a file.

If -z filename is set in DB20OPTIONS, the user can set the +z (or -z-) option from the command line to
prevent output data for a particular command invocation from being written to the file.

The save all output to file option does not affect any other command line processor option.

Command line processor return codes

This section provides information about the command line processor return codes.

When the command line processor finishes processing a command or an SQL statement, it returns a
return (or exit) code. These codes are transparent to users executing CLP functions from the command
line, but they can be retrieved when those functions are executed from a shell script.

For example, the following Bourne shell script executes the GET DATABASE MANAGER CONFIGURATION
command, then inspects the CLP return code:

db2 get database manager configuration
if [ II$?II = “0“ ]

then echo "OK!"

fi

The return code can be one of the following values:

Code

Description
0

Db2 command or SQL statement executed successfully
1

SELECT or FETCH statement returned no rows
2

Db2 command or SQL statement warning
a4

Db2 command or SQL statement error
8

Command line processor system error

The command line processor does not provide a return code while a user is executing statements from
interactive mode, or while input is being read from a file (using the - £ option).

When a CLP command is used with the +w option, warnings are suppressed, 1 and 2 codes are never
returned, and O is returned in such cases.

A return code is available only after the user quits interactive mode, or when processing of an input file
ends. In these cases, the return code is the logical OR of the distinct codes returned from the individual
commands or statements executed to that point.

For example, if a user in interactive mode issues commands resulting in return codes of 0, 1, and 2, a
return code of 3 will be returned after the user quits interactive mode. The individual codes 0, 1, and
2 are not returned. Return code 3 tells the user that during interactive mode processing, one or more
commands returned a 1, and one or more commands returned a 2.

A return code of 4 results from a negative SQLCODE returned by aDb2 command or an SQL statement. A
return code of 8 results only if the command line processor encounters a system error.

If commands are issued from an input file or in interactive mode, and the command line processor
experiences a system error (return code 8), command execution is halted immediately. If one or more
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Db2 commands or SQL statements end in error (return code 4), command execution stops if the -s (Stop
Execution on Command Error) option is set; otherwise, execution continues.

Invoking command help from the command line processor

Command help explains the syntax of commands in the command line processor.

Procedure
« To invoke command help, open the command line processor and enter:
? command

where command represents a keyword or the entire command.

For example, ? catalog displays help for all of the CATALOG commands, while ? catalog
database displays help only for the CATALOG DATABASE command.

Issuing message help from the command line processor

The message help command provides full message text that is associated with the unique message
identifier. The message help command must be issued from the Db2 command line processor (CLP).

Procedure

- Toissue message help command for a unique message identifier, open the command line processor
and enter one of the following commands:

. ? XXXnnnnn

where XXX represents a valid message identifier prefix and nnnnn represents a valid message
number.

For example, when you issue the ? SQL30081 command, the full SQL30081N message text is
returned.

. ? nnnnn

where nnnnn represents a valid message number.

For example, when you issue the ? 30081 command, the full SQL30081N message text is
returned.

« Toissue message help command for an SQLSTATE message, open the command line processor and
enter one of the following commands:

. ? nnnnn

where nnnnn is a five-digit SQLSTATE (alphanumeric) value.

For example, when you issue the ? 58005 command, the message text that is associated with the
SQLSTATE code 58005 is returned.

. ? nn

The nn represents the two-digit SQLSTATE class code (first two digits of the SQLSTATE value).

For example, when you issue the ? 58 command, the message text that is associated with the
SQLSTATE class 58 is returned.
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Chapter 2. Using command line SQL statements and
XQuery statements

This section provides information about using Structured Query Language (SQL) statements from the
command line.

These statements can be executed directly from an operating system command prompt, and can be used
to define and manipulate information stored in a database table, index, or view in much the same way as if
the commands were written into an application program. Information can be added, deleted, or updated,
and reports can be generated from the contents of tables.

You can use SQL statements from the command line, and you can use a stored procedure
(SYSPROC.ADMIN_CMD()) to run some CLP commands through SQL. For more information about how
to use this stored procedure, refer to the SQL Administrative Routines.

To issue XQuery statements in CLP, prefix the statements with the XQUERY keyword.

Note: If you use the CLP to issue XQuery statements, it is best to choose a termination character other
than the semicolon (-t option). This ensures that statements or queries that use namespace declarations
are not misinterpreted, since namespace declarations are also terminated by a semicolon.

AlL SQL statements that can be executed through the command line processor are listed in the CLP
column of Table 5 on page 21. The syntax of all the SQL statements, whether executed from the
command line or embedded in a source program, is described in the SQL Reference. The syntax of many
embedded SQL statements and CLP SQL statements is identical. However, host variables, parameter
markers, descriptor names, and statement names are applicable only to embedded SQL. The syntax

of CALL, CLOSE, CONNECT, DECLARE CURSOR, FETCH, and OPEN does depend on whether these
statements are embedded or executed through the CLP. The CLP syntax of these statements is provided in
the following section:

CALL
»— CALL — procedure-name — ( ) >«
—— expression —
?
— null ——~
CLOSE

»— CLOSE — cursor-name -»<«

CONNECT

»»— CONNECT

I

M TO — server-name
lock-block

RESET

P —
~ authorization <

authorization
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»w—~— USER — authorization-name >
py———
accesstoken
3
—— APIKEY — api-key J
passwords
USING — password L J >«
NEW — password — CONFIRM — password
CHANGE PASSWORD
accesstoken
4
»— ACCESSTOKEN — token L _J ><
ACCESSTOKENTYPE — token-type
lock-block
j IN SHARE MODE

1::
J

L IN EXCLUSIVE MODE

L ON SINGLE NODE J

Notes:

1 This form is only valid if implicit connect is enabled.

2 This feature is available starting from Db2 Version 11.5 Mod Pack 4.
3 This feature is available starting from Db2 Version 11.5 Mod Pack 4.
4 This feature is available starting from Db2 Version 11.5 Mod Pack 4.

DECLARE CURSOR

»— DECLARE — cursor-name — CURSOR

>
>

L WITH HOLD J

»
»

FOR —
J

L DATABASE — dbname L J
USER — user — USING — password

PT select-statement T
XQUERY — xquery-statement
FETCH

»— FETCH cursor-name —»
L FROM J

[ »d
» »4

FOR ALL ROW

o Lrows J

— LOB T COLUMN j— ALL — INTO — filename ——~—— APPEND ———
COLUMNS NEW

~— OVERWRITE —
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OPEN

»w— OPEN — cursor-name -»<

Note:
1. When CALL is issued:

« An expression must be used for each IN or INOUT parameter of the procedure. For an INOUT
parameter, the expression must be a single literal value. The INOUT XML parameters must be either
NULL (if nullable) or in the following format: XMLPARSE(DOCUMENT string). Note that the string
in the argument for XMLPARSE must be a string literal and is subject to the CURRENT IMPLICIT
XMLPARSE OPTION special register. It cannot be an expression.

» A question mark (?) must be used for each OUT parameter of the procedure.

» The stored procedure must be cataloged. If an uncataloged procedure is called, a SQLO440N error
message is returned.

The following CLP script creates a procedure called PROC4 after it creates a table with an XML
column C1. It uses three XML parameters: IN (PARM1), INOUT (PARM2) and OUT (PARM3), and
returns a result set with XML data.

CREATE TABLE TAB4(C1 XML)
CREATE PROCEDURE PROC4(IN PARM1 XML, INOUT PARM2 XML, OUT PARM3 XML)
LANGUAGE SQL
BEGIN
DECLARE STMT CLOB(1M) DEFAULT '‘;
DECLARE C1 CURSOR WITH RETURN FOR S1;
SET STMT = 'SELECT C1 FROM TAB4';

/* INSERT PARM1 x/
INSERT INTO TAB4 VALUES(PARM1);

/* MANIPULATE PARM2 %/

/* SET PARM3 AND INSERT =*/
SET PARM3 = XMLPARSE(DOCUMENT '<a>333</a>');
INSERT INTO TAB4 VALUES(PARM3);

/* RETURN A RESULT SET WITH XML DATA */
PREPARE S1 FROM STMT;
OPEN C1;

END

To call the procedure PROC4 from the command line processor, issue a CALL statement:

CALL PROC4 (XMLPARSE (DOCUMENT '<a>111</a>"'), XMLPARSE(DOCUMENT '<a>222</a>'), ?)

2. The CLP version of CONNECT permits the user to change the password, using the following
parameters:

NEW password
Specifies the new password that is to be assigned to the user name. Passwords can be up to 18
characters in length. The system on which the password will be changed depends on how user
authentication has been set up.

CONFIRM password
A string that must be identical to the new password. This parameter is used to catch entry errors.

CHANGE PASSWORD
If this option is specified, the user is prompted for the current password, a new password, and for
confirmation of the new password. Passwords are not displayed at entry.

3. The DATABASE clause in the DECLARE CURSOR statement is only applicable when the cursor is being
used for a subsequent load from cursor operation.

4. To use the DECLARE CURSOR statement with an XQuery statement, users must prefix the XQuery
statement with the keyword XQUERY explicitly.
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5. When FETCH is issued through the command line processor, decimal and floating-point numbers are
displayed with the territory's decimal delimiter, that is, a period (.) in the U.S., Canada, and the U.K.;
acomma (,) in most other countries/regions. However, when INSERT, UPDATE, CALL, and other SQL
statements are issued through the command line processor to update tables, a period must be used
as the decimal delimiter, even in countries/regions that use a comma for that purpose.

6. When FETCH is issued through the command line processor, null values are typically displayed as
a hyphen (-). For databases configured with DFT_SQLMATHWARN YES, expressions that result in an
arithmetic error are processed as null values. Such arithmetic error nulls are displayed as a plus (+).

For example, create and populate table t1 as follows:

create table t1 (i1 int , i2 int);
insert into t1 values (1,1),(2,0),(3,null);

The statement: select i1/i2 from t1 generates the following result:

1

1
+

3 records selected

7. A new LOB option has been added to FETCH. If the LOB clause is specified, only the next row is
fetched:

« When SELECT is issued through the command line processor to query tables containing LOB
columns, all columns are truncated to 8KB in the output.

« Each LOB column value is fetched into a file with the name filename.xxx, where filename is specified
in the LOB clause, and xxx is a file extension from 001 to 999 (001 is the first LOB column in the
select list of the corresponding DECLARE CURSOR statement, 002 is the second LOB column, and
999 is the 999th column). The maximum number of LOB columns that can be fetched into files is
999.

« Names of the files containing the data are displayed in the LOB columns.
8. The command line processor displays BLOB columns in hexadecimal representation.

9. SQL statements that contain references to structured type columns cannot be issued if an
appropriate transform function is not available.

10. A CLP imposed limit of 64K for SQL statements and for CLP commands that contain SQL statement
components has now been removed. However there is a limitation of 64K on the CLP output size for
each row.

11. XML data, retrieved via SELECT, CALL or XQuery, is truncated to 4000 bytes in the output.

To change the way that the CLP displays data (when querying databases using SQL statements through
the CLP), rebind the CLP bind files against the database being queried. For example, to display date and
time in ISO format, do the following:

1. Create a text file containing the names of the CLP bind files. This file is used as the list file for binding
multiple files with one BIND command. In this example the file is named clp.1st, and its contents
are:

db2clpcs.bnd
db2clprr.bnd
db2clpur.bnd
db2clprs.bnd
db2clpns.bnd

+ 4+ 4+ +

2. Connect to the database.
3. Issue the following command:

db2 bind @clp.lst collection nullid datetime iso

20 IBM Db2 V11.5: Command Reference



Table 5. SQL Statements (Db2)

SQL Statement Dynamic? Command Call Level Interface”3” on page 24 SQL
"onpage24 | jne (cLI) Procedure
Processor
(CLP)
ALLOCATE CURSOR X

assignment statement

ASSOCIATE LOCATORS X

ALTER { BUFFERPOOL, DATABASE X X X
PARTITION GROUP, NICKNAME,"?”

on page 24 GERVER,“9” on page

24 TABLE, TABLESPACE, USER

MAPPING, 9" on page 24 TYPE, VIEW

}

BEGIN DECLARE SECTION"2" on page
24

CALL X X X X
CASE statement X
CLOSE X SQLCloseCursor (), X

SQLFreeStmt ()
COMMENT ON X X X X
COMMIT X X SQLEndTran(), SQLTransact()
Compound SQL (Embedded) X4” on page 24
compound statement X
CONNECT (Type 1) X SQLBrowseConnect (),

SQLConnect(),

SQLDriverConnect()
CONNECT (Type 2) X SQLBrowseConnect (),

SQLConnect(),

SQLDriverConnect()
CREATE { ALIAS, BUFFERPOOL, X X X X'10”on
DATABASE PARTITION GROUP, page 24

DISTINCT TYPE, EVENT MONITOR,
FUNCTION, FUNCTION
MAPPING-9”0onpage 24 G| OBAL
TEMPORARY TABLE, INDEX, INDEX
EXTENSION, METHOD, NICKNAME,
9" on page 24 pROCEDURE,

SCHEMA, SERVER, TABLE,
TABLESPACE, TRANSFORM, TYPE
MAPPING, 9" on page 24 TRIGGER,
USER MAPPING, 9" on page 24 TYPE,
VIEW, WRAPPER:9” on page 24 1

DECLARE CURSORZ2" on page 24 X SQLAllocStmt () X
DECLARE GLOBAL TEMPORARY X X X
TABLE
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Table 5. SQL Statements (Db2) (continued)

SQL Statement Dynamic™? Command Call Level Interface”3” onpage 24 SQL
“onpage24 |ine (cLY) Procedure
Processor
(CLP)
DELETE X X X X
DESCRIBE"8" on page 24 X SQLColAttributes(),
SQLDescribeCol (),
?PLDescribeParam()M&
DISCONNECT X SQLDisconnect()
DROP X X X X'10%on
page 24
EL{\ID DECLARE SECTION: 2" on page
EXECUTE SQLExecute() X
EXECUTE IMMEDIATE SQLExecDirect() X
EXPLAIN X X X
FETCH SQLExtendedFetch (), X
SQLFetch (), SQLFetchScroll ()
FLUSH EVENT MONITOR X X X
FOR statement X
FREE LOCATOR X“4” on page 24 X
GET DIAGNOSTICS X
GOTO statement X
GRANT X X X X
IF statement X
INCLUDE"2" on page 24
INSERT X X X X
ITERATE X
LEAVE statement X
LOCK TABLE X X X X
LOOP statement X
OPEN X SQLExecute(), X
SQLExecDirect()
PREPARE SQLPrepare() X
REFRESH TABLE X X X
RELEASE X
RELEASE SAVEPOINT X X X X
RENAME TABLE X
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Table 5. SQL Statements (Db2) (continued)

SQL Statement Dynamic’? Command Call Level Interface”3” on page 24 SQL
“onpage24 |jne (CLI) Procedure
Processor
(CLP)
RENAME TABLESPACE X X X
REPEAT statement
RESIGNAL statement X

RETURN statement

REVOKE X X X

ROLLBACK X X SQLEndTran(), SQLTransact() X
SAVEPOINT X X X X
select-statement X X X X
SELECT INTO X
SET CONNECTION X SQLSetConnection()

SET CURRENT DEFAULT X X X X
TRANSFORM GROUP

SET CURRENT DEGREE X X X X
SET CURRENT EXPLAIN MODE X X, SQLSetConnectAttr() X
SET CURRENT EXPLAIN SNAPSHOT X X X, SQLSetConnectAttr () X
SET CURRENT PACKAGESET

SET CURRENT QUERY X X X X
OPTIMIZATION

SET CURRENT REFRESH AGE X X X X
SET EVENT MONITOR STATE X X X X
SET INTEGRITY X X X

SET PASSTHRU " on page 24 X X X X
SET PATH X X X X
SET SCHEMA X X X X
SET SERVER OPTION9”0n page 24 X X X X
SET transition-variable’5" onpage24  x X X X
SIGNAL statement X
SIGNAL SQLSTATE"S" on page 24

UPDATE X X X

VALUES INTO X
WHENEVER"2" on page 24

WHILE statement X
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Table 5. SQL Statements (Db2) (continued)

SQL Statement Dynamic“? Command Call Level Interface”3” on page 24 SQL
"onpage24 | jne (cLI) Procedure
Processor
(CLP)
Notes:

1. You can code all statements in this list as static SQL, but only those marked with X as dynamic SQL.
2. You cannot execute this statement.

3. An X indicates that you can execute this statement using either SQLExecDirect () or SQLPrepare()
and SQLExecute (). If there is an equivalent CLI function, the function name is listed.

4. Although this statement is not dynamic, with CLI you can specify this statement when calling either
SQLExecDirect (), or SQLPrepare() and SQLExecute().

5. You can only use this within CREATE TRIGGER statements.

6. You can only use the SQL DESCRIBE statement to describe output, whereas with CLI you can also describe
input (using the SQLDescribeParam() function).

7. You can only use the SQL FETCH statement to fetch one row at a time in one direction, whereas with the
CLI SQLExtendedFetch () and SQLFetchScroll () functions, you can fetch into arrays. Furthermore,
you can fetch in any direction, and at any position in the result set.

8. The DESCRIBE SQL statement has a different syntax than that of the CLP DESCRIBE command.
9. Statement is supported only for federated database servers.
10. SQL procedures can only issue CREATE and DROP statements for indexes, tables, and views.
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Chapter 3. Command line processor plus (CLPPlus)

Command line processor plus (CLPPlus) provides a command-Lline user interface that you can use to
connect to databases and to define, edit, and run statements, scripts, and commands.

CLPPlus complements the functions that the command line processor (CLP) provides. CLPPlus includes
the following features:

« Support for establishing connections to databases when you provide a database user ID and password.

« A buffer that you can use to store scripts, script fragments, SQL statements, SQL PL statements, or
PL/SQL statements for editing and then execution. You can list, print, or edit the text in the buffer or run
the text in the buffer as a batch script.

- A comprehensive set of processor commands that you can use to define variables and strings that you
can store in the buffer.

« A set of commands that retrieve information about a database and database objects.
- The ability to store buffers or buffer output in a file.

 Multiple options for formatting the output of scripts and queries.

« Support for executing system-defined routines.

 Support for executing operating system commands.

« An option for recording the output of executed commands, statements, or scripts.

« Support for clientApplcompat and currentPackageSet properties as defined in the db2dsdriver.cfg
configuration file. The db2dsdriver.cfg configuration file is an XML file that contains a list of DSN
aliases and their properties. The clientApplcompat and currentPackageSet are configurable in the
db2dsdriver.cfg file.

The syntax for configuring the clientApplcompat and currentPackageSet properties in the db2dsdriver.cfg
can be seen below in an example of the file contents.

<?xml version="1.0" encoding="UTF-8" standalone="no" ?>
<configuration>
<dsncollection>
<dsn alias="S" name=" RS22DB1A" host="169.44.129.45" port=" 4005 ">
</dsn>
</dsncollection>
<databases>
<database name=" RS22DB1A" host="169.44.129.45" port=" 4005 ">
<parameter name="clientApplcompat" value="V12R1"/>
<parameter name=" currentPackageSet" value="NULLID"/>
</database>
</databases>
</configuration>

clientApplcompat
For connections to Db2 12 for z/OS data servers at a function level of V12R1M501 or later, set the
capabilities of a particular instance of the IBM Data Server Driver for JDBC and SQLJ to a function
level that is less than or equal to the function level of the data server.

currentPackageSet
The currentPackageSet identifies the collection ID to search for necessary packages when executing
test cases using clpplus.

The following example shows a connection being established with the contents of the IBM data server
driver configuration file, which includes the clientApplcompat and currentPackageSet parameter values.
The user starts a CLPPlus session and attempts a connection to the DSN alias "S".

CLPPlus: Version 1.6
Copyright (c) 2009, 2011, IBM CORPORATION. All right reserved.

SQL> connect TS5965@S
DB250001I: CLPPlus has successfully read the configuration file named
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'C:\Users\apandey\db2dsdriver.cfg'.
Enter password: skkkkkkk

Database Connection Information :

Hostname = rs22.rocketsoftware.com
Database server = DB2 DSN12015

SQL authorization ID = TS5965
Local database alias = S

Port = 3750

SQL>

CLPPlus supports SERVER, SERVER_ENCRYPT, KERBEROS, and GSSPLUGIN authentication only.

Starting a CLPPlus client session

Before you issue a CLPPlus command, you must first start a CLPPlus session and establish a connection to
the database.

Procedure

To start a CLPPlus session and establish a connection to the database:

« Issue the “CLPPLUS command” on page 27 in the command line processor (CLP) or the Db2
Command Window: When prompted, enter your password.
For example, issue the following CLPPlus command to start the CLPPlus session and use the user ID
db2admin to connect to a local SAMPLE database that is listening on port 50000:

clpplus db2admin@localhost:50000/sample

« OnaWindows operating system, you can use the menu option:
a) Click Start > IBM Db2 > CLPPlus.
b) Specify your user ID and connection information.
The menu option is not available for the following IBM® data server client installations:
— IBM Data Server Client
— IBM Data Server Runtime Client
— IBM Data Server Driver Package
« OnalLinux operating system, you can use the menu option:
a) Click Main Menu > IBM Db2 > Db2 Command Line Processor Plus.
b) Specify your user ID and connection information.
The menu option is not available for the following IBM data server client installations:
— IBM Data Server Client
— IBM Data Server Runtime Client
— IBM Data Server Driver Package

Results
The CLPPlus prompt (SQL>) is available, and you are connected to the specified database.

What to do next

You can now use CLPPlus commands and related features. Specify the commands at the CLPPlus prompt.
To end the CLPPLus session, issue the EXIT or QUIT CLPPlus command.
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CLPPLUS command

Starts the command line processor plus (CLPPlus) session. After you start the CLPPlus session, you
can issue CLPPlus commands, connect to databases, define, and run SQL statements and database
commands, and run scripts that contain SQL statements and commands.

Invocation

You must run the CLPPLUS command from the operating system command prompt.

Authorization

None

Required connection

None

Command Syntax

»— clpplus L J L J >
-verbose -hw =S }connection_identiﬁer {

M -s5i — /

— -sil —
M -sile —

— -silen —

— -silent —

] L @ — dsn_alias J L @ — script_name J A

connection_identifier

»d

»— user ><
L | — password J L @ — host J L :— port J L | — database J

Command parameters

-verbose
Sets verbose on. When verbose is set on all CLPPlus messages are printed to the console.

-nw
Specifies that the CLPPlus session is started in the current command-line window.

-s | -si | -sil | -sile | -silen | -silent
Suppresses the version information, copyright information, prompt messages, command echo, and
connection information from being printed in the current CLPPlus session. During silent mode, by
default, ECHO is set to OFF. Any attempt to set ECHO to ON is ignored.

Specifies the current operating system login user ID is used to connect to the database.

user
Specifies the user ID to connect to the database.

password
Specifies the password that corresponds to the user ID.
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hostname
Specifies the name of the computer on which the database is located. For example, for a computer
that is named ascender, specify @ascender.

port
Specifies the port number that receives connections on the computer where the database server is
installed. The default is 50000.

database
Specifies the database name to which the connection is made. The default is SAMPLE.

dsn_alias
Specifies that the database connection information is picked up from the IBM data server driver
configuration file (db2dsdriver.cfg) from the dsn with alias name dsn_alias. If the specified
dsn_alias is not found in the IBM data server driver configuration file, the string dsn_alias is used
as a database name and all other connection parameters are obtained interactively.

script-name
Specifies the name of a script file. If the file is not in the current working directory, you must also
include the fully qualified path to the location of the file. The script file can contain SQL statements
that are automatically run after you start the CLPPlus session and establish a database connection.

Examples

The following examples show how you can use the CLPPLUS command to start the CLPPlus session and
optionally connect to databases.

The following command starts the CLPPlus session in client mode:

clpplus

No database connection is attempted. You can issue the CONNECT CLPPlus command to connect to a
database.

The following command starts the CLPPlus session and attempts to connect to a database named
SAMPLE on a local host with user ID adminuser and port number 50000:

clpplus adminuser@localhost:50000/sample

The following command starts the CLPPlus session and prompts for a password for the user ID
adminuser. If the password is valid, the CLPPlus interface attempts to connect to a database named
SAMPLE, which is the default database name.

clpplus adminuser

The following command starts the CLPPlus session and attempts to connect to a database named
SAMPLE with user ID adminuser and password mypasswOrd. If the user ID and password are valid,
a database connection is established. The drawback to specifying a password is that the password is
displayed on the screen.

clpplus adminuser/mypasswOrd

The following command starts the CLPPlus session and attempts to connect to a database named
SAMPLE on the remote machine ascender using port 50000, user ID adminuser, and password
mypasswOrd. If these values are valid, a database connection is established.

clpplus adminuser/mypasswOrd@ascender:50000/sample

The following command starts the CLPPlus session and attempts to connect to a database named DB on
the local computer with user ID adminuser, password mypasswOrd, and the default port number, which is
50000:

clpplus adminuser/mypasswOrd@localhost/db
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The following command starts the CLPPlus session and attempts to connect to a database by first locating
an IBM data server driver configuration file. If one is found, the default_dsn is read for the host, port, and
database values. The current logon ID is used in the connection attempt. If no IBM data server driver
configuration file is found, all required parameters are requested interactively.

clpplus /

The following command starts the CLPPlus session and attempts to connect to a database by first locating
an IBM data server driver configuration file. If one is found, the default_dsn is read for the host, port,

and database values. The adminuser ID is used in the connection attempt. If no IBM data server driver
configuration file is found, all required parameters are requested interactively.

clpplus adminuser

The following command starts the CLPPlus session and attempts to connect to a database by fetching
the parameters from the data_dsn alias in the IBM data server driver configuration file. Since no user
1D is specified, the current logon user ID is used. Any parameters that cannot be read are requested
interactively.

clpplus /@data_dsn

The following command starts the CLPPlus session and attempts to connect to a database by fetching the
parameters from the data_dsn alias in the IBM data server driver configuration file. The adminuser user ID
is used in the connection. Any parameters that cannot be read are requested interactively.

clpplus adminuser@data_dsn

Session Global Variables in CLPPlus

CLPPlus has support for setting the value of the Session Global Variable from the db2dsdriver. cfg file.

A global variable is a named memory variable that is retrieved or modified through SQL statements.
Global variables enable applications to share relational data among SQL statements without the need for
extra application logic to support this data transfer.

Authorization
No special authorization is required.

Declaration
When the global variables are created by using the CREATE VARIABLE and these variables exist at the
server, users can set their value in the sessionglobalvariables section in db2dsdriver.cfg file.

Scope
The value of a session global variable is uniquely associated with each session that uses this
particular global variable.

Restrictions
None.

Sample db2dsdiver. cfg file

<configuration>
<dsncollection>
<dsn alias="sample" name="sample" host="localhost" port="50000"/>
<sessionglobalvariables>
<parameter name="EMPID" value="12345"/>
<parameter name="SQL_COMPAT" value="NPS"/>
</sessionglobalvariables>
</dsn>
</dsncollection>
<databases>
<database name="sample" host="localhost" port="50000">
<sessionglobalvariables>
<parameter name="SQL_COMPAT" value="NPS"/>
</sessionglobalvariables>
</database>
</databases>
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<parameters>
<sessionglobalvariables>
<parameter name="EMPID" value="100"/>
</sessionglobalvariables>
</parameters>
</configuration>

CLPPlus console types

CLPPlus has two console modes that are called window and non-windowed mode

Window mode

When CLPPlus is started with the CLPPLUS command, the window mode console is spawned by default.
This new console window has better command editing capabilities. As such, when using CLPPlus in an
interactive mode, this window mode might be the preferred console choice.

Non-window mode

When CLPPlus is started with the CLPPLUS command and the -nw option is specified, the current
command line environment is used, that is, no new window is spawned. This might be a preferred choice
if you are calling a script file and do not require a spawned console window.

Window mode CLPPlus console and UTF-8 character support
The window mode CLPPlus console supports UTF-8 characters.

The window mode CLPPlus console can read UTF-8 characters from the file system, database, and
interactively from the keyboard. The window mode CLPPlus console can write UTF-8 characters into the
file system, database or interactively to the standard output. Also, column alignment issues that can

be present with the non-window mode CLPPlus console are resolved with the window mode CLPPlus
console.

UTF-8 character support is available only in the window mode CLPPlus console, which is the default
CLPPlus console type. For the non-window mode CLPPlus console, support for non-ASCII characters is
limited. In the non-window mode CLPPlus console, you might not be able to enter certain non-ASCII
characters. Misalignment of result set columns can occur if non-ASCII characters are included in that
result set.

Setting the font in CLPPlus window mode

You can set different fonts in the CLPPlus window mode. Settings include font name, style, and size.

Procedure

To set the font name, style, and size in the CLPPlus window mode:

1. Using the CLPPLUS CLPPlus command, start the CLPPlus session. The CLPPlus session is started, by
default, in window mode. For more information, see the Related reference.

2. Use the SET CLPPlus command with the FONT keyword, SET FONT name, style, size.For more
information, see the Related reference.

Example

The following example sets the font that is displayed in the CLPPlus window mode to serif, in bold typeset
and size of 32 points.

SET FONT serif,1,32

The following example sets the font that is displayed in the CLPPlus window mode to SansSerif, in plain
typeset and size of 48 points.
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SET FONT "SansSerif", 0, 48

The following example sets the font that is displayed in the CLPPlus window mode to Lucida console, in
bold typeset and size of 35 points.

SET FONT "lucida console",1, 35

Setting the font color in CLPPlus window mode

You can set different font colors in the CLPPlus window mode.

Procedure

To set the font color in the CLPPlus window mode:

1. Using the CLPPLUS CLPPlus command, start the CLPPlus session. The CLPPlus session is started, by
default, in window mode. For more information, see the Related reference.

2. Use the SET CLPPlus command with the COLOR keyword, SET COLOR colox|<x,g,b>. For more
information on the SET command, see the Related reference.

Example

The following example sets the font color that is displayed in the CLPPlus window mode to red.
SET COLOR RED
The following example sets the font color that is displayed in the CLPPlus window mode to white.

SET COLOR 255,255,255

Setting the background color in CLPPlus window mode

You can set different background colors in the CLPPlus window mode.

Procedure

To set the background color in the CLPPlus window mode:

1. Using the CLPPLUS CLPPlus command, start the CLPPlus session. The CLPPlus session is started, by
default, in the window mode. For more information, see the Related reference.

2. Use the SET CLPPlus command with the BGCOLOR keyword, SET BGCOLOR colox|<x,g,b>. For
more information on the SET command, see the Related reference.

Example

The following example sets the background color that is displayed in the CLPPlus window mode to cyan.

SET BGCOLOR cyan

The following example sets the background color that is displayed in the CLPPlus window mode to white.

SET BGCOLOR 255,255,255
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DSN aliases in CLPPlus

The CLPPlus interface supports connecting to DSN aliases defined in the IBM data server driver
configuration file (db2dsdriver. cfg). Before this support, only interactive connects were allowed in
the CLPPlus interface.

The IBM data server driver configuration file is an XML file that contains a list of DSN aliases and

their properties. It is used to store connection details in one place. The CLPPlus interface can use that
information to automatically connect to a data source instead of interactively asking for all the connection
details on every connect attempt.

You can set the DB2DSDRIVER_CFG_PATH environment variable to point to the IBM data server driver
configuration file. For more information about the DB2DSDRIVER_CFG_PATH environment variable, see
the Miscellaneous variables topic listed in the Related reference.

If DB2DSDRIVER_CFG_PATH is not set, the CLPPlus interface searches for the IBM data server driver
configuration file in the default directory location. For information about the default location of the IBM
data server driver configuration file, see the Related concepts.

If a configuration file is found and it is readable, the CLPPlus interface uses it on the subsequent connect
attempts.

A user who attempts a connect is asked for a database name. That database name is treated as a DSN
alias and searched in the configuration file. If that DSN alias is found, the connection attributes are read
and a password is requested to complete the connection. If the DSN alias is not found, then the host
name, port number, user name, and password are requested interactively to go with the original database
name, and all information gathered is used to attempt a connection.

You can specify whether the ExtendedIndicators property is enabled or disabled during a database
connection. By default, this property is disabled. For more information, see the Related reference.

Examples

Consider the following IBM data server driver configuration file contents:

<configuration>
<dsncollection>
<dsn alias="S" name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="ExtendedIndicators" value="0"/>
</dsn>
</dsncollection>
<databases>
<database name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="UserID" value="john"/>
</database>
</databases>
</configuration>

The following example shows a connection established with the contents of the IBM data server driver
configuration file.
First the user sets the DB2DSDRIVER_CFG_PATH environment variable.

C:\>set DB2DSDRIVER_CFG_PATH="C:\john\clpplus"

In the following example, the clpplus command is used to start a CLPPlus session and the connect
command is issued to establish connection with DSN alias "S".

C:\>clpplus
CLPPlus: Version 1.1
Copyright (c) 2009, IBM CORPORATION. All rights reserved.

SQL> connect
Enter DATABASE NAME [SAMPLE]: S

Enter ID [john] :
Enter Password: kxxkkkkk
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Database Connection Information
Hostname = 9.121.221.159

Database server = DB2/NT SQL09071
SQL authorization ID = john

Local database alias S
Port = 50000
SQL>

The following example shows a connection when the database name entered is not found as an alias in
the IBM data server driver configuration file.

SQL> connect

Enter DATABASE NAME [SAMPLE]: sample
Enter HOSTNAME [localhost]:

Enter PORT [50000]:

Enter ID : john

Enter Password: kxxkkkkx

Database Connection Information

Hostname = 9.121.221.159

Database server = DB2/NT SQL09071
SQL authorization ID = john

Local database alias = SAMPLE

Port = 50000

SQL>

Since "sample" is not found as a DSN alias in the configuration file, the remaining values are requested
interactively by the CLPPlus interface and then a connection attempt is made.

Supported IBM data server driver configuration keywords

The CLPPlus interface supports a subset of the keywords you can use in the IBM data server driver
configuration file (db2dsdriver.cfg).

The following IBM data server driver configuration keywords are supported in a CLPPlus environment.

Authentication (database)
The Authentication keyword specifies the authentication mechanism that is used when
you connect to a database. The CLPPlus interface supports the Kerberos, SERVER_ENCRYPT,
SERVER_ENCRYPT_AES, SERVER, and TOKEN authentication mechanisms.

Note: The TOKEN option is available starting from Db2 version 11.5.4.

Authentication (LDAP)
The Authentication keyword specifies the authentication mechanism that is used during the LDAP
server connection. Supported authentication mechanisms vary based on the LDAP service provider.
Check your LDAP server documentation as different LDAP servers support different authentication

mechanisms. Examples of authentication mechanisms are "none", "simple", and sasl_mech. If
you specify an unsupported authentication mechanism, the attempted connection fails.

The Authentication keyword must be defined in the 1dapservexr section of the IBM data server driver
configuration file.

BaseDN
The BaseDN keyword defines the base distinguished name for the LDAP server.

EnableLDAP
The EnableLDAP keyword defines whether LDAP support is enabled. If the EnableLDAP keyword is
set to No, the CLPPlus interface does not read the server details from the 1dapserver section of the
IBM data server driver configuration file.

ExtendedIndicators

The ExtendedIndicatoxrs keyword specifies whether the ExtendedIndicatoxs property is
enabled or disabled during a database connection.
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LDAPServerHost
The LDAPServerxrHost keyword defines the IP address or host name of the LDAP server.

LDAPServerPort
The LDAPSexverPoxt keyword defines the LDAP Server port number.

Password
If the Password keyword is defined in the dsncollection section or databases section of the
IBM data server driver configuration file, the specified Password keyword value is used as the default
password when you connect to the database under which the UserID keyword is specified.

If the Password keyword is defined in the 1dapserver section of the IBM data server driver
configuration file, the specified Password keyword value is used to connect to the LDAP server.

SecurityTransportMode
The SecurityTransportMode keyword sets the communication security type. You can set the
SecurityTransportMode keyword to SSL for establishing SSL connections. The SSL CLPPlus
connections are implemented by the JDBC driver that uses the Java™ SSL APIs and it does not use the
IBM Global Security Kit (GSKit) libraries.

Starting in Fix Pack 7, the CLPPlus interface supports the SecurityTranspoxrtMode keyword. If you
specify the SecurityTranspoxtMode keyword in earlier fix packs or specify a value other than SSL,
the SecurityTranspoxrtMode keyword is silently ignored.

SSLServerCertificate
The SSLSexverCertificate keyword specifies the fully qualified name of a self-signed server
certificate. You can set the SSLSexverCertificate keyword when the SecurityTransportMode
keyword is set to SSL and the self-signed certificate from a server is used.

Starting in Fix Pack 6, the CLPPlus interface supports the SSLSerxvexCertificate keyword. If you
specify the SSLSexvexCexrtificate keyword in earlier fix packs or specify an invalid value, the
SSLServerCertificate keyword is silently ignored.

UserID
If the UserID keyword is defined in the dsncollection section or databases section of the IBM
data server driver configuration file, the specified UserID keyword value is used as the default user ID
when you connect to the database under which the UserID keyword is specified.

If the UserID keyword is defined in the 1dapserver section of the IBM data server driver
configuration file, the specified UserID keyword value is used to connect to the LDAP server.

For more information about supported keywords, see the Related reference.

The SSL protocol support in CLPPlus

Starting in Fix Pack 7, you can establish SSL connections in the CLPPlus interface with use of the
SecurityTransportMode keyword.

The IBM data server driver configuration file is an XML file that contains a list of DSN aliases,

database directory information, and their properties. If the DSN alias or database entry contains the
SecurityTransportMode parameter value that is set to SSL, the SSL protocol is used in CLPPlus
connections to the server. If the SecurityTranspoxrtMode parameter value is set to SSL and the SSL
connection requires the use of self-signed certificate on the server, you can copy the certificate to the
client and set the SSLSexverCertificate parameter to the absolute path and name of the certificate.
For more information, see the Supported IBM data server driver configuration keyword topic.

The SSL CLPPlus connections are implemented by the JDBC driver that uses the Java SSL APIs and it
does not use the IBM Global Security Kit (GSKit) libraries.
Examples

Consider the following IBM data server driver configuration file contents:

<configuration>
<dsncollection>
<dsn alias="S" name="SAMPLE" host="9.121.221.159" port="50001">
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</dsn>

</dsncollection>

<databases>
<database name="SAMPLE" host="9.121.221.159" port="50001">

<parameter name="SecurityTransportMode" value="SSL"/>

</database>

</databases>

</configuration>

The following example shows a connection being established with the contents of the IBM data server
driver configuration file, which includes the SecurityTranspoxtMode parameter value.

The user starts a CLPPlus session and attempts a connection to the DSN alias "S".

C:\>clpplus
CLPPlus: Version 1.1
Copyright (c) 2009, IBM CORPORATION. All rights reserved.

SQL> connect

Enter DATABASE NAME [SAMPLE]: S
Enter ID [john]
Enter Password: *xxkxkxkx

Database Connection Information

Hostname = 9.121.221.159

Database server = DB2/XXXXXXXXX SQL10055
SQL authorization ID = john

Local database alias S
Port = 50001
SQL>

Kerberos authentication in CLPPlus

The CLPPlus interface supports connecting to DSN aliases using Kerberos authentication as defined in the
IBM data server driver configuration file (db2dsdriver.cfg).

The IBM data server driver configuration file is an XML file that contains a list of DSN aliases and their
properties. If the DSN alias entry contains the Authentication property value that is set to kerberos,
the Kerberos authentication mechanism is used. For more information, see the DSN aliases in CLPPlus
topic.

The CLPPlus interface does not request a Kerberos TGT ticket on its own. It uses the ticket that is already
obtained by the user for use with other applications or tools.

Examples

Consider the following IBM data server driver configuration file contents:

<configuration>
<dsncollection>
<dsn alias="S" name="SAMPLE" host="9.121.221.159" port="50000">
</dsn>
</dsncollection>
<databases>
<database name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="UserID" value="john"/>
</database>
</databases>
<parameters>
<parameter name="Authentication" value="KERBER0S"/>
</parameters>
</configuration>

The following example shows a connection being established with the contents of the IBM data server
driver configuration file, which includes the Authentication parameter value.

The user starts a CLPPlus session and attempts a connection to the DSN alias "S".
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C:\>clpplus
CLPPlus: Version 1.1
Copyright (c) 2009, IBM CORPORATION. All rights reserved.

SQL> connect

Enter DATABASE NAME [SAMPLE]: S
Enter ID [john]
Enter Password: kxxskkkkk

Database Connection Information
Hostname = 9.121.221.159

Database server = DB2/NT SQLO9071
SQL authorization ID = john

Local database alias = S

Port = 50000

SQL>

SERVER_ENCRYPT authentication in CLPPlus

The CLPPlus interface supports connections to DSN aliases with SERVER_ENCRYPT authentication as
defined in the IBM data server driver configuration file (db2dsdriver.cfg).

The IBM data server driver configuration file is an XML file that contains a list of DSN aliases and

their properties. If the DSN alias entry contains the Authentication property value that is set to
SERVER_ENCRYPT, the SERVER_ENCRYPT authentication mechanism is used. For more information, see
the DSN aliases in CLPPlus topic.

Examples

The following example shows a connection being established with the contents of the IBM data server
driver configuration file, which includes the Authentication parameter value.

Consider the following IBM data server driver configuration file contents:

<configuration>
<dsncollection>
<dsn alias="S" name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="Authentication" value="SERVER_ENCRYPT"/>
</dsn>
</dsncollection>
<databases>
<database name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="UserID" value="john"/>
</database>
</databases>
</configuration>

The user starts a CLPPlus session and attempts a connection to the DSN alias "S".

C:\>clpplus -nw
CLPPlus: Version 1.5
Copyright (c) 2009, 2011, IBM CORPORATION. All rights reserved.

SQL> connect

Enter DATABASE NAME [SAMPLE]: S
Enter ID [john]:

Enter password: skkkxxkkkk

Database Connection Information :
Hostname = 9.121.221.159

Database server = DB2/NT SQLG9075
SQL authorization ID = john

Local database alias = S

Port = 50000
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SERVER_ENCRYPT_AES authentication in CLPPlus

In Db2 Cancun Release 10.5.0.4, the CLPPlus interface adds support for connections to DSN aliases that
use SERVER_ENCRYPT_AES authentication. The SERVER_ENCRYPT_AES authentication option is defined
in the IBM data server driver configuration file (db2dsdriver.cfg).

The IBM data server driver configuration file is an XML file that contains a list of DSN aliases and
their properties. If the DSN alias entry contains the Authentication property value that is set

to SERVER_ENCRYPT_AES, the SERVER_ENCRYPT_AES authentication mechanism is used. For more
information, see the DSN aliases in CLPPlus topic.

Examples

The following example shows a connection being established with the contents of the IBM data server
driver configuration file, which includes the Authentication parameter value.

Consider the following IBM data server driver configuration file contents:

<configuration>
<dsncollection>
<dsn alias="S" name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="Authentication" value="SERVER_ENCRYPT_AES"/>
</dsn>
</dsncollection>
<databases>
<database name="SAMPLE" host="9.121.221.159" port="50000">
<parameter name="UserID" value="john"/>
</database>
</databases>
</configuration>

The user starts a CLPPlus session and attempts a connection to the DSN alias "S".

C:\>clpplus -nw
CLPPlus: Version 1.6
Copyright (c) 2009, 2011, IBM CORPORATION. All rights reserved.

SQL> connect

Enter DATABASE NAME [SAMPLE]: S
Enter ID [john]:

Enter password: kkkkxxkkkk

Database Connection Information :
Hostname = 9.121.221.159

Database server = DB2/NT SQLG9075
SQL authorization ID = john

Local database alias S

Port = 50000

LDAP support in CLPPlus

CLPPlus connections support DSN alias searches in a configured LDAP directory server.

Description

If you specify a DSN alias name that is not found in the IBM data server driver configuration file
(db2dsdriver.cfg), the CLPPlus interface attempts to connect to the LDAP directory server that is
specified in the IBM data server driver configuration file to resolve the DSN alias name. The CLPPlus
interface looks up the DSN alias name on the LDAP directory server and use the required connection
details from the DSN entry, such as host name, port number, user ID, and password, to make a
connection. If no match is found on the LDAP directory server or the connection to the LDAP directory
server fails, the DSN alias name is treated as a database name during an interactive connection.

To enable the LDAP support, use the <ldapsexvexr> section in the IBM data server driver configuration
file to specify the LDAP directory server information. A single LDAP directory server entry is allowed in
the IBM data server driver configuration file. The UsexID and Passwozxd fields in the <ldapserver>
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section are optional; you can enter user ID and password information at run time. User ID and password
information is cached during the CLPPlus session.

If you set the UsexID parameterin the IBM data server driver configuration file to "xanonymous", an
anonymous connection to the LDAP directory server is attempted; user ID and password information is
not passed. You are not prompted for a password, and if you set the Passwoxd parameter in the IBM data
server driver configuration file, the parameter is ignored.

Important:

If you set the UsexID parameter to "xanonymous", you must configure the LDAP directory server to
support anonymous connections.

Examples

Consider the following sample IBM data server driver configuration file:

<configuration>
<dsncollection>
<dsn alias="alias1l" name="namel" host="serverl.netl.com" port="50001"/>
</dsncollection>

<databases>

<database name="namel" host="serverl.netl.com" port="50001">
<parameter name="CurrentSchema" value="OWNER1"/>
<wlb>
<parameter name="enableWLB" value="true"/>
<parameter name="maxTransports" value="50"/>
</wlb>
<acr>
<parameter name="enableACR" value="true"/>
</acr>
</database>

</databases>

<ldapserver>
<parameter name="EnableLDAP" value="YES"/>
<parameter name="LDAPServerHost" value="ipvélab7.torolab.ibm.com"/>
<parameter name="LDAPServerPort" value="389"/>
<parameter name="UserID" value="root"/>
<parameter name="Password" value="itdsv23"/>
<parameter name="BaseDN" value="0=IBM"/>
<parameter name="Authentication" value="simple"/>

</ldapserver>

</configuration>

The following example connects to a DSN alias DBLDAP1 with the sample IBM data server driver
configuration file. The DBLDAP1 DSN alias name is not found in the IBM data server driver configuration
file and the DSN alias entry on the LDAP directory server ipv6lab7.torolab. ibmis searched. The host,
port, and database information from the DBLDAP1 DSN alias name that is found on the LDAP directory
server is retrieved to establish a connection.

SQL> connect

Enter DATABASE NAME [SAMPLE]: DBLDAP1
Enter ID : db2admin

Enter password: kxxkkkkk

Database Connection Information :
Hostname = winguest.torolab.ibm.com
Database server = DB2/NT SQLG9075
SQL authorization ID = db2admin
Local database alias = DBLDAP1

Port = 50000

The following example connects to the DBLDAPL DSN from the CLPPlus session in the VERBOSE mode:

SQL> connect
DB250001I: CLPPlus has successfully read the configuration file named
'C:\Documents and Settings\All Users\Application data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.
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Enter DATABASE NAME [SAMPLE]: DBLDAP1

DB250014I: DSN alias 'DBLDAP1' is not found in the configuration file named
'C:\Documents and Settings\All Users\Application Data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.

DB250015I: CLPPlus successfully established a connection with LDAP directory
server 'ipvé6lab7.torolab.ibm.com:389'

Enter ID : db2admin
Enter password: sxkkxxxx

Database Connection Information :

Hostname = winguest.torolab.ibm.com
Database server = DB2/NT SQLG9075
SQL authorization ID = db2admin
Local database alias = DBLDAP1

Port = 50000

The following example connects to a DSN alias DBLDAP2 with the sample IBM data server driver
configuration file. The CLPPlus session is running in the VERBOSE mode. When the DSN alias DBLDAP2 is
not found in the IBM data server driver configuration file or on the specified LDAP directory server, then
the interactive CLPPlus connection attempt occurs.

SQL> connect
DB250001I: CLPPlus has successfully read the configuration file named
'C:\Documents and Settings\All Users\Application data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.

Enter DATABASE NAME [SAMPLE]: DBLDAP2

DB250014I: DSN alias 'DBLDAP2' is not found in the configuration file named
'C:\Documents and Settings\All Users\Application Data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.

DB250015I: CLPPlus successfully established a connection with LDAP directory server
"ipvélab7.torolab.ibm.com:389"

DB250016E: DSN alias 'DBLDAP2' was not found in LDAP directory server 'ipvélab7.torolab.ibm.com:389'.
'DBLDAP2' is used as the database name in the subsequent interactive CLPPlus connect attempt.

Enter HOSTNAME [localhost]: 9.128.34.89
Enter PORT [50000]: 50003

Enter ID: db2admin

Enter password: xxkkkix

Database Connection Information :
Hostname = 9.128.34.89

Database server = DB2/NT SQLG9075
SQL authorization ID = db2admin
Local database alias = DBLDAP2
Port = 50003

The following example connects to the DBLDAP2 DSN from the CLPPlus session in the VERBOSE mode:

SQL> connect
DB250001I: CLPPlus has successfully read the configuration file named
'C:\Documents and Settings\All Users\Application data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.

Enter DATABASE NAME [SAMPLE]: DBLDAP2

DB250014I: DSN alias 'DBLDAP2' is not found in the configuration file named
'C:\Documents and Settings\All Users\Application Data\IBM\DB2\DB2COPY1\cfg\db2dsdriver.cfg'.

DB250017E: CLPPlus failed to establish a connection with LDAP
directory server 'ipvé6lab7.torolab.ibm.com:389'. 'DBLDAP2' is
used as the database name in an interactive connect attempt.

Enter HOSTNAME [localhost]: 9.128.34.89
Enter PORT [50000]: 50003

Enter ID: db2admin

Enter password: kxkxxkxx

Database Connection Information :

Hostname = 9.128.34.89
Database server = DB2/NT SQLG9075
SQL authorization ID = db2admin
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Local database alias = DBLDAP2
Port = 50003

Consider the following modified version of the IBM data server driver configuration file. The IBM data
server driver configuration file does not include the UsexID and Passwoxd parameters for the LDAP
directory server configuration. The LDAP directory server ipv6lab7.torolab.ibmis specified.

<configuration>
<dsncollection>
<dsn alias="aliasl1l" name="namel" host="serverl.netl.com" port="50001"/>
</dsncollection>

<databases>

<database name="namel" host="serverl.netl.com" port="50001">
<parameter name="CurrentSchema" value="OWNER1"/>
<wlb>
<parameter name="enableWLB" value="true"/>
<parameter name="maxTransports" value="50"/>
</wlb>
<acr>
<parameter name="enableACR" value="true"/>
</acr>
</database>

</databases>

<ldapserver>
<parameter name="EnableLDAP" value="YES"/>
<parameter name="LDAPServerHost" value="ipv6lab7.torolab.ibm.com"/>
<parameter name="LDAPServerPort" value="389"/>
<parameter name="BaseDN" value="0=IBM"/>
<parameter name="Authentication" value="simple"/>

</ldapserver>

</configuration>

Using the updated IBM data server driver configuration file, a connection to alias name SAMPLE32

is attempted. The alias name is not found in the IBM data server driver configuration file. When the

user ID and password to the LDAP directory server are entered interactively, as shown in the following
example, the CLPPlus interface connects to the ipv6lab7.torolab.ibm LDAP directory server. The
LDAP directory server is successfully searched for the SAMPLE32 DSN alias, and the host, port, and
database information is retrieved. A CLPPlus connection is established with the database information that
is retrieved from the LDAP server. In the following example, the CLPPlus session is not running in the
VERBOSE mode.

C:\Documents and Settings>clpplus /@SAMPLE32

CLPPlus: Version 1.4
Copyright (c) 2009, 2011, IBM CORPORATION. All rights reserved.

Connecting to LDAP server '9.234.67.89:389'.
Enter LDAP server user ID: root
Enter LDAP server password: skkkxkiksk

Enter password: kkkkxxkkkk

Database Connection Information :
Hostname = 9.128.32.149

Database server = DB2/NT SQLG9075
SQL authorization ID = db2admin
Local database alias = SAMPLE32
Port = 50002

Running a script file in the CLPPlus session

In the CLPPlus session, a script file can be run in many ways. You can provide the name of a script file that
contains database commands and SQL commands as a token for the CLPPLUS command. You can run a
script file using the START CLPPlus command. You can also run a script by copying its contents into the
CLPPlus SQL buffer using the GET CLPPlus command and then issuing the RUN CLPPlus command.
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About this task

You can run a script with the CLPPLUS command. For other methods, see the related links.

Procedure

Run the CLPPLUS command, specifying a script name.
For example, consider the following script file named dept_query.sql.

SET PAGESIZE 9999
SET ECHO ON

SELECT * FROM DEPT;
EXIT

To run the dept_query.sql script on the default SAMPLE database on port 50000 with a user name of
db2usexr and password passwOxd, issue the following command:

clpplus db2user/passwOrd @dept_query

The dept_query.sql script file is run after the user connects to the database. When the script is run,
the commands SET PAGESIZE and SET ECHO ON and the statement SELECT * FROM are issued.

The output of the script is as follows. ECHO ON displays the statement that was issued in the script file,
and the values of DEPT are displayed up to a page limit of 9999.

clpplus db2user/passwOrd @dept_query.sql
Connected to XXX v X.X (localhost:5444/db2sampl) AS db2user

SQL>

SELECT * FROM dept;

DEPT NODNAME LoC
10 ACCOUNTING NEW YORK
20 RESEARCH DALLAS
30 SALES CHICAGO
4 OPERATIONS BOSTON

SQL >

EXIT

Skipping and interrupting CLPPlus commands

CLPPlus allows you to skip and interrupt command execution as well as script execution.

You can interrupt any command or script that CLPPLlus is running using the Ctrl+C keystroke. This is
helpful when you encounter a long running query or script and need to return control back to the CLPPlus
interface.

You can also skip to the next SQL> prompt by pressing the ENTER key twice in succession. This is helpful
when you enter an incorrect command and want to cancel it. The incorrect command is retained in the
buffer and can be edited using any of the CLPPlus commands you use for editing and review.

Examples

The following example shows a command being skipped.

SQL> select =

2 from employee <- first carriage retuzrn
3 <- second carriage return
SQL> <- next sql prompt
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Comments in CLPPlus

CLPPlus has the ability for you to include comments in your scripts and commands.

In CLPPlus, comments can span one ore more lines. Comments that are contained on a single line start
with # or - -. Comments that span multiple lines are enclosed in /* and */.

Examples

The following examples show both single and multiple line comments.

SQL> # This is a single line comment
SQL>

SQL> -- This is also a single line comment
SQL>

SQL> /* This comment
spans

multiple lines. %/
SQL>

Escape characters in CLPPlus

You can use escape characters in CLPPlus commands and queries.

Description

In CLPPlus, you can use the ampersand (&) character to substitute variables in SQL statements. Escape
characters can be used to escape the ampersand character in input values to avoid substitution, for
example "AT&M",

Escape characters can also be used to escape the characters "$" and "%", which are used to reference
shell and environment variables in CLPPlus.

You can define the escape character with the SET command. The default escape character is "\". For more
information about the SET command, see the related reference.

Examples

1. This example shows the use of the default escape character which avoids "&M" being treated as a
substitution variable.

SQL> set escape ON
SQL> insert into testtab values('AT\&M');
DB250000I: The command completed successfully.

SQL> select * from testtab;
TEXT

2. This example shows the use of a user-defined escape character which avoids "&G" being treated as a
substitution variable.

SQL> set escape "
SQL> insert into testtab values('LA&G');
DB250000I: The command completed successfully.

SQL> select * from testtab;
TEXT
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3. This example shows the behavior when no escape character is used. "&V" is treated as a substitution
variable and requires the user to provide the input value of "Planet".

SQL> set escape OFF
SQL> insert into testtab values('Smarter &V');
Enter a value for variable V: Planet

Original statement: insert into testtab values('Smarter &V')
New statement with substitutions: insert into testtab values('Smarter Planet')
DB250000I: The command completed successfully.

SQL> select * from testtab;
TEXT

Smarter Planet

4. This example shows the behavior when no escape character is used. "&V" is treated as a substitution
variable and requires the user to provide the input value of "Gene".

SQL> set escape OFF
SQL> insert into testtab values('Blue \&V');
Enter a value for variable V: Gene

Original statement: insert into testtab values('Blue \&V')
New statement with substitutions: insert into testtab values('Blue \Gene')
DB250000I: The command completed successfully.

SQL> select * from testtab;
TEXT

L&G
Smarter Planet
Blue \Gene

5. This example shows the behavior when an escape character is used. "$100" is treated as a value and
not a shell or environment variable.

SQL> set escape ON
SQL> insert into testsub values('\$100');
DB250000I: The command completed successfully.

SQL> select * from testsub;
TEXT

6. This example shows the behavior when an escape character is used. "86%" is treated as a value and
not a shell or environment variable.

SQL> set escape ON
SQL> insert into testsub values('86\%');
DB250000I: The command completed successfully.

SQL> select * from testsub;
TEXT

Bind variables in CLPPlus

Bind variables are used in place of literal values. If you issue SQL statements multiple times, you can use
bind variables to reduce the number of literal values.

Authorization

No special authorization is required.
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Declaration

A bind variable can be declared using the following syntax:

»— VARIABLE — name — datatype; »«

name
Specifies the name of the bind variable.

datatype
Specifies the data type that is associated with the bind variable. The data type can be one of:
BOOLEAN, CHARACTER, DATE, DECIMAL, DOUBLE, FLOAT, INTEGER, REAL, SMALLINT, or VARCHAR.

REFCURSOR is also supported. REFCURSOR is used to receive the OUT parameter values of type
CURSOR in procedures, functions, and anonymous PL/SQL blocks.

NUMBER, NUMBER(p[,s]), and VARCHAR?2 are also supported. NUMBER and NUMBER(p[,s]) are
implicitly mapped to the DECIMAL data type. VARCHAR2 is implicitly mapped to the VARCHAR data
type.

CLPPlus allows the use of BOOLEAN, ROW, and ARRAY data types as parameters for stored
procedures with Db2 servers. You can run a stored procedure with the CALL or EXEC CLPPlus
statements.

Scope

Bind variables persist over the duration of a user's CLPPlus session. When a CLPPlus session is started,
bind variables can be declared and used during that session. When a CLPPlus session is ended, any bind
variables are cleared.

Restrictions

When used in an SQL statement or an anonymous PL/SQL block, a bind variable can appear only once. If
the bind variable is used more than once, an error from the database server is returned.

Db2 for z/OS°® and Informix® Dynamic Server data servers have the following limitations with the usage of
bind variables:

« Bind variables cannot be initialized using the EXEC command.
Exec :var_name:='john' /* this is not supported x/
« Bind variables cannot be initialized using a begin-end block.

begin
:var_name:='john'; /* this is not supported in a begin-end block */
end;

« Since PL/SQL is not supported on Db2 for z/OS and Informix Dynamic Server data servers, bind
variables are not supported in a PL/SQL body.

« Variables with type CURSOR are not supported.

SQL> CREATE PROCEDURE getEmployeeData( ID INT, OUT NAME char(10),
OUT DOB Date, OUT SAL DECIMAL(7,2))
LET NAME='dummy';
LET DOB='10/10/2010";
LET SAL=0;
SELECT empname, empdob, salary INTO name, dob, sal FROM emp WHERE empid =
ID;
END PROCEDURE;

/
DB25000OI: The command completed successfully.
SQL> define var_id=1001 /* usage of substitution variable =%/

SQL> Variable name varchar(10)
DB25000OI: The command completed successfully.
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SQL> Variable dob date

DB250000I: The command completed successfully.
SQL> Variable salary double

DB25000OI: The command completed successfully.
Call getEmployeeData(&var_id, :name, :dob, :salary)
DB25000OI: The command completed successfully.
SQL> Print name

"JOHN'

SQL> Print dob

'26/04/1982'

SQL> Print salary

10000.50

- Precision and scale values can be specified while creating bind variables of with the NUMBER and
DECIMAL data types. There is a limitation in precision support. Any decimal or number values that are
assigned are not modified to the precision specified in the definition of the variable. See example 13 for
more details.

These restrictions apply to the EXECUTE CLPPlus command as well.

Examples
The following examples show how you can defing, initialize, and use bind variables.
1. Bind variables that are named ID and LNAME of type VARCHAR:

VARIABLE ID VARCHAR
VARIABLE LNAME VARCHAR

2. A bind variable that is named ID initialized in a PL/SQL block:

BEGIN

SET :ID = '000020';
END;
/

3. Bind variables ID and LNAME used in a PL/SQL block:

BEGIN
SELECT lastname INTO :LNAME FROM employee
WHERE empno = :1ID;

END;

/

4. A single PL/SQL statement initializes a bind variable named ID :
EXECUTE SET :ID = '000022';

5. The variable ID is initialized from a substitution variable a (a is defined with the DEFINE CLPPlus
command):

EXECUTE SET :ID = &a;

6. The ID bind variable is used in a SELECT statement:
SELECT lastname FROM employee WHERE empno = :ID;

7. The ID and LNAME bind variables are used in an UPDATE statement:
UPDATE employee SET lastname = :LNAME WHERE empno = :ID;

8. The salary bind variable is defined with the numbexr data type:

variable salary number
exec :salary = 1000.00
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10.

11.

12.

13.

. The bonus bind variable is defined with the number (p[, s]) data type:

variable bonus numbexr(6)
exec SET :bonus = 999.999

The comm bind variable is defined with the number (p[,s]) data type:

variable bonus comm(4,2)
exec SET :comm = 10.455

SQL> print comm
10.45

The name bind variable is defined with the varchar2 data type:

variable name varchar2
exec SET :name ='MICHAEL'

This example shows the substitution of bind variables as input and output arguments in procedure
execution. Assume a file example_proc.db2 contains the following statement:

CREATE PROCEDURE DEPT_MEDIAN
(IN deptNumber SMALLINT, OUT medianSalary DOUBLE)

Bind variables are substituted as input and output arguments. Define the bind variables:

variable in_var integer
variable out_var double

Run the procedure and substitute the variables as parameters:
call dept_median(:in_var, :out_var)

Optionally print the contents of the output argument, which is the out_vax bind variable:
print out_var

This example shows a bind variable vax1, which does not reflect the precision in the definition:

variable varl number(4,2)
DB250000I: The command completed successfully.

Assign a value that has precision of 6 digits and scale of 3 digits:

exec SET :varl = 333.333

/
DB250000I: The command completed successfully.
Print the contents of vaxrl.:

print varl
333.33

The scale is correct, 2. The precision is not 4 as defined. This scenario is a current limitation in
functionality.

Shell and environment variables in CLPPlus

You can use shell and environment variables in CLPPlus commands and queries.

Description

With this support, any shell or environment variable value can be used in a CLPPlus command or query.
This use is identical to how these variables are accessed in shell or command windows.

Shell or environment variable substitution can be enabled or disabled with the SET ENVVARSUBST
CLPPlus command. For details on this command, see the Related reference.
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Any variable prefixed with "$" is treated as a shell or environment variable. This character provides
operating system independence to scripts which are used across differing operating systems.
Environment variables on Microsoft platforms can also be accessed by wrapping "%" around the variable
name, for example, %VAR%.

CLPPlus understands and resolves a shell or environment variable if it includes the characters a-z, A-Z,
0-9, and "_". If any other character is encountered, then it is treated as the end of the variable name. The
following examples highlight this naming rule:

$clpplus&version = "clpplus" followed by "&"
$clpplus[version] "clpplus" followed by "["
$clpplus version = "clpplus" followed by " "(space)
$clpplusitversion "clpplus" followed by "#"
$clpplus-version “clpplus" followed by "-"
$clpplus(version) "clpplus" followed by " ("

If CLPPlus attempts to use a variable and it is defined, then its value is retrieved and used as expected.
If CLPPlus attempts to use a variable and it is not defined, an empty string value is substituted and

an informational message is logged. The informational message is visible when CLPPlus is operating in
verbose mode.

You can access shell and environment variables in CLPPlus with the following methods:

« While starting CLPPlus, you can pass shell or environment variables as arguments to a script. These
passed variables are converted into position parameters which are accessed with the "&" character and
their position (number)

« Shell or environment variables can be directly accessed in CLPPlus with the "$" character followed by
the variable name. This method is irrespective of the operating system on which the script is run.

Examples
1. The following example shows how you can use shell or environment variables while starting CLPPlus:

On UNIX and Linux platforms:

Export TABLE_NAME=employee
Export SCRIPT_PATH=/home/user

clpplus -nw @$SCRIPT_PATH/script.sql $TABLE_NAME
On Windows platforms:

Set TABLE_NAME=employee
Set SCRIPT_PATH=c:\testfiles

clpplus -nw @¥SCRIPT_PATH%\script.sql %TABLE_NAME%
where as script.sqgl contains
Select * from &1

and &1 resolves to the TABLE_NAME variable value.
2. The following example shows how you can use shell or environment variables directly in CLPPlus:

On UNIX and Linux platforms:

select * from $TABLE_NAME;
insert into test values ($NAME, $ID, $DESG);

On Windows platforms:

select » from %TABLE_NAMEY%;
insert into test values (%NAME%, %ID%, %DESG%);
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Db2 commands supported by CLPPlus

The CLPPlus interface supports a subset of Db2 commands for database and database manager
administration, tuning, and maintenance.

The following Db2 commands are supported in the CLPPlus interface:

« GET DATABASE CONFIGURATION

- GET DATABASE MANAGER CONFIGURATION

« UPDATE DATABASE CONFIGURATION

« UPDATE DATABASE MANAGER CONFIGURATION

« RESET DATABASE CONFIGURATION

« RESET DATABASE MANAGER CONFIGURATION

« LIST PACKAGES

« IMPORT

« EXPORT

- LOAD

« REORG, supported when connected to Db2 and Db2 for z/OS.
« RUNSTATS, supported when connected to Db2 and Db2 for z/0S.
« REORGCHK, for more information see the related reference.

« Limited support for CREATE DATABASE, also supported when connected to IBM Informix. For more
information about restrictions see the related reference.

- DROP DATABASE, also supported when connected to IBM Informix.

Note: For Db2, the CREATE DATABASE and DROP DATABASE commands fail if connected to a remote
database manager instance. You must be connected to a local database manager instance

Note: IMPORT, EXPORT and LOAD commands have a restriction that processed files must be on the
server

CREATE DATABASE in CLPPlus

The CLPPlus interface provides limited support for the CREATE DATABASE command. The CREATE
DATABASE command can be used to create database in the Db2 and IBM Informix environments.

Restrictions

For the Db2 environment, the CREATE DATABASE command fails if you are connected to a remote
database manager instance. You must be connected to a local database manager instance. You can
specify the following parameters for the CREATE DATABASE command in the CLPPlus interface:

The required database-name variable
« The optional CODESET parameter

« The optional TERRITORY parameter
The optional PAGESIZE parameter

Note: When you create a Db2 database without the pagesize parameter, the default page size for the
new database is 32 K.

For IBM Informix, CREATE DATABASE from the CLPPlus interface requires connection credentials,
specifically to the sysmastex database. You are prompted for connection credentials if a connection
does not exist. For more information about the CREATE DATABASE command in IBM Informix, see http://
www.ibm.com/support/knowledgecenter/SSGU8G_12.1.0/com.ibm.sqls.doc/ids_sqgs_0368.htm

48 IBM Db2 V11.5: Command Reference


http://www.ibm.com/support/knowledgecenter/SSGU8G_12.1.0/com.ibm.sqls.doc/ids_sqs_0368.htm
http://www.ibm.com/support/knowledgecenter/SSGU8G_12.1.0/com.ibm.sqls.doc/ids_sqs_0368.htm

Examples

The following command creates a database that is named testdb:

create database testdb;

The following command creates a database that is named testdb with a page size of 4 Kin the Db2
environment:

create database testdb pagesize 4K;

The following command creates a database that is named testdb in the Db2 environment. The code
page set is defined as UTF-8, and the territory is defined as US.

create db testdb using codeset UTF-8 territory US;

The following command creates a database that is named udttest in the IBM Informix environment. No
previous connection exists, so you are prompted to provide the connection information.

SQL> create database udttest;

Enter DATABASE NAME [sysmaster]:

Enter HOSTNAME [localhost]: 9.130.34.100
Enter PORT [50000]: 9089

Enter ID: informix

Enter password: kkkkxxkkkk

DB250000I: The command completed successfully.

In the following example, the first command connects to an IBM Informix database. The second
command creates a database that is named udttest.

SQL> connect Informix/informix123@9.130.34.100:9089/stores

Database Connection Information :

Hostname = 9.130.34.100

Database server = IDS/NT32 IFX11700
SQL authorization ID = informix
Local database alias = stores

Port = 9089

SQL> create database udttest with log mode ansi ;
DB250000I: The command completed successfully.

CLPPlus restrictions

The CLPPlus interface has certain connection, command, and statement restrictions.

The CLPPlus interface can establish database connections with the following Db2 database product:
« IBM Db2 for IBM i
« Db2 Express®-C

The CLPPlus interface can establish database connections with the following Db2 database products but
with the following restrictions:

- Db2 Version 9.8 Fix Pack 1 or higher. You must apply Fix Pack 1 to V9.8 before connectivity is
supported.

The CLPPlus interface has the following restrictions on PL/SQL support:

- PL/SQL functions and triggers cannot be created in a partitioned database environment.

« The NCLOB data type is not supported for use in PL/SQL statements or in PL/SQL contexts when the
database is not defined as a Unicode database. In Unicode databases, the NCLOB data type is mapped
to a Db2 DBCLOB data type.

« The XMLTYPE data type is not supported.
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« TYPE declaration is not supported in a function, procedure, trigger, or anonymous block.
« The FOR EACH STATEMENT option is not supported for PL/SQL triggers.

Table 6. CLPPlus limitations across different data servers.

CLPPlus Feature Db2 Db2 for z/0S IBM Informix
Variable REFCURSOR Yes No No
SERVEROUTPUT Yes No No
EXECUTE Yes No No
LIST PACKAGES Yes Yes No
SHOW ERRORS Yes No No
UPDATE/GET/RESET DB | Yes No No
CFG

UPDATE/GET/RESET Yes No No
DBM CFG

EXPORT Yes No No
IMPORT Yes No No
LOAD Yes No No

The EDIT command is supported in the CLPPlus window mode. The command is not supported in the
CLPPlus non-window mode.

CLPPlus troubleshooting hints and tips

List of general CLPPlus startup issues and solutions.

Table 7. Starting CLPPlus: Issues and solutions

Issue Explanation and solution

The following message is displayed when you try to | Ensure that you have Java 1.5 or later installed.
start the CLPPlus session: The IBM database server products andIBM Data

] ] Server Client product install a required Java
CLPPlus requires Java 1.5 or higher to |product during the Db2 installation process.
execute. Please ensure Java is in your |However, other IBM data server client products
PATH. do not install a Java product. When a required

The CLPPlus session fails to start. Java product is not installed as part of the Db2
product installation, the CLPPlus interface looks for
a Java product in the path that is specified by the
JAVA_HOME and PATH environment variables.

If you installed an IBM data server client product
other than the IBM Data Server Client product,
download and install a Java JRE or SDK, Version
1.5 or later. Set the JAVA_HOME environment
variable to point to the Java installation directory.
Add the Java bin directory to the PATH
environment variable setting.
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Table 7. Starting CLPPlus: Issues and solutions (continued)

Issue Explanation and solution

The following message is displayed when you try to | The CLPPlus interface requires the Java universal

start the CLPPlus session: drivers in the db2jcc. jar file. When the CLPPlus
] ) ) interface cannot find the db2jcc. jar file in the

Could not find db2jcc.jar. Please CLASSPATH environment variable setting or in

ensure that your installation the installation directory/java directory,

completed successfully. If the problem |gsiartup fails.
persists, please locate and add

db2jcc.jar to your CLASSPATH. Ensure that the installation was completed
) ) successfully. Add the absolute path of the
The CLPPlus session fails to start. db2jcc.jar file to the CLASSPATH environment

variable setting.

start the CLPPlus session: file that is included with the product. When the

) . CLPPlus interface cannot find the clpplus. jar
Could not find clpplus.jar. Please file in the CLASSPATH environment variable setting
ensure that your installation or in the installation directory, startup fails.
completed successfully. If the problem ) )
persists, please locate and add Ensure that the installation was completed
clpplus.jar to your CLASSPATH. sucgessfu!ly. Add the absolute path of th.e

] ] db2jcc. jar file to the CLASSPATH environment

The CLPPlus session fails to start. variable setting.

The following message is displayed when you try to | The CLPPlus interface requires the

start the CLPPlus session: jline-0.9.93.jar file that is included with the
) . . product. When the CLPPlus interface cannot find

Could not find jline-0.9.93.jar. the j1ine-0.9.93.jar file in the CLASSPATH

Please ensure that your installation environment variable setting or in the installation

comp}eted successfully. If the problem |gjrectory, the CLPPlus session fails to start.
persists, please locate and add

jline-0.9.93.jar to your CLASSPATH. Ensure that the installation was completed
) ) successfully. Add the absolute path of the
The CLPPlus session fails to start. iline-0.9.93.jar file to the CLASSPATH

environment variable setting.

CLPPlus traces and record logging

CLPPlus provides mechanisms for file traces and record logging. CLPPlus supports logging or traces from
the CLPPlus client layer and JDBC driver layer.

The IBM Data Server Driver for JDBC and SQLJ and IBM Data Server Driver for ODBC and CLI offer
comprehensive tracing facilities. These facilities have been extended to CLPPlus. Trace facilities generate
text log files whenever an application accesses a specified driver (CLPPLus Client layer or JDBC Driver
layer) using the SET command. These log files provide detailed information about the CLPPlus Client and
JDBC:

« functions called by an application
« function contents; including input and output parameters passed to and received from
« function return codes and any error or warning messages generated.

To configure the CLPPlus trace facilities, issue the SET command from a CLPPlus command prompt. To
enable client layer or driver layer traces, set the LOGMODE parameter:

CLPPlus> SET LOGMODE logmode-value
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where logmode-value indicates whether to perform tracing and for which layer. The default value is NONE,
which indicates no tracing is done. Other valid values are CLPPLUS, which traces the client layer, JCC,
which traces the JDBC layer, and BOTH, which traces both the client and JDBC layers.

To perform more detailed JDBC tracing, set logmode-value to JCC or BOTH, and specify the JCCLOGMODE
parameter:

SET LOGMODE JCC
SET JCCLOGMODE jcclogmode_value

where jcclogmode_value indicates the features to be traced and logged. For more information about valid
jeclogmode_value settings, see “SET ” on page 623.
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Chapter 4. How to read command syntax help

From time to time, you might forget the options that are valid for a command. You can invoke useful
command help screen output, which uses a syntax convention that is explained here.

All Command Line Processor (CLP) commands can invoke a help screen at the CLP prompt by preceding
the command keyword(s) with a question mark (?). For many of the system commands, a summarizing
help screen can be displayed by issuing the command keyword followed by a help parameter.

Invoking help
CLP commands

To display a CLP command help screen, preface the command keyword(s) with a question mark at the
db2 interactive mode prompt (db2 =>), as shown in the following example for the BACKUP DATABASE

command:
db2 => ? backup database

or, outside the 'db2' interactive mode, preface each command help screen invocation with db2, as
shown for the BACKUP DATABASE command:

=> db2 ? backup database

System commands

Most of the system commands can display a command help screen by entering the system command
keyword followed by a help option. Many system commands use a common help option, while other
system commands may use different and/or additional help options. For the first attempts, without
having to search for a command's forgotten help option just yet, try the following most common
options, which are likely to result in successfully invoking the command help screen:

Help options
« -h
. -7
« -help

- nothing entered after the command keyword.

Note: When nothing is entered after the command keyword, in some cases this could actually
execute the command if options are not required.

Help screen syntax conventions

[1] Encloses optional parameters
it Encloses mandatory parameters
| Separates two or more items, only one of which may be chosen
Indicates a repeatable parameter
() Repeatable parameter delimiter (not always used)

Command KEYWORDS appear in uppercase
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variables, that require you to determine and enter the appropriate input,
appear in lowercase

Example command help screen output
The following is the CLP command help screen for the UPDATE MONITOR SWITCHES command:

db2 => ? update monitor
UPDATE MONITOR SWITCHES USING {switch-name $ON | OFF% ...%
[AT DBPARTITIONNUM db-partition-number | GLOBAL]

switch-name:
BUFFERPOOL, LOCK, SORT, STATEMENT, TABLE, TIMESTAMP, UOW

The following is the system command help screen for the db21ook command, which, in this case, was
not invoked by its specified -h help option:

C:\Program Files\IBM\SQLLIB\BIN>db2look

Syntax: db2look -d DBname [-e] [-xs] [-xdir Path] [-u Creator] [-z Schema]

-t Tnamel Tname2...TnameN] [-tw Tname] [-h]

-o Fname] [-a] [-m] [-c] [-r] [-1] [-x] [-xd] [-f]
-fd] [-td x] [-noview] [-i userID] [-w password]

-v Vnamel Vname2 ... VnameN] [-dp] [-ct]

-wrapper WrapperName] [-server ServerName] [-nofed]
-w

Im] [-ap]

-wrapper WrapperName] [-server ServerName][-fedonly] [-nofed]

L T e Vo T Vs T P T}

db2look [-h]
-d: Database Name: This must be specified

-e: Extract DDL file needed to duplicate database
-xs: Export XSR objects and generate a script containing DDL statements
-xdir: Path name: the directory in which XSR objects will be placed
-u: Creator ID: If -u and -a are both not specified then $USER will be used
-z: Schema name: If -z and -a are both specified then -z will be ignored
-t: Generate statistics for the specified tables
-tw: Generate DDLs for tables whose names match the pattern criteria (wildcard
characters) of the table name
-ap: Generate AUDIT USING Statements
-wlm: Generate WLM specific DDL Statements
-h: More detailed help message
-0: Redirects the output to the given file name
-a: Generate statistics for all creators
-m: Run the db2look utility in mimic mode
-c: Do not generate COMMIT statements for mimic
-r: Do not generate RUNSTATS statements for mimic
-1: Generate Database Layout: Database partition groups, Bufferpools and Tablespaces
-x: Generate Authorization statements DDL excluding the original definer of the object
-xd: Generate Authorization statements DDL including the original definer of the object
-f: Extract configuration parameters and environment variables
-td: Specifies x to be statement delimiter (default is semicolon(;))
-i: User ID to log on to the server where the database resides
-w: Password to log on to the server where the database resides
-noview: Do not generate CREATE VIEW ddl statements
-wrapper: Generates DDLs for federated objects that apply to this wrapper
-server: Generates DDLs for federated objects that apply to this server
-FEDONLY: Only created Federated DDL Statements
-nofed: Do not generate Federated DDL
-fd: Generates db2fopt statements for opt_buffpage and opt_sortheap along with other
cfg and env parameters.
-v: Generate DDL for view only, this option is ignored when -t is specified
-dp: Generate DROP statement before CREATE statement
-ct: Generate DDL Statements by object creation time

Note: In general, a system command help screen tends to provide more detailed information than a
CLP command help screen.

Example command inputs
Using the UPDATE MONITOR SWITCHES command help screen as an example,

db2 => ? update monitor
UPDATE MONITOR SWITCHES USING {switch-name {ON | OFF% ...}

54 IBM Db2 V11.5: Command Reference



[AT DBPARTITIONNUM db-partition-number | GLOBAL]

switch-name:
BUFFERPOOL, LOCK, SORT, STATEMENT, TABLE, TIMESTAMP, UOW

the following command inputs are valid,

UPDATE MONITOR SWITCHES USING LOCK OFF
UPDATE MONITOR SWITCHES USING LOCK OFF TIMESTAMP ON
UPDATE MONITOR SWITCHES USING STATEMENT ON AT DBPARTITIONNUM 1

UPDATE MONITOR SWITCHES USING SORT ON GLOBAL
while the following command inputs are invalid:

UPDATE MONITOR SWITCHES LOCK OFF
UPDATE MONITOR SWITCHES USING LOCK GLOBAL

UPDATE MONITOR SWITCHES USING STATEMENT ON AT DBPARTITIONNUM 1 GLOBAL

Reminder

To remind yourself about the command help screen syntax conventions without searching the online
Information Center, issue the following command at the CLP prompt:

db2 => ? help
or, at the system command prompt, enter the following query:

=> db2 ? help
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Chapter 5. CLP commands

ACTIVATE DATABASE

The ACTIVATE DATABASE command activates the specified database and starts up all necessary
database services so that the database is available for connection and use by any application.

Scope

This command activates the target database on all members in the instance. In a Db2 pureScale®
environment, if the command was issued by a client using the TCP/IP protocol, this command activates
only the members included in the member subset that is associated with the database alias. If one

or more of these members encounters an error during activation, a warning is returned. The database
remains activated for all members on which the command succeeds.

A database is activated either implicitly or explicitly. The activation of a database driven by a first user
connection is known as implicit activation. Activation of a database that is based on issuing the activate
database command is known as explicit activation.

Authorization
One of the following authorities:

+ SYSADM
« SYSCTRL
« SYSMAINT

Required connection

None

Command syntax

»— ACTIVATE 1[)ATABASEj— database-alias —»
DB

L USER — username I

L USING — password —J

Command parameters

DATABASE | DB database-alias
Specifies the alias of the database to be started.

USER username
Specifies the user starting the database.

USING password
Specifies the password for the user name.
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Usage notes

Database administrators can use the ACTIVATE DATABASE command to start the selected databases.
This eliminates any application time spent on database initialization. The ACTIVATE DATABASE
command is the only way to explicitly activate a database.

In a Db2 pureScale environment, when the ACTIVATE DATABASE command is issued by a client using
the TCP/IP protocol, the command is assigned to a member subset which includes a set of members

in the instance. If the database alias used is not associated with any user defined member subset,

the command is assigned to the default member subset which includes all members in the instance.
Database administrators can use this functionality to activate a database on a subset of the members in
the instance.

Databases initialized by the ACTIVATE DATABASE command can be shut down by using the
DEACTIVATE DATABASE or db2stop command.

The application issuing the ACTIVATE DATABASE command cannot have an active database connection
to any database.

If a database is started by issuing a CONNECT statement (or an implicit connect) and subsequently an
ACTIVATE DATABASE command is issued for that same database, then the DEACTIVATE DATABASE
command must be used to shut down that database. If the ACTIVATE DATABASE command was not
used to start the database, the database will shut down when the last application disconnects. However,
in an Db2 pureScale environment, an active database on a member can only be deactivated on that
member by issuing a DEACTIVATE DATABASE command.

In an Db2 pureScale environment, neither the ACTIVATE DATABASE command nor the CONNECT
statement can be used to restart a database. In this case, the database is automatically restarted
depending on the autorestart database configuration parameter. See the autorestart configuration
parameter for database connection behavior when the target database is in an inconsistent state.

ADD CONTACT

The ADD CONTACT command adds a contact to the contact list which can be either defined locally on
the system or in a global list. Contacts are users to whom processes such as the Scheduler and Health
Monitor send messages.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

The setting of the Database Administration Server (DAS) contact_host configuration parameter
determines whether the list is local or global.

Authorization

None

Required connection
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Command syntax

»— ADD CONTACT — name — TYPE —

> L EMAIL J ADDRESS —»
PAGE _J
MAXIMUM PAGE LENGTj— pg-length
MAX LEN
»— recipients address >

L DESCRIPTION — contact description J

Command parameters

ADD CONTACT name
The name of the contact that will be added. By default the contact will be added in the local system,
unless the Db2 administration server configuration parameter contact_host points to another
system.

TYPE
Method of contact, which must be one of the following two:

EMAIL
This contact wants to be notified by email at (ADDRESS).

PAGE
This contact wants to be notified by a page sent to ADDRESS.

MAXIMUM PAGE LENGTH pg-length
If the paging service has a message-length restriction, it is specified here in characters.

The notification system uses the SMTP protocol to send the notification to the mail server
specified by the Db2 Administration Server configuration parameter smtp_sexver. It is the
responsibility of the SMTP server to send the email or call the pager.

ADDRESS recipients-address
The SMTP mailbox address of the recipient. For example, joe@somewhere.org. The smtp_server
DAS configuration parameter must be set to the name of the SMTP server.

DESCRIPTION contact description
A textual description of the contact. This has a maximum length of 128 characters.

ADD CONTACTGROUP

The ADD CONTACTGROUP command adds a new contact group to the list of groups defined on the local
system. A contact group is a list of users and groups to whom monitoring processes such as the Scheduler
and Health Monitor can send messages.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

The setting of the Database Administration Server (DAS) contact_host configuration parameter
determines whether the list is local or global.

Authorization

None

Required connection
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Command Syntax

»— ADD CONTACTGROUP — name CONTACTj— name lb

GROUP

» »d
» 1|

L DESCRIPTION — group description J

Command Parameters
ADD CONTACTGROUP name
Name of the new contact group, which must be unique among the set of groups on the system.

CONTACT name
Name of the contact which is a member of the group. A contact can be defined with the ADD CONTACT
command after it has been added to a group.

GROUP name
Name of the contact group of which this group is a member.

DESCRIPTION group description
Optional. A textual description of the contact group.

ADD DBPARTITIONNUM

The ADD DBPARTITIONNUM command adds a database partition to a database partition server.

Scope

This command only affects the database partition server on which it is executed.

Authorization

One of the following authorities:

« SYSADM
« SYSCTRL

Required connection

None

Command syntax
»— ADD DBPARTITIONNUM

t LIKE DBPARTITIONNUM — db-partition-number j
WITHOUT TABLESPACES

Command parameters

LIKE DBPARTITIONNUM db-partition-number
Specifies that the containers for the new system temporary table spaces are the same as the
containers of the database at the database partition server specified by db-partition-number. The
database partition server specified must already be defined in the db2nodes. ctg file.

For system temporary table spaces that are defined to use automatic storage (this refers to system
temporary table spaces that were created with the MANAGED BY AUTOMATIC STORAGE clause of
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the CREATE TABLESPACE statement or where no MANAGED BY CLAUSE was specified at all), the
containers will not necessarily match those from the partition specified. Instead, containers will
automatically be assigned by the database manager based on the storage paths that are associated
with the table space's storage group. This may or may not result in the same containers being used on
these two partitions.

WITHOUT TABLESPACES
Specifies that containers for the system temporary table spaces are not created for any of the
database partitions. The ALTER TABLESPACE statement must be used to add system temporary table
space containers to each database partition before the database can be used.

If no option is specified, containers for the system temporary table spaces will be the same as

the containers on the catalog partition for each database. The catalog partition can be a different
database partition for each database in the partitioned database environment. This option is ignored
for system temporary table spaces that are defined to use automatic storage (this refers to system
temporary table spaces that were created with the MANAGED BY AUTOMATIC STORAGE clause of the
CREATE TABLESPACE statement or where no MANAGED BY CLAUSE was specified at all). For these
table spaces, there is no way to defer container creation. Containers will automatically be assigned by
the database manager based on the storage paths that are associated with the database.

Usage notes

This command should only be used if a database partition server is added to an environment that has one
database and that database is not cataloged at the time of the add partition operation. In this situation,
because the database is not cataloged, the add partition operation does not recognize the database, and
does not create a database partition for the database on the new database partition server. Any attempt
to connect to the database partition on the new database partition server results in an error. The database
must first be cataloged before the ADD DBPARTITIONNUM command can be used to create the database
partition for the database on the new database partition server.

This command should not be used if the environment has more than one database and at least one
of the databases is cataloged at the time of the add partition operation. In this situation, use the AT
DBPARTITIONNUM parameter of the CREATE DATABASE command to create a database partition for
each database that was not cataloged at the time of the add partition operation. Each uncataloged
database must first be cataloged before the CREATE DATABASE command can be used to create the
database partition for the database on the new database partition server.

Before adding a new database partition, ensure that there is sufficient storage for the containers that
must be created.

The add database partition server operation creates an empty database partition for every database that
exists in the instance. The configuration parameters for the new database partitions are set to the default
values.

Note: Any uncataloged database is not recognized when adding a new database partition. The
uncataloged database will not be present on the new database partition. An attempt to connect to the
database on the new database partition returns the error message SQL1013N.

If an add database partition server operation fails while creating a database partition locally, it enters

a clean-up phase, in which it locally drops all databases that have been created. This means that the
database partitions are removed only from the database partition server being added. Existing database
partitions remain unaffected on all other database partition servers. If the clean-up phase fails, no further
clean up is done, and an error is returned.

The database partitions on the new database partition cannot contain user data until after the ALTER
DATABASE PARTITION GROUP statement has been used to add the database partition to a database
partition group.

This command will fail if a create database or a drop database operation is in progress. The command can
be reissued once the competing operation has completed.

To determine whether or not a database is enabled for automatic storage, ADD DBPARTITIONNUM has
to communicate with the catalog partition for each of the databases in the instance. If automatic storage
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is enabled then the storage group definitions are retrieved as part of that communication. Likewise, if
system temporary table spaces are to be created with the database partitions, ADD DBPARTITIONNUM
might have to communicate with another database partition server to retrieve the table space definitions
for the database partitions that reside on that server. The staxrt_stop_time database manager
configuration parameter is used to specify the time, in minutes, by which the other database partition
server must respond with the automatic storage and table space definitions. If this time is exceeded,

the command fails. If this situation occurs, increase the value of start_stop_time, and reissue the
command.

When the ADD DBPARTITIONNUM command is issued there cannot be any storage group entries that are
not transaction consistent.

ADD XMLSCHEMA DOCUMENT

The ADD XMLSCHEMA DOCUMENT command adds one or more XML schema documents to an existing but
incomplete XML schema before completing registration.

Authorization
The following authority is required:
« The user ID must be the owner of the XSR object as recorded in the catalog view SYSCAT.XSROBJECTS.

Required connection

Database

Command syntax

»— ADD XMLSCHEMA DOCUMENT — TO — relational-identifier —»

<
<

i ADD — document-URI — FROM — conteni-URI L J ]
WITH — properties-URI

» »d
»

L COMPLETE J

L WITH schema-properties-URI J L ENABLE DECOMPOSITION J

»
»

Description

TO relational-identifier
Specifies the relational name of a registered but incomplete XML schema to which additional schema
documents are added.

ADD document-URI
Specifies the uniform resource identifier (URI) of an XML schema document to be added to this
schema, as the document would be referenced from another XML document.

FROM content-URI

Specifies the URI where the XML schema document is located. Only a file scheme URI is supported.
WITH properties-URI

Specifies the URI of a properties document for the XML schema. Only a file scheme URI is supported.

COMPLETE
Indicates that there are no more XML schema documents to be added. If specified, the schema is
validated and marked as usable if no errors are found.
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WITH schema-properties-URI
Specifies the URI of a properties document for the XML schema. Only a file scheme URI is supported.

ENABLE DECOMPOSITION
Specifies that this schema is to be used for decomposing XML documents.

Example

ADD XMLSCHEMA DOCUMENT TO JOHNDOE.PRODSCHEMA
ADD 'http://myPOschema/address.xsd’
FROM 'file:///c:/TEMP/address.xsd'

ARCHIVE LOG

The ARCHIVE LOG command closes and truncates the active log file for a recoverable database.

Authorization

One of the following authorities:

« SYSADM

« SYSCTRL
+ SYSMAINT
- DBADM

Required connection

None. This command establishes a database connection for the duration of the command.

Command syntax

»— ARCHIVE LOG FOR 1DATABASEj— database-alias —»
DB

L USER — username J ]
L USING — password J

1—{ On Database Partition Number Clause }—j

On Database Partition Number Clause

Y

A 4

I Database Partition Number List Clause I 2

i

»— ON
L ALL DBPARTITIONNUMS

L EXCEPT —| Database Partition Number List Clause }—j

Database Partition Number List Clause
»t DBPARTITIONNUM j—>
DBPARTITIONNUMS
—— (L db-partition-number ] ) >

L TO — db-partition-number J
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Command parameters

DATABASE database-alias
Specifies the alias of the database whose active log is to be archived.

USER username
Specifies the user name under which a connection will be attempted.

USING password
Specifies the password to authenticate the user name.

ON ALL DBPARTITIONNUMS
Specifies that the command should be issued on all database partitions in the db2nodes. cfg file.
This is the default if a database partition number clause is not specified.

EXCEPT
Specifies that the command should be issued on all database partitions in the db2nodes. cfg file,
except those specified in the database partition number list.

ON DBPARTITIONNUM | ON DBPARTITIONNUMS
Specifies that the logs should be archived for the specified database on a set of database partitions.

db-partition-number
Specifies a database partition number in the database partition number list.

TO db-partition-number
Used when specifying a range of database partitions for which the logs should be archived. All
database partitions from the first database partition number specified up to and including the second
database partition number specified are included in the database partition number list.

Usage notes

This command can be used to collect a complete set of log data up to a known point. The log data can
then be used to update a standby database.

If log data up to the time the ARCHIVE LOG command is issued is in the middle of a log file, this log file
will be truncated and logging will continue on the next file.

This command can only be executed when the invoking application or shell does not have a database
connection to the specified database. This prevents a user from executing the command with
uncommitted transactions. As such, the ARCHIVE LOG command will not forcibly commit the user's
incomplete transactions. If the invoking application or shell already has a database connection to

the specified database, the command will terminate and return an error. If another application has
transactions in progress with the specified database when this command is executed, there will be a
slight performance degradation since the command flushes the log buffer to disk. Any other transactions
attempting to write log records to the buffer will have to wait until the flush is complete.

If used in a partitioned database environment, a subset of database partitions can be specified by using
a database partition number clause. If the database partition number clause is not specified, the default
behavior for this command is to close and archive the active log on all database partitions.

Using this command will use up a portion of the active log space due to the truncation of the active log
file. The active log space will resume its previous size when the truncated log becomes inactive. Frequent
use of this command can drastically reduce the amount of the active log space available for transactions.
The command may fail with SQL0964C if not enough log space is available.

The ARCHIVE LOG command is asynchronous. When you issue the ARCHIVE LOG command, the log

is closed, making it available for archiving. The log is not archived immediately; there might be a delay
between the time when you submit the command and the time when the log is archived. This delay is
particularly apparent if you deactivate a database immediately after issuing the ARCHIVE LOG command.
Archiving of the log is done by the db2logmgx process. The log may not archive until the next database
activation.

The command is distributed to every member the database has access to when issuing the ARCHIVE
LOG command or invoking the db2ArchivelLog APl in a Db2 pureScale environment. If a member is
consistent (either online or offline), then ARCHIVE LOG will skip that member, since its last log file would
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have already been truncated when the member had last shut down cleanly. If an offline member is not
consistent, then ARCHIVE LOG waits for MCR to complete before truncation.

ATTACH

The ATTACH command enables an application to specify the instance at which instance-level commands
(CREATE DATABASE and FORCE APPLICATION, for example) are to be executed. This instance can be
the current instance, another instance on the same workstation, or an instance on a remote workstation.

Authorization

None

Required connection

None. This command establishes an instance attachment.

Command syntax

»— ATTACH
L TO — nodename J

L USER — username I

M USING — password

>

CHANGE PASSWORD —
L NEW — password — CONFIRM — password —J

1
ACCCESSTOKEN — token

2
L ACCESSTOKENTYPE — token-type —J

APIKEY — api-key 3

Notes:

1 This feature is available starting from Db2 Version 11.5 Mod Pack 4.
2 This feature is available starting from Db2 Version 11.5 Mod Pack 4.
3 This feature is available starting from Db2 Version 11.5 Mod Pack 4.

Command parameters

ACCESSTOKEN token
Identifies the token used for authentication at the server. Specifying an access token is only valid
if the negotiated authentication type for the connection is TOKEN or GSSPLUGIN. If the negotiated
authentication type is TOKEN, then accesstokentype must also be specified.

ACCESSTOKENTYPE token-type
The type of access token. Must be a token type supported by the server. The ACCESSTOKENTYPE is
mandatory when using TOKEN authentication, but is optional for GSSPLUGIN.

APIKEY api-key
Identifies the API key used for authentication at the server. An APIKEY can only be specified when the
negotiated authentication type for the connection is GSSPLUGIN (SQLSTATE 08001).
TO nodename
Alias of the instance to which the user wants to attach. This instance must have a matching entry
in the local node directory. The only exception to this is the local instance (as specified by the

DB2INSTANCE environment variable) which can be specified as the object of an attach, but which
cannot be used as a node name in the node directory.

USER username
Specifies the authentication identifier. When attaching to a Db2 database instance on a Windows
operating system, the user name can be specified in a format compatible with Microsoft Security
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Account Manager (SAM). The qualifier must be a flat-style name, which has a maximum length of 15
characters. For example, domainname\username.

USING password
Specifies the password for the user name. If a user name is specified, but a password is not specified,
the user is prompted for the current password. The password is not displayed at entry.

NEW password
Specifies the new password that is to be assigned to the user name. The system on which the
password will be changed depends on how user authentication has been set up. The Db2 database
system provides support for changing passwords on AIX, Linux and Windows operating systems, and
supports up to 255 characters for your own written plugins. For more information about passwords,
see Password rules.

CONFIRM password
A string that must be identical to the new password. This parameter is used to catch entry errors.

CHANGE PASSWORD
If this option is specified, the user is prompted for the current password, a new password, and for
confirmation of the new password. Passwords are not displayed at entry.

Examples

Catalog two remote nodes:

db2 catalog tcpip node nodel remote freedom server serverl
db2 catalog tcpip node node2 remote flash server serverl

Attach to the first node, force all users, and then detach:

db2 attach to nodel
db2 force application all
db2 detach

Attach to the second node, and see who is on:

db2 attach to node2
db2 list applications

After the command returns agent IDs 1, 2 and 3, force 1 and 3, and then detach:

db2 force application (1, 3)
db2 detach

Attach to the current instance (not necessary, is implicit), force all users, then detach (AIX only):

db2 attach to $DB2INSTANCE
db2 force application all
db2 detach

Usage notes
If nodename is omitted from the command, information about the current state of attachment is returned.

If ATTACH was not executed, instance-level commands are executed against the current instance,
specified by the DB2INSTANCE environment variable.
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AUTOCONFIGURE

The AUTOCONFIGURE command calculates and displays initial values for the buffer pool size, database
configuration and database manager configuration parameters, with the option of applying these reported
values.

Authorization
SYSADM

Required connection

Database

Command syntax

»— AUTOCONFIGURE — autoconfigure-clause -»«

autoconfigure-clause:

— apply-clause >«

L USING L input-keyword — param-value

apply-clause:

»»— APPLY DB ONLY >«

L ON CURRENT MEMBER J L report-clause J )

DB AND DBM L J
ON CURRENT MEMBER
NONE J
report-clause
[ REPORT FOR MEMBER -1 \
L REPORT FOR MEMBER-2 J

MEMBER member-numberl

<

MEMBERS L (— member-number2 —)
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Command parameters

USING input-keyword param-value

Table 8. Valid input keywords and parameter values

Keyword

Valid values

Default value

Explanation

mem_percent

1-100

« When
analytics is
not enabled,
the default
value is 25

« When
analytics is
enabled,
mem_percent
defaults to

Percentage of instance memory that
is assigned to the database. However,
if the CREATE DATABASE command
invokes the configuration advisor
and you do not specify a value

for mem_pexcent, the percentage is
calculated based on memory usage
in the instance and the system up to
a maximum of 25% of the instance
memory.

the higher
of the
following
values:
- 25
- 80%
divided by
the number
of
database
instances
workload_type simple, mixed, mixed Simple workloads tend to be I/O
complex intensive and mostly transactions,
whereas complex workloads tend to be
CPU intensive and mostly queries.
num_stmts 1-1 000 000 10 Number of statements per unit of work
tpm 1-200 000 60 Transactions per minute
admin_priority performance, both Optimize for better performance (more
recovery, both transactions per minute) or better
recovery time
is_populated yes, no yes Is the database populated with data?
num_local_apps 0-5 000 0 Number of connected local
applications
num_remote_ apps 0-5 000 10 Number of connected remote

applications
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Table 8. Valid input keywords and parameter values (continued)

Keyword

Valid values

Default value

Explanation

isolation

RR, RS, CS, UR

RR

Maximum isolation level of
applications connecting to this
database (Repeatable Read, Read
Stability, Cursor Stability, Uncommitted
Read). It is only used to determine
values of other configuration
parameters. Nothing is set to restrict
the applications to a particular
isolation level and it is safe to use the
default value.

bp_resizeable

yes, no

yes

Are buffer pools resizeable?

grp_tolerance_percent

1-100

Percentage of plus or minus tolerance
to be used for the Summary Report
when comparing configuration variable
values to determine what group a
member belongs.

analytics_env

automatic, yes,
no

automatic

Make recommendations for an analytic
environment?

Yes
The Configuration Advisor will
ignore the DB2_WORKLOAD
registry variable and use this hint
to determine recommendations for
an analytics environment.

No
The Configuration Advisor will not
make recommendations.

Automatic
The Db2 Configuration Advisor will
use the value specified for the
DB2_WORKLOAD registry variable
to determine recommendations for
an analytics environment.

APPLY
DB ONLY

Displays the recommended values for the database configuration and the buffer pool settings
based on the current database manager configuration. Applies the recommended changes to the

database configuration and the buffer pool settings.

DB AND DBM

Displays and applies the recommended changes to the database manager configuration, the

database configuration, and the buffer pool settings.

NONE

Displays the recommended changes, but does not apply them.

ON CURRENT MEMBER

In a partitioned database environment or Db2 pureScale environment, the Configuration Advisor
updates the database configuration on all members by default. Specifying the ON CURRENT MEMBER
option causes the Configuration Advisor to set the member-level configuration parameters on the
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current member determined by your connection, while the global-level configuration parameters, that
can be configured to be functional at only the global level, are set and affect all members.

The buffer pool changes are always applied to the system catalogs. Thus, all members are affected.
The ON CURRENT MEMBER option is ignored for buffer pool recommendations.

REPORT FOR
Specifies the members to include in the report when used in a partitioned database environment or
Db2 pureScale environment.

MEMBER -1

In a partitioned database environment or Db2 pureScale environment, the Configuration Advisor
will report the member level configuration parameters computed changes recommended or made
on the current member determined by your connection. This is the default if the REPORT FOR
clause is not specified.

MEMBER -2

Indicates that the Configuration Advisor is to report the computed recommendations or changes
for all members.

MEMBER membex-numberl

Specifies the number of the member the Configuration Advisor is to report the computed
recommendations or changes for.

MEMBERS (member-numbex2..)

Specifies the numbers for each of the members the Configuration Advisor is to report the
computed recommendations or changes for.

Usage notes

- This command makes configuration recommendations for the currently connected database and
assumes that the database is the only active database on the instance. If you have not enabled the
self tuning memory manager and you have more than one active database on the instance, specify a
mem_pexcent value that reflects the database memory distribution. For example, if you have two active
databases on the instance that should use 80% of the instance memory and should share the resources
equally, specify 40% (80% divided by 2 databases) as the mem_pexcent value.

- If you have multiple instances on the same computer and the self tuning memory manager is
not enabled, you should set a fixed value for instance_memoxy on each instance or specify
amem_pezxcent value that reflects the database memory distribution. For example, if all active
databases should use 80% of the computer memory and there are 4 instances each with one database,
specify 20% (80% divided by 4 databases) as the mem_pexcent value.

« When explicitly invoking the Configuration Advisor with the AUTOCONFIGURE command, the setting of
the DB2_ENABLE_AUTOCONFIG_DEFAULT registry variable will be ignored.

« Running the AUTOCONFIGURE command on a database will recommend enablement of the Self Tuning
Memory Manager. However, if you run the AUTOCONFIGURE command on a database in an instance
where sheapthzres is not zero, sort memory tuning (soxtheap) will not be enabled automatically. To
enable sort memory tuning (soxtheap), you must set sheapthres equal to zero using the UPDATE
DATABASE MANAGER CONFIGURATION command. Note that changing the value of sheapthxes may
affect the sort memory usage in your previously existing databases.

Compatibilities
For compatibility with previous versions:

« NODE and DBPARTITIONNUM can be specified in place of MEMBER, except when the
DB2_ENFORCE_MEMBER_SYNTAX registry variable is set to ON.
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BACKUP DATABASE

The BACKUP DATABASE command creates a backup copy of a database or a table space. A backup of
your database and related stored data must be created to prevent data loss if a database service outage
occurs.

Important: The Triple Data Encryption Standard (3DES) native encryption option is deprecated and might
be removed in a future release. As a replacement, use the Advanced Encryption Standard (AES) native
encryption option.

For information about database backup operations between different operating systems and hardware
platforms, see "Backup and restore operations between different operating systems and hardware
platforms".

Scope

In a partitioned database environment, if no database partitions are specified, this command affects only
the database partition on which it is run.

If the option to run a partitioned backup is specified, the command can be called only on the catalog
database partition. If the option specifies that all database partition servers are to be backed up, it affects
all database partition servers that are listed in the db2nodes. cfg file. Otherwise, it affects the database
partition servers that are specified on the command.

Authorization
Using the BACKUP DATABASE command requires one of these authorities:

+ SYSADM
» SYSCTRL
« SYSMAINT

Required connection
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Command syntax

»— BACKUP 1[)/-\'I’ABASEj— database-alias —»
DB

v

L ON L DBPARTITIONNUM j—| Partition numbers
DBPARTITIONNUMS

ALL DBPARTITIONNUMS
L EXCEPT T DBPARTITIONNUM
DBPARTITIONNUMS
TABLESPACE — (L tablespace-name l )~J

L NO TABLESPACE —J

L INCREMENTAL ﬁ—j
DELTA

M USE TSM Open sessions
L XBSA —J

\

A

SNAPSHOT

LIBRARY — library-name

SCRIPT — script-name

M LOAD — library-name —| Open sessions |—| Options |—4

. TO { dir j /

M pipename ——

dev

\— remote-storage —

L DEDUP_DEVICE J L WITH — num-buffers — BUFFERS J
] L BUFFER — buffer-size —J L PARALLELISM — n —J ]

»
>

\

v

\

J

L COMPRESS
L COMPRLIB — name J L EXCLUDE J L COMPROPTS — string —J

L ENCRYPT I
L ENCRLIB — name —J L EXCLUDE —J L ENCROPTS — string —J

1 L EXCLUDE LOGS —J )
L INCLUDE LOGS —J

L UTIL_IMPACT_PRIORITY

J
L priority —J

Partition numbers
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»— (L db-partition-numberl ] ) >«

L TO — db-partition-number2 J

Open sessions

>d
>4

L OPEN — num-sessions — SESSIONS —J

Options

L OPTIONS T "options-string" j—j
@ — file-name

Command parameters

DATABASE | DB database-alias
Specifies the alias of the database to back up.

ON
Back up the database on a set of database partitions.

DBPARTITIONNUM db-partition-numberl
Specifies a database partition number in the database partition list.

DBPARTITIONNUMS db-partition-numberl TO db-partition-number2
Specifies a range of database partition numbers so that all partitions from db-partition-numberl
up to and including db-partition-number2 are included in the database partition list.

ALL DBPARTITIONNUMS
Specifies that the database is to be backed up on all partitions that are specified in the
db2nodes.cfg file.

EXCEPT
Specifies that the database is to be backed up on all partitions that are specified in the
db2nodes. cfg file, except for those partitions specified in the database partition list.

DBPARTITIONNUM db-partition-number1
Specifies a database partition number in the database partition list.

DBPARTITIONNUMS db-partition-numberl TO db-partition-number2
Specifies a range of database partition numbers so that all partitions from db-partition-
numberl up to and including db-partition-number2 are included in the database partition
list.

TABLESPACE tablespace-name
A list of names that are used to specify the table spaces to be backed up.

NO TABLESPACE

Specifies a backup that includes no table space user data. A backup image of this type includes
database metadata. Additionally, active and extraction transaction log files for online images are
included by default. Among the metadata that the backup image does contain is the database's
recovery history file. This file can be restored by using the HISTORY FILE option of the RESTORE
DATABASE command. To avoid including active and extraction transaction log files in an online image,
use the EXCLUDE LOGS option of the BACKUP DATABASE command.

ONLINE

INCREMENTAL
Specifies a cumulative (incremental) backup image. An incremental backup image is a copy of all
database data that changed since the most recent successful, full backup operation.
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DELTA
Specifies a noncumulative (delta) backup image. A delta backup image is a copy of all database
data that changed since the most recent successful backup operation of any type.

USE

TSM
Specifies that the backup is to use Tivoli® Storage Manager (TSM) as the target device.

XBSA
Specifies that the XBSA interface is to be used. Backup Services APIs (XBSA) are an
open application programming interface for applications or facilities that need data storage
management for backup or archiving purposes.

SNAPSHOT
Specifies that a snapshot backup is to be taken.

You cannot use the SNAPSHOT parameter with any of the following parameters:

- TABLESPACE

« INCREMENTAL

e WITH num-buffers BUFFERS
- BUFFER

« PARALLELISM

- COMPRESS

e UTIL_IMPACT_PRIORITY
- SESSIONS

The default behavior for a snapshot backup is a full database offline backup of all paths that
make up the database. This backup includes all containers, local volume directory, database path
(DBPATH), and primary log and mirror log paths (INCLUDE LOGS is the default for all snapshot
backups unless EXCLUDE LOGS is explicitly stated).

Snapshot backup is supported when ENCRLIB is set in the following conditions: the database

is encrypted. This setting ensures that the snapshot backup is itself encrypted. The configured
encryption library is one of the native Db2 encryption libraries. This library can be the encryption
library or one of the combined encryption and compression libraries. If you configured a non-IBM
encryption library for backups, it is assumed that you want this setting to be used for all backups.
Creating a snapshot backup by using native Db2 encryption violates this preference.

LIBRARY library-name
Integrated into IBM Db2 Server is a Db2 ACS API driver for the following storage hardware:

« IBM TotalStorage™ SAN Volume Controller
IBM Enterprise Storage Server® Model 800
« IBM Storwize® V7000

IBM System Storage® DS6000™

IBM System Storage DS8000°

IBM System Storage N Series

« IBM XIV®

If you have other storage hardware, and a Db2 ACS API driver for that storage hardware, you
can use the LIBRARY parameter to specify the Db2 ACS API driver.

The value of the LIBRARY parameter is a fully qualified library file name.

SCRIPT script-name
The name of the executable script capable of running a snapshot backup operation. The script
name must be a fully qualified file name.
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OPTIONS

"options-string"
Specifies options to be used for the backup operation. The string is passed exactly as it was
entered, without the double quotation marks.

@ file-name
Specifies that the options to be used for the backup operation are contained in a file on the Db2
server. The string is passed to the vendor support library. The file must be a fully qualified file
name.

You cannot use the vendoropt database configuration parameter to specify vendor-specific options
for snapshot backup operations. You must use the OPTIONS parameter of the backup utilities instead.

OPEN num-sessions SESSIONS
The number of I/O sessions to create between the Db2 product and the TSM product or another
backup vendor product. This parameter has no effect when you back up to tape, disk, or other local
device. If you specify the INCLUDE LOGS parameter for an online backup, an extra session is created
for the OPEN num-sessions SESSIONS parameter after the initial sessions are closed. If you are
creating a Single System View (SSV) online backup, for each node that is backed up, an extra session
is created for the OPEN num-sessions SESSIONS parameter after the initial sessions are closed. If you
use this parameter with the TSM option, the number of entries that are created in the history file is
equal to the number of sessions created.

TO dir | pipename | dev | remote-storage

A list of paths, named pipes, devices, or remote storage locations to which the backup image is to be
stored. Backing up to a named pipe is supported on only Unix and Linux platforms.

The full path to each target directory must be specified. If USE TSM, TO, and LOAD are omitted, the
default target directory is the current working directory of the client computer. The target directories
or devices must be locally addressable on the database server. If the target directory is on Network
File System (NFS), the NFS needs to be configured with the nolock option, otherwise the backup might
hang.

To back up to remote storage, such as IBM Cloud Object Storage or Amazon Simple Storage
Service (S3), specify a remote storage location by using a storage access alias. The syntax for
specifying a remote storage location is DB2REMOTE : / /<alias>/<container>/<object>. For
more information, see Remote storage requirements.

In a partitioned database, the target directory or device must exist on all database partitions, and
can be a shared path. The directory or device name can be specified by using a database partition
expression. For more information about database partition expressions, see Using database partition
expressions.

This parameter can be repeated to specify the target directories and devices that the backup image
spans. If more than one target is specified (targetl, target2, and target3, for example), targetl is
opened first. The media header and special files (including the configuration file, table space table,
and history file) are placed in targetl. All remaining targets are opened, and are then used in parallel
during the backup operation. Because no general tape support is available on Windows operating
systems, each type of tape device requires a unique device driver.

If the tape system does not support the ability to uniquely reference a backup image, multiple backup
copies of the same database must not be kept on the same tape.

LOAD library-name
The name of the shared library (DLL on Windows operating systems) containing the vendor backup
and restore I/O functions to be used. It can contain the full path. If the full path is not given, it defaults
to the path where the user exit program is located.

DEDUP_DEVICE
Optimizes the format of the backup images for target storage devices that support data deduplication.
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WITH num-buffers BUFFERS
The number of buffers to be used. If the number of buffers that you specify is not enough to create
a successful backup, then the minimum value necessary to complete the backup is automatically
chosen for this parameter. If you are backing up to multiple locations, you can specify a larger
number of buffers to improve performance. If you specify the COMPRESS parameter, to help improve
performance, you can add an extra buffer for each table space that you specify for the PARALLELISM
parameter.

BUFFER buffer-size
The size, in 4 KB pages, of the buffer that is used to help build the backup image. Db2 automatically
chooses an optimal value for this parameter unless you explicitly enter a value. The minimum value
for this parameter is eight pages.

If you are using tape with variable block size, reduce the buffer size to within the range that the tape
device supports. Otherwise, the backup operation might succeed, but the resulting image might not
be recoverable.

With most versions of Linux, use of the default buffer size that is included with Db2 for backup
operations to a SCSI tape device results in error SQL2025N, reason code 75. To prevent the overflow
of Linux internal SCSI buffers, use this formula:

bufferpages <= ST_MAX_BUFFERS * ST_BUFFER_BLOCKS / 4

where bufferpages is the value you want to use with the BUFFER parameter, and ST_MAX_BUFFERS
and ST_BUFFER_BLOCKS are defined in the Linux kernel under the drivers/scsi directory.

PARALLELISMn
Determines the number of table spaces that can be read in parallel by the backup utility. Db2
automatically chooses an optimal value for this parameter unless you explicitly enter a value.

UTIL_IMPACT_PRIORITY priority
Specifies that the backup runs in throttled mode, with the priority specified. Throttling provides a
way for you to regulate the performance impact of the backup operation. Priority can be any number
between 1 and 100, with 1 representing the lowest priority, and 100 representing the highest priority.
If the UTIL_IMPACT_PRIORITY keyword is specified with no priority, the backup runs with the
default priority of 50. If UTIL_IMPACT_PRIORITY is not specified, the backup runs in unthrottled
mode. An impact policy must be defined by setting the util_impact_1im configuration parameter
for a backup to run in throttled mode.

COMPRESS|ENCRYPT
Indicates that the backup is to be compressed or encrypted. You cannot specify both parameters
simultaneously. The COMPRESS and ENCRYPT parameters are synonyms and can be used
interchangeably only when either COMPRLIB or ENCRLIB is specified too. If you specify COMPRESS
without COMPRLIB, the default compression library 1ibdb2compzr. so is used for compression. If
you specify ENCRYPT without ENCRLIB, the default encryption library 1ibdb2enczr. so is used
for encryption. If you want to specify another library, you can use COMPRESS and ENCRYPT
interchangeably. You can use either COMPRLIB or ENCRLIB to specify the 1ibdb2compr_encz. so,
libdb2zcompr_encr.so,or 1ibdb2nx842_encr.a library.

Note: The 1ibdb2zcompxr_encr.so library is available in Db2 11.5.7 and later versions.

If the encxrlib database configuration parameter is set to a non-NULL value, then the COMPRLIB and
ENCRLIB command options cannot be specified. If encx1lib database configuration parameter is not
set, a specified ENCROPTS command option is used rather than the encropts database configuration
parameter. If the encxlib and encropts database configuration parameters are set to a non-NULL
value, then the COMPROPTS and ENCROPTS command options can be specified on the command.

Note: For databases that are natively encrypted, data is decrypted before backup. Encryption of the
backup can be achieved by using this ENCRYPT parameter of the BACKUP DATABASE command.
Encryption of the backup can also be achieved through the encxlib database configuration
parameter. The backup is encrypted by using the algorithm that is employed by the specified
encryption library, independent of any database native encryption configured cipher or algorithm.
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COMPRLIB|ENCRLIB name
Indicates the name of the library that is used during the compression or encryption process. For
example, db2compr.dll for Windows; 1ibdb2compz. so for Linux and UNIX operating systems.
The name must be a fully qualified path that refers to a file on the server. If this parameter is not
specified, the default Db2 compression library is used. If the specified library cannot be loaded,
the backup operation fails.

EXCLUDE
Indicates that the library is not stored in the backup image.

COMPROPTS|ENCROPTS string
Describes a block of binary data that is passed to the initialization routine in the library. The
database manager passes this string directly from the client to the server. Any issues of byte
reversal or code page conversion are handled by the compression library. If the first character
of the data block is '@', the rest of the data is interpreted as the name of a file on the server.
The database manager then replaces the contents of the string with the contents of this file and
passes this new value to the initialization routine. The maximum length for string is 1024 bytes.

For the default Db2 libraries 1ibdb2compr_enczr.so (compression and encryption),
libdb2zcompr_encr.so (zlib-based compression and encryption), 1ibdb2nx842_encr.a
(NX842 compression and encryption) or 1ibdb2enczr. so (encryption only), the format of the
ENCROPTS string is as follows:

Cipher=cipher-name:Mode=mode-name:Key Length=key-length:
Master Key Label=label-name-1...:Master Key Label=label-name-n

« Cipher is optional. Valid values are AES and 3DES (the default is AES).
« Mode is optional. The default is CBC.

» Key length is optional. Valid values for AES are 128, 192, and 256 (the default is 256), and the
only valid value for 3DES is 168.

« Master key label is optional. The default is the database master key label.
Note: The 1ibdb2zcompr_encr.so library is available in Db2 11.5.7 and later versions.
If you are using other libraries, the format of the ENCROPTS string depends on those libraries.

EXCLUDE LOGS
Specifies that the backup image must not include any active or extraction log files. When you run an
offline backup operation, logs are excluded regardless of whether this option is specified, except for
snapshot backups. Logs are excluded by default in the following backup scenarios:

- Offline backup of a single-partitioned database.

« Online or offline backup of a multi-partitioned database, when not using a single system view
backup.

If you specify the EXCLUDE LOGS with a snapshot backup, writes to log files are allowed during

the backup. These log files are included by default in the snapshot backup, but are not usable for
recovery. If this backup is restored, the log files must not be extracted from the backup. If the log path
was set to the default when the backup was taken, then it is not possible to exclude the log files from
being restored. The log files must be deleted manually after the backup is restored. If the log path was
not the default, then the log files can be excluded at restore time by using the LOGTARGET EXCLUDE
options with the RESTORE DATABASE command.

INCLUDE LOGS
Specifies that the backup image must include the range of log files that are needed to restore and roll
forward this image to some consistent point in time.

In Db2 11.5.6 and later, if the database is configured for Advanced Log Space Management, Db2
selects the optimal combination of extraction and active log files to be included in the image. The
success of this action depends on the availability of extraction log files at the time of the backup.
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This option is not valid for an offline backup, except for snapshot backups. INCLUDE LOGS is always
the default option for any online backup operation, except a multi-partitioned online backup where
each database partition is backed up independently (a nonsingle system view backup).

If active log files that are needed for the backup are no longer in the log path, then the Db2 database
manager retrieves them for backup from the set overflow log path. Files might be removed from the
log path due to previously being archived.

If the overflow log path is not set, the database manager retrieves them for backup from the current
log path or mirror log path. These log files are removed from the log path after the backup is complete.

WITHOUT PROMPTING

Examples

Usage notes

The data in a backup cannot be protected by the database server. Make sure that backups are properly
safeguarded, particularly if the backup contains LBAC-protected data.

When you are backing up to tape, use of a variable block size is not supported. If you must use this
option, ensure that the procedures in place that are used to help you to recover successfully are fully
tested. Test by using backup images that were created with a variable block size.

The backup utility cannot be used with a Type 2 connection.

When a variable block size is used, you must specify a backup buffer size that is less than or equal to the
maximum limit for the tape devices that you are using. For optimal performance, the buffer size must be
equal to the maximum block size limit of the device that is being used.

Complement snapshot backups with regular disk backups, in case of failure in the filer and storage
systems.

Doing regular backups of your database can result in large database backup images, many database
logs, and load copy images. An accumulation of these files takes up a large amount of disk space, but
you can safely remove unneeded recovery files. For more information, see Managing recovery objects.

You can use the OPTIONS parameter to enable backup operations in TSM environments that support
proxy nodes. For more information, see the "Configuring a Tivoli Storage Manager client" topic.

You can use the DB2_BCKP_PAGE_VERIFICATION registry variable to enable DMS and AS page
validation during the backup operation. The validation can identify many types of structural integrity
problems. Types of problems include page checksum validation failures of data, index, and XML objects,
and anomalies in the meta information of these pages. It is not possible to identify all imaginable
integrity problems. The following limitations exist:

— Whether the version of a data page reflects what Db2 last wrote to the table space container file on
disk (that is, a lost I/O write) is not identified.

— Any logical discontinuity between data on a page and the objects that are correlated to the data, is
not identified. These correlated objects include indexes, constraints, and MQTs.

— The version of a misplaced data page is not detected if it is located in a table space where a page with
the same object ID is expected.

— The integrity of LOB or Long Field data pages is not validated.

— The integrity of empty (zeroed out) pages is not verified and is not reported as errors, even when the
pages are expected to contain data.

— For SMS table spaces, integrity validation is limited to assuring page counts are correct per object. No
further validation is run.

You can use the DB2_BCKP_INCLUDE_LOGS_WARNING registry variable to specify that some online
backups can now succeed even if they do not include all of the needed logs.
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« After you issue a BACKUP DATABASE command with the ONLINE option and the INCLUDE LOGS
option, the resulting backed-up database image includes all the log files necessary to roll forward to the
end of backup.

BIND

The BIND command invokes the bind utility, which prepares SQL statements stored in the bind file
generated by the precompiler, and creates a package that is stored in the database.

Scope

This command can be issued from any database partition in db2nodes. cfg. It updates the database
catalogs on the catalog database partition. Its effects are visible to all database partitions.

Authorization
One of the following authorizations:

« DBADM authority

« If EXPLAIN ONLY is specified, EXPLAIN authority or an authority that implicitly includes EXPLAIN is
sufficient.

- If a package does not exist, one of the following privileges:

— If the schema name of the package does not exist, BINDADD and IMPLICIT_SCHEMA authority on the
database.

— If the schema name of the package does exist:
- SCHEMAADM authority on the schema
- BINDADD authority and CREATEIN privilege on the schema
- If the package exists, one of the following privileges:
— SCHEMAADM authority on the schema
— ALTERIN privilege on the schema
— BIND privilege on the package

In addition, if capturing explain information using the EXPLAIN or the EXPLSNAP clause, one of the
following authorizations is required:

« INSERT privilege on the explain tables
« DATAACCESS authority

The user also needs all privileges required to compile any static SQL statements in the application.
Privileges granted to groups are not used for authorization checking of static statements.

Required connection

Database. If implicit connect is enabled, a connection to the default database is established.
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Command syntax
For Db2

»»— BIND — filename —>

L ACTION ADD

J

|

1 [ T T 5
nmm TVESj—I REPLVER — version-id

APREUSET j—J LBLot:KmG UNAMBIG
YES EALL

BUSTIMESENSITIVE T j—j L CLIPKG — cli-packages J

L COLLECTION — schema-name J

T

L on commrrTED
WAlTFOROI.m:OME
SE CURRENTLY COMMITTED
WATT FOR OUTCOME

T DATETIME DEF U DEGREE 1
EUR E degree-of-parallslism
150 ANY

ExPI.AIN
BIND
INVOKERUN REOPT
INVOKEBIND ONLY
DEFINERUN

DEFINERIND

L EXPLSNAP NO L NO
ALL EXTENDEDINDICATOR IYF.S
REOPT
YES

L FEDERATED
[ YES
T v J

L number_of atgs_in_the_plan J

L ()] o
FUNCPATH schema-name

GRANT T authid DEF j
PUBLIC INSERT L BUF

GRANT_GROUP — group-name

GRANT_USER — user-name
GRANT_ROLE — role=name

IsDLATION E ? KEEPDYNAMIC TvEs

L MESSAGES — message-file J L OPTPROFILE — optimization-profile-name J

T OWNER — authorization-id J U QUALIFIER — qualfier-name J

REOPT NONE
I 1
L QUERYOPT — optimization-level J REOPT ONCE ﬂ

REOPT ALWAYS

L SQLERROR CHECK L SQLWARN T NO
CONTINUE YES
NOPACKAGE

L

L STRING_UNITS SYSTEM
T

CODEUNITS32

L J

SYSTIMESENSITIVE T j—j L TRANSFORM GROUP — groupname

L VALIDATE TlalNl:

RUN
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For Db2 on servers other than Linux, Windows and UNIX

> BIND — filename —»

L ACTION ADD {
1 r REPLACE ﬁL L L J J(
RETAIN TYN; j—J REPLVER — version-id

L UNAMBIG L CCSIDG — double-cesid J
BLOCKING %ALL
NO

CCSIDM — méxed-cosid J L CCsIDs — sbw-ocsn!

cHAnsuB DEFAULT CLIPKG — cli-packages J
MD(ED

CNULREQD T Noj—j L COLLECTION — schema-name J
YES

L Ton —
WAITFOROUTCOME

USE CURRENTLY COMMITTED
WAIT FOR OUTCOME

Llf DATETIME DEF T DBPROTOCOL T DRDA

EUR PRIVATE

U

L DEC 15 j—j L DECDEL COMMA j—j
[ 31 [ PERIOD
Lz— DEGREE

E af—mmﬂah:m
L RUN ENCODING ASCIT
DYNAMICRULES BIND EBCDIC
INVOKERUN UNICODE
INVOKEBIND CCsID

DEFINERUN
DEFINEBIND

L EXPLAIN Noj—j L
YES EXTENDEDINDICATOR IvEs

L GENERIC — mJ T GRANT authid j_j
[ FUBLIC
| IMMEDWRITE No L INSERT BUF
E YES [ DEF
PH1
L cs T KEEPDYNAMIC YES
ISOLATION ‘ENC T No

RR
RS
UR

L MESSAGES — message-file J L OPTHINT — hint-id J

L (OS400NAMING tsvsrzn T OWNER — authorization-id J
soL

L PATH — schema-name J U QUALIFIER — qualifier-name J
— REOPT NONE —
T coMMIT % REOPT ONCE ﬂ
DEALLOCATE REOPT ALWAYS
% REOPTVARS ﬂ T SORTSEQ tOBRUNJ_I
NOREOFT VARS HEX
SQLERROR CHECK VALIDATE TBIND
RUN

CONTINUE
NOPACKAGE

L RELEASE

L STRDEL APOSTROPHE L — label J
t QUATE b
Notes:

1 1f the server does not support the DATETIME DEF option, it is mapped to DATETIME ISO.
2 The DEGREE option is only supported by DRDA Level 2 Application Servers.
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3 DRDA defines the EXPLAIN option to have the value YES or NO. If the server does not support the
EXPLAIN YES option, the value is mapped to EXPLAIN ALL.

Command parameters

filename
Specifies the name of the bind file that was generated when the application program was
precompiled, or a list file containing the names of several bind files. Bind files have the
extension . bnd. The full path name can be specified.

If a list file is specified, the @ character must be the first character of the list file name. The list file can
contain several lines of bind file names. Bind files listed on the same line must be separated by plus
(+) characters, but a + cannot appear in front of the first file listed on each line, or after the last bind
file listed. For example,

/u/smith/sqllib/bnd/@all.1lst
is a list file that contains the following bind files:

mybindl.bnd+mybind.bnd2+mybind3.bnd+
mybind4.bnd+mybind5.bnd+
mybind6.bnd+
mybind?7.bnd

When just the bind file name without any path is specified, the file would be first searched for in the
current directory. If the file is found, it would be picked up and the package would be created. If
the file is not found in the current directory, then the file would be automatically picked up from the
instance or install path.

ACTION
Indicates whether the package can be added or replaced.

ADD
Indicates that the named package does not exist, and that a new package is to be created. If the
package already exists, execution stops, and a diagnostic error message is returned.

REPLACE
Indicates that the existing package is to be replaced by a new one with the same package name
and creator. This is the default value for the ACTION option.

RETAIN
Indicates whether BIND and EXECUTE authorities are to be preserved when a package is
replaced. If ownership of the package changes, the new owner grants the BIND and EXECUTE
authority to the previous package owner.

NO
Does not preserve BIND and EXECUTE authorities when a package is replaced. This value
is not supported by Db2.

YES
Preserves BIND and EXECUTE authorities when a package is replaced. This is the default
value.

REPLVER version-id
Replaces a specific version of a package. The version identifier specifies which version of the
package is to be replaced. If the specified version does not exist, an error is returned. If
the REPLVER option of REPLACE is not specified, and a package already exists that matches
the package name, creator, and version of the package being bound, that package will be
replaced; if not, a new package will be added.

APREUSE
Specifies whether static SQL access plans are to be reused. When this option is enabled, the query
compiler will attempt to reuse the access plans for the statement in any existing packages during the
bind and during future implicit and explicit rebinds.
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YES
The query compiler will attempt to reuse the access plans for the statements in the package. If

there is an existing package, the query compiler will attempt to reuse the access plan for every
statement that can be matched with a statement in the new bind file. For a statement to match,
the statement text must be identical and the section number for the statement in the existing
package must match what the section number will be for the statement in the new package.

NO
The query compiler will not attempt to reuse access plans for the statements in the package. This
is the default setting.
BLOCKING
Specifies the type of row blocking for cursors. The blocking of row data that contains references to
LOB column data types is also supported in partitioned database environments.

ALL
For cursors that are specified with the FOR READ ONLY clause or cursors not specified as FOR

UPDATE, blocking occurs.
Ambiguous cursors are treated as read-only.

NO
Blocking does not occur for any cursor.

For the definition of a read-only cursor and an ambiguous cursor, refer to DECLARE CURSOR
Sstatement.

Ambiguous cursors are treated as updatable.

UNAMBIG
For cursors that are specified with the FOR READ ONLY clause, blocking occurs.

Cursors that are not declared with the FOR READ ONLY or FOR UPDATE clause which are not
ambiguous and are read-only will be blocked. Ambiguous cursors will not be blocked.

Ambiguous cursors are treated as updatable.

BUSTIMESENSITIVE
Indicates whether references to application-period temporal tables in static and dynamic SQL
statements are affected by the value of the CURRENT TEMPORAL BUSINESS_TIME special register.

YES
References to application-period temporal tables are affected by the value of the CURRENT

TEMPORAL BUSINESS_TIME special register. This value is the default value.

NO
References to application-period temporal tables are not affected by the value of the CURRENT

TEMPORAL BUSINESS_TIME special register.

CCSIDG double-ccsid
An integer specifying the coded character set identifier (CCSID) to be used for double byte characters
in character column definitions (without a specific CCSID clause) in CREATE and ALTER TABLE SQL
statements. This option is not supported by the server for Db2. The DRDA server will use a built-in

default value if this option is not specified.

CCSIDM mixed-ccsid
An integer specifying the coded character set identifier (CCSID) to be used for mixed byte characters
in character column definitions (without a specific CCSID clause) in CREATE and ALTER TABLE SQL
statements. This option is not supported by the server for Db2. The DRDA server will use a built-in

default value if this option is not specified.

CCSIDS sbcs-ccsid
An integer specifying the coded character set identifier (CCSID) to be used for single byte characters
in character column definitions (without a specific CCSID clause) in CREATE and ALTER TABLE SQL
statements. This option is not supported by Db2. The DRDA server will use a built-in default value if

this option is not specified.
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CHARSUB
Designates the default character sub-type that is to be used for column definitions in CREATE and
ALTER TABLE SQL statements. This precompile/bind option is not supported by the server for Db2.

BIT
Use the FOR BIT DATA SQL character sub-type in all new character columns for which an explicit
sub-type is not specified.

DEFAULT
Use the target built-in default in all new character columns for which an explicit sub-type is not
specified.

MIXED
Use the FOR MIXED DATA SQL character sub-type in all new character columns for which an
explicit sub-type is not specified.

SBCS

Use the FOR SBCS DATA SQL character sub-type in all new character columns for which an explicit
sub-type is not specified.

CLIPKG cli-packages
An integer between 3 and 30 specifying the number of CLI large packages to be created when binding
CLI bind files against a database.

CNULREQD
This option is related to the LANGLEVEL precompile option. It is valid only if the bind file is created
from a C or a C++ application. This bind option is not supported by the server for Db2.

NO
The application was coded on the basis of the LANGLEVEL SAA1 precompile option with respect to
the null terminator in C string host variables.

YES
The application was coded on the basis of the LANGLEVEL MIA precompile option with respect to
the null terminator in C string host variables.

COLLECTION schema-name
Specifies a 128-byte collection identifier for the package. If not specified, the authorization identifier
for the user processing the package is used.

CONCURRENTACCESSRESOLUTION
Specifies the concurrent access resolution to use for statements in the package.

USE CURRENTLY COMMITTED
Specifies that the database manager can use the currently committed version of the data for
applicable scans when it is in the process of being updated or deleted. Rows in the process
of being inserted can be skipped. This clause applies when the isolation level in effect is
Cursor Stability or Read Stability (for Read Stability it skips uncommited inserts only) and
is ignored otherwise. Applicable scans include read-only scans that can be part of a read-
only statement as well as a non read-only statement. The settings for the registry variables
DB2_EVALUNCOMMITTED, DB2_SKIPDELETED, and DB2_SKIPINSERTED do not apply to scans
using currently committed. However, the settings for these registry variables still apply to scans
that do not use currently committed.

WAIT FOR OUTCOME
Specifies Cursor Stability and higher scans wait for the commit or rollback when encountering
data in the process of being updated or deleted. Rows in the process of being inserted are not
skipped. The settings for the registry variables DB2_EVALUNCOMMITTED, DB2_SKIPDELETED, and
DB2_SKIPINSERTED no longer apply.

DATETIME
Specifies the date and time format to be used.

DEF
Use a date and time format associated with the territory code of the database.
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EUR
Use the IBM standard for Europe date and time format.

ISO
Use the date and time format of the International Standards Organization.

JIS
Use the date and time format of the Japanese Industrial Standard.

LoC
Use the date and time format in local form associated with the territory code of the database.

USA
Use the IBM standard for U.S. date and time format.

DBPROTOCOL
Specifies what protocol to use when connecting to a remote site that is identified by a three-part
name statement. Supported by Db2 for z/OS only. For a list of supported option values, refer to the
documentation for Db2 for z/0S.

DEC
Specifies the maximum precision to be used in decimal arithmetic operations. This precompile/bind
option is not supported by the server for Db2. The DRDA server will use a built-in default value if this
option is not specified.
15
15-digit precision is used in decimal arithmetic operations.

31
31-digit precision is used in decimal arithmetic operations.

DECDEL
Designates whether a period (.) or a comma (,) will be used as the decimal point indicator in decimal
and floating point literals. This precompile/bind option is not supported by the server for Db2. The
DRDA server will use a built-in default value if this option is not specified.

COMMA
Use a comma (,) as the decimal point indicator.
PERIOD
Use a period (.) as the decimal point indicator.
DEGREE

Specifies the degree of parallelism for the execution of static SQL statements in an SMP system. This
option does not affect CREATE INDEX parallelism.

1
The execution of the statement will not use parallelism.

degree-of-parallelism
Specifies the degree of parallelism with which the statement can be executed, a value between 2
and 32 767 (inclusive).

ANY
Specifies that the execution of the statement can involve parallelism using a degree determined
by the database manager.

DYNAMICRULES
Defines which rules apply to dynamic SQL at run time for the initial setting of the values used for
authorization ID and for the implicit qualification of unqualified object references.

RUN
Specifies that the authorization ID of the user executing the package is to be used for
authorization checking of dynamic SQL statements. The authorization ID will also be used as the
default package qualifier for implicit qualification of unqualified object references within dynamic
SQL statements. This is the default value.
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BIND
Specifies that all of the rules that apply to static SQL for authorization and qualification are to be
used at run time. That is, the authorization ID of the package owner is to be used for authorization
checking of dynamic SQL statements, and the default package qualifier is to be used for implicit
qualification of unqualified object references within dynamic SQL statements.

DEFINERUN
If the package is used within a routine context, the authorization ID of the routine definer is to
be used for authorization checking and for implicit qualification of unqualified object references
within dynamic SQL statements within the routine.

If the package is used as a stand-alone application, dynamic SQL statements are processed as if
the package were bound with DYNAMICRULES RUN.

DEFINEBIND
If the package is used within a routine context, the authorization ID of the routine definer is to
be used for authorization checking and for implicit qualification of unqualified object references
within dynamic SQL statements within the routine.

If the package is used as a stand-alone application, dynamic SQL statements are processed as if
the package were bound with DYNAMICRULES BIND.

INVOKERUN
If the package is used within a routine context, the current statement authorization ID in effect
when the routine is invoked is to be used for authorization checking of dynamic SQL statements
and for implicit qualification of unqualified object references within dynamic SQL statements
within that routine.

If the package is used as a stand-alone application, dynamic SQL statements are processed as if
the package were bound with DYNAMICRULES RUN.

INVOKEBIND
If the package is used within a routine context, the current statement authorization ID in effect
when the routine is invoked is to be used for authorization checking of dynamic SQL statements
and for implicit qualification of unqualified object references within dynamic SQL statements
within that routine.

If the package is used as a stand-alone application, dynamic SQL statements are processed as if
the package were bound with DYNAMICRULES BIND.

Because dynamic SQL statements will be using the authorization ID of the package owner in a
package exhibiting bind behavior, the binder of the package should not have any authorities granted
to them that the user of the package should not receive. Similarly, when defining a routine that will
exhibit define behavior, the definer of the routine should not have any authorities granted to them that
the user of the package should not receive since a dynamic statement will be using the authorization
ID of the routine's definer.

The following dynamically prepared SQL statements cannot be used within a package that was not
bound with DYNAMICRULES RUN: GRANT, REVOKE, ALTER, CREATE, DROP, COMMENT ON, RENAME,
SET INTEGRITY, and SET EVENT MONITOR STATE.

ENCODING
Specifies the encoding for all host variables in static statements in the plan or package. Supported by
Db2 for 0S/390° only. For a list of supported option values, refer to the documentation for Db2 for
0S/390.

EXPLAIN
Stores information in the Explain tables about the access plans chosen for each SQL statement in the
package.

NO
Explain information will not be captured.
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YES
Explain tables will be populated with information about the chosen access plan at prep/bind time
for static statements and at run time for incremental bind statements.

If the package is to be used for a routine and the package contains incremental bind statements,
then the routine must be defined as MODIFIES SQL DATA. If this is not done, incremental bind
statements in the package will cause a run time error (SQLSTATE 42985).

REOPT
Explain information for each reoptimizable incremental bind SQL statement is placed in the
explain tables at run time. In addition, explain information is gathered for reoptimizable dynamic
SQL statements at run time, even if the CURRENT EXPLAIN MODE register is set to NO.

If the package is to be used for a routine, the routine must be defined as MODIFIES SQL DATA,
otherwise incremental bind and dynamic statements in the package will cause a run time error
(SQLSTATE 42985).

ONLY
The ONLY option allows you to explain statements without having the privilege to execute them.
The explain tables are populated but no persistent package is created. If an existing package
with the same name and version is encountered during the bind process, the existing package is
neither dropped nor replaced even if you specified ACTION REPLACE. If an error occurs during
population of the explain tables, explain information is not added for the statement that returned
the error and for any statements that follow it.

ALL
Explain information for each eligible static SQL statement will be placed in the Explain tables
at prep/bind time. Explain information for each eligible incremental bind SQL statement will be
placed in the explain tables at run time. In addition, explain information will be gathered for
eligible dynamic SQL statements at run time, even if the CURRENT EXPLAIN MODE register is set
to NO.

If the package is to be used for a routine, the routine must be defined as MODIFIES SQL DATA,
otherwise incremental bind and dynamic statements in the package will cause a run time error

(SQLSTATE 42985).
EXPLSNAP
Stores Explain Snapshot information in the Explain tables.
NO
An Explain Snapshot will not be captured.
YES

An Explain Snapshot for each eligible static SQL statement will be placed in the Explain tables at
prep/bind time for static statements and at run time for incremental bind statements.

If the package is to be used for a routine and the package contains incremental bind statements,
then the routine must be defined as MODIFIES SQL DATA or incremental bind statements in the
package will cause a run time error (SQLSTATE 42985).

REOPT
Explain snapshot information for each reoptimizable incremental bind SQL statement is placed
in the explain tables at run time. In addition, explain snapshot information is gathered for
reoptimizable dynamic SQL statements at run time, even if the CURRENT EXPLAIN SNAPSHOT
register is set to NO.

If the package is to be used for a routine, the routine must be defined as MODIFIES SQL DATA,
otherwise incremental bind and dynamic statements in the package will cause a run time error
(SQLSTATE 42985).

ALL
An Explain Snapshot for each eligible static SQL statement will be placed in the Explain tables
at prep/bind time. Explain snapshot information for each eligible incremental bind SQL statement
will be placed in the Explain tables at run time. In addition, explain snapshot information will
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be gathered for eligible dynamic SQL statements at run time, even if the CURRENT EXPLAIN
SNAPSHOT register is set to NO.

If the package is to be used for a routine, then the routine must be defined as MODIFIES SQL
DATA, otherwise incremental bind and dynamic statements in the package will cause a run time
error (SQLSTATE 42985).

EXTENDEDINDICATOR
Enables the recognition of extended indicator variable values during the execution of the associated
plan or package.

NO
Extended indicator variable values are not recognized. Indicator variables are normal indicator
variables; negative indicator variable values imply null, and positive or zero values imply non-null.
This is the default condition.

YES
Extended indicator variable values are recognized. Using any non-recognized indicator variable
values, or using the default or unassigned indicator variable-based values in a non-supported
location will cause Db2 database manager to generate an error message during execution of the
bound statement.

FEDERATED
Specifies whether a static SQL statement in a package references a nickname or a federated view.
If this option is not specified and a static SQL statement in the package references a nickname or a
federated view, a warning is returned and the package is created.

NO
A nickname or federated view is not referenced in the static SQL statements of the package. If a
nickname or federated view is encountered in a static SQL statement during the prepare or bind
phase of this package, an error is returned and the package is not created.

YES
A nickname or federated view can be referenced in the static SQL statements of the package. If
no nicknames or federated views are encountered in static SQL statements during the prepare or
bind of the package, no errors or warnings are returned and the package is created.

FEDERATED_ASYNCHRONY
Specifies the maximum number of asynchrony table queues (ATQs) that the federated server supports
in the access plan for programs that use embedded SQL.

ANY
The optimizer determines the number of ATQs for the access plan. The optimizer assigns an
ATQ to all eligible SHIP or remote pushdown operators in the plan. The value that is specified
for DB2_MAX_ASYNC_REQUESTS_PER_QUERY server option limits the number of asynchronous
requests.

number_of _atqs_in_the_plan
The number of ATQs in the plan. You specify a number in the range 0 to 32767.

FUNCPATH
Specifies the function path to be used in resolving user-defined distinct types and functions in static
SQL. If this option is not specified, the default function path is "SYSIBM""SYSFUN",USER where USER
is the value of the USER special register.

schema-name
An SQL identifier, either ordinary or delimited, which identifies a schema that exists at the
application server. No validation that the schema exists is made at precompile or at bind time. The
same schema cannot appear more than once in the function path. The schema name SYSPUBLIC
cannot be specified for the function path. The number of schemas that can be specified is limited
by the length of the resulting function path, which cannot exceed 2048 bytes. The schema
SYSIBM does not need to be explicitly specified; it is implicitly assumed to be the first schema if it
is not included in the function path.
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GENERIC "string"
Supports the binding of packages with bind options that are supported by the target server, but that
are not predefined in the BIND PACKAGE or REBIND PACKAGE command. Do not use the GENERIC
bind option to specify bind options that are predefined in the BIND or PRECOMPILE command syntax.
For example, do not specify predefined bind option such as KEEPDYNAMIC in the GENERIC bind
option. The syntax for the GENERIC bind option is as follows:

generic "optionl valuel option2 value2 ..."

Each option and value must be separated by one or more blank spaces. For example, you can use the
following GENERIC bind option syntax to bind a package with OPT1, OPT2, and OPT3 options values:

generic "optl valuel opt2 value2 opt3 value3"

The maximum length of the string is 4096 bytes. The maximum length of each option name in the
string is 255 bytes.

The client passes the BIND command to the Db2 server without any client validation. The Db2 server
processes the BIND command and returns an appropriate message.

In Version 10.5 Fix Pack 2 and later, you can specify the application compatibility special register
setting (APPLCOMPAT) with the GENERIC option of the BIND command when you are connecting to
Db2 for z/OS Version 11 and later servers.

For a list of GENERIC options that are supported by Db2 for z/OS servers, see "Specification of Db2
for z/OS bind options from Db2 clients" at http://www.ibm.com/support/knowledgecenter/
SSEPEK_12.0.0/comref/sxc/tpc/db2z_genericbindoptionsfromluw.html.

For a list of GENERIC options that are supported by Db2 for IBM i servers, see Table 1 in

"How can unlike clients override package options such as NLSS sort sequences, system naming,
and separate date/time formats? " at http://www.ibm.com/suppoxrt/knowledgecenter/
ssw_ibm_i_73/ddp/rballfaquserofdb2connspecify.htm.

GRANT

Note: If more than one of the GRANT, GRANT_GROUP, GRANT_USER, and GRANT_ROLE options are
specified, only the last option specified is executed.

authid
Grants EXECUTE and BIND privileges to a specified user name, role name or group ID. The SQL
GRANT statement and its rules are used to determine the type of authid when none of USER,
GROUP, or ROLE is provided to specify the type of the grantee on a GRANT statement. For the
rules, see GRANT (Role) statement.

PUBLIC
Grants EXECUTE and BIND privileges to PUBLIC.

GRANT_GROUP group-name
Grants EXECUTE and BIND privileges to a specified group name.

GRANT_USER user-name
Grants EXECUTE and BIND privileges to a specified user name.

GRANT_ROLE role-name
Grants EXECUTE and BIND privileges to a specified role name.

INSERT
Allows a program being precompiled or bound against a Db2 Enterprise Server Edition server to
request that data inserts be buffered to increase performance.

BUF
Specifies that inserts from an application should be buffered.

DEF
Specifies that inserts from an application should not be buffered.
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ISOLATION
Determines how far a program bound to this package can be isolated from the effect of other
executing programs.

Ccs
Specifies Cursor Stability as the isolation level.

NC
No Commit. Specifies that commitment control is not to be used. This isolation level is not
supported by Db2.

RR
Specifies Repeatable Read as the isolation level.

RS
Specifies Read Stability as the isolation level. Read Stability ensures that the execution of SQL
statements in the package is isolated from other application processes for rows read and changed
by the application.

UR
Specifies Uncommitted Read as the isolation level.

IMMEDWRITE
Indicates whether immediate writes will be done for updates made to group buffer pool dependent
page sets or database partitions. Supported by Db2 for 0S/390 only. For a list of supported option
values, refer to the documentation for Db2 for 0S/390.

KEEPDYNAMIC
This parameter specifies whether dynamic SQL statements are to be kept after commit points.
For a list of supported option values supported for Db2 for z/OS, see the Db2 for z/OS documentation.

Starting with Db2 Version 9.8 Fix Pack 2, you can modify the value of the KEEPDYNAMIC bind option
for a package without requiring a fresh bind operation, thereby avoiding unnecessary recompilation
until the next bind operation occurs. The KEEPDYNAMIC bind option controls how long the statement
text and section associated with a prepared statement are kept in the SQL context, specifying whether
dynamic SQL statements are kept after a COMMIT or ROLLBACK.

YES

Instructs the SQL context to keep the statement text and section associated with prepared
statements indefinitely. Dynamic SQL statements are kept across transactions. All packages
bound with KEEPDYNAMIC YES are by default compatible with the existing package cache
behavior.

No

Instructs the SQL context to remove the statement text and section associated with prepared
statements at the end of each unit of work. Inactive dynamic SQL statements prepared in a
package bound with KEEPDYNAMIC NO are removed from the SQL context during a COMMIT or
ROLLBACK operation. The statements must be prepared again in a new transaction. The client,
driver, or application needs to prepare any dynamic SQL statement it wants to reuse in a new
unit of work again. If the package is executed by a remote application, executable versions for
prepared statements are disassociated from the application SQL context when the transaction
ends.

Active dynamic SQL statements must be kept until the next COMMIT or ROLLBACK operation
where they are inactive. Here are some situations where dynamic SQL statements can be active at
transaction boundaries:

« Cursors declared using the WITH HOLD option are open at a commit point.
« A dynamic SQL statement is executing a COMMIT or ROLLBACK operation.

« A dynamic SQL statement invokes a stored procedure or a user defined function that is
executing COMMIT or ROLLBACK operation.
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MESSAGES message-file
Specifies the destination for warning, error, and completion status messages. A message file is
created whether the bind is successful or not. If a message file name is not specified, the messages
are written to standard output. If the complete path to the file is not specified, the current directory is
used. If the name of an existing file is specified, the contents of the file are overwritten.

OPTHINT
Controls whether query optimization hints are used for static SQL. Supported by Db2 for 0S/390 only.
For a list of supported option values, refer to the documentation for Db2 for 0S/390.

OPTPROFILE optimization-profile-name
Specifies the name of an existing optimization profile to be used for all static statements in the
package. The default value of the option is an empty string. The value also applies as the default
for dynamic preparation of DML statements for which the CURRENT OPTIMIZATION PROFILE special
register is null. If the specified name is unqualified, it is an SQL identifier, which is implicitly qualified
by the QUALIFIER bind option.

The BIND command does not process the optimization file, but only validates that the name is
syntactically valid. Therefore if the optimization profile does not exist or is invalid, an SQL0437W
warning with reason code 13 will not occur until a DML statement is optimized using that optimization
profile.

O0S400NAMING
Specifies which naming option is to be used when accessing Db2 for System i° data. Supported by Db2
for System i only. For a list of supported option values, refer to the documentation for Db2 for IBM i.

Because of the slashes used as separators, a Db2 utility can still report a syntax error at execution
time on certain SQL statements which use the System i system naming convention, even though the
utility might have been precompiled or bound with the 0S40ONAMING SYSTEM option. For example,
the Command Line Processor will report a syntax error on an SQL CALL statement if the System

i system naming convention is used, whether or not it has been precompiled or bound using the
0S400NAMING SYSTEM option.

OWNER authorization-id
Designates a 128-byte authorization identifier for the package owner. The owner must have the
privileges required to execute the SQL statements contained in the package. Only a user with DBADM
authority can specify an authorization identifier other than the user ID. The default value is the
authorization ID of the invoker of the precompile/bind process. SYSIBM, SYSCAT, and SYSSTAT are not
valid values for this option. The authorization-id must be a user. A role or a group cannot be specified
using the OWNER option.

PATH
Specifies the function path to be used in resolving user-defined distinct types and functions in static
SOQL. If this option is not specified, the default function path is "SYSIBM""SYSFUN",USER where USER
is the value of the USER special register.

schema-name
An SQL identifier, either ordinary or delimited, which identifies a schema that exists at the
application server. No validation that the schema exists is made at precompile or at bind time.

QUALIFIER qualifier-name
Provides a 128-byte implicit qualifier for unqualified objects contained in the package. The default is
the owner's authorization ID, whether or not OWNER is explicitly specified.

QUERYOPT optimization-level
Indicates the required level of optimization for all static SQL statements contained in the package. The
default value is 5. The SET CURRENT QUERY OPTIMIZATION statement describes the complete range
of optimization levels available.

RELEASE
Indicates whether resources are released at each COMMIT point, or when the application terminates.
This DRDA precompile/bind option is not supported by Db2. For Db2 for z/OS Version 10 servers or
later, the default value is DEALLOCATE.
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COMMIT
Release resources at each COMMIT point. Used for dynamic SQL statements.

DEALLOCATE
Release resources only when the application terminates.

SORTSEQ
Specifies which sort sequence table to use on System i. Supported by Db2 for IBM i only. For a list of
supported option values, refer to the documentation for Db2 for System i.

SQLERROR
Indicates whether to create a package or a bind file if an error is encountered.

CHECK
Specifies that the target system performs all syntax and semantic checks on the SQL statements
being bound. A package will not be created as part of this process. If, while binding, an existing
package with the same name and version is encountered, the existing package is neither dropped
nor replaced even if ACTION REPLACE was specified.

CONTINUE
Creates a package, even if errors occur when binding SQL statements. Those statements that
failed to bind for authorization or existence reasons can be incrementally bound at execution time
if VALIDATE RUN is also specified. Any attempt to execute them at run time generates an error
(SQLCODE -525, SQLSTATE 51015).

NOPACKAGE
A package or a bind file is not created if an error is encountered.

REOPT
Specifies whether to have Db2 determine an access path at run time using values for host variables,
parameter markers, global variables, and special registers. Valid values are:

NONE
The access path for a given SQL statement containing host variables, parameter markers, global
variables, or special registers will not be optimized using real values. The default estimates for the
these variables is used, and the plan is cached and will be used subsequently. This is the default
value.

ONCE
The access path for a given SQL statement will be optimized using the real values of the
host variables, parameter markers, global variables, or special registers when the query is first
executed. This plan is cached and used subsequently.

ALWAYS
The access path for a given SQL statement will always be compiled and reoptimized using the

values of the host variables, parameter markers, global variables, or special registers that are
known each time the query is executed.

REOPT | NOREOPT VARS
These options have been replaced by REOPT ALWAYS and REOPT NONE; however, they are still
supported for previous compatibility. Specifies whether to have Db2 determine an access path at
run time using values for host variables, global variables, parameter markers, and special registers.
Supported by Db2 for 0S/390 only. For a list of supported option values, refer to the documentation
for Db2 for 0S/390.

SQLWARN
Indicates whether warnings will be returned from the compilation of dynamic SQL statements (via
PREPARE or EXECUTE IMMEDIATE), or from describe processing (via PREPARE...INTO or DESCRIBE).

NO

Warnings will not be returned from the SQL compiler.
YES

Warnings will be returned from the SQL compiler.

SQLCODE +236, +237 and +238 are exceptions. They are returned regardless of the SQLWARN option
value.
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STATICREADONLY
Determines whether static cursors will be treated as being READ ONLY or INSENSITIVE.

NO
All static cursors will take on the attributes as would normally be generated given the statement
text and the setting of the LANGLEVEL precompile option. This is the default value.

YES
Any static cursor that does not contain the FOR UPDATE or FOR READ ONLY clause will be
considered READ ONLY.

INSENSITIVE
Any static cursor that does not contain the FOR UPDATE clause will be considered READ ONLY and
INSENSITIVE.

STRDEL
Designates whether an apostrophe (') or double quotation marks (") will be used as the string
delimiter within SQL statements. This precompile/bind option is not supported by the server for Db2.
The DRDA server will use a built-in default value if this option is not specified.

APOSTROPHE
Use an apostrophe (') as the string delimiter.

QUOTE
Use double quotation marks (") as the string delimiter.

STRING_UNITS
Specifies the string units when character and graphic data types are used without explicit string units
in static SQL statements. The default is based on the string_units database configuration parameter
setting for the database.

SYSTEM
In a Unicode database, the setting has the following effect:

« CHAR, VARCHAR, and CLOB data types defined without specifying the CODEUNITS32 keyword
will default to OCTETS.

« GRAPHIC, VARGRAPHIC, and DBCLOB data types defined without specifying the CODEUNITS32
keyword will default to CODEUNITS16.

In a non-Unicode database, the setting has the following effect:

« CHAR, VARCHAR, and CLOB data types defined without specifying the CODEUNITS32 keyword
will default to OCTETS.

« GRAPHIC, VARGRAPHIC, and DBCLOB data types have implicit string units of double bytes.

CODEUNITS32
This setting is only valid for a Unicode database and has the following effect:

« CHAR, VARCHAR, and CLOB data types defined without specifying the BYTE or OCTETS
keywords will default to CODEUNITS32.

« GRAPHIC, VARGRAPHIC, and DBCLOB data types defined without specifying the CODEUNITS16
keyword will default to CODEUNITS32.

SYSTIMESENSITIVE
Indicates whether references to system-period temporal tables in static and dynamic SQL statements
are affected by the value of the CURRENT TEMPORAL SYSTEM_TIME special register.

YES
References to system-period temporal tables are affected by the value of the CURRENT
TEMPORAL SYSTEM_TIME special register. This value is the default value.

NO
References to system-period temporal tables are not affected by the value of the CURRENT
TEMPORAL SYSTEM_TIME special register.
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TEXT label
The description of a package. Maximum length is 255 characters. The default value is blanks. This
precompile/bind option is not supported by the server for Db2.

TRANSFORM GROUP
Specifies the transform group name to be used by static SQL statements for exchanging user-defined
structured type values with host programs. This transform group is not used for dynamic SQL
statements or for the exchange of parameters and results with external functions or methods.

groupname
An SQL identifier of up to 18 bytes in length. A group name cannot include a qualifier prefix and
cannot begin with the prefix SYS since this is reserved for database use. In a static SQL statement
that interacts with host variables, the name of the transform group to be used for exchanging
values of a structured type is as follows:

« The group name in the TRANSFORM GROUP bind option, if any
« The group name in the TRANSFORM GROUP prep option as specified at the original
precompilation time, if any

« The DB2_PROGRAM group, if a transform exists for the given type whose group name is
DB2_PROGRAM

« No transform group is used if none of the previously listed conditions exist.
The following errors are possible during the bind of a static SQL statement:

« SQLCODE yyyyy, SQLSTATE xxxxx: A transform is needed, but no static transform group has been
selected.

« SQLCODE yyyyy, SQLSTATE xxxxx: The selected transform group does not include a necessary
transform (TO SOQL for input variables, FROM SQL for output variables) for the data type that
needs to be exchanged.

» SQLCODE yyyyy, SQLSTATE xxxxx: The result type of the FROM SQL transform is not compatible
with the type of the output variable, or the parameter type of the TO SQL transform is not
compatible with the type of the input variable.

In these error messages, yyyyy is replaced by the SQL error code, and xxxxx by the SQL state code.

VALIDATE
Determines when the database manager checks for authorization errors and object not found errors.
The package owner authorization ID is used for validity checking.
BIND
Validation is performed at precompile/bind time. If all objects do not exist, or all authority is not
held, error messages are produced. If SQLERROR CONTINUE is specified, a package/bind file is
produced despite the error message, but the statements in error are not executable.

RUN
Validation is attempted at bind time. If all objects exist, and all authority is held, no further
checking is performed at execution time.

If all objects do not exist, or all authority is not held at precompile/bind time, warning messages
are produced, and the package is successfully bound, regardless of the SQLERROR CONTINUE
option setting. However, authority checking and existence checking for SQL statements that failed
these checks during the precompile/bind process can be redone at execution time.

Examples

The following example binds myapp.bnd (the bind file generated when the myapp . sqc program was
precompiled) to the database to which a connection has been established:

db2 bind myapp.bnd

Any messages resulting from the bind process are sent to standard output.
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Usage notes

Binding a package using the REOPT option with the ONCE or ALWAYS value specified might change the
static and dynamic statement compilation and performance.

Binding can be done as part of the precompile process for an application program source file, or as a
separate step at a later time. Use BIND when binding is performed as a separate process.

The name used to create the package is stored in the bind file, and is based on the source file name from
which it was generated (existing paths or extensions are discarded). For example, a precompiled source
file called myapp.sql generates a default bind file called myapp . bnd and a default package name of
MYAPP. However, the bind file name and the package name can be overridden at precompile time by using
the BINDFILE and the PACKAGE options.

Binding a package with a schema name that does not already exist results in the implicit creation of that
schema. The schema owner is SYSIBM. The CREATEIN privilege on the schema is granted to PUBLIC.

BIND executes under the transaction that was started. After performing the bind, BIND issues a COMMIT
or a ROLLBACK to terminate the current transaction and start another one.

Binding stops if a fatal error or more than 100 errors occur. If a fatal error occurs, the utility stops binding,
attempts to close all files, and discards the package.

When a package exhibits bind behavior, the following will be true:

1. The implicit or explicit value of the BIND option OWNER will be used for authorization checking of
dynamic SQL statements.

2. The implicit or explicit value of the BIND option QUALIFIER will be used as the implicit qualifier for
qualification of unqualified objects within dynamic SQL statements.

3. The value of the special register CURRENT SCHEMA has no effect on qualification.

In the event that multiple packages are referenced during a single connection, all dynamic SQL
statements prepared by those packages will exhibit the behavior as specified by the DYNAMICRULES
option for that specific package and the environment they are used in.

Parameters displayed in the SQLO020W message are correctly noted as errors, and will be ignored as
indicated by the message.

If an SQL statement is found to be in error and the BIND option SQLERROR CONTINUE was specified,
the statement will be marked as invalid. In order to change the state of the SQL statement, another
BIND must be issued . Implicit and explicit rebind will not change the state of an invalid statement.
In a package bound with VALIDATE RUN, a statement can change from static to incremental bind

or incremental bind to static across implicit and explicit rebinds depending on whether or not object
existence or authority problems exist during the rebind.

The privileges from the roles granted to the authorization identifier used to bind the package (the value
of the OWNER bind option) or to PUBLIC, are taken into account when binding a package. Roles acquired
through groups, in which the authorization identifier used to bind the package is a member, will not be
used.

For an embedded SQL program, if the bind option is not explicitly specified the static

statements in the package are bound using the federated_async configuration parameter. If the
FEDERATED_ASYNCHRONY bind option is specified explicitly, that value is used for binding the packages
and is also the initial value of the special register. Otherwise, the value of the database manager
configuration parameter is used as the initial value of the special register. The FEDERATED_ASYNCHRONY
bind option influences dynamic SQL only when it is explicitly set.

The value of the FEDERATED_ASYNCHRONY bind option is recorded in the FEDERATED_ASYNCHRONY
column in the SYSCAT.PACKAGES catalog table. When the bind option is not explicitly specified, the
value of federated_async configuration parameter is used and the catalog shows a value of -2 for the
FEDERATED_ASYNCHRONY column.
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If the FEDERATED_ASYNCHRONY bind option is not explicitly specified when a package is bound, and if
this package is implicitly or explicitly rebound, the package is rebound using the current value of the
federated_async configuration parameter.

CATALOG DATABASE

The CATALOG DATABASE command stores database location information in the system database
directory. The database can be located either on the local workstation or on a remote database partition
server. The CATALOG DATABASE command can also be used to recatalog uncataloged databases, or
maintain multiple aliases for one database, regardless of database location.

Scope

In a partitioned database environment, when a local database is being cataloged into the system
database directory, this command must be issued from a database partition on the server where the
database is located.

Authorization

One of the following authorities:

+ SYSADM
» SYSCTRL

Required connection

None. Directory operations affect the local directory only.

Command syntax

»— CATALOG DATABASE database-name L J >
1 DB j_ AS — alias

[ »
» >

M ON path
L drive —J

— AT NODE — nodename —’

Y

~—
v

L AUTHENTICATION SERVER
CLIENT

M————— SERVER_ENCRYPT —MMMM
M SERVER_ENCRYPT_AES —
M— KERBEROS TARGET PRINCIPAL — principalname —

GSSPLUGIN

1
- TOKEN J

L WITH — “comment-string" J

A 4

Notes:

1 This option is available starting from Db2 version 11.5.4.
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Command parameters
DATABASE database-name

Specifies the name of the database to catalog.

AS alias

Specifies an alias as an alternative name for the database that is being cataloged. If an alias is not
specified, the database manager uses database-name as the alias.

ON path [ drive

AT

Specifies the path on which the database being cataloged resides. On Windows operating systems,
might instead specify the letter of the drive on which the database being cataloged resides (if it was
created on a drive, not on a specific path).

NODE nodename

Specifies the name of the database partition server where the database being cataloged resides. This
name should match the name of an entry in the node directory. If the node name specified does

not exist in the node directory, a warning is returned, but the database is cataloged in the system
database directory. The node name should be cataloged in the node directory if a connection to the
cataloged database is required.

AUTHENTICATION

The authentication value is stored for remote databases (it appears in the output from the LIST
DATABASE DIRECTORY command) but it is not stored for local databases.

Specifying an authentication type can result in a performance benefit.

SERVER
Specifies that authentication takes place on the database partition server containing the target
database.

CLIENT
Specifies that authentication takes place on the database partition server where the application is
invoked.

SERVER_ENCRYPT
Specifies that authentication takes place on the database partition server containing the target
database, and that user IDs and passwords are encrypted at the source. User IDs and passwords
are decrypted at the target, as specified by the authentication type cataloged at the source.

KERBEROS
Specifies that authentication takes place by using Kerberos Security Mechanism.

TARGET PRINCIPAL principalname
Fully qualified Kerberos principal name for the target server; that is, the fully qualified
Kerberos principal of the Db2 instance owner in the form of name/instance@REALM. For
Windows Server 2003, this is the logon account of the Db2 server service in the form of
userid@DOMAIN, userid@xxx. xxx. xxx.comor domain\userid.

GSSPLUGIN
Specifies that authentication takes place by using an external GSS API-based plug-in security
mechanism.

SERVER_ENCRYPT_AES
Specifies that authentication takes place on the database partition server containing the target
database, and that user IDs and passwords are encrypted with an Advanced Encryption Standard
(AES) encryption algorithm at the source and decrypted at the target.

TOKEN
Note: This option is available starting from Db2 version 11.5.4.

Specifies that authentication takes place on the database partition server that contains the target
database by using a token. The type of token is specified as part of the CONNECT statement.
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WITH "comment-string"
Describes the database or the database entry in the system database directory. The maximum length
of a comment string is 30 characters. A carriage return or a line feed character is not allowed. The
comment text must be enclosed by double quotation marks.

Examples

db2 catalog database sample on /databases/sample
with "Sample Database"

Usage notes

Db2 automatically catalogs databases when they are created. It catalogs an entry for the database in the
local database directory and another entry in the system database directory. If the database is created
from a remote client (or a client that is running from a different instance on the same machine), an entry is
also made in the system database directory at the client instance.

If you do not specify a path or a database partition server name, the database is assumed to be local. In
this case, the location of the database is assumed to be the value of the dftdbpath database manager
configuration parameter.

Databases on the same database partition server as the database manager instance are cataloged as
indirect entries. Databases on other database partition servers are cataloged as remote entries.

The CATALOG DATABASE command automatically creates a system database directory if one does not
exist. The system database directory is stored on the path that contains the database manager instance
that is being used, and is maintained outside of the database.

List the contents of the system database directory by using the LIST DATABASE DIRECTORY command.
To list the contents of the local database directory use the LIST DATABASE DIRECTORY ON path, where
path is where the database was created.

If directory caching is enabled, database, node and DCS directory files are cached in memory. To

see whether directory caching is enabled, check the value for the dir_cache directory cache support
configuration parameter in the output from the GET DATABASE MANAGER CONFIGURATION command.
An application's directory cache is created during its first directory lookup. Since the cache is only
refreshed when the application modifies any of the directory files, directory changes that are made by
other applications might not be effective until the application is restarted.

To refresh the CLP's directory cache, use the TERMINATE command. To refresh the database manager's
shared cache, stop (db2stop) and then restart (db2staxt) the database manager. To refresh the
directory cache for another application, stop and then restart that application.

In a pureScale environment, the db2cluster -cm -add -database_mounts database-name
command must be run after the CATALOG DATABASE command.

CATALOG DCS DATABASE

The CATALOG DCS DATABASE command stores information about remote host or System i databases in
the Database Connection Services (DCS) directory.

These databases are accessed through an Application Requester (AR), such as Db2 Connect. Having a
DCS directory entry with a database name matching a database name in the system database directory
invokes the specified AR to forward SQL requests to the remote server where the database resides.

Authorization
one of the following authorities:

+ SYSADM
» SYSCTRL
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Required connection

None

Command syntax

»— CATALOG DCS DATABASE database-name L J
1 DB j_ AS — target-database-name

L AR — library-name J L PARMS — “parameter-string" J

L WITH — “comment-string" J

>
>

A 4

A 4

Command parameters

DATABASE database-name
Specifies the alias of the target database to catalog. This name should match the name of an entry in
the database directory that is associated with the remote database partition server.

AS target-database-name
Specifies the name of the target host or System i database to catalog.

AR library-name
Specifies the name of the Application Requester library that is loaded and used to access a remote
database listed in the DCS directory.

If using the Db2 Connect AR, do not specify a library name. The default value will cause Db2 Connect
to be invoked.

If not using Db2 Connect, specify the library name of the AR, and place that library on the same path
as the database manager libraries. On Windows operating systems, the path is drive:\sqllib\bin.
On Linux and UNIX operating systems, the path is $HOME /sql1ib/1ib of the instance owner.

PARMS "parameter-string"
Specifies a parameter string that is to be passed to the AR when it is invoked. The parameter string
must be enclosed by double quotation marks.

WITH "comment-string"
Describes the DCS directory entry. Any comment that helps to describe the database cataloged in this
directory can be entered. Maximum length is 30 characters. A carriage return or a line feed character
is not permitted. The comment text must be enclosed by double quotation marks.

Examples

The following example catalogs information about the DB1 database, which is a Db2 for z/OS database,
into the DCS directory:

db2 catalog dcs database dbl as dsn_db_1
with "DB2/z/0S location name DSN_DB_1"

Usage notes
The Db2 Connect program provides connections to DRDA Application Servers such as:

- Db2 for z/0S databases on System/370 and System/390° architecture host computers.
« Db2 for VM and VSE databases on System/370 and System/390 architecture host computers.
« System i databases on Application System/400 (System i) and System i computers.
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The database manager creates a Database Connection Services directory if one does not exist. This
directory is stored on the path that contains the database manager instance that is being used. The DCS
directory is maintained outside of the database.

The database must also be cataloged as a remote database in thesystem database directory .
List the contents of the DCS directory using the LIST DCS DIRECTORY command.

If directory caching is enabled, database, node, and DCS directory files are cached in memory. An
application's directory cache is created during its first directory lookup. Since the cache is only refreshed
when the application modifies any of the directory files, directory changes made by other applications
might not be effective until the application has restarted.

To refresh the CLP's directory cache, use the TERMINATE command. To refresh the shared cache in Db2,
stop (db2stop) and then restart (db2staxt) the database manager. To refresh the directory cache for
another application, stop and then restart that application.

CATALOG LDAP DATABASE

The CATALOG LDAP DATABASE command registers the database in Lightweight Directory Access
Protocol (LDAP).

Authorization

None

Required connection

None
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Command syntax

»— CATALOG LDAP DATABASE database-name L J >
1 DB j_ AS — alias
L AT NODE — nodename J L GWNODE — gateway-node J
L PARMS — "parameter-string" —J L AR — library-name J

»
»

Y

A 4

—
v

L AUTHENTICATION SERVER
CLIENT

fM———SERVER_ENCRYPT ——

M——— SERVER_ENCRYPT_AES ————

M KERBEROS TARGET PRINCIPAL — principalname —

DATA_ENCRYPT

GSSPLUGIN

1
- TOKEN 4

L WITH — "comments” J

Y

>d

Y

L USER — username J )
L

PASSWORD — password —J

Notes:

1 This option is available starting from Db2 version 11.5.4.

Command parameters

DATABASE database-name
Specifies the name of the database to catalog.

AS alias
Specifies an alias as an alternate name for the database being cataloged. If an alias is not specified,
the database name is used as the alias.

AT NODE nodename
Specifies the LDAP node name for the database server on which the database resides. This parameter
must be specified when registering a database on a remote server.

GWNODE gateway-node
Specifies the LDAP node name for the gateway server.

PARMS "parameter-string"
Specifies a parameter string that is passed to the Application Requester (AR) when accessing DCS
databases. The change password sym_dest_name should not be specified in the parameter string.
Use the keyword CHGPWDLU to specify the change password LU name when registering the Db2 server
in LDAP.

AR library-name
Specifies the name of the Application Requester library that is loaded and used to access a remote
database listed in the DCS directory.
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If using the Db2 Connect AR, do not specify a library name. The default value will cause Db2 Connect
to be invoked.

If not using Db2 Connect, specify the library name of the AR, and place that library on the same path
as the database manager libraries. On Windows operating systems, the pathis drive:\sqllib\d11.
On UNIX operating systems, the path is $HOME /sql1ib/1ib of the instance owner.

AUTHENTICATION
Specifies the authentication level. Valid values are:

SERVER
Specifies that authentication takes place on the node containing the target database.

CLIENT
Specifies that authentication takes place on the node from which the application is invoked.

SERVER_ENCRYPT
Specifies that authentication takes place on the database partition server containing the target
database, and that user IDs and passwords are encrypted at the source. User IDs and passwords
are decrypted at the target, as specified by the authentication type cataloged at the source.

SERVER_ENCRYPT_AES
Specifies that authentication takes place on the database partition server containing the target
database, and that user IDs and passwords are encrypted with an Advanced Encryption Standard
(AES) encryption algorithm at the source and decrypted at the target.

KERBEROS
Specifies that authentication takes place using Kerberos Security Mechanism.

TARGET PRINCIPAL principalname
Fully qualified Kerberos principal name for the target server; that is, the logon account of the
Db2 server service in the form of userid@xxx. xxx. xxx. comor domain\userid.

TOKEN
Note: This option is available starting from Db2 version 11.5.4.

Specifies that authentication takes place on the database partition server containing the target
database using a token. The type of token is specified as part of the CONNECT statement.

DATA_ENCRYPT
Specifies that authentication takes place on the node containing the target database, and that
connections must use data encryption.

GSSPLUGIN
Specifies that authentication takes place using an external GSS API-based plug-in security
mechanism.

WITH "comments"
Describes the Db2 server. Any comment that helps to describe the server registered in the network
directory can be entered. Maximum length is 30 characters. A carriage return or a line feed character
is not permitted. The comment text must be enclosed by double quotation marks.

USER username
Specifies the user's LDAP distinguished name (DN). The LDAP user DN must have sufficient authority
to create the object in the LDAP directory. If the user's LDAP DN is not specified, the credentials of
the current logon user will be used. If the user's LDAP DN and password have been specified using
db2ldcfg, the user name and password do not have to be specified here.

PASSWORD password
Account password. If the user's LDAP DN and password have been specified using db21dcfg, the
user name and password do not have to be specified here.

Usage notes

If the node name is not specified, Db2 will use the first node in LDAP that represents the Db2 server on
the current machine.
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It might be necessary to manually register (catalog) the database in LDAP if;

« The database server does not support LDAP. The administrator must manually register each database in
LDAP to allow clients that support LDAP to access the database without having to catalog the database
locally on each client machine.

- The application wants to use a different name to connect to the database. In this case, the
administrator can catalog the database using a different alias name.

« The database resides at the host or System i database server. In this case, the administrator can
register the database in LDAP and specify the gateway node through the GWNODE parameter.

« During CREATE DATABASE IN LDAP the database name already exists in LDAP. The database is still
created on the local machine (and can be accessed by local applications), but the existing entry in LDAP
will not be modified to reflect the new database. In this case, the administrator can:

— Remove the existing database entry in LDAP and manually register the new database in LDAP.
— Register the new database in LDAP using a different alias name.

CATALOG LDAP NODE

The CATALOG LDAP NODE command catalogs a new node entry in Lightweight Directory Access Protocol
(LDAP).

Authorization

None

Required connection

None

Command syntax
»— CATALOG LDAP — NODE — nodename — AS — nodealias —»

»g

™

»
»

L USER — username
L

PASSWORD — password J

Command parameters
NODE nodename
Specifies the LDAP node name of the Db2 server.

AS nodealias
Specifies a new alias name for the LDAP node entry.

USER username
Specifies the user's LDAP distinguished name (DN). The LDAP user DN must have sufficient authority
to create the object in the LDAP directory. If the user's LDAP DN is not specified, the credentials of the
current logon user will be used.

PASSWORD password
Account password.

Usage notes

The CATALOG LDAP NODE command is used to specify a different alias name for the node that
represents the Db2 server.
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CATALOG LOCAL NODE

The CATALOG LOCAL NODE command creates a local alias for an instance that resides on the same
machine. A local node should be cataloged when there is more than one instance on the same
workstation to be accessed from the user's client. Interprocess Communications (IPC) is used to access
the local node.

Authorization
One of the following authorities:

» SYSADM
« SYSCTRL

Required connection

None

Command syntax

L J LOCAL NODE — nodename L J >
ADMIN INSTANCE — instancename

»— CATALOG

A 4

»
»

L SYSTEM — system-name J L OSTYPE — operating-system-type J

L WITH — “comment-string" J

A 4

Command parameters

ADMIN
Specifies that a local administration server node is to be cataloged.

INSTANCE instancename
Name of the local instance to be accessed.

SYSTEM system-name
Specifies the Db2 system name that is used to identify the server machine.

OSTYPE operating-system-type
Specifies the operating system type of the server machine. Valid values are: AIX, WIN, HPUX, SUN,
05390, 05400, VM, VSE, SNI, SCO, and LINUX.

Examples

Workstation A has two server instances, instl1 and inst2. To create databases at both instances from a
single CLP session, issue the following sequence of commands (assume the DB2INSTANCE environment
variable is set to instl):

1. Create a local database at inst1:
db2 create database mydbl
2. Catalog another server instance on this workstation:

db2 catalog local node mynode2 instance inst2
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3. Create a database at mynode2:

db2 attach to mynode2
db2 create database mydb2

Usage notes

If directory caching is enabled, database, node, and DCS directory files are cached in memory. An
application's directory cache is created during its first directory lookup. Since the cache is only refreshed
when the application modifies any of the directory files, directory changes made by other applications
might not be effective until the application has restarted.

To refresh the CLP's directory cache, use TERMINATE. To refresh the shared cache in Db2, stop
(db2stop) and then restart (db2staxt) the database manager. To refresh the directory cache for another
application, stop and then restart that application.

CATALOG NAMED PIPE NODE

The CATALOG NAMED PIPE NODE command adds a named pipe node entry to the node directory. The
named pipe is used to access the remote node.

This command is available on Windows only.

Authorization
One of the following authorities:

+ SYSADM
« SYSCTRL

Required connection

None

Command syntax

»— CATALOG L J NPIPE NODE — nodename — REMOTE — computername —»
ADMIN

»— INSTANCE — instancename L J >
SYSTEM — system-name

» »d
» 1|

L OSTYPE — operating-system-type —J L WITH — “comment-string" J

Command parameters
ADMIN
Specifies that an NPIPE administration server node is to be cataloged.

REMOTE computername
The computer name of the node on which the target database resides. Maximum length is 15
characters.

INSTANCE instancename
Name of the server instance on which the target database resides. Identical to the name of the remote
named pipe, which is used to communicate with the remote node.

SYSTEM system-name
Specifies the Db2 system name that is used to identify the server machine.
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OSTYPE operating-system-type
Specifies the operating system type of the server machine. Valid values are: AIX, WIN, HPUX, SUN,
0S390, 05400, VM, VSE, SNI, SCO, and LINUX.

Examples

db2 catalog npipe node db2npl remote nphost instance db2instl
with "A remote named pipe node."

Usage notes

The database manager creates the node directory when the first node is cataloged (that is, when the first
CATALOG. . . NODE command is issued). On a Windows client, it stores and maintains the node directory
in the instance subdirectory where the client is installed. On an AIX client, it creates the node directory in
the Db2 installation directory.

List the contents of the local node directory using the LIST NODE DIRECTORY command.

If directory caching is enabled (see the configuration parameter dix_cache in the GET DATABASE
MANAGER CONFIGURATION command), database, node, and DCS directory files are cached in memory.
An application's directory cache is created during its first directory lookup. Since the cache is only
refreshed when the application modifies any of the directory files, directory changes made by other
applications might not be effective until the application has restarted.

To refresh the CLP's directory cache, use the TERMINATE command. To refresh the shared cache in Db2,
stop (db2stop) and then restart (db2staxrt) the database manager. To refresh the directory cache for
another application, stop and then restart that application.

CATALOG ODBC DATA SOURCE

The CATALOG ODBC DATA SOURCE command catalogs a user or system ODBC data source.

A data source, in ODBC (Open Database Connectivity) terminology, is a user-defined name for a specific
database or file system. That name is used to access the database or file system through ODBC APIs.
Either user or system data sources can be cataloged. A user data source is only visible to the user who
cataloged it, whereas a system data source is visible to and can be used by all other users.

This command is available on Windows platforms only.

Authorization

None

Required connection

None

Command syntax
USER
»— CATALOG I_ j ODBC DATA SOURCE — data-source-name
L SYSTEM J L ALL DATA SOURCES J

Command parameters
USER
Catalog a user data source. This is the default if no keyword is specified.

SYSTEM
Catalog a system data source.
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DATA SOURCE data-source-name
Specifies the name of the data source to be cataloged. The name of the data source and the name of
the database must be the same. Therefore, the name of the data source is limited to the maximum
length for a database name.

ALL DATA SOURCES
Specifies to catalog all local database aliases as ODBC data sources (DSNs).

Usage notes

On Microsoft Windows operating systems, you must execute the CATALOG SYSTEM ODBC DATA
SOURCE command from a Db2 command window running with full administrator privileges.

Specifying the ALL DATA SOURCES parameter will not update an existing ODBC DSN that has set its
dbalias parameter to a value that matches the alias of a database in the local database directory

In Windows environments, the ODBC DSN must be restored after upgrading Db2. To import and export the
ODBC DSN settings, use the db2cfimp command or the db2cfexp command, or add DSNs manually.

To CATALOG ODBC DATA SOURCE for 32bit CLI/ODBC Driver of 64bit Db2 installation on 64bit Windows
environments, use db2c1i32. exe executable with registerdsn option, instead of Db2 Command Line
Tool.

To catalog a system data source, use the command:

db2cl1i32 registerdsn -add -dsn mydsnl -system

To catalog user data source, use the command:

db2cli32 registerdsn -add -dsn mydsnl -user

Example 1

Assume there is an existing ODBC DSN named "MyProdDatabase". The dbalias parameter is set to
"PRODDB". Assume there is also a database in the local directory with the alias "PRODDB". Executing
the CATALOG ODBC DATA SOURCE myproddatabase command or the CATALOG ODBC ALL DATA
SOURCES command will not alter the "MyProdDatabase" DSN because the DSN does not match the
database alias. Instead, an ODBC DSN entry is created for "PRODDB" with the dbalias set to "PRODDB".
If there is an existing ODBC DSN with the same name as the database alias, the existing ODBC DSN's
dbalias parameter will be updated with the database alias. All associated CLI parameters and values will
remain unchanged.

Example 2

Assume there is an existing DSN called "MYDB" that has the dbalias parameter set to "salesdb". If there
is a database in the local directory named "MYDB" then executing the CATALOG ODBC DATA SOURCE
mydb command or the CATALOG ODBC ALL DATA SOURCES command will change the DSN's dbalias
parameter to "MYDB".

CATALOG TCPIP/TCPIP4/TCPIP6 NODE

The CATALOG TCPIP/TCPIP4/TCPIP6 NODE command adds a Transmission Control Protocol/Internet
Protocol (TCP/IP) database partition server entry to the node directory. The TCP/IP communications
protocol is used to access the remote database partition server. The CATALOG TCPIP/TCPIP4/TCPIP6
NODE command is run on a client.

Note: Starting with the Db2 version 10.1 release, the AIX 5.3 operating system is not supported. Db2
Version 9.7 is the last release to support the AIX 5.3 operating system. The AIX 6.1 operating system is
the minimum supported level.

Authorization

one of the following authorities:
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+ SYSADM
» SYSCTRL

Required connection

None. Directory operations affect the local directory only.

Command syntax

»— CATALOG L J TCPIP NODE nodename — REMOTE —»
ADMIN E TCPIP4 NODE }

TCPIP6 NODE

hostname SERVER Tservice-name >
E IPv4 address port number —J tSECURITY SOCKS
IPv6 address SECURITY SSL

»
»

A 4

L REMOTE_INSTANCE — instance-name J L SYSTEM — system-name J

»d
1|

A 4

L OSTYPE — operating-system-type J L WITH — “comment-string" J

Command parameters

ADMIN
Specifies that a TCP/IP administration server node is to be cataloged. This parameter cannot be
specified if the SECURITY SOCKS parameter is specified.

TCPIP NODE nodename
The nodename of the TCPIP, TCPIP4, or TCPIP6 database partition server represents a local
nickname you can set for the machine that contains the database you want to catalog. Only specify
TCPIP4 when specifying an IPv4 IP address, and only specify TCPIP6 when specifying an IPv6 IP
address. The maximum length of the nodename is 8 characters.

REMOTE hostname | IPv4 address | IPvé6 address
The hostname or the IP address of the node where the target database resides. IP address can be an
IPv4 or IPv6 address. The hostname is the name of the database partition server that is known to the
TCP/IP network. The maximum length of the hostname is 255 characters.

SERVER service-name [ port number
Specifies the service name or the port number of the server database manager instance. The
maximum length is 14 characters. This parameter is case sensitive.

If a service name is specified, the services file on the client is used to map the service name to a
port number. A service name is specified in the server's database manager configuration file, and the
services file on the server is used to map this service name to a port number. The port number on
the client and the server must match.

A port number, instead of a service name, can be specified in the database manager configuration file
on the server, but this is not recommended. If a port number is specified, no service name needs to be
specified in the local services file.

This parameter must not be specified for ADMIN nodes, but is mandatory for non-ADMIN nodes. The
value on ADMIN nodes is always 523.
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SECURITY SOCKS
Specifies that the node will be SOCKS-enabled. This parameter is only supported for IPv4. If CATALOG
TCPIP NODE is used and SECURITY SOCKS is specified, the Db2 database product will use IPv4 to
establish the connection. This parameter cannot be specified if the ADMIN parameter is specified.

The following environment variables are mandatory and must be set to enable SOCKS:

SOCKS_NS
The Domain Name Server for resolving the host address of the SOCKS server. This should be a
hostname or IPv4 address.

SOCKS_SERVER
The fully qualified hostname or IPv4 address of the SOCKS server. If the SOCKSified IBM Data
Server Client is unable to resolve the fully qualified hostname, it assumes that an IPv4 address
has been entered.

One of the following conditions should be true:

« The SOCKS server is reachable via the domain name server.

« The hostname is listed in the hosts file. The location of this file is described in the TCP/IP
documentation.

« An IPv4 address is specified.

If this command is issued after a db2start, it is necessary to issue a TERMINATE command to have
the command take effect.

SECURITY SSL
Specifies that the node is SSL enabled. You cannot specify the SECURITY SSL clause if you also
specify the ADMIN parameter.

REMOTE_INSTANCE instance-name
Specifies the name of the server instance where the database resides, and to which an attachment or
connection is being made.

SYSTEM system-name
Specifies the Db2 system name that is used to identify the server machine. This is the name of the
physical machine, server system, or workstation.

OSTYPE operating-system-type
Specifies the operating system type of the server machine. Valid values are: AIX, WIN, HPUX, SUN,
05390, 05400, VM, VSE, and LINUX.

WITH comment-string
Describes the database entry in the database directory. Any comment that helps to describe the
database can be entered. Maximum length is 30 characters. A carriage return or a line feed character
is not permitted. The comment text must be enclosed by single or double quotation marks.

Examples
To specify a hostname using the CATALOG TCPIP NODE command, issue:

db2 catalog tcpip node db2tcpl remote hostname server db2instl

To specify an IPv4 address using the CATALOG TCPIP4 NODE command, issue:

db2 catalog tcpip4 node db2tcp2 remote 192.0.32.67 server db2instl

This example specifies an IPv4 address. You should not specify an IPv6 address in the CATALOG TCPIP4
NODE command. The catalog will not fail if you do, but a subsequent attach or connect will fail because an
invalid address was specified during cataloging.
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To specify an IPv6 address using the CATALOG TCPIP6 NODE command, issue:

db2 catalog tcpipé node db2tcp3 remote 1080:0:0:0:8:800:200C:417A server 50000

This example specifies an IPv6 address and a port number for SERVER. You should not specify an IPvé
address in the CATALOG TCPIP4 NODE command. The catalog will not fail if you do, but a subsequent
attach or connect will fail because an invalid address was specified during cataloging.

The following example catalogs a node for an SSL connection (the server hostname is hostname, and
ssl_port is the port number at which this database server waits for communication from remote client
nodes using the SSL protocol):

db2 catalog tcpip node db2tcp4 remote hostname server ssl_port

Usage notes

The database manager creates the node directory when the first node is cataloged (that is, when the first
CATALOG. . .NODE command is issued). On a Windows client, it stores and maintains the node directory
in the instance subdirectory where the client is installed. On an AIX client, it creates the node directory in
the Db2 installation directory.

List the contents of the local node directory using the LIST NODE DIRECTORY command.

If directory caching is enabled, database, node, and DCS directory files are cached in memory. An
application's directory cache is created during its first directory lookup. Since the cache is only refreshed
when the application modifies any of the directory files, directory changes made by other applications
might not be effective until the application has restarted.

To refresh the CLP's directory cache, use the TERMINATE command. To refresh Db2's shared cache, stop
(db2stop) and then restart (db2staxrt) the database manager. To refresh the directory cache for another
application, stop and then restart that application.

To get the Db2 database manager to listen on IPv6, the operating system and server must first be
configured for IPv6. Speak to your system administrator to ensure this configuration has been done
before cataloging an IPv6 TCPIP node. Follow Upgrading to IPv6 with IPv4 configured to see how this can
be done on AIX.

CHANGE DATABASE COMMENT

The CHANGE DATABASE COMMENT command changes a database comment in the system database
directory or the local database directory. New comment text can be substituted for text currently
associated with a comment.

Scope

This command only affects the database partition on which it is executed.

Authorization
One of the following authorities:

* SYSADM
« SYSCTRL

Required connection

None
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Command syntax

»— CHANGE DATABASE database-alias — COMMENT L J >
e on—
drive

»— WITH — “comment-string”" —»<

Command parameters

DATABASE database-alias
Specifies the alias of the database whose comment is to be changed. To change the comment in the
system database directory, specify the alias for the database. To change the comment in the local
database directory, specify the path where the database resides (with the path parameter), and enter
the name (not the alias) of the database.

ON path [ drive
Specifies the path on which the database resides, and changes the comment in the local database
directory. If a path is not specified, the database comment for the entry in the system database
directory is changed. On Windows operating systems, may instead specify the letter of the drive on
which the database resides (if it was created on a drive, not on a specific path).

WITH "comment-string"
Describes the entry in the system database directory or the local database directory. Any comment
that helps to describe the cataloged database can be entered. The maximum length of a comment
string is 30 characters. A carriage return or a line feed character is not permitted. The comment text
must be enclosed by double quotation marks.

Examples

The following example changes the text in the system database directory comment for the SAMPLE
database from "Test 2 - Holding" to "Test 2 - Add employee inf rows":

db2 change database sample comment
with " 'Test 2 - Add employee inf rows'

Usage notes

New comment text replaces existing text. To append information, enter the old comment text, followed by
the new text.

Only the comment for an entry associated with the database alias is modified. Other entries with the
same database name, but with different aliases, are not affected.

If the path is specified, the database alias must be cataloged in the local database directory. If the path is
not specified, the database alias must be cataloged in the system database directory.

CHANGE ISOLATION LEVEL

The CHANGE ISOLATION LEVEL command changes the way that Db2 isolates data from other processes
while a database is being accessed.

Authorization

None

Required connection

None
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Command syntax

f_ cs
»— CHANGE T SQLISL TO NC
ISOLATION —J RR
RS
UR
Command parameters
TO
Ccs
Specifies cursor stability as the isolation level.
NC
Specifies no commit as the isolation level. Not supported by Db2.
RR
Specifies repeatable read as the isolation level.
RS
Specifies read stability as the isolation level.
UR

Specifies uncommitted read as the isolation level.

Usage notes

Db2 uses isolation levels to maintain data integrity in a database. The isolation level defines the degree
to which an application process is isolated (shielded) from changes made by other concurrently executing
application processes.

If a selected isolation level is not supported by a database, it is automatically escalated to a supported
level at connect time.

Isolation level changes are not permitted while connected to a database with a type 1 connection. The
back end process must be terminated before isolation level can be changed:

db2 terminate
db2 change isolation to ur
db2 connect to sample

Changes are permitted using a type 2 connection, but should be made with caution, because the changes
will apply to every connection made from the same command line processor back-end process. The user
assumes responsibility for remembering which isolation level applies to which connected database.

In the following example, a user is in Db2 interactive mode following creation of the SAMPLE database:

update command options using c off
catalog db sample as sample2

set client connect 2

connect to sample
connect to sample2

change isolation to cs

set connection sample

declare cl1 cursor for select * from org
open cl

fetch c1 for 3 rows

change isolation to rr
fetch c1 for 2 rows
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An SQLO514N error occurs because cl is not in a prepared state for this isolation level.

change isolation to cs
set connection sample2
fetch c1 for 2 rows

An SQLO514N error occurs because cl is not in a prepared state for this database.
declare cl1 cursor for select division from org

A DB21029E error occurs because cursor ¢l has already been declared and opened.

set connection sample
fetch c1 for 2 rows

This works because the original database (SAMPLE) was used with the original isolation level (CS).

COMPLETE XMLSCHEMA

The COMPLETE XMLSCHEMA command completes the process of registering an XML schema in the XML
schema repository (XSR).

Authorization
« The user ID must be the owner of the XSR object as recorded in the catalog view SYSCAT.XSROBJECTS.

Required connection

Database

Command syntax

»»— COMPLETE XMLSCHEMA — relational-identifier

>
>

L WITH — schema-properties-URI J

»
»

»d
L)

1——ENABLEDECOMPOSITION ——I

Description

relational-identifier
Specifies the relational name of an XML schema previously registered with the REGISTER
XMLSCHEMA command. The relational name can be specified as a two-part SQL identifier, consisting
of the SQL schema and the XML schema name, having the following format: SQLschema.name. The
default SQL schema, as defined in the CURRENT SCHEMA special register, is used if no schema is
specified.

WITH schema-properties-URI
Specifies the uniform resource identifier (URI) of a properties document for the XML schema. Only
a local file, specified by a file scheme URI, is supported. A schema property document can only be
specified during the completion stage of XML schema registration.

ENABLE DECOMPOSITION
Indicates that the schema can be used for decomposing XML instance documents.

Example

COMPLETE XMLSCHEMA userl.POschema WITH 'file:///c:/TEMP/schemaProp.xml'
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Usage notes

An XML schema cannot be referenced or used for validation or annotation until the XML schema
registration process has been completed. This command completes the XML schema registration process
for an XML schema that was begun with the REGISTER XMLSCHEMA command.

CREATE DATABASE

The CREATE DATABASE command initializes a new database with an optional user-defined collating
sequence, creates the three initial table spaces, creates the system tables, and allocates the recovery log
file. When you initialize a new database, the AUTOCONFIGURE command is issued by default.

Important: The Triple Data Encryption Standard (3DES) native encryption option is deprecated and might
be removed in a future release. As a replacement, use the Advanced Encryption Standard (AES) native
encryption option.

Note: When the instance and database directories are created by the Db2 database manager, the
permissions are accurate and cannot be changed.

When the CREATE DATABASE command is issued, the Configuration Advisor also runs automatically.

It means that the database configuration parameters are automatically tuned for you according to your
system resources. In addition, Automated RUNSTATS is enabled. To disable the Configuration Advisor
from running at database creation, refer to the DB2_ENABLE_AUTOCONFIG_DEFAULT registry variable. To
disable Automated RUNSTATS, refer to the auto_runstats database configuration parameter.

Adaptive Self-Tuning Memory is also enabled by default for single partition databases. To disable
Adaptive Self-Tuning-Tuning Memory by default, refer to the self_tuning_mem database configuration
parameter. For multi-partition databases, Adaptive Self-Memory is turned off by default.

If no code set is specified on the CREATE DATABASE command, then the collations that are allowed are:
SYSTEM, IDENTITY_16BIT, language-aware-collation, and locale-sensistive-collation (SQLCODE -1083).
The default code set for a database is UTF-8. If a particular code set and territory is needed for a
database, the required code set and territory can be specified in the CREATE DATABASE command.

This command is not valid on a client.

Scope

In a partitioned database environment, this command affects all database partitions that are listed in the
db2nodes.cfg file.

The database partition from which this command is issued becomes the catalog database partition for the
new database.

Authorization

You must have one of the following authorities:

+ SYSADM
» SYSCTRL

Required connection

Instance. To create a database at another (remote) database partition server, you must first attach to that
server. A database connection is temporarily established by this command during processing.
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Command syntax

»— CREATE DATABASE database-name
1 DB j_ AT DBPARTITIONNUM

Create Database options

v

»d

L ENCRYPT J
1—{ Encryption Options }—J 1—{ Master Key Options }—J

Create Database options

»
»
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AUTOMATIC STORAGE--YES j

ol
L AUTOMATIC STORAGE--NO —j

ON Z ath

A 4
v

L DBPATH ON T path
drive
L ALIAS — database-alias J

A 4

»
>

L USING CODESET — codeset — TERRITORY — territory J

L —— SYSTEM ﬁ
COLLATE USING —<

COMPATIBILITY ————

IDENTITY

IDENTITY_16BIT —
M language-aware-collation —

M— locale-sensitive-collation —

NLSCHAR —M™

ﬁ PAGESIZE — 4096 ﬁ

L PAGESIZE — integer ﬁ—j L NUMSEGS — numsegs J
K

L DFT_EXTENT_SZ — dft_extentsize J L RESTRICTIVE J

A 4

Y
~—
v

ENCRYPT

1—{ Encryption Options }—J l—{ Master Key Options }—J

> >

CATALOG TABLESPACE tblspace-defn

>

A 4

USER TABLESPACE tblspace-defn
TEMPORARY TABLESPACE tblspace-defn L WITH — "comment-string" J

1 ] ] ]

[— DB ONLY
APPLY DB AND DBM

L NONE

AUTOCONFIGURE

L USING L input-keyword — param-value

> »q

L report-clause J

Thlspace-defn
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»— MANAGED BY —»

A 4
v

SYSTEM USING — (L '— container-string — ' ] )

DATABASE USING — ( { FILE '— container-string — '— number-of-pages l)

L DEVICE J

AUTOMATIC STORAGE

A 4
v

L EXTENTSIZE — number-of-pages J L PREFETCHSIZE — number-of-pages J

»
»

A 4

L OVERHEAD — number-of-milliseconds J

NO FILE SYSTEM CACHING

A 4

v

L TRANSFERRATE — number-of-milliseconds J L FILE SYSTEM CACHING —j

L AUTORESIZE T NO j_j L INITIALSIZE — integer K
YES E M
G

L INCREASESIZE — integer PERCENT
K
M
G

L MAXSIZE NONE

J p<
L integer K
E M
G

f REPORT FOR MEMBER -1

A 4

A 4

A 4

Report-clause

—J—
v

L REPORT FOR MEMBER -2 r

M MEMBER member-numberl ——

— MEMBERS L (---member-number2--) i/

r INCLUDE SUMMARY j
L EXCLUDE SUMMARY J

Encryption Options

Chapter 5. CLP commands 117



f_ MODE — CBC T
»— CIPHER AES KEY LENGTH — key-length >«

Usoes J

Master Key Options

»— MASTER KEY LABEL — label-name —»«

Note:

1. The combination of the code set and territory values must be valid.
2. Not all collating sequences are valid with every code set and territory combination.

3. The table space definitions that are specified on CREATE DATABASE apply to all database partitions
on which the database is being created. They cannot be specified separately for each database
partition. If the table space definitions are to be created differently on particular database partitions,
the CREATE TABLESPACE statement must be used.

The $N parameter can be used when containers for table spaces are defined. $N is replaced by the
database partition number when the container is created. This definition is required if the user wants
to specify containers in a multiple logical partition database.

4. The AUTOCONFIGURE parameter requires SYSADM authority.

Command parameters

DATABASE database-name
A name to be assigned to the new database. It must be a unique name that differentiates the
database from any other database in either the local database directory or the system database
directory. The name must conform to naming conventions for databases. Specifically, the name must
not contain any space characters.

AT DBPARTITIONNUM
Specifies that the database is to be created only on the database partition that issues the command.
You do not specify this parameter when you create a new database. You can use it to re-create a
database partition that you dropped because it was damaged. After you use the CREATE DATABASE
command with the AT DBPARTITIONNUM parameter, the database at this database partition is in
the restore-pending state. You must immediately restore the database on this database partition
server. This parameter is not intended for general use. For example, it can be used with RESTORE
DATABASE command if the database partition at a database partition server was damaged and must
be re-created. Improper use of this parameter can cause inconsistencies in the system, so it can only
be used with caution.

If this parameter is used to re-create a database partition that was dropped (because it was
damaged), the database at this database partition is in the restore-pending state. After re-creating
the database partition, the database must immediately be restored on this database partition.

AUTOMATIC STORAGE NO | YES
Specifies that automatic storage is being explicitly disabled or enabled for the database. The default
value is YES. If the AUTOMATIC STORAGE clause is not specified, automatic storage is implicitly
enabled by default.

NO
Automatic storage is not being enabled for the database. This parameter cannot be specified in a
Db2 pureScale environment.

YES
Automatic storage is being enabled for the database. The default storage group, IBMSTOGROUP,
is created in the SYSSTOGROUPS catalog table. To modify a storage group, use the ALTER
STOGROUP statement.

Important: This parameter is deprecated and might be removed in a future release. Once removed,
AUTOMATIC STORAGE YES is the only option.
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ON path or drive
The meaning of this parameter depends on the value of the AUTOMATIC STORAGE parameter.

- If AUTOMATIC STORAGE NO is specified, automatic storage is turned off for the database. In this
case, only one path can be included as part of the ON parameter, and it specifies the path on which
to create the database. If a path is not specified, the database is created on the default database
path that is specified in the database manager configuration file (dftdbpath parameter).

« Otherwise, automatic storage is enabled for the database by default. In this case, multiple paths
can be listed here, each separated by a comma. These paths are referred to as storage paths
defined to the default storage group IBMSTOGROUP and are used to hold table space containers for
automatic storage table spaces. For multi-partition databases, the same storage paths are used on
all partitions.

The DBPATH ON parameter specifies on which paths to create the database. If the DBPATH ON
parameter is not specified, the database is created on the first path listed in the ON parameter. If
no paths are specified with the ON parameter, the database is created on the default database path
that is specified in the database manager configuration file (dftdbpath parameter). This will also
be used as the location for the single storage path that is associated with the default storage group.
Do not include the instance name, database partition number, or log stream ID on the specified
path. Db2 will add these automatically to the path that you give. For example, if the path you give is
“/home/dbuser", the final path after Db2 adds the necessary subdirectories will be "/home/dbuser/
prod/NODEOOOO/LOGSTREAMO000/".

The database path is the location where a hierarchical directory structure is created. The structure
holds the following files that are needed for the operation of the database:

— Buffer pool information

— Table space information

— Storage path information

— Database configuration information

— History file with information about backups, restores, loading of tables, reorganization of tables,
altering of table spaces, and other database changes

— Log control files with information about active logs

The DBPATH ON parameter is used to place these files and information in a directory that is
separate from the storage paths where the database data is kept. It is suggested that the DBPATH
ON parameter is used when automatic storage is enabled to keep the database information separate
from the database data.

The maximum length of a path is 175 characters.

For a partitioned database environment, a database cannot be created in an NFS-mounted directory.
If a path is not specified, ensure that the dftdbpath database manager configuration parameter

is not set to an NFS-mounted path (for example, on UNIX operating systems, it cannot specify the
$HOME directory of the instance owner). The path that is specified for this command in a partitioned
database environment cannot be a relative path. Also, all paths that are specified as part of the ON
parameter must exist on all database partitions.

A database path or storage path must exist and be accessible on each database partition.
DBPATH ON path or drive

If automatic storage is enabled, the DBPATH ON parameter specifies the path on which to create
the database. If automatic storage is enabled and the DBPATH ON parameter is not specified, the
database is created on the first path that is listed with the ON parameter.

The maximum length of a database path is 215 characters and the maximum length of a storage path
is 175 characters.

Do not include the instance name, database partition number, or log stream ID on the specified
path. Db2 will add these automatically to the path that you give. For example, if the path you give
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is "/home/dbuser", the final path after Db2 adds the necessary subdirectories will be "/home/dbuser/
prod/NODEOOOO/LOGSTREAMO000/".

ALIAS database-alias
An alias for the database in the system database directory. If no alias is provided, the specified
database name is used.

USING CODESET codeset
Specifies the code set to be used for data entered into this database. After you create the database,
you cannot change the specified code set.

TERRITORY territory
Specifies the territory identifier or locale identifier to be used for data entered into this database. After
you create the database, you cannot change the specified territory. The combination of the code set
and territory or locale values must be valid.

COLLATE USING

Identifies the type of collating sequence to be used for the database. Once the database is created,
the collating sequence cannot be changed.

In a Unicode database, the catalog tables and views are always created with the IDENTITY collation,
regardless of the collation specified in the COLLATE USING clause. In non-Unicode databases, the
catalog tables and views are created with the database collation.

COMPATIBILITY
The Db2 Version 2 collating sequence. Some collation tables are enhanced. This parameter
specifies that the previous version of these tables is to be used.

IDENTITY
Identity collating sequence, in which strings are compared byte for byte.

IDENTITY_16BIT
CESU-8 (Compatibility Encoding Scheme for UTF-16: 8-Bit) collation sequence as specified
by the Unicode Technical Report #26, which is available at the Unicode Consortium website
(www.unicode.org). This parameter can only be specified when a Unicode database is created.

language-aware-collation
This parameter can only be used for Unicode databases. The database collating sequence is
based on the SYSTEM collation for a non-Unicode database. This string must be of the format
SYSTEM_codepage_territory. If the string supplied is invalid, the create database fails
(SQLCODE -204; object not found). For more information, see Language-aware collations for
Unicode data.

Note: When the CREATE DATABASE command is performed against a Version 9.0 server, this
parameter cannot be used. By default, a Unicode database on such a server is created with
SYSTEM collation.

locale-sensitive-collation
This parameter can only be used for Unicode databases. For more information, see Unicode
Collation Algorithm based collations for more information and for the naming of locale-sensitive
UCA-based collations. If the collation name provided is invalid, the CREATE DATABASE command
execution fails (SQLCODE -204).

NLSCHAR
Built-in collating sequence that uses the unique collation rules for the specific code set or
territory.

This parameter can only be used with the Thai code page (CP874). If this parameter is specified in
non-Thai environments, the command fails and returns the error SQL1083N with Reason Code 4.

SYSTEM
This parameter is the default when a database is created. For non-Unicode databases, the
collating sequence is based on the database territory. For Unicode databases, this parameter
maps to a language-aware collation, based on the client code set and territory. If an appropriate
language-aware collation is turned off, then the IDENTITY collation is used.
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PAGESIZE integer
Specifies the page size of the default buffer pool along with the initial table spaces (SYSCATSPACE,
TEMPSPACE1, USERSPACE1) when the database is created. This parameter also represents the
default page size for all future CREATE BUFFERPOOL and CREATE TABLESPACE statements. The
valid values for integer without the suffix K are 4096, 8192, 16384, or 32768. The valid values for
integer with the suffix K are 4, 8, 16, or 32. At least one space is required between the integer and the
suffix K. The default is a page size of 4096 bytes (4 K).

A 4- or 8-KB page size is generally suitable for an online transaction processing (OLTP) environment,
and a 16- or 32-KB page size is appropriate for analytics. A 32-KB page size is recommended for
column-organized tables.

NUMSEGS numsegs
Specifies the number of directories (table space containers) that are created and used to store the
database table files for any default SMS table spaces. This parameter does not affect automatic
storage table spaces, DMS table spaces, any SMS table spaces with explicit creation characteristics
(created when the database is created), or any SMS table spaces that are explicitly created after the
database is created.

DFT_EXTENT_SZ dft_extentsize
Specifies the default extent size of table spaces in the database.

RESTRICTIVE
If the RESTRICTIVE parameter is present, it causes the restrict_access database configuration
parameter to be set to YES and no privileges or authorities are automatically granted to PUBLIC.
If the RESTRICTIVE parameter is not present, then the restrict_access database configuration
parameter is set to NO and privileges are automatically granted to PUBLIC. For more information about
privileges, see: Default privileges granted on creating a database.

ENCRYPT
Specifies that the database is to be encrypted. Encryption includes all system, user, and temporary
table spaces, indexes, and all transaction log data. All data types within those table spaces are
encrypted, including long field data, LOBs, and XML data.

CIPHER
Specifies the encryption algorithm that is to be used for encrypting the database. You can choose
one of the following FIPS 140-2 approved options:

AES
Advanced Encryption Standard (AES) algorithm. This algorithm is the default.

3DES
Triple Data Encryption Standard (3DES) algorithm.

MODE CBC
Specifies the encryption algorithm mode that is to be used for encrypting the database. CBC
(Cipher Block Chaining) is the default mode.

KEY LENGTH key-length
Specifies the length of the key that is to be used for encrypting the database. The length can be
one of the following values, which are specified in bits:

128
Available with AES only.

168
Available with 3DES only.

192
Available with AES only.

256
Available with AES only. This key length is the default.
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MASTER KEY LABEL
Specifies a label for the master key that is used to protect the key that is used to encrypt the
database. The encryption algorithm that is used for encrypting with the master key is always AES.
If the master key is automatically generated by the Db2 data server, it is always a 256-bit key.

label-name
Uniquely identifies the master key within the keystore that is identified by the value of the
keystore_location database manager configuration parameter. The maximum length of
label-name is 255 bytes.

If a master key label is not specified, the database manager automatically generates a master
key label, and a master key is generated and inserted into the keystore.

Note:

When the allow_key_insert_without_ keystore_backup configuration knob is off, you
cannot use the automatically generated master key.

CATALOG TABLESPACE thispace-defn
Specifies the definition of the table space that holds the catalog tables, SYSCATSPACE. If not specified
and automatic storage is not enabled for the database, SYSCATSPACE is created as a System Managed
Space (SMS) table space with NUMSEGS number of directories as containers, and with an extent
size of DFT_EXTENTSIZE. For example, the following containers would be created if NUMSEGS were
specified to be 5:

/u/smith/smith/NODEGOOO/SQLOGOOL/SQLTOOGE.0O
/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTOO00.1
/u/smith/smith/NODEOGOO/SQLOOOOL/SQLTOOGE.2
/u/smith/smith/NODEGOOO/SQLOGOOL/SQLTOOGO. 3
/u/smith/smith/NODEGOOO/SQLOOOOL/SQLTOO00.4

If not specified and automatic storage is enabled for the database, SYSCATSPACE is created as

an automatic storage table space with its containers that are created on the defined storage

paths. The extent size of this table space is 4. Appropriate values for AUTORESIZE, INITIALSIZE,
INCREASESIZE, and MAXSIZE are set automatically.

For more information about the table space definition fields, see CREATE TABLESPACE statement.

In a partitioned database environment, the catalog table space is only created on the catalog
database partition, the database partition on which the CREATE DATABASE command is issued.

USER TABLESPACE thispace-defn
Specifies the definition of the initial user table space, USERSPACEL. If not specified and automatic
storage is not enabled for the database, USERSPACEL1 is created as an SMS table space with NUMSEGS
number of directories as containers and with an extent size of DFT_EXTENTSIZE. For example, the
following containers would be created if NUMSEGS were specified to be 5:

/u/smith/smith/NODEOGOO/SQLOOOOL/SQLTOOGL. O
/u/smith/smith/NODEGOOO/SQLEGOOL/SQLTOO02.1
/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTO002.2
/u/smith/smith/NODEOOOO/SQLOOOOL/SQLTOO02.3
/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTOO02.4

If not specified and automatic storage is enabled for the database, USERSPACEL is created as an
automatic storage table space with its containers that are created on the defined storage paths.
The extent size of this table space is DFT_EXTENTSIZE. Appropriate values for AUTORESIZE,
INITIALSIZE, INCREASESIZE, and MAXSIZE are set automatically.

For more information about the table space definition fields, see CREATE TABLESPACE statement.

TEMPORARY TABLESPACE thispace-defn
Specifies the definition of the initial system temporary table space, TEMPSPACEL. If not specified and
automatic storage is not enabled for the database, TEMPSPACEL is created as an SMS table space

122 IBM Db2 V11.5: Command Reference


https://www.ibm.com/support/knowledgecenter/SSEPGG_11.5.0/com.ibm.db2.luw.sql.ref.doc/doc/r0000929.html
https://www.ibm.com/support/knowledgecenter/SSEPGG_11.5.0/com.ibm.db2.luw.sql.ref.doc/doc/r0000929.html

with NUMSEGS number of directories as containers and with an extent size of DFT_EXTENTSIZE. For
example, the following containers would be created if NUMSEGS were specified to be 5:

/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTO002.0
/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTO00OL.1
/u/smith/smith/NODEOOOO/SQLOGOOL/SQLTOOOL. 2
/u/smith/smith/NODEGOOO/SQLOOGOL/SQLTOO0L. 3
/u/smith/smith/NODEGOOO/SQLOOOOL/SQLTOO0L. 4

If not specified and automatic storage is enabled for the database, TEMPSPACEL1 is created as an
automatic storage table space with its containers that are created on the defined storage paths. The
extent size of this table space is DFT_EXTENTSIZE.

For more information about the table space definition fields, see CREATE TABLESPACE statement.

thlspace-defn

Various table space definitions can be specified through the following command parameters. In a Db2
pureScale environment, only MANAGED BY AUTOMATIC STORAGE can be used.

MANAGED BY

SYSTEM USING container-string
Specifies that the table space is to be an SMS table space. When the type of table space is not
specified, the default behavior is to create a regular table space.

Important: For USER TABLESPACE specification, MANAGED BY SYSTEM is deprecated and
might be removed in a future release. Use MANAGED BY AUTOMATIC STORAGE instead.

For an SMS table space, identifies one or more containers that belong to the table space and in
which the table space data is stored. The container-string cannot exceed 240 bytes.

Each container-string can be an absolute or relative directory name.

The directory name, if not absolute, is relative to the database directory, and can be a path
name alias (a symbolic link on UNIX operating systems) to storage that is not physically
associated with the database directory. For example, dbdir/work/cl might be a symbolic
link to a separate file system.

If any component of the directory name does not exist, it is created by the database manager.
When a table space is dropped, all components that are created by the database manager are
deleted. If the directory identified by container-string exists, it must not contain any files or
subdirectories (SQLSTATE 428B2).

The format of container-string depends on the operating system. On Windows operating
systems, an absolute directory path name begins with a drive letter and a colon (:); on UNIX
operating systems, an absolute path name begins with a forward slash (/). A relative path
name on any platform does not begin with an operating system-dependent character.

Remote resources (such as LAN-redirected drives or NFS-mounted file systems) are currently
only supported when using Network Appliance Filers, IBM iSCSI, IBM Network-Attached
Storage, Network Appliance iSCSI, NEC iStorage S2100, S2200, or S4100, or NEC Storage

NS Series with a Windows Db2 server.

Note: NEC Storage NS Series is only supported by the use of an uninterrupted power supply
(UPS); continuous UPS (rather than standby) is recommended. An NFS-mounted file system on
AIX must be mounted in uninterruptible mode by using the =o nointr parameter.

DATABASE USING
Specifies that the table space is to be a DMS table space. When the type of table space is not
specified, the default behavior is to create a large table space.

Important: For USER TABLESPACE specification, MANAGED BY DATABASE is deprecated and
might be removed in a future release. Use MANAGED BY AUTOMATIC STORAGE instead.

For a DMS table space, identifies one or more containers that belong to the table space and in
which the table space data is stored. The type of the container (either FILE or DEVICE) and
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its size (in PAGESIZE pages) are specified. A mixture of FILE and DEVICE containers can be
specified. The container-string cannot exceed 254 bytes.

Remote resources (such as LAN-redirected drives or NFS-mounted file systems) are currently
only supported when using Network Appliance Filers, IBM iSCSI, IBM Network-Attached
Storage, Network Appliance iSCSI, NEC iStorage S2100, S2200, or S4100, or NEC Storage

NS Series with a Windows Db2 server.

Note: NEC Storage NS Series is only supported by the use of an uninterrupted power supply
(UPS); continuous UPS (rather than standby) is recommended.

All containers must be unique across all databases. A container can belong to only one table
space. The size of the containers can differ; however, optimal performance is achieved when
all containers are the same size. The exact format of container-string depends on the operating
system.

FILE container-string number-of-pages

For a FILE container, container-string must be an absolute or relative file name. The file
name, if not absolute, is relative to the database directory. If any component of the
directory name does not exist, it is created by the database manager. If the file does not
exist, it is created and initialized to the specified size by the database manager. When a
table space is dropped, all components that are created by the database manager are
deleted.

Note: If the file exists, it is overwritten, and if it is smaller than specified, it is extended.
The file is not truncated if it is larger than specified.

DEVICE container-string number-of-pages
For a DEVICE container, container-string must be a device name and it must exist.

AUTOMATIC STORAGE
Specifies that the table space is to be an automatic storage table space. If no storage groups
are defined, an error is returned (SQLSTATE 55060).

An automatic storage table space is created as a system-managed space (SMS) table space

if it is a temporary table space and as a database-managed space (DMS) table space if itis a
permanent table space. If the type of DMS table space is not specified, the default behavior

is to create a large table space. With an automatic storage table space, the database manager
determines which containers are to be assigned to the table space, based on the storage paths
that are associated with the database.

EXTENTSIZE number-of-pages
Specifies the number of PAGESIZE pages that will be written to a container before it skips to
the next container. The extent size value can also be specified as an integer value followed
by K (for kilobytes) or M (for megabytes). If specified in this way, the floor of the number of
bytes divided by the page size is used to determine the value for the extent size. The database
manager cycles repeatedly through the containers as data is stored.

The default value is provided by the dft_extent_sz database configuration parameter,
which has a valid range of 2-256 pages.

PREFETCHSIZE number-of-pages
Specifies the number of PAGESIZE pages that are read from the table space when data
prefetching is being performed. The prefetch size value can also be specified as an integer
value followed by K (for kilobytes), M (for megabytes), or G (for gigabytes). If specified in this
way, the floor of the number of bytes divided by the page size is used to determine the number
of pages value for prefetch size.

OVERHEAD number-of-milliseconds
Number that specifies the I/O controller usage, disk seek, and latency time in milliseconds.
This value is used to determine the cost of I/O during query optimization. The value of number-
of-milliseconds is any numeric literal (integer, decimal, or floating point). If this value is not the

124 1BM Db2 V11.5: Command Reference



same for all containers, the number is the average for all containers that belong to the table
space.

For a database that was created in Version 9 or later, the default I/O controller usage and disk
seek and latency time is 7.5 milliseconds. For a database that was upgraded from a previous
version of Db2 to Version 9 or later, the default is 12.67 milliseconds.

TRANSFERRATE number-of-milliseconds
Specifies the time to read one page into memory. This value is used to determine the cost
of I/O during query optimization. The value of number-of-milliseconds is any numeric literal
(integer, decimal, or floating point). If this value is not the same for all containers, the number
is the average for all containers that belong to the table space.

For a database that was created in Version 9 or later, the default time to read one page into
memory is 0.06 milliseconds. For a database that was upgraded from a previous version of
Db2 to Version 9 or later, the default is 0.18 milliseconds.

NO FILE SYSTEM CACHING
Specifies that all I/O operations are to bypass the file system-level cache. See Table
spaces without file system caching for more details. This parameter is the default on most
configurations. See File system caching configurations for details.

FILE SYSTEM CACHING
Specifies that all I/O operations in the target table space are to be cached at the file system
level. See Table spaces without file system caching for more details. This is the default
parameter on some configurations. See File system caching configurations for details.

AUTORESIZE
Specifies whether the auto-resize capability of a DMS table space or an automatic storage
table space is to be enabled. Auto-resizable table spaces automatically increase in size when
they become full. The default is NO for DMS table spaces and YES for automatic storage table
spaces.

NO
Specifies that the auto-resize capability of a DMS table space or an automatic storage
table space is to be turned off.

YES
Specifies that the auto-resize capability of a DMS table space or an automatic storage
table space is to be enabled.

INITIALSIZE integer
Specifies the initial size, per database partition, of an automatic storage table space. This
parameter is only valid for automatic storage table spaces. The integer value must be followed
by K (for kilobytes), M (for megabytes), or G (for gigabytes). If the actual value that is used
might be slightly smaller than what was specified, because the database manager strives to
maintain a consistent size across containers in the table space. Moreover, if the table space
is auto-resizable and the initial size is not large enough to contain metadata that must be
added to the new table space, the database manager will continue to extend the table space
by the value of INCREASESIZE until there is enough space. If the INITIALSIZE clause is not
specified, the database manager determines an appropriate value. The value for integer must
be at least 48 K.

K

K (for kilobytes).
M

M (for megabytes).
G

G (for gigabytes).
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INCREASESIZE integer
Specifies the amount, per database partition, by which a table space that is enabled for
auto-resize is automatically increased when the table space is full, and a request for space is
made. The integer value must be followed by either:

- PERCENT to specify the amount as a percentage of the table space size at the time that a
request for space is made. When PERCENT is specified, the integer value must be between 0
and 100 (SQLSTATE 42615).

K (for kilobytes), M (for megabytes), or G (for gigabytes) to specify the amount in bytes.

Note: The actual value used might be slightly smaller or larger than what was specified,
because the database manager strives to maintain consistent growth across containers in
the table space. If the table space is auto-resizable, but the INCREASESIZE clause is not
specified, the database manager determines an appropriate value.

PERCENT
Percent from 0 to 100.

K

K (for kilobytes).
M

M (for megabytes).
G

G (for gigabytes).

MAXSIZE
Specifies the maximum size to which a table space that is enabled for auto-resize can
automatically be increased. If the table space is auto-resizable, but the MAXSIZE clause is
not specified, the default is NONE.

NONE
Specifies that the table space is to be allowed to grow to file system capacity, or to the
maximum table space size.

integer
Specifies a hard limit on the size, per database partition, to which a DMS table space or an
automatic storage table space can automatically be increased. The integer value must be
followed by K (for kilobytes), M (for megabytes), or G (for gigabytes).

Note: The actual value that is used might be slightly smaller than what was specified,
because the database manager strives to maintain consistent growth across containers in
the table space.

K

K (for kilobytes).
M

M (for megabytes).
G

G (for gigabytes).

WITH comment-string
Describes the database entry in the database directory. Any comment that helps to describe the
database can be entered. Maximum length is 30 characters. A carriage return or a line feed character
is not permitted. The comment text must be enclosed by single or double quotation marks.

AUTOCONFIGURE
Based on user input, calculates the recommended settings for buffer pool size, database
configuration, and database manager configuration and optionally applies them. The Configuration
Advisor is run by default when the CREATE DATABASE command is issued. The AUTOCONFIGURE
parameter is needed only if you want to tweak the recommendations.
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USING input-keyword param-value

Table 9. Valid input keywords and parameter values

Keyword Valid values

Default value

Explanation

mem_pezrcent « When

analytics is
not enabled,
the default
value is 25

» When analytics
is enabled,
mem_pezxrcent
defaults to the
higher of the
following values:

25

Percentage of instance memory that
is assigned to the database. However,
if the CREATE DATABASE command
invokes the configuration advisor

and you do not specify a value

for mem_pexcent, the percentage is
calculated based on memory usage
in the instance and the system up to
a maximum of 25% of the instance
memory.

- 25
— 80% divided
by the
number of
database
instances
workload_type simple, mixed, mixed Simple workloads tend to be I/O
complex intensive and mostly transactions,
whereas complex workloads tend to be
CPU intensive and mostly queries.
num_stmts 1-1 000 000 25 Number of statements per unit of work
tpm 1-200 000 60 Transactions per minute
admin_priority performance, both Optimize for better performance (more
recovery, both transactions per minute) or better
recovery time
num_local_apps 0-5 000 0 Number of connected local
applications
num_remote_apps 0-5 000 100 Number of connected remote
applications
isolation RR, RS, CS, UR RR Isolation level of applications
connecting to this database
(Repeatable Read, Read Stability,
Cursor Stability, Uncommitted Read)
bp_resizeable yes, no yes Are buffer pools resizable?
APPLY
DB ONLY

Displays the recommended values for the database configuration and the buffer pool settings
based on the current database manager configuration. Applies the recommended changes to
the database configuration and the buffer pool settings.

DB AND DBM

Displays and applies the recommended changes to the database manager configuration, the

database configuration, and the buffer pool settings.
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NONE
Disables the Configuration Advisor (it is enabled by default).

« If the AUTOCONFIGURE keyword is specified with the CREATE DATABASE command, the
DB2_ENABLE_AUTOCONFIG_DEFAULT variable value is not considered. Adaptive Self-Tuning
Memory and Auto Runstats will be enabled and the Configuration Advisor tunes the database
configuration and database manager configuration parameters as indicated by the APPLY DB or
APPLY DBM parameters.

« Specifying the AUTOCONFIGURE parameter with the CREATE DATABASE command on a
database recommends enablement of the Self-Tuning Memory Manager. However, if you run the
AUTOCONFIGURE command on a database in an instance where sheapthzes is not zero, sort
memory tuning (soxrtheap) will not be enabled automatically. To enable sort memory tuning
(soxtheap), you must set sheapthres equal to zero by using the UPDATE DATABASE MANAGER
CONFIGURATION command.

Note: Changing the value of sheapthzxes can affect the sort memory usage in your previously
existing databases.

REPORT FOR
Specifies the members to include in the report when used in a partitioned database environment or
Db2 pureScale environment.

MEMBER -1

In a partitioned database environment or Db2 pureScale environment, the Configuration Advisor
reports the member level configuration parameters computed changes that are recommended,
or made on the current member that is determined by your connection. This is the default if the
REPORT FOR clause is not specified.

MEMBER -2

Indicates that the Configuration Advisor is to report the computed recommendations or changes
for all members.

FOR MEMBER membex-numberl

Specifies the number of the member the Configuration Advisor is to report the computed
recommendations or changes for.

FOR MEMBERS (member-number2..)

Specifies the numbers for each of the members the Configuration Advisor is to report the
computed recommendations or changes for.

INCLUDE SUMMARY

Indicates that the Configuration Advisor includes a summary of all the member groupings based
on the computed recommendations as part of the report. This option is the default.

EXCLUDE SUMMARY

Indicates that the Configuration Advisor does not include a summary as part of the report.

Examples

1. Create database TESTDB3 on the drive that is specified by the value of the dftdbpath database
manager configuration parameter. By default, the storage group IBMSTOGROUP is created with the
path dftdbpath.

CREATE DATABASE TESTDB3

2. Create database TESTDB7 on drive C: (the first drive in the storage path list). The storage group
IBMSTOGROUP has storage paths C: and D:.

CREATE DATABASE TESTDB7 ON C:,D:
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3. Create database TESTDB15 on drive E: (explicitly listed as DBPATH). The storage group
IBMSTOGROUP has storage paths C: and D:.

CREATE DATABASE TESTDB15
ON C:,D: DBPATH ON E:

4. Encrypt database MYDB by using the default encryption options.
CREATE DATABASE mydb ENCRYPT;

5. Encrypt database MYDB by using explicitly provided encryption options. The label
mylabel.mydb.myinstance.myserver exists in the keystore.

CREATE DATABASE mydb
ENCRYPT CIPHER AES KEY LENGTH 192
MASTER KEY LABEL mylabel.mydb.myinstance.myserver;

Usage notes
The CREATE DATABASE command:

« Creates a database in the specified subdirectory. In a partitioned database environment, creates the
database on all database partitions listed in db2nodes. cfg, and creates a $DB2INSTANCE /NODExxxx
directory under the specified subdirectory at each database partition. In a single partition database
environment, creates a $DB2INSTANCE /NODEOOOO directory under the specified subdirectory.

« Creates the system catalog tables and recovery log.
- Catalogs the database in the following database directories:

— Server's local database directory on the path indicated by path or, if the path is not specified, the
default database path defined in the database manager system configuration file by the dftdbpath
parameter. A local database directory resides on each file system that contains a database.

— Server's system database directory for the attached instance. The resulting directory entry contains
the database name and a database alias.

If the command was issued from a remote client, the client's system database directory is also
updated with the database name and an alias.

Creates a system or a local database directory if neither exists. If specified, the comment and code set
values are placed in both directories.

Note: If the database configuration parameter newlogpath is not set, then, the default for the location
of log files configuration parameter logpath is the path that is shown by the DBPATH ON parameter.
Itis suggested that the DBPATH ON parameter is used when automatic storage is enabled to keep the
database information separate from the database data.

« Stores the specified code set, territory, and collating sequence. A flag is set in the database
configuration file if the collating sequence consists of unique weights, or if it is the identity sequence.

« Creates the schemas called SYSCAT, SYSFUN, SYSIBM, and SYSSTAT with SYSIBM as the owner. The
database partition server on which this command is issued becomes the catalog database partition for
the new database. Two database partition groups are created automatically: IBMDEFAULTGROUP and
IBMCATGROUP.

« Binds the previously defined database manager bind files to the database (these are listed in the
utilities bind file list, db2ubind.1st). If one or more of these files do not bind successfully, CREATE
DATABASE returns a warning in the SQLCA, and provides information about the binds that failed. If a
bind fails, the user can take corrective action and manually bind the failing file. The database is created
in any case. A schema that is called NULLID is implicitly created when performing the binds with the
CREATEIN privilege granted to PUBLIC, if the RESTRICTIVE parameter is not selected.

The utilities bind file list contains two bind files that cannot be bound against previous version of the
server:

— db2ugtpi.bnd cannot be bound against Db2 Version 2 servers.
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— db2dropv.bnd cannot be bound against Db2 Parallel Edition Version 1 servers.
If db2ubind. 1st is bound against a server that is not at the latest level, warnings about these two files
are returned, and can be disregarded.

 Creates SYSCATSPACE, TEMPSPACEZ, and USERSPACEL1 table spaces. The SYSCATSPACE table space is
only created on the catalog database partition.

 Forinformation about the privileges granted when creating a database, see: Default privileges granted
on creating a database.

- The size of the partitioning map is selected by the database manager. The size cannot change once
selected. By default, the partitioning map has 32, 768 entries. This size can reduce data skew for
clusters with many database partitions. However, the following deprecated APIs do not work and return
aSQL2768N error: sqlugtpi() and sqlugrpn(). Inits place, you can use db2GetDistMap () and
getRowPartNum(). If the deprecated APIs are required set the DB2_PMAP_COMPATIBILITY registry
variable before database creation. This registry variable picks a partitioning map size of 4,096, which
allows the deprecated APIs to work.

Automatic storage is a collection of storage paths that are associated with a storage group on which table
spaces can be created without having to explicitly specify container definitions (see CREATE TABLESPACE
statement for more information). Automatic storage is enabled by default, but can be explicitly run for a
database when it is created. Automatic storage can be turned off at database creation time by specifying
the AUTOMATIC STORAGE NO parameter.

When free space is calculated for an automatic storage path for a specific database partition, the
database manager checks for the existence of the following directories or mount points within the storage
path and uses the first one that is found. In doing so, file systems can be mounted at a point beneath

the storage path and the database manager will recognize that the actual amount of free space available
for table space containers cannot be the same amount that is associated with the storage path directory
itself.

1. storage_path/instance_name/NODE#i#i##/database_name
2. storage_path/instance_name /NODE##i#
3.storage_path/instance_name

4. storage_path/

Where

- storage_path is a storage path associated with the database.

« instance_name is the instance under which the database resides.

« NODE#### corresponds to the database partition number (for example NODEQOOO or NODEQOO1).
« database_name is the name of the database.

Consider the example where two logical database partitions exist on one physical machine and the
database is being created with a single storage path: /db2data. Each database partition will use this
storage path but the user might want to isolate the data from each partition within its own file system.

In this case, a separate file system can be created for each partition and be mounted at /db2data/
instance/NODE##i##. When containers are created on the storage path and determining free space, the
database manager knows not to retrieve free space information for /db2data, but instead retrieve it for
the corresponding /db2data/instance/NODE##i## directory.

In general, the same storage paths must be used for each partition in a multi-partition database and
they must all exist before running the CREATE DATABASE command. One exception is where database
partition expressions are used within the storage path. Doing so allows the database partition number to
be reflected in the storage path such that the resulting path name is different on each partition.

In a partitioned database environment, the database manager creates a subdirectory, $DB2INSTANCE/
NODExxxx, under the specified or default path on all database partitions. The xxxx is the database
partition number as defined in the db2nodes. cfg file (that is, database partition 0 becomes NODEOOOO).
Sub-directories SQLOOOOL through SQLnnnnn resides on the path. The different sub-directory paths
ensures that the database objects that are associated with different database partitions are stored in
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different directories (even if the subdirectory $DB2INSTANCE under the specified or default path is
shared by all database partitions).

If LDAP (Lightweight Directory Access Protocol) support is enabled on the current machine, the database
is automatically registered in the LDAP directory. If a database object of the same name exists in the LDAP
directory, the database is still created on the local machine, but a warning message is returned, indicating
that a naming conflict exists. In this case, the user can manually catalog an LDAP database entry by using
the CATALOG LDAP DATABASE command.

CREATE DATABASE fails if the application is already connected to a database.

When a database is created, a detailed deadlocks event monitor is created. As with any monitor, there
is more processing usage that is associated with this event monitor. You can drop the deadlocks event
monitor by issuing the DROP EVENT MONITOR command.

Use CATALOG DATABASE to define different alias names for the new database.

The combination of the code set and territory values must be valid. For a list of the supported
combinations, see Supported territory codes and code pages.

To specify a database path (instead of a drive) on a Windows operating system, you need to set the Db2
registry variable: DB2_CREATE_DB_ON_PATH=YES.

Use the COLLATE USING clause with a language-aware-collation or locale-sensitive-collation instead of
UCA400_NO, UCA400_LSK, or UCA400_LTH.

Important: Collations based on the Unicode Collation Algorithm of the Unicode Standard

version 4.0.0 have been deprecated and might be removed in a future release. For more

information, see "Collations based on the Unicode Collation Algorithm of the Unicode Standard

version 4.0.0 have been deprecated" at http://www.ibm.com/support/knowledgecenter/SSEPGG_10.1.0/
com.ibm.db2.luw.wn.doc/doc/i0058749.html.

CREATE TOOLS CATALOG

The CREATE TOOLS CATALOG command creates the Db2 tools catalog tables in a new or existing
database. The tools catalog contains information about the administrative tasks that are available to you.

Important: The CREATE TOOLS CATALOG command has been deprecated for Db2 version 11.5.5, and
will be discontinued in a future release or modification pack. The tools catalog is used to manage tasks
within the Database Administration Server (DAS) which was deprecated in version 9.7.

The database must be local.

This command will optionally force all applications and stop and restart the database manager if new
table spaces are created for the tools catalog. It will also update the Db2 Administration Server (DAS)
configuration and activate the scheduler.

This command is not valid on a IBM Data Server Client.

Scope

The node from which this command is issued becomes the catalog node for the new database.

Authorization
One of the following authorities:

+ SYSADM
» SYSCTRL

The user must also have DASADM authority to update the Db2 administration server configuration
parameters.
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Required connection

A database connection is temporarily established by this command during processing. This command will
optionally stop and restart the database manager if new table spaces are created.

Command syntax

»»— CREATE TOOLS CATALOG — catalog-name —»

CREATE NEW DATABASE — database-name

»
»

A 4

L USE EXISTING DATABASE — database-name —j

L TABLESPACE — tablespace-name — IN J

L FORCE J L KEEP INACTIVE —J )

A 4

Command parameters

CATALOG catalog-name
A name to be used to uniquely identify the Db2 tools catalog. The catalog tables are created under
this schema name.

NEW DATABASE database-name
A name to be assigned to the new database. This must be a unique name that differentiates the
database from any other database in either the local database directory or the system database
directory. The name must conform to naming conventions for databases.

EXISTING DATABASE database-name
The name of an existing database to host the tools catalog. It must be a local database.

EXISTING TABLESPACE tablespace-name
A name to be used to specify the existing 32K page table space used to create the Db2 tools
catalog tables. A 32K page size temporary table space must also exist for the tables to be created
successfully.

FORCE
When you create a tools catalog in a new table space, the database manager must be restarted, which
requires that no applications be connected. Use the FORCE option to ensure that no applications are
connected to the database. If applications are connected, the tools catalog creation will fail unless
you specify an existing table space.

KEEP INACTIVE
This option will not update the Db2 administration server configuration parameters or enable the
scheduler.

Examples

db2 create tools catalog cc create new database toolsdb
db2 create tools catalog catalogl use existing database toolsdb force

db2 create tools catalog catalogl use existing tablespace user32Ksp
in database toolsdb

db2 create tools catalog toolscat use existing database toolsdb keep inactive

Usage notes

« The tools catalog tables require two 32K page table spaces (regular and temporary). In addition, unless
you specify existing table spaces, a new 32K buffer pool is created for the table spaces. This requires
arestart of the database manager. If the database manager must be restarted, all existing applications
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must be forced off. The new table spaces are created with a single container each in the default
database directory path.

- If an active catalog with this name exists before you execute this command, it is deactivated and the
new catalog becomes the active catalog.

« Multiple Db2 tools catalogs can be created in the same database and are uniquely identified by the
catalog name.

« The jdk_path configuration parameter must be set in the Db2 administration server (DAS)
configuration to the minimum supported level of the SDK for Java.

« Updating the DAS configuration parameters requires DASADM authority on the Db2 administration
server.

« Unless you specify the KEEP INACTIVE option, this command updates the local DAS configuration
parameters related to the Db2 tools catalog database configuration and enables the scheduler at the
local DAS server.

« The jdk_64_path configuration parameter must be set if you are creating a tools catalog against a
64-bit instance on one of the platforms that supports both 32- and 64-bit instances (AIX).

« In partitioned database environments, the 32 KB REGULAR table space must exist on the catalog
partition, otherwise the command (such as the following one) will fail when a table space is specified:

db2 create tools catalog catalogl use existing tablespace user32Ksp
in database toolsdb

DEACTIVATE DATABASE

The DEACTIVATE DATABASE command deactivates the specified database and stops all necessary
database services.

Scope

This command deactivates the target database on all members in the instance or, a specified member.
If one or more of these members encounters an error during deactivation, a warning is returned. The
database remains activated on those members.

Authorization

One of the following authorities:

- SYSADM
« SYSCTRL
» SYSMAINT

Required connection

None
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Command syntax

»w— DEACTIVATE 1DATABASEj— database-alias —»
DB

A 4

»
»

1 ? identifiers — FORCE J

L MEMBER —J

L USER — username J -
L USING — password J

A 4

Command parameters
DATABASE | DB database-alias
Specifies the alias of the database to be stopped.
MEMBER
Specifies one or more members on which to deactivate the database.
identifiers
Specifies the numeric identifier of one or more members on which to deactivate the database. You
can use the numeric identifier without specifying the MEMBER parameter keyword.

FORCE
Forces a database to deactivate even if indoubt transactions exist.

Note: An error is returned if you try to deactivate a database without using the FORCE option with
existing indoubt transactions.

USER username
Specifies the user stopping the database.

USING password
Specifies the password for the user name.

Usage notes

« An application issuing the DEACTIVATE DATABASE command cannot have an active database
connection to any database.

« Databases initialized by the ACTIVATE DATABASE command can be shut down by issuing the
DEACTIVATE DATABASE or db2stop command. If a database is initialized by the ACTIVATE
DATABASE command, the last application disconnecting from the database does not shut down the
database, and the DEACTIVATE DATABASE command must be used.

- In a Db2 pureScale environment, an active database on a member can only be deactivated on that
member by issuing the DEACTIVATE DATABASE or db2stop command.

Compatibilities
For compatibility with previous versions:

« DBPARTITIONNUM can be substituted for MEMBER, except when the DB2_ENFORCE_MEMBER_SYNTAX
registry variable is set to ON.
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DECOMPOSE XML DOCUMENT

The DECOMPOSE XML DOCUMENT command invokes a stored procedure to decompose a single XML
document using a registered and decomposition-enabled XML schema.

Authorization
One of the following groups of privileges or authorities is required:
« One of the following authorizations:

— CONTROL privilege on all target tables referenced in the set of annotated schema documents.

— DATAACCESS authority on the schema of all target tables referenced in the set of annotated schema
documents.

— DATAACCESS authority.
« All of the following privileges:
— One of the following privileges:

- DATAACESS authority on the schema or INSERTIN privilege on the schema of the target table, as
required for the operation specified in the action file.

- INSERT privilege on the target table, as required for the operation specified in the action file.
— and one of the following privileges:

- SELECTIN, INSERTIN, UPDATEIN, or DELETEIN privilege, or DATAACESS authority, as applicable, on
the schema of any table referenced by the db2-xdb:expression or db2-xdb:condition annotation

- SELECT, INSERT, UPDATE, or DELETE privilege, as applicable, on any table referenced by the
db2-xdb:expression or db2-xdb:condition annotation

Note: If the VALIDATE option is specified, one of the following privileges is required:

- USAGE on the XML schema
- DATAACCESS on the database
- DATAACCESS on the schema

Required connection

Database

Command syntax
»— DECOMPOSE XML DOCUMENT — xml-document-name — XMLSCHEMA — xml-schema-name —»

E VALIDATE j

Command parameters

DECOMPOSE XML DOCUMENT xml-document-name
xml-document-name is the file path and file name of the input XML document to be decomposed.

XMLSCHEMA xml-schema-name
xml-schema-name is the name of an existing XML schema registered with the XML schema repository
to be used for document decomposition. xml-schema-name is a qualified SQL identifier consisting of
an optional SQL schema name followed by a period and the XML schema name. If the SQL schema
name is not specified, it is assumed to be the value of the Db2 special register CURRENT SCHEMA.
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VALIDATE

This parameter indicates that the input XML document is to be validated first, then decomposed only
if the document is valid. If VALIDATE is not specified, the input XML document will not be validated
before decomposition.

Examples

The following example specifies that the XML document . /gh/documentl.xml is to be validated and
decomposed with the registered XML schema DB2INST1.GENBANKSCHEMA.

DECOMPOSE XML DOCUMENT ./gb/documentl.xml
XMLSCHEMA DB2INST1.GENBANKSCHEMA
VALIDATE

The following example specifies that the XML document . /gb/document2.xml is to be decomposed
without validation with the registered XML schema DB2INST2."GENBANK SCHEMA1", on the assumption
that the value of the Db2 special register CURRENT SCHEMA is set to DB2INST2.

DECOMPOSE XML DOCUMENT ./gb/document2.xml
XMLSCHEMA "GENBANK SCHEMA1"

DECOMPOSE XML DOCUMENTS

The DECOMPOSE XML DOCUMENTS command decomposes XML documents stored in a database column.
The data from the XML documents is stored in columns of relational tables based on annotations
specified in an XML schema.

The DECOMPOSE XML DOCUMENTS command invokes the XDB_DECOMP_XML_FROM_QUERY stored
procedure to decompose one or more XML documents from a binary or XML column using a registered
and decomposition-enabled XML schema.

Authorization
One of the following groups of privileges is required:
« All of the following privileges:

— INSERT or INSERTIN privilege on all target tables referenced in the annotated schema

— SELECT or SELECTIN privilege on the table, alias, or view containing the column holding the input
documents

— One of the following privileges:

- SELECTIN, INSERTIN, UPDATEIN, or DELETEIN privilege or DATAACESS authority, as applicable, on
the schema of any table referenced by the db2-xdb:expression or db2-xdb:condition annotation

- SELECT, INSERT, UPDATE, or DELETE privilege, as applicable, on any table referenced by the
db2-xdb:expression or db2-xdb:condition annotation

« One of the following authorizations:

— CONTROL privilege on all tables referenced in the set of annotated schema documents and on the
table, alias, or view containing the column holding the input documents

— DATAACCESS authority on the schemas of all tables referenced in the set of annotated schema
documents and on the table, alias, or view containing the column holding the input documents

— DATAACCESS authority on the database
If the VALIDATE option is specified, one of the following privileges is required:
« USAGE on the XML schema
- DATAACCESS on the database
- DATAACCESS on the schema
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Required connection

Database

Command syntax

»— DECOMPOSE XML DOCUMENTS IN — select-statement — XMLSCHEMA — xml-schema-name —»

ALLOW NO ACCESS

1
L VALIDATE J L ALLOW ACCESS J L COMMITCOUNT — integer J
L CONTINUE_ON_ERROR J L MESSAGES — message-file J -

»
»

A 4

A 4

Command parameters

DECOMPOSE XML DOCUMENTS IN select-statement
The select-statement conforms to the rules of an SQL SELECT statement, and must return a result set
containing 2 columns. The first column is the document identifier. Each document identifier uniquely
identifies an XML document to be decomposed. The column must be of character type or be castable
to character type. The second column contains the XML documents to be decomposed. The supported
types for the document column are XML, BLOB, VARCHAR FOR BIT DATA, and LONG VARCHAR FOR
BIT DATA. The column containing the XML documents must resolve to a column of an underlying base
table, the column cannot be a generated column.

For example, the DOCID column in the following SELECT statement contains the unique identifiers for
the XML documents stored in SALESDOC column.

SELECT DOCID, SALESDOC FROM SALESTAB

XMLSCHEMA xml-schema-name
xml-schema-name is the name of an existing XML schema registered with the XML schema repository
to be used for document decomposition. xml-schema-name is a qualified SQL identifier consisting of
an optional SQL schema name followed by a period and the XML schema name. If the SQL schema
name is not specified, it is assumed to be the value of the Db2 special register CURRENT SCHEMA.

VALIDATE
Specifies that each input XML document is to be validated against xml-schema-name, then
decomposed if the document is valid. If VALIDATE is not specified, input XML documents are not
validated before decomposition.

If VALIDATE is not specified, it is the user's responsibility to validate the documents before calling
the command. For example, the user can use XMLVALIDATE when inserting the XML documents into
the column, or use an XML processor before inserting the documents. If an input XML document is
not valid and VALIDATE is not specified, the decomposition results are undefined. See the related
reference at the end of this topic for information about XML validation.

ALLOW
Specifies whether access to the target tables specified in the XML Schema xml-schema-name are
allowed during decomposition. ALLOW NO ACCESS is the default value.

ALLOW ACCESS
If ALLOW ACCESS is specified, when acquiring locks on the target table, the DECOMPOSE
operation will wait and possibly timeout.

ALLOW NO ACCESS
If ALLOW NO ACCESS specified or used as the default value, the DECOMPOSE operation will
acquire an exclusive lock (X) on all tables which have mappings specified in the XML schema. Not
all target tables will necessarily participate during the decomposition of each document, but all
target tables will be locked to lower the possibility of deadlock during a long unit of work.
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COMMITCOUNT integer
Specifies that after every integer successful document decompositions, a COMMIT is performed. A
value of O, or if the option is not specified, means that no COMMIT will ever be performed by the
DECOMPOQOSE operation.

CONTINUE_ON_ERROR
Specifies that the DECOMPOSE operation continues to the next document if a document-specific error
occurs. Any changes to the database caused by an unsuccessfully decomposed document is undone
before proceeding to the next document. If CONTINUE_ON_ERROR is not specified, the DECOMPOSE
operation stops on the first document that cannot be successfully decomposed.

The DECOMPOSE operation does not continue on fatal errors and non-document specific errors even
if the CONTINUE_ON_ERROR option is specified.

MESSAGES message-file
The DECOMPOSE operation generates a UTF-8 encoded XML document that lists the input XML
documents that were not successfully decomposed, along with the reason for their failure. The
document containing the decomposition errors is generated only if there is at least one XML document
that could not be successfully decomposed. Messages are translated according to server locale.
message-file is the file that contains the XML document containing the decomposition information.
If message-file is specified the file will be created on the system from where the CLP command is
invoked. If the complete path of the file is not specified, it will be created in the current directory.

If this option is not specified, the decomposition information will be written to standard output.

Information about the decomposition of XML documents is displayed as an XML document that can
optionally be sent to message-file specified by the parameter MESSAGES. The format of the XML
document in message-file is as follows:

<?xml version='1.0"' xmlns:xdb="http://www.ibm.com/xmlns/prod/db2/xdb1"?>
<xdb:errorReport>
<xdb:document>
<xdb:documentId>sssss</xdb:documentId>
<xdb:errorMsg>qgqqqqg</xdb:errorMsg>
</xdb:document>
<xdb:document>

</xdb;décument>
</xdb;e£rorReport>
The documentld value sssss is the value from the first column specified by select-statement. The value

identifies the XML document that was not successfully decomposed. The errorMsg value gqqqq is the
error encountered during the attempt to decompose the document.

Example

You could insert XML documents to be decomposed into a relational table, for example: ABC.SALESTAB.
All the documents correspond to an XML schema registered as ABC.SALES, and the schema has been
annotated with decomposition information and enabled for decomposition. Assuming the column name
into which the documents are inserted is SALESDOC, and the corresponding ID is inserted into DOCID,
invoke the DECOMPOSE XML DOCUMENTS command as follows:

DECOMPOSE XML DOCUMENTS IN 'SELECT DOCID, SALESDOC FROM SALESTAB'
XMLSCHEMA ABC.SALES
MESSAGES /home/myid/errors/errorreport.xml

DEREGISTER

The DEREGISTER command deregisters the Db2 server from the network directory server.

Authorization

None
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Required connection

None

Command syntax

»— DEREGISTER
L DB2 SERVER J L IN J

[ »d
>

L USER — username J
L PASSWORD — password J

— LDAP — NODE — nodename —»

Command parameters

IN
Specifies the network directory server from which to deregister the Db2 server. The valid value is
LDAP for an LDAP (Lightweight Directory Access Protocol) directory server.

USER username
This is the user's LDAP distinguished name (DN). The LDAP user DN must have sufficient authority to
delete the object from the LDAP directory. The user name is optional when deregistering in LDAP. If
the user's LDAP DN is not specified, the credentials of the current logon user will be used.

PASSWORD password
Account password.

NODE nodename
The node name is the value that was specified when the Db2 server was registered in LDAP.

Usage notes

This command can only be issued for a remote machine when in the LDAP environment. When issued for a
remote machine, the node name of the remote server must be specified.

The Db2 server is automatically deregistered when the instance is dropped.

DESCRIBE

The DESCRIBE command displays metadata about the columns, indexes, and data partitions of tables or
views. This command can also display metadata about the output of SELECT, CALL, or XQuery statements.

Use the DESCRIBE command to display information about any of the following items:

« Output of a SELECT or XQuery statement
OUT and INOUT parameters of a CALL statement
Columns of a table or a view

Indexes of a table or a view

Data partitions of a table or view

Authorization

The authorization required depends on the type of information you want to display using the DESCRIBE
command.

« If the SYSTOOLSTMPSPACE table space exists, one of the authorities shown in the following table is
required.
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Object to display information about

Privileges or authorities required

Output of a SELECT statement or XQuery
statement

At least one of the following authorizations:

— DATAACCESS authority

— DBADM authority

— SQLADM authority

— EXPLAIN authority

— For each object referenced in the statement:

- SELECT privilege on each table, view or
nickname

- SELECTIN privilege on the schema containing
the table, view, or nickname

- EXECUTE privilege on each routine
- READ privilege on each global variable
- USAGE privilege on each sequence
- EXECUTE privilege on each module

- DATAACCESS on the schema containing the
object

OUT and INOUT parameters of a CALL statement

Any of the following privileges or authorities:

DATAACCESS authority
EXECUTE privilege on the stored procedure

EXECUTEIN privilege on the schema containing
the stored procedure

DATAACCESS authority on the schema
containing the stored procedure

Columns of a table or a view

Any of the following privileges or authorities for
the SYSCAT.COLUMNS system catalog table:

— SELECT privilege

— SELECTIN privilege on SYSCAT
— ACCESSCTRL authority

— DATAACCESS authority

— DBADM authority

— SECADM authority

— SQLADM authority

If you want to use the SHOW DETAIL
parameter, you also require any of

these privileges or authorities on the
SYSCAT.DATAPARTITIONEXPRESSION system
catalog table.

Because PUBLIC has all the privileges over
declared temporary tables, you can use the
command to display information about any
declared temporary table that exists within your
connection.
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Object to display information about

Privileges or authorities required

Indexes of a table or a view

Any of the following privileges or authorities on
the SYSCAT.INDEXES system catalog table:

— SELECT privilege
SELECTIN privilege
ACCESSCTRL authority
DATAACCESS authority
DBADM authority
SECADM authority
SQLADM authority

If you want to use the SHOW DETAIL parameter,
you also require EXECUTE privilege on the
GET_INDEX_COLNAMES() UDF.

Because PUBLIC has all the privileges over
declared temporary tables, you can use the
command to display information about any
declared temporary table that exists within your
connection.

Data partitions of a table or view

Any of the following privileges or authorities
on the SYSCAT.DATAPARTITIONS system catalog
table:

— SELECT privilege
SELECTIN privilege
ACCESSCTRL authority
DATAACCESS authority
DBADM authority
SECADM authority
SQLADM authority

Because PUBLIC has all the privileges over
declared temporary tables, you can use the
command to display information about any
declared temporary table that exists within your
connection.

« If the SYSTOOLSTMPSPACE table space does not exist, SYSADM or SYSCTRL authority is also required in
addition to the one of the previously listed authorities.

Required connection
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Command syntax

»— DESCRIBE —»

OUTPUT
[ i

select-statement »<

A 4

M call-statement ———

“— XQUERY — XQuery-statement —/

TABLE

L RELATIONAL DATA —J
L XML DATA J
L TEXT SEARCH —J

DATA PARTITIONS FOR TABLE ——M————~

table-name L _J
INDEXES FOR TABLE — SHOW DETAIL

Command parameters

OUTPUT
Indicates that the output of the statement should be described. This keyword is optional.

select-statement | call-statement | XQUERY XQuery-statement
Identifies the statement about which information is wanted. The statement is automatically
prepared by CLP. To identify an XQuery statement, precede the statement with the keyword
XQUERY. A DESCRIBE OUTPUT statement only returns information about an implicitly hidden
column if the column is explicitly specified as part of the SELECT list of the final result table of the
query described.

TABLE table-name
Specifies the table or view to be described. The fully qualified name in the form schema.table-name
must be used. An alias for the table cannot be used in place of the actual table. Information about
implicitly hidden columns is returned, but SHOW DETAIL must be used to indicate which columns are
implicitly hidden.

The DESCRIBE TABLE command lists the following information about each column:
« Column name

« Type schema

« Type name

« Length

« Scale

« Nulls (yes/no)

INDEXES FOR TABLE table-name
Specifies the table or view for which indexes need to be described. You can use the fully qualified
name in the form schema.table-name or you can just specify the table-name and default schema will
be used automatically. An alias for the table cannot be used in place of the actual table.

The DESCRIBE INDEXES FOR TABLE command lists the following information about each index of
the table or view:

« Index schema

- Index name

« Unique rule

e Number of columns
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« Index type

If the DESCRIBE INDEXES FOR TABLE command is specified with the SHOW DETAIL option, the
index name is truncated when the index name is greater than 18 bytes. If no index type option is
specified, information for all index types is listed: relational data index, index over XML data, and Text
Search index. The output includes the following additional information:

 Index ID for a relational data index, an XML path index, an XML regions index, or an index over XML
data

« Data Type for an index over XML data

 Hashed for an index over XML data

« Max VARCHAR Length for an index over XML data
« XML Pattern specified for an index over XML data
« Codepage for a text search index

 Language for a text search index

« Format specified for a text search index

« Update minimum for a text search index

« Update frequency for a text search index

« Collection directory for a text search index

« Column names of the indexes that are preceded by + for an ascending order, - for a descending
order, and * for a random order.

- Expressions in square brackets following the generated column name for any part of an index key
that is based on an expression.

« Whether the BUSINESS_TIME WITHOUT OVERLAPS clause is specified

Specify an index type to list information for only a specific index type. Specifying multiple index types
is not supported.

Column name is truncated when it is greater than 8256 bytes.

RELATIONAL DATA
If the RELATIONAL DATA index type option is specified without the SHOW DETAIL option, only
the following information is listed:

» Index schema

e Index name

« Unique rule

« Number of columns

« Null keys

If SHOW DETAIL is specified, the column names information is also listed.

XML DATA
If the XML DATA index type option is specified without the SHOW DETAIL option, only the
following information is listed:

« Index schema

e Index name

« Unique rule

« Number of columns

« Index type

If SHOW DETALIL is specified, the following information for an index over XML data is also listed:
« Index ID

- Data type
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- Hashed

« Max Varchar length
« XML Pattern

e Column names

TEXT SEARCH

If the TEXT SEARCH index type option is specified without the SHOW DETAIL option, only the
following information is listed:

« Index schema
« Index name

If SHOW DETAIL is specified, the following text search index information is also listed:

« Column name

« Codepage

» Language

e Format

« Update minimum

« Update frequency
« Collection directory

If the TEXT SEARCH option is specified and a text search option is not installed or not properly
configured, an error (SQLSTATE 42724) is returned.

See Db2 Text Search for information listed in the columns.

DATA PARTITIONS FOR TABLE table-name
Specifies the table or view for which data partitions need to be described. The information displayed
for each data partition in the table includes; the partition identifier and the partitioning intervals.
Results are ordered according to the partition identifier sequence. The fully qualified name in the form
schema.table-name must be used. An alias for the table cannot be used in place of the actual table.
The schema is the user name under which the table or view was created.

For the DESCRIBE DATA PARTITIONS FOR TABLE command, specifies that output include a
second table with the following additional information:

Data partition sequence identifier
Data partition expression in SQL

SHOW DETAIL

For the DESCRIBE TABLE command, specifies that output include the following additional
information:

Whether a CHARACTER, VARCHAR or LONG VARCHAR column was defined as FOR BIT DATA
Column number

Distribution key sequence

Code page

Hidden attribute

Default

Table partitioning type (for tables partitioned by range this output appears after the original output)

Partitioning key columns (for tables partitioned by range this output appears after the original
output)

Identifier of table space used for the index

Periods that are defined on the table (for temporal tables this output appears after the original
output)
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« Whether versioning is enabled on the table (for temporal tables this output appears after the
original output)

DETACH

The DETACH command removes the logical DBMS instance attachment, and terminates the physical
communication connection if there are no other logical connections using this layer.

Authorization

None

Required connection

None. Removes an existing instance attachment.

Command syntax
»— DETACH -»«

Command parameters

None

DROP CONTACT

The DROP CONTACT command removes a contact from the list of contacts defined on the local system. A
contact is a user to whom the Scheduler and Health Monitor send messages. The setting of the Database
Administration Server (DAS) contact_host configuration parameter determines whether the list is local
or global.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

Authorization

None
Required connection

Command syntax

»— DROP CONTACT — name »«

Command parameters

CONTACT name
The name of the contact that will be dropped from the local system.

DROP CONTACTGROUP

The DROP CONTACTGROUP command removes a contact group from the list of contacts defined on
the local system. A contact group contains a list of users to whom the Scheduler and Health Monitor
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send messages. The setting of the Database Administration Server (DAS) contact_host configuration
parameter determines whether the list is local or global.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

Authorization

None
Required Connection

Command Syntax

»— DROP CONTACTGROUP — name »«

Command Parameters

CONTACTGROUP name
The name of the contact group that will be dropped from the local system.

DROP DATABASE

The DROP DATABASE command deletes the database contents and log files for the database, uncatalogs
the database, and deletes the database subdirectory.

Scope

By default, this command affects all database partitions that are listed in the db2nodes.cfg file.

Authorization
One of the following authorities:

+ SYSADM
« SYSCTRL

Required connection

Instance. An explicit attachment is not required. If the database is listed as remote, an instance
attachment to the remote database partition server is established for the duration of the command.

Command syntax

»— DROP DATABASE database-alias L J »><
1 DB j_ AT DBPARTITIONNUM

Command parameters

DATABASE database-alias
Specifies the alias of the database to be dropped. The database must be cataloged in the system
database directory.

AT DBPARTITIONNUM
Specifies that the database is to be deleted only on the database partition that issued the DROP
DATABASE command. This parameter is used by utilities supplied with IBM Db2 Warehouse, can be
used in partitioned database environments, and is not intended for general use. Improper use of this
parameter can cause inconsistencies in the system, so it should only be used with caution.
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Examples

The following example deletes the database referenced by the database alias SAMPLE:

db2 drop database sample

Usage notes

DROP DATABASE deletes all user data and log files, as well as any backup and restore history for the
database. If the log files are needed for a rollforward recovery after a restore operation, or the backup
history required to restore the database, these files should be saved before issuing this command.

When you use the DROP DATABASE command, archived log files for the dropped database are not
affected. You must manually move archived log files from the log archive path. If you do not move these
log files, future database recovery operations that use the same archive log path might fail.

The database must not be in use; all users must be disconnected database before the database can be
dropped.

To be dropped, a database must be cataloged in the system database directory. Only the specified
database alias is removed from the system database directory. If other aliases with the same database
name exist, their entries remain. If the database being dropped is the last entry in the local database
directory, the local database directory is deleted automatically.

If DROP DATABASE is issued from a remote client (or from a different instance on the same machine), the
specified alias is removed from the client's system database directory. The corresponding database name
is removed from the server's system database directory.

You must migrate databases to Db2 version 10.5 before dropping a database. If you drop a database
before migrating it, the operation fails (SQL5035N).

DROP DBPARTITIONNUM VERIFY

The DROP DBPARTITIONNUM VERIFY command verifies if a database partition exists in the database
partition groups of any databases, and if an event monitor is defined on the database partition. This
command should be used before dropping a database partition from a partitioned database environment.

Scope

This command only affects the database partition on which it is issued.

Authorization
SYSADM

Command syntax

»— DROP DBPARTITIONNUM VERIFY >«

Command parameters

None

Usage notes

If a message is returned, indicating that the database partition is not in use, use the STOP DATABASE
MANAGER command with DROP DBPARTITIONNUM to remove the entry for the database partition from
the db2nodes. cfg file, which removes the database partition from the database system.

If a message is returned, indicating that the database partition is in use, the following actions should be
taken:
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1. If the database partition contains data, redistribute the data to remove it from the database partition
using REDISTRIBUTE DATABASE PARTITION GROUP. Use either the DROP DBPARTITIONNUM
option on the REDISTRIBUTE DATABASE PARTITION GROUP command or onthe ALTER DATABASE
PARTITION GROUP statement to remove the database partition from any database partition groups for
the database. This must be done for each database that contains the database partition in a database
partition group.

2. Drop any event monitors that are defined on the database partition.

3. Rerun DROP DBPARTITIONNUM VERIFY to ensure that the database is no longer in use.

DROP TOOLS CATALOG

The DROP TOOLS CATALOG command drops the Db2 tools catalog tables for the specified catalog in the
given database.

Important: The DROP TOOLS CATALOG command has been deprecated for Db2 version 11.5.5, and will
be discontinued in a future release or modification pack. The tools catalog is used to manage tasks within
the Database Administration Server (DAS) which was deprecated in version 9.7.

This command is not valid on a IBM Data Server Client.

Warning: If you drop the active tools catalog, you can no longer schedule tasks and scheduled tasks are
not executed. To activate the scheduler, you must activate a previous tools catalog or create a new one.

Scope

This command affects the database.

Authorization
One of the following authorities:

« SYSADM
« SYSCTRL

The user must also have DASADM authority to update the Db2 administration server (DAS) configuration
parameters.

Required connection

A database connection is temporarily established by this command during processing.

Command syntax

»— DROP TOOLS CATALOG — catalog-name — IN DATABASE — database-name

L FORCE J h

Command parameters

CATALOG catalog-name
A name to be used to uniquely identify the Db2 tools catalog. The catalog tables are dropped from this
schema.

DATABASE database-name
A name to be used to connect to the local database containing the catalog tables.

FORCE
The force option is used to force the Db2 administration server's scheduler to stop. If this is not
specified, the tools catalog will not be dropped if the scheduler cannot be stopped.
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Examples

db2 drop tools catalog cc in database toolsdb

db2 drop tools catalog in database toolsdb force

Usage notes

« The jdk_path configuration parameter must be set in the Db2 administration server (DAS)
configuration to the minimum supported level of the SDK for Java.

« This command will disable the scheduler at the local DAS and reset the DAS configuration parameters
related to the Db2 tools catalog database configuration.

ECHO

The ECHO command permits the user to write character strings to standard output.

Authorization

None

Required connection

None

Command syntax

»— ECHO L J ><
character-string

Command parameters

character-string
Any character string.

Usage notes

If an input file is used as standard input, or comments are to be printed without being interpreted by the
command shell, the ECHO command will print character strings directly to standard output.

One line is printed each time that ECHO is issued.

The ECHO command is not affected by the verbose (-v) option.

EDIT

The EDIT command launches an editing tool that you specify and runs commands created in the editing
tool in CLP interactive mode. Once you create a command, save it, and close the specified editor, the EDIT
command then runs the command.

Scope

This command can only be run within CLP interactive mode. Specifically, it cannot be run from the CLP
command mode or the CLP batch mode.
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Authorization

None

Required connection

None

Command syntax

EDIT >
»t E—J L EDITOR — editor J L num —j

Command parameters

EDITOR

Launch the editor specified for editing. If this parameter is not specified, the editor to be used is
determined in the following order:

1. the editor specified by the DB2_CLP_EDITOR registry variable

2. the editor specified by the VISUAL environment variable

3. the editor specified by the EDITOR environment variable

4. On Windows operating systems, the Notepad editor; on UNIX operating systems, the vi editor

num
If num is positive, launches the editor with the command corresponding to num. If num is negative,
launches the editor with the command corresponding to num, counting backwards from the most
recent command in the command history. Zero is not a valid value for num. If this parameter is not
specified, launches the editor with the most recently run command. (This is equivalent to specifying a
value of -1 for num.)

Usage notes

1. The editor specified must be a valid editor contained in the PATH of the operating system.

2. You can view a list of the most recently run commands available for editing by executing the HISTORY
command.

3. The EDIT command will never be recorded in the command history. However, if you choose to run a
command that was edited using the EDIT command, this command will be recorded in the command
history.

EXPORT

The EXPORT command exports data from a database to one of several external file formats. The user
specifies the data to be exported by supplying an SQL SELECT statement, or by providing hierarchical
information for typed tables.

For more information, see “File type modifiers for the export utility” on page 155.

Authorization
Using the EXPORT command requires one of these authorities:

« DATAACCESS authority on the schema of each participating table or view
« DATAACCESS authority on the database

« SELECTIN privilege on the schema of each participating table or view

« CONTROL or SELECT privilege on each participating table or view
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Required connection

Command syntax
»— EXPORT TO — filename — OF — filetype

v

L LOBS TO flob-p:D—]
 LOBFILE fleena:nej—J LXML TO g—p:D—]
\— XMLFILE fﬁlenajnej—] L MODIFIED BY L filetype-mod
L XMLSAVESCHEMA J L V;— ,4—\_1
METHODN — ( column-name )

select-statement »<

A 4
A

A 4
v

A 4
v

A 4

XQUERY — xquery-statement
“— HIERARCHY STARTING — sub-table-name
L traversal-order-list }—J
traversal-order-list

»— (L sub-table-name l ) >«

Command parameters
TO filename

WHERE

If the name of an existing file is specified, the export utility overwrites the contents of the file; it does
not append the information.

OF filetype
Specifies the format of the data in the output file:

» DEL (delimited ASCII format), which is used by various database manager and file manager
programs.
« IXF (Integration Exchange Format, PC version) is a proprietary binary format.
LOBS TO lob-path
Specifies one or more paths to directories in which the LOB files are to be stored. There must be at

least one file per LOB path, and each file must contain at least one LOB. The maximum number of
paths that can be specified is 999. This setting implicitly activates the LOBSINFILE behavior.

LOBFILE filename
Specifies one or more base file names for the LOB files. When name space is exhausted for the first
name, the second name is used, and so on. This setting implicitly activates the LOBSINFILE behavior.
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When you create LOB files during an export operation, file names are constructed by appending

the current base name from this list to the current path (from lob-path). Then, you must append

a three-digit sequence number to start, and the three character identifier Lob. For example, if the
current LOB path is the directory /u/foo/1lob/path/, and the current LOB file name is bar, the LOB
files that are created are /u/foo/lob/path/bar.001.10ob, /u/foo/lob/path/bar.002.10ob,
and so on. The three-digit sequence number in the LOB file name grows to four digits when 999 is
used, four digits grow to five digits when 9999 is used, and so on.

XML TO xml-path
Specifies one or more paths to directories in which the XML files are to be stored. There is at least one
file per XML path, and each file contains at least one XQuery Data Model (XDM) instance. If more than
one path is specified, then XDM instances are distributed evenly among the paths.

XMLFILE filename
Specifies one or more base file names for the XML files. When name space is exhausted for the first
name, the second name is used, and so on.

When you create XML files during an export operation, file names are constructed by appending

the current base name from this list to the current path (from xml-path). Then, you must append a
three-digit sequence number, and the three character identifier xm1. For example, if the current XML
path is the directory /u/foo/xml/path/, and the current XML file name is bar, the XML files that
are created are /u/foo/xml/path/bar.001.xml, /u/foo/xml/path/bar.002.xml, and so on.

MODIFIED BY filetype-mod
Specifies file type modifier options. See “File type modifiers for the export utility” on page 155.

XMLSAVESCHEMA
Specifies that XML schema information must be saved for all XML columns. For each exported XML
document that is validated against an XML schema when it is inserted, the fully qualified SQL identifier
of that schema is stored as an SCH attribute. This attribute is stored inside the corresponding XML
Data Specifier (XDS). If the exported document is not validated against an XML schema or the schema
object no longer exists in the database, an SCH attribute is not included in the corresponding XDS.

The schema and name portions of the SQL identifier are stored as the "OBJECTSCHEMA" and
"OBJECTNAME" values in the row of the SYSCAT.XSROBJECTS catalog table corresponding to the
XML schema.

The XMLSAVESCHEMA option is not compatible with XQuery sequences that do not produce well-
formed XML documents.

METHOD N column-name
Specifies one or more column names to be used in the output file. If this parameter is not specified,
the column names in the table are used. This parameter is valid only for IXF files, but is not valid when
you export hierarchical data.

select-statement
Specifies the SELECT or XQUERY statement that returns the data to be exported. If the statement
causes an error, a message is written to the message file (or to standard output). If the error
code is one of SQLO012W, SQL0347W, SQLO360W, SQL0437W, or SQL1824W, the export operation
continues; otherwise, it stops.

If the SELECT statement is in the form of SELECT * FROM tablename and the table contains implicitly
hidden columns, you must explicitly specify whether data for the hidden columns is included in the
export operation. Use one of the following methods to indicate whether data for hidden columns is
included:

« Use one of the hidden column file type modifiers: specify implicitlyhiddeninclude when the
export contains data for the hidden columns, or implicitlyhiddenmissing when the export
does not.

db2 export to t.del of del modified by implicitlyhiddeninclude
select * from t
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« Use the DB2_DMU_DEFAULT registry variable on the client-side to set the default behavior when
data movement utilities encounter tables with implicitly hidden columns.

db2set DB2_DMU_DEFAULT=IMPLICITLYHIDDENINCLUDE
db2 export to t.del of del select x from t

HIERARCHY STARTING sub-table-name

Using the default traverse order (OUTER order for ASC or DEL files, or the order that is stored in
PC/IXF data files), export a subhierarchy, starting from sub-table-name.

HIERARCHY traversal-order-list

Export a subhierarchy by using the specified traverse order. All subtables must be listed in PRE-
ORDER fashion. The first subtable name is used as the target table name for the SELECT statement.

Usage notes

Be sure to complete all table operations and release all locks before you start an export operation. This
step can be done by issuing a COMMIT after you close all cursors that are opened WITH HOLD, or by
issuing a ROLLBACK.

Table aliases can be used in the SELECT statement.

You might encounter the SQL27981W message when it does not seem applicable, such as when the
EXPORT table is not partitioned. You can safely ignore this warning in this case. This warning message
might be returned if the SELECT statement of the EXPORT command includes the word ' from ' before
the SQL keyword FROM.

The messages that are placed in the message file include the information that is returned from the
message retrieval service. Each message begins on a new line.

PC/IXF import must be used to move data between databases. If character data that contains row
separators is exported to a delimited ASCII (DEL) file and processed by a text transfer program, fields
that contain the row separators shrink or expand.

The file copying step is not necessary if the source and the target databases are both accessible from
the same client.

Db2 Connect can be used to export tables from DRDA servers such as Db2 for z/OS, Db2 for VM and
VSE, and Db2 for 0S/400°. Only PC/IXF export is supported.

When you export to the IXF format, if identifiers exceed the maximum size that is supported by the IXF
format, the export succeeds. However, the resulting data file cannot be used by a subsequent import
operation by using the CREATE mode (SQL27984W).

When you export to the IXF format, the export utility does not maintain column-organized table
metadata that is needed to re-create the column-organized table during a subsequent import operation
by using the CREATE mode.

When you export to a diskette on Windows, and the table that has more data than the capacity of

a single diskette, the system prompts for another diskette. Multiple-part PC/IXF files (also known as
multi-volume PC/IXF files, or logically split PC/IXF files), are generated and stored in separate diskettes.
In each file, except for the last, a Db2 CONTINUATION RECORD (or "AC" Record in short) is written. This
record indicates that the files are logically split and shows where to look for the next file. The files can
then be transferred to an AIX system to be read by the import and load utilities. The export utility does
not create multiple-part PC/IXF files when launched from an AIX system. For detailed usage, see the
IMPORT command or LOAD command.

The export utility stores the NOT NULL WITH DEFAULT attribute of the table in an IXF file if the SELECT
statement provided is in the form SELECT * FROM tablename.

When you export typed tables, subselect statements can be expressed only by specifying the target
table name and the WHERE clause. Fullselect and select-statement cannot be specified when you export
a hierarchy.

For file formats other than IXF, specify the traversal order list. The list tells Db2 how to traverse the
hierarchy, and what subtables to export. If this list is not specified, all tables in the hierarchy are
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exported, and the default order is the OUTER order. The alternative is to use the default order, which is
the order that is given by the OUTER function.

 Use the same traverse order during an import operation. The load utility does not support loading
hierarchies or subhierarchies.

« When you export data from a table that contains protected rows, the LBAC credentials that are held by
the session authorization ID might limit the rows that are exported. If the session authorization ID does
not have read-only access to the rows, the rows are not exported. No error or warning is given.

- The LBAC credentials that are held by the session authorization ID must allow reading from one or more
protected columns that are included in the export. If these credentials do not allow reading from these
protected columns, the export fails and a SQLSTATE 42512 error is returned.

« When you run Data Movement utilities such as export and db2move, the query compiler might
determine that the underlying query runs more efficiently against an MQT than the base table or tables.
In this case, the query runs against a refresh deferred MQT, and the result of the utilities might not
accurately represent the data in the underlying table.

« Export packages are bound by using the DATETIME ISO format. Thus, all date/time/timestamp values
are converted into ISO format when cast to a string representation. Since the CLP packages are bound
by using the DATETIME LOC format (locale-specific format), you might see inconsistent behavior
between CLP and export if the CLP DATETIME format is different from ISO. For instance, the following
SELECT statement might return expected results:

db2 select col2 from tabl where char(col2)='05/10/2005";
COoL2

05/10/2005
05/10/2005
05/10/2005
3 record(s) selected.

But an export command that uses the same select clause will not:

db2 export to test.del of del select col2 from test
where char(col2)='05/10/2005";
Number of rows exported: O

Now, replacing the LOCALE date format with ISO format gives the expected results:

db2 export to test.del of del select col2 from test
where char(col2)='2005-05-10";
Number of rows exported: 3
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File type modifiers for the export utility

Table 10. Valid file type modifiers for the export utility (All file formats)

Modifier Description

lobsinfile lob-path specifies the path to the files that contain LOB data.

Each path contains at least one file that contains at least one LOB pointed
to by a Lob Location Specifier (LLS) in the data file. The LLS is a string
representation of the location of a LOB in a file that is stored in the LOB file
path.

The format of an LLS is filename.ext.nnn.mmm/, where

- filename.ext is the name of the file that contains the LOB.
« nnnis the offset in bytes of the LOB within the file.
- mmm is the length of the LOB in bytes.

For example, if the string db2exp.001.123.456/ is stored in the data file,
the LOB is at offset 123 in the file db2exp.001, and is 456 bytes long.

If you specify the lobsinfile modifier when you use EXPORT, the LOB data
is placed in the locations that are specified by the LOBS TO clause. Otherwise
the LOB data is sent to the data file directory. The LOBS TO clause specifies
one or more paths to directories in which the LOB files are to be stored. There
is at least one file per LOB path, and each file contains at least one LOB. The
LOBS TO or LOBFILE options implicitly activates the LOBSINFILE behavior.

To indicate a null LOB, enter the size as -1. If the size is specified as 0,

it is treated as a 0 length LOB. For null LOBS with length of -1, the offset
and the file name are ignored. For example, the LLS of a null LOB might be
db2exp.001.7.-1/.

implicitlyhiddeninclud [ This modifieris used with SELECT * queries and specifies that the data in

e implicitly hidden columns is exported even though that data is not included
in the result of the SELECT * query. This modifier cannot be used with the
implicitlyhiddenmissing modifier.

If this modifier is used and the query is not a SELECT *, then an error is
returned (SQLCODE SQL3526N).

This modifier does not apply to the hidden RANDOM_DISTRIBUTION_KEY
column of a random distribution table that uses the random by generation
method. The column must be explicitly referenced in the query to be included
in the exported data.

implicitlyhiddenmissin [ This modifier is used with SELECT * queries and specifies that the data in
g implicitly hidden columns is not exported. This modifier cannot be used with
the implicitlyhiddeninclude modifier.

If this modifier is used and the query is not a SELECT *, then an error is
returned (SQLCODE SQL3526N).

This modifier does not apply to the hidden RANDOM_DISTRIBUTION_KEY
column of a random distribution table that uses the random-by generation
method. The column must be explicitly referenced in the query to be included
in the exported data.

xmlinsepfiles Each XQuery Data Model (XDM) instance is written to a separate file. By
default, multiple values are concatenated together in the same file.
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Table 10. Valid file type modifiers for the export utility (All file formats) (continued)

Modifier

Description

lobsinsepfiles

Each LOB value is written to a separate file. By default, multiple values are
concatenated together in the same file.

xmlnodeclaration

XDM instances are written without an XML declaration tag. By default, XDM
instances are exported with an XML declaration tag at the beginning that
includes an encoding attribute.

xmlchar XDM instances are written in the character code page. The character code
page is the value that is specified by the codepage file type modifier, or the
application code page if it is not specified. By default, XDM instances are
written out in Unicode.

xmlgraphic If the xmlgraphic modifier is specified with the EXPORT command, the

exported XML document is encoded in the UTF-16 code page regardless of
the application code page or the codepage file type modifier.

Table 11. Valid file type modifiers for the export utility [DEL (delimited ASCII) file format]

Modifier

Description

chardelx

x is a single character string delimiter. The default value is a double quotation
mark (). The specified character is used in place of double quotation marks
to enclose a character string. 2 The following example shows how to explicitly
specify the double quotation mark as the character string delimiter.

modified by chardel""

The following example shows how to use a single quotation mark (') as a
character string delimiter.

modified by chardel''

codepage=x

x is an ASCII character string. The value is interpreted as the code page of the
data in the output data set. Converts character data from the application code
page to this code page during the export operation.

For pure DBCS (graphic), mixed DBCS, and EUC, delimiters are restricted to the
range of x00 to x3F, inclusive.

coldelx

x is a single character column delimiter. The default value is a comma (,). The
specified character is used in place of a comma to signal the end of a column.2

The following example shows how the coldel; modifier causes the export
utility to use the semicolon character (;) as a column delimiter for the exported
data.

db2 "export to temp of del modified by coldel;
select * from staff where dept = 20"

decplusblank

Plus sign character. Causes positive decimal values to be prefixed with a blank
space instead of a plus sign (+). The default action is to prefix positive decimal
values with a plus sign.

decptx

x is a single character substitute for the period as a decimal point character.
The default value is a period (.). The specified character is used in place of a
period as a decimal point character.?
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Table 11. Valid file type modifiers for the export utility [DEL (delimited ASCII) file format] (continued)

Modifier

Description

nochardel

Column data is not surrounded by character delimiters. This option must not
be specified if the data is intended to be imported or loaded by using Db2. It
is provided to support vendor data files that do not have character delimiters.
Improper usage might result in data loss or corruption.

This option cannot be specified with chardelx or nodoubledel. These
options are mutually exclusive.

nodoubledel

Suppresses recognition of double character delimiters.2

striplzeros

Removes the leading zeros from all exported decimal columns.

Consider the following example:

db2 create table decimalTable ( c1 decimal( 31, 2 ) )
db2 insert into decimalTable values ( 1.1 )

db2 export to data of del select * from decimalTable

db2 export to data of del modified by STRIPLZEROS
select * from decimalTable

In the first export operation, the content of the exported file data is
+00000000000000000000000000001.10. In the second operation, which is
identical to the first except for the striplzeros modifier, the content of the
exported file data is +1.10.
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Table 11. Valid file type modifiers for the export utility [DEL (delimited ASCII) file format] (continued)

Modifier

Description

timestampformat="x"
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x is the format of the timestamp in the source file. 4 Timestamps can use any of
the following formats:

YYYY
Year (4 digits in the range 0000 - 9999).

M
Month (1 or 2 digits in the range 1 - 12).

MM
Month (2 digits in the range 01 - 12; mutually exclusive with M and MMM).

MMM
Month (three-letter case-insensitive abbreviation for the month name;
mutually exclusive with M and MM).

D
Day (1 or 2 digits in the range 1 - 31).

DD
Day (2 digits in the range 01 - 31; mutually exclusive with D).

DDD
Day of the year (3 digits in the range 001 - 366; mutually exclusive with
other day or month elements).

H
Hour (1 or 2 digits in the range 0 - 12 for a 12-hour system, and 0 - 24 for a
24-hour system).

HH

Hour (2 digits in the range 00 - 12 for a 12-hour system, and 00 - 24 for a
24-hour system; mutually exclusive with H).

M
Minute (1 or 2 digits in the range 0 - 59).

MM
Minute (2 digits in the range 00 - 59; mutually exclusive with M, minute).

S

Second (1 or 2 digits in the range 0 - 59).
SS

Second (2 digits in the range 00 - 59; mutually exclusive with S).
SSSSS

Second of the day after midnight (5 digits in the range 00000 - 86400;
mutually exclusive with other time elements).

U(1-12times)
Fractional seconds (number of occurrences of U represent the number of
digits with each digit in the range 0 - 9).

TT
Meridian indicator (AM or PM).

Following is an example of a timestamp format:

"YYYY/MM/DD HH:MM:SS.UuuuuU"

The MMM element produces the following values: 'Jan’, 'Feb’, '‘Mar!, '‘Apr', 'May/,
‘Jun’, 'Jul’, 'Aug’, 'Sep’, 'Oct’, 'Nov', and 'Dec'. 'Jan' is equal to month 1, and 'Dec'
is equal to month 12.

The following example illustrates how to export data that contains user-
defined timestamp formats from a table called 'schedule':

(#hicgxport to delfile2 of del
Refe ﬁgdified by timestampformat="yyyy.mm.dd hh:mm tt"
select * from schedule




Table 12. Valid file type modifiers for the export utility (IXF file format)

Modifier Description

codepage=x x is an ASCII character string. The value is interpreted as the code page of the
data in the output data set. Converts character data from the application code
page to this code page during the export operation.

For pure DBCS (graphic), mixed DBCS, and EUC, delimiters are restricted to the
range of x00 to x3F, inclusive.

Note:

- The export utility does not issue a warning if an attempt is made to use unsupported file types with the
MODIFIED BY option. If this step is attempted, the export operation fails, and an error code is returned.

« Delimiter considerations for moving data lists restrictions that apply to the characters that can be used
as delimiter overrides.

« The export utility normally writes date and time data types in the following formats:
date datain YYYYMMDD format

char(date) datain "YYYY-MM-DD" format

time datain "HH.MM.SS" format

timestamp datain"YYYY-MM-DD-HH.MM.SS. uuuuuu" format

Data that is contained in any datetime columns that are specified in the SELECT statement for the
export operation are also in these formats.

- For timestamp formats, care must be taken to avoid ambiguity between the month and the minute
descriptors, since they both use the letter M. A month field must be next to other date fields. A minute
field must be next to other time fields. Following are some ambiguous timestamp formats:

"M" (could be a month, or a minute)

"M:M" (Which is which?)

"M:YYYY:M" (Both are interpreted as month.)

"S:M:YYYY" (adjacent to both a time value and a date value)

In ambiguous cases, the utility reports an error message, and the operation fails.

Following are some unambiguous timestamp formats:

"M:YYYY" (Month)

"S:M" (Minute)

"M:YYYY:S:M" (Month....Minute)
"M:H:YYYY:M:D" (Minute....Month)

« All XDM instances are written to XML files that are separate from the main data file, even if the XMLFILE
and XML TO clauses are not specified. By default, XML files are written to the path of the exported data
file. The default base name for XML files is the name of the exported data file with the extension ".XML"
appended toit.

« AlLXDM instances are written with an XML declaration at the beginning that includes an encoding
attribute, unless the XMLNODECLARATION file type modifier is specified.

« By default, all XDM instances are written in Unicode unless the XMLCHAR or XMLGRAPHIC file type
modifier is specified.

» The default path for XML data and LOB data is the path of the main data file. The default XML file base
name is the main data file. The default LOB file base name is the main data file. For example, if the main
data file is:

/mypath/myfile.del

The default path for XML data and LOB data is:
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/mypath"
The default XML file base name is:

myfile.del
The default LOB file base name is:
myfile.del

The LOBSINFILE file type modifier must be specified to have LOB files generated.

« The export utility appends a numeric identifier to each LOB file or XML file. The identifier starts as a
3-digit, 0-padded sequence value, starting at . 001.

After the 999th LOB file or XML file, the identifier is no longer padded with zeros (for example, the
1000th LOG file or XML file has an extension of .1000.

Following the numeric identifier is a three character type identifier that represents the data type,
either .1lob or . xml.

For example, a generated LOB file has a name in the format,
myfile.del.001.1lob

and a generated XML file has a name in the format,
myfile.del.001.xml

« Itis possible to have the export utility export XDM instances that are not well-formed documents by
specifying an XQuery. However, you cannot import or load these exported documents directly into an
XML column, since XML columns can contain only complete documents.

FORCE APPLICATION

The FORCE APPLICATION command forces local or remote users or applications off the system to allow
for maintenance on a server.

Attention: If an operation that cannot be interrupted (RESTORE DATABASE, for example) is
forced, the operation must be successfully re-executed before the database becomes available.

Scope
This command affects all database partitions that are listed in the $HOME/sqllib/db2nodes. cfg file.

In a partitioned database environment, this command does not have to be issued from the coordinator
database partition of the application being forced. It can be issued from any database partition server in
the partitioned database environment.

Authorization
One of the following authorities:

+ SYSADM
» SYSCTRL
« SYSMAINT

Required connection
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Command syntax
»— FORCE APPLICATION ALL >4

g , < : L MODE ASYNC —J
( application-handle )

Command parameters
FORCE APPLICATION

ALL
All applications will be disconnected from the database server.

application-handle
Specifies the agent to be terminated. List the values using the LIST APPLICATIONS command.

MODE ASYNC
The command does not wait for all specified users to be terminated before returning; it returns as
soon as the function has been successfully issued or an error (such as invalid syntax) is discovered.

This is the only mode that is currently supported.

Examples

The following example forces two users, with application-handle values of 41408 and 55458, to
disconnect from the database:

Usage notes

The database manager remains active so that subsequent database manager operations can be handled
without the need for db2start.

To preserve database integrity, only users who are idling or executing interruptible database operations
can be terminated.

The following types of users and applications cannot be forced:

- users creating a database
« system applications

In order to successfully force these types of users and applications, the database must be deactivated
and/or the instance restarted.

After a FORCE APPLICATION has been issued, the database will still accept requests to connect.
Additional forces might be required to completely force all users off.

GET ADMIN CONFIGURATION

The GET ADMIN CONFIGURATION command returns the values of individual Db2 Administration Server
(DAS) configuration parameter values on the administration node of the system. The DAS is a special
administrative tool that enables remote administration of Db2 servers.

For a list of the DAS configuration parameters, see the description of the UPDATE ADMIN
CONFIGURATION command.

Important: The Db2 Administration Server (DAS) has been deprecated and might be removed in a future
release. The DAS is not supported in Db2 pureScale environments. Use software programs that use the
Secure Shell protocol for remote administration. For more information, see DB2 administration server
(DAS) has been deprecated " Db2 administration server (DAS) has been deprecated".
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Scope

This command returns information about DAS configuration parameters on the administration node of the
system to which you are attached or that you specify in the FOR NODE option.

Authorization

None

Required connection

Node. To display the DAS configuration for a remote system, first connect to that system or use the FOR
NODE option to specify the administration node of the system.

Command syntax

»— GET ADMIN —~— CONFIGURATION ——»

M——- CONFIG ———

. CFG /

» »g
»

L FOR NODE — node-name J a
L

USER — username — USING — password J

Command parameters

FOR NODE node-name
Enter the name of a the administration node to view DAS configuration parameters there.

USER username USING password
If connection to the node requires user name and password, enter this information.

Examples
The following example is sample output from GET ADMIN CONFIGURATION:

Admin Server Configuration
Authentication Type DAS (AUTHENTICATION) = SERVER_ENCRYPT
DAS Administration Authority Group Name (DASADM_GROUP) = ADMINISTRATORS

DAS Discovery Mode (DISCOVER) = SEARCH
Name of the Db2 Server System (DB2SYSTEM) = swalkty

Java Development Kit Installation Path DAS (IDK_PATH) e:\sqllib\java\jdk

DAS Code Page (DAS_CODEPAGE) = 0

DAS Territory (DAS_TERRITORY) = 0

Location of Contact List (CONTACT_HOST) = hostA.ibm.ca
Execute Expired Tasks (EXEC_EXP_TASK) = NO

Scheduler Mode (SCHED_ENABLE) = ON

SMTP Server (SMTP_SERVER) = smtpl.ibm.ca
Tools Catalog Database (TOOLSCAT_DB) = CCMD

Tools Catalog Database Instance (TOOLSCAT_INST) = DB2

Tools Catalog Database Schema (TOOLSCAT_SCHEMA) = TOOLSCAT
Scheduler User ID = db2admin

Usage notes

If an error occurs, the information returned is not valid. If the configuration file is invalid, an error
message is returned. The user must install the DAS again to recover.
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To set the configuration parameters to the default values shipped with the DAS, use the RESET ADMIN
CONFIGURATION command.

GET ALERT CONFIGURATION

The GET ALERT CONFIGURATION command returns the alert configuration settings for health indicators
for a particular instance.

Important: This command or API has been deprecated and might be removed in a future release
because the health monitor has been deprecated. It is not supported in Db2 pureScale environments.
For more information, see "Health monitor has been deprecated" at http://www.ibm.com/support/
knowledgecenter/SSEPGG_9.7.0/com.ibm.db2.luw.wn.doc/doc/i0055045.html.

Authorization

None

Required connection

Instance. An explicit attachment is not required.

Command syntax

»— GET ALERT —~— CONFIGURATION —— FOR —

M——->CONFIG ——

- CFG o
> DATABASE MANAGER L J >
M DB MANAGER —— DEFAULT
- DBM o

M———— DATABASES ———

M———— CONTAINERS ——

~——— TABLESPACES —~

- DATABASE ON — database alias —

M—— TABLESPACE — name ——

“— CONTAINER — name — FOR — tablespace-id —’

USING L health indicator name

Command parameters

DATABASE MANAGER
Retrieves alert settings for the database manager.

DATABASES
Retrieves alert settings for all databases managed by the database manager. These are the settings
that apply to all databases that do not have custom settings. Custom settings are defined using the
DATABASE ON database alias clause.

CONTAINERS
Retrieves alert settings for all table space containers managed by the database manager. These are

the settings that apply to all table space containers that do not have custom settings. Custom settings
are defined using the CONTAINER name ON database alias clause.

A 4

»d
1|
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TABLESPACES
Retrieves alert settings for all table spaces managed by the database manager. These are the settings
that apply to all table spaces that do not have custom settings. Custom settings are defined using the
TABLESPACE name ON database alias clause.

DEFAULT
Specifies that the install defaults are to be retrieved.

DATABASE ON database alias
Retrieves the alert settings for the database specified using the ON database alias clause. If this
database does not have custom settings, then the settings for all databases for the instance will be
returned, which is equivalent to using the DATABASES parameter.

CONTAINER name FOR tablespace-id ON database alias
Retrieves the alert settings for the table space container called name, for the table space specified
using the FOR tablespace-id clause, on the database specified using the ON database alias clause.
If this table space container does not have custom settings, then the settings for all table space
containers for the database will be returned, which is equivalent to using the CONTAINERS parameter.

TABLESPACE name ON database alias
Retrieves the alert settings for the table space called name, on the database specified using the ON
database alias clause. If this table space does not have custom settings, then the settings for all table
spaces for the database will be returned, which is equivalent to using the TABLESPACES parameter.

USING health indicator name
Specifies the set of health indicators for which alert configuration information will be returned. Health
indicator names consist of a two-letter object identifier followed by a name that describes what the
indicator measures. For example: db.soxt_privmem_util. This is an optional clause, meaning that
if it is not used, all health indicators for the specified object or object type will be returned.

Examples

The following section is typical output resulting from a request for database manager information:

DB2 GET ALERT CFG FOR DBM

Alert Configuration

Indicator Name

Default

Type

Sensitivity

Formula

Actions

Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

db2.db2_op_status
Yes

State-based

0

db2.db2_status;
Disabled
Enabled

db2.sort_privmem_util
Yes

Threshold-based

90

100

%

0]
((db2.sort_heap_allocated/sheapthzres)
*100) ;

Disabled

Enabled

db2.mon_heap_util

Yes

Threshold-based

85

95

%

0

((db2.mon_heap_cur_size/
db2.mon_heap_max_size)*100) ;

Disabled

Enabled

The following section is typical output resulting from a request for configuration information:
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DB2 GET ALERT CFG FOR DATABASES

Alert Configuration

Indicator Name

Default

Type

Sensitivity

Formula

Actions

Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula

Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula
Actions
Threshold or State checking

Indicator Name
Default
Type
Warning
Alarm
Unit
Sensitivity
Formula
Actions
Threshold or State checking

db.db_op_status
Yes

State-based

0

db.db_status;
Disabled
Enabled

db.sort_shrmem_util
Yes

Threshold-based

70

85

%

0
((db.sort_shrheap_allocated/sheapthres_shr)
*100) ;

Disabled

Enabled

db.spilled_sorts

Yes

Threshold-based

30

50

%

0]
((delta(db.sort_overflows,10))/
(delta(db.total_sorts,10)+1)*100);
Disabled

Enabled

db.max_sort_shrmem_util

Yes

Threshold-based

60

30

%

0]

((db.max_shr_sort_mem/
sheapthres_shr)*100) ;

Disabled

Enabled

db.log_util

Yes
Threshold-based
75

85

/
%

0
(db.total_log_used/
(db.total_log_used+db.total_log_available)
)*100;
Disabled
Enabled

db.log_fs_util
Yes
Threshold-based
75

85

o/

0
((os.fs_used/os.fs_total)*100);
Disabled

Enabled

db.deadlock_rate
Yes
Threshold-based
5

10
Deadlocks per hour

0]
delta(db.deadlocks);
Disabled

Enabled
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Indicator Name db.locklist_util

Default = Yes

Type = Threshold-based

Warning =75

Alazrm = 85

Unit =%

Sensitivity =0

Formula = (db.lock_list_in_use/(locklist*4096))
*100;

Actions = Disabled

Threshold or State checking = Enabled

Indicator Name db.lock_escal_rate

Default = Yes

Type = Threshold-based

Warning =5

Alarm = 10

Unit = Lock escalations per hour
Sensitivity =0

Formula = delta(db.lock_escals);
Actions = Disabled

Threshold or State checking = Enabled

Indicator Name db.apps_waiting_locks

Default = Yes

Type = Threshold-based

Warning = 50

Alarm = 70

Unit =%

Sensitivity =0

Formula = (db.locks_waiting/db.appls_cur_cons)=*100;
Actions = Disabled

Threshold or State checking = Enabled

Indicator Name db.pkgcache_hitratio

Default = Yes

Type = Threshold-based

Warning = 80

Alarm = 70

Unit =%

Sensitivity =0

Formula = (1-
(db.pkg_cache_inserts/db.pkg_cache_lookups)
)*100;

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name db.catcache_hitratio

Default = Yes

Type = Threshold-based

Warning = 80

Alazrm = 70

Unit =%

Sensitivity =0

Formula = (1-
(db.cat_cache_inserts/db.cat_cache_lookups)
)*100;

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name db.shrworkspace_hitratio

Default = Yes

Type = Threshold-based

Warning = 80

Alarm =70

Unit =%

Sensitivity =0

Formula = ((1-
(db.shr_workspace_section_inserts/
db.shr_workspace_section_lookups))
*100) ;

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name db.db_heap_util

Default = Yes

Type = Threshold-based
Warning = 85

Alarm = 95

Unit =%
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Sensitivity =0

Formula = ((db.db_heap_cur_size/
db.db_heap_max_size)*100);

Actions = Disabled

Threshold or State checking = Enabled

Indicator Name

db.tb_reorg_req

Default = Yes

Type = Collection state-based
Sensitivity =0

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name

db.hadr_op_status

Default = Yes

Type = State-based
Sensitivity =0

Formula = db.hadr_connect_status;
Actions = Disabled

Threshold or State checking = Enabled

Indicator Name

db.hadr_delay

Default = Yes

Type = Threshold-based

Warning = 10

Alarm = 15

Unit = Minutes

Sensitivity =

Formula = (db.hadr_log_gap*var.refresh_rate/60)
DIV(delta(db.hadr_secondary_log_pos));

Actions Disabled

Threshold or State checking

Indicator Name

Enabled
db.db_backup_req

Default = Yes

Type = State-based
Sensitivity =0

Actions = Disabled
Threshold or State checking = Disabled

Indicator Name

db.fed_nicknames_op_status

Default = Yes

Type = Collection state-based
Sensitivity =0

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name

db.fed_servers_op_status

Default = Yes

Type = Collection state-based
Sensitivity =0

Actions = Disabled

Threshold or State checking = Disabled

Indicator Name

db.tb_runstats_req

Default = Yes

Type = Collection state-based
Sensitivity =0

Actions = Disabled

Threshold or State checking = Disabled

GET CLI CONFIGURATION

The GET CLI CONFIGURATION command lists the contents of the db2c1i. ini file. This command can
list the entire file, or a specified section.

The db2cli. ini file is used as the Db2 call level interface (CLI) configuration file. It contains various
keywords and values that can be used to modify the behavior of the CLI and the applications using it. The
file is divided into sections, each section corresponding to a database alias name.

Authorization

None
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Required connection

None

Command syntax

»— GET CLI —~— CONFIGURATION
M——-CONFIG —— L AT GLOBAL LEVEL J

- CFG /

>
>

»d
1|

»
»

L FOR SECTION — section-name J

Command parameters

AT GLOBAL LEVEL
Displays the default CLI configuration parameters in the LDAP directory. This parameter is only valid
on Windows operating systems.

FOR SECTION section-name
Name of the section whose keywords are to be listed. If not specified, all sections are listed.

Examples

The following sample output represents the contents of a db2cli. ini file that has two sections:

[tstclilx]

uid=userid

pwd=password

autocommit=0
TableType=""'TABLE', 'VIEW', 'SYSTEM TABLE'"

[tstcli2x]
SchemalList=""0OWNER1', 'OWNER2',CURRENT SQLID"

Usage notes

The section name specified on this command is not case sensitive. For example, if the section name in the
db2cli.ini file (delimited by square brackets) is in lowercase, and the section name specified on the
command is in uppercase, the correct section will be listed.

The value of the PWD (password) keyword is never listed; instead, five asterisks (x%%%%) are listed.

When LDAP (Lightweight Directory Access Protocol) is enabled, the CLI configuration parameters can be
set at the user level, in addition to the machine level. The CLI configuration at the user level is maintained
in the LDAP directory. If the specified section exists at the user level, the CLI configuration for that section
at the user level is returned; otherwise, the CLI configuration at the machine level is returned.

The CLI configuration at the user level is maintained in the LDAP directory and cached on the local
machine. When reading the CLI configuration at the user level, Db2 always reads from the cache. The
cache is refreshed when:

- The user updates the CLI configuration.
« The user explicitly forces a refresh of the CLI configuration using the REFRESH LDAP command.

In an LDAP environment, users can configure a set of default CLI settings for a database cataloged in

the LDAP directory. When an LDAP cataloged database is added as a Data Source Name (DSN) using

the CLI/ODBC configuration utility, any default CLI settings, if they exist in the LDAP directory, will be
configured for that DSN on the local machine. The AT GLOBAL LEVEL clause must be specified to display
the default CLI settings.
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GET CONNECTION STATE

The GET CONNECTION STATE command displays the connection state.
Possible states are:

- Connectable and connected

« Connectable and unconnected

« Unconnectable and connected

« Implicitly connectable (if implicit connect is available).

This command also returns information about:

« The database connection mode (SHARE or EXCLUSIVE)
« The alias and name of the database to which a connection exists (if one exists)
« The host name and service name of the connection if the connection is using TCP/IP

Authorization

None

Required connection

None

Command syntax
»— GET CONNECTION STATE -»«

Command parameters

None

Examples
The following example is sample output from GET CONNECTION STATE:

Database Connection State

Connection state Connectable and Connected

Connection mode = SHARE
Local database alias = SAMPLE
Database name = SAMPLE
Hostname = montero
Service name = 29384

Usage notes

This command does not apply to type 2 connections.

GET CONTACTGROUP

The GET CONTACTGROUP command returns the contacts included in a single contact group that is
defined on the local system. A contact is a user to whom the Scheduler and Health Monitor send
messages.

You create named groups of contacts with the ADD CONTACTGROUP command.
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Authorization

None

Required connection

None. Local execution only: this command cannot be used with a remote connection.

Command syntax

»— GET CONTACTGROUP — name -»«

Command parameters

CONTACTGROUP name
The name of the group for which you would like to retrieve the contacts.

Examples
GET CONTACTGROUP support

Description

Name Type

joe contact

support contact group

joline contact
GET CONTACTGROUPS

The GET CONTACTGROUPS command provides a list of contact groups, which can be either defined locally
on the system or in a global list. A contact group is a list of addresses to which monitoring processes such
as the Scheduler and Health Monitor can send messages.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

The setting of the Database Administration Server (DAS) contact_host configuration parameter
determines whether the list is local or global. You create named groups of contacts with the ADD
CONTACTGROUP command.

Authorization

None

Required Connection

None

Command Syntax
»— GET CONTACTGROUPS —»«

Command Parameters

None
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Examples

In the following example, the command GET CONTACTGROUPS is issued. The result is as follows:

Name Description

support Foo Widgets broadloom support unit

service Foo Widgets service and support unit
GET CONTACTS

The GET CONTACTS command returns the list of contacts defined on the local system. Contacts are
users to whom the monitoring processes such as the Scheduler and Health Monitor send notifications or
messages.

Important: This command is deprecated for Db2 version 11.5.8 and will be discontinued in a future
release or modification pack.

To create a contact, use the ADD CONTACT command.

Authorization

None

Required connection

None

Command syntax
»— GET CONTACTS —»«

Command parameters

None

Examples
GET CONTACTS

Name Type Addzress Max Page Length Description

joe e-mail joe@somewhere.com - -

joline e-mail joline@ - -
somewhereelse.com

john page john@relay.org 50 Support 24x7

GET DATABASE CONFIGURATION

The GET DATABASE CONFIGURATION command returns the values of individual entries in a specific
database configuration file.

Scope

This command returns information only for the database partition on which you run the command.

Authorization

None
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Required connection

Instance. An explicit attachment is not required, but a connection to the database is required when using
the SHOW DETAIL clause. If the database is listed as remote, an instance attachment to the remote node
is established for the duration of the command.

Command syntax

»w— GET T DATABASE T_ CONFIGURATION L J
DB CONFIG ——— FOR — database-alias

. CFG /

»
>

E SHOW DETAIL j

Command parameters
FOR database-alias

Specifies the alias of the database whose configuration is to be displayed. You do not have to specify
the alias if a connection to the database already exists.

SHOW DETAIL

Shows the current values of database configuration parameters and the value of the parameters
the next time you activate the database. This option displays the result of dynamic changes to

configuration parameters.

This is a default clause when operating in the CLPPlus interface. SHOW DETAIL need not be called

when using CLPPlus processor.

If the SHOW DETAIL option is not specified, this command only returns the value stored in DISK
which might be different from the current value in memory.

Examples

Note: The following points apply to the examples:

« Output on different platforms might show small variations reflecting platform-specific parameters.

 You can change the value of parameters with keywords that are enclosed in parentheses by using the
UPDATE DATABASE CONFIGURATION command.

« Fields that do not contain keywords are maintained by the database manager and cannot be updated.

« Output might not reflect the latest version of the product.

The following sample output was generated by running the GET DATABASE CONFIGURATION command
outside a Db2 pureScale environment on a UNIX operating system:

Database Configuration for Database sample

Database configuration release level = 0x1000
Database release level = 0x1000
Database territory = US
Database code page = 1208
Database code set = UTF-8
Database country/region code =1
Database collating sequence = IDENTITY
Alternate collating sequence (ALT_COLLATE) =

Number compatibility = OFF
Varchar2 compatibility = OFF
Date compatibility = OFF
Database page size = 8192
Statement concentrator (STMT_CONC) = OFF
Discovery support for this database (DISCOVER_DB) = ENABLE
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Restrict access

Default query optimization class
Degree of parallelism

Continue upon arithmetic exceptions (DFT_SQLMATHWARN)
Default refresh age (DFT_REFRESH_AGE)
Default maintained table types for opt (DFT_MTTB_TYPES)
Number of frequent values retained (NUM_FREQVALUES)
Number of quantiles retained (NUM_QUANTILES)

(DFT_QUERYOPT)
(DFT_DEGREE)

Decimal floating point rounding mode (DECFLT_ROUNDING)

Backup pending

All committed transactions have been written to disk
Rollforward pending

Restore pending

Multi-page file allocation enabled

Log retain for recovery status
User exit for logging status

Self tuning memory
Size of database shared memory (4KB)
Database memory threshold

(SELF_TUNING_MEM)
(DATABASE_MEMORY)
(DB_MEM_THRESH)

Max storage for lock list (4KB) (LOCKLIST)
Percent. of lock lists per application (MAXLOCKS)
Package cache size (4KB) (PCKCACHESZ)

Sort heap thres for shared sorts (4KB) (SHEAPTHRES_SHR)

Sort list heap (4KB) (SORTHEAP)
Database heap (4KB) (DBHEAP)
Catalog cache size (4KB) (CATALOGCACHE_SZ)
Log buffer size (4KB) (LOGBUFSZ)
Utilities heap size (4KB) (UTIL_HEAP_SZ)
SQL statement heap (4KB) (STMTHEAP)
Default application heap (4KB) (APPLHEAPSZ)

Application Memory Size (4KB)
Statistics heap size (4KB)

(APPL_MEMORY)
(STAT_HEAP_SZ)

(DLCHKTIME)
(LOCKTIMEOUT)

Interval for checking deadlock (ms)
Lock timeout (sec)

Changed pages threshold

Number of asynchronous page cleaners
Number of I/0 servers

Sequential detect flag

Default prefetch size (pages)

(CHNGPGS_THRESH)
(NUM_IOCLEANERS)
(NUM_IOSERVERS)
(SEQDETECT)
(DFT_PREFETCH_SZ)
Track modified pages (TRACKMOD)
Default number of containers

Default tablespace extentsize (pages) (DFT_EXTENT_SZ)

Max number of active applications (MAXAPPLS)
Average number of active applications (AVG_APPLS)
Max DB files open per application (MAXFILOP)
Log file size (4KB) (LOGFILSIZ)
Number of primary log files (LOGPRIMARY)
Number of secondary log files (LOGSECOND)
Changed path to log files (NEWLOGPATH)
Path to log files

LOGSTREAMOOOO/

Overflow log path (OVERFLOWLOGPATH)
Mirror log path (MIRRORLOGPATH)

First active log file
Block log on disk full
Block non logged operations (BLOCKNONLOGGED)
Percent max primary log space by transaction (MAX_LOG)
Num. of active log files for 1 active UOW(NUM_LOG_SPAN)

(BLK_LOG_DSK_FUL)

Percent log file reclaimed before soft chckpt (SOFTMAX)
Target for oldest page in LBP (PAGE_AGE_TRGT_MCR)

HADR database role

HADR local host name (HADR_LOCAL_HOST)
HADR local service name (HADR_LOCAL_SVC)
HADR remote host name (HADR_REMOTE_HOST)
HADR remote service name (HADR_REMOTE_SVC)

HADR
HADR

instance name of remote server
timeout value

(HADR_REMOTE_INST)
(HADR_TIMEOUT)

NO
5
1
NO

0
SYSTEM
10

20

ROUND_HALF_EVEN

= NO

YES
NO
NO

YES

NO
NO

OFF
AUTOMATIC (47088)
100

4096

10

(MAXAPPLS*8)
5000

256

AUTOMATIC (1200)
(MAXAPPLS*5)

256

5000
AUTOMATIC(8192)
AUTOMATIC (256)
AUTOMATIC (40000)
AUTOMATIC(4384)

10000
=1l

60
AUTOMATIC(1)
AUTOMATIC(3)
YES
AUTOMATIC

NO

1
32

AUTOMATIC(40)
AUTOMATIC(1)
61440

1000
3
10

/home/hotel84/jwr/jwr/NODEOOOO/SQLOOOOL/

NO
NO
0
0

0
240

STANDARD

120
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HADR target list

HADR log write synchronization mode

HADR spool log data limit (4KB)
HADR log replay delay (seconds)

HADR peer window duration (seconds)

First log archive method

Archive compression for logarchmethl

Options for logarchmethl
Second log archive method

Archive compression for logarchmeth2

Options for logarchmeth2
Failover log archive path

Number of log archive retries on error

Log archive retry Delay (secs)
Vendor options

Auto restart enabled

Index re-creation time and redo index build

Log pages during index build

Default number of loadrec sessions
Number of database backups to retain

Recovery history retention (days)
Auto deletion of recovery objects

TSM
TSM
TSM
TSM

management class
node name

owner

password

Automatic maintenance
Automatic database backup
Automatic table maintenance

Automatic runstats
Real-time statistics
Statistical views
Automatic sampling

(HADR_TARGET_LIST)
(HADR_SYNCMODE)
(HADR_SPOOL_LIMIT)

(HADR_REPLAY_DELAY)

(HADR_PEER_WINDOW)

(LOGARCHMETH1)
(LOGARCHCOMPR1)
(LOGARCHOPT1)
(LOGARCHMETH2)
(LOGARCHCOMPR2)
(LOGARCHOPT2)
(FAILARCHPATH)
(NUMARCHRETRY)
(ARCHRETRYDELAY)
(VENDOROPT)

(AUTORESTART)
(INDEXREC)
(LOGINDEXBUILD)
(DFT_LOADREC_SES)
(NUM_DB_BACKUPS)
(REC_HIS_RETENTN)
(AUTO_DEL_REC_0BJ)

(TSM_MGMTCLASS)
(TSM_NODENAME)
(TSM_OWNER)
(TSM_PASSWORD)

(AUTO_MAINT)
(AUTO_DB_BACKUP)
(AUTO_TBL_MAINT)

(AUTO_RUNSTATS)
(AUTO_STMT_STATS)
(AUTO_STATS_VIEWS)
(AUTO_SAMPLING)

Automatic column group statistics (AUTO_CG_STATS)

Automatic reorganization

Auto-Revalidation
Currently Committed
CHAR output with DECIMAL input
Enable XML Character operations
WLM Collection Interval (minutes)
Monitor Collect Settings
Request metrics
Activity metrics
Object metrics
Routine data
Routine executable list
Unit of work events
UOW events with package list
UOW events with executable list
Lock timeout events
Deadlock events
Lock wait events
Lock wait event threshold
Number of package list entries
Lock event notification level

SMTP Server

SQL conditional compilation flags
Section actuals setting

Connect procedure

(AUTO_REORG)

(AUTO_REVAL)
(CUR_COMMIT)
(DEC_TO_CHAR_FMT)
(ENABLE_XMLCHAR)
(WLM_COLLECT_INT)

(MON_REQ_METRICS)
(MON_ACT_METRICS)
(MON_OBJ_METRICS)
(MON_RTN_DATA)
(MON_RTN_EXECLIST)
(MON_UOW_DATA)
(MON_UOW_PKGLIST)
(MON_UOW_EXECLIST)
(MON_LOCKTIMEOUT)
(MON_DEADLOCK)
(MON_LOCKWAIT)
(MON_LW_THRESH)
(MON_PKGLIST_SZ)
(MON_LCK_MSG_LVL)

(SMTP_SERVER)
(SQL_CCFLAGS)
(SECTION_ACTUALS)
(CONNECT_PROC)

Adjust temporal SYSTEM_TIME period (SYSTIME_PERIOD_ADJ)

Log DDL Statements
Log Application Information

Default data capture on new Schemas

Default table organization
Default string units
National character string mapping

Database is in write suspend state

Extended row size support

(LOG_DDL_STMTS)
(LOG_APPL_INFO)
(DFT_SCHEMAS_DCC)
(DFT_TABLE_ORG)
(STRING_UNITS)
(NCHAR_MAPPING)

(EXTENDED_ROW_SZ)
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NEARSYNC
AUTOMATIC(O)
0

0

OFF
OFF

OFF
OFF

5
20

ON
SYSTEM (RESTART)
OFF

1

12

366

OFF

ON
OFF
ON
ON
ON
OFF
ON
OFF
OFF

DEFERRED
ON

NEW

YES

0

BASE
BASE
EXTENDED
NONE

OFF

NONE

OFF

OFF

NONE
WITHOUT_HIST
NONE
5000000
32

1

NONE

NO

NO

NO

NO

ROW
SYSTEM
CHAR_CU32
NO

ENABLE



The following example is a sample output after running the GET DATABASE CONFIGURATION command
in a Db2 pureScale environment on a Linux operating system.

Database Configuration for Database sample

Database configuration release level
Database release level

Database
Database
Database
Database country/region code
Database collating sequence
Alternate collating sequence
Number compatibility
Varchar2 compatibility

Date compatibility

Database page size

territory
code page
code set

(ALT_COLLATE)

Statement concentrator (STMT_CONC)

Discovery support for this database (DISCOVER_DB)
Restrict access

Default query optimization class
Degree of parallelism

Continue upon arithmetic exceptions (DFT_SQLMATHWARN)
Default refresh age (DFT_REFRESH_AGE)
Default maintained table types for opt (DFT_MTTB_TYPES)
Number of frequent values retained (NUM_FREQVALUES)
Number of quantiles retained (NUM_QUANTILES)

(DFT_QUERYOPT)
(DFT_DEGREE)

Decimal floating point rounding mode (DECFLT_ROUNDING)

Backup pending

All committed transactions have been written to disk
Rollforward pending

Restore pending

Multi-page file allocation enabled

Log retain for recovery status
User exit for logging status

Self tuning memory
Size of database shared memory (4KB)
Database memory threshold

(SELF_TUNING_MEM)
(DATABASE_MEMORY)
(DB_MEM_THRESH)

Max storage for lock list (4KB) (LOCKLIST)
Percent. of lock lists per application (MAXLOCKS)
Package cache size (4KB) (PCKCACHESZ)

Sort heap thres for shared sorts (4KB) (SHEAPTHRES_SHR)

Sort list heap (4KB) (SORTHEAP)
Database heap (4KB) (DBHEAP)
Catalog cache size (4KB) (CATALOGCACHE_SZ)
Log buffer size (4KB) (LOGBUFSZ)
Utilities heap size (4KB) (UTIL_HEAP_SZ)
SQL statement heap (4KB) (STMTHEAP)
Default application heap (4KB) (APPLHEAPSZ)

Application Memory Size (4KB)
Statistics heap size (4KB)

(APPL_MEMORY)
(STAT_HEAP_SZ)

(DLCHKTIME)
(LOCKTIMEOUT)

Interval for checking deadlock (ms)
Lock timeout (sec)

Changed pages threshold

Number of asynchronous page cleaners
Number of I/0 servers

Sequential detect flag

Default prefetch size (pages)

(CHNGPGS_THRESH)
(NUM_IOCLEANERS)
(NUM_IOSERVERS)
(SEQDETECT)
(DFT_PREFETCH_SZ)
Track modified pages (TRACKMOD)
Default number of containers

Default tablespace extentsize (pages) (DFT_EXTENT_SZ)

Max number of active applications (MAXAPPLS)
Average number of active applications (AVG_APPLS)
Max DB files open per application (MAXFILOP)

0x1000
0x1000

us

1208
UTF-8

1
IDENTITY

OFF
OFF
OFF
8192

OFF
ENABLE

NO

5

1

NO

0
SYSTEM
10

20

ROUND_HALF_EVEN
NO

NO
NO
NO

YES

NO
NO

OFF

AUTOMATIC (280512)
100

4096

10

(MAXAPPLS*8)

5000

256

AUTOMATIC(1200)
(MAXAPPLS*5)

256

5000

AUTOMATIC (8192)
AUTOMATIC (256)
AUTOMATIC (40000)
AUTOMATIC (4384)

10000
=4l

60
AUTOMATIC(1)
AUTOMATIC(6)
YES
AUTOMATIC

NO

1
32

AUTOMATIC (40)
AUTOMATIC(1)
61440
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Log file size (4KB) (LOGFILSIZ) =
Number of primary log files (LOGPRIMARY) =
Number of secondary log files (LOGSECOND) =
Changed path to log files (NEWLOGPATH) =
Path to log files =
LOGSTREAMOOOO/

Overflow log path (OVERFLOWLOGPATH) =
Mirror log path (MIRRORLOGPATH) =
First active log file =
Block log on disk full (BLK_LOG_DSK_FUL) =
Block non logged operations (BLOCKNONLOGGED) =
Percent max primary log space by transaction (MAX_LOG) =
Num. of active log files for 1 active UOW(NUM_LOG_SPAN) =
Percent log file reclaimed before soft chckpt (SOFTMAX) =
Target for oldest page in LBP (PAGE_AGE_TRGT_MCR) =
Target for oldest page in GBP (PAGE_AGE_TRGT_GCR) =
HADR database role =
HADR local host name (HADR_LOCAL_HOST) =
HADR local service name (HADR_LOCAL_SVC) =
HADR remote host name (HADR_REMOTE_HOST) =
HADR remote service name (HADR_REMOTE_SVC) =
HADR instance name of remote server (HADR_REMOTE_INST) =
HADR timeout value (HADR_TIMEOUT) =
HADR target list (HADR_TARGET_LIST) =
HADR log write synchronization mode (HADR_SYNCMODE) =
HADR spool log data limit (4KB) (HADR_SPOOL _LIMIT) =
HADR log replay delay (seconds) (HADR_REPLAY_DELAY) =
HADR peer window duration (seconds) (HADR_PEER_WINDOW) =
First log archive method (LOGARCHMETH1) =
Archive compression for logarchmethl (LOGARCHCOMPR1) =
Options for logarchmethl (LOGARCHOPT1) =
Second log archive method (LOGARCHMETH2) =
Archive compression for logarchmeth2 (LOGARCHCOMPR2) =
Options for logarchmeth2 (LOGARCHOPT2) =
Failover log archive path (FAILARCHPATH) =
Number of log archive retries on error (NUMARCHRETRY) =
Log archive retry Delay (secs) (ARCHRETRYDELAY) =
Vendor options (VENDOROPT) =
Auto restart enabled (AUTORESTART)
Index re-creation time and redo index build (INDEXREC)
Log pages during index build (LOGINDEXBUILD)

Default number of loadrec sessions (DFT_LOADREC_SES)
Number of database backups to retain (NUM_DB_BACKUPS)
Recovery history retention (days) (REC_HIS_RETENTN)

Auto deletion of recovery objects (AUTO_DEL_REC_0BJ)
TSM management class (TSM_MGMTCLASS) =
TSM node name (TSM_NODENAME) =
TSM owner (TSM_OWNER) =
TSM passwozrd (TSM_PASSWORD) =
Automatic maintenance (AUTO_MAINT) =
Automatic database backup (AUTO_DB_BACKUP) =
Automatic table maintenance (AUTO_TBL_MAINT) =
Automatic runstats (AUTO_RUNSTATS) =
Real-time statistics (AUTO_STMT_STATS) =
Statistical views (AUTO_STATS_VIEWS) =
Automatic sampling (AUTO_SAMPLING) =
Automatic column group statistics (AUTO_CG_STATS) =

Automatic reorganization (AUTO_REORG) =
Auto-Revalidation (AUTO_REVAL) =
CF Resource Configuration:

CF database memory size (4KB) (CF_DB_MEM_SZ) =
Group buffer pool size (4KB) (CF_GBP_SZz) =
Directory-Entry-to-Data-Area ratio (CF_DEDA_RATIO) =
Global lock memory size (4KB) (CF_LOCK_SZ) =
Shared communication area size (4KB) (CF_SCA_Sz) =

Catch up target for secondary CF (mins) (CF_CATCHUP_TRGT)

Currently Committed (CUR_COMMIT) =
CHAR output with DECIMAL input (DEC_TO_CHAR_FMT) =
Enable XML Character operations (ENABLE_XMLCHAR) =
WLM Collection Interval (minutes) (WLM_COLLECT_INT) =
Monitor Collect Settings

Request metrics (MON_REQ_METRICS) =

176 IBM Db2 V11.5: Command Reference

1000
3
10

/home/hotel84/jwr/jwr/NODEOOOO/SQLOOOOL/

NO
NO
0
0

0
120
240

STANDARD

120

ASYNC
AUTOMATIC(0)
0

0

OFF
OFF

OFF
OFF

o)
20

ON

SYSTEM (RESTART)
OFF

1

12

366

OFF

ON
OFF
ON
ON
ON
OFF
OFF
OFF
OFF

DEFERRED

AUTOMATIC (126464)
AUTOMATIC(78336)
AUTOMATIC(4)

AUTOMATIC(19200)
AUTOMATIC (26112)

= AUTOMATIC(15)
ON

NEW

YES

0

BASE



Activity metrics
Object metrics
Routine data
Routine executable list
Unit of work events
UOW events with package list
UOW events with executable list
Lock timeout events
Deadlock events
Lock wait events
Lock wait event threshold
Number of package list entries
Lock event notification level

SMTP Server

SQL conditional compilation flags
Section actuals setting

Connect procedure

(MON_ACT_METRICS)
(MON_OBJ_METRICS)
(MON_RTN_DATA)
(MON_RTN_EXECLIST)
(MON_UOW_DATA)
(MON_UOW_PKGLIST)
(MON_UOW_EXECLIST)
(MON_LOCKTIMEOUT)
(MON_DEADLOCK)
(MON_LOCKWAIT)
(MON_LW_THRESH)
(MON_PKGLIST_SZ)
(MON_LCK_MSG_LVL)

(SMTP_SERVER)
(SQL_CCFLAGS)
(SECTION_ACTUALS)
(CONNECT_PROC)

Adjust temporal SYSTEM_TIME period (SYSTIME_PERIOD_ADJ)

Log DDL Statements

Log Application Information

Default data capture on new Schemas
Default table organization

Default string units

National character string mapping
Database is in write suspend state
Extended row size support

Optimize directed workloads

(LOG_DDL_STMTS)
(LOG_APPL_INFO)
(DFT_SCHEMAS_DCC)
(DFT_TABLE_ORG)
(STRING_UNITS)
(NCHAR_MAPPING)

(EXTENDED_ROW_SZ)
(OPT_DIRECT_WRKLD)

BASE
EXTENDED
NONE

OFF

NONE

OFF

OFF

NONE
WITHOUT_HIST
NONE
5000000
32

1

NONE

NO
NO

NO

NO

ROW
SYSTEM
CHAR_CU32
NO

ENABLE

NO

The following example shows the output of the command when you specify the SHOW DETAIL option in
a Db2 pureScale environment. The value in the Delayed Value column is the value that will be applied
the next time that you start the instance.

Database Configuration for Database sample

Description

Parameter

Current Value

Delayed Value

Database configuration release level
Database release level

Database
Database
Database
Database
Database
IDENTITY
Alternate collating sequence

territory
code page
code set
country/region code
collating sequence

Number compatibility
Varchar2 compatibility
Date compatibility
Database page size
8192

Statement concentrator
OFF

Discovery support for this database
ENABLE

Restrict access
Default query optimization class

Degree of parallelism
1

Continue upon arithmetic exceptions
NO

Default refresh age
0

(ALT_COLLATE)

(STMT_CONC)

(DISCOVER_DB)

(DFT_QUERYOPT)
(DFT_DEGREE)
(DFT_SQLMATHWARN)
(DFT_REFRESH_AGE)

Default maintained table types for opt (DFT_MTTB_TYPES)

SYSTEM

Number of frequent values retained
10

Number of quantiles retained
20

Decimal floating point rounding mode
ROUND_HALF_EVEN

(NUM_FREQVALUES)
(NUM_QUANTILES)

(DECFLT_ROUNDING)

0x1000
0x1000

us

1208
UTF-8

1
IDENTITY

OFF
OFF
OFF
8192

OFF
ENABLE
NO

5

1

NO

0
SYSTEM

10
20

ROUND_HALF_EVEN
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Backup pending

All committed transactions have been written to disk
Rollforward pending

Restore pending

Multi-page file allocation enabled

Log retain for recovery status
User exit for logging status

Self tuning memory (SELF_TUNING_MEM)

OFF

Size of database shared memory (4KB) (DATABASE_MEMORY)
AUTOMATIC(280512)

Database memory threshold (DB_MEM_THRESH)
100

Max storage for lock list (4KB) (LOCKLIST)
4096

Percent. of lock lists per application (MAXLOCKS)
10

Package cache size (4KB) (PCKCACHESZ)
(MAXAPPLS*8)

Sort heap thres for shared sorts (4KB) (SHEAPTHRES_SHR)
5000

Sort list heap (4KB) (SORTHEAP)
256

Database heap (4KB) (DBHEAP)
AUTOMATIC(1200)

Catalog cache size (4KB) (CATALOGCACHE_SZ)
(MAXAPPLS*5)

Log buffer size (4KB) (LOGBUFSZ)
256

Utilities heap size (4KB) (UTIL_HEAP_SZ)
5000

SQL statement heap (4KB) (STMTHEAP)
AUTOMATIC(8192)

Default application heap (4KB) (APPLHEAPSZ)
AUTOMATIC (256)

Application Memory Size (4KB) (APPL_MEMORY)
AUTOMATIC (40000)

Statistics heap size (4KB) (STAT_HEAP_SZ)
AUTOMATIC(4384)

Interval for checking deadlock (ms) (DLCHKTIME)
10000

Lock timeout (sec) (LOCKTIMEOUT)
=1

Changed pages threshold (CHNGPGS_THRESH)
60

Number of asynchronous page cleaners (NUM_IOCLEANERS)

AUTOMATIC(1)

Number of I/0 servers (NUM_IOSERVERS)
AUTOMATIC(6)

Sequential detect flag (SEQDETECT)
YES

Default prefetch size (pages) (DFT_PREFETCH_SZ)
AUTOMATIC

Track modified pages (TRACKMOD)
NO

Default number of containers
1

Default tablespace extentsize (pages) (DFT_EXTENT_SZ)
32

Max number of active applications (MAXAPPLS)
AUTOMATIC (40)

Average number of active applications (AVG_APPLS)
AUTOMATIC(1)

Max DB files open per application (MAXFILOP)
61440

Log file size (4KB) (LOGFILSIZ)
1000

Number of primary log files (LOGPRIMARY)
3

Number of secondary log files (LOGSECOND)
10
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NO
NO
NO
NO
YES

NO
NO

OFF

AUTOMATIC (280512)

100

4096

10
(MAXAPPLS*8)
5000

256

AUTOMATIC (1200)

(MAXAPPLS*5)
256
5000

AUTOMATIC(8192)

AUTOMATIC(256)

AUTOMATIC (40016)
AUTOMATIC(4384)

10000
=1l

60
AUTOMATIC(6)
AUTOMATIC(6)
YES
AUTOMATIC

NO

1
32

AUTOMATIC (40)
AUTOMATIC(1)
61440
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Changed path to log files (NEWLOGPATH)
_Path to log files

hotel84/jwr/jwr/
Overflow log path (OVERFLOWLOGPATH)
Mirror log path (MIRRORLOGPATH)

First active log file

Block log on disk full (BLK_LOG_DSK_FUL)
NO
Block non logged operations (BLOCKNONLOGGED)
NO

Percent max primary log space by transaction (MAX_LOG)

Num. of active log files for 1 active UOW(NUM_LOG_SPAN)
0

Percent log file reclaimed before soft chckpt (SOFTMAX)
0]

Target for oldest page in LBP (PAGE_AGE_TRGT_MCR)
120

Target for oldest page in GBP (PAGE_AGE_TRGT_GCR)
240

HADR database role
STANDARD

HADR local host name (HADR_LOCAL_HOST)
HADR local service name (HADR_LOCAL_SVC)
HADR remote host name (HADR_REMOTE_HOST)
HADR remote service name (HADR_REMOTE_SVC)

HADR instance name of remote server (HADR_REMOTE_INST)

HADR timeout value (HADR_TIMEOUT)
120

HADR target list (HADR_TARGET_LIST)

HADR log write synchronization mode (HADR_SYNCMODE)
ASYNC

HADR peer window duration (seconds) (HADR_PEER_WINDOW)
0

First log archive method (LOGARCHMETH1)
OFF

Archive compression for logarchmethl (LOGARCHCOMPR1)
OFF

Options for logarchmethl (LOGARCHOPT1)
Second log archive method (LOGARCHMETH2)
OFF

Archive compression for logarchmeth2 (LOGARCHCOMPR2)
OFF
Options for logarchmeth2 (LOGARCHOPT2)

Failover log archive path (FAILARCHPATH)

Number of log archive retries on error (NUMARCHRETRY)
5

Log archive retry Delay (secs) (ARCHRETRYDELAY)
20

Vendor options (VENDOROPT)
Auto restart enabled (AUTORESTART)
ON

Index re-creation time and redo index build (INDEXREC)
(RESTART)

Log pages during index build (LOGINDEXBUILD)
OFF

Default number of loadrec sessions (DFT_LOADREC_SES)
1

Number of database backups to retain (NUM_DB_BACKUPS)
12

Recovery history retention (days) (REC_HIS_RETENTN)

= /home/hotel84/jwxr/jwx/ /home/

NODE0®OOO/SQLOOOOL/ NODE0®OOO/SQLOBOOL/
LOGSTREAMOOOO/ LOGSTREAMOOOO/

= NO
= NO

=0
= 120
= 240

= STANDARD

= 120

= ASYNC

= OFF
= OFF

= OFF
= OFF

= 20

= ON

= SYSTEM (RESTART) SYSTEM
= OFF

=1

=12

= 366
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366
Auto deletion of recovery objects
OFF

TSM management class
TSM node name
TSM owner

TSM password

Automatic maintenance
ON
Automatic database backup
OFF
Automatic table maintenance
ON
Automatic runstats

(AUTO_DEL_REC_0OBJ)

(TSM_MGMTCLASS)
(TSM_NODENAME)
(TSM_OWNER)
(TSM_PASSWORD)

(AUTO_MAINT)
(AUTO_DB_BACKUP)
(AUTO_TBL_MAINT)

(AUTO_RUNSTATS)
(AUTO_STMT_STATS)
(AUTO_STATS_VIEWS)
(AUTO_SAMPLING)

Automatic column group statistics (AUTO_CG_STATS)

ON

Real-time statistics
ON

Statistical views
OFF

Automatic sampling

Automatic reorganization

OFF

Auto-Revalidation
DEFERRED
CF Resource Configuration:
CF database memory size (4KB)
AUTOMATIC (126464)
Group buffer pool size (4KB)
AUTOMATIC(78336)

Directory-Entry-to-Data-Area ratio

AUTOMATIC(4)
Global lock memory size (4KB)
AUTOMATIC(19200)

Shared communication area size (4KB)

AUTOMATIC(26112)

(AUTO_REORG)

(AUTO_REVAL)

(CF_DB_MEM_SZ)
(CF_GBP_SZ)
(CF_DEDA_RATIO)
(CF_LOCK_SZ)
(CF_SCA_SZ)

= OFF

= ON
= OFF

= ON

= ON

= ON

= OFF

FF OFF

0
OFF OFF
OFF

= DEFERRED

= AUTOMATIC(126464)
= AUTOMATIC(78336)
= AUTOMATIC(3)

= AUTOMATIC(19200)
= AUTOMATIC(26112)

Catch up target for secondary CF (mins) (CF_CATCHUP_TRGT) = AUTOMATIC(15)

AUTOMATIC(15)

Currently Committed

0('gHAR output with DECIMAL input
NEwable XML Character operations
YﬁEM Collection Interval (minutes)

Monitor Collect Settings
Request metrics

BASE

Activity metrics
BASE

Object metrics
EXTENDED

Routine data

NONE

Routine executable list

OFF

Unit of work events
NONE

UOW events with package list
OFF
UOW events with executable list
OFF
Lock timeout events
NONE
Deadlock events
WITHOUT_HIST
Lock wait events
NONE
Lock wait event threshold
5000000

(CUR_COMMIT)
(DEC_TO_CHAR_FMT)
(ENABLE_XMLCHAR)
(WLM_COLLECT_INT)

(MON_REQ_METRICS)
(MON_ACT_METRICS)
(MON_OBJ_METRICS)
(MON_RTN_DATA)
(MON_RTN_EXECLIST)
(MON_UOW_DATA)
(MON_UOW_PKGLIST)
(MON_UOW_EXECLIST)
(MON_LOCKTIMEOUT)
(MON_DEADLOCK)
(MON_LOCKWAIT)
(MON_LW_THRESH)
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= ON
= NEW
= YES
=0

= BASE
= BASE

= EXTENDED

= NONE

= OFF

= NONE

= OFF

= OFF

= NONE

= WITHOUT_HIST
= NONE

= 5000000



Number of package list entries (MON_PKGLIST_SZ)
32

1Lock event notification level (MON_LCK_MSG_LVL)
SMTP Server (SMTP_SERVER)
=SQL conditional compilation flags (SQL_CCFLAGS)
:Section actuals setting (SECTION_ACTUALS)
Nggﬁnect procedure (CONNECT_PROC)
) djust temporal SYSTEM_TIME period (SYSTIME_PERIOD_ADJ)
NEog DDL Statements (LOG_DDL_STMTS)
Egog Application Information (LOG_APPL_INFO)

Default data capture on new Schemas (DFT_SCHEMAS_DCC)
NO

HADR spool log data limit (4KB) (HADR_SPOOL _LIMIT)
AUTOMATIC(O)

HADR log replay delay (seconds) (HADR_REPLAY_DELAY)
0

Default table organization (DFT_TABLE_ORG)
ROW

Default string units (STRING_UNITS)
SYSTEM

National character string mapping (NCHAR_MAPPING)
CHAR_CU32

Database is in write suspend state

Extended row size support (EXTENDED_ROW_SZ)
ENABLE

Optimize directed workloads (OPT_DIRECT_WRKLD)
NO

32

NONE

NO

NO

NO

NO
AUTOMATIC(0)
0

ROW

SYSTEM
CHAR_CU32

NO
ENABLE

NO

The following example is a sample output after running the GET DATABASE CONFIGURATION command
on a Db2 environment with a Windows operating system:

Database Configuration for Database sample

Database configuration release level = 0x1000
Database release level = 0x1000
Database territory = US
Database code page = 1208
Database code set = UTF-8
Database country/region code =1
Database collating sequence = IDENTITY
Alternate collating sequence (ALT_COLLATE) =

Number compatibility = OFF
Varchar2 compatibility = OFF
Date compatibility = OFF
Database page size = 8192
Statement concentrator (STMT_CONC) = OFF
Discovery support for this database (DISCOVER_DB) = ENABLE
Restrict access = NO
Default query optimization class (DFT_QUERYOPT) = 5
Degree of parallelism (DFT_DEGREE) = 1
Continue upon arithmetic exceptions (DFT_SQLMATHWARN) = NO
Default refresh age (DFT_REFRESH_AGE) = 0
Default maintained table types for opt (DFT_MTTB_TYPES) = SYSTEM
Number of frequent values retained (NUM_FREQVALUES) = 10
Number of quantiles retained (NUM_QUANTILES) = 20

Decimal floating point rounding mode (DECFLT_ROUNDING) = ROUND_HALF_EVEN

Backup pending

All committed transactions have been written to disk

Rollforward pending
Restore pending

Multi-page file allocation enabled

Log retain for recovery status

= NO

NO
NO
NO

YES
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User exit for logging status

(SELF_TUNING_MEM)
(DATABASE_MEMORY)
(DB_MEM_THRESH)

Self tuning memory
Size of database shared memory (4KB)
Database memory threshold

Max storage for lock list (4KB) (LOCKLIST)
Percent. of lock lists per application (MAXLOCKS)
Package cache size (4KB) (PCKCACHESZ)

Sort heap thres for shared sorts (4KB) (SHEAPTHRES_SHR)

Sort list heap (4KB) (SORTHEAP)
Database heap (4KB) (DBHEAP)
Catalog cache size (4KB) (CATALOGCACHE_SZ)
Log buffer size (4KB) (LOGBUFSZ)
Utilities heap size (4KB) (UTIL_HEAP_SZ)
SQL statement heap (4KB) (STMTHEAP)
Default application heap (4KB) (APPLHEAPSZ)

(APPL_MEMORY)
(STAT_HEAP_SZ)

Application Memory Size (4KB)
Statistics heap size (4KB)

(DLCHKTIME)
(LOCKTIMEOUT)

Interval for checking deadlock (ms)
Lock timeout (sec)

Changed pages threshold

Number of asynchronous page cleaners
Number of I/0 servers

Sequential detect flag

Default prefetch size (pages)

(CHNGPGS_THRESH)
(NUM_IOCLEANERS)
(NUM_IOQOSERVERS)
(SEQDETECT)
(DFT_PREFETCH_SZ)
Track modified pages (TRACKMOD)
Default number of containers

Default tablespace extentsize (pages) (DFT_EXTENT_SZ)

Max number of active applications (MAXAPPLS)
Average number of active applications (AVG_APPLS)
Max DB files open per application (MAXFILOP)
Log file size (4KB) (LOGFILSIZ)
Number of primary log files (LOGPRIMARY)
Number of secondary log files (LOGSECOND)
Changed path to log files (NEWLOGPATH)
Path to log files

Overflow log path (OVERFLOWLOGPATH)
Mirror log path (MIRRORLOGPATH)

First active log file
Block log on disk full
Block non logged operations (BLOCKNONLOGGED)
Percent max primary log space by transaction (MAX_LOG)
Num. of active log files for 1 active UOW(NUM_LOG_SPAN)

(BLK_LOG_DSK_FUL)

Percent log file reclaimed before soft chckpt (SOFTMAX)
Target for oldest page in LBP (PAGE_AGE_TRGT_MCR)

HADR
HADR
HADR
HADR

database role
local host name
local service name
remote host name

(HADR_LOCAL_HOST)
(HADR_LOCAL_SVC)
(HADR_REMOTE_HOST)

HADR remote service name (HADR_REMOTE_SVC)
HADR instance name of remote server (HADR_REMOTE_INST)
HADR timeout value (HADR_TIMEOUT)
HADR target list (HADR_TARGET_LIST)

HADR
HADR

(HADR_SYNCMODE)
(HADR_SPOOL_LIMIT)

log write synchronization mode
spool log data limit (4KB)

HADR log replay delay (seconds) (HADR_REPLAY_DELAY)
HADR peer window duration (seconds) (HADR_PEER_WINDOW)
First log archive method (LOGARCHMETH1)
Archive compression for logarchmethl (LOGARCHCOMPR1)
Options for logarchmethl (LOGARCHOPT1)
Second log archive method (LOGARCHMETH2)
Archive compression for logarchmeth2 (LOGARCHCOMPR2)
Options for logarchmeth2 (LOGARCHOPT2)
Failover log archive path (FAILARCHPATH)
Number of log archive retries on error (NUMARCHRETRY)
Log archive retry Delay (secs) (ARCHRETRYDELAY)
Vendor options (VENDOROPT)
Auto restart enabled (AUTORESTART)

Index re-creation time and redo index build (INDEXREC)
Log pages during index build (LOGINDEXBUILD)
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NO

OFF
AUTOMATIC (44688)
100

4096

22

(MAXAPPLS*8)
5000

256

AUTOMATIC (600)
(MAXAPPLS*5)

256

5000
AUTOMATIC(8192)
AUTOMATIC (256)
AUTOMATIC (40000)
AUTOMATIC (4384)

10000
=4l

60
AUTOMATIC(1)
AUTOMATIC(3)
YES
AUTOMATIC

NO

1
32

AUTOMATIC (40)
AUTOMATIC(21)
65535

1000
3
10

D:\DB3\NODEOOOO\SQLOOOOL

\LOGSTREAMO0OOO\

NO
NO
0
0

0
240

STANDARD

120

NEARSYNC
AUTOMATIC(0)
0

0

OFF
OFF

OFF
OFF

o)
20

ON
SYSTEM (RESTART)
OFF



Default number of loadrec sessions
Number of database backups to retain
Recovery history retention (days)
Auto deletion of recovery objects

TSM
TSM
TSM
TSM

management class
node name

owner

password

Automatic maintenance
Automatic database backup
Automatic table maintenance

Automatic runstats
Real-time statistics
Statistical views
Automatic sampling

(DFT_LOADREC_SES)
(NUM_DB_BACKUPS)
(REC_HIS_RETENTN)
(AUTO_DEL_REC_0BJ)

(TSM_MGMTCLASS)
(TSM_NODENAME)
(TSM_OWNER)
(TSM_PASSWORD)

(AUTO_MAINT)
(AUTO_DB_BACKUP)
(AUTO_TBL_MAINT)

(AUTO_RUNSTATS)
(AUTO_STMT_STATS)
(AUTO_STATS_VIEWS)
(AUTO_SAMPLING)

Automatic column group statistics (AUTO_CG_STATS)

Automatic reorganization

Auto-Revalidation
Currently Committed
CHAR output with DECIMAL input
Enable XML Character operations
WLM Collection Interval (minutes)
Monitor Collect Settings
Request metzrics
Activity metrics
Object metrics
Routine data
Routine executable list
Unit of work events
UOW events with package list
UOW events with executable list
Lock timeout events
Deadlock events
Lock wait events
Lock wait event threshold
Number of package list entries
Lock event notification level

SMTP Server

SQL conditional compilation flags
Section actuals setting

Connect procedure

(AUTO_REORG)

(AUTO_REVAL)
(CUR_COMMIT)
(DEC_TO_CHAR_FMT)
(ENABLE_XMLCHAR)
(WLM_COLLECT_INT)

(MON_REQ_METRICS)
(MON_ACT_METRICS)
(MON_OBJ_METRICS)
(MON_RTN_DATA)
(MON_RTN_EXECLIST)
(MON_UOW_DATA)
(MON_UOW_PKGLIST)
(MON_UOW_EXECLIST)
(MON_LOCKTIMEOUT)
(MON_DEADLOCK)
(MON_LOCKWAIT)
(MON_LW_THRESH)
(MON_PKGLIST_SZ)
(MON_LCK_MSG_LVL)

(SMTP_SERVER)
(SQL_CCFLAGS)
(SECTION_ACTUALS)
(CONNECT_PROC)

Adjust temporal SYSTEM_TIME period (SYSTIME_PERIOD_ADJ)

Log DDL Statements

Log Application Information

Default data capture on new Schemas
Default table organization

Default string units

National character string mapping
Database is in write suspend state
Extended row size support

(LOG_DDL_STMTS)
(LOG_APPL_INFO)
(DFT_SCHEMAS_DCC)
(DFT_TABLE_ORG)
(STRING_UNITS)
(NCHAR_MAPPING)

(EXTENDED_ROW_SZ)

12
366
OFF

ON
OFF
ON
ON
ON
OFF
OFF
OFF
OFF

DEFERRED
ON

NEW

YES

0

BASE
BASE
EXTENDED
NONE

OFF

NONE

OFF

OFF

NONE
WITHOUT_HIST
NONE
5000000
32

1

NONE

NO
NO

NO

NO

ROW
SYSTEM
CHAR_CU32
NO

ENABLE

Important: The softmax database configuration parameter is deprecated and might be removed in a
future release. For more information, see Some database configuration parameters are deprecated in

What's New for Db2 Version 10.5.

Usage notes

If the database configuration file is invalid, the database must be restored from a backup version.

To set the database configuration parameters to the database manager defaults, use the RESET

DATABASE CONFIGURATION command.

To retrieve information from all database partitions, use the SYSIBMADM.DBCFG administrative view.

The configuration parameter values that are returned by issuing the GET DATABASE CONFIGURATION
command might vary slightly from the configuration parameter values allocated in DISK.
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GET DATABASE MANAGER CONFIGURATION

The GET DATABASE MANAGER CONFIGURATION command returns the values of individual entries in the
database manager configuration file.

Authorization

None

Required connection

None or instance. An instance attachment is not required to perform local database manager
configuration operations, but is required to perform remote database manager configuration operations.
To display the database manager configuration for a remote instance, it is necessary to first attach to that
instance. The SHOW DETAIL clause requires an instance attachment.

Command syntax

»— GET —~— DATABASE MANAGER CONFIGURATION L J ><
— DB MANAGER CONFIG —— SHOW DETAIL

- DBM 7 - CFG 7

Command parameters

SHOW DETAIL
Shows the current values of database configuration parameters and the value of the parameters that
will be used the next time that you start the database manager. This option displays the result of
dynamic changes to configuration parameters.

This is a default clause when operating in the CLPPlus interface. SHOW DETAIL need not be called
when using CLPPlus processor.

Examples

Both node type and platform determine which configuration parameters are listed.

The following example is a sample output after running the GET DATABASE MANAGER CONFIGURATION
command on a Linux operating system with a Db2 pureScale instance:

Database Manager Configuration
Node type = Enterprise Server Edition with local and remote clients

0x0e00

Database manager configuration release level

CPU speed (millisec/instruction) (CPUSPEED) = 4.000000e-05

Communications bandwidth (MB/sec) (COMM_BANDWIDTH) = 1.000000e+02

Max number of concurrently active databases (NUMDB) = 1

Federated Database System Support (FEDERATED) = NO

Transaction processor monitor name (TP_MON_NAME) =

Default charge-back account (DFT_ACCOUNT_STR) =

Java Development Kit installation path (JDK_PATH) = /home/db2instl/sqllib/java/jdké4
Diagnostic error capture level (DIAGLEVEL) = 3

Notify Level (NOTIFYLEVEL) = 3

Diagnostic data directory path (DIAGPATH) = /home/hotel67/db2instl/sqllib/

db2dump/ $m

Current member resolved DIAGPATH
db2dump/DIAGOOOO

Alternate diagnostic data directory path (ALT_DIAGPATH)

/home/hotel67/db2instl/sqllib/

/home/hotel67/db2instl/sqllib/
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db2altdump/ $m

Current member resolved ALT_DIAGPATH
db2altdump/DIAGOOOO

Size of rotating db2diag & notify logs (MB) (DIAGSIZE)
Default database monitor switches

Buffer pool (DFT_MON_BUFPOOL)

Lock (DFT_MON_LOCK)
Sort (DFT_MON_SORT)
Statement (DFT_MON_STMT)
Table (DFT_MON_TABLE)
Timestamp (DFT_MON_TIMESTAMP)

Unit of work
Monitor health of instance and databases

(DFT_MON_UOW)
(HEALTH_MON)

SYSADM group name
SYSCTRL group name
SYSMAINT group name
SYSMON group name

(SYSADM_GROUP)
(SYSCTRL_GROUP)
(SYSMAINT_GROUP)
(SYSMON_GROUP)

Client Userid-Password Plugin
Client Kerberos Plugin

Group Plugin

GSS Plugin for Local Authorization
Server Plugin Mode

Server List of GSS Plugins
Server Userid-Password Plugin
Server Connection Authentication
Cluster manager

(CLNT_PW_PLUGIN)
(CLNT_KRB_PLUGIN)
(GROUP_PLUGIN)
(LOCAL_GSSPLUGIN)
(SRV_PLUGIN_MODE)
(SRVCON_GSSPLUGIN_LIST)
(SRVCON_PW_PLUGIN)
(SRVCON_AUTH)

Database manager authentication (AUTHENTICATION)
Alternate authentication (ALTERNATE_AUTH_ENC)
Cataloging allowed without authority (CATALOG_NOAUTH)
Trust all clients (TRUST_ALLCLNTS)
Trusted client authentication (TRUST_CLNTAUTH)
Bypass federated authentication (FED_NOAUTH)
Default database path (DFTDBPATH)
(MON_HEAP_SZ)
(JAVA_HEAP_SZ)

Database monitor heap size (4KB)

Java Virtual Machine heap size (4KB)
Audit buffer size (4KB) (AUDIT_BUF_SZ)
Size of instance shared memory (4KB) (INSTANCE_MEMORY)
Instance memory for restart light (%) (RSTRT_LIGHT_MEM)
Backup buffer default size (4KB) (BACKBUFSZ)
Restore buffer default size (4KB) (RESTBUFSZ)

(AGENT_STACK_SZ)
(SHEAPTHRES)

Agent stack size

Sort heap threshold (4KB)
Directory cache support (DIR_CACHE)
(ASLHEAPSZ)

(RQRIOBLK)
(QUERY_HEAP_SZ)

Application support layer heap size (4KB)
Max requester I/0 block size (bytes)
Query heap size (4KB)

Workload impact by throttled utilities(UTIL_IMPACT_LIM)

(AGENTPRI)
(NUM_POOLAGENTS)
(NUM_INITAGENTS)

(MAX_COORDAGENTS)
(MAX_CONNECTIONS)

Priority of agents

Agent pool size

Initial number of agents in pool
Max number of coordinating agents
Max number of client connections

(KEEPFENCED)
(FENCED_POOL)
(NUM_INITFENCED)

Keep fenced process

Number of pooled fenced processes
Initial number of fenced processes
Index re-creation time and redo index build (INDEXREC)

(TM_DATABASE)

Transaction manager database name _
(RESYNC_INTERVAL)

Transaction resync interval (sec)

/home/hotelé67/db2instl/sqllib/
0]

OFF
OFF
OFF
OFF
OFF
ON

OFF
OFF

DB2ADMIN

UNFENCED

NOT_SPECIFIED
TSA

SERVER
NOT_SPECIFIED
NO

YES

CLIENT

NO

= /home/db2instl

AUTOMATIC (90)

2048

0

AUTOMATIC (1705741)
AUTOMATIC(10)

1024

1024

1024
0

YES
15

65535
1000

= 10

SYSTEM

AUTOMATIC(100)

0

AUTOMATIC (200)

AUTOMATIC (MAX_COORDAGENTS)

YES

AUTOMATIC (MAX_COORDAGENTS)
0

RESTART

1ST_CONN
180
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SPM name

SPM log size

SPM resync agent limit
SPM log path

TCP/IP Service name
Discovery mode
Discover server instance

SSL
SSL
SSL
SSL
SSL
SSL
SSL
SSL

server keydb file

server stash file

server certificate label
service name

cipher specs

versions

client keydb file

client stash file

Maximum query degree of parallelism

Enable intra-partition parallelism

Maximum Asynchronous TQs per query

(SPM_NAME)
(SPM_LOG_FILE_SZ)
(SPM_MAX_RESYNC)
(SPM_LOG_PATH)

(SVCENAME)
(DISCOVER)
(DISCOVER_INST)

(SSL_SVR_KEYDB)
(SSL_SVR_STASH)
(SSL_SVR_LABEL)
(SSL_SVCENAME)
(SSL_CIPHERSPECS)
(SSL_VERSIONS)
(SSL_CLNT_KEYDB)
(SSL_CLNT_STASH)

(MAX_QUERYDEGREE)
(INTRA_PARALLEL)

(FEDERATED_ASYNC)

No. of int. communication buffers(4KB) (FCM_NUM_BUFFERS)

No. of int. communication channels
Node connection elapse time (sec)

(FCM_NUM_CHANNELS)

(CONN_ELAPSE)

Max number of node connection retries (MAX_CONNRETRIES)
Max time difference between nodes (min) (MAX_TIME_DIFF)

db2start/db2stop timeout (min)

CF Server Configuration:
Memory size (4KB)
Number of worker threads
Number of connections
Diagnostic error capture level
Diagnostic data directory path

(START_STOP_TIME)

(CF_MEM_SZ)
(CF_NUM_WORKERS)
(CF_NUM_CONNS)
(CF_DIAGLEVEL)
(CF_DIAGPATH)

db2dump/ $m
Current member resolved CF_DIAGPATH
db2dump/DIAGOOOO/

256
20

SEARCH
ENABLE

ANY
NO

0

AUTOMATIC (4096)
AUTOMATIC(2048)
g
g
1

= 10

AUTOMATIC

AUTOMATIC

AUTOMATIC

2
/home/hotelé67/db2instl/sqllib/

/home/hotel67/db2instl/sqllib/

The following output sample shows the information that is displayed when you specify the SHOW DETAIL
option. The value that appears in the Delayed Value column is the value that will be in effect the next

time you start the database manager instance.

Database Manager Configuration

Delayed Value

Node type = Enterprise Server Edition with local and remote clients
Description Parameter Current Value
Database manager configuration release level = ox0e00
CPU speed (millisec/instruction) (CPUSPEED) 4.000000e-05

Communications bandwidth (MB/sec) (COMM_BANDWIDTH) 1.000000e+02
(NUMDB)
(FEDERATED)

(TP_MON_NAME)

1
NO

Max number of concurrently active databases
Federated Database System Support
Transaction processor monitor name

Default charge-back account (DFT_ACCOUNT_STR)

Java Development Kit installation path (JDK_PATH) =
jdk64

Diagnostic error capture level (DIAGLEVEL) 3
Notify Level (NOTIFYLEVEL) 3
Diagnostic data directory path (DIAGPATH)

Current member resolved DIAGPATH
Alternate diagnostic data directory path (ALT_DIAGPATH)
Current member resolved ALT_DIAGPATH

Size of rotating db2diag & notify logs (MB)

(DIAGSIZE)

Default database monitor switches

Buffer pool (DFT_MON_BUFPOOL) = OFF
Lock (DFT_MON_LOCK) = OFF
Sort (DFT_MON_SORT) = OFF
Statement (DFT_MON_STMT) = OFF
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4.000000e-05
1.000000e+02

1
NO

/home/db2instl/sqllib/java/jdk64 /home/db2instl/sqllib/java/

S
3

/home/hotel67/db2inst1/sqllib/db2dump/ $m
/home/hotel67/db2instl/sqllib/db2dump/DIAGOOOO
/home/hotel67/db2instl/sqllib/db2altdump/ $m
/home/hotel67/db2instl/sqllib/db2altdump/DIAGOOOO
0 0

OFF
OFF
OFF
OFF



Table

Timestamp

Unit of work
Monitor health of instance and databases

(DFT_MON_TABLE)
(DFT_MON_TIMESTAMP)
(DFT_MON_UOW)

(HEALTH_MON)

(SYSADM_GROUP)
(SYSCTRL_GROUP)
(SYSMAINT_GROUP)
(SYSMON_GROUP)

SYSADM group name
SYSCTRL group name
SYSMAINT group name
SYSMON group name

Client Userid-Password Plugin (CLNT_PW_PLUGIN)

Client Kerberos Plugin (CLNT_KRB_PLUGIN)
Group Plugin (GROUP_PLUGIN)
GSS Plugin for Local Authorization (LOCAL_GSSPLUGIN)
Server Plugin Mode (SRV_PLUGIN_MODE)
Server List of GSS Plugins (SRVCON_GSSPLUGIN_LIST)
Server Userid-Password Plugin (SRVCON_PW_PLUGIN)

Server Connection Authentication
Cluster manager

(SRVCON_AUTH)

(AUTHENTICATION)
(ALTERNATE_AUTH_ENC)
(CATALOG_NOAUTH)
(TRUST_ALLCLNTS)
(TRUST_CLNTAUTH)

(FED_NOAUTH)

Database manager authentication
Alternate authentication
Cataloging allowed without authority
Trust all clients

Trusted client authentication

Bypass federated authentication

Default database path

(MON_HEAP_SZ)
(JAVA_HEAP_SZ)

Database monitor heap size (4KB)

Java Virtual Machine heap size (4KB)
Audit buffer size (4KB) (AUDIT_BUF_SZ)
Size of instance shared memory (4KB) (INSTANCE_MEMORY)
Instance memory for restart light (%) (RSTRT_LIGHT_MEM)
Agent stack size (AGENT_STACK_SZ)
Sort heap threshold (4KB) (SHEAPTHRES)
Directory cache support (DIR_CACHE)
Application support layer heap size (4KB) (ASLHEAPSZ)
Max requester I/0 block size (bytes) (RQRIOBLK)
Workload impact by throttled utilities(UTIL_IMPACT_LIM)

(AGENTPRI)
(NUM_POOLAGENTS)
(NUM_INITAGENTS)

(MAX_COORDAGENTS)
(MAX_CONNECTIONS)

Priority of agents

Agent pool size

Initial number of agents in pool
Max number of coordinating agents
Max number of client connections

(KEEPFENCED)
(FENCED_POOL )
(NUM_INITFENCED)

Keep fenced process

Number of pooled fenced processes
Initial number of fenced processes
Index re-creation time and redo index build (INDEXREC)

(TM_DATABASE)
(RESYNC_INTERVAL)

Transaction manager database name
Transaction resync interval (sec)

SPM name

SPM log size

SPM resync agent limit
SPM log path

(SPM_NAME)
(SPM_LOG_FILE_SZ)
(SPM_MAX_RESYNC)
(SPM_LOG_PATH)

(SVCENAME)
(DISCOVER)
(DISCOVER_INST)

TCP/IP Service name
Discovery mode
Discover server instance

SSL
SSL

(SSL_SVR_KEYDB)
(SSL_SVR_STASH)

server keydb file
server stash file

SSL server certificate label (SSL_SVR_LABEL)
SSL service name (SSL_SVCENAME)
SSL cipher specs (SSL_CIPHERSPECS)
SSL versions (SSL_VERSIONS)

SSL
SSL

client keydb file
client stash file

(SSL_CLNT_KEYDB)
(SSL_CLNT_STASH)

(MAX_QUERYDEGREE)
(INTRA_PARALLEL)

Maximum query degree of parallelism
Enable intra-partition parallelism

Maximum Asynchronous TQs per query (FEDERATED_ASYNC)
No. of int. communication buffers(4KB) (FCM_NUM_BUFFERS)
No. of int. communication channels (FCM_NUM_CHANNELS)
Node connection elapse time (sec) (CONN_ELAPSE)
Max number of node connection retries (MAX_CONNRETRIES)
Max time difference between nodes (min) (MAX_TIME_DIFF)

(DFTDBPATH) =

OFF
ON

OFF
OFF

DB2ADMIN

UNFENCED

NOT_SPECIFIED
TSA

SERVER
NOT_SPECIFIED
NO

YES

CLIENT

NO

/home/db2instl

AUTOMATIC(90)

2048

0
AUTOMATIC(1705741)
AUTOMATIC(10)

1024

0

= YES

15
65535
10

SYSTEM
AUTOMATIC(160)
0

AUTOMATIC (200)
AUTOMATIC (MAX_COORDAGENTS)

YES
AUTOMATIC (MAX_COORDAGENTS)
0

RESTART

1ST_CONN
180

256
20

SEARCH
ENABLE

ANY
NO

0

AUTOMATIC (4096)
AUTOMATIC (2048)
3
3
1

OFF
ON

OFF
OFF

DB2ADMIN

UNFENCED

NOT_SPECIFIED
TSA

SERVER
NOT_SPECIFIED
NO

YES

CLIENT

NO

/home/db2instl

AUTOMATIC(90)

2048

0
AUTOMATIC(1705741)
AUTOMATIC(10)

1024

0

YES

15
65535
10

SYSTEM
AUTOMATIC(100)
0

AUTOMATIC(2060)
AUTOMATIC (MAX_COORDAGENTS)

YES
AUTOMATIC (MAX_COORDAGENTS)
0

RESTART

1ST_CONN
180

256
20

SEARCH
ENABLE

ANY
NO

0

AUTOMATIC (4096)
AUTOMATIC(2048)
8
3
1
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db2start/db2stop timeout (min) (START_STOP_TIME)
CF Server Configuration:
Memory size (4KB)
Number of worker threads
Number of connections
Diagnostic error capture level
Diagnostic data directory path
Current member resolved CF_DIAGPATH

(CF_MEM_SZ)
(CF_NUM_WORKERS)
(CF_NUM_CONNS)
(CF_DIAGLEVEL)
(CF_DIAGPATH)

/home/hotelé67/db2inst1/sqllib/ $m
/home/hotel67/db2instl/sqllib/db2dump/DIAGOOOO/

= 10 10

= AUTOMATIC(131072) AUTOMATIC(131072)
= AUTOMATIC(1) AUTOMATIC(1)

= AUTOMATIC(19) AUTOMATIC(19)

=2 2

The following example is a sample output after running the GET DATABASE MANAGER CONFIGURATION

command on a Windows operating system:

Database Manager Configuration

Node type =

Database manager configuration release level

Maximum total of files open
CPU speed (millisec/instruction)
Communications bandwidth (MB/sec)

(COMM_BANDWIDTH)

Enterprise Server Edition with local and remote clients

= Ox0c00
(MAXTOTFILOP) = 16000
(CPUSPEED) = 4.251098e-007

1.000000e+002

Max number of concurrently active databases (NUMDB) = 8
Federated Database System Support (FEDERATED) = NO
Transaction processor monitor name (TP_MON_NAME) =
Default charge-back account (DFT_ACCOUNT_STR) =
Java Development Kit installation path (IDK_PATH) =
Diagnostic error capture level (DIAGLEVEL) = 3
Notify Level (NOTIFYLEVEL) = 3
Diagnostic data directory path (DIAGPATH) =
Default database monitor switches
Buffer pool (DFT_MON_BUFPOOL) = OFF
Lock (DFT_MON_LOCK) = OFF
Sort (DFT_MON_SORT) = OFF
Statement (DFT_MON_STMT) = OFF
Table (DFT_MON_TABLE) = OFF
Timestamp (DFT_MON_TIMESTAMP) = ON
Unit of work (DFT_MON_UOW) = OFF
Monitor health of instance and databases (HEALTH_MON) = ON
SYSADM group name (SYSADM_GROUP) =
SYSCTRL group name (SYSCTRL_GROUP) =
SYSMAINT group name (SYSMAINT_GROUP) =
SYSMON group name (SYSMON_GROUP) =
Client Userid-Password Plugin (CLNT_PW_PLUGIN)
Client Kerberos Plugin (CLNT_KRB_PLUGIN) IBMkzrb5
Group Plugin (GROUP_PLUGIN)
GSS Plugin for Local Authorization (LOCAL_GSSPLUGIN)
Server Plugin Mode (SRV_PLUGIN_MODE) UNFENCED

Server List of GSS Plugins
Server Userid-Password Plugin
Server Connection Authentication
Cluster manager

Database manager authentication
Cataloging allowed without authority
Trust all clients

Trusted client authentication

Bypass federated authentication

Default database path

Database monitor heap size (4KB)
Java Virtual Machine heap size (4KB)
Audit buffer size (4KB)

Size of instance shared memory (4KB)
Backup buffer default size (4KB)
Restore buffer default size (4KB)

Agent stack size
Minimum committed private memory (4KB)
Private memory threshold (4KB)

Sort heap threshold (4KB)
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(SRVCON_GSSPLUGIN_LIST)
(SRVCON_PW_PLUGIN)

(SRVCON_AUTH)
(CLUSTER_MGR)

NOT_SPECIFIED

(AUTHENTICATION) = SERVER
(CATALOG_NOAUTH) = NO
(TRUST_ALLCLNTS) = YES
(TRUST_CLNTAUTH) = CLIENT
(FED_NOAUTH) = NO

(DFTDBPATH) = C:

(MON_HEAP_SZ) = AUTOMATIC
(JAVA_HEAP_SZ) = 2048
(AUDIT_BUF_SZ) = 0

(INSTANCE_MEMORY) = AUTOMATIC
(BACKBUFSZ) = 1024
(RESTBUFSZ) = 1024

(AGENT_STACK_SZ) = 16
(MIN_PRIV_MEM) = 32
(PRIV_MEM_THRESH) = 20000

(SHEAPTHRES) = 0



Directory cache support (DIR_CACHE)
Application support layer heap size (4KB) (ASLHEAPSZ)
Max requester I/0 block size (bytes) (RQRIOBLK)
Query heap size (4KB) (QUERY_HEAP_SZ7)

Workload impact by throttled utilities(UTIL_IMPACT_LIM)

Priority of agents (AGENTPRI)
Agent pool size (NUM_POOLAGENTS)
Initial number of agents in pool (NUM_INITAGENTS)
Max number of coordinating agents (MAX_COORDAGENTS)
Max number of client connections (MAX_CONNECTIONS)
Keep fenced process (KEEPFENCED)
Number of pooled fenced processes (FENCED_POOL)
Initial number of fenced processes (NUM_INITFENCED)

Index re-creation time and redo index build (INDEXREC)

Transaction manager database name (TM_DATABASE)
Transaction resync interval (sec) (RESYNC_INTERVAL)
SPM name (SPM_NAME)
SPM log size (SPM_LOG_FILE_SZ)
SPM resync agent limit (SPM_MAX_RESYNC)
SPM log path (SPM_LOG_PATH)
NetBIOS Workstation name (NNAME)
TCP/IP Service name (SVCENAME)
Discovery mode (DISCOVER)
Discover server instance (DISCOVER_INST)

Maximum query degree of parallelism (MAX_QUERYDEGREE)
Enable intra-partition parallelism (INTRA_PARALLEL)

Maximum Asynchronous TQs per query (FEDERATED_ASYNC)

No. of int. communication buffers(4KB) (FCM_NUM_BUFFERS)
No. of int. communication channels (FCM_NUM_CHANNELS)
Node connection elapse time (sec) (CONN_ELAPSE)
Max number of node connection retries (MAX_CONNRETRIES)
Max time difference between nodes (min) (MAX_TIME_DIFF)

db2start/db2stop timeout (min) (START_STOP_TIME)

YES

15
65535
1000

10

SYSTEM
AUTOMATIC
0
AUTOMATIC
AUTOMATIC

YES
AUTOMATIC
0

RESTART

1ST_CONN
180

KEON14
256
20

db2c_DB2
SEARCH
ENABLE

ANY
NO

0

AUTOMATIC
AUTOMATIC
10

5

60

10

The following output sample shows the information that is displayed when you specify the SHOW DETAIL
option on a Windows operating system. The value that appears in the Delayed Value columnis the
value that will be in effect the next time you start the database manager instance.

db2 => get dbm cfg show detail

Database Manager Configuration

Node type = Enterprise Server Edition with local and remote clients

Description Parameter

Database manager configuration release level

Maximum total of files open (MAXTOTFILOP)
CPU speed (millisec/instruction) (CPUSPEED)
Communications bandwidth (MB/sec) (COMM_BANDWIDTH)
Max number of concurrently active databases (NUMDB)
Federated Database System Support (FEDERATED)
Transaction processor monitor name (TP_MON_NAME)
Default charge-back account (DFT_ACCOUNT_STR)
Java Development Kit installation path (IDK_PATH)
Diagnostic error capture level (DIAGLEVEL)
Notify Level (NOTIFYLEVEL)
Diagnostic data directory path (DIAGPATH)

Default database monitor switches
Buffer pool (DFT_MON_BUFPOOL)

Current Value

16000

4.251098e-007
1.000000e+002

8
NO

OFF

Delayed Value

16000
4.251098e-007
1.000000e+002

8
NO

OFF
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Lock (DFT_MON_LOCK)

Sort (DFT_MON_SORT)
Statement (DFT_MON_STMT)
Table (DFT_MON_TABLE)
Timestamp (DFT_MON_TIMESTAMP)

Unit of work
Monitor health of instance and databases

(DFT_MON_UOW)
(HEALTH_MON)

SYSADM group name
SYSCTRL group name
SYSMAINT group name
SYSMON group name

(SYSADM_GROUP)
(SYSCTRL_GROUP)
(SYSMAINT_GROUP)
(SYSMON_GROUP)

Client Userid-Password Plugin (CLNT_PW_PLUGIN)

Client Kerberos Plugin (CLNT_KRB_PLUGIN)
Group Plugin (GROUP_PLUGIN)
GSS Plugin for Local Authorization (LOCAL_GSSPLUGIN)
Server Plugin Mode (SRV_PLUGIN_MODE)
Server List of GSS Plugins (SRVCON_GSSPLUGIN_LIST)
Server Userid-Password Plugin (SRVCON_PW_PLUGIN)

Server Connection Authentication
Cluster manager

(SRVCON_AUTH)
(CLUSTER_MGR)

(AUTHENTICATION)
(CATALOG_NOAUTH)
(TRUST_ALLCLNTS)
(TRUST_CLNTAUTH)

(FED_NOAUTH)

Database manager authentication
Cataloging allowed without authority
Trust all clients
Trusted client authentication
Bypass federated authentication
Default database path (DFTDBPATH)
(MON_HEAP_SZ)
(JAVA_HEAP_SZ)
(AUDIT_BUF_SZ)
(INSTANCE_MEMORY)
(BACKBUFSZ)
(RESTBUFSZ)

Database monitor heap size (4KB)
Java Virtual Machine heap size (4KB)
Audit buffer size (4KB)

Size of instance shared memory (4KB)
Backup buffer default size (4KB)
Restore buffer default size (4KB)

Agent stack size
Sort heap threshold (4KB)

(AGENT_STACK_SZ)

(SHEAPTHRES)
Directory cache support (DIR_CACHE)
(ASLHEAPSZ)

(RQRIOBLK)
(QUERY_HEAP_SZ)

Application support layer heap size (4KB)
Max requester I/0 block size (bytes)
Query heap size (4KB)

Workload impact by throttled utilities(UTIL_IMPACT_LIM)

(AGENTPRI)
(NUM_POOLAGENTS)
(NUM_INITAGENTS)

(MAX_COORDAGENTS)
(MAX_CONNECTIONS)

Priority of agents

Agent pool size

Initial number of agents in pool
Max number of coordinating agents
Max number of client connections

(KEEPFENCED)
(FENCED_POOL)

Keep fenced process

Number of pooled fenced processes
Initial number of fenced processes (NUM_INITFENCED)
Index re-creation time and redo index build (INDEXREC)

Transaction manager database name
Transaction resync interval (sec)

(TM_DATABASE)
(RESYNC_INTERVAL)

SPM name

SPM log size

SPM resync agent limit
SPM log path

(SPM_NAME)
(SPM_LOG_FILE_SZ)
(SPM_MAX_RESYNC)
(SPM_LOG_PATH)

NetBIOS Workstation name (NNAME)
TCP/IP Service name (SVCENAME)
Discovery mode (DISCOVER)
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OFF
OFF
OFF
OFF
ON

OFF
ON

IBMkrb5

UNFENCED

NOT_SPECIFIED

SERVER
NO

YES
CLIENT
NO

C:

AUTOMATIC(66)
2048

0
AUTOMATIC(73728)

1024
1024

16
0

YES

15
65535
1000

10

SYSTEM
AUTOMATIC (100)
0
AUTOMATIC(200)
AUTOMATIC (MAX_
COORDAGENTS)

YES

AUTOMATIC (MAX_
COORDAGENTS)

0

RESTART

1ST_CONN
180

KEON14
256
20

db2c_DB2
SEARCH

OFF
OFF
OFF
OFF
ON

OFF
ON

IBMkrb5

UNFENCED

NOT_SPECIFIED

SERVER
NO

YES
CLIENT
NO

C:

AUTOMATIC (66)
2048

0

AUTOMATIC(73728)
1024
1024

16
0

YES

15
65535
1000

10

SYSTEM
AUTOMATIC (100)
0
AUTOMATIC(200)
AUTOMATIC (MAX_
COORDAGENTS)

YES

AUTOMATIC (MAX_
COORDAGENTS)

0

RESTART

1ST_CONN
180

KEON14
256
20

db2c_DB2
SEARCH



Discover server instance (DISCOVER_INST) = ENABLE ENABLE

Maximum query degree of parallelism (MAX_QUERYDEGREE) = ANY ANY

Enable intra-partition parallelism (INTRA_PARALLEL) = NO NO

Maximum Asynchronous TQs per query (FEDERATED_ASYNC) = 0 0]

No. of int. communication buffers(4KB) (FCM_NUM_BUFFERS) = AUTOMATIC(4096) AUTOMATIC (4096)
No. of int. communication channels (FCM_NUM_CHANNELS) = AUTOMATIC(2048) AUTOMATIC (2048)
Node connection elapse time (sec) (CONN_ELAPSE) = 10 10

Max number of node connection retries (MAX_CONNRETRIES) = 5 5

Max time difference between nodes (min) (MAX_TIME_DIFF) = 60 60
db2start/db2stop timeout (min) (START_STOP_TIME) = 10 10

Usage notes

If an attachment to a remote instance or a different local instance exists, the values of the database
manager configuration parameters for the attached server are returned. Otherwise, the values of the
local database manager configuration parameters are returned.

If an error occurs, the information that is returned is invalid. If the configuration file is invalid, an error
message is returned. The user must drop and re-create the instance to recover.

To set the configuration parameters to the default values shipped with thedatabase manager, use the
RESET DATABASE MANAGER CONFIGURATION command.

The AUTOMATIC values that are indicated on GET DATABASE MANAGER CONFIGURATION SHOW
DETAIL for £cm_num_buffexs and £fcm_num_channels are the initial values at instance startup time
and do not reflect any automatic increasing or decreasing that might have occurred during run time.

Configuration parameters max_connections, max_cooxdagents, and num_poolagents are set to
AUTOMATIC.

Configuration parameters maxagents and maxcagents are deprecated. The following deprecated
functions are the result:

— CLP and the db2CfgSet API will tolerate updates to these parameters. However these updates will
be ignored by the Db2 database.

— CLP will no longer display these database configuration parameters when the client and server are on
the Db2 V9.5 code base. If the server is Db2 V9.5, the parameters appear to have a value of 0 output,
to earlier clients. If the client is Db2 V9.5, but the server is before Db2 V9.5, these parameters will be
displayed with the assigned values.

— db2CfgGet API will tolerate requests for SQLF_KTN_MAXAGENTS and SQLF_KTN_MAXCAGENTS,
but they will return O if the server is Db2 V9.5.

— The behavior of the db2AutoConfig API will depend on the db2VexrsionNumbexr passed in to the
API. If the version is Db2 V9.5 or later, maxagents will not be returned, but for versions before this it
will.

— The AUTOCONFIGURE CLP command will display a value for maxagents with requests from an earlier
version client (current and recommended value of 0). For current version client requests, maxagents
are displayed with an appropriate value.

— The AUTOCONFIGURE ADMIN_CMD procedure will not return information about maxagents when
the serveris Db2 V9.5 or later.

— Updates to maxagents or maxcagents through the ADMIN_CMD procedure will return successfully
but have no effect on the server if the server is Db2 V9.5 or later.

— Queries of database manager configuration parameters that use the DBMCFG administrative view will
not return rows for maxagents or maxcagents if the server is Db2 V9.5 or later.

In a future release, these configuration parameters might be removed completely.
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GET DATABASE MANAGER MONITOR SWITCHES

The GET DATABASE MANAGER MONITOR SWITCHES command displays the status of the database
system monitor switches that are currently active. Monitor switches instruct the database manager to
collect database activity information.

Each application using the database system monitor interface has its own set of monitor switches. A
database system monitor switch is ON when any of the monitoring applications has turned it ON. This
command is used to determine what data the database system monitor is currently collecting. It is
possible that more data is being collected than is specified in the default monitor switches that are set in
the database manager configuration because an application has a switch set to ON in its view.

Scope

This command is issued on the currently attached member and, by default, returns information only
for that member. In the case of multiple members per host, the currently attached member is the first
member that is listed in the db2nodes. cfg file on that host.

To issue the command for a specific member that is not the currently attached member, specify the
ATTACH_MEMBER parameter. To issue the command for all members and receive an aggregated result,
specify the GLOBAL parameter.

To change the currently attached member, issue the SET CLIENT command with the ATTACH_MEMBER
parameter . You must issue the DETACH command followed by the ATTACH command from your
application for this change to take effect.

Authorization

One of the following authorities:
- SYSADM

« SYSCTRL

« SYSMAINT
+ SYSMON

Required connection
Instance or database:

« If there is neither an attachment to an instance, nor a connection to a database, a default instance
attachment is created.

« If there is both an attachment to an instance, and a database connection, the instance attachment is
used.

To display the settings for a remote instance, or for a different local instance, it is necessary to first attach
to that instance.

Command syntax
»— GET —— DATABASE MANAGER ———— MONITOR SWITCHES —»
M——— DB MANAGER ——

- DBM o

>d

t AT MEMBER — member-number
GLOBAL
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Command parameters

AT MEMBER member-number
Specifies the member for which the status of the database manager monitor switches is to be
displayed.

GLOBAL
Returns the status of the database manager monitor switches from all members.

Examples
The following is sample output from GET DATABASE MANAGER MONITOR SWITCHES:

DBM System Monitor Information Collected

Switch list for member number 1
Buffer Pool Activity Information (BUFFERPOOL)
10:11:01.738377

ON 06-11-2003

Lock Information (LOCK) = OFF

Sorting Information (SORT) = ON 06-11-2003

10:11:01.738400

SQL Statement Information (STATEMENT) = OFF

Table Activity Information (TABLE) = OFF

Take Timestamp Information (TIMESTAMP) = ON 06-11-2003 10:11:01.738525
Unit of Work Information (uow) = ON 06-11-2003 10:11:01.738353

Usage notes

The recording switches BUFFERPOOL, LOCK, SORT, STATEMENT, TABLE, and UOW are OFF by default, but
can be switched ON using the UPDATE MONITOR SWITCHES command. If any of these switches are ON,
this command also displays the time stamp for when the switch was turned ON.

The recording switch TIMESTAMP is ON by default, but can be switched OFF using UPDATE MONITOR
SWITCHES. When this switch is ON, the system issues timestamp calls when collecting information for
timestamp monitor elements. Examples of these elements are:

- agent_sys_cpu_time
- agent_usx_cpu_time
- appl_con_time

- con_elapsed_time

» con_response_time

- conn_complete_time
e db_conn_time

« elapsed_exec_time

- gw_comm_exrrox_time
- gw_con_time

- gsw_exec_time

« host_response_time
« last_backup

« last_reset

« lock_wait_start_time
« network_time_bottom
» network_time_top

« prev_uow_stop_time
- xf_timestamp

* ss_sys_cpu_time
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« ss_usr_cpu_time

- status_change_time
- stmt_elapsed_time
« stmt_start

- stmt_stop

- stmt_sys_cpu_time
« stmt_usx_cpu_time
« uow_elapsed_time

e uow_start_time

« uow_stop_time

If the TIMESTAMP switch is OFF, timestamp operating system calls are not issued to determine these
elements and these elements will contain zero. Turning this switch OFF becomes important as CPU
utilization approaches 100%; when this occurs, the CPU time required for issuing timestamps increases
dramatically.

Compatibilities
For compatibility with previous versions:

« DBPARTITIONNUM or NODE can be substituted for MEMBER, except when the
DB2_ENFORCE_MEMBER_SYNTAX registry variable is set to ON.

GET DESCRIPTION FOR HEALTH INDICATOR

The GET DESCRIPTION FOR HEALTH INDICATOR command returns a description for the specified
health indicator. A Health Indicator measures the healthiness of a particular state, capacity, or behavior
of the database system. The state defines whether or not the database object or resource is operating
normally.

Authorization

None

Required connection
Instance. If there is no instance attachment, a default instance attachment is created.

To obtain a snapshot of a remote instance, it is necessary to first attach to that instance.

Command syntax

»— GET DESCRIPTION FOR HEALTH INDICATOR — shortname -»<

Command parameters

HEALTH INDICATOR shortname
The name of the health indicator for which you would like to retrieve the description. Health indicator
names consist of a two- or three-letter object identifier followed by a name which describes what the
indicator measures. For example:

db.sort_privmem_util
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Examples

The following example is sample output from the GET DESCRIPTION FOR HEALTH INDICATOR
command.

GET DESCRIPTION FOR HEALTH INDICATOR db2.sort_privmem_util
DESCRIPTION FOR db2.sort_privmem_util

Sorting is considered healthy if there is sufficient heap space in which to
perform sorting and sorts do not overflow unnecessarily. This indicator

tracks the utilization of the private sort memory. If db2.sort_heap_allocated
(system monitor data element) >= SHEAPTHRES (DBM configuration parameter), sorts
may not be getting full sort heap as defined by the SORTHEAP parameter and an
alert may be generated. The indicator is calculated using the formula:
(db2.sort_heap_allocated / SHEAPTHRES) * 100. The Post Threshold Sorts snapshot
monitor element measures the number of sorts that have requested heaps after the
sort heap threshold has been exceeded. The value of this indicator, shown in the
Additional Details, indicates the degree of severity of the problem for this
health indicator. The Maximum Private Sort Memory Used snapshot monitor element
maintains a private sort memory high-water mark for the instance. The value of
this indicator, shown in the Additional Information, indicates the maximum amount
of private sort memory that has been in use at any one point in time since the
instance was last recycled. This value can be used to help determine an
appropriate value for SHEAPTHRES.

GET HEALTH NOTIFICATION CONTACT LIST

The GET HEALTH NOTIFICATION CONTACT LIST command returns the list of contacts and contact
groups that are notified about the health of an instance. A contact list consists of email addresses or
pager Internet addresses of individuals who are to be notified when non-normal health conditions are
present for an instance or any of its database objects.

Authorization

None

Required Connection

Instance. An explicit attachment is not required.

Command Syntax

»— GET ﬂNOTIFICATION COE_ LIST >«
NOTIFICATION

Command Parameters

None

Examples

Issuing the command GET NOTIFICATION LIST resultsin areportsimilar to the following output:

Name Type
Joe Brown Contact
Support Contact group
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GET HEALTH SNAPSHOT

The GET HEALTH SNAPSHOT command retrieves the health status information for the database manager
and its databases. The information returned represents a snapshot of the health state at the time the
command was issued.

Important: This command or API has been deprecated and might be removed in a future release
because the health monitor has been deprecated. It is not supported in Db2 pureScale environments.
For more information, see "Health monitor has been deprecated" at http://www.ibm.com/support/
knowledgecenter/SSEPGG_9.7.0/com.ibm.db2.luw.wn.doc/doc/i0055045.html.

Scope

This command is issued on the currently attached member and, by default, returns information only
for that member. In the case of multiple members per host, the currently attached member is the first
member that is listed in the db2nodes. cfg file on that host.

To issue the command for a specific member that is not the currently attached member, specify the
ATTACH_MEMBER parameter. To issue the command for all members and receive an aggregated result,
specify the GLOBAL parameter.

To change the currently attached member, issue the SET CLIENT command with the ATTACH_MEMBER
parameter . You must issue the DETACH command followed by the ATTACH command from your
application for this change to take effect.

Authorization

None

Required connection
Instance. If there is no instance attachment, a default instance attachment is created.

To obtain a snapshot of a remote instance, it is necessary to first attach to that instance.

Command syntax
»— GET HEALTH SNAPSHOT FOR DATABASE MANAGER

v

M—— DB MANAGER ——

N DBM 7
ALL DATABASES

ALL
DB

—— TABLESPACES —

t AT MEMBER — member-number L SHOW DETAIL J
GLOBAL

»d
>4

ON — database alias —/

\ 4

Y

L WITH FULL COLLECTION J

Command parameters

DATABASE MANAGER
Provides statistics for the active database manager instance.
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ALL DATABASES
Provides health states for all active databases on the current database partition.

ALL ON database-alias
Provides health states and information about all table spaces and buffer pools for a specified
database.

DATABASE ON database-alias

TABLESPACES ON database-alias
Provides information about table spaces for a specified database.

AT MEMBER member-number
Returns results for the member specified.

GLOBAL
Returns the health monitor status for all members.

SHOW DETAIL
Specifies that the output should include the historical data for each health monitor data element
in the form of { (Timestamp, Value, Formula)}$, where the bracketed parameters (Timestamp,
Value, Formula), will be repeated for each history record that is returned. For example,

(03-19-2002 13:40:24.138865,50, ((1-(4/8))*100)),
(03-19-2002 13:40:13.1386300,50, ((1-(4/8))*100)),
(03-19-2002 13:40:03.1988858,0, ((1-(3/3))*100))

Collection object history is returned for all collection objects in ATTENTION or AUTOMATE FAILED
state.

The SHOW DETAIL option also provides additional contextual information that can be useful to
understanding the value and alert state of the associated Health Indicator. For example, if the table
space storage utilization Health Indicator is being used to determine how full the table space is, the
rate at which the table space is growing will also be provided by SHOW DETAIL.

WITH FULL COLLECTION
Specifies that full collection information for all collection state-based health indicators is to be
returned. This option considers both the name and size filter criteria. If a user requests a health
snapshot with full collection, the report will show all tables that meet the name and size criteria
in the policy. This can be used to validate which tables will be evaluated in a given refresh cycle.
The output returned when this option is specified is for collection objects in NORMAL, AUTOMATED,
ATTENTION, or AUTOMATE FAILED state. This option can be specified in conjunction with the SHOW
DETAIL option.

Without this option, only tables that have been evaluated for automatic reorganization and require
manual intervention (that is, manual reorg or automation failed) will be displayed in a get health
shapshot report.

Examples
The following section is typical output resulting from a request for database manager information:
D:\>DB2 GET HEALTH SNAPSHOT FOR DBM

Database Manager Health Snapshot

Node name
Node type

Enterprise Server Edition
with local and remote clients
DB2

02/17/2004 12:39:44.818949

Instance name
Snapshot timestamp

Number of members in Db2 instance

1
Start Database Manager timestamp 02/17/2004 12:17:21.000119

Instance highest severity alert state Normal
Health Indicators:
Indicator Name = db2.db2_op_status
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Value
Evaluation timestamp
Alert state

Indicator Name
Value
Unit
Evaluation timestamp
Alert state

Indicator Name
Value
Unit
Evaluation timestamp
Alert state

Usage notes

0
02/17/2004 12:37:23.393000
Normal

db2.sort_privmem_util
0]

074
7

02/17/2004 12:37:23.393000
Normal

db2.mon_heap_util
6

%
02/17/2004 12:37:23.393000
Normal

When the GET HEALTH SNAPSHOT command returns a recommendation to reorganize the data or index
on a data partitioned table, the recommendation is only at the table level and not specific to any individual
partitions of the table. Starting with Db2 Version 9.7 Fix Pack 1, the data or the partitioned indexes of a
specific data partition can be reorganized using the REORG INDEXES/TABLE command or the db2Reorg
APL. To determine if only specific data partitions of a data partitioned table need to be reorganized, use
the REORGCHK command to retrieve statistics and reorganization recommendations for the data partitions
of the data partitioned table. Use the REORG TABLE or REORG INDEXES ALL command with the ON
DATA PARTITION clause to reorganize the data or the partitioned indexes of a specific data partition.

Compatibilities

For compatibility with previous versions:

« DBPARTITIONNUM can be substituted for MEMBER, except when the DB2_ENFORCE_MEMBER_SYNTAX

registry variable is set to ON.

GET INSTANCE

The GET INSTANCE command returns the value of the DB2INSTANCE environment variable.

Authorization

None

Required connection

None

Command syntax
»— GET INSTANCE —»<«

Command parameters

None

Examples

The following example is sample output from GET INSTANCE:

The current database manager instance is:
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GET MONITOR SWITCHES

The GET MONITOR SWITCHES command displays the status of the database system monitor switches
for the current session. Monitor switches instruct the database manager to collect database activity
information.

Each application using the database system monitor interface has its own set of monitor switches. This
command displays them. To display the database manager-level switches, use the GET DBM MONITOR
SWITCHES command.

Scope

This command is issued on the currently attached member and, by default, returns information only
for that member. In the case of multiple members per host, the currently attached member is the first
member that is listed in the db2nodes. cfg file on that host.

To issue the command for a specific member that is not the currently attached member, specify the
ATTACH_MEMBER parameter. To issue the command for all members and receive an aggregated result,
specify the GLOBAL parameter.

To change the currently attached member, issue the SET CLIENT command with the ATTACH_MEMBER
parameter . You must issue the DETACH command followed by the ATTACH command from your
application for this change to take effect.

Authorization
One of the following authorities:

+ SYSADM
» SYSCTRL
« SYSMAINT
+ SYSMON

Required connection
Instance. If there is no instance attachment, a default instance attachment is created.

To display the settings for a remote instance, or for a different local instance, it is necessary to first attach
to that instance.

Command syntax
»— GET MONITOR SWITCHES

t AT MEMBER — member-number j
GLOBAL
Command parameters

AT MEMBER member-number
Specifies the member for which the status of the monitor switches is to be displayed.

GLOBAL
Returns the status of the monitor switches from all members.

Examples

The following is sample output from GET MONITOR SWITCHES:

Monitor Recording Switches
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Switch list for member number 1
Buffer Pool Activity Information
Lock Information

Sorting Information

SQL Statement Information

Table Activity Information

Take Timestamp Information

Unit of Work Information

Usage notes

The recording switch TIMESTAMP is on by default, but can be switched off using UPDATE MONITOR
SWITCHES. When this switch is on the system issues timestamp calls when collecting information for

timestamp monitor elements.

The recording switch TIMESTAMP is on by default, but can be switched off using UPDATE MONITOR
SWITCHES. If this switch is off, this command also displays the time stamp for when the switch was
turned off. When this switch is on the system issues timestamp calls when collecting information for

(BUFFERPOOL)
(LOCK)
(SORT)

(STATEMENT)
(TABLE)
(TIMESTAMP)
(uow)

ON
OFF
OFF
ON
OFF
ON
ON

02-20-2003 16:04:30.070073

02-20-2003 16:04:30.070073

02-20-2003 16:04:30.070073
02-20-2003 16:04:30.070073

timestamp monitor elements. Examples of these elements are:

agent_sys_cpu_time
agent_usr_cpu_time
appl_con_time
con_elapsed_time
con_response_time
conn_complete_time
db_conn_time
elapsed_exec_time
gw_comm_exrox_time
gw_con_time
gw_exec_time
host_response_time
last_backup
last_reset
lock_wait_start_time
network_time_bottom
network_time_top
prev_uow_stop_time
rf_timestamp
ss_sys_cpu_time
ss_usr_cpu_time
status_change_time
stmt_elapsed_time
stmt_start
stmt_stop
stmt_sys_cpu_time
stmt_usx_cpu_time
uow_elapsed_time
uow_start_time
uow_stop_time
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If the TIMESTAMP switch is off, timestamp operating system calls are not issued to determine these
elements and these elements will contain zero. Turning this switch off becomes important as CPU
utilization approaches 100%; when this occurs, the CPU time required for issuing timestamps increases
dramatically.

Compatibilities
For compatibility with previous versions:

« DBPARTITIONNUM or NODE can be substituted for MEMBER, except when the
DB2_ENFORCE_MEMBER_SYNTAX registry variable is set to ON.

GET RECOMMENDATIONS FOR HEALTH INDICATOR

The GET RECOMMENDATIONS FOR HEALTH INDICATOR command returns descriptions of
recommendations for improving the health of the aspect of the database system that is monitored by
the specified health indicator. Recommendations can be returned for a health indicator that is in an alert
state on a specific object, or the full set of recommendations for a given health indicator can be queried.

Important: This command or API has been deprecated and might be removed in a future release
because the health monitor has been deprecated. It is not supported in Db2 pureScale environments.
For more information, see "Health monitor has been deprecated" at http://www.ibm.com/support/
knowledgecenter/SSEPGG_9.7.0/com.ibm.db2.luw.wn.doc/doc/i0055045.html.

Scope

This command is issued on the currently attached member and, by default, returns information only
for that member. In the case of multiple members per host, the currently attached member is the first
member that is listed in the db2nodes. cfg file on that host.

To issue the command for a specific member that is not the currently attached member, specify the
ATTACH_MEMBER parameter. To issue the command for all members and receive an aggregated result,
specify the GLOBAL parameter.

To change the currently attached member, issue the SET CLIENT command with the ATTACH_MEMBER
parameter . You must issue the DETACH command followed by the ATTACH command from your
application for this change to take effect.

In a partitioned database or Db2 pureScale environment, this command can be invoked from any member
defined in the db2nodes. cfg file. It acts only on that member unless the GLOBAL parameter is specified.

Authorization

None

Required connection

Instance. If there is no instance attachment, a default instance attachment is created. To retrieve
recommendations for a remote instance, it is necessary to first attach to that instance.
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Command syntax
»— GET RECOMMENDATIONS FOR HEALTH INDICATOR  — health-indicator-name —»

] LFOR DBM I ]

1 TABLESPACE — thispacename
}\ CONTAINER — containername — FOR TABLESPACE — thlspacename {
DATABASE

ON — database-alias J

> >

t AT MEMBER — member-number j
GLOBAL

Command parameters

HEALTH INDICATOR health-indicatoxr-name
The name of the health indicator for which you would like to retrieve the recommendations. Health
indicator names consist of a two- or three-letter object identifier followed by a name that describes
what the indicator measures.

DBM
Returns recommendations for a database manager health indicator that has entered an alert state.

TABLESPACE tblspacename
Returns recommendation for a health indicator that has entered an alert state on the specified table
space and database.

CONTAINER containername
Returns recommendation for a health indicator that has entered an alert state on the specified
container in the specified table space and database.

DATABASE
Returns recommendations for a health indicator that has entered an alert state on the specified
database.

ON database-alias
Specifies a database.

AT MEMBER member-number
Specifies the member number at which the health indicator has entered an alert state. If a member
number is not specified and GLOBAL is not specified, the command will return information for the
currently connected member.

GLOBAL
Retrieves recommendations for the specified health indicator across all members. In cases where
the recommendations are the same on different members, those recommendations are returned as a
single set of recommendations that solve the health indicator on the affected members.

Examples

db2 get recommendations for health indicator db.db_heap_util
for database on sample

Problem:

Indicator Name
Value
Evaluation timestamp
Alert state
Additional information

db.db_heap_util
42

11/25/2003 19:04:54
Alarm

Recommendations:

Recommendation: Increase the database heap size.
Rank: 1
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Increase the database configuration parameter dbheap sufficiently

to move utilization to normal operating levels. To increase the
value, set the new value of dbheap to be equal to

(pool_cur_size / (4096xU)) where U is the required utilization rate.
For example, if your required utilization rate is 60% of the warning
threshold level, which you have set at 75%, then

U=0.6 x0.75 = 0.45 (or 45%).

Execute the following commands at the Db2 server:

CONNECT TO SAMPLE;
UPDATE DB CFG USING DBHEAP 149333;
CONNECT_RESET;

Recommendation: Investigate memory usage of database heap.
Rank: 2

There is one database heap per database and the database manager uses
it on behalf of all applications connected to the database. The data
area is expanded as needed up to the maximum specified by dbheap.

For more information about the database heap, refer to the Db2
documentation.

Investigate the amount of memory that was used for the database heap
over time to determine the most appropriate value for the database
heap configuration parameter. The database system monitor tracks the
highest amount of memory that was used for the database heap.

Usage notes
The GET RECOMMENDATIONS FOR HEALTH INDICATOR command can be used in two different ways:

« Specify only the health indicator to get an informational list of all possible recommendations. If no
object is specified, the command will return a full listing of all recommendations that can be used to
resolve an alert on the given health indicator.

« Specify an object to resolve a specific alert on that object. If an object (for example, a database or
a table space) is specified, the recommendations returned will be specific to an alert on the object
identified. In this case, the recommendations will be more specific and will contain more information
about resolving the alert. If the health indicator identified is not in an alert state on the specified object,
no recommendations will be returned.

When the GET RECOMMENDATIONS FOR HEALTH INDICATOR command returns a recommendation

to reorganize the data or index on a data partitioned table, the recommendation is only at the table

level and not specific to any individual data partitions of the table. Starting with Db2 Version 9.7 Fix

Pack 1, the data or the partitioned indexes of a specific data partition can be reorganized using the
REORG INDEXES/TABLE command orthe db2Reoxrg API. To determine if only specific data partitions
of a data partitioned table need to be reorganized, use the REORGCHK command to retrieve statistics

and reorganization recommendations for the data partitions of the data partitioned table. Use the REORG
TABLE or REORG INDEXES ALL command with the ON DATA PARTITION clause to reorganize the data
or the partitioned indexes of a specific data partition.

GET ROUTINE

The GET ROUTINE command retrieves a routine SQL Archive (SAR) file for a specified SQL routine.

Important: The GET ROUTINE command is deprecated, use the CREATE PROCEDURE statement to copy
a procedure to another database.

Authorization
EXECUTE privilege on SYSFUN.GET_ROUTINE_SAR procedure
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Required connection

Database. If implicit connect is enabled, a connection to the default database is established.

Command syntax

»— GET ROUTINE — INTO — file_ name — FROM PROCEDURE —

L SPECIFIC J

»— routine_name L J >
HIDE BODY

Command parameters

INTO file_name
Names the file where routine SQL archive (SAR) is stored.

FROM
Indicates the start of the specification of the routine to be retrieved.

SPECIFIC
The specified routine name is given as a specific name.

PROCEDURE
The routine is an SQL procedure.

routine_name
The name of the procedure. If SPECIFIC is specified then it is the specific name of the procedure. If
the name is not qualified with a schema name, the CURRENT SCHEMA is used as the schema name of
the routine. The routine-name must be an existing procedure that is defined as an SQL procedure.

HIDE BODY
Specifies that the body of the routine must be replaced by an empty body when the routine text is
extracted from the catalogs.

This does not affect the compiled code; it only affects the text.

Examples

GET ROUTINE INTO procs/procl.sar FROM PROCEDURE myappl.proci;

Usage notes

If aGET ROUTINE or a PUT ROUTINE operation (or their corresponding procedure) fails to execute
successfully, it will always return an error (SQLSTATE 38000), along with diagnostic text providing
information about the cause of the failure. For example, if the procedure name provided to GET ROUTINE
does not identify an SQL procedure, diagnostic "-204, 42704" text will be returned, where "-204" is
SQLCODE and "42704" is SQLSTATE, that identify the cause of the problem. The SQLCODE and SQLSTATE
in this example indicate that the procedure name provided in the GET ROUTINE command is undefined.

The GET ROUTINE command cannot archive routines whose specific name exceeds 18 characters in
length. When you create an SQL routine with an explicit specific name, restrict the specific name to a
maximum of 18 characters if you want to use the GET ROUTINE command.
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GET SNAPSHOT

The GET SNAPSHOT command collects status information and formats the output. The information that
is returned is a snapshot of the database manager operational status at the time that you issued the
command.

Scope

This command is issued on the currently attached member and, by default, returns information only
for that member. In the case of multiple members per host, the currently attached member is the first
member that is listed in the db2nodes. cfg file on that host.

To issue the command for a specific member that is not the currently attached member, specify the
ATTACH_MEMBER parameter. To issue the command for all members and receive an aggregated result,
specify the GLOBAL parameter.

To change the currently attached member, issue the SET CLIENT command with the ATTACH_MEMBER
parameter . You must issue the DETACH command followed by the ATTACH command from your
application for this change to take effect.

Authorization

one of the following authorities:
- SYSADM

SYSCTRL

SYSMAINT
+ SYSMON

Required connection
Instance. If there is no instance attachment, a default instance attachment is created.

To obtain a snapshot of a remote instance, it is necessary to first attach to that instance.
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Command syntax
»— GET SNAPSHOT FOR —»

DATABASE MANAGER

A 4

v

M—— DB MANAGER ——

~ DBM 7

LDCSJ
LDCSJ

ALL BUFFERPOOLS

DCS AGENTID — appl-handle

FCM FOR ALL MEMBERS

M——— LOCKS FOR APPLICATION T APPLID — appl-id T
AGENTID — appl-handle

ALL REMOTE_DATABASES

ALL DATABASES

ALL APPLICATIONS —M

ALL REMOTE_APPLICATIONS

DYNAMIC SQL — ON — database-alias ———

- ALL ON — database-alias —

DATABASE

Locs—j LDB

APPLICATIONS —
LoesJ

TABLES

M———— TABLESPACES ——

LOCKS

M———— BUFFERPOOLS ——

M—— REMOTE_DATABASES ———

——— REMOTE_APPLICATIONS ——

t AT MEMBER — member-number ﬂ
GLOBAL

The monitor switches must be turned on in order to collect some statistics.

[
>

Command parameters

DATABASE MANAGER
Provides statistics for the active database manager instance.

ALL DATABASES
Provides general statistics for all active databases on the current member.

ALL APPLICATIONS
Provides information about all active applications that are connected to a database on the current
member.
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ALL BUFFERPOOLS
Provides information about buffer pool activity for all active databases.

APPLICATION APPLID appl-id
Provides information only about the application whose ID is specified. To get a specific application ID,
use the LIST APPLICATIONS command.

APPLICATION AGENTID appl-handle
Provides information only about the application whose application handle is specified. The application
handle is a 32-bit number that uniquely identifies an application that is currently running. Use the
LIST APPLICATIONS command to get a specific application handle.

FCM FOR ALL MEMBERS
Provides Fast Communication Manager (FCM) statistics between the member against which the GET
SNAPSHOT command was issued and the other members in the partitioned database environment or
in a Db2 pureScale environment.

LOCKS FOR APPLICATION APPLID appl-id
Provides information about all locks held by the specified application, identified by application ID.

LOCKS FOR APPLICATION AGENTID appl-handle

Provides information about all locks held by the specified application, identified by application handle.
ALL REMOTE_DATABASES

Provides general statistics about all active remote databases on the current member.
ALL REMOTE_APPLICATIONS

Provides information about all active remote applications that are connected to the current member.

ALL ON database-alias
Provides general statistics and information about all applications, tables, table spaces, buffer pools,
and locks for a specified database.

DATABASE ON database-alias
Provides general statistics for a specified database.

APPLICATIONS ON database-alias
Provides information about all applications connected to a specified database.

TABLES ON database-alias
Provides information about tables in a specified database. This will include only those tables that have
been accessed since the TABLE recording switch was turned ON.

TABLESPACES ON database-alias
Provides information about table spaces for a specified database.
LOCKS ON database-alias
Provides information about every lock held by each application connected to a specified database.

BUFFERPOOLS ON database-alias
Provides information about buffer pool activity for the specified database.

REMOTE_DATABASES ON database-alias
Provides general statistics about all active remote databases for a specified database.

REMOTE_APPLICATIONS ON database-alias
Provides information about remote applications for a specified database.

DYNAMIC SQL ON database-alias
Returns a point-in-time picture of the contents of the SQL statement cache for the database.

DCS
Depending on which clause it is specified, this keyword requests statistics about:

« A specific DCS application currently running on the Db2 Connect Gateway
« AlLDCS applications

« ALl DCS applications currently connected to a specific DCS database

A specific DCS database

« AlLDCS databases.
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AT MEMBER member-number

Returns results for the member specified.

GLOBAL

Returns snapshot results for all members.

Examples

« To request snapshot information about the database manager, issue:

get snapshot for database manager

The following is a sample output listing from the preceding command:

Database Manager Snapshot

Node name

Node type

Instance name

Number of members in Db2 instance
Database manager status

Product name
Service level

Private Sort heap allocated
Private Sort heap high water mark
Post threshold sorts

Piped sorts requested

Piped sorts accepted

Start Database Manager timestamp
Last reset timestamp
Snapshot timestamp

Remote connections to db manager

Remote connections executing in db manager
Local connections

Local connections executing in db manager
Active local databases

High water mark for agents registered
Agents registered

Idle agents

Committed private Memory (Bytes)

Switch list for member number O
Buffer Pool Activity Information (BUFFERPOOL)

Lock Information (LOCK)
Sorting Information (SORT)
SQL Statement Information (STATEMENT)
Table Activity Information (TABLE)
Take Timestamp Information (TIMESTAMP)
Unit of Work Information (uow)

Agents assigned from pool

Agents created from empty pool

Agents stolen from another application

High water mark for coordinating agents

Hash joins after heap threshold exceeded
OLAP functions after heap threshold exceeded

Total number of gateway connections

Current number of gateway connections

Gateway connections waiting for host reply
Gateway connections waiting for client request
Gateway connection pool agents stolen

Node FCM information corresponds to
Free FCM buffers

Total FCM buffers

Free FCM buffers low water mark
Maximum number of FCM buffers

Free FCM channels

Total FCM channels

Free FCM channels low water mark
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Enterprise Server Edition with local and remote clients
DB2

1

Active

Db2 v9.5.0.535
s070101 (NT32)

0

0]

Not Collected

0]

01/10/2007 15:18:36.241035

01/10/2007 15:28:26.989789

[oNesN o) POPRPOW

8912896

OFF
ON ©1/10/2007 15:22:43.145437
OFF
OFF
OFF
ON 01/10/2007 15:18:36.241035
OFF

[ooNoNoNo] (DG)\O(D'I:D\)

13425
13425
13420
28640
8036
8055
8036



Maximum number of FCM channels
Number of FCM nodes

Node Total Buffers
Number Sent

Node FCM information corresponds to

Free FCM buffers

Total FCM buffers

Free FCM buffers low water mark
Maximum number of FCM buffers
Free FCM channels

Total FCM channels

Free FCM channels low water mark
Maximum number of FCM channels
Number of FCM nodes

Node Total Buffers
Number Sent

Node FCM information corresponds to

Free FCM buffers

Total FCM buffers

Free FCM buffers low water mark
Maximum number of FCM buffers
Free FCM channels

Total FCM channels

Free FCM channels low water mark
Maximum number of FCM channels
Number of FCM nodes

Node Total Buffers
Numbex Sent
1 0]
2 0]
10 1

Memory usage for database manager:

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

« To request snapshot information about an application with agent ID 29:

Total Buffers

Total Buffers

Total Buffers

28640

Connection
Status

Status

Connection
Status

Active

0

Other Memory
11534336
11599872
34275328

0

Database Monitor Heap

65536
65536
327680

0

FCMBP Heap

655360
655360
851968

get snapshot for application agentid 29

The following is a sample output listing from the preceding command, assuming the lock and statement

monitor switches are ON:

Application Snapshot

Application handle
Application status

29
Lock-wait

Chapter 5. CLP commands 209



Status change time
Application code page
Application country/region code
DUOW correlation token
Application name
Application ID
Sequence number
TP Monitor client
TP Monitor client
TP Monitor client
TP Monitor client

user ID
workstation name
application name
accounting string

Connection request start timestamp
Connect request completion timestamp
Application idle time

CONNECT Authorization ID

Client login ID

Configuration NNAME of client

Client database manager product ID
Process ID of client application
Platform of client application
Communication protocol of client

Inbound communication address

Database name
Database path
Client database alias
Input database alias
Last reset timestamp
Snapshot timestamp
Authorization level granted
User authority:
DBADM authority
CREATETAB authority
BINDADD authority
CONNECT authority
CREATE_NOT_FENC authority
LOAD authority
IMPLICIT_SCHEMA authority
CREATE_EXT_RT authority
QUIESCE_CONN authority
Group authority:
SYSADM authority
CREATETAB authority
BINDADD authority
CONNECT authority
IMPLICIT_SCHEMA authority
Coordinator member number
Current member number
Coordinator agent process or thread ID
Current Workload ID
Agents stolen
Agents waiting on locks
Maximum associated agents
Priority at which application agents work
Priority type

Lock timeout (seconds)

Locks held by application

Lock waits since connect

Time application waited on locks (ms)
Deadlocks detected

Lock escalations

Exclusive lock escalations

Number of Lock Timeouts since connected
Total time UOW waited on locks (ms)

Total
Total
Total

sorts
sort time (ms)
sort overflows

Buffer
Buffer
Buffer
Buffer
Buffer
Buffer
Buffer
Buffer
Buffer
Buffer

pool
pool
pool
pool
pool
pool
pool
pool
pool
pool

data logical reads

data physical reads

temporary data logical reads
temporary data physical reads
data writes

index logical reads

index physical reads

temporary index logical reads
temporary index physical reads
index writes
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Not Collected

819

1

*LOCAL . jwr.070222182152
db2bp
*LOCAL.jwr.070222182152
00001

02/22/2007 13:21:52.587168
02/22/2007 13:21:53.291779

JWR

Jjwr

gilera
SQLO9050
843852

AIX 64BIT
Local Client

*LOCAL . jwr

SAMPLE
/home/jwxr/jwxr/NODEOOOO/SQLOOOOL/
SAMPLE

02/22/2007 13:22:39.766300

0
0
1801
1
0
1
1
0
D

ynamic

-1

Collected
Collected

Not
Not
Not
Not
Not
Not
Not
Not
Not
Not

Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected



Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected

Buffer pool xda logical reads

Buffer pool xda physical reads

Buffer pool temporary xda logical reads
Buffer pool temporary xda physical reads
Buffer pool xda writes

Total buffer pool read time (milliseconds)
Total buffer pool write time (milliseconds)
Time waited for prefetch (ms)

Unread prefetch pages

Direct reads

Direct writes

Direct read requests

Direct write requests

Direct reads elapsed time (ms)

Direct write elapsed time (ms)

Number of SQL requests since last commit
Commit statements

Rollback statements

Dynamic SQL statements attempted

Static SQL statements attempted

Failed statement operations

Select SQL statements executed

Xquery statements executed
Update/Insert/Delete statements executed
DDL statements executed

Inactive stmt history memory usage (bytes)
Internal automatic rebinds

Internal rows deleted

Internal rows inserted

Internal rows updated

Internal commits

Internal rollbacks

Internal rollbacks due to deadlock
Binds/precompiles attempted

Rows deleted

Rows inserted

Rows updated

Rows selected

Rows read

Rows written

[olNeJoNoJoJoJoNool ploNoJoNoNoJoNol ol ploNoN oo XV

Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected

UOW log space used (Bytes)

Previous UOW completion timestamp

Elapsed time of last completed uow (sec.ms)
UOW start timestamp

UOW stop timestamp

UOW completion status

Open remote cursors

Open remote cursors with blocking
Rejected Block Remote Cursor requests
Accepted Block Remote Cursor requests
Open local cursors

Open local cursors with blocking

Total User CPU Time used by agent (s)
Total System CPU Time used by agent (s)
Host execution elapsed time

.019150
.001795
.012850

Package cache lookups

Package cache inserts
Application section lookups
Application section inserts
Catalog cache lookups

Catalog cache inserts

Catalog cache overflows
Catalog cache high water mark

OCOWWR,RFPWEN OCOORPRPFPOOO®

Workspace Information

Shared high water mark

Total shared overflows

Total shared section inserts
Total shared section lookups
Private high water mark

Total private overflows

Total private section inserts
Total private section lookups

[o¥oJoNoNoNoNoNo)

Fetch
SQLCUR201

Most recent operation
Cursor name
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Most recent operation start timestamp 02/22/2007 13:22:19.497439
Most recent operation stop timestamp
Agents associated with the application
Number of hash joins

Number of hash loops

Number of hash join overflows

Number of small hash join overflows
Number of OLAP functions

Number of OLAP function overflows

[ojoJoNoNoNoN

Statement type Dynamic SQL Statement

Statement Fetch
Section number 201
Application creator NULLID
Package name SQLC2G11
Consistency Token AAAAANBX
Package Version ID

Cursor name SQLCUR201
Statement member number 0

Statement start timestamp 02/22/2007 13:22:19.497439

Statement stop timestamp

Elapsed time of last completed stmt(sec.ms) 0.000289
Total Statement user CPU time 0.002172
Total Statement system CPU time 0.001348
SQL compiler cost estimate in timerons 14

SQL compiler cardinality estimate 57
Degree of parallelism requested 1

Number of agents working on statement 1

Number of subagents created for statement 1
Statement sorts 0

Total sort time 0

Sort overflows 0

Rows read 0]

Rows written 0

Rows deleted 0

Rows updated 0

Rows inserted 0

Rows fetched 0

Buffer pool data logical reads Not Collected

Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected

Buffer pool data physical reads

Buffer pool temporary data logical reads
Buffer pool temporary data physical reads
Buffer pool index logical reads

Buffer pool index logical reads

Buffer pool temporary index logical reads
Buffer pool temporary index physical reads
Buffer pool xda logical reads

Buffer pool xda physical reads

Buffer pool temporary xda logical reads
Buffer pool temporary xda physical reads

Blocking cursor YES
Dynamic SQL statement text:

select * from org

Agent process/thread ID = 1801

Memory usage for application:

Memory Pool Type Application Heap

Current size (bytes) = 65536
High water mark (bytes) = 65536
Configured size (bytes) = 1048576
Agent process/thread ID = 1801
Agent Lock timeout (seconds) = -1

Memory usage for agent:

Memory Pool Type Other Memory

Current size (bytes) = 589824

High water mark (bytes) = 786432

Configured size (bytes) = 34359738368
ID of agent holding lock 34

Application ID holding lock
Lock name

*LOCAL . jwr.070222182158
0x0002000EOOO000000000000054

Lock attributes Ox00000000
Release flags 0x00000001
Lock object type Table

Lock mode

Lock mode requested

Name of tablespace holding lock
Schema of table holding lock

Exclusive Lock (X)
Intention Share Lock (IS)
USERSPACE1

JWR
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Name of table holding lock
Data Partition Id of table holding lock
Lock wait start timestamp

ORG
0

02/22/2007 13:22:19.497833

« To request snapshot information about all of the databases:

get snapshot for all databases

The following is a sample output listing from the preceding command:

Database Snapshot

Database name

Database path

Input database alias

Database status

Catalog database partition number
Catalog network node name
Operating system running at database server
Location of the database

First database connect timestamp
Last reset timestamp

Last backup timestamp

Snapshot timestamp

Number of automatic storage paths
Automatic storage path
Node number

High water mark for connections

Application connects

Secondary connects total

Applications connected currently

Appls. executing in db manager currently
Agents associated with applications

Maximum agents associated with applications
Maximum coordinating agents

Number of Threshold Violations
Locks held currently

Lock waits

Time database waited on locks (ms)
Lock list memory in use (Bytes)
Deadlocks detected

Lock escalations

Exclusive lock escalations

Agents currently waiting on locks
Lock Timeouts

Number of indoubt transactions

Total Private Sort heap allocated
Total Shared Sort heap allocated
Shared Sort heap high water mark
Post threshold sorts (shared memory)
Total sorts

Total sort time (ms)

Sort overflows

Active sorts

Buffer pool data logical reads

Buffer pool data physical reads

Buffer pool temporary data logical reads
Buffer pool temporary data physical reads
Asynchronous pool data page reads

Buffer pool data writes

Asynchronous pool data page writes

Buffer pool index logical reads

Buffer pool index physical reads

Buffer pool temporary index logical reads
Buffer pool temporary index physical reads
Asynchronous pool index page reads

Buffer pool index writes

Asynchronous pool index page writes
Buffer pool xda logical reads

Buffer pool xda physical reads

Buffer pool temporary xda logical reads
Buffer pool temporary xda physical reads
Buffer pool xda writes

Asynchronous pool xda page reads
Asynchronous pool xda page writes

OCOZ0=Z000 [o¥oNoNoNoNo)

SAMP

LE

C:\DB2\NODEOOOO\SQLOOOOL\

Acti
®

NT
Loca

ve

1

06/21/2007 14:46:49.771064

06/21/2007 14:51:50.235993

[c¥oNo] [N N6 No i IF SN Y o)} [N N ]

Not
2256

ot

Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not
Not

Collected

Collected
Collected

Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected
Collected

Chapter 5. CLP commands 213



Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected
Not Collected

Total buffer pool read time (milliseconds)
Total buffer pool write time (milliseconds)
Total elapsed asynchronous read time
Total elapsed asynchronous write time
Asynchronous data read requests
Asynchronous index read requests
Asynchronous xda read requests

No victim buffers available

LSN Gap cleaner triggers

Dirty page steal cleaner triggers
Dirty page threshold cleaner triggers
Time waited for prefetch (ms)

Unread prefetch pages

Direct reads

Direct writes

Direct read requests

Direct write requests

Direct reads elapsed time (ms)

Direct write elapsed time (ms)
Database files closed

Vectored IOs

Pages from vectored IOs

Block IOs

Pages from block IOs

Host execution elapsed time Not Collected
Commit statements attempted

Rollback statements attempted

Dynamic statements attempted

Static statements attempted

Failed statement operations

Select SQL statements executed

Xquery statements executed
Update/Insert/Delete statements executed
DDL statements executed

Inactive stmt history memory usage (bytes)

Internal automatic rebinds

Internal rows deleted

Internal rows inserted

Internal rows updated

Internal commits

Internal rollbacks

Internal rollbacks due to deadlock

Number of MDC table blocks pending cleanup

Rows deleted

Rows inserted

Rows updated

Rows selected

Rows read

Binds/precompiles attempted

Log space available to the database (Bytes) 0400000
Log space used by the database (Bytes)
Maximum secondary log space used (Bytes)
Maximum total log space used (Bytes)
Secondary logs allocated currently

Log pages read

Log read time (sec.ns) .000000004
Log pages written
Log write time (sec.ns) .000000004

Number write log IOs

Number read log IOs

Number partial page log IOs

Number log buffer full

Log data found in buffer

Appl id holding the oldest transaction
Log to be redone for recovery (Bytes)
Log accounted for by dirty pages (Bytes)

Node number

File number of first active log
File number of last active log
File number of current active log
File number of log being archived

ol Vool oJNolNejoNoJooNoJoJoNoJoNoNoNoRoN N Gg@@@@ [o¥oNoNeNoNoNoNo) OCOOOOOWOOO

ot applicable

Package cache lookups

Package cache inserts

Package cache overflows

Package cache high water mark (Bytes)

POooOoO

96608
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Application section lookups
Application section inserts

37
10

cache
cache
cache
cache
cache

Catalog
Catalog
Catalog
Catalog
Catalog

lookups

inserts
overflows

high water mark
statistics size

65536

o
(o]

Workspace Information

Shared high water mark
Corresponding shared overflows
Total shared section inserts
Total shared section lookups
Private high water mark

Corres
Total
Total

Numbex
Number
Number
Numbex

Post threshold hash joins (shared memory)

Active

Number
Number
Active

Statist
Synchro
Asynchr

private overflows
section inserts
section lookups

ponding
private
private

of hash
of hash loops

of hash join overflows

of small hash join overflows

joins

hash joins

of OLAP functions
of OLAP function overflows
OLAP functions

ic fabrications
nous runstats
onous runstats

[coJolNoJoJoNoNoNo) [o¥oJoNoJNoNoNoNo)

Total statistic fabrication time (milliseconds)
Total synchronous runstats time (milliseconds)

Memozry

Node
Mem

Node
Mem

Node
Mem

Node
Mem

Node
Mem

Node
Mem

Node
Mem

usage for database:

number

ory Pool Type

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

number

ory Pool Type

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

number

ory Pool Type

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

number

ory Pool Type

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

numbexr

ory Pool Type
Secondary ID

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

number

ory Pool Type
Secondary ID

Current size (bytes)
High water mark (bytes)
Configured size (bytes)

number

ory Pool Type
Secondary ID
Current size (bytes)

Not
Not
Not
Not
Not

Collected
Collected
Collected
Collected
Collected

(¢}

Backup/Restore/Util Heap
65536

65536

20512768

0

Package Cache Heap
196608

196608

402653184

0

Other Memory
131072
131072
20971520

0

Catalog Cache Heap
65536

65536

402653184

0

Buffer Pool Heap
1

2424832

2424832
402653184

0

Buffer Pool Heap
System 32k buffer pool
851968

851968

402653184

0

Buffer Pool Heap
System 16k buffer pool
589824
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High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Secondary ID
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

Node number
Memory Pool Type
Current size (bytes)
High water mark (bytes)
Configured size (bytes)

589824
402653184

0

Buffer Pool Heap
System 8k buffer pool
458752

458752

402653184

0

Buffer Pool Heap
System 4k buffer pool
393216

393216

402653184

0

Shared Sort Heap
0

0

20512768

0

Lock Manager Heap
327680

327680

393216

0

Database Heap
10551296
10551296
12582912

0

Application Heap
97

65536

65536

1048576

0

Application Heap
96

65536

65536

1048576

0

Application Heap
95

65536

65536

1048576

0
Application Heap
94

65536
65536
1048576

0

Application Heap
93

65536

65536

1048576

0

Applications Shared Heap
65536

65536

20512768

User authority represents all authorizations and roles granted to the user, and Group authority
represents all authorizations and roles granted to the group.

216 IBM Db2 V11.5: Command Reference



« To request snapshot information about a specific application with application handle 765 connected to
the SAMPLE database, issue:

get snapshot for application agentid 765
« To request dynamic SQL snapshot information about the SAMPLE database, issue:
get snapshot for dynamic sql on sample
« To request fast communication manager (FCM) statistics, issue the following command:

get snapshot for fcm for all dbpartitionnums

The following is a sample output listing from the preceding command:

FCM Snapshot

Node FCM information corresponds to =1
Free FCM buffers = 10740
Total FCM buffers = 10740
Free FCM buffers low water mark = 10740
Maximum number of FCM buffers = 28640
Free FCM channels = 6265
Total FCM channels = 6265
Free FCM channels low water mark = 6265
Maximum number of FCM channels = 28640
Snapshot timestamp = 02/17/2010 15:54:57.094901
Number of FCM nodes =3
Node Total Buffers Total Buffers Connection
Numbex Sent Received Status

1 2 2 Active

2 1 1 Active

10 1 1 Active

Usage notes
«