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About This Guide

This document supports APARs OW42811 and OW42841 for OS/390 UNIX System
Services (0S/390 UNIX), which are available for OS/390 Version 2 Releases 8 and
9. This document is available only on the OS/390 UNIX web site at:

http://www.s390.ibm.com/oe/release/apar.html
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0S/390 UNIX System Services Planning

Chapter 1. APARs OW42811 and OW42841: 0S/390 UNIX
System Services Planning

1.1 Chapter 12. Summary of Interface Changes

This section summarizes the new and changed interface components of OS/390
UNIX.

1.1.1 Operator Commands

1.1.2 Shell Commands

Figure 1 lists new and changed OS/390 UNIX shell commands. See 0S/390 UNIX
System Services Command Reference for more detailed information about these
commands.

Figure 1 (Page 1 of 4). Summary of New and Changed Shell Commands

Command Name Release Description Related Support

automount V2R7 New parameters: SECURITY | NOSECURITY 0S/390 UNIX security
specifies whether security checks are to be
enforced for files in the file system.

bpxmtext V2R7 New command: Displays the description and dbx
action text for a reason code returned from the
kernel.
cancel V2R5 Updated: If you are using the OS/390 Print 0S/390 Print Server

Server Feature, your system automatically uses
that version of the cancel command.

chgrp V2R5 Changed command: With the -h option, does Symbolic link
not follow the symbolic link but instead makes
the changes to the symbolic link itself.

chmod V2R5 Changed command: With the -h option, does Symbolic link
not allow permission changes if the file is a
symbolic link.

chmount V2R9 New command: Changes the mount attributes Shared HFS
of a file system.

chown V2R5 Changed command: With the -h option, does Symbolic link
not follow the symbolic link but instead makes
the changes to the symbolic link itself.

chroot V2R7 New command: Changes the root directory for Root directory
the execution of a command. The new root
directory also contains its children.

cp V2R8 New function: Copies files to and from MVS MVS data sets
data sets.
confighfs V2R7 New command: Lets interactive shell users Virtual storage

query HFS limits. Superusers can set maximum
and minimum limits for virtual storage.

configstk V2R3 New command: Configures the AF_UEINT AF_UEINT
stack.

© Copyright IBM Corp. 1996, 2000 3



0S/390 UNIX System Services Planning

Figure 1 (Page 2 of 4). Summary of New and Changed Shell Commands

Command Name

Release

Description

Related Support

dbx

V2R6

Changed subcommand: The register subcom-
mand has a new register name, $frbN, and new
flags, $noflbregs and $flprecision.

IEEE floating point reg-
ister

V2R7

New subcommands: The set subcommand
defines a value for the debug program variable.
The onload subcommand defers the building of
stop or trace events until the procedure or
sourceline is defined in the program that is
being debugged.

Debugger

V2R9

New subcommand: The readwritelock subcom-
mand displays the read/write lock information.

Shared HFS

V2R7

New function: Long long variables can be used
in expressions, unsigned long long can be used
in casting operations, and the examine storage
subcommand supports the Id, lo, and Ix modes
to display data.

Long long variable

df

V2R9

New fields: Displays new fields for the system
ID of the mounted file system server and the
system ID that issued the quiesce request.

Shared HFS

extattr

V2R4

New command: Sets, resets, and displays
extended attributes for executable HFS files and
also allows HFS files to run APF-authorized or
program-controlled.

Extended attributes

V2R9

New extended attribute: Enables load
modules to be loaded from the shared library
region.

Shared library

filecache

V2R4

New command: Manages the kernel file cache
for files that are read-only; it requires superuser
authority.

File cache

fuser

V2R9

New command: Lists the process ID of all
processes that have one or more open files.

UNIX98

ipcs

V2R9

New output: The -x output shows information
associated with message queue serialization
using the perform lock operation (PLO) instruc-
tion.

Message queue serial-
ization

link

V2R7

New command: Creates a hard link to an
existing file.

UNIX 98

V2R5

Updated function: If you are using the OS/390
Print Server Feature, your system automatically
uses that version of the Ip command.

0OS/390 Print Server

Ipstat

V2R5

Updated function: If you are using the OS/390
Print Server Feature, your system automatically
uses that version of the Ipstat command.

0OS/390 Print Server
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Figure 1 (Page 3 of 4). Summary of New and Changed Shell Commands

Command Name

Release

Description

Related Support

Is

V2R4

New option: The -E option displays extended
attributes for regular files.

Extended attributes

V2R9

Changed function: Because of changes to
enable a read-only file system, users may need
to specify the -L option when listing the con-
tents of a directory that is newly defined as a
symbolic link to a directory. If you want to add
an alias to the Is command, see ..

Shared HFS

V2R9

Changed option: The -E option indicates
whether the program was loaded from the
shared library region.

Shared library

man

V2R7

Updated command: Provides help information
about OS/390 UNIX TSO/E commands.

TSO/E commands

mount

V2R9

New command: Logically mounts a file system.

Shared HFS

mv

V2R8

New function: Moves files to and from MVS
data sets.

MVS data sets

od

V2R6

New option: F specifies that the command is to
interpret floating-point numbers as being in
IEEE format.

IEEE floating point
support

passwd

V2R5

New command: Changes the login password
for the specified userid.

0S/390 UNIX security

pax

V2R7

Changed function: Preserves external links
and extended attributes by default, and sup-
ports extended file attributes.

File system support

V2R8

Changed function: Reads, writes, and lists
archive files that are MVS data sets.

MVS data sets

V2R9

Changed function: Supports link names that
are longer than 100 characters.

Long link names

poe (and other
Parallel Environ-
ment commands)

V2R4

New commands: Depends on pmd for V2R4.
See 0S5/390 UNIX System Services Parallel
Environment: Operation and Use V2R4.

V2R7

New/changed commands: Depends on pmd
for V2R7. See 0S/390 UNIX System Services
Parallel Environment: Operation and Use V2R7
for new options and functionality.

V2R9

New/changed commands: Depends on pmd
for V2R9. See 0S/390 UNIX System Services
Parallel Environment: Operation and Use V2R9
for new options and functionality.

Parallel Environment

printenv

V1R2

New command: Displays the values of environ-
ment variables.

Environment variables

sh

V2R8

New function: Use reserved-word commands
to create compound commands.

Compound commands

skulker

V2R10

New command: Removes old files from a
directory based on the date the file was last
accessed.

RAS Enhancements

Su

V2R8

New option: The -s option does not prompt for
the password.

Surrogate userids

Chapter 1. APARs OW42811 and OW42841: 0S/390 UNIX System Services Planning
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Figure 1 (Page 4 of 4). Summary of New and Changed Shell Commands

ated with the effective userid.

Command Name Release Description Related Support
sysvar V2R9 New command: Obtains substitution text for System variables
system variables that are defined in IEASYMxx
or in the system IPL parameters.
tar V2R7 Changed function: Preserves external links File system
and extended attributes by default and supports
extended file attributes.
V2R8 Changed function: Reads, writes, and lists MVS data sets
archive files that are MVS data sets.
V2R9 Changed function: Supports link names that Long link names
are longer than 100 characters.
V2R9 Changed function: Saves and restores External attributes
external attribute when using the USTAR (U)
command.
unlink V2R7 New command: Removes a directory entry. UNIX 98
unmount V2R9 New command: Removes a file system from Shared HFS
the file hierarchy.
uucc V1R2 Updated: Reads the contents of the UUCP UuUCP
configuration files and compiles them into a
single configuration file.
uconvdef V2R3 New command: Creates binary conversion Binary conversion tables
tables.
uucp V2R1 New command: Copies files between remote UUCP
UUCP systems.
uulog V1R2 New command: Displays information about UuUCP
UUCP events, such as file transfers and remote
command execution.
uuname V1R2 New command: Displays a list of all remote UUCP
systems known to UUCP.
uupick V1R2 New command: Manages files in the UUCP UUCP
public receive directory that were sent to you
via the uucp command.
uustat V1R2 Updated: Displays status of pending UUCP UuUCP
transfers.
uuto V1R2 Updated: Copies files to users on another UUCP
system.
uux V1R2 Updated: Specifies that a certain command be UUCP
executed on another site.
wall V2R5 New command: Sends a message to all None
logged-in users.
whoami V2R5 New command: Displays a user name associ- None
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1.1.3 Chapter 14. Customizing 0S/390 UNIX

1.1.3.1 Customizing the BPXPRMxx Parmlib Members
1.1.3.1.1 Defining File Systems

1.1.3.1.2 Defining System Limits: You can customize your BPXPRMxx parmlib
member to provide the performance needed for the way your installation uses
kernel services.

CTRACE: Use CTRACE statement to provide tracing while the kernel is starting
and to avoid having to issue a TRACE operator command to set tracing options.
See . for information about specifying your customized component trace parmlib
members.

The only way to change any CTRACE value is with the TRACE command. You
cannot use the SETOMVS or SET OMVS command to change the value.

MAXASSIZE: MAXASSIZE is the maximum region size (in bytes) for an address
space. You can set a system-wide limit in BPXPRMxx and then set higher limits
for individual users. Use the RACF ADDUSER or ALTUSER command to specify
the ASSIZEMAX limit on a per-user basis as follows:

ALTUSER userid OMVS(ASSIZEMAX(nnnn)

MAXCPUTIME: MAXCPUTIME is the time limit (in seconds) for processes that
were created by rlogind and other daemons. You can set a system-wide limit in
BPXPRMxx and then set higher limits for individual users. Use the RACF
ADDUSER or ALTUSER command to specify the CPUTIMEMAX limit on a per user
basis as follows:

ALTUSER userid OMVS(CPUTIMEMAX (nnnn))
MAXFILEPROC: Use MAXFILEPROC to determine the number of character-

special files, /dev/fdxx, that a single process can have open concurrently. You can
also limit the amount of system resources available to a single user process.

When selecting a value, consider the following factors:

¢ For conformance to standards, set MAXFILEPROC to at least 16 to conform to
the POSIX standard or at least 25 to conform to the FIPS standard.

It is recommended that you set this value to 256.
¢ The minimum value of 3 supports stdin, stdout, and stderr.

e The value must be larger than 3 to support shell users. If the value is too small,
the shell may issue the message “File descriptor not available.” If this message
occurs, increase the MAXFILEPROC value.

A process can change the MAXFILEPROC value using the setrlimit() function.
Only processes with appropriate privileges can increase their limits.

You can set a system-wide limit in BPXPRMxx and then set higher limits for indi-
vidual users. Use the RACF ADDUSER or ALTUSER command to specify the
FILEPROCMAX limit on a per user basis as follows:

ALTUSER userid OMVS(FILEPROCMAX (nnnn))

Chapter 1. APARs OW42811 and OW42841: 0S/390 UNIX System Services Planning 7
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1.1.4.4.1, “Dynamically Changing Certain BPXPRMxx Parameter Values” on
page 20 explains how to dynamically change the MAXFILEPROC value.

MAXMMAPAREA: For MAXMMAPAREA, you can set a system-wide limit in
BPXPRMxx and then set higher limits for individual users. Use the RACF
ADDUSER or ALTUSER command to specify the MMAPAREAMAX limit on a per
user basis as follows:

ALTUSER userid OMVS(MMAPAREAMAX (nnnn))

MAXPROCSYS: You can manage system resources by limiting the number of
processes that the system is to support. The values that you specify for
MAXPROCSYS, MAXPROCUSER, and MAXUIDS are interrelated. When selecting
a value for MAXPROCSYS, remember that these processes are needed:

e The initialization process (BPXOINIT)
 /usr/sbin/init, for starting and processing
e exec sh to run a shell script

e The process in which the shell script runs

Plan on one process for each daemon (for example, inetd and cron) that you start
from a shell script such as /etc/rc. In addition, each shell user needs a minimum of
three processes and possibly a few more for piping between shell commands.

Do not specify a higher value for MAXPROCSYS than your system can support
because most processes use an entire MVS address space. This value will vary,
depending on your environment. If you set the value too high, failures (EAGAIN) for
fork or spawn might occur because WLM could not provide enough fork initiators.

1.1.4.4.1, “Dynamically Changing Certain BPXPRMxx Parameter Values” on
page 20 explains how to dynamically change the MAXPROCYS value.

For an example of MAXPROCSYS, MAXPROCUSER, MAXRTYS, MAXPTYS, and
MAXUIDS settings in BPXPRMxx, see ..

MAXPROCUSER: To improve performance, use MAXPROCUSER to limit user
activity. For a typical shell user who starts up 1 to 3 shells, set the limit to 10.

When selecting a value, consider the following factors:

¢ Set MAXPROCUSER to at least 16 to conform to the POSIX standard for
CHILD_MAX, or to at least 25 to conform to the FIPS standard.

¢ A low MAXPROCUSER value limits the number of concurrent processes that a
user can run. A low value limits a user's consumption of processing time, virtual
storage, and other system resources.

e Some daemons or users run without UID(0), and may create many address
spaces. In these cases, give the daemon ID a high enough PROCUSERMAX
value in the OMVS segment.

A user with a UID of 0 is not limited by the MAXPROCUSER value because a
superuser may need to be able to log on and use kernel services to solve a
problem.

Though not recommended, the security administrator can give the same OMVS UID
to more than one TSO/E user ID. Therefore, the number of users can be greater
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than the number of UIDs that are defined. Check with the security administrator; if
users share UIDs, you will need to define a greater number of processes for each
user.

You can set a system-wide limit in BPXPRMxx and then set higher limits for indi-
vidual users. Use the RACF ADDUSER or ALTUSER command to specify the
PROCUSERMAX limit on a per-user basis as follows:

ALTUSER userid OMVS(PROCUSERMAX (nnnn))

MAXPTYS: Use MAXPTYS to manage the number of interactive shell sessions,
where each interactive session requires one pseudo-TTY pair. Do not specify an
arbitrarily high value for MAXPTYS. But, because each user may have more than
one session, it is recommended that you allow four pseudo-TTY pairs for each user
(MAXUIDS * 4). Specify a MAXPTYS value that is at least twice the MAXUIDS
value.

1.1.4.4.1, “Dynamically Changing Certain BPXPRMxx Parameter Values” on
page 20 explains how to dynamically change the MAXPTYS value. For more infor-
mation about pseudoterminal files, see ..

MAXRTYS: MAXRTYS enables you to manage the number of interactive shell
sessions that are accessed by Communications Server terminal support. When you
specify this value, each interactive session requires one remote TTY. Avoid speci-
fying an arbitrarily high value for MAXRTYS. However, because each user may
have more than one session, you should allow four remote TTY files for each user
(MAXUIDS * 4).

The MAXRTYS value influences the configuration of Communications Server nodes
and associated terminal files. For more information, see 0S/390 UNIX System Ser-
vices Communications Server Guide.

1.1.4.4.1, “Dynamically Changing Certain BPXPRMxx Parameter Values” on
page 20 explains how to dynamically change the MAXPROCYS value.

MAXTHREADS: MAXTHREADS is the maximum number of threads that a single
process can have active concurrently. If an application needs to create more than
the recommended maximum in SAMPLIB, it must minimize storage allocated below
the 16M line by specifying C run-time options. For information on the
set_thread_limit service (BPX1STL), refer to 0S/390 UNIX System Services
Programming: Assembler Callable Services Reference.

You can set a system-wide limit in BPXPRMxx and then set higher limits for indi-
vidual users by using the RACF ADDUSER or ALTUSER command to specify the
THREADSMAX limit on a per user basis as follows:

ALTUSER userid OMVS(THREADSMAX (nnnn))

MAXTHREADTASKS: MAXTHREADTASKS is the maximum number of MVS
tasks that a single process can have concurrently active.

A high MAXTHREADTASKS value may affect storage and performance. Each task
requires additional storage for the following:

e The control blocks built by the kernel
e The control blocks and data areas required by the run-time library

Chapter 1. APARs OW42811 and OW42841: OS/390 UNIX System Services Planning 9
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e System control blocks such as the TCB and RB

MAXUIDS: MAXUIDS limits the number of active UIDs. When you select a value
for MAXUIDS, consider the following factors:

* Because users are likely to run with three or more concurrent processes each,
they require more system resources than typical TSO/E users.

 If the MAXUIDS value is too high relative to the MAXPROCSYS value, too
many users can invoke the shell. All users may be affected, because forks
might begin to fail.

For example, if your installation can support 400 concurrent processes—
MAXPROCSYS(400)—and each UID needs an average of 4 processes, then
the system can support 100 users. For this operating system, specify
MAXUIDS(100).

PRIORITYGOAL: If you are using your system to run a critical real-time applica-
tion program, set the performance groups or service classes to meet the needs of
the application program. It is difficult to run both real-time application programs and
general users on the same OS/390 UNIX system. There is no mechanism to restrict
any set of users from access to the nice() and setpriority() functions. For more
information, see ..

PRIORITYPG: If you are using your system to run a critical real-time application
program, set the performance groups or service classes to meet the needs of the
application program. It is difficult to run both real-time application programs and
general users on the same OS/390 UNIX system. There is no mechanism to restrict
any set of users from access to the nice() and setpriority() functions. For more
information, see .

STEPLIBLIST: With STEPLIBLIST, programs can have temporary access to files
that are not normally accessible to other users. Step libraries have many uses; one
is so that selected users can test new versions of run-time libraries before the new
versions are made available to everyone on the system. Customers who do not put
the Language Environment run-time library SCEERUN into the linklist should put
the SCEERUN data set name in this file.

If your installation runs programs that have the setuid or setgid bit turned on, only
those load libraries that are found in the STEPLIBLIST sanction list are set up as
step libraries in the environment that those programs will run in. Because programs
with the setuid or setgid bit turned on are considered privileged programs, they
must run in a controlled environment. The STEPLIBLIST sanction list provides this
control by allowing those programs to use only the step libraries that are consid-
ered trusted by the installation.

IBM recommends that the pathname of the file be /etc/steplib. This fits in with the
IBM strategy to place all customized data in the /etc directory.

If you do not specify a value for STEPLIBLIST, step libraries will not be set up for
set-user-ID and set-group-ID executable files.

These step libraries are set up as a result of the invocation of a HFS executable file
using the exec service (BPX1EXC), the attach_exec service (BPX1ATX) or spawn
(BPX1SPN) service. After one of those services has been invoked, the step
libraries can be propagated from the calling task's environment. They can also be
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specified by using the STEPLIB environment variable that is passed to the exec
service. When the exec service invokes a set-user-ID or set-group-ID executable

file,

only those libraries that are found in the sanctioned list are set up as step

libraries in the environment that the executable file will run in.

The

following is a list of formatting rules for the STEBLIBLIST file that contains the

sanctioned list:

You can include comment lines in the list. Each comment line must start with /*
and end with */.

You must follow standard MVS data set naming conventions in naming the files
in the list.

Each data set name must be fully qualified and cannot be enclosed in quotation
marks.

Each data set name must be on a line by itself, with no comments.
You must use uppercase letters for data set names.

You can put blanks before and after each data set name. Entirely blank lines in
the list are ignored.

You can use the * character to specify multiple files that begin with the same
characters. For example, if you list SYS1.*, you are sanctioning any file that
begins with SYS1. as a step library.

If the file does not follow these formatting rules, the sanctioned list is not built using
the file.

You

should catalog each data set listed in the file to prevent user versions of the

data set from being used.

Following is a sample sanctioned list file:

/*
/*
/*
CE

/********************************************************************/
/* */
/* Name: Sample Sanctioned List for set-user-ID and set-group-ID =*/
/* files */
/* */
/* Updated by: May only be updated by OSTEPLIB TSO/E command */
/* */
/* Description: Contains a list of data set names that may */
/* be used as STEPLIB Tibraries for SETUID */
/* programs */
/* */
/* Wild cards may be used to specify multiple %/
/* data set names that have the same prefix */
/* characters. */
/* */
/********************************************************************/

*******************************************************************/

Sanction all data set names beginning with CEE.SCEERUN */

*******************************************************************/

E.SCEERUN~*

Chapter 1. APARs OW42811 and OW42841: OS/390 UNIX System Services Planning 11
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You can create or update the sanctioned list file using the OSTEPLIB command,
which specifies read and execute permissions for all users (permissions 555). The
sanctioned list file must be protected from update by nonprivileged users; therefore,
only users with superuser authority should be given update access to it.

Because a working copy of the sanctioned list is maintained in storage, an update
to the file will take effect when the next setuid(0) program is run from a process
with read access to the stepliblist file.

Use the SETOMVS or SET OMVS command to dynamically change the value of
STEPLIBLIST; this changes the current system settings. To make a permanent
change, edit the BPXPRMxx member that will be used for IPLs.

USERIDALIASTABLE: On most UNIX systems, you use lowercase IDs. With
0S/390 UNIX, typically you will use the uppercase user IDs and group names
specified in your security database. In some cases, however, you may want to use
lowercase or mixed case names in OS/390 UNIX processing. To do that, you need
to create a user ID alias table to associate lowercase or mixed case alias names
with uppercase OS/390 user ID and group names.

IBM recommends that the pathname of the file be /etc/tablename. This fits in with
the IBM strategy to place all customized data in the /etc directory. If a value for
USERIDALIASTABLE is not specified, alias names are not used.

Using the USERIDALIASTABLE statement degrades performance slightly. The
more names that you define, the greater the performance degradation. Installations
are encouraged to continue using uppercase-only userids and group names defined
in their security databases.

Following is a list of formatting rules for the userid alias table:

¢ You can include comment lines in the list. Each comment line must start with /*
and end with */.

e You must follow standard MVS userid and group name naming conventions in
the first column.

e You must follow XPG4 standard naming conventions in the second column.
e Do not enclose the names in quotation marks.

e Each userid or group name and associated alias name must be on a line by
itself, with no comments.

e The MVS userids and group names must be located in columns 1-8 and the
associated aliases must be located on the same line in columns 10-17.

e The MVS name and the alias name must be separated by 1 or more blanks.

e The tags :userids and :groups must be used to delineate between userids and
group names.

— If no tags are present in the file, then all names in the file are assumed to
be userids.

— If there are any names listed before a tag, those names are considered to
be userids.

— If a :userids tag is present, then all name lines following it and up to the
next tag are considered to be userids.
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— If a :groups tag is present, then all name lines following it and up to the
next tag are considered to be group names.

— If specified, the tag must start in column 1.

— The tag names are not case sensitive.

If the file does not follow these formatting rules, the alias name may not be recog-
nized and various functions relating to the attempted use of the alias may fail.

Following is a sample userid and group name alias table:

/****************************************************************/

/* */
/* Name: Sample user ID/group name alias table */
/* */
/+* Description: Contains a 1ist of MVS user IDs and their */
/* associated alias names. */
/* */
/* Alias names may be constructed from the following characters: =/
/* */
/* ABCDEFGHIJKLMNOPQRSTUVWXYZ */
/* abcdefghijklimnopgrstuvwxyz */
/* 0123456789 . - */
/* */
/* The hyphen shall not be used as the first character. */
/* */

/*****************************************************************/

/*****************************************************************/

/* Mixed case group names */
/*****************************************************************/
:Groups

DEPTD10 DeptD10
DEPTD20 DeptD20

/*****************************************************************/

/* Non-alphanumeric alias user IDs and group names x/
/*****************************************************************/

:UserIDs
/*****************************************************************/

/* Mixed case alias names */
/*****************************************************************/

MYUSERID MyUserid

/*****************************************************************/

/* Easier to remember alias names */
/*****************************************************************/

K61XDLBC Daniel

JOEDOE  Joe_Doe
MRDOE Mr.Doe

ABCD A-B-C-D
:groups

DEVEL OE-Dev

TEST OE_Test

Chapter 1. APARs OW42811 and OW42841: OS/390 UNIX System Services Planning
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For UUCP, you must set up userid UUCP or define uucp as an alias. Likewise, you
must set up group ID UUCPG or define uucpg as an alias.

For more information, refer to . and ..

The userid/group name alias table must be protected from update by non-privileged
users; therefore, only users with superuser authority should be given update access
to it. All users should be given read access to the file.

Once a user is logged into the system, changing the userid/group name alias table
does not change the alias name immediately. Database queries, however, will yield
the new alias if the userid performing the query has read/execute access to the
userid/group name alias table. The table is checked every 15 minutes and
refreshed if it has been changed. If a change needs to be activated sooner, you
can use the SETOMVS or SET OMVS command. See 1.1.4.4, “Dynamically
Changing the BPXPRMxx Parameter Values” on page 20 for more information.
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1.1.4 Chapter 23. Managing Operations

0OS/390 UNIX is designed to be continually available. This chapter discusses these
tasks, which are done by operators.

Task Page
1.1.4.1, Stopping Processes 15
1.1.4.2, Terminating Threads with the MODIFY Command 16
1.1.4.3, Shutting Down OS/390 UNIX 17
1.1.4.4, Dynamically Changing the BPXPRMxx Parameter Values 20
1.1.4.5, Tracing Events in OS/390 UNIX 25
1.1.4.6, Displaying the Status of the Kernel 26
1.1.4.7, Taking a Dump of the Kernel and User Processes 27
1.1.4.8, Recovering from a Failure 30
1.1.4.9, Managing Interprocess Communication (IPC) 31

For information about the CANCEL, DISPLAY, MODIFY MSGRT, and TRACE oper-
ator commands, see 0S5/390 MVS System Commands.

1.1.4.1 Stopping Processe