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Notices

References in this publication to IBM products, programs, or services do not imply
that IBM intends to make these available in all countries in which IBM operates.
Any reference to an IBM product, program, or service is not intended to state or
imply that only IBM product, program, or service may be used. Subject to IBM’s
valid intellectual property or other legally protectable rights, any functionally
equivalent product, program, or service may be used instead of the IBM product,
program, or service. The evaluation and verification of operation in conjunction
with other products, except those expressly designated by IBM, are the
responsibility of the user.

IBM may have patents or pending patent applications covering subject matter in
this document. The furnishing of this document does not give you any license to
these patents. You can send license inquiries, in writing, to:

IBM Director of Licensing
IBM Corporation

North Castle Drive
Armonk, NY 10504-1785
USA

Licensees of this program who wish to have information about it for the purpose
of enabling: (i) the exchange of information between independently created
programs and other programs (including this one) and (ii) the mutual use of the
information which has been exchanged, should contact:

IBM Deutschland Entwicklung GmbH
Department 3248

Schoenaicher Strasse 220

D-71032 Boeblingen

Federal Republic of Germany
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The following terms are trademarks of other companies:
HeathKit
Heath Co., St. Joseph, MO
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About This Book

This book describes System Automation for OS/390 (SA OS/390). This product
plays a key role in supplying high-end automation solutions whereas Tivoli®
Systems (Tivoli Management Environment, Tivoli) delivers integrated
cross-platform management functions. This book contains information about how
to enable SA OS/390’s automation.

Who Should Use This Book

Installing, maintaining and using SA OS/390 is done by personnel from the user
groups defined in SA_QS/390 User Groups”l This book is primarily intended for
automation programmers responsible for defining and maintaining the automation

policy.

SA 0S/390 User Groups
There are the following primary SA OS/390 user groups:

* System programmers are responsible for:

product installation
This is basically taking the product from tape and moving it into system
libraries.

system configuration
This is basically allocating data sets and configuring individual systems
to run the product. At the end of this process, a ready to use installation
of the customization dialog and NetView is available to be used by
further SA OS/390 user groups. Additional work may be required to
help set up processor operations and the NMC workstation.

maintenance
This is the task of applying APARs to the base code and performing
whatever system actions are required afterwards.

* Automation programmers are responsible for:

policy migration
If your enterprise uses policy for earlier SA OS/390 releases, this
information needs to be migrated to the new release.

policy definitions and distribution
Using the customization dialog, automation programmers will, with help
from specialist system programmers and operators, define the
automation policy for the enterprise. This includes the definition of all
automated resources and the individual definitions required for each
resource. Thus they are creating the knowledge base that SA OS/390
will use to run their applications and systems. As the creation of this
knowledge base can be done centrally on a system where the
customization dialog is installed, the policy files that are created need to
be distributed to the appropriate target systems before they can be used.

automation customization
This covers writing and modification of customer automation procedures
that run alongside SA OS/390. Existing automation procedures may
need modifying to take account of changes that have been made with
the current SA OS/390 release.
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workstation setup and configuration
This task will also often fall upon the automation programmers. It is
concerned with getting a workstation set up to run the SA OS/390
workstation, the NMC workstation and for the workstation user to be
able to issue commands from it.

* Operators are the end users of the product, as it aims to simplify their jobs.
They are responsible for:

ensuring application availability
This basically means starting applications when they need to be started,
picking them up if they break down and stopping them when required.

monitoring systems and applications
Operators are responsible for detecting any problems that might occur
with the systems or with the application software running upon them.
When they find one, they will generally try a few standard fixes and
then contact a system programmer.

IPLs and shutdowns
Operators are responsible for ensuring the orderly shutdown of systems
and applications when they need to be stopped, and for their successful
restarting afterwards.

special operations
This covers all of the things that the operators are asked to do that are
not a part of their scheduled (or planned) activities. Examples might be
keeping an application available until later in the day, changing the time
that a particular event will happen, recycling applications to pick up
fixes, or issuing special commands after an application has been started.

Where to Find More Information
The System Automation for 0S/390 Library

The following table shows the information units in the System Automation for
0S/390 library:
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Table 1. System Automation for OS/390 Library

Title Order Number
System Automation for QS/390 General Informatiod GC33-7036
System Automation for OS/390 Licensed Program Specifications SC33-7037
System Automation for OS/390 Planning and Installation SC33-7038
System Automation for QS/390 Customizing and Programming SC33-7035
System Automation for QS/390 Defining Automation Polici) SC33-7039
System Automation for OS/390 lser’s Guidd SC33-7040
System Automation for QS/390 Messages and Coded SC33-7041
System Automation for OS/390 Operator’s Commandd SC33-7042

SC33-7043
SC33-7044
SC33-7045
S5C23-7046

The System Automation for OS/390 books (except Licensed Program
Specifications) are also available on CD-ROM as part of the following collection

kits:
IBM Online Library OS/390 Collection (SK2T-6700)
IBM Online Library z/OS Software Products Collection (SK3T-4270)

This softcopy collection includes the IBM Library Reader, a program that enables
you to view online documentation.

SA 0S/390 Homepage
For the latest news on SA OS/390, visit the SA OS/390 homepage at
http:/ /www.ibm.com/servers/eserver/zseries/software/sa

Related Product Information

The following table shows the books in the related product libraries that you may
find useful for support of the SA OS/390 base program.

Table 2. Related Products Books

Title Order Number
ISPF User’s Guide SC34-4484
ISPF Dialog Management Guide and Reference S5C34-4266
MVS/ESA MVS Configuration Program Guide and Reference GC28-1817
MVS/ESA Planning: Dynamic 1/O Configuration GC28-1674
MVS/ESA Support for the Enterprise Systems Connection G(C28-1140
MVS/ESA Planning: APPC Management GC28-1110
MVS/ESA Application Development Macro Reference GC28-1822
MVS/ESA SP V5 System Commands GC28-1442
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Table 2. Related Products Books (continued)

Title Order Number
MVS/ESA SPL Application Development Macro Reference GC28-1857
0S/390 Hardware Configuration Definition: User’s Guide SC28-1848
0S5/390 Information Roadmap GC28-1727
0S/390 Information Transformation GC28-1985
0S5/390 Introduction and Release Guide GC28-1725
0S/390 JES Commands Summary GX22-0041
0S5/390 Licensed Program Specifications GC28-1728
0S5/390 Printing Softcopy Books S544-5354
0S/390 Starting Up a Sysplex GC28-1779
0S5/390 Up and Running! GC28-1726
Planning for the 9032 Model 3 and 9033 Enterprise Systems Connection SA26-6100
Director
Resource Access Control Facility (RACF) Command Language Reference SC28-0733
5/390 MVS Sysplex Overview — An Introduction to Data Sharing and GC23-1208
Parallelism
5/390 MVS Sysplex Systems Management GC23-1209
5/390 Sysplex Hardware and Software Migration GC23-1210
5/390 MVS Sysplex Application Migration GC23-1211
5/390 Managing Your Processors G(C38-0452
Tivoli/Enterprise Console User’s Guide Volume I GC31-8334
Tivoli/Enterprise Console User’s Guide Volume II GC31-8335
Tivoli/Enterprise Console Event Integration Facility Guide GC31-8337
Tivoli for OS/390 NetView VIR3 Administration Reference SC31-8222
Tivoli for OS/390 NetView VIR3 Application Programmer’s Guide SC31-8223
Tivoli for OS/390 NetView VIR3 APPN Topology and Accounting Agent SC31-8224
Guide
Tivoli for OS/390 NetView V1R3 Automation Guide SC31-8225
Tivoli for OS/390 NetView VIR3 AON Customization Guide SC31-8662
Tivoli for OS/390 NetView V1IR3 AON User’s Guide GC31-8661
Tivoli for OS/390 NetView V1IR3 Bridge Implementation SC31-8238
Tivoli for OS/390 NetView V1IR3 Command Reference Vol. 1 SC31-8227
Tivoli for OS/390 NetView VIR3 Command Reference Vol. 2 SC31-8227
Tivoli for OS/390 NetView V1IR3 Customization Guide SC31-8228
Tivoli for OS/390 NetView V1IR3 Customization: Using Assembler SC31-8229
Tivoli for OS/390 NetView V1IR3 Customization: Using Pipes SC31-8248
Tivoli for OS/390 NetView VIR3 Customization: Using PL/I and C SC31-8230
Tivoli for OS/390 NetView VIR3 Customization: Using REXX and the SC31-8231
NetView Command List Language
Tivoli for OS/390 NetView VIR3 Data Model Reference SC31-8232
Tivoli for OS/390 NetView V1IR3 Installation and Administration Guide SC31-8236
Tivoli for OS/390 NetView VIR3 Messages and Codes SC31-8237
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Table 2. Related Products Books (continued)

Title Order Number
Tivoli for OS/390 NetView VIR3 MultiSystem Manager User’s Guide SC31-8607
Tivoli for OS/390 NetView V1R3 NetView Graphic Monitor Facility User’s GC31-8234
Guide
Tivoli for OS/390 NetView V1IR3 NetView Management Console User’s Guide | GC31-8665
Tivoli for OS/390 NetView V1IR3 User’s Guide SC31-8241
Tivoli for OS/390 NetView V1IR3 Planning Guide GC31-8226
Tivoli for OS/390 NetView VIR3 RODM and GMFHS Programmer’s Guide |SC31-8233
Tivoli for OS/390 NetView V1IR3 Security Reference SC31-8606
Tivoli for OS/390 NetView VIR3 SNA Topology Manager and APPN SC31-8239
Accounting Manager Implementation Guide
Tivoli Management Platform Reference Guide GC31-8324
TSO/E REXX/MVS User’s Guide S5C28-1882
TSO/E REXX/MVS Reference 5C28-1883
VM/XA SP GCS Command and Macro Reference 5C23-0433
VSE/SP Unattended Node Support SC33-6412
VTAM Messages and Codes SC31-6493
VTAM Network Implementation Guide SC31-6404
VTAM Network Implementation Guide SC31-6434

Using LookAt to look up message explanations

LookAt is an online facility that allows you to look up explanations for z/OS
messages, system abends, and some codes. Using LookAt to find information is
faster than a conventional search because in most cases LookAt goes directly to the
message explanation.

You can access LookAt from the Internet at:

NTTIE — RS 1

or from anywhere in z/OS where you can access a TSO command line (for
example, TSO prompt, ISPFE, z/OS UNIX System Services running OMVS).

To find a message explanation on the Internet, go to the LookAt Web site and
simply enter the message identifier (for example, IAT1836 or IAT*). You can select a
specific release to narrow your search. You can also download code from the z/OS
Collection, SK3T-4269 and the LookAt Web site so you can access LookAt from a
PalmPilot (Palm VIIx suggested).

To use LookAt as a TSO command, you must have LookAt installed on your host
system. You can obtain the LookAt code for TSO from a disk on your z/OS
Collection, SK3T-4269 or from the LookAt Web site. To obtain the code from the
LookAt Web site, do the following;:

1. Go to

|hf’rp' / /www ibm com /servers/eserver /zseries /zos /bkserv /lookat /lookat himl
2. Click the News button.
3. Scroll to Download LookAt Code for TSO and VM.
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4. Click the ftp link, which will take you to a list of operating systems. Select the
appropriate operating system. Then select the appropriate release.

5. Find the lookat.me file and follow its detailed instructions.

To find a message explanation from a TSO command line, simply enter: lookat
message-id. LookAt will display the message explanation for the message requested.

Note: Some messages have information in more than one book. For example,

[EC1921 has routing and descriptor codes listed in k/QS MVS Routing and

. For such messages, LookAt prompts you to choose which

book to open.

Accessing licensed books on the Web

0S/390 licensed documentation in PDF format is available on the Internet at the
IBM Resource Link Web site at:

T T

Licensed books are available only to customers with a OS/390 license. Access to
these books requires an IBM Resource Link Web userid and password, and a key
code. With your OS/390 order you received a memo that includes this key code.

To obtain your IBM Resource Link Web userid and password log on to:

hf+p-//www ibm com/servers/resourcelinid

To register for access to the z/OS licensed books:

1. Log on to Resource Link using your Resource Link userid and password.
Click on User Profiles located on the left-hand navigation bar.

Click on Access Profile.

Click on Request Access to Licensed books.

ok wn

Supply your key code where requested and click on the Submit button.

If you supplied the correct key code you will receive confirmation that your
request is being processed. After your request is processed you will receive an
e-mail confirmation.

Note: You cannot access the z/OS licensed books unless you have registered for
access to them and received an e-mail confirmation informing you that your
request has been processed.

To access the licensed books:

Log on to Resource Link using your Resource Link userid and password.
Click on Library.

Click on zSeries.

Click on Software.

Click on OS/390.

Access the licensed book by selecting the appropriate element.

o0~ wh =
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Summary of Changes

This section summarizes the changes for SA OS/390 2.1 as follows:

G 7 : : 7

o FWhat's New in SA QS/390 2 1/

What’s New in This Book for SA 0S/390 2.1

This book contains information previously presented in System Automation for
0S5/390 Customization, GC28-1566-01, which supports the customization of
SA 0S5/390, Release 3.

This edition has been restructured in a way that the information not directly
pertaining to the use of the customization dialog has been moved to other places
in the SA OS/390 library, mainly into

bud Programming. This fact is reflected in the new title of this documentation.

How to define automation policy for all SA OS/390 entry types is now

consolidated in one chapter: [Chapter 5 Defining Automation Paolicy” on page 87

The following documentation has been added:

4 : 7

. explains the automation concepts
which you need to understand before using the customization dialog. Especially,
the new concepts of generated resources, grouping support and new
relationships are presented. Not all of the information contained here is new, but
existing conceptual information has been consolidated here.

. P’Fhapfpr 4 Scenarios on How to lse the Ciistomization Dialag” on page 51l
contains scenarios that help to understand how to apply SA OS/390 automation
concepts using in concrete situations.

7 . . . . 77

contains the documentation
of the new Product Automation policy object which has been introduced to
integrate automation for the following products:

- DB2
- CICS
- IMS
- OPC

New policy items for entry type Application have been introduced for
apphcatlons of these types accordmgly

contains automation 1nformat10n for DB2 apphcatlons

What’s New in SA 0S/390 2.1

A summary of the new SA OS/390 2.1 functionality is presented in the following
list:

* The main design change of SA OS/390 2.1 compared to earlier releases is the
implementation of goal driven automation. The new automation concepts
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comprise for example, enhanced grouping support and enhanced relatlonshlp
support. These are described in the new chapter I

ton.cep;ts_(m_pa.gﬂsjl” .

The new concepts involve major changes in defining automation policy for entry
types Application and ApplicationGroup, like new policy items and new entry
fields in the affected customization dialog panels. For a summary of such
changes, select option 5. Changes for this Release from the HELP menu of the
action bar.

Also a changed behaviour of automation results from the goal driven
automation in contrast to the earlier command driven automation. As this
information is important when planning to use SA OS/390, you can find it in

The entry point to the customization dialog consists of a new primary panel
called Customization Dialog Primary Menu, now fully enabling ISPF nested

oEtlons and stacked commands. See 'How to Start the Customization Dialog” od

For the automation of the products DB2, CICS, IMS and OPC, a new Product
Automatzon entry type has been 1ntr0duced into the Entry Type Selection panel.
Z contains the related

documentation.

Also, new policy items for entry type Application have been introduced for

EEhcahons of these types. These are described in !Application Palicy Object’]

The command PERSONALIZE has changed to the SETTINGS option which is
selectable from the Customization Dialog Primary Menu.

New report facilities are implemented and described in I‘Creating Reports ahout

Multi-User support is extended to application groups.

A new User-written Functions Selection Menu panel is added which allows you
to add installation specific functions and includes one example to send an
0S/390 data set to a specific destination. This panel can be reached from the
Customization Dialog Primary Menu using option U (User-defined selections).

The entry type Includes is no longer supported. It is only available for

downward compatibility and will be removed in the next release. If Includes
policy objects are found by SA OS/390 2.1 load, an error message is issued.

An enhanced COPY function is implemented. See ‘Policy Ttems Found on Manyl
Selection Panels” on page 27.

An enhanced service period definition is provided and described in
Periods Policy Obiect” >0

A variety of new relationships/dependencies can be defined on SA OS/390 2.1.

Information about these can be found in FRelationship Support” on page 34

conceptual information) and More About Palicy Item RELATIONSHIPS” on
(how to define relationships).

Command texts, wherever they can be entered, may now spread over two input
lines.

Monitoring granularity is individualized by making the monitoring routine and
monitoring interval definable multiple times (on application resource basis, not

only once on system basis).

Users can now specify flexible start-up commands for applications. Therefore, a
new policy item STARTUP has been defined for entry type Application. This is

described in ’Mare About Paolicy Item STARTIIP” an page 16d.
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* Policy item SHUTDOWN of Applications is enhanced with an additional
shutdown phase: FINAL. For more information refer to [‘Mare About Policyl
[tem SHUTDOWN” on page 173

. Automatlon programmers can specify message prefixes for an application. Refer
d for more

1nformat10n

* The policy item RESTART for Applications is no longer available. The
specification of restart commands is now possible under policy item
MESSAGES/USER DATA with message ID ACORESTART. For more information

refer to More About Policy Item MESSAGES/USER DATA” on page 163,

¢ The policy item MESSAGES/USER DATA for Applications now allows the
specification of free format user data when defining messages. A new message
type USER is introduced. For this type, any user data is allowed as is allowed
under the specification of User E-T Pairs. This means it is no longer necessary to
specify additional application data under User E-T Pairs, but it can be specified
directly in the application where the data belongs to. For more information refer
to FMore About Policy Item MESSAGES/USER DATA” on page 163

* The policy item MINOR RESOURCES is renamed to MINOR RESOURCE
FLAGS and is moved from entry type Systemn to entry type MVS Component.
Minor resources need to be defined only once and then you can link them to

various s§stems For more information refer to EMVS Caompaonent Palicy Object’]

* For entry type Auto Operators, the policy item OPERATORS is enhanced in a
way that you can specify SYSCLONE variables and the &DOMAIN. variable.
For entry type Network, the policy item FORWARDS is enhanced in a way that
you can specify the &DOMAIN. variable. For more information refer to m

|Abhout the QPERATORS Palicy Ttem” on page 264 and t Network |20|]C§Z ( )b;ec_tj

* The p0551b111ty to specify a command has been moved from the policy item
THRESHOLDS to policy item MESSAGES/USER DATA for entry type MVS
Component.

* Enhanced migration and conversion support is provided with SA OS/390 2.1.
For example, you can use SA OS/390 2.1 to automatically convert a SA OS/390

1.3 or earlier policy database to the new format. See I’‘Chapter 7 Migrationl
[ELm.ct]_on_sLQ_n_p_a_gp_m and I (’han’rpr 10. Conversion Function” on page 341 for

more information.

* As the processing of automation in a sysplex has been divided up between an
automation manager and multiple automation agents (refer to ISystem Automation

ffor QS/390 1ser’s Guidd), the build process has been redesigned. For more
information refer to EChapter 6_Building and Distributing Control Files” onl

The following items have been removed from SA OS/390:
* 1/O exception monitoring
* service level monitoring

Notes on Terminology

MVS:
References in this book to "MVS” refer either to the MVS/ESA™ product or to
the MVS™ element of OS/390.
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— PS/2:
The Processor Operations PC often is referred to as Processor Operations
PS/2 in both SA OS/390 panels and SA OS/390 documentation.

— NetView
The term NetView used in this documentation stands for Tivoli NetView for
0S5/390.

Resources, Applications and Subsystems
These three terms are used in the SA OS/390 library to designate automated
entities. The correct term to be used depends from the context in which it is
used. Refer to the Introduction chapter in System Automation for QS/394

Querator’s Commandd for the definition of these terms.
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Chapter 1. Overview

Before you can use SA OS/390 to automate, monitor, and control the resources in
your enterprise, you must define your enterprise’s automation policy. For this
purpose you use the SA OS/390 customization dialog to provide information to
SA 0S/390 such as:

¢ Which resources (like systems or applications) you want to automate, monitor
and control.

* How resources are to be associated (grouped) with each other for automation
* The dependencies between resources and groups of resources.

* How and which automation, like automatic startup or shutdown is to be applied
to these resources

e Conditions under which automated actions should occur, and what actions
should be performed

* When automation is active, and how automation handles certain tasks and
events during system operation.

The customization dialog leads the SA OS/390 policy administrator through the
process of defining resources and automation for the enterprise. From this
information SA OS/390 automatically extracts the required bits to display
resources graphically on the NMC workstation.

Before you begin to use the customization dialog to define your enterprise
automation policy, you need to determine how you want SA OS/390 to work
within your enterprise. Making this determination is part of the process of
planning to use SA OS/390. There are many considerations for planning to use
SA 0S/390 of which you should be aware. For this purpose, also refer to the
Elannini instructions given in System Automation for 0S/390 Planning and

Note: Do not use the customization dialog on a Kanji terminal as they will not
work. If you have your terminal defined as a 3278KN terminal, you can
circumvent the Kanji restriction by going into ISPF option 0.1 (panel ID
ISPOPT1) and redefining the TERMINAL TYPE to 3278.

The remainder of this chapter deals with the following topics:
e "How to Define Automation Policv: An Outline’] gives an outline of the process
of creating enterprise automation policy.

” . . . . 7

« FCustomization Dialog Introduction” on page 2 introduces all entry types.

” . . . 7

» FConsiderations for the SA QS/390 Graphical Interface” on page d provides
some information on how to customize the monitoring aspect of SA OS/390.

» FConsiderations for Automation” on page 10 provides some information on how

to customize the automation aspect of SA OS/390.

n . . . . . . . 77

introduces what you need to do once you have entered your policy information
(both for monitoring and automation) into the policy database using the
customization dialog.

How to Define Automation Policy: An Outline

The process of defining automation policy comprises the following steps:
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1. At the configuration focal point, where you have the customization dialog
installed, you create the information into the policy database using the ISPF
input panels of the customization dialog. The description of the customization
dialog comprises the major part of this documentation.

2. Then use the BUILD function of the customization dialog to produce the
required output, the system operations control files (ACF and AMC file).

3. Then you distribute the generated output to the sysplexes or stand-alone
systems that you want to automate.

Refer to KChapter 6 Building and Distributing Control Files” on page 289 and
Eigure 206 on page 299

for more information on building and distributing the
generated output files.

Customization

Dialog Introduction

All resources of your enterprise, such as systems or applications, or other objects
that you use to automate your enterprise data processing, like components of your
0S/390® operating system, are called entry types. A complete list of SA 0S/390
entry types is listed on the Entry Type Selection panel (see [Figure 8 an page 29),
which is the first panel you will see after you decided with which enterprise, or,
respectively, with which policy database you are going to work.

For each entry type you can invoke a series of panels to create, modify or delete
instances of a certain entry type. These instances are called policy objects and are
referred to by their entry name. The numbers and letters in parentheses in the
following list indicate the entry type’s index on the Entry Type Selection panel.
You can use either numbers or letters to select the appropriate entry type. The
alphanumeric index is used in other panels of the customization dialog to identify
a certain entry type.

Detailed information and scenarios on how to automate the resources (applications
and application groups) and make them available on certain systems are presented
in I’(’hap’rpr 4 Scenarios on How to Use the Cniistomization Dialog” on page 51

(1/ENT) Enterprise

An Enterprise is the top level of your SA OS/390 structure. It comprises
enterprise wide data for the complete policy database, including:

¢ the definition of an operator profile for sending commands

¢ the definition of INGSEND command parameters

* Processor operations focal point information

(2/GRP) Group
A group is the largest subdivision of an SA OS/390 enterprise. An
SA 0OS/390 enterprise may have several groups, each consisting of systems
and/or subgroups. Groups can be used to represent a sysplex. The
definition of groups is a prerequisite for sysplex-wide automation.

(3/SBG) Subgroup
Like groups, subgroups are collections of systems. You define a subgroup
by selecting the member systems and assigning a name to the subgroup.
Subgroups can be collected into groups. They offer a finer level of
structuring groups.

(4/SYS) System
A system is an image of an operating system running on a host processor
monitored by SA OS/390. The system may be MVS, VM, VSE, TPF,
LINUX, or CF (coupling facility). A system definition includes for example:
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¢ links to other objects associated with the system, for example, links to
application groups

* Application defaults

* System defaults

¢ Clone specifications

(5/APG) Application Group
An application group is a set of applications to which you assign a name.
You can define two types of application groups: System Application
Groups and Sysplex Application Groups. You assign System Application
Groups to one or more systems and Sysplex Application Groups to one
sysplex group.

(6/APL) Application
An application is an OS/390 subsystem or job that runs on a system in the
SA 0OS/390 enterprise. SA OS/390 monitors applications through the
messages they issue to the system, MVS commands, and
SA 0OS/390-provided services. An application can belong to more than one
application group. An application definition includes:
* Subsystem name and the name of the procedure that runs the job
¢ Warning and alert thresholds
* Start and Stop specifications
¢ individual automation flags

(7/EVT) Events
Events are used for external dependencies where they represent a process
that the automation cannot handle. For example, an operator needs to
manually edit a file before the application can continue. SA OS/390
remembers which events are SET (have occurred) and can be told when to
forget them (by defining an UNSET condition).

(8/SVP) Service Periods
Define the availability of applications. A service period is a set of time
intervals (service windows) during which an application should be active
or inactive.

(9/TRG) Triggers
In combination with events and service periods, triggers are used to
control the starting and stopping of applications.

(10/PRO) Processor
A processor is the physical hardware on which a system runs. It can be a
single-image or physically partitioned processor. The processors supported
by SA OS/390 fall into two categories.

Screen-oriented processor: A processor that interacts with human operators
through line-mode display consoles. For System/390® and System /370"
processors, the display consoles use either an IBM® 3270 data stream or an
ASCII data stream. The screen-oriented processors supported by

SA 0S/390 as targets are 9021, 9121, 3090 ", 308x and 4381 processors.
OCF-based processor: A processor that uses an operations command
facility (OCF) for interacting with human operators or external programs to
perform operations management functions on the processor. The OCF
accepts and processes operations management commands, which

SA 0S5/390 sends from the focal point system. The OCF-based processors
supported by SA OS/390 are zSeries and 390-CMOS processors, excluding

the 9221 processor. The processor operations commands are described in
Bustem Automation fm‘ QS/390 Opprm‘nr'c Commandd
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(11/CMP) Communications Path

A communications path is a set of communications facilities that

SA 0OS/390 processor operations functions use to connect a focal point
system to a target system. There must be at least one active
communications path connected to the target system by means of
communications ports.

There are two types of communications paths: a NetView connection and a
personal computer (PC). The type of communications path which is used
depends upon the type of processor, the operating system running on the
target system, and whether the path is to a system console (SC) or operator

console (OC), as shown below.

Note:

The Processor Operations PC often is referred to as Processor
Operations PS/2 in both SA OS/390 panels and SA OS/390

documentation.

Path Screen-oriented processors

o SC for all processors

o 0C for MVS,VM,VSE,TPF

NVC Not supported

(20/PRD) Product Automation

OCF-based processors

o 0C for MVS/XA, VM, VSE, TPF

o Optional OC for MVS/ESA

o Via console integration
- Optional OC for MVS/ESA
- 0C console for LINUX
- 0C for coupling facility

With this policy object, you can define automation policy for the following

products:
+ CICS
+ DB2
+ IMS
+ OPC

(30/TMR) Timers

Automation timer definitions. This object is used to schedule automation
tasks which are periodic, or which must run at a particular time.

(31/TMO) Timeout Settings

The timeout values for responses to MVS commands and cross-domain
commands. This entry type enables you to create sets of timeout
definitions. Each timeout definition can specify timeout values for:

* System, NetView, or SA OS/390 commands

* Cross-domain logon requests
* Your own timeout variables

If the time limit is exceeded, then it is assumed that an error condition

exists and an appropriate action is taken.

(32/TPA) Tape Attendance

Specifies the time during which tape drives are either attended or
unattended. This entry type also allows you to specify whether or not you
want to monitor tape mounts on this system. If you do want to monitor
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tape mounts, you must enter warning and alert thresholds (in minutes and
seconds) indicating how long a wait is allowed in mounting a tape before
the response is considered unsatisfactory.

(33/MVC) MVS Component
This entry type allows you to apply automation to various OS/390 data
sets, resources and facilities.

(34/MDF) MVSCOMP Defaults
Sets defaults for OS/390 component (entry type MVS Component)
automation.

(35/SDF) System Defaults
This entry type allows you to set various defaults that are used throughout
the system. The values set here may be overridden by other entry types,
such as Application, Application Defaults, or MVSCOMP Defaults, or by
setting appropriate values in individual applications or MVS Component
objects.

(36/ADF) Application Defaults
This entry type specifies default values for automation flags and error
threshold settings. These values will be used as the default for any
Application object on the system to which the Application Defaults set is
attached.

(37/A0OP) Auto Operators
Maps automation functions to automation operators. Automation operators
are automated operator tasks, or autotasks, that can respond to operating
system, application, and network messages without requiring a human
operator. Sets of automation operators can be linked to a system. Each
automation operator takes actions similar to those of a human operator,
such as monitoring the system and handling and coordinating recovery
and shutdown operations.

Automation operators are assigned specific messages on which to act.

(38/AMC) Auto Msg Classes
Defines tasks to which message classes are assigned.

(39/NTW) Network
Defines Gateway, adjacent NetView domains, and automation focal points.

(40/NNT) NNT Sessions
Defines NetView to NetView sessions (user IDs, passwords, NetView
domains).

(41/RES) Resident CLISTs
Automation CLISTs which are to be preloaded in order to improve
performance.

(42/SCR) Status Details
Defines NetView Status Display facility (SDF) settings.

(43/CMT) Communications Task
A communications task is an SA OS/390 user task responsible for all
communications with a number of personal computers. Communications
tasks receive commands from target control tasks and send inbound
messages to the message monitoring task. Each communications task can
control from 1 to 64 personal computers.

(98/ICL) Includes
User edited automation control file fragments to be included in the
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automation control file. No more support will be provided for this entry
type. It is available only for clean up purposes and will not be respected
for automation.

(99/UET) User E-T Pairs
User-defined entry/type data for the automation control file. Used for
user-defined extensions to automation policy.

The normal procedure to define automation policy for a certain policy object is to
select this object via its name. Then you get a list of so-called policy items specific
for the entry type you are working with.

Policy Objects and Policy Iltems

Using entry type Group as an example, Eigure 1 on page 7 outlines the panel flow
in the customization dialog for defining automation policy for the entry types. The

labels (for example, AOFGETYP, AOFGENAM) are the panel IDs that are displayed
after you enter the command PANELID into the command line.

In this example, the arrow denoted with 1a) denotes the panel flow required if you
need to create a new Group entry (policy object), while 1b) denotes the flow if you
want to define the automation policy for an existing policy object. Hence, a policy
object is an instance of a certain entry type.

In case of 1b), after selecting an existing policy object and pressing the ENTER key,
you will see the policy items available for this policy object. Policy item examples
for policy objects from entry type Group are DESCRIPTION, GROUP INFO. If you
select policy items, you will get specific panels where you can define values for the
object’s automation policy.
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AOFGETYP Entry Type Selection
select: 2 Group
AOFGENAM Entry Name Selection
1a) Command: NEW

1b) Select existing Group:  SYSPLEX1_GROUP_1

1a)

Overview

o)

\ 4

AOFGEPOL  Policy Selection

Select a Policy tem to edit the policy for an entry type:
--- DESCRIPTION (2a)
--- GROUP INFO (2b)

\ 4

AOFGGNOO Define New Entry
Specify information to define a new Group:

-- Name

--- Group Type

--- Description

(20)
(20)

AOFGXDSC Description

AOFGGPAQ Group Information

A

Figure 1. Panel Flow of the Customization Dialog

Each policy object has a number of policy items associated with it. To define policy,

you enter data for the policy items of each policy object in the SA OS/390

enterprise.

For example, if you choose option 2 on the Entry Type Selection panel (w

) to specify Group policy, Ei

is displayed.
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4 MENU COMMANDS HELP )
AOFGETYP Entry Type Selection
Option ===>
More: +
1 ENT Enterprise 30 TMR Timers
2 GRP Group 31 T™MO Timeout Settings
3 SBG SubGroup 32 TPA Tape Attendance
4 SYS System 33 MVC MVS Component
5 APG ApplicationGroup (*) 34 MDF MVSCOMP Defaults
6 APL Application (%) 35 SDF System Defaults
7 EVT Events 36 ADF Application Defaults
8 SVP Service periods 37 AOP Auto Operators
9 TRG Triggers 38 AMC Auto Msg Classes
10 PRO Processor 39 NTW Network
11 CMP Communications Path 40 NNT NNT Sessions
41 RES Resident CLISTs
42 SCR Status Details
20 PRD Product Automation 43 CMT Communications Task
98 ICL Includes
99 UET User E-T Pairs
(*) Multi-User-Capable
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE )

Figure 2. Entry Type Selection Panel

% shows the Group policy objects SYSPLEX1 and SYSPLEX2. and w
s

hows the policy items for the selected policy object SYSPLEX1.

4 COMMANDS ACTIONS VIEW HELP )
AOFGENAM Entry Name Selection
Command ===> SCROLL===> PAGE
Entry Type : Group PolicyDB Name : DATABASE_NAME
Enterprise Name : YOUR_ENTERPRISE
Action Entry Name C Short Description
S SYSPLEX1 Sysplex with SYSTEM1, SYSTEM2, SYSTEM3
SYS1SYS2 Sysplex with SYS1 and SYS2
o J

Figure 3. Entry Name Selection Panel for Groups

If you select an existing group, the Policy Selection panel is displayed. This panel
gives you a list of the policy items for a group. If you enter S for SELECT beside
any policy item, the appropriate policy input panel is displayed. Figure 4 on page d
shows the Policy Selection panel for groups, listing the policy items for the
selected policy object SYSPLEXI.

8  System Automation for 0S/390: Defining Automation Policy



Overview

4 N
ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Group PolicyDB Name : DATABASE_NAME
Entry Name : SYSPLEX1 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
GROUP INFO Display Group information
SUBGROUPS Select SubGroups for Group
SYSTEMS Select Systems for Group
————————————————————————— SYSPLEX SPECIFIC POLICY---=-=-mmmmmmmmmm
SYSPLEX Define sysplex policy
APPLICATION GROUPS  Select ApplicationGroups for Sysplex
COPY Copy data from an existing entry
o J

Figure 4. Policy Selection Panel for Sysplex Groups

Considerations for the SA 0S/390 Graphical Interface

The customization dialog leads the SA OS/390 policy administrator through
several panels to define the systems and other automated resources of the
enterprise. The resulting enterprise policy provides the information which

SA 0OS/390 uses to provide objects for the displays on the NMC workstation.

The objects visible on the NMC workstation are based on the resources that are
defined in the customization dialog and therefore known to SA OS/390. The
automation manager component of SA OS/390 monitors the resources and their
status. SA OS/390 permanently puts information about the resources and their
status into the focal point RODM from where it is retrieved by the NMC
workstation.

Grouping Resources Logically

To provide the hierarchy required for graphical representation on the NMC
workstation, you need to define your enterprise in terms of the relationships
between the resources. The reason for grouping your enterprise resources within
SA 0S/390 is to simplify the representation of the status information that can be
generated by your enterprise. The decisions you make on how to group your
resources have a great impact on how powerful the graphic interface on the NMC
workstation is for you. Each group (of systems or applications) can be represented
by a single icon in the NMC workstation displays. SA OS/390 monitoring acts as a
filtering mechanism for the status data generated by the components of these
groups. The status of the group is determined by the statuses of its members using
an algorithm defined independently for each grouping of resources in your

SA OS/390 enterprise.

The grouping of resources allowed by SA OS/390 is flexible. For example, systems
may be grouped by geographical region or use or type. You may decide to place
all high priority jobs in one application group and specify that the status of the
group will be "degraded” if only one of its subsidiary applications has an
unsatisfactory status. Applications can be part of more than one application group,
and systems can be part of more than one subgroup or group.
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For information on how to set up the graphical interface on the NMC workstation

refer to Bystem Automation for OS/390 Planning and Installatiod. For information on

how to use this graphical interface refer to Bystem Automation for QS/390 User’d

Guidd

Considerations for Automation

While information for monitoring of resources is defined at the enterprise level,
automation of resources and applications is defined at the system level. Each
system in an SA OS/390 enterprise uses SA OS/390 routines to automate operator
functions for its own applications and OS/390 components. The programs that
automate these functions are called SA OS/390 automation procedures. SA OS/390
automation procedures invoke SA OS/390 provided common routines and generic
routines. You can customize your automation by writing your own automation
procedures which can also invoke the SA OS/390 provided routines.

SA 0OS/390 provides automation procedures that are internally invoked according

to your entries in the NetView message automation table and that manage the

following:

* Job Entry Subsystem/2 (JES2)

* Job Entry Subsystem/3 (JES3)

* Time Sharing Option/Extensions (TSO/E)

* APPC

* ASCH

* Resource Measurement Facility (RMF)

* Virtual Telecommunication Access Method (VTAM)

* NetView

* Transient jobs

¢ Non-OS/390 resources

* Any other applications

* Special automation functions are also provided to manage CICS®, IMS™, DB2",
and to integrate with OPC

SA 0OS/390 provides automation procedures that enable recovery of the following
0OS/390 components and data sets:

* SYSLOG data sets

* LOGREC data sets

* System Management Facility (SMF) data sets

* Write-to-operator (WTO) buffers

* JES spools

* 0S/390 dump data sets

* Action Message Retention Facility (AMRF) buffers

* sysplex resources, for example, coupling facility

With SA OS/390 you can also define policy for the automated startup and
shutdown of processors and for the automated IPL and shutdown of operating
systems.

The above lists represent applications and OS/390 components for which

SA 0S/390 provides automation, but you are not limited to these. You can extend
automation by adding new applications, and you can create your own automation
procedures.

The SA OS/390 policy administrator uses the customization dialog to set the way
in which enterprise resources are to be handled by SA OS/390 when predefined
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conditions are met. In addition to invoking provided automation procedures,
SA 0OS/390 can be used to trigger user-written automation procedures.

Each entry type can be used to specify multiple sets of objects of the same entry
type. For example, the Timers entry type may consist of several named sets of
timer definitions, each containing a number of timers. These named sets are
selected and linked to a particular system as required. Each set can be linked to an
arbitrary number of systems and any number of sets can be linked to any
particular system.

Building and Distributing SA 0S/390 Automation Policy

For automation of your enterprise you may create:

* one policy database for each sysplex and one policy database for each
stand-alone system or

* you may combine multiple sysplexes into one policy database or

* you may even create one policy database for the complete enterprise, which is
recommended.

Once you have entered all data necessary to define your enterprise monitoring and

automation policy into the policy database, you use the BUILD function of the

customization dialog to build the files needed by SA OS/390. These include:

* The automation control file (ACF) for each set of definitions, and a master
include file for each system

¢ automation manager configuration file (AMC), that contains an image of the
automated systems in a sysplex or of a stand-alone system

* A processor control file

* NetView and VTAM® information

* Processor operations PS/2 profile information

The automation control definitions are needed if system operations automation
functions are desired. If processor operations automation functions (monitoring
processors, communications tasks, and communications paths) are desired, the
processor operations control file, NetView and VTAM definitions, and processor
operations PS/2 profile information must also be built.

Refer to I!‘Chapter 6 Building and Distributing Control Files” on page 289 for more
information on the SA OS/390 build function.

Each of these files (with the exception of the processor operations control file,
which is required only on the SA OS/390 focal point system) must be distributed
to other systems in the SA OS/390 enterprise:
* The automation control files must be distributed to each system in the
SA 0OS/390 enterprise where SA OS/390 system operations functions are to run.
In general, this is all of the OS/390 systems in the SA OS/390 enterprise. In a
sysplex, the data set name of the automation control file must be equal on all
systems in the sysplex.

However, it is highly recommended to use a shared data set in a sysplex, and it
is recommended, if possible, to use a shared data set for the whole enterprise.

* If you want to use the processor operations stand-alone function, then the PS/2
profile information should be distributed to each processor operations PC that
should provide that function.
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Chapter 2. Using the Customization Dialog

The SA OS/390 customization dialog runs under Interactive System Productivity
Facility (ISPF) Dialog Manager, which operates under Time Sharing
Option/Extended (TSO/E). For information on installing the customization dialog
and sample policy databases on the focal point system, refer to 1

The customization dialog provides panels on which you create and work with

SA 0OS/390 automation policy definitions. The task of defining and building
automation policy is performed on the SA OS/390 configuration focal point
system from where it is distributed to the systems and sysplexes that you want to

automate (see also Figure 206 on page 299,

The combined definition of all the resources is called an enterprise definition or also
an automation configuration. SA OS/390 enterprise definition data entered in the
customization dialog is stored in an OS/390 data set called a policy database. You
can define more than one enterprise, each with its own policy database, or you can
store the automation policy of an enterprise in more than one policy database,
however, the policy for all systems of a sysplex must be in the same policy
database.

Your first step in defining automation policy will be to create a new policy
database, using one of the sample databases as a model. SA OS/390 provides
sample policy databases containing sample enterprise definitions. These are
described in L1 Ising Sample SA 0S/390 Policy Databases” on page 2(. Choose the
sample policy database that is closest to the enterprise that you wish to define. The
samples provided with SA OS/390 include:

* A single system enterprise

* A multi-system enterprise with four systems
* A multi-system enterprise with four systems configured in an OS/390 sysplex

* An enterprise with a four-system sysplex with Automatic Restart Manager
(ARM)

The sample policy database is just a starting point: you will need to modify the
resource definitions and automation policy specifications to match your enterprise
configuration and automation requirements. Some policy default values inherited
from the samples will not exactly meet your needs. So if you plan to use a sample
database it is advisable to create a personal defaults database using a sample
database or the default database as a model, review the default values inherited
from the sample automation policy and change them as necessary. You can then
use your personal defaults database as a model for your production databases.
Once you complete the definition of your new policy database, it can be used as a
model for the definition of other new policy databases.

You can create many different SA OS/390 enterprise definitions. However,

SA 0OS/390 uses only one enterprise definition at a time. Each SA OS/390
enterprise definition is stored in a different policy database. The customization
dialog enables you to edit, copy, delete, and build SA OS/390 enterprise
definitions after you create them.
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You select entry types from the list presented on the Entry Type Selection panel
(Bigure 8 on page 23) and certain objects from these entry types to specify the way
enterprise resources are to be handled by SA OS/390 when predefined conditions
are met. You can link automation policies to individual systems as required to
meet your automation needs.

You can monitor systems and resources using the NMC workstation that are
defined to SA OS/390 even if you have not defined special automation policy for
these resources. Conversely, you may automate your enterprise without monitoring
it using the NMC workstation. If you want to use SA OS/390 for automation only
you must still use the customization dialog to create policy for the resources you
want to automate.

How to Start the Customization Dialog

To start the customization dialog:
1. Log on to TSO/E using a logon procedure that will make the customization

dialo% available to you. Refer to System Automation for QS/390 Planning and

for instructions on how to create an appropriate logon procedure.

2. Select the customization dialog from the ISPF menu on which they have been
installed. SA_OS/390 displays its Customization Dialog Primary Menu as
shown in w

Note: The installation can use the keyword INITSEL for the start-up exec
INGDLG to automatically provide an initial selection on the
Customization Dialog Primary Menu (see w). If this keyword is
specified, you will not see the Customization Dialog Primary Menu as
the first panel when invoking the customization dialog, but for example,
the Entry Name Selection panel for a frequently used entry type.

4 MENU OPTIONS HELP )
SA 0S/390 Customization Dialog Primary Menu
Option ===>
0 Settings User parameters
1 Open Work with the Policy Data Base
2 Build Build functions for Policy Data Base
3 Report Generate reports from Policy Data Base
4 Policies Maintain Policy Data Base list
5 Migrate Migrate files into a Policy Data Base
6 Merge Merge a TSCF configuration into a Policy Data Base
U User User-defined selections
X Exit Terminate Customization Dialog
To switch to another Policy Data Base, specify the Policy Data Base name
in the following field, or specify a ? to get a selection Tist.
Current Policy Data Base. . . RESOURCE_PDB
Licensed Materials - Property of IBM

F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE )

Figure 5. Customization Dialog Primary Menu

To start the customization dialog for a policy database of your choice, you can:
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* Select option 1 Open and type the name of your desired policy database into the
Current Policy Data Base field (if not filled in from a previous invocation). This
will lead you directly to the Entry Type Selection panel shown in

* Type a '?" into the Current Policy Data Base field to get a selection of available
olic databases in the Policy Data Base Selection panel as shown in
m. From this panel then you select your desired policy database.

* You can also reach the Policy Data Base Selection panel by selecting option 4
Policies.

If there are no policy databases displayed when you start the customization dialog,

ou must either create a policy database (see l!Creating a New Paolicy Database” od

) or add an existing policy database to your display list.

If other users want to view the policy database you have just created, they must
add it to their PolicyDB list using the ADD command.

Additionally, you can select the following options from the Customization Dialog
Primary Menu:

0 Settings
With this option, you reach the Customization Dialog Settings Menu, see

1 Open
With this option, you open the policy database of your choice. See the
description above.

2 Build
W1th thls opt10n, you reach the Bmld Functions Menu, see W

”

3 Report
With this option, you reach the Report Selection Menu, see m

”

4 Policies
With this option, you reach the Pollcy Dutu Base Selectzon panel w1th the
list of existing policy databases, see

5 Migrate
With this option, you reach the System Migration Definitions panel, see

6 Merge
With this option, you reach the Merge TSCF Configuration panel, see

U User
This option invokes the User-written Functions Selection Menus. This
menu allows you to add installation spec1f1c functlons to the customization
dialog. For more information refer to L = “

X Exit Terminate the customization dialog
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How to Use a Fast Path

If the policy database that you want to work with, is already displayed in the field
Current Policy Data Base of the Customization Dialog Primary Menu, you can
use the entry type abbreviation as a fast path:

You can directly type the code for the entry type that you want to work with.
For example, to reach the Entry Name Selection panel for Applications, just type:

APL

If you want to start with defining a new application group for example, just
type:

APG; NEW application group_name

From every panel within the customization dialog, if you want to reach a certain

entry type and you already know the name of the object, you want to edit, you
can type, for example, to reach the APPC application:

=APL; S APPC

or to reach application group CICS_APG:
=APG; S CICS_APG

or to just reach the Entry Name Selection panel for Applications:
=APL

How to Use the Customization Dialog

16

Many characteristics of the customization dialog are ISPF facilities. See ISPF User’s
Guide for details. You need to know the following characteristics of the
customization dialog:

For panels that display a list from which you are required to select one or more
entries and specify an action against that entry, you can:

— Enter “action entry name” on the command line. For example “OPEN entry
name”

— Enter the action in the Action column next to the appropriate entry. For
example, enter OPEN in the Action column next to entry name.

— Select the entry by entering S or SELECT in the Action column next to the
entry. Move the cursor to the ACTIONS menu bar entry, press ENTER, and
enter the number corresponding to the action you want to take. For example,
place an S in the Action column next to “entry name” and select 1 (OPEN)
from the Action menu.

The action most likely to be used on a certain panel is always the first action
listed in the ACTIONS pull-down menu. When you enter S or SELECT in the
Actions column and press the ENTER key, this action, the default action, is
used. For example, entering “S” under Actions for “MY_ENTERPRISE” in the
Policy Data Base Selection panel opens the MY_ENTERPRISE database.

Some panels display a list from which you can select only one entry. If you
attempt to select more than one entry from such a list, only one selection is
accepted. If one entry is already selected and you select another one, this new
selection becomes active and the previous selection is removed.

From a list of policy items, you can select multiple items. Then they are
processed sequentially. Pressing the END key takes you to the next selected item
to be processed without returning to the selection panel.
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¢ The COMMANDS pull-down menu lists all commands that can be entered on
the Command line.

* The ACTIONS pull-down menu lists all actions that can be entered in the Action
column for panels displaying entry lists.

e The VIEW pull-down menu lists the different levels of detail that can be
displayed for the entries in an entry list. For example, in many entry lists you
can display just the entry name and short description, or you can also display a
detailed description for each entry.

Sample panels shown in this documentation may look different on your system
depending on the selected view.

* On data entry panels, the END command verifies input, saves the data, and
exits the current panel.

* Pressing the ENTER key verifies input and re-displays the current panel.

Concurrent User Access

As you may have separate administrators for different areas, for example, JES or
VTAM, who should be able to do their updates independently, the customization
dialog allows concurrent update for entry types APL and APG. For other entr

types, only one user at a time can access a policy database. See also m

User Access”] and Appendix A Concurrent Customization by Multiple Tsers” on
w for further information.

How to Cancel Input on a Panel

To cancel your input on the current panel, type the CANCEL command at the
Command prompt. CANCEL can be used to disregard data entered on the panel,
whether or not you have pressed the ENTER key. However, once the message

POLICY SAVED

is displayed when leaving a panel, the data entered has been saved and cannot be
canceled. To delete input after this message is displayed, you must go back to that
panel and type over existing values.

Creating a New Policy Database

A policy database is a partitioned data set (PDS) that contains policy data in its
members. You create a new policy database from the Policy Data Base Selection
panel by selecting 4 Policies from the Customization Dialog Primary Menu (this is
the first panel you see when you start the SA OS/390 customization dialog).
Initially the Policy Data Base Selection panel shows no policy databases.
Otherwise it shows all available policy databases. Eigure 6.on page 18 shows an
example. You can see the name of the policy database together with its data set
name on the Policy Data Base Selection panel if you request the “Name and data
set name” option (option 2) from the VIEW pull-down.
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4 MENU COMMANDS ACTIONS VIEW HELP
AOFGPDB Policy Data Base Selection
Command ===> SCROLL===> PAGE
Action PolicyDB Name Enterprise Name/Data Set Name
DATABASE_NAME YOUR_ENTERPRISE
"HART.DOCU.PDB'
RESOURCE_PDB MY_ENTERPRISE
"HART .RESOURCE. PDB'
SH_POLICYDB SH_ENTERPRISE
"HART.SH.POLICYDB'
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE
Figure 6. Policy Data Base Selection Panel
To create a new database, type N (New) on the command line. You will see a
display similar to
4 COMMANDS  HELP
AOFGPDBN Create a New Policy Database
Command ===>
To define a new policy database, specify the following information:
PolicyDB Name. . . . . .
Enterprise Name. . . . .
Data Set Name. . . . . .
More: +
Managed storage. . . . . NO YES NO
Management class . . . . Blank for default management class =*
Storage class. . . . . . Blank for default storage class *
Volume serial. . . . . Blank for authorized default volume
Data class . . . . . . . Blank for default data class *
Space units. . . . . . CYLINDERS  CYLS TRKS BLKS KB MB
Primary quantity . . . 1 1 to 999 - In above units
Secondary quantity . . 1 0 to 999 - In above units
Directory blocks . . . 50 1 to 999 or blank - Required for PDS
Record format. . . . : FB
Record length. . . . : 80
Block size . . . . . . 3120
Data Set Name type . . PDS LIBRARY PDS *
Device Type. . . . . . SYSDA
* Used only if Managed storage = YES
Specify one of the existing policy databases to serve as the model
for the policy database that is being created:
Model PolicyDB name. . . *DEFAULTS PolicyDB name or "?"
for list of names
o %

Figure 7. Create a New Policy Database Panel
The fields for which you must enter data are listed below. For those fields that are
not explicitly explained, refer to the appropriate OS/390 literature.

PolicyDB Name
The name of this policy database, up to twenty characters in length.
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Enterprise Name
The name of the enterprise for which this policy database is being defined,
up to twenty characters in length.

Data Set Name
A valid OS/390 data set name for the policy database. Standard rules for
quoted and unquoted data set names apply. A quoted data set name is
regarded as absolute. An unquoted data set name has your user ID
prefixed automatically.

Managed Storage
indicates whether the data set should be allocated on managed storage. If
this field is set to YES, the fields marked with an * are used to allocate the
data set. If NO is specified then these fields may be specified but are not
used.

Management class
specifies the management class that should be used to obtain the data
management related information for the allocation of the data set.

Storage class
specifies the storage class that should be used to obtain the storage related
information for the allocation of the data set. The following data, related to
storage class, can be specified if you are not using managed storage or you
have not specified a storage class or if you wish to override the default
storage class values.

Volume serial
The volume on which the database is to be stored. If this field is left blank,
it defaults to your local system default.

Data class
specifies the data class that should be used to obtain the data related
information for the allocation of the data set. The following data, related to
data class, can be specified if you are not using managed storage or you
have not specified a data class or if you wish to override the default data
class values:

Space Units
Valid allocation units for the data set are:
e CYLINDERS (this is the default)
 TRACKS
* BLOCKS
* MEGABYTES
e KILOBYTES

Primary quantity
specifies the primary space allocation in space units. The default is
1.

Secondary quantity
specifies the secondary space allocation in space units. The default
is 1.

Directory blocks
Number of blocks to allocate for the directory. This field is only
used when allocating a PDS. The default is 50.

Record format
is FB and cannot be changed.
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Record length
is 80 and cannot be changed.

Blocksize
defines the block size for the data set. It must be a multiple of 80.

Data Set Name type
indicates whether the data set is to be allocated as a partitioned
data set (PDS) or partitioned data set extended (LIBRARY).

Device Type
The type of storage device. This field defaults to SYSDA.

Note: Many installations regularly delete data sets created on
SYSDA volumes. If you want to create a permanent policy
database you should not create it on a SYSDA volume. If the
data set for a policy database is deleted, you will receive an
error message when you attempt to open it. You can either
recreate the data set if you have a backup, or enter M
(REMOVE) against the policy database to remove it from
your policy database list. Entering D (DELETE) will result in
an error, since the data set has already been deleted.

Model PolicyDB name
Enter the name of the policy database you want to use as a model for the
new policy database. You can use one of the SA OS/390 sample policy
databases, or you can use a database you have already created. Enter “?”
to see a list of the available databases. The Select Model Policy Database
panel is displayed, from which you can select the database you want to
use.

Note: The DASD allocation figures shown in [Eigure 7 an page 18 are a suggested
minimum only. Your storage requirements will depend on the size of your
enterprise.

When you have finished entering the required data and have chosen a model
database, enter the END command to create the new database. SA OS/390
displays a Command Progress Display panel. When database creation is finished,
the Entry Type Selection panel is displayed for the new database. See

for an example. If you want to leave the Create a New Policy Database
panel without creating a new policy database, enter the CANCEL command.

Using Sample SA 0S/390 Policy Databases

SA 0OS/390 provides sample enterprise organizations implemented as SA OS/390
policy databases. Sample databases are installed when the SA OS/390
customization dialog is installed. To use the samples, you must create a new policy
database and select a sample database as a model.

The asterisk character (*) at the start of the database name indicates that this is a
sample database.

The sample databases are:

*DEFAULTS
This sample is bound for experienced users who are going to build a new
policy database from scratch and contains only a few default entries which
are required in most policy databases. Any policy databases you create
should contain these values or locally modified equivalents. They cover
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things such as automation operators and resident CLISTs. This is the
database you use to model your own databases if you want to start with
no defined systems, applications or other resources.

*MULTISYS - Multiple OS/390 Images, Non Sysplex
This sample consists of four OS/390 systems in the standard SA OS/390
test configuration, that is:
* Focal Point
* Backup Focal Point
¢ Target 1
¢ Target 2

All images are connected through SA OS/390 gateways with active status
forwarding and associated command facilities. The standard application set
is defined and linked to each system.

A sample screen-oriented processor and 2 sample OCF-based processors
are defined, along with communications paths to each of the processors
and a sample communications task.

Also included is a sample class definition of processor operations including
IXC message automation.

System symbolic variables like &SYSNAME or &SYSPLEX are used for the
main definitions.

*SYSPLEX - Multiple OS/390 Images, Sysplex

This sample is a four system configuration defined as a sysplex group with
two subgroups of two systems each. Each system has the standard
application set linked to it. All mandatory sysplex-specific details are
defined, as well as sysplex ApplicationGroups and sysplex Applications. A
coupling facility is also defined.

As with the *MULTISYS sample, processors, communications path, and a
communications task are defined.

Also included is a sample class definition of processor operations including
IXC message automation.

System symbolic variables like &SYSNAME or &SYSPLEX are used for the
main definitions.

*PRODUCTS - Samples for CICS, DB2, IMS, OPC Products

This sample policy database has been derived from the *SYSPLEX sample.

It also contains a sysplex with up to four systems and additionally contains

the definitions of the following four products:

¢ for CICS: Class/Instance definitions for five CICS versions/types.

e for IMS: Class/instance definitions for IMS version 6/7 for all the
different region types.

¢ for OPC: Class/Instance definitions for OPC 2.3
CONTROLLER/TRACKER/SERVER.

 for DB2: Class/Instance definitions for DB2 for all the different region

types.
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[Cable 3 lists the application names that form the standard application set.

Table 3. Standard Application Set List

Application Name Description

APPC APPC/MVS automation policy

ASCH ASCH (the APPC/MVS transaction scheduler)
automation policy

GMFHS Graphic Monitor Facility Host Subsystem

IO_OPERATIONS 1/0O operations functions main component

JES2 JES2 automation policy

JES3 JES3 automation policy

LLA Link-list lookaside

NETV_SA SA 0S/390 Automation NetView

NETV_SSI NetView subsystem interface

PROCESSOR_OPERATIONS Processor operations functions

RMF™ Resource Measurement Facility

RMFMON3 RMF Monitor 11

RODM Resource Object Data Manager

TRANSIENT1 TRANSIENT2 These are samples of transient applications which have
special properties for automation.

TSO This is generally a required application as well as being
an example of a VTAM dependent one.

VLF Virtual library facility

VTAM VTAM

The standard application set contains a number of applications that are required to
be started in order for SA OS/390 to be fully functional. The applications are:

+ APPC

* ASCH

* PROCESSOR_OPERATIONS

* IO_OPERATIONS

The sample policy databases that link the standard application set contain the
information that is required to automate the startup (and shutdown) of the
SA 0S/390 components and their prerequisite functions.

Using Existing Databases

22

If you have already created one or more policy databases, they are listed in the
Policy Data Base Selection panel. Databases created with the NEW command
automatically appear in your policy database list. In addition you can add
databases created with other user IDs using the ADD command. To add a
database, you need to know the name of its data set and have the appropriate
authority to update it. You can work with one policy database from your list at a
time.

To select a policy database:
1. Move the cursor to the line containing the database you want to use.
2. Type s in the Action column on that line.
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The selected policy database is opened, and the Entry Type Selection panel for that
database is displayed. At this point you are ready to start defining your enterprise.

The commands and actions available from the Policy Data Base Selection panel
are:

(O) OPEN
This option lets you access the policy data for that database. The Entry
Type Selection panel is displayed. With this option, you can edit the
contents of policy database . See .

(N) NEW
This optlon lets you create a new policy database as described in I@
i . The Create a New Policy Database

panel is displayed.

(E) EDIT
This option lets you change the data set name of your policy database and
the build output data set name. To change the data in the database itself,
you must OPEN it.

(D) DELETE
This option lets you delete the policy database data set, and all references
to the policy database. SA OS/390 will display a panel asking you to
confirm your request.

SA 0OS/390 does not provide any extended security to prevent you from
deleting policy database data sets. This must be provided by a System
Authorization Facility (SAF) product such as RACF®.

Note: SA OS/390 does not allow you to delete more than one policy
database at a time. If you enter multiple delete requests in the
Action column, the first request is processed and the remainder are
ignored.

(A) ADD
This option lets you add a policy database to the displayed list. You enter a
policy database name, an enterprise name and the name of a policy
database data set that already exists.

(M) REMOVE
This option lets you remove the policy database details from the displayed
list. The data set itself is not affected.

Note: If you remove a policy database from all display lists, the policy
database still exists as an OS/390 data set.

(B) BUILD
This option displays the Build Functions Menu. You can build various

conflguratlon files. Thls function is explained in EChapter 6 Building and
(G) MIGRATE

This option will bring you to the panel shown in Eigure 208 on page 311

which allows you to migrate an automation control file to a policy
database of the current release of SA OS/390.

You will find more information about this option in t!Chapter 7 Migrationl

7
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(MR) MERGE
This option merges a TSCF configuration into a policy database.
SA 0S/390 will display panel Merge TSCF Configuration shown in

(R) REPORT
This option displays the Report Selection Menu for a selected policy
database. With this option, you can create a report of all automation data
in the policy database. The report offers options to report either the full
automation policy, or to select a specific entry type and name to be
reported.

This function creates a member $RPTPDB in the specified output data set,
that needs to be processed by SCRIPT/VS.

Also, you can create a report for all objects in the policy database, that will
not be used for building the system operations control files (unlinked
entries and relationships).

Or, you can create a report for all automatically generated resources, which
are the resources of type APL and APG.

For more information, refer to I‘Creating Reparts ahout Paolicy Datahases’]

(V) VIEW
This option toggles between two views. The summary view displays the
policy database name and enterprise name for each policy database on one
line. The extended view displays a second line for each policy database,
giving the data set name.

(L) LOCATE
This option is entered only from the command line. Entering LOCATE lets
you position yourself within the displayed list. If the entry is identical, the
selected entry is the first in the list. If the entry is not identical, then the
next higher (alphabetically) entry is the second in the list. This is the same
as the ISPF LOCATE function.

Policy Information

24

This section and the remainder of this chapter contains information you need to
know when working with whatever entry types in the Entry Type Selection panel
in Figure 8 on page 23, For example some policy items are equal or some functions
are available for all entry types.

Each major component of an SA OS/390 enterprise, and the enterprise itself, is
described by a policy object of a given entry type. These policy objects correspond
to the resources to be monitored or automated (application, system, processors)
and the grouping of these resources (application group, Sysplex Application
Group, subgroup, group, sysplex group). Eigure 8 on page 23 shows the entry types
definable by SA OS/390. From this panel you can choose an entry type and create
policy objects of this entry type or edit automation policy of existing policy objects
of the SA OS/390 enterprise. Automation policies (with the exception of
communications tasks) apply to OS/390 systems only.

Note: The customization dialog allows concurrent update for entry types
Application and ApplicationGroup (marked with an (*) in Figure 8 on page 23).
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For other entry types, only one user at a tlrne can access a policy database.

7

See

for further information.

”

Remember:

Instances of a certain entry type are called policy objects.

4 MENU COMMANDS HELP )
AOFGETYP Entry Type Selection
Option ===>
More: +
1 ENT Enterprise 30 TMR Timers
2 GRP Group 31 TMO Timeout Settings
3 SBG SubGroup 32 TPA Tape Attendance
4 SYS System 33 MVC MVS Component
5 APG ApplicationGroup (*) 34 MDF MVSCOMP Defaults
6 APL Application (*) 35 SDF System Defaults
7 EVT Events 36 ADF Application Defaults
8 SVP Service periods 37 AOP Auto Operators
9 TRG Triggers 38 AMC Auto Msg Classes
10 PRO Processor 39 NTW Network
11 CMP Communications Path 40 NNT NNT Sessions
41 RES Resident CLISTs
42 SCR Status Details
20 PRD Product Automation 43 CMT Communications Task
98 ICL Includes
99 UET User E-T Pairs
(*) Multi-User-Capable
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE )

Figure 8. Entry Type Selection Panel

How to Create New Policy Objects

The process of creating a new policy object is the same for all types of policy
objects:

1.

From the Entry Type Selection panel, you select the desired policy object’s
entry type. For example, if you want to create a new Group object, you type
option 2 or GRP into the command line.

SA 0S/390 displays the Entry Name Selection panel for the selected entry
type. You can either select action NEW from the COMMANDS pull-down or
type the command new [entry_type_name] into the panel’s command line. The
entry type name is optional for this command. You can specify it later in the
customization dialog.

SA 0S/390 displays the Define New Entry panel for the selected entry type,
where you now spec1fy the required information.

contains several subchapters with more
information on how to create new policy objects.
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Delete Option on All Entry Name Selection Panels
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Select the appropriate policy object from the Entry Name Selection panel, and
select Delete from the ACTIONS pull-down menu. You need to confirm or cancel
your deletion request.

If you want to delete an object that has links to one or more other objects, a panel
is displayed that informs you of this fact and offers you to display a list of the
referencing or referenced objects and, optionally, remove the links.

Examples:

* An application is linked to one or more application groups.
* An application class has links to instances.

* An application group is linked to a system.

Example 1:

For applications that are members of application groups, the Delete Error panel
offers the possibility:

4 COMMANDS  HELP
Delete Error
Command ===>

Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE

The delete request cannot be completed because the
entry selected is currently referenced by one or more
entries.

You can use the WHEREUSED function to list all the
referencing entries and, optionally, remove this
entry from each of them.

Display WHEREUSED Tist. . . YES YES NO

F1=HELP F2=SPLIT F3=END F4=RETURN  F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT

J

Entering YES here (), will bring up the panel described in Eigure 11 on page 29
where you can remove the application to be deleted from the application groups

where it is contained.
Example 2:

For application classes that have links to applications, the Delete Error panel offers
the possibility:
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/ N
COMMANDS  HELP
AOFGMOC5 Delete Error
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APL_CLASS Enterprise Name : YOUR_ENTERPRISE

The delete request cannot be completed because the Class
selected is currently referenced by one or more Instances.

You can use the LINK TO INSTANCES function to Tist all the
referencing Instances and, optionally, remove them.

Display Tist of INSTANCES. . . YES H YES NO
Command ===>
J
Figure 9. Request a List of Instances
Entering YES here (), will bring up the panel shown in Eigure 1d.
~
COMMANDS  ACTIONS VIEW HELP
AOFGXC21 Link Class to Instances
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APL_CLASS Enterprise Name : YOUR_ENTERPRISE
Action Status Entry Name
SELECTED ABC_INST
SELECTED DEF_INST
SELECTED GHI_INST
- J

Figure 10. Links of Application Class to Instances

This panel (w) allows you to scroll through the list of all links and to
remove them, if appropriate. If all links are removed, then the deletion of the
application class can be continued by confirming your deletion request.

Policy Items Found on Many Selection Panels

The policy items described in this section are found in many policy definitions.
* DESCRIPTION

Both types of descriptions (short and extended, described below) can be
displayed in the customization dialog, depending on which VIEW option you
choose.

Short Description
This is optional and can be up to forty characters in length. The short
description is also used by the NMC workstation.

Extended Description
This is optional and can consist of up to five lines of up to fifty
characters in length. The extended description is part of the DISPINFO
display for applications.
+ COPY
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While creating a new policy object, you can use this policy item to copy policy
information from an existing object to the created object. This function displays a
list of all other entries of the same entry type in the SA OS/390 enterprise that
are eligible to be used as the source of a copy function.

The following list outlines the process to use an object’'s COPY policy item while
creating a new object.

1. Select an entry type from the Entry Type Selection panel. The Entry Name
Selection panel is displayed.

2. Enter new (N) on the command line to create a new object. SA OS/390 will
display the Define New Entry panel for the policy object that you want
create.

3. Enter information for the new object as prompted by its Define New Entry
panel. Exit the panel (END command).

4. The Policy Selection panel for the new object is displayed. Select its COPY
policy item.

5. A panel listing all currently defined objects from the same entry type is
displayed. Select the concrete policy object from which you want to copy
policy information.

6. When the copy is complete, you are returned to the Policy Selection panel
for the new object. The Copy complete message shows that the copy has
been successful.

7. Complete the new application definition by performing any necessary
modifications to the information that has been copied.

The following list shows which information items are and are not copied by the

COPY policy item:

1. All data of the source object is copied to the target object for all entry types
with two exceptions:

— Data which has to be entered during the 'NEW’ processing on the related
Define New Entry panel for the target object is not copied from the source
object.

— The short and extended description which is also offered on the Define
New Entry panel is copied from the source object whenever there is not
already data specified in the target object.

2. All links to other objects down the hierarchy of objects are copied from the
source to the target. For example, if you copy an application group with
linked applications, then the links of the source application group are copied
to the target application group.

3. All links to other objects up the hierarchy of objects are NOT copied from the
source to the target. For example, if you copy an application that is linked to
an application group, then the copied target application is NOT linked to
that application group.

4. Groups of type SYSPLEX can only be copied from groups of type SYSPLEX
and groups of type STANDARD can only be copied from groups of type
STANDARD (see L

5. Sysplex Application Groups can only be copied from Sysplex Application
Groups and System Apphcat10n Groups can only be copied from System

Application Groups (see ‘ApplicationGroup Policy Object” on page 132).

6. Links to members of sysplex groups (that is, links to subgroups, systems and
Sysplex Application Groups) are NOT copied to avoid conflicts like having
the same system defined in more than one sysplex.

* WHERE USED
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When you select this option for a certain resource, SA OS/390 will display a list
of all resources from a higher level which currently do include or possibly may
include this resource into their hierarchy. You can add or remove the lower level
resource to or from the hierarchy of the higher level resource.

For example, if you select this policy item from the Policy Selection panel for a
system (entry type System), SA OS/390 displays a list of all groups and
subgroups in the SA OS/390 enterprise, indicating which groups and subgroups
include this system. You can add the system to a group or subgroup, or remove
the system from a group or subgroup.

Or, if you select this policy item for an application, you get a list of existing
application groups. The word SELECTED in the Status column indicates in
which application group the application currently is included (see w).

Other examples for the usage of this policy item are:
— for Service Periods: to which applications are they linked?
— for Processor: which systems may run on this processor?

— for System Defaults: which OS/390 systems in the enterprise make use of this
system defaults set.

COMMANDS  ACTIONS VIEW HELP )
AOFGXWHU Where Used
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : CICS Enterprise Name : YOUR_ENTERPRISE
Action Status Entry Name Entry Type
APG_FOC1 APG
SELECTED CICS_APG APG
SELECTED CICS_APG2 APG
COPY_APG APG
DEFAULTS APG
OPERATIONS APG
SAG_APPL APG
SYSTAPG APG
SYSTEM APG
- J

Figure 11. Where Used Panel
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Chapter 3. Automation Concepts

This chapter describes various SA OS/390 concepts that you should read before
using the customization dialog to define automation policy for your enterprise. The
following topics are discussed:

4 2

° G . . 7

° ’ : ”

o FHow SA QS/390 Uses Error Thresholds” on page 3d

. G : 7

Goal Driven Automation

SA 0S/390 implements goal driven automation.

One flavour of goal driven automation in SA OS/390 are events and triggers on
the one hand and service periods on the other hand (see L i

” and I Automatic Calculation of Schedules (Service Periods)’
W&asﬁaﬂy allow you to define goals for applications or
application groups (to be available or unavailable) and to specify external events

that - additionally to the defined goals - need to be satisfied before an
application/application group can be really started or stopped.

In SA OS/390 you can define the applications and application groups to be
resources (so-called application resources and application group resource) that you
want to automate.

Another flavour of goal driven automation is that automation programmers define
the default behaviour or state of resources using the customization dialog so that
SA 0S/390 tries to keep the resource in the specified state during specified
schedules under specified prerequisites. If operators want to change the goal of a
resource, they may issue a request to start or stop it using the INGREQ command
with appropriate startup or shutdown parameters. A request is executed by

SA 0OS/390 only if it does not conflict with requests of higher priority. Otherwise,
as requests are persistent, they only take effect when conflicting requests of higher
priority are resolved. Operators must remove obsolete requests from SA OS/390.

Remember:
INGREQ requests are persistent. They are remembered across session
boundaries until they are explicitly revoked.

You can find more details on the concepts of goal driven automation later in this
chapter or you can also refer to Bystem Automation for (0S/390 1ser’s Guidd

Grouping Support
Modern applications are often composed of many components, such as data

servers, networking and security components. Examples are client/server
applications where the application logic is distributed between a client and one or
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more servers and where the data can also be distributed between two and more
servers. These components are often spread among the various systems in the
sysplex.

In SA OS/390 you can automate a complete application group. If you want to
have all members (for example, all applications) of an application group available,
you just tell SA OS/390 to have the application group available.

w presents a grouping example. Complex applications that are made of
individual application components are denoted with G1 ... G3 (G stands for
group). The application-components are denoted with An and Bn. For example, the
complex application group G2 comprises application group G1 and the single
applications A4, A5. Application group G1 in turn consists of three applications A1,
A2, A3. Also, application groups may comprise applications that may or may not
be contained in other application groups. G3 is such an example.

G2

Gl

G3
Al A2 A3 A4 | AS

B B2

Figure 12. Example of Aggregating Applications into Application Groups

A Grouping Scenario

The following scenario shows how grouping is performed on the conceptual level.
For information on how to enter such a grouping policy into the customization

dialog, refer to 'How to Wark with Resources” on page 51,

Grouping applications and nesting application groups is a process that can be
logically divided into multiple steps:

. I”Q:’rpp 1: Identify Resources’|

° a . ”

o I”Q’rpp 3: Nest GTOHPQ” on page 34

o I . 7

Note:
Applications and application groups are also referred to with the general
term resources.

Step 1: Identify Resources
Imagine a scenario with two application groups representing a data warehouse and
a web server.
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The data warehouse requires the following resources: VTAM, TCP/IP, DB2
(consisting of components DB2MAIN, DB2IRLM), CICS (consisting of
components CICSMAIN, CICSAOR1, CICSAOR2, CICSAORS3, CICSTOR,
CICSFOR), and DWH.

The web server requires the following resources: VTAM, TCP/IP, DB2
(DB2MAIN, DB2IRLM), and WBSRV.

Step 2: Grouping the Resources
Some of the needed resources identified in the previous step are candidates for
aggregation:

Resources that are made of multiple components; in our example, these are:
— CICSAOR1, CICSAOR?2 and CICSAOR3 which could be aggregated into a
group called CICSAOR, so that they can be automated as a unit.

— group CICS, which will contain resources CICSMAIN, CICSTOR, CICSFOR
and the aggregated CICSAOR group.

— group DB2, which will contain resources DB2MAIN and DB2IRLM.
Resources that are used by multiple exploiters; in our example, these are:

— VTAM and TCP/IP, which are used by the data warehouse and the web
server; so we will aggregate them into a group called NET.

- DB2MAIN and DB2IRLM, which are used by the data warehouse and the
web server; so we will aggregate them into a group called DB2.

Finally we conceive the data warehouse as group DWHAPG and the web server
as group WBSRVAPG for later nesting the other groups into them as required

(see 'Step 3- Nest Groups” on page 34).

Eigure 13 an page 34 shows a possible aggregation of all components into groups:
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APG: Web-Server

APG: Data Warehouse

:
@eé

DWH

APG: CICS

CICSMAIN

CICSTOR | |CICSFOR

APG: CICSAOR

CICSAOR1 CICSAOR2

CICSAORS3

APG: DB2

DB2MAIN
DB2IRLM

Figure 13. Application Groups

APG: NET

In w, oval labels represent application groups, rectangle labels represent
applications. For example, application group CICS contains applications
CICSMAIN, CICSTOR, CICSFOR and the nested application group CICSAOR.

Step 3: Nest Groups
Ei.gu.l:eJA_Qn_p.a.ge_ZH

shows how the application groups are nested in this
environment. From an operator’s point of view, a start request against WBSRVAPG
should start all imbedded components in a reasonable order. The same is true for
requests against all other groups like for example, NET and DB2.
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WBSRVAPG

DB2MAIN

DB2IRLM

CICSMAIN

| CICSAORT |
CICSTOR | CICSAOR2]
CICSFOR | CICSAORS |

Figure 14. Grouping of Applications into Nested ApplicationGroups

Step 4: Match Resources to Systems

In a next step, system administrators must decide on which systems and in which
sysplexes these groups and applications should run. Assume that in our scenario
we have an environment of three OS/390 systems SYSTEM1, SYSTEM2, SYSTEM3
that are members in sysplex SYSPLEX1.

In our example, a possible decision could be:
* The web server group WBSRVAPG should run on SYSTEMI.

¢ The data warehouse group DWHAPG should run on SYSTEM?2 and - if
SYSTEM?2 is not available - on SYSTEM3.

¢ The DB2 group, containing applications DB2MAIN, DB2IRLM should run on
SYSTEM2 and on SYSTEMS3.

* The NET group, containing applications VTAM, TCPIP should run in the entire
sysplex.
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* The CICS group, containing applications CICSMAIN, CICSFOR, CICSTOR and
the application group CICSAOR should run on SYSTEM2 and on SYSTEMS3.

Refer to 'How to Work with Resources” on page 51 for detailed information on
how to implement this scenario using the customization dialog.

Automatic Calculation of Schedules (Service Periods)

Service periods allow users to schedule the availability of applications or
application groups. A service period is a set of service windows during which a
resource (application or application group) should be active or inactive. So with
service periods, you can specify both the up and down times for a resource.

Service periods set the desired status of the applications and application groups
that they are linked to.

During the process of evaluating operator requests, SA OS/390 calculates
schedules for the availability of resources. This means that if you have a resource,
say a database, that is supporting two applications, you can configure things so
that the database will automatically be made available when either one of the two
applications should be available, and to be unavailable otherwise.

If, for example, application A should be up from 7am to 7pm, and application B
should be up from 9am to 3pm and 5pm to 9pm, then simply setting these
schedules for the applications and giving them a start dependency upon the
database is sufficient to have SA OS/390 calculate a schedule for the database of
7am until 9pm. Note that this inference is done dynamically at runtime and will
also take into account operator requests and schedule overrides.

Adaptive Scheduling

When defining the sysplex policy, the automation programmer can specify that
certain resources are backups for other resources. In order to meet and/or maintain
application availability, SA OS/390 will activate these resources (if no other
requests or policy definitions are opposed). This means that if an application’s
normal configuration is unavailable, SA OS/390 will start an alternate
configuration which will provide the same service. This can be configured so that
no operator intervention is required.

This feature works best when the automation programmer sets schedules on a
group level, rather than on an individual resource level. Applications need to be
defined in groups, as it is the selective request propagation by the group resources
that achieves the effect.

Relationship Support

36

One of the most effective automation capabilities of SA OS/390 is the concept of
dependency relationships. You define relationships between dependent resources
and supporting resources. In the customization dialog you define relationships
always from the point of view of the dependent resource and specify the name of
the supporting resource. Relationships can be specified together with a condition
that must be satisfied for the supporting resource, before the specified action can be
processed for the dependent resource.

Examples for relationships are MAKEAVAILABLE or MAKEUNAVAILABLE.
Examples for conditions are WhenAvailable or WhenDown. So a typical dependency
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relationship that you define for a (dependent) resource RES_DEP would be:
MAKEAVAILABLE/WhenAvailable, where the condition WhenAwvailable applies to a
supporting resource RES_SUP (see [Figure 19). So the relationship defined in
ﬁb would read: Make the dependent resource RES_DEP available as soon as
the supporting resource RES_SUP is available, but only if the desired goal for
RES_DEP is: available.

RES DEP RES SUP

MAKEAVAILABLE

Status: WhenAvailable Status:
unavailable unavailable

Figure 15. Relationships and Conditions

So in the example from w, imagine that a request to become available is
issued for RES_DEP. RES _DEP cannot be made available, unless RES_SUP is
available. Now SA OS/390 implements the concept of request propagation. A
request will be propagated along the dependency graph, so that finally the original
request can be fulfilled. In our example, the request to RES_DEP will be
propagated to RES_SUP, which can make itself available, because it is not
dependent from anything else. Then, after RES_SUP, is available, RES_DEP will
become available. Thus the original request is persistent until it is withdrawn.

There is a special relationship HASPARENT that has been introduced to simplify
relationship specifications. It is equivalent to a MAKEAVAILABLE/WhenAvailable
dependency between the dependent and the supporting resource and a
MAKEUNAVAILABLE/WhenAssumedDown dependency between the supporting
resource to the dependent resource. A parent/child relationship from SA OS/390
1.3 will automatically be converted into a HASPARENT relationship from

SA 0S/390 2.1.

For each resource you should specify the appropriate relationship for starting and
stopping it.

Relationships may be defined between any two resources within the same sysplex.
The resources may be on different systems or may be Sysplex Application Groups.

Bigure 16 an page 38 presents an example of relationships across system

boundaries.

— Note:
An application group can also be either a supporting resource or a dependent
resource. It can even be simultaneously a supporting resource and a
dependent resource, as shown in Fi

Be careful not to define loops.
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[ s | w2 | || B |
A A
| VIAM |
A
| CICS AOR | | CICS AOR |
CICS_AOR/APG
T .
| CICSTOR |
CICS/APG
SYS 1 SYS 2 SYS 3
SYSPLEX

Figure 16. Relationship in a Sysplex

Eigure 1d presents an example of grouping and relationships defined across a
sysplex consisting of the systems SYS1, SYS2 and SYS3.

In this figure, the arrows denote HASPARENT relationships. For example,
CICS_TOR will be started as soon as one member of application group
CICS_AOR/APG is available.

If a group is a dependent resource, then all MAKEAVAILABLE relationships apply
to the members of the group as well as to the group as a whole, for example, in
, resource APL will not start before resource JES2 is available.

JES2
A

HASPARENT

V' TA
A

f

HASPARENT

s
A
HASPARENT

APL

:

Figure 17. Relationship between Applications and Application Groups

For information on how to define relationships refer to Mare Ahout Palicy Item
RELATIONSHIPS” an page 157. During automation in your enterprise, conflicting
relationships and requests could possibly occur. System Automation for QS/390
m describes such a scenario and informs the operator how to handle
such a situation.

System Automation for OS/390: Defining Automation Policy



Automation Concepts

How SA 0S/390 Uses Error Thresholds

Error thresholds influence whether SA OS/390 recovers from an error situation or
not. These are a number of error conditions within a certain time interval, such as
five error conditions requiring restart within one hour. During a condition
requiring restart, SA OS/390 checks whether the number of occurrences of the
condition reaches the critical threshold. If it is reached, SA OS/390 does not
attempt restarting a resource. For applications, you can define a critical threshold
for restarting these applications.

For OS/390 components, such as dump data sets or log data sets, you can define
thresholds to limit the frequency of how often they may be deleted after they ran
full without an action being taken or a notification being sent to the operator.

Error thresholds also determine when you should be alerted to problems. The
primary use of error thresholds is to track subsystem abends and ensure that the
abend and restart cycle does not become an infinite loop, but they may also be
customized for other uses.

The following sections inform you how to define error thresholds. Information on
how to display threshold settings and occurrences (command DISPTHRS) and to
interactively set thresholds (Commend INGTHRES) is provided in w
Wutomation fnr 0S/390 1lser’s Guidd.

Setting up a Threshold

SA 0OS/390 uses error thresholds to determine when to stop recovering from an
error situation. You can define error thresholds to track errors for MVS components
and applications. You can set error thresholds by selecting policy item
THRESHOLDS for the following policy objects:
* System Defaults, see Fi
* Application Defaults, you get a panel similar to [Figure 18 on page 4(
« MVSCOMP Defaults, you get a panel similar to Eigure 18 on page 4d
Eigure 19 an page 41]

* Application, see Fi

+ MVS Component, see 'Thresholds for MVS Components” on page 41

Thresholds can be displayed and modified using the INGTHRES command (see
Bystem Automation for QS/390 Operator’s Commandd).

To set error thresholds for all MVSCOMP resources, choose MVSCOMP Defaults
from the Entry Type Selection panel. To set error thresholds for all applications,
choose Application Defaults from the Entry Type Selection panel. If you do not
specify error threshold defaults for MVS components or applications, SA OS/390
uses the error thresholds for all monitored resources, which are defined in the
System Defaults objects.

Thresholds are defined by specifying the number of errors in a particular time
interval, for example three times in one hour. Eigure 18 on page 40 shows the
Thresholds Specification panel for the System Defaults object.

Note:
Setting a critical threshold to 1 will disable the recovery process already with
the first occurrence of the error. This is valid independently from the
specified time interval.
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COMMANDS  HELP

AOFPITH1 Thresholds Specification
Command ===>

Entry Type : System Defaults PolicyDB Name : DATABASE_NAME
Entry Name : SYSTEM_DEFAULTS_NAM Enterprise Name : YOUR_ENTERPRISE
Resource: System wide defaults

Specify the number of times an event must occur to define a particular Tevel.

——————————————————————— Levels =====mmmmmmmmmmem -
Critical Frequent Infrequent
Resource Number Interval Number Interval Number Interval
(hhzmm) (hhzmm) (hhzmm)
System wide defaults 4 01:00 3 02:00 2 12:00
o J

Figure 18. Thresholds Specification Panel

There are three levels of threshold defined:

* Infrequent: Issues a warning message and restart processing is done

* Frequent: Issues a warning message, but restart processing is still done

* Critical: Sets the resource to a status of BROKEN, stops the restart automation
and issues a message

When the number of occurrences of a situation reaches the infrequent and frequent
error thresholds, SA OS/390 notifies the operator and logs a message in the
NetView log. When the number of occurrences of a situation reaches the critical
threshold, SA OS/390 stops to recover from that abend situation.

Once processing has stopped, operator intervention is required to restart it. This is
because the critical error threshold is used as a trigger to stop SA OS/390 from
attempting to restart the application. After the operator has restarted the
application, the thresholds will next be analyzed when the application next
abnormally ends. If this occurs within the time interval specified for the critical
threshold, it may result in the critical threshold being reached again. The error
density will decrease with time, but this will not cause SA OS/390 to restart the
application.

For example, an application has a critical error threshold of two per hour defined.
e The application will be restarted if it abnormally ends at 10:30.
* The application will be restarted if it abnormally ends again at 12:20.

* The application will not be restarted by SA OS/390 if it abnormally ends again
at 12:45. Operator intervention is required to restart the application.

 If an operator restarts the application at 13:05 and the application abnormally
ends at 13:15, the error count will again reach two per hour and the application
will not be restarted by SA OS/390.

e If the operator restarts the application at 15:00, the error count within the last
hour will be zero again. The application will have to abnormally end twice
within the hour in order to reach the critical error threshold again.

The primary use of error thresholds in SA OS/390 automated operations is to
track application abnormal ends and ensure that the abend-and-restart cycle does
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not continue indefinitely. You can also set error thresholds for events other than the
occurrence of errors. For example, you can set thresholds to act as counters of
specified events on your system.

Thresholds for Applications

Error threshold definitions for an application define how many abend errors can
occur before a message is logged or restart processing is stopped. You define such
a threshold using the THRESHOLDS policy item, of an Application policy object.

SA 0S/390 will display a panel as sown in @E

If no error thresholds are set here, the application uses the thresholds defined in
the Application Defaults policy object. Determine whether existing default threshold
values are appropriate for this application. If they are not appropriate, create a
unique threshold entry for the application.

COMMANDS  HELP h
AOFPIZTH Thresholds Definition
Command ===>
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Resource: APPC
Description: APPC/MVS automation policy
Specify the number of times an event must occur to define a particular level.
——————————————————————— Levels =---mmmmmmmmmmmem oo
Critical Frequent Infrequent
Resource Number Interval  Number Interval Number Interval
(hh:mm) (hh:mm) (hh:mm)
APPC 4 01:00 3 02:00 2 12:00
o J

Figure 19. Thresholds Definition Panel

Thresholds for MVS Components

You can define thresholds for components or functions of OS/390:
* MVSDUMP: for OS/390 dump data sets

¢ SMFDUMP: for SMF dump data sets

* LOGREC: for SYS1.LOGREC data sets

¢ SYSLOG: for system log data sets

For example, a threshold for an OS/390 dump data set specifies, how often a full

dump data set should be recovered in which time interval, before the operator gets
a message, specifying that something is supposed to go permanently wrong.
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~
4 COMMANDS  HELP
AOFPIMVD Component Definition: MVSDUMP
Command ===>
Entry Type : MVS Component PolicyDB Name : TEST_PDB
Entry Name : MVS_COMPONENT Enterprise Name : ALL_PRIMARY
Specify the number of times an event must occur to define a particular Tevel.
—————————————————— Threshold Levels --------oocmmmmaon
Critical Frequent Infrequent
Resource Number Interval Number Interval  Number Interval
(hh:mm) (hh:mm) (hh:mm)
MVSDUMP 3 01:00 2 01:00 1 01:00
o J

Figure 20. Component Definition: MVSDUMP Panel

Thresholds can be set that let the operator know if certain errors are occurring
infrequently, frequently or have reached a critical stage where the recovery process
should be ended (to avoid endless loops). This is done by specifying how many
times an error must happen in a certain time period for each error situation.

In our example from w, if a certain error occurs once per hour, it is
considered to be infrequent. However, if an OS/390 dump (MVSDUMP) runs full
more often than three times an hour. the critical stage is reached. In such a case,
SA 0S5/390 will no longer recover the dump, but will notify the operator of this
occurrence.

Automation Flags

42

One of the main tasks of customizing SA OS/390 system operations involves
setting automation flags. You can access Flag Automation Specification panels
when defining Applications (individual applications or application classes),
Application Defaults sets, MVS Component sets, System Defaults sets and MVSCOMP
Defaults sets.

The Flag Automation Specification panels of the customization dialog define the
cumulative effects of your automation flag settings, including:

* When automation is active
* Resources to which automation applies

e The types of automation mode you want SA OS/390 to handle, such as starting
and shutting down applications.

* Any exceptions to the defined automation
* Whether any automated operator function will operate in assist mode, an

SA OS/390 option allowing a human operator to monitor and verify the flow of
an automated operation.

SA 0S/390 automation flags control whether automation occurs for a resource
and, if so, when. Using the customization dialog, you can set default automation
flags for all systems and applications or you can override automation flags for
specific systems or applications.

The following topics are discussed:

. s . ”
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7 . . n 173

For more information on how to use automation flags and when SA OS/390
checks automation flags, refer to 1 21

Types of Automation Flags

w shows an example of a Flag Automation Specification panel that is
displayed when the AUTOMATION FLAGS policy item for an Application is

selected (refer to [Eigure 88 on page 147).

COMMANDS  ACTIONS HELP

AOFGFAS1 Flag Automation Specification
Command ===>
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
More: +

Resource: APPC
Enter Tevel of automation desired.

No E
Log N

Exits
None

Automation Flags: Y = Yes N
Assist Flags: D = Display L

Actions Flag Auto Assist Exits
Automation .
Recovery . .
Start. . . .
ShutDown . .
Initstart. .
Restart. . .

OoONO OO

Enter or Display times to disable automation . . NO Yes No

Figure 21. Flag Automation Specification Panel

There is one flag that controls all the other flags. This is:
* Automation

Automation is the controlling flag for resource automation. During automated
operations, SA OS/390 first checks the Automation flag when determining
whether automation is on or off for a resource and which operator functions are
automated. If the setting for this flag is YES, SA OS/390 checks specific flag
settings for that resource. If the setting for this flag is NO, automation is
completely turned off for the resource, and SA OS/390 does not check any other
flags.

The other flags which apply to each resource are:

* Recovery
This flag determines if SA OS/390 monitors a resource for predefined situations
requiring recovery activity and takes necessary corrective actions when these
situations occur. Some examples of situations requiring recovery activities
include write-to-operator buffer (WTOBUF) shortages and full MVS system
maintenance data sets, such as LOGREC, SYSLOG, and MVS dump, that require
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off-loading. By automatically responding to error conditions, SA OS/390 can
prevent resource outages, thereby increasing system availability.

Start

This setting manages the startup process for an application by ensuring
appropriate actions are taken, completely initializing the application, and
bringing the application to an up or ready state (when the application issues an
UP message, indicating that it is ready for use).

For resources that have a startup process consisting of issuing several commands
and handling several replies, you can use the Start flag to determine how much
of the startup process is automated. For example, if you want to automate initial
startup process for a resource but have an operator handle the rest of the startup
process you can set the Initstart flag to YES, and the Start flag to NO. The
resource start phase then requires operator intervention. You might want to set
your flags like this for situations when you do not want to use the automated,
predefined startup procedures but want to issue unique startup commands.

Shutdown

This flag determines if a shutdown command can be accepted and processed for
an application. It also determines if secondary automation will be processed if a
manual shutdown is issued.

Note: If you use the override flag on INGREQ to force an automated shutdown
when the Shutdown flag is off, secondary automation will not occur as a
result of the shutdown. This setting manages the shutdown process for an
application by ensuring that actions are taken to stop the application in an
orderly fashion, such as issuing shutdown commands and replies.

Initstart

This setting controls the initial startup process for an application following an
SA 0S/390 initial status determination cycle. SA OS/390 conducts status
determination cycles when:

— SA 0S/390 is initialized after an IPL.

— SA 0S5/390 is initialized when its host NetView is restarted.

— The automation control file is reloaded.

— The RESYNC command is issued.

Those applications found to be inactive during the first SA OS/390 initialization
after an IPL are assigned an initial status of DOWN, if the status prior to the IPL
and the various other options permit.

Following SA OS/390 initialization, those applications that have a status of
DOWN will be started if the Initstart flag setting is YES. SA OS/390 will ensure
that the application is started in the order specified in automation policy and
that any prerequisite applications are functional.

For some resources, the activities controlled by the Initstart setting completely
start up an application. That is, the MVS START command is sufficient to bring
the resource to a STARTED state. For other resources, the startup process is more
involved, with additional commands issued and replies handled. For such
resources, you can use the Start automation flag to automate the rest of the
startup process or indicate that an operator will handle the rest of the process.

Restart

The setting of this flag controls the restarting of an application, either when it
ends abnormally (an abend condition), when automation shuts it down, or when
it shuts down outside the control of SA OS/390. By automatically responding to
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the application requiring a restart, SA OS/390 automation decreases the time
and system resources required to get an application up and running again.

Error thresholds influence whether SA OS/390 restarts resources. During a

condition requiring restart, SA OS/390 checks whether the number of

occurrences of the condition exceeds the critical threshold defined in the

automation policy. If the critical threshold is exceeded, SA OS/390 does not

attempt restarting a resource. See FHow SA 0S/390 Lses Error Thresholds” onl
for more information.

The Exits column displays the number of exits defined.

If you want to enable automation, but specify times when it should be disabled,
you can enter YES in the input field at the bottom of the screen. Another panel will
be displayed where you can specify one or more time ranges specifying the times
when automation will be disabled.

Setting Automation Flags
You can set automation flags for:
 System Defaults (using their AUTOMATION FLAGS policy item)
 Application Defaults (using their AUTOMATION FLAGS policy item)
* MVSCOMP Defaults (using their AUTOMATION FLAGS policy item)
* Applications (using their AUTOMATION FLAGS policy item)
* MVS Components (using their MINOR RESOURCE FLAGS policy item)

Note: For MVS components, only the Automation and Recovery flags apply.

— Performance Recommendation
It is recommended that you consider carefully which flags are defined
explicitly in this manner. In order to improve runtime performance, the
effective flag value for each resource (Automation, Initstart, Startup, Recovery,
Shutdown, and Restart) is resolved during initialization processing. This can
have a noticeable impact on the time required for SA OS/390 to initialize.

Since flags have inherited values, it is not necessary to define them all
explicitly. Specific resources need only have flags defined if they differ from
the values inherited from the defaults.

A common step during automated handling of events is to check the automation
flags to determine whether automation is on or off and whether automated
handling of an event can continue.

The AOCQRY common routine performs this automation flag check. See w
Wutomation fnr 0S/390 ngmmmpr’q Rpfprpnrd for more information.

The benefit of this automation hierarchy is that you can customize SA OS/390 to
automate as many activities and resources as necessary in the OS/390
environment. You can choose to have SA OS/390 handle all phases of startup,
monitoring, recovery, and shutdown for all resources or have a human operator
control some phases for some resources. You can control all automation by setting
just one flag (the Automation flag) on one panel and then setting exceptions. The
simplest way to automate your resources is to use the Automation flag.
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Periods for which automation is not to apply can be specified.

There are several commands to display automation flag settings, for example,
DISPFLGS. The INGAUTO command dialog can be used to set or override
automation flags.

SA OS/ 390 provides an exit capablhtv for automatlon flag processing. See w
for more information.

Automation Manager Flags

There are two automation flags that are not set in the customization dialog, but are
set either by an operator command or when the automation agents are initialized.
These are:

* the global automation flag:

Using the INGLIST or the INGSET command (see Systen Automation far Qs/39d
[Lser's Guidd or System Automation for QS/390 Qperator's Commandd) you can set
an automation flag for the individual resources, which is checked by the
automation manager before it sends any order to the automation agent to start
or stop the specific resource.

The purpose of this flag is to prevent (if flag is set to NO) or enable (YES) the
starting or stopping of resources. This can be done for resources that reside on
systems that are currently inactive, for example, to prevent the startup of the
resource at IPL time of the system.

* the hold flag:
This flag can only be viewed by the user, because it is set automatically by
SA 0S/390 in the following way: If you initialize the automation agents you get
the WTOR message AOF603D where you can select the NOSTART option. If you
select this option, SA OS/390 internally sets the hold flag for every resource, so
that no resource (subsystem) is automatically started until this flag is overridden
by an operator’s explicit INGREQ request.

The purpose of this flag is to enable the startup of manually selected subsystems
instead of starting all subsystems at a time.

Relationship Between Automation Flags and Resource Status

From initialization through normal operation to shutdown, a resource can have
several automation modes, such as being started, in an up state, abending, and
shutting down. SA OS/390 uses resource states to track these automation modes for
monitored resources. A resource must have a particular status for certain
automated actions to occur. The effect of these actions may, in turn, change the
resource status from one value to another.

For information on which resource states for subsystems are used by SA OS/390

refer to Bystem Automation for QS/390 Customizing and Programuming.

Understanding how SA OS/390 typically uses resource states and automation flags
is important when planning and writing your own automation procedures. For
more details on automation flags, resource states, and their use in automation

procedures, see System Automation for QS/390 Customizing and Programming.

SA OS/ 390 provides an exit for processing state changes Refer to w
for more information.
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Resource States and the Status Display Facility

SA 0OS/390 also uses resource states in status information forwarded to the status
display facility (SDF). This status information results in status changes being
reflected on SDF panels.

Automation Flags and Minor Resource Flags

In addition to the automation flag settings for the entire application, you can set
flags for minor resources (MINOR RESOURCE FLAGS policy item) that control
responses to specific situations. The advanced automatlon option
AOFMINORCHECK (described in

) determines whether flags for minor resources are checked. Typical
minor resources include message IDs and states.

For example, JES2 is defined as application JES. You have defined a reply to
message $HASP099 on the MESSAGE policy item of the Application policy object
for JES2. You can change the reply to $HASP099 by:

* Turning the Shutdown flag for JES off. This means you have to shutdown JES
manually.

* Turning the Shutdown flag for minor resource JES.$HASP099 off. This allows
SA 0S/390 to shutdown JES normally. When the $HASP099 message is issued,
shutdown processing will wait for a manual response.

Event and Trigger Support

This section informs you about the concepts of events and triggers and how you
can use them. This information is useful to understand how to define these
automation policies using the customization dialog.

How events and triggers are defined is described in sections:
o IEvents Policy Qbject” on page 2071

o P'Trieoers Policy Obiject” on page 204
o0 J I (&4

Simply spoken, these facilities allow you to specify external conditions when
certain applications on certain systems should either be automatically started or
stopped.

Events are used to represent processes outside of automation. You can use the
INGEVENT command to let SA OS/390 know that an event has occurred. One or
more events are part of a trigger condition. You can define a condition to be either
a startup condition or a shutdown condition.

Events are used to decide whether the goal for a resource should be realized. Even
if all dependency relationships and conditions are fulfilled, but a resource’s startup
condition is not fulfilled, because not all events of the startup condition are set,
then the resource will not be started.

An event can be in one of two states: set or unset. The state of an event is changed
with an INGEVENT command. For more information on the INGEVENT command
refer to Bystem Automation for QS/390 Operatar’s Commands. The state of an event is
set by the user (or a procedure) and memorized throughout the system. Each time,
an event is set, SA OS/390 checks all triggers defined in your environment or in
your sysplex to find out whether applications need to be started or shut down
according to the new conditions.
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Triggers are connected to applications or application groups. They act as inhibitors
for the requested action. For an application to be started, its desired status must be
AVAILABLE and its startup trigger must be satisfied. For an application to be
stopped, its desired status must be UNAVAILABLE and its shutdown trigger must
be satisfied.

If a trigger is connected to an application group then, if the trigger startup
condition for the application group is not satisfied, none of its members can be
started. Also, if the trigger shutdown condition is not satisfied, then none of the
group members can be stopped. So the trigger is kind of inherited to the members
of the application group. This is also valid if the group contains nested groups.
Then the trigger is also inherited to the members of the nested group.

v

STARTUP 1 P (EVENTI, EVENT2)

Trigger T1
99 STARTUP 2 }—» (EVENT3)

SHUTDOWN 1}—» (EVENT4)

Figure 22. How a Trigger uses Events

So in w the application connected to Trigger T1 would be started if either
EVENT1 and EVENT2 are set or if EVENTS3 is set, assuming the desired goal of the
application is: available. The application would be stopped, if EVENT4 is set and
the desired goal of the application is: unavailable.

Triggers are used to control the starting and stopping of applications in a single
system or a Parallel Sysplex®. So the trigger must be linked to one or more
applications and has a list of conditions attached to it.

A trigger’s condition list consists of up to 10 startup conditions and up to 10
shutdown conditions, each having up to 20 events. Each condition is either a
startup or a shutdown condition. All events within a condition must have the
status SET to meet the condition. If more than one condition of the same type,
STARTUP or SHUTDOWN, is specified, only one of that type has to be met to
satisfy the trigger.
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— Triggers and Traffic Lights
So a trigger is a kind of a traffic light that controls whether a running
application should stop, or whether an application with goal
MAKEAVAILABLE should really drive away from a traffic light that switched
to green, just like a ready-to start resource may only run if the trigger’s
startup conditions are satisfied . You see that the goal, or the request to start a
resource must be there in order that a trigger with fulfilled startup conditions
has an effect, just as a green traffic light is of no importance if there are no
cars around the street.

Unfortunately, a trigger with fulfilled shutdown conditions does not work
like a red traffic light. Instead, a shutdown trigger (the red traffic light) stops
the application only if the application’s goal is MAKEUNAVAILABLE (while a
red traffic light stops a running car anyhow). And, an application with goal
MAKEUNAVAILABLE is only stopped, if a connected shutdown trigger is set.

Application

Startup Shutdown

N 7

Trigger T1 I
i
W t X

:
Startup Startup || Shutdown
Condition1 = °" | Condition2 | | | Condition 1

:
EVENT1 & EVENT2 | EVENT3 EVENT4

Figure 23. Triggers, Events and Conditions

w shows another scenario, how triggers, events and conditions work
together: for example, if EVENT1 and EVENT?2 are set, then Startup Condition 1 is
true and Trigger T1 starts the application - provided that the application’s goal is
being available. If EVENT4 is set, then Shutdown Condition 1 is true and Trigger
T1 stops the application - provided that the application’s goal is being unavailable.

A startup condition is satisfied, when all events of the condition are set (and, for

SA 0S/390 1.3, the current time is within the service window for an eventually
connected service period). A shutdown condition is satisfied, when all its events
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are set (and, for SA OS/390 1.3, the current time is outside of any service window
for an eventually connected service period).

Where no real dependency exists between the applications it is more appropriate to
use events and triggers to control the STARTUP and SHUTDOWN.

50  System Automation for OS/390: Defining Automation Policy
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This chapter provides a series of scenarios on how to use the customization dialog
to implement the appropriate automation policy:

This section discusses the following scenarios:

How to Work with Resources

This chapter contains a scenario on how to group resources for applications in a
complex configuration. This scenario is based on the grouping scenario from

E R .

Some background information about resources will be given where required.

The complete process of grouping resources is divided into three steps:

. P e P e T Mo T e o]

. I”prp 2- How to Create the App]ir‘aﬁnnq” on page 53

o . : . 7

Step 1: How to Create the Policy Objects that Make Up the
Sysplex
You start on the Entry Type Selection panel. It is assumed that the policy database
is empty.

Creating a sysplex consists of:

* creating the systems

* creating the sysplex group

¢ link the systems to the sysplex group

Step 1.1: How to Create the Systems

In this substep, you create the systems SYSTEM1, SYSTEM? and SYSTEM3. You
may want to read the information in L i - to see
some sample panels of the customization dialog before you continue this scenario.

1. On the Entry Type Selection panel enter option 4 or SYS to get to the Entry
Name Selection panel for systems which displays an empty list.

2. Enter NEW SYSTEM1I into the command line.

The Define New Entry panel for systems is displayed; the Name field is already
filled with SYSTEM]I.

3. Enter SYSTEM1 into the MVS SYSNAME field and press the PF3 (END) key
twice to leave this panel.

Note: To leave this panel, you have to press PF3 twice because the first PF3
prompts you for the ProcOps name, which is defaulted to the MVS
SYSNAME if you do not change it.

© Copyright IBM Corp. 1996, 2001 51



Scenarios on How to Use the Customization Dialog

52

— Background:
What is a Resource?

The MVS SYSNAME name will be part of the resource names that have a
system scope.

This name usually consists of three parts:

* an 11 character identifier

¢ the entry type from which it was derived

* and usually the System it runs on (that is, the specified MVS SYSNAME
for that system).

For sysplex-wide resources (for example, Sysplex Application Groups), the
system identifier is omitted.

Resources of type APL or APG are automatically generated when
applications or application groups are linked to systems. Resources of
other types are generated dynamically when the system operations control
files are built.

Within the customization dialog, resources of type APL or APG can be
viewed and they can be linked via special policy items.

The Policy Selection panel for systems is displayed, showing a message
indicating that the system is created.

Press PF3 or enter END to return to the Entry Name Selection panel showing
SYSTEM1I in the list.

Repeat the previous steps to create SYSTEM2 and SYSTEM3. Now you have
three systems in the list on the Entry Name Selection panel. Press PF3 to return
to the Entry Type Selection panel.

Step 1.2: How to Create the Sysplex

You may want to read the information in [

”

to

see some sample panels of the customization dialog before you continue with the
scenario.

1.

On the Entry Type Selection panel, enter option 2 or GRP to get to the Entry
Name Selection panel for groups which displays an empty list.

Enter NEW SYSPLEX1 into the command line.

The Define New Entry panel for groups is displayed; the Name field is already
filled with SYSPLEX1.

Change the Group Type field to SYSPLEX as you want to create a sysplex
group.

Press PE3 to leave this panel. The Policy Selection panel for Groups is
displayed, showing a message that the group is created.

On the Policy Selection panel, select policy item SYSTEMS. The Systems for
Group panel is displayed showing the three systems defined in

ta Create the Systems” on page 51.

Select all three systems with an ’S” and press PE3 twice.
Now your environment contains a sysplex with three OS/390 systems.
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Background:
Ways to Build a Sysplex

A Sysplex consists of OS/390 systems. In the customization dialog such a
sysplex can be built by linking the (sysplex) group and its systems.

This happens either "bottom-up” (from a system to a group, with the system’s
WHERE USED policy item) or "top-down” (from a group to a system, with
the group’s SYSTEM policy item).

For the "bottom-up” approach you must go into the SYS entry type, select all
systems you want in the Sysplex, select each system’s WHERE USED policy
item where you get a list of sysplex groups and subgroups to which you can
link the system.

You can also link groups with systems indirectly. This happens if you create
SubGroup objects (SBG entry type) and link these subgroups "bottom-up” to
groups AND "top-down” to Systems.

Sysplex-Groups usually consist of multiple systems; however, systems only
can be linked into one sysplex group (either directly or indirectly).

SYSPLEXT
SYSTEM1 | [ svstEM2 | | SUBGRP1| | SUBGRP2 |
\ \
| SYSTEM3 | | svsTEM4 |

The previous figure describes how you can create a sysplex:
SYSTEM1 and SYSTEM? are linked directly to sysplex SYSPLEX1.

2] SYSTEM3 and SYSTEM4 are linked to subgroup SUBGRP2 and this
subgroup is linked to SYSPLEX1.

Step 2: How to Create the Applications

In this step, you create all required application subsystems.

You may want to read the information in I'Creating a New Application” onl

to see some sample panels of the customization dialog before you

continue with the scenario.

1.

On the Entry Type Selection panel enter option 6 or APL to get to the Entry
Name Selection panel for applications, which is displayed with an empty list.

Enter NEW VTAM into the command line.

The Define New Entry panel for applications is displayed; the Name field is
already filled with VTAM.
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3. Enter VTAM into the Subsystem Name field. You must also enter a Jobname.
This field is mandatory and you can use VTAM, too.

— Background:
Application Resource Name

The Subsystem Name is used as first part of the application’s resource
name. It is recommended to use the same name for the application entry
name and subsystem name for better identification of applications and
resources that will be derived from applications.

Note that an application’s subsystem name cannot be changed anymore.

4. Then press the PE3 to leave this panel. The Policy Selection panel is displayed,
showing a message that the application is created.

5. On the Policy Selection panel for applications press PF3 again to return to the
Entry Name Selection panel. It now shows VTAM in the list.

6. Repeat the previous steps for the rest of the applications:

WBSRV (Web Server)
DWH (Data Warehouse)
CICSMAIN

CICSTOR

CICSFOR

CICSAOR1

CICSAOR2

CICSAOR3

DB2MAIN

DB2IRLM

TCPIP

Now all subsystems (applications) are defined to your environment and the
Entry Name Selection panel shows 12 applications.

Step 3: How to Create the Application Groups

In this step, you create all required application groups and define the behaviour of
their members.

According to the example from LA Grauping Scenaria” on page 32, the groups

should run on the following systems:

* WBSRVAPG should run on SYSTEML.

* DWHAPG should run on SYSTEM2 and alternatively on SYSTEM3.
* DB2 should run on SYSTEM2.

* NET should run in the entire sysplex.

¢ CICS should run on SYSTEM3 and on SYSTEM2.
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— Background:
Sysplex Application Groups and System Application Groups

The application group type (SYSTEM or SYSPLEX) sets the boundaries for
the automation of the application group and its members.

* Sysplex Application Groups may reside on multiple systems within a
sysplex.
¢ System Application Groups reside on single systems.

Use Sysplex Application Groups for DWHAPG, NET, and CICS. System
Application Groups will be used for WBSRVAPG and DB2.

Step 3.1: Create Sysplex Application Group CICSAOR

You start with the creation of CICSAOR because CICSAOR contains only
applications (CICSAOR1, CICSAOR2, CICSAOR3) that already have been defined.
Then you create the application group with a nature of BASIC.

You may want to read the information in ['Creating a New ApplicationGroup” onl

to see some sample panels of the customization dialog before you
continue this scenario.

1. On the Entry Type Selection panel enter option 5 or APG . The Entry Name
Selection panel is displayed with an empty list.

2. On the Entry Name Selection panel enter NEW CICSAOR into the command
line. The Define New Entry panel for application groups is displayed; the
Name field is already filled with CICSAOR.

3. Check that the Application Group Type field contains SYSPLEX.
4. Enter BASIC into the Nature field.
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— Background:
Nature of an Application group

SA 0OS/390 knows three natures:

BASIC
In a BASIC application group all of its components must be
available before the group is considered to be available.

MOVE
In a MOVE application group exactly one of its components
must be available before the Group is considered to be available.
In MOVE groups you can specify alternative components to start
if its primary component fails to start.

SERVER
In a SERVER application group any number of components can
be specified that must be available before the group is
considered to be available. In SERVER groups you can specify
what should happen if its components fails to start.

The nature of an application group can be changed later on. However be
careful with such a change, because the role of the application group will
change too (and definitions made for example for a MOVE group may
not be appropriate for a SERVER group).

In the example, the application group consists of three applications,
(CICSAORL1 ... 3) which all should be available. Therefore, you decide to
take a BASIC Group.

5. Enter CICSAOR into the Automation Name field.

— Background:
Application group Resource name

The Automation Name will be used as the first part of this application
group’s resource name. It is recommended to use the same name as the
application group entry name and the Automation name for better
identification of application groups and resources that will be derived
from them.

An application group’s Automation Name can be changed later on.

If no Automation Name is specified, no resource will be generated for
the application group. Nevertheless, the application resources for all
applications linked to this application group are created and will become
available for automation.

6. Press PF3 to leave the panel. The Policy Selection panel for Groups is
displayed showing a message that the application group is created.

7. On the Policy Selection panel select the WHERE USED policy item. The
Where Used panel is displayed with sysplex group SYSPLEX1.

8. Select the sysplex group and press PF3. For a moment, you can see the
Command Progress Display pop-up window telling you that the resource has
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been created. This pop-up is just a quick information that will disappear
automatically. You can see the generated resources under the corresponding
policy item of the application group.

Finally, you are back on the Policy Selection panel for CICSAOR.

— Background:
Generating Sysplex Application Group Resources

A Sysplex Application Group resource is created automatically:
e if there is an Automation Name for the application group, and
* if there is a link to a sysplex group.

Only one resource will be created (not a resource per system) and the
resource name has no system identifier.

CICSAOR has got an Automation Name; therefore a resource for this
application group will be generated.

The current configuration with application group CICSAOR is now:

SYSPLEX1

SYSTEMI1 SYSTEMZ2 SYSTEM3

CICSAOR
(APG)

Figure 24. Current Configuration with Sysplex Application Group CICSAOR

9.

10.

On the Policy Selection panel for CICSAOR select the APPLICATIONS policy
item.

The Applications for ApplicationGroup panel will be displayed with all
twelve applications.

Select all of

CICSAOR1
CICSAOR2
CICSAOR3

and press PF3 (END).

You are now back on the Policy Selection panel for CICSAOR.
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— Background:

Generating Application Resources

Application Resources are generated when Applications are linked to
Systems. This now is the case for CICSAOR1, CICSAOR2, CICSAORS3: all
now are linked to CICSAOR, and indirectly via sysplex SYSPLEX1 they
are linked to SYSTEM1, SYSTEM?2 and SYSTEM3.

For each linked system, one resource is generated.

Again, you can see the Command Progress Display pop-up window
telling you that the resources have been created. For example, for
CICSAORLI, the following resources have been generated:
CICSAORL/APL/SYSTEM1

CICSAORL/APL/SYSTEM2
CICSAORL/APL/SYSTEM3

For each application three resources are generated and linked to the
application group resource.

Note: These Application Resources are deleted when:
* either the application is deleted,
* or the application group CICSAOR is deleted,

* or if other parts of the link chain APL-APG-GRP-SYS are
deleted or de-linked (that is, if SYSPLEX1 or Systems
SYSTEM1...3 or links between them are deleted).

The current links are:
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SYSPLEXT

SYSTEM1 SYSTEM2 | | SYSTEM3

CICSAOR
(APG)

CICSAOR] \ClCSAORz\ ‘CICSAORS

Figure 25. Current Configuration with Applications CICSAOR1...3

11. On the Policy Selection panel for CICSAOR select the RESOURCES policy
item. The Select Resources panel is displayed with 9 application resources
selected. You can see this panel in @ﬁ

4 COMMANDS  ACTIONS HELP h
AOFGARS3 Select Resources
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : CICSAOR Enterprise Name : SCENARIO
Number of selected Resources . . : 9
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:

Show valid APG-Resources . . . : NO YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:

Action Status Resource Name
SELECTED CICSAOR1/APL/SYSTEM1
SELECTED CICSAOR1/APL/SYSTEM2
SELECTED CICSAOR1/APL/SYSTEM3
SELECTED CICSAOR2/APL/SYSTEM1
SELECTED CICSAOR2/APL/SYSTEM2
SELECTED CICSAOR2/APL/SYSTEM3
SELECTED CICSAOR3/APL/SYSTEM1
SELECTED CICSAOR3/APL/SYSTEM2
SELECTED CICSAOR3/APL/SYSTEM3

Figure 26. Resources for the CICSAOR Sysplex Application Group

12. On the Select Resources panel for CICSAOR, deselect the three resources on
SYSTEML1, because CICS should not run on SYSTEML1. Type an M (which is
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the action code for REMOVE) into the Action column in front of each resource
that you want to remove from the group.

When you press ENTER, the field Number of selected Resources now shows a
6.

13. Press PF3 (END) to return to the Policy Selection panel for CICSAOR.

14. Select policy item APPLGROUP INFO to get to the Application Group
Information panel for CICSAOR.

15. Change the field Automatically link Application-Resources to NO.

Reason: Application group definitions are complete now. Further
modifications within the sysplex should not affect this completed resource
selections on panel Select Resources.

— Background:
Automatically link Application-Resources

Set this input field to NO if the definition of an application group
resource (with its linked applications, its nature and its behaviour and so
on) is complete. This prevents possible changes in the automation policy,
like changed system links or application links, from having an influence
on this application group resource.

If this field is set to YES, the application group resource will be changed
if system links or application links occur, namely, the number of
generated application resources, the number of linked application
resources and possibly the behaviour of the application group resource
will change.

For example, if you link another system to SYSPLEX1, you would get
three more resources into your application group CICSAOR, one for each
linked application.

Later on, you will specify preference values for application resources,
where automatically generated resources with their default preferences
could adversely affect your complete application group definition.

16. Press PF3 until you are back on the Entry Type Selection panel.

Now application group CICSAOR is complete: if a start request is issued
against CICSAOR, also start requests to CICSAOR1, CICSAOR2 and
CICSAORS3 are automatically issued on SYSTEM2 and SYSTEMS3.

Step 3.2: Create Sysplex Application Group CICS
You will create this application group with the nature of BASIC and with links to

three applications (CICSMAIN, CICSTOR, CICSFOR) and one application group
(CICSAOR). These applications and the application group are already defined.

1. On the Entry Type Selection panel, enter option 5 or APG. To create the CICS

Sysplex Application Group you have to repeat steps 1 through 10 from m
B.1: Create Qqu]px App]ir‘aﬁnn Group CICSAOR” on page % accordingly_

On the Applications for ApplicationGroup panel, select applications

CICSMAIN
CICSTOR
CICSFOR

On the Select Resources panel, deselect the generated resources on SYSTEM1.
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When you are done, the Select Resources panel should look like Eigure 27 .

4 N
COMMANDS ACTIONS HELP
AOFGARS3 Select Resources
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : CICS Enterprise Name : SCENARIO
Number of selected Resources . . : 6
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:

Show valid APG-Resources . . . : NO YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:
Action Status Resource Name
CICSFOR/APL/SYSTEM1

SELECTED CICSFOR/APL/SYSTEM2
SELECTED CICSFOR/APL/SYSTEM3

CICSMAIN/APL/SYSTEM1
SELECTED CICSMAIN/APL/SYSTEM2
SELECTED CICSMAIN/APL/SYSTEM3

CICSTOR/APL/SYSTEM1
SELECTED CICSTOR/APL/SYSTEM2
SELECTED CICSTOR/APL/SYSTEM3

Figure 27. Resources for the CICS Sysplex Application Group

2. On the Select Resources panel from Eigure 27, now change the field Show valid
APG-Resources to YES. Then all existing APG-Resources on SYSTEMI,
SYSTEM2 and SYSTEM3 and on Sysplex SYSPLEX1 are displayed, so
CICSAOR/APG will appear in the list.

3. Select CICSAOR/APG.

Now seven resources are selected. You can check your resulting panel with
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4 ™\
COMMANDS ACTIONS HELP
AOFGARS3 Select Resources
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : CICS Enterprise Name : SCENARIO
Number of selected Resources . . : 7
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:

Show valid APG-Resources . . . : YES YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:

Action Status Resource Name
SELECTED CICSAOR/APG
CICSFOR/APL/SYSTEM1
SELECTED CICSFOR/APL/SYSTEM2
SELECTED CICSFOR/APL/SYSTEM3
CICSMAIN/APL/SYSTEM1
SELECTED CICSMAIN/APL/SYSTEM2
SELECTED CICSMAIN/APL/SYSTEM3
CICSTOR/APL/SYSTEM1
SELECTED CICSTOR/APL/SYSTEM2
SELECTED CICSTOR/APL/SYSTEM3

Figure 28. Resources for the CICS Sysplex Application Group

4.

Press PF3 to get back to the Policy Selection panel and select policy item
APPLGROUP INFO. Once again, change the field Automatically link
Application-Resources to NO.

Press PF3 until you are back on the Entry Type Selection panel.

Now application group CICS is complete: if a start request is issued against
CICS, also start requests to application resources CICSFOR, CICSMAIN,
CICSTOR (on SYSTEM2 and SYSTEMB3) and to application group resource
CICSAOR are automatically issued.

Step 3.3: Create System Application Group DB2

The application group DB2 runs on two specific systems, so you define it as a

S

ystem Application Group.
1. On the Entry Type Selection panel, enter option 5 or APG.

The Entry Name Selection panel is displayed with the two application groups
CICSAOR and CICS.

2. Enter 'NEW DB2".

The Define New Entry panel for application groups is displayed; the Name
field is already filled with DB2.

3. In the scenario you decided to let DB2 permanently run only on two out of
the three systems of SYSPLEX1, namely on SYSTEM2 and SYSTEM3. Thus
you type "SYSTEM" into the Application Group Type field.

You merely want DB2 be started with all of its components, without specific
backup considerations. Thus you leave its Nature field at "BASIC".

For resource generation, enter DB2 into the Automation Name field.
4. Press PF3 to reach the Policy Selection panel.
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Note: No resource is created for the APG at this point in time, because the
application group is not yet linked to one or more systems.

The Policy Selection panel is displayed indicating that the application group
is created.

. Select the WHERE USED policy item. The Where Used panel is displayed with
the three systems.

. DB2 should only run on SYSTEM2 and SYSTEM3. Thus select SYSTEM2 and
SYSTEM3 and press PF3 (END). You will see the Command Progress Display
pop-up window telling you that two resources have been created:

DB2/APG/SYSTEM2
DB2/APG/SYSTEM3

— Background:
Generating System Application Group Resources

A System Application Group resource is automatically generated
* if there is an Automation Name for the application group, and
e if there is link to a system.

For each linked system, one resource is generated.

There are two ways to link a System Application Group to a system:

* For the application group use the WHERE USED policy item on the
Policy Selection panel or the WHEREUSED (W) command on the
Entry Name Selection panel to get to the list of systems, and then
select at least one system.

 If you are on the Policy Selection panel for a system, select the
APPLICATION GROUPS policy item and then select an application

group.

The current configuration is shown in Eigure 29 on page 64.
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SYSPLEX1
CICs
(APG)
SYSTEM1 ‘ ‘ SYSTEM?2 ‘ ‘ SYSTEMS3
[cicsFor | [CIcsMAN | | CICSTOR
DB2 CICSAOR
(APG) (APG)

| CICSAOR1 | [ CICSAOR2 | [CICSAORS |

Figure 29. Current Configuration with Application group DB2

7. On the Policy Selection panel for DB2, select the APPLICATIONS policy item

to link the required applications.

The Applications for ApplicationGroup panel is displayed with all twelve

applications.

8. Select DB2MAIN and DB2IRLM and press PE3 (END) to return to the Policy

Selection panel.

Now DB2MAIN and DB2IRLM are linked to two systems via the application
group DB2. For the application group, the field Automatically link
Application-Resources into APG is set to YES, which is the default.

So one resource is generated for each system-link of each application. The
Command Progress Display pop-up window indicates that the following four

resources are generated:

DB2IRLM/APL/SYSTEM2
DB2IRLM/APL/SYSTEM3
DB2MAIN/APL/SYSTEM2
DB2MAIN/APL/SYSTEM3
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SYSPLEXT
CICS
(APG)
SYSTEM1 | [ svsiem2 | | svstEms
[cicsFor | [cicsmaN | [cicsToRr
DB2 CICSAOR
(APG) (APG)

DB2VAIN | [ DB2IRLM
[cicsaor | [Cicsaor2 | [Cicsaors

Figure 30. Current Configuration with applications linked to DB2

9. On the Policy Selection panel for application group DB2, select the
RESOURCES policy item.

The Select APG-Resource for Grouping panel with two APG-Resources is
shown. You can compare the resulting panel on your system with

4 COMMANDS  ACTIONS HELP h
AOFGARS1 Select APG-Resource for Grouping
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DB2 Enterprise Name : SCENARIO
Select APG-Resource(s) to modify group memberships
Action Grouping-Resource System Selected Resources
DB2/APG/SYSTEM2 SYSTEM2 2
DB2/APG/SYSTEM3 SYSTEM3 2
o J

Figure 31. Select APG-Resource for Grouping Panel for DB2 Application group

A System Application Group can be linked to several systems which generates
application resources for those systems. So to work with the resource links,
you have to specify first for which system you want to get the resources. This
is done on the Select APG-Resource for Grouping panel by selecting one of
the application group resources.

10. On the Select APG-Resource for Grouping panel, select both APG-Resources
DB2/APG/SYSTEM2
DB2/APG/SYSTEM3

and press ENTER.
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The Select Resources panel with two APL-Resources for SYSTEM? is
diSEIaEed. You can compare the resulting panel on your system with

4 COMMANDS  ACTIONS HELP h
AOFGARS3 Select Resources
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DB2 Enterprise Name : SCENARIO
Number of selected Resources . . : 2
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:

Show valid APG-Resources . . . : NO YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:

Action Status Resource Name
SELECTED DB2IRLM/APL/SYSTEM2
SELECTED DB2MAIN/APL/SYSTEM2
o J

Figure 32. Select Resources Panel for DB2 Application group

Both applications should be started, thus no change on this panel is required.
11. On the Select Resources panel, Press PF3 (END) or CANCEL.
The Select Resources panel with two APL-Resources for SYSTEM3 is displayed

(similar to the one shown in [Eigure 33). Both applications should be started,
thus no change on this panel is required.

12. On the Select Resources panel with APL-Resources for SYSTEM3, press PF3
(END) twice now to return to the Policy Selection panel for the application
group DB2.

13. Select policy item APPLGROUP INFO to reach the Application Group
Information panel. Change the field Automatically link Application-
Resources into APG to NO.

The DB2 application group is complete now.

14. Now press PF3 until you are back on the Entry Type Selection panel.

15. Now the application group DB2 is complete: if a start request is issued against
DB2 on SYSTEM2, also start requests to the application resources DB2MAIN
and DB2IRLM are automatically issued for SYSTEM2. A start requests against
application group DB2 on SYSTEM3 does the same for SYSTEMS3.

Step 3.4: Create Sysplex Application Group NET
The creation of Sysplex Application Group NET follows the previous examples,
therefore, no detailed description of the required steps is contained here.

The Sysplex Application Group NET should run in the entire SYSPLEX1, and the
applications VTAM and TCP/IP should be linked to it.

After your definitions are complete, the Select Resources panel for the NET

application group should look like Eigure 33 on page 67.
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4 N\
COMMANDS ACTIONS HELP
AOFGARS3 Select Resources
Command ===> SCROLL===> CSR
Entry Type : ApplicationGroup PoTicyDB Name : SCENARIO
Entry Name : NET Enterprise Name : SCENARIO
Number of selected Resources . . : 6
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:

Show valid APG-Resources . . . : NO YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:

Action Status Resource Name
SELECTED TCPIP/APL/SYSTEM1
SELECTED TCPIP/APL/SYSTEM2
SELECTED TCPIP/APL/SYSTEM3
SELECTED VTAM/APL/SYSTEM1
SELECTED VTAM/APL/SYSTEM2
SELECTED VTAM/APL/SYSTEM3

Figure 33. Select Resources Panel for Application group NET

Step 3.5: Create MOVE Group DWHAPG
The Data Warehouse Group DWHAPG should run on one system (SYSTEM1) and

- if something goes wrong on SYSTEMI1 - alternatively on SYSTEM2. So this
application group will be created with nature MOVE.

— Background:
What are Move Groups?

All previous application groups were of nature BASIC: BASIC means that all
of its components are peers and all of them need to be available before the
application group is considered to be available.

A MOVE Group, as a contrast, is designed for backup solutions. A MOVE
Group can have many components, but exactly one is supposed to be active.
All other components are for backup only. Thus MOVE Groups usually
contain members of one kind (where one application can replace the others).

The applications needed for the DWHAPG application group are available. Thus
no additional preparations seem to be needed (an error, as you will see).

1. On the Entry Type Selection panel, enter option 5 or APG. The Entry Name
Selection panel is displayed with four application groups: CICS, CICSAOR,
DB2, NET.

2. Enter NEW DWHAPG into the command line. The Define New Entry panel is
displayed; the Name field is already filled with DWHAPG.

3. The application group DWHAPG should run alternatively on two out of the
three systems. Thus you leave the Application Group Type field at "SYSPLEX".
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You want to start the components of DWHAPG exactly once, but with
backups. Thus you change its nature to "MOVE".

For resource generation you need an automation name; so enter DWHAPG
into the Automation Name field.

4. Press PF3 to leave the panel. The Policy Selection panel for Groups is
displayed showing a message that the application group is created.

5. On the Policy Selection panel select the WHERE USED policy item. The
Where Used panel is displayed with sysplex group SYSPLEX1.

6. Select the sysplex group and press PF3.

You will see the Command Progress Display panel telling you that the
DWHAPG/APG resource has been created.

7. Select the RESOURCES policy item. You will see the Select Resources panel
with an empty list of resources. The reason why no resource seems to be
available: you did not link any application to the application group - thus no
application resources were generated.

Note that the Availability Target is 1 (exactly 1 resource is supposed to be up
in a MOVE Group). You cannot change this value.

8. Change the field Show valid APG Resources to YES.

The Select Resources panel will be displayed with all valid application group
resources. Valid application group resources are Sysplex Application Group
resources on the same sysplex (CICS/APG, CICSAOR/APG, NET/APG) and
System Application Group resources on one of the systems in the Sysplex
iDB2 /APG/SYSTEM?2 and DB2/APG/SYSTEM3). You can see this panel in

4 COMMANDS  ACTIONS HELP h
AOFGARS2 Select Resources
Command ===> SCROLL===> PAGE
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DWHAPG Enterprise Name : SCENARIO
Number of selected Resources . . : 0
Behaviour. . . . . . . . . . . . : ACTIVE
Update the following information:
Availability Target. . . . . . . 1 1 (for Move-APGs)
Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . NO YES NO
Show only Resources with String.
Action Preference Resource Name
CICS/APG
CICSAOR/APG
DB2/APG/SYSTEM2
DB2/APG/SYSTEM3
NET/APG
o J

Figure 34. Select Resources Panel for DWHAPG with valid APG-Resources

However, the resulting panel from m is not yet what you wanted: The
target of your group was to start all of these components plus the DWH
Application on either SYSTEM2 or SYSTEM3. The Sysplex Application Groups
CICS/APG CICSAOR/APG and NET/APG are independent of such
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considerations. They must be started independently. The application group
DB2 runs per definition on SYSTEM2 or SYSTEMS3.

Our target, to start the whole package alternatively on SYSTEM2 or SYSTEM3
cannot be reached with the described definitions.

Solution: You have to define two additional application groups with the same
contents - one with focus on SYSTEM2 and one with focus on SYSTEMS3.
Their names will be DWHAPG2 and DWHAPG3. DWHAPG will have these
two APGs as member and start them alternatively.

However, you cannot define these groups as System Application Groups
because they need to have the Sysplex Application Groups CICS/APG,
CICSAOR/APG and NET/APG as members.

So press PF3 until you are back on panel Entry Name Selection and enter:
NEW DWHAPG?2 into the command line.

Or, as a fast path, specify =APG;NEW DWHAPG2.

The Define New Entry panel is displayed; the Name field is already filled with
DWHAPG?2.

Though DWHAPG?2 should run on a single system, it needs to cross this
system’s boundaries due to its Sysplex Application Group components.
Therefore, on the Define New Entry panel, you select type SYSPLEX.

You want to start all of DWHAPG2’s components, thus leave its nature at
BASIC.

For resource generation you need an automation name, so you enter
DWHAPG?2 into the related field and enter PF3 to leave the panel.

On the Policy Selection panel select the WHERE USED policy item and on the
Where Used panel select sysplex group SYSPLEXI.

Press PE3 to leave the panel. You will see the Command Progress Display
panel, telling you that the resource DWHAPG2/APG has been generated.

Select policy item APPLICATIONS. From the displayed list, select application
DWH. Press PF3 to leave the panel.

As a result, the application resources

DWH/APL/SYSTEM1
DWH/APL/SYSTEM2
DWH/APL/SYSTEM3

are generated and linked into the application group resource DWHAPG2.

Select the RESOURCES policy item. The Select Resources panel with the three
APL-Resources will be displayed.

You need to link the application group resource DWHAPG2, thus you change
the field Show valid APG-Resources to YES.

As a result, six application group resources are displayed together with the
three application resources (see also Ei
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4 COMMANDS ACTIONS HELP )
AOFGARS3 Select Resources
Command ===> SCROLL===> PAGE
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DWHAPG2 Enterprise Name : SCENARIO
Number of selected Resources . . : 3
Behaviour. . . . . . . . . . . . : ACTIVE
Update the following information:
Show valid APG-Resources . . . : YES YES NO
Show selected Resources only . : NO YES NO
Show only Resources with String:
Action Status Resource Name
S CICS/APG
CICSAOR/APG
S DB2/APG/SYSTEM2
DB2/APG/SYSTEM3
m SELECTED DWH/APL/SYSTEM1
SELECTED DWH/APL/SYSTEM2
m SELECTED DWH/APL/SYSTEM3
DWHAPG/APG
S NET/APG
o %

Figure 35. Select Resources Panel for DWHAPGZ2

16. You want to use DWHAPG?2 to start the application groups DWH and DB2 on

SYSTEM2.

So you select CICS (CICS starts all CICS components), DB2 on SYSTEM2,
DWH on SYSTEM?2, and NET (see also ).

— Background:

Defining Loops in Groups

When linking application group resources to application groups, you
must be careful with your selections. You could also select
CICSAOR/APG because it is a component you need. However
CICSAOR will be started by CICS so you need not to care about it.
(However selecting it here would do no harm because it would be
started only once, either by control of DWHAPG?2 or by control of CICS).

However, selecting DWHAPG/APG as member would finally result in a
loop, when you link DWHAPG2/APG as member of DWHAPG/APG:

has member

DWHAPG/APG DWHAPG2/APG

has member

17. Change the field Show selected Resources only to YES to check the result.

Then the Select Resources panel with one application resource and three

application group resources selected is displayed (see Figure 36 on page 71l).
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4 N
COMMANDS ACTIONS HELP
AOFGARS3 Select Resources
Command ===> SCROLL===> PAGE
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DWHAPG2 Enterprise Name : SCENARIO
Number of selected Resources . . : 4
Behaviour. . . . . . . . . . . . : ACTIVE
Update the following information:
Show valid APG-Resources . . . : YES YES NO
Show selected Resources only . : YES YES NO
Show only Resources with String:
Action Status Resource Name
SELECTED DWH/APL/SYSTEM2
SELECTED CICS/APG
SELECTED DB2/APG/SYSTEM2
SELECTED NET/APG
o J

Figure 36. Select Resources Panel for DWHAPGZ2

18. Press PF3 until you are back in the Entry Name Selection panel.
19. Now create application group DWHAPG3 in the same way as application

group DWHAPG?2 (as described in steps B.an page 69 to L2 an page 69 and

link it to Sysplex Application Group SYSPLEX1.

20. For application group DWHAPG3, you want the same application members as
you already defined for DWHAPG?2, but with focus on SYSTEMS3. For this
purpose, you select the COPY policy item and in the upcoming Select Entry
for Copy panel, you select DWHAPG2.

You should be aware that copy only copies parts of source-objects data and

only parts of the links. For more information, see I'Palicy Ttems Found onl

7

After copying and pressing PF3, you are now back in the Policy Selection
panel for DWHAPGS3.

21. Select the RESOURCES policy item and link the resources for SYSTEM3. The
result must look like m, with the following resources selected:

Action Status Resource Name
SELECTED DWH/APL/SYSTEM3
SELECTED CICS/APG
SELECTED DB2/APG/SYSTEM3
SELECTED NET/APG

Press PF3 until you are back on the Entry Name Selection panel.

22. Now you have all components for your Move Group DWHAPG, so select
DWHAPG from the Entry Name Selection panel and then select its
RESOURCES policy item.

23. Select Resources panel for DWHAPG is displayed.
Change the field Show valid APG Resources to YES.

The Select Resources panel with seven APG-Resources is displayed (see

Eigure 37 on page 73).

Chapter 4. Scenarios on How to Use the Customization Dialog 71



Scenarios on How to Use the Customization Dialog

4 COMMANDS  ACTIONS HELP
AOFGARS2 Select Resources
Command ===> SCROLL===> PAGE

Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DWHAPG Enterprise Name : SCENARIO

Number of selected Resources . . : 0
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:
Availability Target. . . . . . . 1 1 (for Move-APGs)

Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . NO YES NO
Show only Resources with String.

Action Preference Resource Name

CICS/APG
CICSAOR/APG
DB2/APG/SYSTEM2
DB2/APG/SYSTEM3
DWHAPG2/APG
DWHAPG3/APG
NET/APG

Figure 37. Select Resources Panel for DWHAPG with valid APG-Resources

— Background:
Using Preferences to define Specific Roles

The Resources panel for MOVE groups looks slightly different than the
panels for BASIC groups. It has an additional field (Availability Target)
that cannot be modified, and the second column in the scrollable part of
the panel is called "Preferences”.

Preferences are used to define specific roles of the resources linked to a
group. You want DWHAPG2 on SYSTEM?2 be started first and - if this
fails - you want to start DWHAPG3 on SYSTEM 3. To define this, start
with preference values 700 and 400. They have the following meaning:

700 Resource is started when the group is started. The resource is not
stopped unless a very high preference (1000) alternative becomes
available. (Use for the resource that normally runs).

400 Resource is started when the higher preference alternative
becomes unavailable. It continues running when normal
Preference (700) alternatives become available again. It stops at
next (scheduled) outage. (Use for the backup resource).

For more details about preference values, refer to hCneah.n.g_a_Nesd

IA.p.p.].l.ca.hon.GIOJ.Lp_On_page_'L?d” .

24. Set preferences: Select the DWHAPG2/APG group on SYSTEM2 as primary
(using action P in the Action column) and the DWHAPG3/APG group on
SYSTEM3 as secondary (using preference value 400 in the Preference column).

Eigure 38 on page 73 shows the Select Resources panel with the selections
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made and Figure 39 on page 74 shows the Select Resources panel after you

pressed ENTER: with the action P converted to the corresponding numeric
value 700.

Note: You can either set preferences directly into Preference column or use the
Action column for important values:

* PRIMARY...(P) - Sets "primary” preference = 700
* SECONDARY.(D) - Sets "secondary” preference = 400

4 COMMANDS ACTIONS HELP
AOFGARS2 Select Resources
Command ===> SCROLL===> PAGE

Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : DWHAPG Enterprise Name : SCENARIO

Number of selected Resources . . : 0
Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:
Availability Target. . . . . . . 1 1 (for Move-APGs)

Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . NO YES NO
Show only Resources with String.

Action Preference Resource Name
CICS/APG
CICSAOR/APG
DB2/APG/SYSTEM2
DB2/APG/SYSTEM3

P - DWHAPG2/APG

400_ DWHAPG3/APG

NET/APG

Figure 38. Select Resources Panel for DWHAPG with Selected Preferences
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4 COMMANDS ~ ACTIONS HELP

AOFGARS?2
Command ===>

Entry Type : ApplicationGroup
Entry Name : DWHAPG

Select Resources
SCROLL===> PAGE

PolicyDB Name : SCENARIO
Enterprise Name : SCENARIO

74

Number of selected Resources . . : 0

Behaviour. . . . . . . . . . . . : ACTIVE

Update the following information:
Availability Target. . . . . . . 1 1 (for Move-APGs)
Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . NO YES NO

Show only Resources with String.

Action Preference Resource Name

- CICS/APG

. CICSAOR/APG

- DB2/APG/SYSTEM2

- DB2/APG/SYSTEM3

700 DWHAPG2/APG

400 DWHAPG3/APG
NET/APG

Figure 39. Select Resources Panel for DWHAPG with Converted Preferences

Press PE3 to return to the Policy Selection panel for DWHAPG.

25. Select policy item APPLGROUP INFO and change the field Automatically
link Application-Resources to NO.

26. Now press PF3 until you are back on the Entry Type Selection panel.

Application group DWHAPG is complete now: if a start request is issued
against DWHAPG, its primary resource DWHAPG2 is started. If this fails, a
start request is issued against DWHAPGS3.

Step 3.6: Create Sysplex Application Group WBSRVAPG
You will create the Sysplex Application Group WBSRVAPG as a SERVER group.

— Background:
What is a SERVER Group?

SERVER groups are created when not all but only a certain number of its
linked resources need to be available in order to consider the application
group as being available.

Thus a SERVER group with an Awailability Target of 1 and the preference
values set accordingly can behave like a MOVE group.

On the other hand, a SERVER group with Availability Target set to *ALL and
all the Preferences of its members set to 700, will act like a BASIC group.

The webserver group WBSRVAPG should run only on SYSTEM1. The WBSRV
application and the NET application group are essential parts that must be up. In
contrast, the DB2 application group is not necessarily needed.

1. On the Entry Type Selection panel, enter 5 or APG.
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The Entry Name Selection panel is displayed and shows seven application
groups.

2. Enter NEW WBSRVAPG into the command line.

The Define New Entry panel is displayed; the Name field is already filled with
WBSRVAPG.

3. The application group WBSRVAPG runs mainly on SYSTEM1. But WBSRVAPG
will have some members that run on other systems from the sysplex. Thus you
leave the Application Group Type field at "SYSPLEX".

WBSRVAPG should start with all of its components, but it is acceptable if DB2
cannot be started. Thus you change the nature of the WBSRVAPG group to
"SERVER".

On the same panel, in the field Default Preference, you change the default
preference to 444 as initial value for all resources that will be linked
automatically.

For resource generation you need an automation name; enter WBSRVAPG into
the Automation Name field.

The input in the Define New Entry panel should now look similar to w

4 COMMANDS ~ HELP )
AOFGANOO Define New Entry
Command ===>
To define a new entry, specify the following information:
Type « . . o . ... AppTlicationGroup
Name . . . . . . . . .. WBSRVAPG
Application Group Type . SYSPLEX SYSTEM  SYSPLEX
Nature . . . . . . . . . SERVER BASIC MOVE SERVER
Default Preference . . . 444 0 to 1000, *DEF
Automation Name . . . . WBSRVAPG Name
Automatically Tink Application-Resources
into APG . . . . . .. YES YES NO
Behaviour. . . . . . .. ACTIVE ACTIVE PASSIVE
Short Description
Extended Description . .
o J

Figure 40. Define New Entry Input Panel for WBSRVAPG

4. Press PF3 to create WBSRVAPG. The Policy Selection panel for WBSRVAPG is
displayed with a message indicating that the application group has been
created.

5. On the Policy Selection panel select the WHERE USED policy item. The Where
Used panel is displayed with sysplex group SYSPLEXI.

6. Select the sysplex group and press PF3. You will see the Command Progress
Display pop-up window telling you that the resource WBSRVAPG/APG has
been created.
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7. Select policy item APPLICATIONS of WBSRVAPG and link application WBSRV.

Press PF3 to return to the Policy Selection panel for WBSRVAPG. You will be
notified that the following resources have been generated:
WBSRV/APL/MVS1

WBSRV/APL/MVS2
WBSRV/APL/MVS3

. Select the RESOURCES policy item of WBSRVAPG to get to the Select

Resources panel for WBSRVAPG.

As you can see, the Preference for the linked resources is the value you entered
on the Define New Entry panel for application groups.

You can use the Preference column to fine-tune the automatic linking of
application resources into an application group.

By setting the field Show valid APG-Resources to YES, you get the complete
list of selectable resources.

You change the preferences so that the WBSRVAPG application group is started
on SYSTEM1 with WBSRV and NET as mandatory components and DB2 as
not-mandatory.

To achieve this:
* you set the Availability Target to "2",

* select mandatory components (WBSRV/APL/SYSTEM1 and NET/APG) with
a value of 1000

* deselect WBSRV/APL/SYSTEM2 and WBSRV/APL/SYSTEM3 (action )

* select DB2 (DB2/APG/SYSTEM2 and DB2/APG/SYSTEM3) with a value
between 501 and 999.

When the application group is started, all selected members with at least
Preference 600 will also be started, but members with Preference 1000 are
mandatory.

If you switch the field Show selected Resources only to YES, your definitions
should look like the sample screen shown in Fi
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4 COMMANDS ACTIONS HELP )
AOFGARS2 Select Resources
Command ===> SCROLL===> PAGE
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : WBSRVAPG Enterprise Name : SCENARIO
Number of selected Resources . . : 4
Behaviour. . . . . . . . . . . . : ACTIVE
Update the following information:
Availability Target. . . . . . . 2 -3 to 4 , *ALL
Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . YES YES NO
Show only Resources with String.
Action Preference Resource Name
700 DB2/APG/SYSTEM2
700 DB2/APG/SYSTEM3
1000 NET/APG
1000 WBSRV/APL/SYSTEM1
o %

Figure 41. Final Select Resources Panel for WBSRVAPG

9. The WBSRVAPG application group is complete now. Therefore, press PE3 in the
Select Resources panel, select policy item APPLGROUP INFO in the upcoming
Policy Selection panel and once again change the field Automatically link
Application-Resources into APG to NO on the upcoming Application Group
Information panel.

Now the application group WBSRVAPG is complete: if a start request is issued
against WBSRVAPG, at least WBSRV and NET must be successfully started to
make WBSRVAPG available.

How to Use Schedules (Service Periods)

Have a look at the scenario described in IY’A Grouping Scenaria” on page 32. You

extend this scenario using service periods that automatically control the startup
and shutdown of the resources: the data warehouse application is to be available
from 9am to 10pm, the web server is to be available from 4am through to 11pm.

Three service periods are needed:

* SWBSRYV linked to the WBSRVAPG (web server) application group
* SDWH linked to the DWHAPG (data warehouse) application group
¢ SDB2DWN linked to the DB2 application group

The SDB2DWN service period should be for the resource to be down 24 hours a
day, seven days a week. This will serve to shutdown DB2 and CICS when they are
not needed to support an application (WBSRV or DWH or anything else that is
dependent upon them).

Schedule Override

The web server needs to be available until midnight. So the operator just needs to
override the SWBSRYV service period (changing 11pm to 12am). An appropriate
action would be the only one required to reverse the override.

If you do not want to use service periods, you could just issue a high priority
request for WBSRVAPG to be available sometime before 11pm. To remove this
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request at midnight, you could either use INGREQ command with the expiration
time parameter, which will automatically remove the request. Or, at 12am, you
could use the INGVOTE command to remove this request.

Early Start

At 3am the web server application needs to be started.

The operator simply creates an override for SWBSRYV that says to start the web
server at 3am and keep it up until 11pm. Everything will then happen
automatically. This can be done several hours (or even days) in advance.

If the operator does not want to use service periods to achieve this, he or she just
needs to issue a start command against the WBSRVAPG application group and all
the required resources will be made available (and kept available) until the
operator removes their request (if this is after 4am, the resources will not be
stopped as the desired status of the resource will not change. The requested
AVAILABLE from the operator will be replaced with a requested AVAILABLE from
the schedule).

How to Use Triggers and Events

78

This chapter contains a scenario on how to define automatic start and stop based
either on fixed time intervals (service periods) or on special conditions (events).

Scenario:

Let us assume you have a group of three CICS applications: two application owning
regions: one AOR running on SYS1, one AOR running on SYS2 and one terminal
only region TOR running on SYS3. These need to be available between 7:00 AM and
6:00 PM during the weekdays and between 8:00 AM and 2:00 PM on Saturdays.

But before the three systems can be started, a backup of some related data sets is
required.

You can have NetView trap the successful completion of the backup process. Now
the two application owning regions can be started.

Once either of the AORs is up, SA OS/390 is able to start the TOR on SYS3.

In emergency situations the systems need to be automatically stopped in a
controlled way.

So to enable the automatic startup and shutdown of the systems and applications
when required, the system administrator must specify certain conditions and
definitions described in the following list. These conditions are checked by the
system, and if met, the CICS applications are started. If for any reason some of
these applications are already available, then no new startup is triggered by

SA OS/390.

To implement the scenario, perform the following steps:
* Define applications AOR and TOR.

* Define a Sysplex Application Group AOR_MOVE of nature MOVE for the
sysplex consisting of SYS1 and SYS2. This will generate the resource

AOR_MOVE/APG

System Automation for OS/390: Defining Automation Policy



Scenarios on How to Use the Customization Dialog

Link application AOR to this MOVE-group. This will generate the resources

AOR/APL/SYS1
AOR/APL/SYS2
Define a System Application Group TOR_GRP of nature BASIC. This will generate
the resource

TOR_GRP/APG

Connect system SYS3 to TOR_GRP and put application TOR into this group. This
will generate the resource

TOR/APL/SYS3

Define a HasParent relationship between TOR/APL/SYS3 and AOR_MOVE/APG (with
AOR_MOVE/APG being the parent of TOR/APL/SYS3). This will make TOR/APL/SYS3
available as soon as its parent is available.

Create application group resource CICS_APL/APG of nature BASIC and let the
application group resource TOR_GRP/APG and AOR_MOVE/APG be members in this
group.

Define an EVENTT: This event, if set, will signal to the system that the backup is
successfully performed and the applications AOR can be started on their
systems SYS1 and SYS2. The administrator can have SA OS/390 automatically
set this event by trapping message IEF404] from the backup process. You can set
events using the INGEVENT command.

For each event you also define when SA OS/390 should unset the event. In the
scenario, you could specify that EVENT1 should be unset if the applications are
up.

Define a trigger TRIGGER1 and link it to the resources AOR/APL/SYS1 and
AOR/APL/SYS2. This trigger specifies that the linked applications are to be started
if EVENT1 is set.

How to define triggers

4! 7

How to link a trigger to an application is described in chapter ['Palicy Items fod
[Applications” on page 147 under policy item TRIGGER.

Define a service period SERVP1 that specifies that the applications should be
started on weekdays and on Saturdays as specified in the scenario. Link this
service period to CICS_APL/APG.

How to define service periods is described in EService Periods Policy Object” onl

and to determine their condition lists is described in

Now you are done. The definitions are illustrated in [Figure 42 on page 80.

1.

If the time of day is within the time frame defined by the service period
SERVP1, SA OS/390 will start CICS_APL/APG.

This in turn will start TOR_GRP/APG and AOR_MOVE/APG. AOR_MOVE/APG is available,
as soon as one of its members AOR/APL/SYS1 or AOR/APL/SYS2 is available.
Availability of these two resources is controlled by event/trigger condition.

As soon as AOR_MOVE/APG is available, SA OS/390 will start TOR/APL/SYS3
because its parent is available.
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CICS_APL/APG <

AOR_MOVE/APG TOR_GRP/APG

&O
/ \X
Va

AOR/APL/SYST | AOR/APL/SYS2 TOR/APL/SYS3

~ 7

TRIGGER1 |+ EVENTI

Figure 42. Scenario with Triggers, Events and Service Period

How to Use User E-T Pairs

This chapter describes how user-specified data, that does not fit into one of the
standard entry types (for example, APL, APG, or SYS) can be entered into a policy
database and retrieved later on by automation.

In this example, the data for a job card shall be modified.

Step 1: Specifying User Data in the Customization Dialog
Select entry type User E-T Pairs (99) from the Entry Type Selection panel. In the

example, assume that an entry JOBCARDS for a set of jobcards has already been
created. Select this entry now.

If you select policy item E-T DATA from the Policy Selection panel for the
[OBCARDS User E-T Pairs, The UET Entry-Type Selection panel similar to
! is displayed.
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4 COMMANDS ACTIONS VIEW HELP )
AOFGUET UET Entry-Type Selection Row 20 from 40
Command ===> SCROLL===> PAGE
Entry Type : User E-T Pairs PolicyDB Name : SA0S390
Entry Name : JOBCARDS Enterprise Name : SCENARIO
Action  Entry Name Type
E JOBCARD DEFAULTS
JOBCARD ICKDSF
JOBCARD IDCAMS
JOBCARD IMSFUNC
JOBCARD SENDMATIL )

Figure 43. UET Entry-Type Selection Panel

Now enter an E for Edit in the Action column for the User E-T Pairs pair that you
want to edit. In the example, you want to edit JOBCARD DEFAULTS. SA OS/390
displays the UET Keyword-Data Specification panel into which you can enter the
keywords and user data for each Entry-Type pair data as shown in

A keyword is an identifier for the data that follows it. The set of keyword/data
pairs may be null, and each keyword does not have to be unique; that is, each
keyword may have multiple sets of data assigned to it.

4 COMMANDS ACTIONS HELP h
AOFGUKD UET Keyword-Data Specification Row 48 from 130
Command ===> SCROLL===> PAGE
Entry Type : User E-T Pairs PolicyDB Name : SA0S390
Entry Name : JOBCARDS Enterprise Name : SCENARIO
Entry-Type : JOBCARD DEFAULTS
Action  Keyword/Data(partial)
JOBNAME
HATAOC3*
CLASS
A
MSGCLASS
N
MSGLEVEL
(1,1)
REGION
4096K
o J

Figure 44. UET Keyword-Data Specification Panel

Step 2: Access the User Data

In a NetView session, you can use the command DISPACF to retrieve the data
from the automation control file.

You can also retrieve the data using ACFFQRY from within a REXX exec as shown
in the following example:

Get_keyword: /* name of a subroutine in the REXX ecec */
Arg keyword .
len = Length(keyword)
/* get the data within a pipe */
'"PIPE NetView ACFFQRY JOBCARD DEFAULTS | STEM ALL_DATA.',
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'| SEPARATE | LOCATE 1.'[|len' /'||keyword||'/',
'| STEM KEY.'
If all_data.0 < 1 Then
Call Terminal_Error 'PIPE 1 Failed'
If all_data.l <> 'ACFFQRY:0' Then
Return
If key.0 = 0 Then
Say 'No Match for 'keyword
Else Do i = 1 to key.0
Say 'Match! 'key.i
End

Return

This method returns the following data in the pipe:

| 1PSNO
ACFFQRY:0
JOBCARD DEFAULTS
JOBNAME=HATAQC3+*
CLASS=A
MSGCLASS=N
MSGLEVEL=(1,1)
REGION=4096K

After this processing, the data is available in the key.stem variable and you can use
it for further processing.

How to Implement Message Processing with User-Defined Data

This chapter describes how user-defined data is used to automatically execute
commands if an application issues a certain message.

Example:

The HSM application issues the ARCO909E message that indicates the utilization
percentage of the journal data set. You now want to automate the recovery of the
HSM journal data set if it is more than 97% full. For this purpose, you want

SA OS/390 to automatically issue two commands to HSM, that will perform the
recovery:

HOLD ALL
to stop all further activities for HSM

BACKVOL CDS

create a backup of the full journal data set and allocate a new one

To implement this scenario, perform the steps described in the following sections.

Step 1: How to Specify the User-Defined Data

Select the application for which you want to automate the recovery and then select
its policy item MESSAGES/USER DATA. This will lead you to panel Message
Processing where you enter the message ID ARC0909E as shown in m
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4 COMMANDS  ACTIONS HELP )
AOFPISSM Message Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : HSM Enterprise Name : YOUR_ENTERPRISE
Subsystem : HSM
Enter messages issued by this resource that will result in automated actions.
Actions: CMD = Command REP = Reply CODE = CODE USER = User defined values
Action Message ID Cmd Rep Code User
Description
ARC0O909E
HSM journal data set utilization
- J
Figure 45. Message Processing Panel
To specify your user-defined data, now type USER into the Action column from
the panel shown in w This will lead you to the User Defined Data panel
where you specify your input as shown in m
4 COMMANDS  HELP )
AOFPISSU User Defined Data
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : HSM Enterprise Name : YOUR_ENTERPRISE
Subsystem : HSM
Message ID : ARCO909E
To change keyword-data pair, specify the following:
Keyword
Data
LIMIT
97%
- J

Figure 46. User Defined Data Panel

In your REXX exec that you will write in EStep 4: How to Write the REXX Exec’]
m, you will compare the percentage value returned from the ARC0909E
message with your value specified here, and, if it exceeds your specified value,
you will cause SA OS/390 to issue the commands specified in f’q’mp 3: How td

i i ” . If one day you will
decide to start your recovery already if 95% are exceeded, you need not edit your
REXX exec, but only your customization dialog input and rebuild your system
operations control files.

Pressing PF3 will store your input and bring you back to the Message Processing
panel.
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Step 2: How to Specify the Commands

In the Message Processing panel (Eigure 45 on page 83) now type CMD into the
Action This will lead you to the CMD Processing panel where you specify your
input as shown in Eigazedd

4 COMMANDS  HELP )
AOFPISSC CMD Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : HSM Enterprise Name : YOUR_ENTERPRISE

Subsystem : HSM
Message ID : ARCO909E

Enter commands to be executed when resource issues the selected message.

Pass/Selection Automated Function/'x'
Command Text

MVS F &SUBSJOB, HOLD ALL

MVS_F &SUBSJOB, BACKVOL CDS
= v

Figure 47. CMD Processing Panel

Step 3: How to Update the NetView Message Automation Table

You need to specify an entry in your NetView message automation table that will
trigger your REXX exec called YOUR_CLIST that you will write in I’Step 4: How td
Write the REXX Exec”). This entry should look like follows:

IF MSGID = "'ACRO90O9E'
THEN EXEC(CMD('YOUR_CLIST') ROUTE(ONE =*));

Step 4: How to Write the REXX Exec

The value specified on the User Defined Data panel (Eigure 46 on page 83) is

accessed in the PIPE statement using the ACFFQRY command and stored in the
variable 1imit ().

To issue the commands specified on the CMD Processing panel (w), the
ACFCMD command is used (H).

/* REXX */

/* debugging ... */

/* Get the message from the safe */
"GETMLINE txt 1"

svmsgid = msgid()
svjobname = jobname()
Parse Var txt . type . ' IS ABOUT ' usage '% ' .

/* This sample recovers just type JRNL */
If type \= 'JRNL' Then Exit 0
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/* Check the RECOVERY automation flag */
"AOCQRY "svjobname"."svmsgid" RECOVERY"

Trc =

Select

rc

/* Automation allowed */

When 1rc = 0 Then Do
/* Get TGlobal variable from AOCQRY =/
"GLOBALV GETT SUBSAPPL"

/* Get the user-data from the ACF */
"PIPE (STAGESEP | NAME GETUDATA)" ,

"NETV ACFFQRY "subsappl","svmsgid ,
"| SEPARATE" ,

"| LOCATE 1.6 /LIMIT=/" ,

"l EDIT 7.2 1" ,

"I VAR Timit"

/* If no limit was defined use default */
If symbol('Timit') = 'LIT' Then limit = '95'

/* Check if 1imit is exeeded. If so, issue commands */
If usage >= 1imit Then Do

End

"ACFCMD MSGTYP="svmsgid 2]
Trc = rc

/* Error occured ? */
If Trc \= 0 Then Do

End

/* Automation not allowed =/
When Trc < 3 Then Do

End

/* Resource not known to SA */
When Trc = 3 Then Nop

/* Error occured */

Otherwise Do

End

End

Exit 1

rc
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This chapter describes how to define all SA OS/390 policy objects. They are
described in the followinﬁ subchagters in the order they appear on the Entry Type

Selection panel shown in

4 MENU COMMANDS HELP )
AOFGETYP Entry Type Selection
Option ===>
More:
1 ENT Enterprise 30 TMR Timers
2 GRP Group 31 TMO Timeout Settings
3 SBG SubGroup 32 TPA Tape Attendance
4 SYS System 33 MVC MVS Component
5 APG ApplicationGroup (%) 34 MDF MVSCOMP Defaults
6 APL Application (*) 35 SDF System Defaults
7 EVT Events 36 ADF Application Defaults
8 SVP Service periods 37 AOP Auto Operators
9 TRG Triggers 38 AMC Auto Msg Classes
10 PRO Processor 39 NTW Network
11 CMP Communications Path 40 NNT NNT Sessions
41 RES Resident CLISTs
42 SCR Status Details
20 PRD Product Automation 43 CMT Communications Task
98 ICL IncTudes
99 UET User E-T Pairs
(*) Multi-User-Capable
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE Y
Figure 48. Entry Type Selection Panel
For a quick retrieval of the single policy objects in this chapter you can use the
following table:
Table 4. Quick Retrieval for Entry Types
Entry Type/Policy Object Page
Group Policy Object B3
BubGroup Policy Object
Eystem_Bgl.i.cy_ijed
Processor Palicy Qbject
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Table 4. Quick Retrieval for Entry Types (continued)

Entry Type/Policy Object

sl e s s S

Enterprise Policy Object

You can define one enterprise for each policy database. An enterprise definition
includes:

* Enterprise description
* operator profile and command parameters for INGSEND

* Processor operations focal point information

Policy Iltems for an Enterprise

w shows the policy items that are displayed when Enterprise is selected
from the Entry Type Selection panel.

4 ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Enterprise PolicyDB Name : DATABASE_NAME
Entry Name : YOUR_ENTERPRISE Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
SEND COMMAND OPERS  Define Operator Profile for sending commands
INGSEND PARMS Define INGSEND Command Parms
9 PROCESSOR OPS INFO  Define processor operations focal point info

Figure 49. Policy Selection Panel for Enterprises

The policy items for Enterprises are:

SEND COMMAND OPERS
This policy item allows you to define default RMTCMD autotasks for
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operators sending commands to target domains, so that they do not have
to remember which target operator ID to use for a particular domain. This
gives you more flexibility than the RMTCMD default of taking the task ID
of the issuing operator.

These definitions are also used for cross domain command routing to
systems that are outside the local sysplex. This is valid for all operator
commands supporting the TARGET parameter.

For more information refer to ‘More About Policy Item SEND COMMAND

INGSEND PARMS

This policy item is provided to allow you to migrate your INGSEND usage
away from the Gateways (OST/NNT) and toward the NetView RMTCMD
command, which is the recommended command routing mechanism
(CRM).

This policy item also allows you to specify the CRM to be used by
INGSEND when communicating with target domains. A wildcard
character, *, can be used for NETID and LU. Additionally, NETID is
optional and may be left blank. Your last entry in this policy definition will
probably be * * ROUTE until you have migrated your entire enterprise to
the current SA OS/390 release and have changed your INGSEND usage to
be based entirely on RMTCMD.

RMTCMD-based INGSEND exploits NetView PIPES for some invocations.
You can define a value to be used on the CORRWAIT PIPE stage if you
need a shorter or longer CORRWAIT value than the SA OS/390 default of
ten seconds. CORRWAIT only applies if your command routing
mechanism is RMTCMD.

PROCESSOR OPS INFO

More About

This policy item allows you to designate primary and backup processor
operations focal point names and the number of message monitor tasks
and target control tasks for those focal point systems. For more
information, refer to L i

”

Policy Item SEND COMMAND OPERS

Eigure 50 shows the panel that is displayed when the SEND COMMAND OPERS
policy item is selected.

4 COMMANDS  HELP )
AOFGOPR Operator Profile for sending commands
Command ===> SCROLL===> PAGE
Entry Type : Enterprise PolicyDB Name  : DATABASE_NAME
Entry Name : YOUR_ENTERPRISE Enterprise Name : YOUR_ENTERPRISE
ORIGIN ORIGIN ORIGIN TARGET TARGET TARGET
NETID DOMAIN OPER NETID DOMAIN OPER
* IPSFO JACKY * IPSFM USERID1
* IPSFP JACKY * IPSFM USERID2
- J

Figure 50. Operator Profile for Sending Commands
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This policy item allows you to define default RMTCMD autotasks for operators
sending commands to target domains, so that they do not have to remember which
target operator ID to use for a particular domain. This gives you more flexibility
than the RMTCMD default of taking the task ID of the issuing operator.

These definitions are also used for cross domain command routing to systems that
are outside the local sysplex. This is valid for all operator commands supporting
the TARGET parameter.

This policy item is intended to help you migrate your cross domain command
routing to RMTCMD, by allowing you to use any naming scheme for RMTCMD
autotasks. By default, RMTCMD uses the operator ID of the invoking task to
determine the RMTCMD autotask to which to issue a command. Use the Operator
Profile for Sending Commands panel to define an association between an origin
operator and a target RMTCMD autotask. The INGSEND command uses
predefined RMTCMD associations to resolve the OPER keyword (target operator
ID to execute the routed command), if it has not been specified on an invocation. If
INGSEND does not find an RMTCMD association for the invoking operator to the
target domain in the automation control file, the RMTCMD default will be used to
resolve the target operator ID. For more information on INGSEND, refer to EBysten]
Wutomation for QS/390 Lser’s Guidd and System Automation for QS/390 Qperator’d
Comumandd. For more information on RMTCMD, refer to Tivoli NetView for 05/390
Automated Operations Network User’s Guide.

The definitions you enter here apply to all systems in the enterprise. They are
included in the automation control file built for each system. At run time,
INGSEND on each origin domain will use only the information intended for that
particular origin Netid.Domain.

On the Operator Profile for Sending Commands panel (Eigure 50 an page 89), the

following fields are defined for both origin and target:

NETID
The Network ID is optional. The maximum length is eight characters. The
first character must be alphanumeric. The rest must be either alphanumeric
or national characters.

DOMAIN
The NetView Domain ID is optional. The maximum length is five
characters. The first character must be alphanumeric. The rest must be
either alphanumeric or national characters.

OPER The Origin Operator ID is required. The maximum length is eight
characters.

The Target Operator ID is optional. If entered, it must be eight characters
or less. If the field is left blank, it will resolve to the ORIGIN OPER value.

The operator ID you define here should have matching OPERATOR
statements in the relevant DSIOPF for each origin and target domain.

Note: For TARGET OPER, PPT or target domain concatenated with PPT is
not allowed.

A wildcard character, *, can be used for NETID and DOMAIN. All fields are
optional except for ORIGIN OPER. TARGET OPER will resolve to ORIGIN OPER
if it is not entered. This is the NetView default.
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More About Policy ltem PROCESSOR OPS INFO

A panel as shown in [Figure 51 is displayed if you select policy item PROCESSOR
OPS INFO from the Policy Selection panel for enterprises.
The panel contains the following fields:

‘ COMMANDS ~ HELP h

I1SQDPDO2 Processor Operations Information
Command ===>

Entry Type : Enterprise PolicyDB Name  : DATABASE_NAME
Entry Name : YOUR_ENTERPRISE Enterprise Name : YOUR_ENTERPRISE

Enter the configuration information:

Primary Processor Operations focal point name KEY3

Backup Processor Operations focal point name .

Number of message monitor tasks. . . . . . .. 1 0-999
Number of target control tasks . . . . . . . . 1 1-999

Enter the fully qualified data set names for the Processor Control file
and Control file log:

Control file. . . . . "CONTROL.CTRF'
Control file log. . . 'CONTROL.CTRF.LOG'

Figure 51. Processor Operations Information Panel

Focal point name (primary or backup)
Enter the NetView domain name of the NetView that is the name of the
focal point for your SA OS/390 configuration. Names can contain 5
characters, starting with an alphabetic character, #, $, or @. This field is
required if you are using SA OS/390 processor operations functions. The
customization dialog does not verify your entry.

Number of message monitor tasks
Enter the number of message monitor tasks to be defined for that focal
point system. The valid range is from 0 to 999. For configurations with no
processor operations PCs, specify a value of 0. For configurations with
processor operations PCs, the minimum value is 1. The default value is
also 1. There is no advantage in making the number of message monitor
tasks greater than the number of communications tasks.

Number of target control tasks
Enter the number of target control tasks to be defined for that focal point
system. The valid range is from 1 to 999. The number of target control
tasks should be equal to the maximum number of active target hardware
systems. The default value is 1.

Control file
Identifies the data set containing configuration information by processor
operations under NetView. Enter the fully qualified name of the control file
for SA OS/390 processor operations. The control file name cannot be
DEBUG.

Control file log
Identifies the data set containing information about errors in the
configuration definition. Enter the fully qualified name of the message log
for the control file generation. When you generate a control file, this error
file contains the errors or messages created during the generation
procedure. Check this file after each control file generation.
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A group is the largest subdivision of an SA OS/390 enterprise. It is a set of
systems, or subgroups, or both, that you want to associate with one another for
purposes of automation, monitoring on the NMC workstation or that you want to
use with the SA OS/390 processor operations functions. An SA OS/390 enterprise
may have many groups, each consisting of one or more systems and subgroups.
You define a group by assigning a name to it and by selecting the member systems
and subgroups.

The status of a group depends on the status of the systems or applications of
which it is comprised. The status of a group is indicated by appropriate colors on
the NMC workstation. You specify the number of systems or applications of a
group that must be in an unsatisfactory state to cause SA OS/390 to change the
color of a group in the graphic display.

Creating a New Group

How to create new policy objects in general, is described in 'How to Create Newl

”

Groups can be defined as either standard groups or sysplex groups. A standard group
contains any combination of systems and subgroups. A sysplex group contains
only systems or subgroups that belong to the same OS/390 sysplex. For a sysplex
group, there are additional policy items to describe certain sysplex-specific
resources. A sysplex group may also have Sysplex Application Groups connected
to it. Sysplex Application Groups are groups of applications that can reside on
more than one system in the sysplex. A group must be defined as either a sysplex

group or a standard group when it is created. [Figure 52 an page 93 is an example
of the Define New Entry panel for groups.

A system may belong to many standard groups, but can belong to only one
sysplex group.

If you want to monitor your newly created sysplex group on the NMC
workstation, you need to specify an entry for this sysplex in the INGTOPOF file
(see 1 } jonl).
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4 N
COMMANDS ~ HELP
AOFGGNOO Define New Entry
Command ===>
To define a new entry, specify the following information:
P26 0 0 0 0 0 6 0 0 o Group
Name. . . . . . . . .. Sysplex_Group
Group Type . . . . . . . SYSPLEX STANDARD  SYSPLEX
ProcOps Commands . . . . NO Group is valid for Processor
Operations commands (YES|NO)
Short Description . . . This is an example sysplex group
Extended Description. .
o J

Figure 52. Define New Entry Panel for a Sysplex Group

The unique fields are:

Group type
Use this field to specify the type of group you want to create. You can
create either a Sysplex group if the group is to be associated with a
Sysplex, or a Standard group. Each type of group has specific policy items
and restrictions associated with it. The value you enter here cannot be
changed after the group is created.

ProcOps Commands
Indicates whether processor operations commands issued against this
group are to be accepted for processing. The default is NO. See
Wutomation for QS/390 Operator’s Commandd for information on the
processor operations commands.

Note: If you specify YES, then a processor operations command directed to that
group will affect all systems in that group, even if those systems are
associated with a subgroup of the group and that subgroup is not enabled
for processor operations commands.

Policy Items for Standard Groups

Eigure 53 on page 94 shows the policy items that are displayed for a standard
group.
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4 ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Group PolicyDB Name : DATABASE_NAME
Entry Name : STANDARD_GROUP Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
GROUP INFO Display Group information
SUBGROUPS Select SubGroups for Group
SYSTEMS Select Systems for Group
COPY Copy data from an existing entry
o J

Figure 53. Policy Selection Panel for Groups

The unique policy items for groups are:

GROUP INFO
Group Info displays the type of group that was specified when the group
was created. This can be either standard or sysplex. It also displays and
allows you to update the current value of the processor operations
commands indication.

SUBGROUPS
When you select this policy item, a list of all subgroups in the SA OS/390
enterprise is displayed. Those subgroups that are related to the current
group are marked with SELECT. You can add subgroups to the group, or
remove subgroups from the group.

SYSTEMS
When you select this policy item, a list of all systems in the SA OS/390
enterprise is displayed, indicating by SELECTED which are related to this
group. You can add systems to the group, or remove systems from the

group.

Policy Items for Sysplex Groups

You define a sysplex group when creating a new group object by specifying

“sysplex” in the group type field of the Define New Entry panel. There are certain

restrictions for sysplex groups:

* A system can be linked to only one sysplex group. The same system can be
linked to other standard groups. This applies if the system is linked directly to
the system group, or indirectly through a subgroup.

* A subgroup may be linked to only one sysplex group.

Eigure 54 on page 93 is an example of the Policy Selection panel for Sysplex

groups.
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4 N
ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> HALF
Entry Type : Group PolicyDB Name : DATABASE_NAME
Entry Name : SYSPLEX_GROUP Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
GROUP INFO Display Group information
SUBGROUPS Select SubGroups for Group
SYSTEMS Select Systems for Group
————————————————————————— SYSPLEX SPECIFIC POLICY------=--=-oun--
SYSPLEX Define sysplex policy
APPLICATION GROUPS  Select ApplicationGroups for Sysplex
COPY Copy data from an existing entry
o J

Figure 54. Policy Selection Panel for Sysplex Groups

The policy items for sysplex groups are the same as those for standard groups with
the following additions:

SYSPLEX
Eigure 55 on page 94 is an example of the Sysplex Policy Definition panel

for sysplex groups.

This panel allows you to describe certain resources associated with the
sysplex.

APPLICATION GROUPS
This policy item displays a list of all Sysplex Application Groups,
indicating which application groups are selected for this sysplex. You can
add or remove Sysplex Application Groups to or from this sysplex. A
Sysplex Application Group can only be linked to one sysplex.

More About Policy ltem SYSPLEX

A panel as shown in [Figure 55 on page 94 is displayed if you select policy item
SYSPLEX from the Policy Selection panel for sysplexes.
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~
4 COMMANDS  HELP
AOFGGPBO Sysplex Policy Definition
Command ===>
Entry Type : Group PolicyDB Name : DATABASE_NAME
Entry Name : SYSPLEX_GROUP_01 Enterprise Name : YOUR_ENTERPRISE
More:
Sysplex Timer Monitoring. . . . . . . YES YES NO
Number Monitored Sysplex Timers . . . 2 1 2
CDS High Tlevel Qualifier. . . . . . .
CDS type Alternate volumes Desired monitoring
(PRIMARY ALTERNATE NONE)
Sysplex PRIMARY
ARM PRIMARY
CFRM PRIMARY
LOGR PRIMARY
SFM PRIMARY
WLM PRIMARY
Logical SYSPLEX Group ID. . __ Unique ID for this logical sysplex
(SA 0S/390 Version 1.3 only)
o J

Figure 55. Sysplex Policy Definition Panel for Sysplex Groups

The fields on the Sysplex Policy Definition panel are as follows:

Sysplex Timer Monitoring
If you have one or more sysplex timers in your sysplex and you want
them monitored by the NMC workstation, enter YES and specify the
number of monitored sysplex timers in the next field. Enter NO, if you do
not want monitoring. This is the default.

Number Monitored Sysplex Timers
Enter "2’ if you are using the sysplex timer with the Expanded Availability
Option and you want to have two sysplex timers monitored by the NMC
workstation. Enter '1’, if you only want one sysplex timer monitored.

CDS High Level Qualifier
Specify the high level qualifier to be used for the allocation of alternate
couple data sets (CDS). The qualifier can consist of up to three parts
according to the OS/390 data set naming rules. When allocating an
alternate CDS, this qualifier is appended with the type (for example,
SYSPLEX) and CDS0On, where 'n’ is a sequence number.

CDS type - Alternate volumes - Desired monitoring
Specify the types of couple data sets to be used, and the monitoring to be
done.

The types of supported couple data sets are:

Sysplex
contains the policy and status for basic sysplex functions and
points to the other couple data sets

ARM contains the policy for automatic restart management
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CFRM contains the policy for coupling facility resource management
LOGR contains an inventory for the sysplex logger function
SFM  contains the policy for sysplex failure management

WLM contains the policy for the workload manager

In the column Alternate volumes you can enter up to 8 volume names for
allocating alternate couple data sets for types Sysplex, ARM, CFRM, LOGR
and SFM. For WLM, no alternate volumes can be specified. The names
must be in accordance to the OS/390 volume naming rules. In case of
allocating alternate couple data sets, the allocation starts on the first
specified volume and continues in the specified order.

The information you enter in column Desired monitoring, determines when
the NMC workstation of SA OS/390 displays the associated icon for a
couple data set as satisfactory or unsatisfactory. For example, if you have a
couple data set QUAL1.ARM.CDSO, which you want to be monitored as
PRIMARY, but currently this data set is not available because the operator
had to switch to an alternate ARM CDS, then the icon for QUAL1.ARM.CDSO
is marked as being unsatisfactory (coloured red).

You specify the monitoring that is to be done for each type of couple data
set as follows:

ALTERNATE
Indicates that you want to monitor both the primary and the
alternate data set. In this case, when either the primary or the
alternate fails, the related icon will turn red.

PRIMARY
Indicates that you want to monitor only the primary couple data
set. In this case, there is only one icon (for the primary CDS) on
the NMC workstation and the operator will only see when the
primary itself is unavailable, no matter whether an alternate CDS
is available to take over.

NONE
Indicates that none of the couple data sets are monitored. This is
the default for all types of CDSs, except for the sysplex CDS. The
default for the sysplex CDS is PRIMARY.

Logical Sysplex Group ID
Note: The logical SYSPLEX Group ID is for SA OS/390 1.3 only.

A logical sysplex group ID may be specified to indicate that a subset of the
members of an actual OS/390 sysplex is defined in this sysplex group. If
specified, the ID may contain 1 or 2 characters. Valid characters are A-Z,
0-9, and the national characters ($, # and @).

If a logical sysplex group ID is specified, it will be prefixed with the string
INGXSG to construct the XCF group name used for cross system

synchronization, for example, INGXSGxy.

If no logical sysplex group ID is specified, the default group name
INGXSG will be used.
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This group needs to be associated to an appropriate XCF transport class b
the person responsible for the sysplex setup (refer to the manual m

Betting Up a Syspled).

SubGroup Policy Object
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A subgroup is an intermediary grouping of the systems within a group. You define
a subgroup by selecting the member systems and assigning a name to the
subgroup. You do not have to define subgroups, but it may be useful to do so for a
large enterprise. For example, a sysplex defined as a group may have subgroups
consisting of systems running on one or more S/390 microprocessors within the
sysplex so they can be managed separately from systems running on the other
CPC types. Another option is to form subgroups based on system type, for
example, all VM systems in one subgroup.

A system in a sysplex can belong to more than one subgroup within the sysplex
group.

Creating a New SubGroup

How to create new policy objects in general, is described in IHow to Create Newl

w is an example of the Define New Entry panel for subgroups.

COMMANDS  HELP

AOFGBNOO Define New Entry
Command ===>

To define a new entry, specify the following information:

Type. « v v v v o .. SubGroup
Name. . . . . . . . . . Subgl
ProcOps Commands. . . .NO  Subgroup is valid for Processor

Operations commands (YES|NO)

Short Description . . . This is an example subgroup
Extended Description. .

Figure 56. Define New Entry Panel for a Subgroup

The unique field is:

ProcOps Commands
Indicates whether processor operations commands issued against this
subgroup are to be accepted for processing. The default is NO.

Note: If a group with which this subgroup is associated is enabled for processor
operations commands, then a processor operations command directed to
that group will affect all systems in the group even if this subgroup is not
enabled for processor operations commands.
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Policy Items for SubGroups

Figure 57 shows the policy items that are displayed when a subgroup is selected
from the Entry Name Selection panel.

4 ACTIONS HELP )
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : SubGroup PolicyDB Name  : DATABASE_NAME
Entry Name : TARGET_SUBGROUP Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
SUBGROUP INFO Display Subgroup information
SYSTEMS Select Systems for SubGroup
WHERE USED List Groups linked to this entry
COPY Copy data from an existing entry
- J

Figure 57. Policy Selection Panel for Subgroups

The unique policy items for subgroups are:

SUBGROUP INFO
When you select this policy item, information about subgroups is
displayed for verification and updating.

SYSTEMS
When you select this policy item, a list of all systems in the SA OS/390
enterprise is displayed, indicating those systems that are related to this
subgroup. You can add systems to the subgroup, or remove systems from
the subgroup.

System Policy Object

A system is any host system in the SA OS/390 enterprise. The operating systems
can be either MVS or non-MVS. For system operations, the system must be MVS.
For processor operations functions, the system can be MVS, VM, VSE, TPE, LINUX,
or CF (coupling facility). A system definition includes:

* The operating system type

* Processor operations information

¢ Details of which IBM automation products are operating on the system
* Member application groups

¢ NetView and OS/390-related information

* Automation policy for the system (optional)

The information you supply here will determine what automation policy set
objects are included in your system and how your system is automated.

Creating a New System
How to create new policy objects in general, is described in IHaw to Create Newl

shows the panel that is displayed when you create a new
system from the Entry Name Selection panel for systems.
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If you want to monitor your newly created system as a stand-alone system on the
NMC workstation, you need to specify an entry for this sysplex in the INGTOPOF
file (see System Automation for QS/390 Planning and Installation).

4 COMMANDS  HELP h

AOFGSNOO Define New Entry
Command ===>

To define a new entry, specify the following information:

Type. « « ¢« « ¢ v« .. System
Name. . . . . . . . .. SYSTEM1
More: +

Operating system. . . . MVS MVS VM TPF VSE CF LINUX
Specify information (MVS systems only):

MVS SYSNAME . . . . . . MVS system name

Clone Id. . . . . . .. &AOCCLONE.

Clone Id 1. . . . . . . &AOCCLONEL.

Clone Id 2. . . . . . . &AOCCLONE2.

Clone Id 3. . . . . . . &AOCCLONE3.

Clone Id 4. . . . . . . &AOCCLONE4.

Clone Id 5. . . . . . . &AOCCLONES.

Clone Id 6. . . . . . . &AOCCLONEG.

Clone Id 7. . . . . . . &AOCCLONE7 .

Clone Id 8. . . . . . . &AOCCLONES.

Clone Id 9. . . . . . . &AOCCLONE9.

Specify information for NMC Focal Point Communication (MVS systems only):
Heartbeat Interval. . . 5 1-60 (minutes)
Missing Heartbeat Delay 30 1 - 3600 (seconds)

Specify target system information for Processor Operations functions:
ProcOps name. . . . . . Processor Operations name

The following fields are for reference:
Short Description . . .
Extended Description. .

Figure 58. Define New Entry Panel for a System

The fields are:

Name This required name gives a unique name to the system you are defining.
Valid characters are any alphabetic or numeric character or any of @, #, $,
?, or _ (underscore), with the first character being alphabetic, numeric, or
@, #, or $. The entry name must be unique among the names of all groups,
subgroups, systems, processors, or communications paths defined in the
current policy database. It must also be unique among ProcOps names,
with the exception that this system’s ProcOps name may match this
system’s entry name (see also the definition of entry field ProcOps name
on page .

Operating system
A required identifier of the operating system to be run on the system. The

allowed values are MVS, VM, TPE, VSE, LINUX, or CF. The supported
default is MVS.
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CF indicates the coupling facility control code. LINUX identifies the Linux
for zSeries and S/390 operating system.

MVS SYSNAME
Required for OS/390 systems, this value must match the system name
(SYSID) as specified in the IEASYSxx member of SYS1.PARMLIB. Valid
characters are any alphabetic or numeric character or any of @, #, or $. The
first three characters of MVS SYSNAME must not be "AOF" because these
are reserved for internal SA OS/390 processing.

Note: The value of the MVS SYSNAME field for each OS/390 system
under SA OS/390 control:

* Must be the same as the system name defined in the IEASYSxx member
of the SYS1.PARMLIB data set used to IPL the system. Exception: for
alternate configurations the specification of a ‘plus’ sign (+) as the last
character is allowed. For more information on alternate configurations,

refer to U'Alternate Configuration Support” on page 361.

* May have numeric or national characters in any position.

Clone Id
You can enter up to ten clone IDs that can be used to substitute MVS job
names, MVS automatic restart management element names, WLM resource
names, and user-specified commands. For more information, refer to

v . ”

Heartbeat Interval
This specifies the time interval at which the SA OS/390 system operations
functions sends a generic alert from this system to the NMC focal point
system. The SA OS/390 system operations functions on the NMC focal
point system use heartbeat alerts to verify the status forwarding l% from
each sysplex or single remote system. For more information see
BA_(0S/390 Heartheat Function” on page 103. The heartbeat interval is a
required field in the range 1 to 60 minutes that defaults to 5 minutes.
Heartbeat information is relevant for OS/390 systems only.

The smaller the heartbeat interval, the faster SA OS/390 can detect a status
forwarding path failure. For example, if you define an interval of two
minutes then, on average, SA OS/390 will take one minute, plus the
missing heartbeat delay time, to detect a failure in the status forwarding
path.

Missing Heartbeat Delay
This specifies the time that the SA OS/390 system operations functions on
the NMC focal point system will wait after a heartbeat was expected. If
this time expires without receiving the heartbeat, the system operations
functions will begin missing heartbeat processing for the remote system.
The field is provided as a way to buffer against temporary network delays.
For more information see £ ion”

. The missing heartbeat delay is a required field in the range 1 to

3600 seconds that defaults to 30 seconds. Heartbeat information is relevant
for OS/390 systems only.

The smaller the missing heartbeat delay, the more sensitive SA OS/390 is
to temporary status forwarding path delays. The longer the delay, the
slower SA OS/390 will be to react to a missing heartbeat. Again, you will
have to balance these two considerations.

Consideration must be given to the number of systems, and subsystems
being monitored in your enterprise. The larger the enterprise being
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monitored, the larger the delay should be. This is to ensure that at resync
time with peak NPDA alerts returning to the focal point, any NPDA alert
processing delays do not cause unnecessary missing heartbeat processing.

ProcOps name
This specifies the name of the system as known to the processor operations
functions. It is required. Like the system’s Entry name, the ProcOps name
must be unique among the names of all groups, subgroups, systems,
processors, communications paths, and ProcOps names defined in the
current policy database. However, the ProcOps name of this system may
be the same as this system’s entry name. The ProcOps name is 1 to 8
characters long and may consist of alphameric characters or @, #, or $.

Assigning Clone IDs

If you are using SA OS/390 to automate an application that runs on more than
one MVS system in the sysplex, you can assign up to ten clone IDs
(&AOCCLONE. to &AOCCLONEDY.) to each system. The value of the first clone ID
(&AOCCLONE).) is automatically appended to the job name of a replicated
application, unless you have specified that it or another clone value should appear
elsewhere within the job name. In this way, each system can run with a unique job
name while the application or subsystem shares a single automation policy across
systems. Optionally, the substitution can occur anywhere within the job name and
you can use any of the ten available clone IDs. You may use more than one clone
ID if you want to.

Clone IDs can be used for job names, WLM resource names, and also to replicate
applications that are being controlled by Automatic Restart Manager. You can use
one clone ID for the job name and the WLM resource name, and then another
clone ID for the Automatic Restart Manager element name. Or you can use various
other combinations as required by your installation.

Note: You should be careful when cloning applications controlled by Automatic
Restart Manager. In most cases, the applications should be defined to
Automatic Restart Manager as restart-in-place only. If you allow
cross-system restarts for cloned applications, they may be restarted more
than once on the same system.

The &AOCCLONE. function is not limited to use in sysplexes. In addition to
qualifying the job name, you can use clone IDs to substitute anywhere within a
defined literal, such as a shutdown command. The value of the clone IDs is also
available to your automation through the NetView AOFAOCCLONEn (n =1 to 9)
common global variables. The AOFAOCCLONE and each AOFAOCCLONEnN
variable contains the value of the corresponding AOCCLONE ID.

SA 0S/390 also supports the specification of a procname in addition to a job
name. The normal startup command is:

MVS S jobname

but if a procname is specified, SA OS/390 issues:
MVS S procname, JOBNAME=jobname

Note: The job name is the result of the substitution of any applicable
&AOCCLONE. value and will be the name used for all automation of the

application.

To replicate an application, follow these steps:
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1. Define your system, optionally assigning values to one or more of the clone
IDs.

2. Define your application specifying YES for Clone Job Name. By default, this will
append a tilde character, representing the first of the &AOCCLONE. values, to
the end of the Job Name. Optionally, you can put the tilde in ANY position
within the restrictions of IBM alphanumeric naming conventions, or you can
substitute any other symbol using the &AOCCLONE#n notation, where n is a
number from 1 to 9.

3. Link the application through an application group to the system.

4. Build the automation policy for the system. The clone ID values are written out
into the automation control file as a part of the system definition.

5. Build the application policy. If clone IDs are used in the job name, they are
replaced with the appropriate &AOCCLONE. values.

6. Load the automation control file. The clone IDs are replaced with the
appropriate symbol values.

The SA 0S/390 Heartbeat Function

The heartbeat function validates the path between remote systems and the focal
point system. This path is known as the status forwarding path.

SA 0S/390 validates the status forwarding path by sending an alert, called the
heartbeat alert, from each single remote system or from a designated system in the
sysplex at a regular interval.

If the heartbeat is missing from the designated sysplex system, the SA OS/390
topology manager tries to connect to another system in the sysplex. Only if all
systems are not responding, SA OS/390 invokes the missing heartbeat processing.

SA 0OS/390 on the NMC focal point system expects heartbeats from each remote
system at the interval defined for each system, but it expects a heartbeat only from
one system in the sysplex. This interval is known as the heartbeat interval.
Receiving a heartbeat on the NMC focal point system indicates that the status
forwarding path from the remote system is up, and hence status for resources
associated with that system can be considered to be current.

If SA OS/390 on the NMC focal point system does not detect an expected
heartbeat, it waits to allow for temporary network slowdowns, or any other
temporary problems in the status forwarding path that may have delayed the
heartbeat. The wait period is known as the missing heartbeat delay. When the
missing heartbeat delay time expires, (or for a sysplex, when the missing heartbeat
delay time expires for all systems in the sysplex) SA OS/390 invokes its missing
heartbeat processing for the remote system or the sysplex and changes the status of
all associated resources to Unknown because SA OS/390 is no longer able to
receive status updates for those resources.

When setting the missing heartbeat delay period, consideration must be given to
the number of sysplexes or single systems, and subsystems being monitored in
your enterprise. The larger the enterprise being monitored, the larger the delay
should be. This is to ensure that at resync time with peak NPDA alerts returning to
the Focal Point, any NPDA alert processing delays do not cause unnecessary
missing heartbeat processing.
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When SA OS/390 detects that heartbeats from a remote system have resumed, it
resynchronizes the NMC workstation status displayed for resources associated
with the system by requesting that the remote system should resend all status
information.

You can define both the heartbeat interval and the missing heartbeat delay for each
MVS system in your enterprise.

Policy Iltems for Systems

w shows the OS/390 policy items that are displayed when an MVS system
is selected from the Entry Name Selection panel.

Note: Not all policies are displayed on one screen. Scroll forward to see the second
part of this panel.

4 ACTIONS HELP )
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SYSTEM1 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name PoTicy Description
DESCRIPTION Enter description
SYSTEM INFO Enter and display system information
APPLICATION GROUPS  Select ApplicationGroups for System
NETVIEW Enter NetView-related information
AUTOMATION Enter automation-related installed products

AUTOMATION CONSOLE  Enter MVS route codes for notifications
AUTOMATION SETUP Define system environment for automation
AUTOMATION TIMERS Select Timers for System

NNT SESSIONS Select NNT Sessions for System

USER E-T PAIRS Select User Entry-Type pairs for System
AUTOMATION TIMEOUT  Select Timeout Settings for System
RESIDENT CLISTS Select Resident Clists for System

AUTO MSG CLASS Select Auto Message Classes for System
TAPE ATTENDANCE Select Tape Attendance for System
APPLICATION DEFAULTS Select Application Defaults for System
SYSTEM DEFAULTS Select System Defaults for System
MVSCOMP DEFAULTS Select MVS Component Defaults for System
MVS COMPONENT Select MVS Components for System
NETWORK Select Network for System

AUTO OPERATORS Select Automation Operators for System
SCREENS Select screen status definitions

NOTIFY OPERATORS Define forward messages to operators

DB2 SYSTEM DEFAULTS Select DB2 System defaults for System
IMS XRF RESOURCES Select IMS XRF resource names for System
IMS XRF STATUS FILES Select IMS XRF Status files for System
OPC SYSTEM DETAILS  Select OPC System details for System
CONTROLLER DETAILS  Select OPC controller details for system
WORKSTATION DOMAINS Select OPC Worstation domains for system

INCLUDES Select Include members for System
——————————————————————————— POLICY FOR PROCESSOR OPERATIONS------
PROCESSOR Select Processor for System
PROCESSOR OPERATIONS Enter Processor Operations information
WHERE USED List Groups/SubGroups Tinked to this entry
COPY Copy data from existing entry
o J

Figure 59. Policy Selection Panel for Systems

The policy items for systems are:
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SYSTEM INFO
This displays and allows you to update the operating system type for this
system definition.

It also displays the current &AOCCLONE. values defined for the system.
These values can be modified. Values you may find useful to define as
&AOCCLONE. values are SYSCLONE, SYSNAME, and SUBAREA
numbers.

Also, you can use this option to change the heartbeat 1nterva1 and the
missing heartbeat delay times. Refer to Z
for more information.

If you want to utilize sysplex message automation the processor operations
target system name should be identical to the MVS SYSNAME

APPLICATION GROUPS
When you select this policy item, a list of all System Application Groups is
displayed, indicating which are related to this system. You can add
application groups to the system or remove application groups from the
system.

NETVIEW
This policy item lets you enter the following details required for interacting
with NetView. This information is required only if you are using enterprise
monitoring. For more information on this policy item see mﬁ)

AUTOMATION

This policy item allows you to document which automation products
(RMF, OPC/ESA, SDSF) are operating on the system.

AUTOMATION CONSOLE
The automation console definitions are used when SA OS/390 notification
messages are to be sent as write-to-operator (WTO) messages to the MVS
consoles. This policy item defines the route codes and MCSFLAGS
necessary for this process. WTO messages are sent to the Automation
Console when none of the notification operators defined in the Notify
Operators policy item are logged on or when SYSOP is defined as a
notification operator.

For more information on this policy item refer to Mare About Policy Iteml
ATITOMATION CONSOIE” on page 109.

AUTOMATION SETUP
This policy item is used to enter details of your operating environment. For

more information refer to [More About Palicy Item AUTOMATION

”

AUTOMATION TIMERS
This policy item displays a list of defined Automation Timer sets and
allows you to choose whlch sets are to be associated with this system
object. See L. Z for more information.

NNT SESSIONS
This policy item displays a list of defined NNT Session sets and allows
you to choose Wthh sets are to be associated with this system object. See
i for more information.

USER E-T PAIRS
This policy item displays a list of defined User E-T Pairs sets and allows
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you to choose which sets are to be associated with this system object. See
[User E-T Pairs Policy Object” on page 284 for more information.

AUTOMATION TIMEOUT
This policy item displays a list of defined Automation Timeout sets and
allows you to choose Wthh sets are to be associated with this system
object. See L z for more
information.

RESIDENT CLISTS
This policy item displays a list of defined Resident CLIST sets and allows
you to choose which sets are to be associated with this system object. See

[‘Resident CLISTs Policy Qbject” on page 273 for more information.

AUTO MSG CLASS
This policy item displays a list of Auto Msg Classes sets defined with entry
type Auto Msg Classes and allows you to link such a set to the current
system.

Classes of the specified set can be associated with a notify operator also
defined for this system with policy item NOTIFY OPERATORS (see below).

See l“Auto Msg Classes Paolicy Object” an page 269 for more information on

defining such message classes.

TAPE ATTENDANCE
This policy item displays a list of defined Tape Attendance sets and allows
you to choose which sets are to be associated with this system object. See

['Tape Attendance Palicy Ohject” on page 250 for more information.

APPLICATION DEFAULTS
This policy item displays a list of defined Application Defaults sets and
allows you to choose a set to be associated with this system object. If an
application belongs to an application class, the class inheritance takes

precedence. See I‘Application Defaults Policy Ohject” an page 267 for more

information.

SYSTEM DEFAULTS
This policy item displays a list of defined system defaults sets and allows
you to choose a set to be associated with this system object. If an
application belongs to an application class, the class inheritance takes

precedence. See I'System Defaults Policy Object” on page 261 for more

information.

MVSCOMP DEFAULTS
This policy item displays a list of defined MVSCOMP Defaults sets and
allows you to choose a set to be associated with this system object. See

EMVSCOMP Defaults Policy Object” on page 260 for more information.

MVS COMPONENT
This policy item displays a list of defined MVS Component sets and allows
you to choose which sets are to be associated with this system object. See

I'MVS Component Policy Qbject” on page 253 for more information.

NETWORK
This policy item displays a list of defined Network sets and allows you to
choose which sets are to be associated with this system object. See

[‘Network Policy QObject” on page 270 for more information.

AUTO OPERATORS
This policy item displays a list of defined Auto Operator sets and allows
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you to choose which sets are to be associated with this system object. See
[Auto Operators Policy Object” on page 263 for more information.

SCREENS
This policy item displays a list of defined SDF Status Definition sets and
allows you to choose Wthh sets are to be associated with this system
object. See L ” for more information.

NOTIFY OPERATORS
Notification operators are human NetView operators who receive
SA 0OS/390 notification messages, which are messages about events
SA 0OS/390 detects or actions it takes. These notification messages are
routed to one or more logged-on human operators, using the message
forwarding path you set up in the Network policy object. The messages can
optionally be held until the operator clears them. See the CLRHELD

command in System Automation for QS/390 Qperator’s Commandd for more

information.

For more information refer to ’Mare About Palicy Item NQTIEY
DB2 SYSTEM DEFAULTS

If you select this policy item, SA OS/390 will display a list of DB2 system
defaults which previously have been defined as described in m

Defaults” an page 230. From this list you can link one DB2 system default
entry to the current system. Or you can also remove such a link and link a
different entry to the system. Only one such entry should be linked to a
system, otherwise multiple entries will be built with SA OS/390 only
loading the last one processed.

IMS XRF RESOURCES
If you select this policy item, SA OS/390 will display a list of Extended
Recovery Facility (XRF) resources which previously have been defined as
described in 'IMS XRF Resources” an page 238. From this list you can link
one or more XRF resources to the current system. Or you can also remove
such links and link different resources to the system.

IMS XRF STATUS FILES
If you select this policy item, SA OS/390 will display a list of Extended
Recovery Facility (XRF) status files which previously have been defined as
described in L iles” . From this list you can
link one or more XRF status files to the current system. Or you can also
remove such links and link different status files to the system.

OPC SYSTEM DETAILS

If you select this policy item, SA OS/390 will display a list of OPC system
details which have been previously defined as described in m

Details” on page 240. From this list you can link one such OPC system
detail entry to the current system. Or you can also remove such a link and
link a different entry to the system. Only one such entry should be linked
to a system, otherwise multiple entries will be built with SA OS/390 only
loading the last one processed.

CONTROLLER DETAILS
If you select this policy item, SA OS/390 will display a list of OPC
controller details which have been previously defined as described in
Controller Details” on page 242 From this list you can link one such OPC
controller detail entry to the current system. Or you can also remove such
a link and link a different entry to the system. Only one such entry should
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be linked to a system, otherwise multiple entries will be built with
SA 0S/390 only loading the last one processed.

WORKSTATION DOMAINS

If you select this policy item, SA OS/390 will display a list of workstation
domain IDs which have been previously defined as described in

. i insg” . From this list you can link one such
workstation domain to the current system. Or you can also remove such a
link and link a different entry to the system. Only one such entry should
be linked to a system, otherwise multiple entries will be built with

SA 0OS/390 only loading the last one processed.

INCLUDES

If you select this policy item, SA OS/390 will display the Includes for
System panel. This panel displays the entries that are defined via the
Includes entry type. So with this policy item, you can manage the links
between the current System entry and the Includes entries.

From the Includes for System panel you can:

¢ Add a link between the entries.

* Remove a link between the entries.

Note: The Includes entry type is provided for down-level SA OS/390
systems only and will no longer be supported.

PROCESSOR

Selection of this policy item displays a panel that lists all processors
defined in the enterprise on which the system, as characterized by its
operating system type, can run. You can select one processor to associate
with the system.

PROCESSOR OPERATIONS

This policy item displays a series of panels that allow you to enter
information needed by SA OS/390 processor operations. The first panel
displayed is the Processor Operations Target Definition panel. The
contents of the panels are determined by the processor associated with this
system using the PROCESSOR policy item. This series of panels is
described in section [ i

2

More About Policy ltem NETVIEW

The panel shown in [Figure 60 on page 109 is displayed when you select policy item
NETVIEW from the Policy Selection panel for Systems (Eigure 59 on page 104).
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4 N\
COMMANDS  HELP
AOFGSPGO NetView Information
Command ===>
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SYSTEM 01 Enterprise Name : YOUR_ENTERPRISE
You can specify the following NetView-related information about
this system.
SysOps NetView Domain.. FOC1__ Name of the NetView domain
under which SA 0S/390 System Operations
functions run
SysOps NetView Network
Name. . . . . . . .. Network name for System Operations
NetView domain
Network NetView Domain. Name of the NetView domain
under which network automation runs
o %

Figure 60. NetView Information Panel

The following information can be entered:

SysOps NetView Domain
This field is optional. It allows you to enter the NetView domain name of
the NetView under which the SA OS/390 system operations functions
runs on this system. This information is applicable only if you are using a
dual NetView setup. The SA OS/390 NetView name can be up to five
characters long.

SysOps NetView Network Name
This name is required only if you are using enterprise monitoring. It
specifies the network on which the system operations NetView domain
resides. It can be up to eight characters long.

Network NetView Domain
This field is optional. It identifies the NetView domain that runs network
automation. It can be up to five characters long. When the automation
control file is loaded, this value is assigned to the common global variable
AOF_NETWORK_DOMAIN_ID.

More About Policy ltem AUTOMATION CONSOLE

The panel shown in [Figure 61 on page 110 is displayed when you select policy item
AUTOMATION CONSOLE from the Policy Selection panel for Systems m

).
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4 COMMANDS  HELP )
AOFPIECO Environment Definition: CONSOLE (Route Codes)
Command ===>
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SAMPLE_SYSTEM_01 Enterprise Name : YOUR_ENTERPRISE
Enter information and select S the route codes for SA 0S/390 notifications.
Console ID ==> 01 or Console Name ==>
A Code Definition
More:

A11 Display ALL messages
* 1 Master console action

2 Master console information

3 Tape pool

4 Direct access pool

5 Tape Tibrary

6 Disk Tibrary

7 Unit record pool

8 Teleprocessing control

9 System security

10 System error, maintenance

11 Programmer information

12 Emulators

13

14

15

16 User

Press ENTER to define MCSFLAGS
o J

Figure 61. Environment Definition: CONSOLE (Route Codes) Panel

In order to define an automation console, you need to specify:

Console ID
This parameter defines the logical console ID of the MVS console that is to
receive the WTO messages. The logical console ID can be found by
entering an MVS Display Console command from the console that is to
receive the messages. The default is 01.

Console Name
This parameter defines the 1-8 alphanumeric console name specified in the
CONSOLE nn member of the OS/390 PARMLIB. The system console name
*MASTER* or *ANY* can also be used. Otherwise the first character must
be alphabetic. If a console name is specified, the Console ID field must
remain blank.

Route Codes
The appropriate OS/390 route codes can be selected from this panel. These
route codes define which kind of messages the automation console is to
receive. Each notification message has already been defined as one of these
kinds of WTOs. The console can also be defined to receive all of the
notification messages regardless of how they have been defined. The last
four codes on the panel are reserved for user-defined codes.

The default routing code is 1 (only messages that appear as Master
Console Action WTOs are displayed on the console). Further information
on the route codes can be found in ] i

MCSFLAGS
The appropriate MVS MCSFLAG codes can be selected from the
Environment Definition: CONSOLE (MCSFLAGS) panel which you reach
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by pressing ENTER in the Environment Definition: CONSOLE (Route
Codes) panel. In this panel, you simply place an S in the A column beside
the desired selection. The MCSFLAG codes are used to provide additional
information for the WTO messages (for example, if flag 6 is set, the time is
not included with the WTO).

If flag 1 is set, the messages are queued to the console defined in Console
ID (ignoring the route codes).

Further information on the MCSFLAG codes can be found in Tivoli NetView
for OS/390 Customization: Using REXX and the NetView Command List
Language

More About Policy ltem AUTOMATION SETUP

The panel shown in w is displayed when you select policy item
AUTOMATION SETUP from the Policy Selection panel for Systems (|

bage104).

4 COMMANDS ~ HELP h
AOFPIESO Environment Setup
Command ===>
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SAMPLE_SYSTEM_01 Enterprise Name : YOUR_ENTERPRISE
Enter the following information:
Primary JES ==> JES2 Primary JES2/JES3 subsystem name
System Monitor Time ==> 00:30 Time between SYSTEM monitoring
cycles (hh:mm or NONE)
Gateway Monitor Time ==> NONE Time between GATEWAY monitoring
cycles (hh:mm or NONE)
Monitor Option ==> AOFAJMON Default routine used to monitor
application status
Message Table ==> AQFMSGO1
Netview message automation table members
MVS SYSNAME ==> FOC1 The MVS SYSID in SYS1.PARMLIB
SDF Root Name ==> FQOC1 Root of this system's SDF tree
Exit name(s) ==> SYSEXIT1,SYSEXIT2,SYSEXIT3,SYSEXIT4
Environment setup user exit names
(1eave blank for no setup exit)
- J

Figure 62. Environment Setup Panel

You can enter the following data:

Primary JES
The name of the primary JES. The named subsystem is the default
scheduling subsystem.

System Monitor Time
The time between system monitoring cycles. The default is every 59
minutes. Monitoring may be suspended by specifying NONE.

Gateway Monitor Time
The time between gateway monitoring cycles. The default is 15 minutes.
Monitoring may be suspended by specifying NONE.

Monitor Option
The name of the default routine used to monitor application status. Such
routines are referred to as application monitor routines. The default
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application monitor routine if Monitor Option is left blank is AOFAJMON.
If an application belongs to an application class, inheritance from class
overrides the default. Or, if an application has specified an individual
monitor routine (see I'More About Policy Ttem AUTOMATION INFO” on
page 150), then this routine overrides what you specify here. The following
application monitor routines are valid:

AOFATMON
This routine is used to determine the status of a task operating
within the NetView environment. The task status is determined by
issuing the NetView LIST taskname command. Note that if this
routine monitor is to be used for an application, when the
application is defined using the customization dialog, the
application’s job name must be defined to be the NetView task
name.

Possible values for the application monitor status as determined by
this routine are Active, Starting, Inactive.

Note: If the NetView LIST taskname command indicates that the
task is not known, this condition maps to Inactive status.

AOFAJMON
This routine determines the status of an application by running a
routine that searches the MVS address space control blocks
(ASCBs) for address spaces with a particular job name. The job
name used is the job name defined in the customization dialog for
the application.

Possible values for the application monitor status as determined by
this routine are Active, Starting, Inactive.

AOFADMON
This routine determines the status of an application by issuing the
MVS D A, jobname command. The job name used is the job name
defined in the customization dialog for the application.

Possible values for the application monitor status as determined by
this routine are Active, Starting, Inactive.

AOFAPMON
This routine determines the status of a program-to-program
interface (PPI) receiver. It calls DISPPI and checks if a specific PPI
receiver is active.

Note: AOFAPMON should only be used as a programming facility
because its only output is a return code.

AOFCPSM
This routine is a dedicated routine used to monitor the status of

the SA OS/390 processor operations applications using the
ISQCHK service.

Possible values for the application monitor status as determined by
this routine are Active, Inactive.

AOFUXMON
This routine determines the status of a resource with application
type USS. This resource can either be an OS/390 UNIX process, a
file in the UNIX filesystem (HFS), or a TCP port. Depending on the
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nature of the resource (process, file, or port) AOFUXMON decides
which internal monitoring method to use.

Note: AOFUXMON should only be used as a programming facility
because its only output is a return code.

ISQOMTSYS
With this routine, a processor operations target system resource
represented by its proxy can be monitored. You find examples on

how to use a proxy definition in Systens Autamation for QS/390
tus.tn.m.mu.g_a.ud_llmgmmmné Active operator console connections

are mandatory and will be used for sending an OS/390 command
(for example, 'd t’) and receiving the related response.

NONE
No application monitor routine is to be used (unless overridden in
the Application Automation Definition panel)

user-name
A user-defined and created application monitor routine

Message Table
You may specify multiple message tables that will be loaded and used for
message automation. The message tables defined here will replace the
message table that was loaded during initialization. The default is
AOFMSGO1.

MVS Sysname
The name used by SA OS/390 for the system name for purposes of
automation.

The MVS SYSNAME for each system under SA OS/390 control:

* Must be the same as the system name defined in the IEASYSxx member
of the SYS1.PARMLIB data set used to IPL the system.

* May have numeric or national characters in any position.

MVS SYSNAME is also used by SA OS/390 to map to the master include
file built for the system. When SA OS/390 is initialized, it looks for the
automation control file that maps to the SYSNAME of the system it is
running on. See Kystem Automation for QS/390 Planning and Installatiod for
more information on how SA OS/390 determines the default automation
control file.

SDF Root Name
The name used by SDF for the system name. The system name entered in
the MVS Sysname field is the default.

Exit name(s)
An installation exit or exits invoked to perform addltlonal environment
setup. Thls item is optlonal Refer to
for more information.

More About Policy ltem NOTIFY OPERATORS
The panel shown in [Eigure 63 on page 114 is displayed when you select EoliCE item

NOTIFY OPERATORS from the Policy Selection panel for Systems
hage 104).

Chapter 5. Defining Automation Policy 113



System Policy Object

4 COMMANDS  ACTIONS HELP )
AOFPINOO Operator Notification
Command ===> SCROLL===> PAGE
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SAMPLE_SYSTEM_01 Enterprise Name : YOUR_ENTERPRISE
Enter operator information and select message type(s) to be held on screen.
Action : S = Select for message class assignment Notify: Yes or No
Messages: S = Select messages to be held
A Operator Operator Notify — ---------- Messages ------------
1D Description Information
Eventual Action
Immediate Decision
System Wait
Immediate Action
_ XXA0CO5 SHIFT LEADER YES s § S S S
XXAOCO6 SENIOR OPERATOR NO -
- J

Figure 63. Operator Notification Panel

Here you can select notification operators or define new notification operators that
you want to be notified about selected message classes from applications on this
system.

Selecting a defined notification operator brings you to the panel shown in
i where you can select the message classes defined by

Eigure 64 an page 119
SA 0S/390 (see [Table 5 on page 116) or if you scroll down on this panel, you reach
the input line

Assign User message classes ==> Yes Yes or No

where you can specify Yes to have the operator notified about user-defined
message classes. In such a case, SA OS/390 displays existing message classes that
have been defined with entry type Auto Msg Classes from which you can select the
classes you want.

How to define messages for a message class and where to store them, is described

in Bystem Automation for OS/390 Customizing and Programming.
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4 N
COMMANDS ~ HELP
AOFPINO1 Operator Notification Message Classes
Command ===>
Entry Type : System PolicyDB Name : DATABASE_NAME
Entry Name : SYSTEM_AOCA Enterprise Name : YOUR_ENTERPRISE
Operator ID : XXAOCO5
Description : SHIFT LEADER
Select S the message classes that are appropriate for this operator.
More: i
A Automation agent related message classes
0 - Errors
1 - Debug
40 - ALL agent automation messages
41 - reserved
42 - reserved
43 - Information
44 - Action
89 - Satisfactory, all resources
90 - SA Infrastructure/environment
Assign User message classes ==> YES  Yes or No
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE
J

Figure 64. Operator Notification Message Classes Panel

When defining notification operators, you can customize:
* Which operators receive notification messages

* The types of message held on notification operators’ console screens:
— Immediate Action
— Immediate Decision
— Eventual Action
— Information
— System Wait

* The classes of messages sent to the operators. (See I’/Auto Msg Classes Policyl
ject” for information about defining your own message classes.)

Each SA OS/390 message can have one or more message classes associated with
it. Similarly, each notification operator can have one or more message classes
assigned. When messages are processed during automated or manual operations,
the class of each message is compared to the classes defined for each notification
operator. If a match occurs, the notification operator receives the message. All
one and two digit numeric message classes are reserved for IBM use. You may
use message classes made up of one alphabetic and one numeric character (or
one numeric and one alphabetic).
[Cable 5 on page 116 shows the message classes defined by SA 0S/390. Message

classes from 80 to 90 are relevant for monitoring the automation manager. These
message classes are discussed in more detail in Kystem Automation for QS/394
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Table 5. SA 0S5/390 Message Classes

Message Class Description Message Class
Number

General Message Classes

Errors 0
Debug 1
Automation Agent Related Message Classes

All automation agent messages 40
Information 43
Action 44
Status 45
User intervention 46
Critical threshold setting exceeded 50
Frequent threshold setting exceeded 51
Infrequent threshold exceeded 52
Assist mode alert 55
IMS Automation Messages 60
Automation Manager Related Message Classes

All automation manager messages 80
Intervention required 81
Automation denied 82
Automation Impacted 83
Awaiting Automation 84
In Automation 85
Degraded - Target resources 86
Degraded - All resources 87
Satisfactory - Target resources 88
Satisfactory - All resources 89
SA 0S/390 Infrastructure/Environment 90

For example, any operator defined with a notification operator class of all

SA 0OS/390 messages (class number 40 and 80) receives all SA OS/390
messages. Operators responsible for system operations should receive all

SA 0OS/390 messages or a subset of those messages. As another example, you
may want to have your lead operator receive all debug messages.

SA 0OS/390 uses the general and console automation message classes only. The
SA 0OS/390 customization dialog supports the message classes used by
SA OS/390 only.

SA OS/390 uses notification messages to update status display facility (SDF) status
displays.
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More About Policy tem PROCESSOR OPERATIONS

This section explains the series of panels that are displayed by SA OS/390 if you
select policy item PROCESSOR OPERATIONS from the Policy Selection panel for
Systems.

The first panel displayed is the one shown in w Use it to modify one or all
of the components of the selected target system.
The panel contains the following fields:

ISQDPT11 Processor Operations Target Definition )
Command ===>
Target hardware: P9021ESA Target: SAMPLE_SYSTEM 01
Select one target system definition component or ALL.

1 ALL Define all components

2 BASICS Basic characteristics

3 IPL IPL information

4 CONNECT Connections

5 TIME Time zones

6 OPLIST Interested operator Tists

7 CP CP states (Display only)

8 CHPID Channel path ID states (Display only)
The target is a non-( system. You only can display (not change) CP and
CHPID states of the associated target hardware )

Figure 65. Processor Operations Target Definition Panel for Screen-Oriented Processors

Target hardware
Gives the name of the target hardware (processor) definition associated
with the target system. This field cannot be modified from this panel.

Target Gives the name of the target system.

Use one of the following options:

1 Display the panels associated with menu options 2 through 8.
2 Display the Target System Basic Characteristics panel, beginning with
3 Display the Target System IPL Information panels, beginning with

4 Display the Target System Connections panel, Figure 74 on page 124,

5 Display the Processor Operations Target System Time Zone panel,

6 Dis:p_;laé the Processor Operations Interested Operator List panel, w

7 Display the Processor Operations CP States panels, beginning with

8 Display the CHPID Assignments panel, Figure 136 on page 217,

The follow-on panels depend on the type of target hardware that you have
specified in the PROCESSOR policy item for the system. Some examples are
presented in the following sections.
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Target System Basic Characteristics for a Screen-Oriented
Processor

For target systems with 9021, 9121, 3090, and 308x processors, use the panel shown
in @ﬁ]\mu reach this panel selecting option 2 from the Processor Operations
Target Definition panel.

The panel contains the following fields:

4 N\
ISQDPT5A Target System Basic Characteristics
Command ===

Target hardware: TEST2 Target: MVSTARG

Enter information for the target system.

Initialized target system => NO_ YES, NO
I0CDS name => I0CDS2__ IO configuration data set

- J

Figure 66. Target System Basic Characteristics Panel for 9021, 9121, 3090, and 308x
Processors

Target hardware
Indicates the name of the target hardware definition associated with the
target system.

Target Indicates the name of the target system.

Initialized target system
Enter YES or Y to indicate that the target system is automatically initialized
when SA OS5/390 processor operations starts. Otherwise, type NO or N.

Note: If you choose to initialize the target system automatically, be aware
that when you start SA OS/390, the ISQSTART command may
complete before the target system is initialized.

IOCDS name
Enter the name of the I/O configuration data set (IOCDS) that must be
active for the target system. The name you choose must not contain blanks.
The customization dialog does not verify your entry.

Note:

The IOCDS name can be changed without generating and loading a
new processor operations control file. You can do this by issuing the
host ISQXOPT command before you IPL the target system. However,
these changes are not saved if the processor operations function is
stopped or restarted.

Target System Basic Characteristics for OCF-Based Processors
in LPAR Mode

For target systems with OCF-based processors in ( mode, use the panel shown in

Eigure 67 on page 119 to describe the target system for processor operations.
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4 N

ISQDPT5B Target System Basic Characteristics
Command ===>

Target hardware: CPC2 Target: LPAR

Enter information for the target system.

Initialized target system > NO_ YES, NO
Reset Profile Name > TWOLPAR_ Activate Reset Profile
Image Profile Name > P2 Activate Image Profile

\

Activate Load Profile

Load Profile Name =

Secondary OCF Name > P2 Secondary OCF Name
LPAR name P2
Target mode => ESA 370, ESA or CF
o %

Figure 67. Target System Basic Characteristics Panel for OCF-Based Processors in ( Mode

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition associated with the
target system.

Target Gives the name of the target system.

Initialized target system
Enter YES or Y to indicate that the target system is automatically initialized
when SA OS/390 processor operations starts. Otherwise, type NO or N.

Note: If you choose to initialize the target system automatically, be aware
that when you start SA OS/390, the ISQSTART command may
complete before the target system is initialized.

Reset Profile Name
Enter the Reset profile name defined at the support element. The name you
choose must agree with the Reset profile defined at the support element.
Leave this field blank to take the default defined at the support element.

Note: This profile name can contain only the characters A to Z and 0 to 9.

Image Profile Name
Enter the Image profile name defined at the support element. The name
you choose must agree with the Image profile defined at the support
element. Leave this field blank to take the default defined at the support
element.

Note: This profile name should contain only the characters A to Z and 0 to
9. The special characters, $, #, and @, although allowed, are not
recommended.

Load Profile Name
Enter the Load profile name defined at the support element. The name you
choose must agree with the Load profile defined at the support element.
Leave this field blank to take the default defined at the support element.

Note: This profile name can contain only the characters A to Z and 0 to 9.
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Secondary OCF Name
Enter the Secondary operations command facility (OCF) name defined at
the support element. This name must be the same as the ( name and the
Image profile name.

Note: This profile name should contain only the characters A to Z and 0 to
9. The special characters, $, #, and @, although allowed, are not
recommended.

LPAR Name
Enter the name of the logical partition for this target system as defined in
the specified IOCDS. Names can contain from 1 to 8 alphameric characters,
starting with an alphabetic character, #, $, or @.

Target Mode
370, ESA, or CF

Target System Basic Characteristics for OCF-Based Processors
in Basic Mode

For target systems running on a zSeries or 390-CMOS processor operating in basic
mode, use the panel shown in w to describe the target system for processor
operations.

4 N

ISQDPT5C Target System Basic Characteristics
Command ===>

Target hardware: CPCl Target: BASICM

Enter information for the target system.

Initialized target system => NO_ YES, NO
Reset Profile Name => 390RESET Activate Reset Profile
Load Profile Name => LOADMVS_ Activate Load Profile
Ao J

Figure 68. Target System Basic Characteristics Panel for an OCF-Based Processor in Basic
Mode

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition associated with the
target system.

Target Indicates the name of the target system.

Initialized target system
Enter YES or Y to indicate that the target system is automatically initialized
when SA OS/390 processor operations starts. Otherwise, type NO or N.

Note: If you choose to initialize the target system automatically, be aware
that when you start SA OS/390, the ISQSTART command may
complete before the target system is initialized.

Reset Profile Name
Enter the Reset profile name defined at the support element. The name you
choose must agree with the Reset profile defined at the support element.
Leave this field blank to take the default defined at the support element.
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Note: This profile name can contain only the characters A to Z and 0 to 9.

Load Profile Name
Enter the Load profile name defined at the support element. The name you
choose must agree with the Load profile defined at the support element.
Leave this field blank to take the default defined at the support element.

Note: This profile name can contain only the characters A to Z and 0 to 9.

Target System Basic Characteristics for 9674
For target systems on 9674 processors, use the panel shown in w to describe
the target system for processor operations.

7 N\
ISQDPT5D Target System Basic Characteristics
Command ===>
Target hardware: CPC2 Target: CFLPAR

Enter information for the target system.

Initialized target system => NO_ YES, NO
Reset Profile Name => CFLPAR Activate Reset Profile
Image Profile Name => P3 Activate Image Profile
Load Profile Name => Activate Load Profile
Secondary OCF Name => P3 Secondary OCF Name
LPAR name => P3
Target mode => CF
N\ %

Figure 69. Target System Basic Characteristics Panel for 9674

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition associated with the
target system.

Target Gives the name of the target system.

Initialized target system
Enter YES or Y to indicate that the target system is automatically initialized
when SA OS/390 processor operations starts. Otherwise, type NO or N.

Reset Profile Name
Enter the Reset profile name defined at the support element. The name you
choose must agree with the Reset profile defined at the support element.
Leave this field blank to take the default defined at the support element.

Note: This profile name can contain only the characters A to Z and 0 to 9.

Image Profile Name
Enter the Image profile name defined at the support element. The name
you choose must agree with the Image profile defined at the support
element. Leave this field blank to take the default defined at the support
element.

Note: This profile name should contain only the characters A to Z and 0 to

9. The special characters, $, #, and @, although allowed, are not
recommended.
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Load Profile Name
Enter the Load profile name defined at the support element. The name you
choose must agree with the Load profile defined at the support element.
Leave this field blank to take the default defined at the support element.

Note: This profile name can contain only the characters A to Z and 0 to 9.

Secondary OCF Name
Enter the Secondary operations command facility (OCF) name defined at
the support element. This name must agree with the ( name and the Image
profile name.

Note: This profile name should contain only the characters A to Z and 0 to
9. The special characters, $, #, and @, although allowed, are not
recommended.

LPAR Name
Enter the name of the logical partition for this target system as defined in
the specified IOCDS. Names can contain from 1 to 8 alphameric characters,
starting with an alphabetic character.

Target Mode
Indicates a target mode of CF. This field cannot be modified.

Target System Basic Characteristics for 4381 Processor
For target systems with 4381 processors, use the panel shown in

4 N

ISQDPTO5 Target System Basic Characteristics
Command ===>

Target hardware: CHITARG1 Target: GOLD

Enter information for the target system.

Initialized target system => YES YES or NO
- J

Figure 70. Target System Basic Characteristics Panel for 4381

The panel contains the following fields:

Initialized target system
Enter YES or Y to indicate that the target system is automatically initialized
when SA OS5/390 processor operations starts. Otherwise, type NO or N.

Note: If you choose to initialize the target system automatically, be aware
that when you start SA OS/390, the ISQSTART command may
complete before the target system is initialized.

Defining Screen-Oriented Target System IPL Information
Use the following panels to define target system IPL information.
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/ N\
ISQDPTO6 Target System IPL Information
Command ===>
Target hardware: CHITARGL Target: GOLD information for the target system.
IPL address => 01A4 Hex
IPL parameter => 111
Target CP for IPL => 2 0-9
Automatic IPL =Y YES, NO, or Blank
- J

Figure 71. Target System IPL Information Panel for Screen-Oriented Processors

This panel displays the target system and target hardware associated with the
target system. The panel is not required and is bypassed for coupling facility target
systems.

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition associated with the
target system.

Target Indicates the name of the target system.

IPL address
Enter the 4-digit direct access storage device (DASD) unit address from
which the system is loaded, in hexadecimal.

IPL parameter
Enter the 1- to 8-digit load parameters used in the processor LOAD
command, in hexadecimal.

Note: Similar information for OCF-based processors is specified in the
appropriate profile definitions.

Target CP for IPL
Enter the number (0 to 9) of the CP to be used in the initial program load
(IPL) process to activate the target system. The CP value is
model-dependent.

Automatic IPL (logically partitioned systems only)
If the target system IPL procedure should be performed automatically
during logical partition activation, enter YES or Y. Otherwise, enter NO or N.
For target systems that do not run on logical partitions, leave this field
blank.

Note: The IPL address, IPL parameters, Target CP, and Automatic IPL fields can be
changed without generating and loading a new SA OS/390 processor
operations control file. You can do this by issuing the host ISQXOPT
command before you IPL the target system. However, these changes are not
saved if processor operations or SA OS/390 is stopped or restarted.

MVS and 0S/390 Target System IPL Information
To define responses used during the MVS or OS/390 target IPL process, use the

panel shown in [Figure 72 on page 124. During the start process, the target system
requests information from the operator. By providing the responses at this panel,

the operator enables SA OS/390 to respond to these messages. Target systems
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using TPF, VSE, LINUX, or CF do not request information from the operator
during startup.
The panel contains the following fields:

~
/,ISQDPTGA MVS Target System IPL Information

Command ===>

Target hardware: P9021ESA Target: SYSTEM1
Enter responses to the following messages for the target system.

IEAL1O1A specify system parameters
=> CLPA,SYSP=AS

TEA347A specify master catalog parameter
=>

TEA213A or IEA214A DUPLICATE VOLUME
=> AAA 999 1110 EAB A9A 9A9 BBBO CCC DDD EEEO FFF  AFF

Figure 72. MVS Target System IPL Information Panel

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

IEA101A specify system parameters
Enter the desired response to the IEA101A message. All IEA101A message
responses begin with the characters R 0,. You do not have to begin your
response with these characters; SA OS/390 automation provides them.
Quotation marks are not necessary. The customization dialog does not
verify your entry.

IEA347A specify master catalog parameter
Enter the desired response to the IEA347A message. The customization
dialog does not verify your entry.

IEA212A or IEA213A/IEA214A duplicate volume
Specify the device addresses to be kept online if duplicate DASD volumes
exist on an OS/390 system at IPL time. You have 24 entries to specify real
or generic DASD device addresses. Example for a generic device address:
012*; this indicates that all addresses from 0120 to 012F are to remain
online.

This entry works in conjunction with the automatic response selection.

Provide default response when neither device is specified. Specify YES or
NO to indicate if a default response is required if neither or both of the
devices in the IEA213A /IEA214A message match those identified as being
required devices. For IEA214A messages, the current IPL (SYSRES) devices
is considered as being implicitly defined. If YES is selected, an automated
response will always be provided. For a SYSRES device, the device shown
in the message is dismounted. Otherwise the following applies:

¢ If neither device is in the reply list, the first device is demounted.
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* If only one device is in the reply list, the remaining device is
demounted.

* If both devices are in the reply list, the first device in the list as scanned
from left to right remains mounted and the other device is demounted.

* If both devices are in the reply list due to the same generic device mask
in the list as scanned from left to right, the second device is demounted.

A selection of NO will result in a response allowing the IPL to continue
only if one and only one device is identified as being required. Otherwise,
message 1SQ1203 will be issued and the IPL process will be suspended. In
such a case, the operator needs to react to system message 15Q1203.

A selection of NO and a generic device address of *** will always stop the
IPL process if a duplicate volume is detected.

Notes:

1. For valid responses, see L/QS MVS System Messages, Vol 3 (A SR-BRPX].

2. Responses to IEA101A, IEA347A, IEA212A, and IEA213A can be changed
without generating and loading a new SA OS/390 processor control file by the

use of the host ISQXOPT command before IPLing the target system. However,
these changes are not saved if SA OS/390 processor is stopped or restarted.

3. You receive either message IEA212A or IEA213A depending on the level of
your MVS system.

4. All message responses begin with the characters R 0. You do not have to begin
your response with these characters; SA OS/390 automation provides them.
Quotation marks are also not necessary.

VM Target System IPL Information
To define the response to the VM IPL START message, use the panel shown in

. During the start process, the target system requests information from the
operator. By providing the responses at this panel, the operator enables SA OS/390
to respond to these messages.

4 N

ISQDPT6B VM Target System IPL Information
Command ===>

Target hardware: CHITARGL Target: G er message for the target system.

VM IPL START message response

=>

- /

Figure 73. VM Target System IPL Information Panel

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

VM IPL START message response
Enter the desired response to the VM IPL START message. The
customization dialog does not verify your entry.
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Note: The VM IPL START message response field can be changed without
generating and loading a new processor operations control file. You can do
this by issuing the host ISQXOPT command before you IPL the target
system. However, these changes are not saved if processor operations or
SA 05/390 is stopped or restarted.

Target System Connections
To assign a particular PC and connection card as the active and backuE oEerator

console (OC) for the current target system, use the panel shown in It
you have an OCF-based processor, use of this panel is optional.

The panel contains the following fields:

4 N

ISQDPTO8 Target System Connections
Command ===> SCROLL ====> PAGE

Target hardware: CHITARGL Target: GOLD

Assign operator consoles using the Action column.
Actions: A = For active operator console B = For backup operator console

Action PS/2 name Card type Card number Port letter

A CALVIN 3270 2 B
B WOODROW 3270 2 B
_ STEVE 3270 1 A
_ TEDDY 3270 1 A
_ COMPLEX5 3270 1 A
_ CHICAGO2 3270 1 A
_ CHICAGO3 3270 1 A
_ CHICAGO4 3270 1 A
= J

Figure 74. Target System Connections Panel

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

Action
Presents the action you can select. Enter one of the following:

A Designates this card as the PC port for the active operator console.
Required for systems that use a PS/2 connection for their operator
console. Select only one.

B Designates this card as the port for the backup operator console.
Optional. Select only one.

The remaining fields display the defined operator console connections of the target
hardware definition associated with this target system.

PC Name
Gives the name of the PC.

Card type
Gives the card type.

Card number
Gives the connection card number.

Port letter
Gives the port letter of the connection card.
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Target System Time Zones

To describe the target time zone in relation to the focal point system, use the panel
shown in w

The panel contains the following fields:

4 N

ISQDPTO9 Processor Operations Target System Time Zones
Command ===>

Target hardware: CHITARGL Target:
Enter information as required.
Transmitted time signal in use => NO YES or NO

If transmitted time signal is not in use, fill in one field.

Target time same as host => YES or blank

Target time earlier = 1] 1 to 23, or blank

Target time later => 1 to 23, or blank

o J

Figure 75. Processor Operations Target System Time Zone Panel

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

Transmitted time signal in use
If you have a WWYV radio receiver installed for this target system, type
YES or Y in this field and leave the remaining fields on this panel blank. If
not, type NO or N and complete the next field.

Target time same as host
If the target system is in the same time zone as the focal-point system, type
YES or Y. If not, leave this field blank.

If the WWYV radio receiver provides the time signal, leave this field blank.

Target time earlier
Enter the number of hours that the target system is earlier than the focal
point system. (A target system in Los Angeles is three hours earlier than a
focal-point system in New York.)

If the WWYV radio receiver provides the time signal, leave this field blank.

Target time later
Enter the number of hours that the target system is later than the focal
point system. (A target system in New York is three hours later than a
focal point system in Los Angeles.)

If the WWYV radio receiver provides the time signal, leave this field blank.

Note to OS/390 Users: SA OS/390 supports local time only in reply to a
time-of-day (TOD) request.

Interested Operator Lists
To designate up to ten operators to receive messages from the target system active
consoles, use the panel shown in
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- N
ISQDPT12 Processor Operations Interested Operator Lists
Command ===>
Target hardware: CHITARGL Target: GOLD
Enter operators who are to receive messages from console.
System Console
Operator 1 => STEVENP_ Operator 2 => CHARLIE_
Operator 3 => JOHN Operator 4 => SOPHIA__
Operator 5 => Operator 6 =>
Operator 7 => Operator 8 =>
Operator 9 => Operator 10 =>
Operator Console
Operator 1 => ALAN Operator 2 => ALICE_
Operator 3 => LLOYD__ Operator 4 => Z0OT
Operator 5 => Operator 6 =>
Operator 7 => Operator 8 =>
Operator 9 => Operator 10 =>
o J

Figure 76. Processor Operations Interested Operator List Panel

Note: For OCF-based systems using console integration, the system messages on
the system path go to the system list.

This panel contains the following fields:

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

System Console
Enter the user IDs of the operators you want to receive system console
messages. The operators listed receive messages only from the system
console. You can enter any valid NetView user ID. This field is optional.

Operator Console
Enter the user IDs of the operators you want to receive operator console
messages. You can enter any valid NetView user ID. This field is optional.

Notes:

1. For OCF-based systems using only console integration, the operating system
messages go to the system console interested operator list.

2. For screen-oriented systems, operators must be on both the system console list
and the operator console list to receive system console and operator console
messages.

3. Operators not on these lists do not see messages from these consoles unless
their user IDs are added using the ISQXMON command when SA OS/390 is
running.

CP States for 9021, 9121, and 3090 Processors

For target systems on target hardware with logically partitioned processors, use the
panel shown in [Eigure 77 on page 129 to change the states of the central processors
and the vector processors and to allocate the storage size of the current target
system.
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For non-LPAR target systems, CP states can be displayed but not modified.

4 N
ISQDPTO7 Processor Operations CP States

Command ===>

Target hardware: CHITARGL Target: G

Enter information for the target system.

Central storage size => 36__ Megabytes

Expanded storage size => 112_ Megabytes

CP Online Vector Processor

(ON or OFF) (YES or NO)

0 => ON_ YES

1 = ON_ YES

2 => ON_ NO_

3 = ON_ NO_

4 => ON_ YES

5 => ON_ NO_

6 => ON_ NO_

7 => ON_ NO_

8 => ON_ NO_

9 => ON_ NO
o J

Figure 77. Processor Operations CP States Panel for 9021, 9121, and 3090 Processors

The panel contains the following fields:

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

Central storage size
Specify the amount of primary storage (in megabytes) assigned to this
logical partition. This field can contain up to four digits.

Expanded storage size
Specify the amount of expanded storage (in megabytes) assigned to this
logical partition. This field can contain up to four digits.

CP Gives the target hardware central processor number.

Online
Enter ON next to the CPs required to activate the system. Enter OFF next to
the CPs not required.

Vector processor
Enter YES or Y next to the number of the vector processors required to
activate the system. Enter NO or N if the vector processor is not installed.

Note: The “Central Storage size,” “Expanded Storage size,” can be changed
without generating and loading a new processor operations control file. You
can do this by issuing the host ISOQXOPT command after you IPL the target
system. However, these changes are not saved if processor operations is
stopped or restarted.

The following panel is displayed when the END key is pressed on panel
ISQDPTO07.
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Use the panel shown in Eigure 78 to define logical partitions for the current target
system defined for the target hardware definition, which is in ( mode.

4 N

ISQDPT7A CP LPAR States
Command ===>

Target hardware: CHITARGL Target: GO

Enter information for the target system.

Favored LPAR => YES YES or NO

LPAR name => YEAREND

Initial LPAR state => ACTIVE ACTIVE or INACTIVE
LPAR processing weight => 100

LPAR capping => YES YES or NO

Target mode => ESA

Figure 78. CP LPAR States Panel

The panel contains the following fields:

Target hardware
Gives the name of the target hardware definition associated with the target
system.

Target Gives the name of the target system.

Favored LPAR
If this target system is a favored logical partition, type YES or Y. Otherwise
type NO or N.

If there is competition for available system hardware resources, a favored
logical partition has priority. More than one logical partition can be
favored.

LPAR name
Enter the name of the logical partition for this target system as defined in
the specified IOCDS. Names can contain from 1 to 8 alphameric characters,
starting with an alphabetic character, #, $, or @.

Initial LPAR state
If this logical partition should automatically be activated at the startup of
the target hardware, type ACTIVE. If not, type INACTIVE.

LPAR processing weight
Enter the LPAR processing weight.

Processing weight determines the amount of processor resources provided
to this particular logical partition. Valid values are 1 through 999, or D for a
dedicated LPAR. The default is a blank.

LPAR capping
To use LPAR capping, type YES or Y. Otherwise type NO or N.

By typing YES in this field, you restrict this target system to using only the
share of processor resources determined by the LPAR processor weight
value. By typing NO, you enable this target system to use more than its
share of resources, when those resources are available.

Target mode
Enter the target mode (ESA, 370, or CF).
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Note: The Favored LPAR, LPAR processing weight, and LPAR capping fields can be
changed without generating and loading a new processor operations control
file. You can do this by issuing the host ISQXOPT command before you IPL
the target system. However, these changes are not saved if processor
operations or SA OS/390 is stopped or restarted.

CP States for a 308x Processor
For target systems with 308x processors, use the panel shown in w to
display the states of the central processors.

/ N\

I1SQDPS7B Processor Operations CP States
Command ===>

Target Hardware: CHITARG1

Enter information for the target hardware.

Central storage size => 24 Megabytes
CP Online
(ON or OFF)

0 => OFF

1 => OFF

2 => ON_

3 => ON_

o J

Figure 79. Processor Operations CP States Panel for a 308x Processor

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition.

Central storage size
Indicates the amount of primary storage (in megabytes) associated with the
target hardware.

CP Indicates the target hardware CP number.

Online
Enter ON next to the CPs that are available on the target hardware. Enter
OFF next to the CPs that are not available.

CP States for a 4381 Processor

For target systems with 4381 processors, use the panel shown in w

to display the states of the central processors and the storage size for a
target hardware definition.
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4 N

I1SQDPS7C Processor Operations CP States
Command ===>

Target Hardware: CHITARG1

Enter information for the target hardware.

Central storage size => 102_ Megabytes
Expanded storage size => 134_ Megabytes
CP Online
(ON or OFF)
0 => ON_
1 => OFF
- J

Figure 80. Processor Operations CP States Panel for a 4381 Processor

The panel contains the following fields:

Target hardware
Indicates the name of the target hardware definition.

Central storage size
Indicates the amount of primary storage (in megabytes) associated with the
target hardware.

Expanded storage size
Indicates the amount of expanded storage (in megabytes) associated with
the target hardware.

CP Indicates the target hardware CP number.

Online
Enter ON next to the CPs that are available on the target hardware. Enter
OFF next to the CPs that are not available.

CHPID Assignments
To specify mandatory and optional channel path identifiers (CHPIDs) for a
logically partitioned target system, see Figure 136 on page 217. For non-LPAR target

systems CHPIDs can only be displayed on Eigure 136 an page 217.
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An application group is a set of applications to which you assign a name. There
are two types of ApplicationGroups:

1. System Application Groups - application groups that are associated with
particular systems.

2. Sysplex Application Groups - application groups that are associated with
sysplexes.

A Sysplex Application Group is a special type of application group that is
associated with one sysplex. Sysplex Application Groups are used to monitor and
automate applications and application groups that can run on multiple systems in
a sysplex. Using Sysplex Application Groups means you do not need to connect
the application group to each system of the sysplex. Instead, all applications of this
Sysplex Application Group are known on all systems of the sysplex. You can then
monitor the group at the sysplex level, rather than at system level.
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In contrast to System Application Groups which may be associated with any
number of groups, Sysplex Application Groups may be associated with only one
sysplex group. See I‘Palicy Items for Sysplex Groups” on page 94 for more
information on sysplex groups.

You define an application group as either SYSTEM or SYSPLEX when you create it
using the Define New Entry panel. A Sysplex Application Group can be associated
with only one sysplex group.

The SA OS/390 customization dialog allow concurrent user access capability for
entry type ApplicationGroup. See also L i izati
i 7 for further information.

Creating a New ApplicationGroup
How to create new policy objects in general, is described in [How to Create Newl

w shows the panel that is displayed when you create a new application
group with the New command from the Entry Name Selection panel for
application groups.

4 COMMANDS ~ HELP h
AOFGANOO Define New Entry
Command ===>
To define a new entry, specify the following information:
Type .« « ¢ v v ¢ v o .. AppTlicationGroup
Name . . . . . .. ... CICS_APG
Application Group Type . SYSPLEX SYSTEM  SYSPLEX
Nature . . . . . . . .. BASIC BASIC MOVE SERVER
Default Preference . . . *DEF 0 to 1000, *DEF
Automation Name . . . . Name
Automatically link Application-Resources
into APG . . . . . .. YES YES NO
Behaviour. . . . . . .. ACTIVE ACTIVE PASSIVE
Short Description
Extended Description . .
- J

Figure 81. Define New Entry Panel for a Sysplex Application Group

The unique fields are:

Name is the name of the application group. It must be unique within the policy
database. Valid names may contain up to twenty alphanumeric characters.
The name cannot be changed after the application group is created.

Application Group Type
The type of application group you are creating; either SYSPLEX or
SYSTEM. This value cannot be changed after the application group is
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created. SYSPLEX is the default. This attribute determines the boundaries
from where you can select the members for the Application Group:

SYSPLEX
This type lets you select applications and resources that may reside
on multiple systems within the specified sysplex group (see
below).

SYSTEM
This type lets you select applications and resources that reside on
single systems.

Nature
In this field you can define the availability behaviour of application groups
and applications. You can specify one of the following attributes:

BASIC
The group is available when all of its resource members are
available.

MOVE
The group is available when one of its resource members is
available.

All members should be instances of the same application.

To avoid the following conflict, you should not define an
application to be a member in two MOVE groups: Assume that
resource RES1 is a member in two MOVE groups. One of the
MOVE groups starts a member which is not shared by the other
MOVE group. This implies that RES1 should be down for this
MOVE group, because only one member should be available. The
second MOVE group now starts the shared member RES1. This
causes the first MOVE group to run with two applications. If you
want to assure that only one group member of a MOVE group is
available, you need to insert the relationship
MAKEAVAILABLE/WhenObservedDown (passive) between all
group members and the group resource.

SERVER
This is like a move group. Additionally, you need to define an
availability target which determines how many of its members
should be available to define the server group as being available.

All members should be instances of the same application.

Depending on your selection for the Nature field, your Erocess of entering
resources into a group will be different, as described in

z . Refer to this chapter for examples on how to
use the different natures appropriately.

Default Preference
This entry field specifies what preference should be used for application
resources when automatically linking applications into ApplicationGroups
(note that the Automatically link Application-Resources into APG entry
field below must be set to YES for automatic linking; also note that
preference values are only used for SERVER and MOVE
ApplicationGroups). *DEF preference corresponds to default preference
700. This is the default for this field. For information about preference

values and their meanings refer to 'Mare Abaut Palicy Item RESOURCES']

on page 139
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bn page 139 and to page 2 Or, if you want to read how an operator can
override preference values, refer to ISystem Automation for 0S/390 lser'd

Guidd

Automation Name
If you want to automate and monitor the current application group, then
you need to specify an automation name in this field.

At the time the application group is created, it is not yet known as to
which systems you want to link it. So you need to use its WHERE USED
policy item to connect it to the systems you want. Let us suppose, you
created a System Application Group called SYST_APG and linked it to
systems SYSTEM1 (with the same MVS SYSNAME) and SYSTEM2 (with
the same MVS SYSNAME). After pressing the END key, SA OS/390
generates the following resources:

SYST_APG/APG/SYSTEMI
SYST_APG/APG/SYSTEM2

Automatically link Application-Resources into APG
This entry field specifies whether applications that will later be linked to
the current ApplicationGroup should automatically be linked as resources,
too. This field defaults to YES. This field should be changed to NO if no
more resources should automatically be added in case additional systems
become linked to the ApplicationGroup (for System Application Groups) or
to associated Sysplex-Group (for Sysplex Application Groups).

Behaviour
With this field you can define whether requests to the application group
should be propagated to the group members or not. With this option you
can avoid having a resource unintentionally stopped if it is required for
some other process outside the group.

ACTIVE
propagates requests to all members of the application group
according to the application group’s nature, for example, a start
request to a BASIC group is propagated to all members, as a
BASIC group is considered to be available when all members are
available. A start request to a MOVE group is forwarded to the
member with the highest preference, as a MOVE group is
considered to be available when exactly one member is available.

ACTIVE is the default.

PASSIVE
does not propagate the requests to the group members. This
enables monitoring and disables the automation of the application

group.

Policy Iltems for ApplicationGroups
As described in ECreating a New ApplicationGroup” on page 133, there are two

types of application groups:

* System Application Groups
* Sysplex Application Groups

Eigure 82 on page 134 shows the policy items that are displayed when a System
Application Group is selected from the Entry Name Selection panel.
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4 ACTIONS HELP h
AOFGEPOL Policy Selection
Command ===> SCROLL===> HALF
Entry Type : ApplicationGroup PolicyDB Name : DATABASE_NAME
Entry Name : APPL_GROUP_NAME Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
APPLGROUP INFO Display ApplicationGroup information
APPLICATIONS Select Applications for ApplicationGroup
TRIGGER Select Trigger
SERVICE PERIOD Select Service Period
RELATIONSHIPS Define Relationships
————————————————————————— RESOURCES-==== === == mm e e
RESOURCES Select Resources and set preferences
GENERATED RESOURCES List Resources generated for this entry
MEMBER OF List Resources where this entry is a member
WHERE USED List Systems linked to this entry
COPY Copy data from existing entry
- J

Figure 82. Policy Selection Panel for System Application Groups

The unique policy items for application groups are:

APPLGROUP INFO
This policy item displays information about the Application Group, as
specified when creating the application group. The upcoming panel is very
similar to the one used for creating the application group. You may update
indicated values in this panel. See 'Mare Ahout Paolicy Item APPIGROIIH

INFQ” an page 137 for more information.

APPLICATIONS
When you select this policy item, a list of all applications in the
SA 0S/390 enterprise is displayed, indicating which, if any, are associated
with this application group. You can add applications to the application
group or remove applications from the application group. If the current
application group has a resource name, then the appropriate APL-resources
are generated. According to the application group’s settings, the
application resources (APL-resources) are linked as members into the

application group resource (APG-resource). See [!Mare About Policy Itermd

APPILICATIONS” on page 138 for more information on this policy item.

TRIGGER
Each application group may be linked to one trigger. With this policy item,
in the upcoming panel Trigger for ApplicationGroup, you can link the
application group to a trigger so that all of its applications will be started
or stopped depending on the defined trigger conditions.

SERVICE PERIOD
With this policy item, in the upcoming panel Service Period for
ApplicationGroup, you can link one service period to the application group
so that its resources are automatically started up or shut down in the time
frame specified with the service period.

RESOURCES
If you have defined the current application group to become a resource (by
specifying an Automation Name during generation), then, if you select this
policy item, SA OS/390 proceeds as follows depending on the type of the
current application group:
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* for type SYSTEM, SA OS/390 displays panel Select APG-Resource for
Grouping showing a list of all application group resources that have
been generated for the current application group. Here you can select an
APG-resource, for which you want to modify resource members. You
will see panel Select Resources with the resources that are defined for
the selected APG-resource. From this panel, you can add or remove
resources into your application group.

* for type SYSPLEX, SA OS/390 directly displays panel Select Resources
with a list of selectable resources defined for the specified sysplex. From
this panel, you can add or remove resources into your application group.

The panels displayed look different dependmg on the nature of the current
apphcatlon group. Refer to L

and L

RF_C-DUR.CE_Qn_pa.ge_BQ for information on how to work with these

different panels.

GENERATED RESOURCES
This policy item displays a list of all resources that have been generated
for the current application group and for the applications that are linked to
this application group. See L

”

for a description of the Generated Resources
panel.

MEMBER OF
As resources derived from application groups can be members of other
APG-resources, this policy item lets you see those resources of which the
current application group resource is a member. Refer to panel Member of

w for more details.

RELATIONSHIPS
This policy item has the same functionality for entry types Application and
ApplicationGroup. For each application or application group you may
specify several relationships. They will be used to automate the startup or
stopping of those applications and application groups. If you select this
policy item, in the upcoming Relationship Selection List panel, you can
view existing relationships or define new relationships for the current
application or application group.

You define relationships between dependent resources and supporting
resources. In the customization dialog you define relationships always from
the point of view of the dependent resource. So the resource that you have
currently selected, will become the dependent resource, when you define a
new relationship.

Refer to More About Policy Item RELATIONSHIPS” on page 157 for more

information on seeing existing or defining new dependency relationships.

More About Policy ltem APPLGROUP INFO
A panel like [Figure 83 on page 134 will be displayed if you select policy item
APPLGROUP INFO from the Policy Selection Panel for Application Groups.
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4 COMMANDS  HELP )
AOFGAPAO Application Group Information
Command ===>
Entry Type : ApplicationGroup PolicyDB Name : DATABASE_NAME
Entry Name : CICS_APG Enterprise Name : YOUR_ENTERPRISE
The following field was specified when the Application Group was
defined and cannot be modified:
Application Group Type : SYSTEM
Update the following information:
Nature . . . . . . . .. BASIC BASIC MOVE SERVER
Default Preference . . . *DEF 0 to 1000, *DEF
Automation Name . . . . CICS_APG Name
Behaviour. . . . . . . . ACTIVE ACTIVE PASSIVE
Automatically link Application-Resources
into APG . . . . . .. YES YES NO
Ao %
Figure 83. Application Group Information Panel
The fields contained in this panel are explained in [!Creating a New
icati ” . You can update the values shown in the lower
part of this panel.
More About Policy ltem APPLICATIONS
If you select an application group’s policy item APPLICATIONS, you reach the
Applications for ApplicationGroup panel. shows an example.
4 COMMANDS  ACTIONS VIEW HELP h
AOFGXCAE Applications for ApplicationGroup
Command ===> SCROLL===> PAGE
Entry Type : ApplicationGroup PolicyDB Name : SCENARIO
Entry Name : NET Enterprise Name : SCENARIO
Action Status Application
SELECTED CICSAOR1
CICSAOR2
CICSAOR3
CICSFOR
CICSMAIN
CICSTOR
DB2IRLM
DB2MAIN
DWH
SELECTED TCPIP
SELECTED VTAM
WBSRV
Ao %

Figure 84. Applications for ApplicationGroup Panel for System Application Groups

Here you can add or remove applications from an application group. If you add an
application to an application group which is already linked to a system, then
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SA 0S/390 will generate a resource for this application. If you set the option
Automatically link Application-Resources to YES when creating the application
group, SA OS/390 will also add the new resource into this application group.
Otherwise, you just have an "independent” application resource that you can start
or stop or automate as reuired.

More About Policy ltem RESOURCES

If you want to add resource members into an application group of nature MOVE
or SERVER, you can attach preference values to these resources (see column
Preference in the following screen).

4 COMMANDS ACTIONS HELP
AOFGARS2 Select Resources
Command ===> SCROLL===> PAGE

Entry Type : ApplicationGroup PolicyDB Name  : DATABASE_NAME
Entry Name : DWHAPG Enterprise Name : YOUR_ENTERPRISE

Number of selected Resources . . : 0
Behaviour. . . . . . . . . . . . ¢ ACTIVE

Update the following information:
Availability Target. . . . . . . 1 1 (for Move-APGs)

Show valid APG-Resources . . . . YES YES NO
Show selected Resources only . . NO YES NO
Show only Resources with String.

Action Preference Resource Name

CICS/APG
CICSAOR/APG
DB2/APG/SYSTEM2

_ DB2/APG/SYSTEM3

700_ DWHAPG2/APG

500_ DWHAPG3/APG
NET/APG

- - J

See the following list for available preference values. Preferences other than those
listed are also accepted if you wish to define your own preferences. You can find
more information on the meaning of preferences in 1

User’s Guidd,

1000  The resource is always started, other resources from the same group with
preference 700 are stopped in favour of this member. Use this value if this
APL- or APG-Resource must run.

900 The resource is selected for startup after an IPL and after recovery
situations. Members with preference 500 will be stopped in favour of this
group.

700 The resource is selected for startup after an IPL and after recovery

situations. Members with preference 300 will be stopped in favour of this
group. It is not stopped unless a very high preference (1000) alternative
becomes available. This value is the default. Use it in a MOVE group for a
resource that normally runs.

600 This value is used as a threshold. A resource with preference 600 and
lower will not be started at group start up.

500 This resource is not selected for startup after IPL but it is started as a
backup after failure and continues running until normal preference (700)
alternatives become available. It is stopped at the next (scheduled) outage.
Use this value in a MOVE group for the backup resource.
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300 Like 200, but a move to an alternate backup (Preference 500) would only
occur at a (scheduled) outage.

200 This resource will be started as backup and stopped as soon as a better
alternative (preference 450 and greater) becomes available. Use this value
where you can have a backup, but you do not really want one.

1 A resource with this preference will never be selected by SA OS/390
automation. If it is available, it will be used, but automation will never ask
for it to be started if it is unavailable. Operators may make such resources
available interactively by using the INGGROUP command and give it a
higher preference. Use this value to provide completely manually
controlled application availability.

0 This value indicates that the member is passive and that no requests
should be sent to it. If a member is made passive, then any requests that
have been previously sent will be withdrawn.

More About Policy Item GENERATED RESOURCES

The Generated Resources panel appears if you select policy item GENERATED
RESOURCES from the Policy Selection panel for ApplicationGroups. This panel
shows all resources that are generated by SA OS/390 for the application group
itself and all the resources for the applications that are members of this application
group. This panel is for information only. No actions are allowed.

4 COMMANDS  HELP )

AOFGXRSG Generated Resources

Command ===> SCROLL===> PAGE

Entry Type : ApplicationGroup PolicyDB Name  : DATABASE_NAME

Entry Name : NET Enterprise Name : YOUR_ENTERPRISE

Resource Name Generated by Tink to

- Resources for THIS entry:

NET/APG/SYSTEM1 SYSTEM1

NET/APG/SYSTEM2 SYSTEM2

- Resources for APPLICATIONS (generated by links to this entry):

TCPIP/APL/SYSTEM1 NET

TCPIP/APL/SYSTEM2 NET

VTAM/APL/SYSTEM1 NET

VTAM/APL/SYSTEM2 NET )

Figure 85. Generated Resources Panel

This panel displays the following information:

Resources for THIS entry
shows the resources generated for the application group. The display is
different for application groups of type SYSPLEX or SYSTEM: No system
information is shown for Sysplex Application Groups, as several systems
can be part of the sysplex.

Resources for APPLICATIONS (generated by links to this entry)
shows the resources generated for applications that are linked to the
application group.
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More About Policy Iltem MEMBER OF for ApplicationGroups

The Member of panel appears if you select policy item MEMBER OF from the
Policy Selection panel for application groups.

4 COMMANDS ~ HELP )
AOFGXMOF Member of

Command ===> SCROLL===> PAGE

Entry Type : ApplicationGroup PoTicyDB Name : SCENARIO

Entry Name : NET Enterprise Name : SCENARIO

Own Resource... ...is a member of Preference Nature

NET/APG/SYSTEM1 WBSRVAPG/APG 700 MOVE/SERVER

NET/APG/SYSTEM2 WBSRVAPG/APG 700 MOVE/SERVER

Figure 86. Member of Panel for ApplicationGroups

This panel lists all resources, of which the current application group is a member.
This panel is for information only. No actions are allowed.

If the owning ("is a member of") APG resource is of nature SERVER or MOVE,
then column Preference shows the preference value that was set for the current
resource in the RESOURCES policy item of the owning resource. If the owning
resource’s nature is BASIC, it shows "SELECTED". For more details about available

preference values see I'Creating a New ApplicationGroup” on page 133.

In our example from w, the resource NET/APG/SYSTEM]I in turn is a
member of resource WBSRVAPG/APG.

Application Policy Object

An application is an OS/390 subsystem, started task, application, batch job, or
non-MVS resource that runs on a system in the SA OS/390 enterprise. SA OS/390
monitors applications through the messages they issue to the operator. Application
is also used to refer to a subsystem or process on an SNMP-capable machine. Note
that SA OS/390 does not provide automation for applications on non-MVS
systems.

An application cannot be linked to a system directly. It must be defined as part of
an application group, and it may belong to more than one application group. If a
system is assigned multiple application groups containing the same application,
SA 0OS/390 ensures that the application is defined only once in the automation
control file.

The SA OS/390 customization dialog allow concurrent user access capability for
entry type Application. See also L i izati
i ” for further information.

Creating a New Application
How to create new policy objects in general, is described in IHow to Create Newl
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Figure 87 shows the panel that is displayed when you create a new application

from the Entry Name Selection panel for applications.

COMMANDS ~ HELP

AOFGLNOO Define New Entry
Command ===>

To define a new entry, specify the following information:

STANDARD JES2 JES3 CICS IMS DB2 OPC USS
(Only the value STANDARD can be changed)
(once, all others cannot be changed)
(after the application has been created)

(Only for type CICS, IMS, OPC or DB2)

Type. « v v v v o .. AppTlication

Application Name. . . . APPL1

Subsystem Name. . . . . APPL1

Object Type . . . . . . INSTANCE ~ CLASS INSTANCE
Application Type . . . STANDARD

Subtype . . . . . . ..

Clone Job Name. . . . . NO YES NO

Job Name. . . . . . ..

Scheduling Subsystem. .

JCL Procedure Name. . .

MVS Automatic Restart
Management Element

MSTR, JES Subsystem or blank
(Proc used with JOBNAME=)

WLM Resource Name . . .

(Only if the application uses )
(MVS Automatic Restart Management)

Short Description . . .

Extended Description. .

Figure 87. Define New Entry Panel for Applications

When you define a new application, you provide the following information:

Application Name
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This field is required. It assigns a unique twenty character name to the
application you are defining. It is often convenient to use the same name
for both the subsystem name and the application name. In some cases,
however, it may be useful to have multiple applications with the same
subsystem name. This enables you to have a standard "tree” of subsystems
but to drop the right characteristics of an application on a specific system.
The first character of the application name may not be numeric.

Subsystem Name

The Subsystem Name is required. This gives a unique, eleven character
name to the Application you are defining. This name is used by

SA 0OS/390 automation. You may have multiple applications with the
same subsystem name, but they cannot be linked to the same system.
Although the same subsystem name can be allocated to an instance and a
linked class, this should be avoided as the policy inheritance can produce
unpredictable results. Valid characters are any alphabetic or numeric
character or any of @, #, $, ? or _ (underscore), with the first character
being alphabetic, numeric or one of @, #, $ or ?.
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When defining applications on SNMP target systems, it is recommended
that the subsystem name be the same as the name of the process or
subsystem on the SNMP target system.

Object Type

CLASS
If the application represents a common policy to be inherited by
one or more other application entries

INSTANCE
If the application is to be managed by SA OS/390. You can omit
policy items from an application instance and allow them to be
inherited from an application class.

Use of the object type CLASS allows you to define a common policy for
multiple applications. This is advisable if these applications share common
characteristics and functions. It decreases effort during:

* Initial definition.
¢ Administrative changes (using the customization dialog).
¢ Run-time changes (using the SA OS/390 automation engine).

An application instance is linked to a class using the LINK TO CLASS or
LINK TO INSTANCES policy item. If a policy item is not specified for the
instance, it is then inherited from the class. Conversely, a policy item
specified for an instance overrides any class specification.

Flag definitions for classes or defaults cannot be merged with specific
resource definitions. For example specifying a RESTART flag with an exit
at class level and a RESTART flag with a NOAUTO period at resource
level will not result in a resource definition with both. The presence of any
definition at resource level will take precedence over those at class and
default level. Likewise a class definition will take precedence over a
default. The definitions for a specific flag type will not be merged.

The inheritance of policy from an application class occurs during

SA 0S/390 initialization. If an application policy item is not specified in
either the application instance or the class, then defaults are used from the
application defaults, system defaults, and environment setup objects. Some
policy items are required to be specified for an application instance. Except
for job name, these same items need to be specified for an application
class, but note they will never be inherited.

SA 0OS/390 supports run-time changes to application class. If the ACF
command is used to change a policy item for a class, all those instances
belonging to the class and inheriting that policy item are also updated.

Application Type
The application type is required. The default type value is STANDARD.
Other type values are JES2, JES3, CICS, DB2, IMS, OPC or USS. The value
STANDARD can be changed once, all other values cannot be changed after
the application is created. If you specify one of these, additional fields are
displayed in the Policy Selection panel for the application, allowing you to
enter policy specific to the subsystems. These application specific policy
items are described in the following subsections:

° 4 : ”

° 7 : ”
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o IPalicy Items for CICS Subsystems” on page 184

o [“Policy Ttems for DB? Subsystems” on page 1904

o IPalicy Items for IMS Subsystems” on page 191l

° G : 2

Subtype
specifies the region subtype for CICS, DB2 and IMS or the controller type
for OPC applications. The following values may be specified:

e CICS: AOR TOR FOR DOR QOR

* DB2: MSTR SPAS IRLM DBM1 DIST WLMS

e IMS: CTL TP DBRC DLS FP BMP

e OPC: CONTROLLER TRACKER SERVER DATASERVER

For other applications the value is forced to blank.

Clone Job Name
This field is optional. Use it to indicate whether the job name can be
cloned.

Job Name
The job name is required. This gives a unique name to the application to
be run. An MVS job name is defined by MVS. There is a one-to-one
mapping between the MVS job name and the subsystem name. SA OS/390
automation interprets messages from MVS by taking the MVS job name
and mapping it to the subsystem name.

The job name may be up to eight alphanumeric and national characters,
including @, #, and $, after clone resolution, provided the first character is
not numeric.

You can substitute a defined clone value anywhere in the job name using
the &AOCCLONE®. notation, where 7 may be omitted or is a number
from 1 to 9. You may also use the tilde character (") to get the
&AOCCLONE. clone value.

You can also specify standard OS/390 and NetView cloning variables
within the job name.

You may have multiple applications with the same job name but you must
ensure that only one of them is linked to a certain system. Duplicates are
ignored by the BUILD function.

Scheduling Subsystem
The Scheduling Subsystem is optional. If the application is to be scheduled
by a subsystem other than the primary JES subsystem, the name of the
scheduling subsystem must be provided. The subsystem so identified must
be defined as being of type JES2 or JES3. A key value of MSTR is also
permitted to identify those subsystems scheduled directly by MVS/ESA
master scheduler.

JCL Procedure Name
The JCL Procedure Name is optional. This specifies the name of the JCL
procedure under which the application job is to run.

You can substitute a defined clone value anywhere in the procedure name
using the &AOCCLONE#®. notation. Additionally, you can specify standard
0S/390 and NetView cloning variables.

MYVS Automatic Restart Manager Element Name
An application defined to MVS Automatic Restart Manager must have an

144  System Automation for OS/390: Defining Automation Policy



Application Policy Object

element name that is unique within each sysplex where the application
runs. Each element name consists of up to 16 alphanumeric and national
characters including @#,$ and _ (underscore) after clone resolution,
provided the first character is not numeric. Clone resolution occurs at
automation control file load.

The element name can be:

Constant
The element name is the same, regardless of which system the
application is running on. This is required for applications that are
restartable on multiple systems in the sysplex. An application with
a constant Automatic Restart Manager element name may at the
same time have a cloned job name.

Note: An application with a cloned job name and a constant
Automatic Restart Manager element name can be started on
only one system within a sysplex.

Cloned
The application has a different element name on each system. The
element name is derived from some attribute that is unique to the
system on which the application runs. Applications with cloned
element names must be defined to MVS Automatic Restart
Manager in such a way that MVS will only attempt to restart them
on the same system and not move them to other systems in the
sysplex.

Applications with cloned element names may have constant job
names. This can be useful if you want to have the same application
running on multiple systems with Automatic Restart Manager
recovery enabled. For example, you have a USERPROC that runs
on all your systems and for which you want Automatic Restart
Manager recovery. Automatic restart management requires that
USERPROC have a different element name on each system.
Defining USERPROC to SA OS/390 with a constant job name, but
with a cloned element name (and perhaps some parameters to
define the element name) allows you to define a single SA OS/390
application with a different element name on each system.

You can substitute a defined clone value anywhere in the element name
using the &AOCCLONE®. notation, where # is a number from 1 to 9. You
can also specify standard OS/390 and NetView cloning variables.

WLM Resource Name
This field is optional. You may specify the name of the WLM resource that
is associated with the application.

You can substitute a defined clone value anywhere in the WLM resource
name using the &AOCCLONE#®. notation, where # is a number from 1 to
9. You can also specify standard OS/390 and NetView cloning variables. If
cloning is used with job names, you can keep the WLM resource naming
convention consistent across all systems.

Whenever the status of an application which has a WLM resource name
specified changes, system operations issues an MVS MODIFY command to
update the status of the WLM resource. If the automation status of the
application is UP or ENDED, system operations sets the status of the WLM
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resource to ON. In any other case it is set to OFF. This is independent of
the setting of the application’s automation flag.

How to Use Clone Variables

SA 0S/390 provides support for automating applications that can run on more
than one system in a sysplex. You do not need to define automation policy
separately for every system on which the application runs. With SA OS/390 you
can specify up to ten clone IDs to identify a system. These clone IDs are then used
to qualify the application job name to ensure a unique job name on each system.

Clone IDs can be used for job names, WLM resource names and also to replicate
applications that are controlled by Automatic Restart Manager. You can use one
clone ID for the job name and the WLM resource name and then another clone ID
for the Automatic Restart Manager element name, or various other combinations as
required by your installation.

A unique system value can also be substituted anywhere within a literal, such as a
shutdown command. The value is also available to your automation procedures
through the AOFAOCCLONERN NetView common global variables. Refer to @

Wutomation for QS/390 Defining Automation Palicy for more information on

restrictions to use of clone IDs.

The clone IDs are resolved when the automation control file is loaded during
SA 0S/390 initialization and before SA OS/390 sends any commands. Once the
automation control file is loaded, the value cannot be changed without reloading
the automation control file.

If you are using a single procedure for the application and using the JOBNAME=
parameter on the MVS start command, you need to tell SA OS/390 about this. If
you do not specify the PROCNAME on the application definition, SA OS/390
automatically builds an appropriate start command. The normal start up command
is:

MVS S jobname

But if a PROCNAME is specified, SA OS/390 issues:
MVS S procname,JOBNAME=jobname

Note that the job name is the result of the symbolic substitution described above
and is the name used for all automation of the application.

To replicate application automation, you need to do the following things during
SA 0OS/390 customization:

* When you define each system to SA OS/390, specify one or more unique
&AOCCLONE. values for that system.

* If your job name varies depending on the system, specify that it should be
replicated and link it to each system on which it runs. By default, SA OS/390
appends the first & AOCCLONE. value at the end of the application job name to
derive the job name to be used on that system.

* Alternatively, you can use one or more of the &AOCCLONE. values in any
position in the job name.

* When specifying shutdown commands for replicated applications, you may find

it useful to use the &SUBSJOB substitution variable rather than reconstructing
the cloned job name in the command.
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SA 0S/390 also supports standard OS/390 and NetView cloning variables within
the command definitions. These are for example, &DOMAIN., &SYSNAME.,,
&SYSPLEX. and &SYSCLONE..

Note: Those variables cannot be used for cloning the jobname.

Policy Iltems for Applications

w shows the policy items that are displayed when an Application is
selected from the Entry Name Selection panel.

Some of the policy items may be set for all application automation on a certain
system. As an example, the start timeout can be set to a default value of one
minute for all applications. If the definition of an application has no value
specified for the start timeout, the value specified as the Application Defaults is
used. If no value is specified in the Application Defaults, the value specified in
System Defaults is used. If no Value is specified for Sustem Defaults, a hard-coded

default is used. See also ” and
a : 7
4 N
ACTIONS HELP
AOFGEPOL Policy Selection
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPL1 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
LINK TO CLASS Link instance to class
APPLICATION INFO Enter and display Application information
AUTOMATION INFO Define Application automation information
AUTOMATION FLAGS Define Application automation flags
TRIGGER Select trigger
SERVICE PERIOD Select service period
RELATIONSHIPS Define relationships
MESSAGES/USER DATA  Define Application messages and user data
STARTUP Define startup procedures
SHUTDOWN Define shutdown procedures
THRESHOLDS Define error thresholds
MINOR RESOURCE FLAGS Define Application sub-component flags
SYSTEM ASSOCIATION Define primary and secondary associations
————————————————————————— RESOURCES===== === m e m e e e
GENERATED RESOURCES List resources generated for this entry
MEMBER OF List resources where this entry is a member
------------------------- USS SPECIFIC POLICY===-==-=-mmmmmmmmmemem
USS CONTROL Define USS Control specifications
WHERE USED List ApplicationGroups Tinked to this entry
COPY Copy data from an existing entry
N J

Figure 88. Applications Defined as Instance Objects and of Type STANDARD

The policy items for applications are:

LINK TO CLASS
See w This field is displayed if the application was defined as an

instance (refer to I‘Creating a New Application” on page 141)). It lists all

entries that were defined as resource classes and allows you to select one
class to which this resource instance should be linked.
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LINK TO INSTANCES
This fleld is displayed 1f the application was defined as a class (refer to
g ion” ). It lists all instance entries with
the instances that are currently linked to this class displayed with
SELECTED under the status column. You can add or remove instances
linked to this class.

APPLICATION INFO
This policy item displays the Application Information panel, on which you
may see the policy for the current application as entered when it was
created. You can edit a part of the policy information on this panel. The
fields that contain policy information, that you must not modify, are
read-only. To change read-only information, you must delete and recreate
the application.

AUTOMATION INFO
This policy item is used to define the apphcatlon to SA OS/390
automation. Refer to L
for an example and the description of the panel that is displayed
when the AUTOMATION INFO policy item is selected.

AUTOMATION FLAGS
Automation flags allow you to enable and disable automation. You can
disable automation for specific time periods or turn it off entirely. You can
also enable or disable automation for specific automation phases, such as
Initstart, Start, Recovery, Shutdown, and Restart, and for responses to
specific messages and status changes within these phases.

77

Determine whether the automation flags currently set for your system at
the system wide defaults and application levels are appropriate for this
application. If they are not, define one or more application automation
flags in either the apphcatlon 1nstance or class policy object. For more
information, refer to L Z

TRIGGER
Each application may be linked to one trigger. This policy item allows you
to link the current application to a trigger. Only one trigger can be selected.

Triggers are used to control the starting and stopping of applications in a
single system or a Parallel Sysplex. They determine the behaviour of the
requested action. For an application to be started, its desired status must
be AVAILABLE and its startup trigger must be satisfied.

For an application to be stopped, its desired status must be
UNAVAILABLE and its shutdown trigger must be satisfied. For more

information on how to use triggers, refer to EEvent and Trigger Support/l

SERVICE PERIOD
Service periods allow users to schedule the availability of applications or
application groups. With this policy item you can link a service period to
the application so that it is automatically started up or shut down in the
time frame specified with the service period.

RELATIONSHIPS
Relationships are used to define dependencies between resources, which
are used to perform start up or shutdown actions in a controlled way of
dependent and supporting applications and application groups.

This policy item has the same functionality for entry types Application and
ApplicationGroup. For each application or application group you may
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specify several relationships. If you select this policy item, in the upcoming
Relationship Selection List panel, you can view existing or define new
relationships for the current application group.

You define relationships between dependent resources and supporting
resources. In the customization dialog you always define relationships from
the point of view of the dependent resource. So the resource that you
currently selected, will become the dependent resource, if you are defining
a new relationship.

Refer to tMore About Policy Item RELATIONSHIPS” on page 157 for more

information on viewing or defining dependency relationships.

MESSAGES/USER DATA
This policy item allows you to specify automated actions, such as the
issuing of a command or reply, to be taken in response to a message issued
by the application.

You can also specify some of the application statuses as messages to trigger
any command of your choice.

How to proceed in specifying this policy item is described in

STARTUP
This policy item allows you to add, remove or modify startup procedures

for the current application. Refer to Mare About Palicy Item STARTIIP’]

for more information how to specify the startup automation

policy.
SHUTDOWN

You must specify NORMAL shutdown commands for any application that
you want to automate with SA OS/390. You may also specify INIT,
IMMED, FORCE, and FINAL shutdown commands.

Specifying shutdown commands or replies for the application allows the
automation to perform application shutdowns. You can specify different
shutdown commands or replies to be issued for the different types of
shutdown situations. How to achieve this is described in m

THRESHOLDS
Error threshold definitions for an application define how many abend
errors can occur before a message is logged or restart processing is

stopped. If no error thresholds are set here, the application uses the
thresholds defined in the Application Defaults policy object.

Determine whether existing default threshold values are appropriate for
this application. If they are not appropriate, create a unique threshold entry
for the application. For more information on thresholds, see

”

MINOR RESOURCE FLAGS
This policy item allows you to define flags for minor resources for the
application. Minor resources are any resources specified to be subsidiary to
this application, for example, messages and statuses.
The main purposes in defining minor resources are to let you:
* Trigger automation for minor resources

* Opverride the automation settings of major resources for a single minor
resource, or a select number of minor resources
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See the description of the pohcy 1tern MINOR RESOURCE FLAGS in
for information on how to

manage minor resources.

The automation flags associated with minor resources are sometimes called

extended automation flags. See ‘“Automation Flags and Minor Resourcd

“ for information about them.

SYSTEM ASSOCIATION

This policy item allows you to define primary and secondary systems for
the application. Primary and secondary categorizations help SA OS/390
determine whether or not an application should be started by SA OS/390
when SA OS5/390 is initialized on a system. These categories allow

SA 0S/390 to perform automation, such as monitoring or shut down, on
applications that can be moved by an external agent. For a detailed
description on how to define system categories with this option refer to

v . ”

GENERATED RESOURCES

This policy item lists all resources that were generated for the current
application. Application resources are generated when a link between an
application and a system occurs. Applications can never be linked directly
to systems. This link happens indirectly by linking an application to an
application group (either in an application’s WHERE USED policy item or
in an application group’s APPLICATIONS policy item.)

The GENERATED RESOURCES panel is displayed which looks similar to

the one shown in [Eigure 85 on page 140, however, the part Resources for

THIS entry, showing the application group resource is missing.

MEMBER OF

This policy item lets you see the APG-Resources of which the current

application is a member. Refer to 'Mare Ahout Policy Item MEMBER OH
Eor ApplicationGroups” on page 141 for more details.

More About Policy item AUTOMATION INFO

Panel Application Automation Definition is displayed, if you select the policy item
AUTOMATON INFO from panel Policy Selection for the Application entry type.
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4 N\
COMMANDS  HELP
AOFPISS1 Application Automation Definition
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPL1 Enterprise Name : YOUR_ENTERPRISE
Subsystem : APPL1
Description:
Job Name : APPL1
More:
Job Type . . . . . Job properties (MVS NONMVS TRANSIENT)
Transient Rerun . Transient Jobtype can be rerun (YES NO)
Command Prefix . . Console command character(s)
Message Prefix . .
Enter one or more prefixes (above)
Sysname . . . . . JES Subsystem (name)
Start on IPL . . . Start with Netview init (YES NO NONE blank)
Start on Recycle . Start with Sys-Ops recycle (YES NO NONE blank)
Start Timeout Time allowed to reach "UP" status (hh:mm:ss)
Monitor Routine. . Routine used for monitoring (name NONE)
Periodic Interval. Periodic monitoring interval (hh:mm NONE)
Restart Option . . Restart Circumstances (ALWAYS ABENDONLY NEVER)
External Startup . External Startup (INITIAL ALWAYS NEVER blank)
External Shutdown. External Shutdown (FINAL ALWAYS NEVER blank)
Shut Delay . . . . Time between attempts to shutdown (hh:mm:ss)
Term Delay . . . . Time for termination cleanup (hh:mm:ss)
J

Figure 89. Application Automation Definition Panel

This panel contains the following fields:

Job Name

The job name used for the application.

JobType

This may be one of:

MVS

This is the standard MVS job type that SA OS/390 normally
handles. It is typically monitored using the ASCB checker. This job
type can be specified explicitly with a JOBTYPE=MVS for an
application but is the assumed default if the JobType entry is
omitted from the definition of the application.

NONMYVS

This is a type of resource that may be started by SA OS/390 but
which cannot be monitored using an ASCB check or using the
MVS D A method. For this type of resource to be monitored, if the
AOFATMON routine cannot be used, either a user-provided
application monitor routine is required or the message automation
table must be correctly set up to maintain the job status accurately.
This status is the only way of monitoring this class of job.
NONMVS jobs must have SHUTDOWN passes specified and a
user START specified.

TRANSIENT

This is a type of job that may be started by SA OS/390 but
terminates without the intervention of SA OS/390. It is a short
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running job that will generally, but not necessarily, terminate before
SA 0S5/390 does. It can be monitored using an ASCB check.

A TRANSIENT job, as far as monitoring is concerned, is treated as an
0S/390 job, but it has special properties: Transient jobs must START and
END before their dependent applications are started.

Transient jobs can have shutdown passes specified if there is a possibility
that they may need to be shut down by SA OS/390. These passes are
optional.

Transient Rerun
This field specifies whether or not a transient job may be rerun within the
lifetime of an SA OS/390. The Transient Rerun option introduces the
concept of the one-shot transient job.

YES  The job will be rerun as appropriate, depending on the flag
settings and the IPL/RECYCLE options. SETSTATE can then be
used to set it to RESTART status, and it can be part of a
SHUTDOWN request with the RESTART option set to YES.

NO  The job will only be run once in the lifecycle of a particular
0S/390.

Note: The job will also be rerun if the automation status file is
deleted.

A NO setting can be overridden by the RECYCLEOPT=START option. If
RECYCLEOPT=START is specified, then the transient job will be rerun
when SA OS/390 is recycled. If this is not desired, then the SA OS/390
default can be enforced by omission of the RECYCLEOPT entry.

A value of NO affects the processing of the SETSTATE and INGREQ
commands. NO is the default value for transient jobs.
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— Important Note
The following feature applies to all SA OS/390 controlled jobs, but
has particular significance for one-shot transients.

On an initial automation control file load, such as at initialization, a
one-shot transient will run, terminate and go to ENDED status. If a
SETSTATE or INGREQ with restart is attempted it will be rejected
because the status is ENDED, as the value for a one-shot is always
NO.

The status information for a job can be lost if an automation control
file that does not contain the job is loaded. The status information is
deleted from the automation status file because the automation
control file does not contain it. If the original automation control file
contains a one-shot transient job then it will be restarted due to the
lack of previous data in the automation status file.

If you have a job that MUST not run more than once, then you must
take care with automation control file reloads. They must either be
limited, or they must never be without the one-shot job entries.

When a one-shot job terminates and goes to ENDED status, it
remains in that state across shutdowns. It also remains in ENDED
state across an SA OS/390 recycle if the START ON RECYCLE option
is 'NO’. In this case, children may be started.

An automation control file reload causes status information about
applications that are not defined in the automation control file to be
forgotten. If a later reload is used to redefine the application to
automation, the application status is set to DOWN. Note also that
some transient statuses (such as BREAKING, ABENDING, or
STOPPING) may be collapsed to their final, static state (STOPPED or
BROKEN) if the application address space is not active when the
status determination phase of the reload runs.

Command Prefix
is the console prefix character for the application. Many applications, such
as JES2, JES3, and NetView support the use of a command prefix character
which identifies a command as belonging to that application. If such
support is available for this application, enter the corresponding command
character.

Any command that would normally be issued at an OS/390 console
should be prefixed with MVS. NetView commands to control NetView
automation do not require the MVS prefix.

You can substitute a defined clone value anywhere in the command prefix
using the &AOCCLONEN. notation. Additionally, you can specify standard
0S5/390 and NetView cloning variables.

Message Prefix
specifies one or more message prefixes for this application. You only have
to specify these message prefix(es) if the application issues messages that
do not contain the MVS jobname. These message prefixes must be unique
for this application.
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Sysname

The system name for the subsystem. This is only required for JES
subsystems where the Sysname for the subsystem is not the same as the
MVS Sysname. If Sysname is not specified, it will default to the name
specified in the AUTOMATION SETUP policy item of the System policy
object.

Start on IPL

The Start on IPL option specifies how SA OS/390 determines the initial
status of the application on the first occasion that SA OS/390 is started
after an OS/390 IPL or an automation status file reallocation.

Reallocating the automation status file has the same effect as an OS/390
IPL because SA OS/390 stores the last IPL date and time in the automation
status file. When the automation status file is deleted, SA OS/390 assumes
that the next startup is the first startup following an OS/390 IPL.

You can specify four values for Start on IPL:

YES  The application is always startable when the start dependency is
fulfilled. The application status is set to DOWN during
initialization. It is recommended that you specify YES for critical
applications such as JES, VTAM, and TSO. Replying NOSTART to
message AOF603D (specify initialization options) overrides this
setting.

NO The application is always non-startable. The application status is
set to CTLDOWN during initialization, and you must use the
SETSTATE command to instruct SA OS/390 to restart it.

blank The application is startable, depending on the status recorded for it
in the automation status file. If the status is STOPPING, STOPPED,
BREAKING, BROKEN, or CTLDOWN, it is not changed and the
application is not started. Any other status is changed to DOWN
during initialization. If the INITSTART automation flag is yes, the
application is started when its start dependency is fulfilled. This
default setting is indicated as MAYBE on the SA OS/390 display
for the DISPINFO command.

NONE
This value is the same as blank except that this application, if it is
an instance, does not inherit the value from its related application
class.

Start on Recycle

The Start on Recycle option specifies how SA OS/390 determines the
initial status of the application when SA OS/390 is re-initialized on a
system that has not had an MVS IPL since SA OS/390 was shut down.

You can specify four values for Start on Recycle:

YES  The application is always startable when the start dependency is
fulfilled. The application status is set to DOWN during
initialization. It is recommended that you specify YES for critical
applications such as JES, VTAM, and TSO. Replying NOSTART to
message AOF603D (specify initialization options) overrides this
setting.

NO The application is always nonstartable. The application status is set
to CTLDOWN during initialization, and you must use the
SETSTATE command to instruct SA OS/390 to restart it.
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blank The application is startable, depending on the status recorded for it
in the automation status file. If the status is STOPPING, STOPPED,
BREAKING, BROKEN, or CTLDOWN, it is not changed, and the
application is not started. Any other status is changed to DOWN
during initialization. If the INITSTART automation flag is yes, the
application is started when its start dependency is fulfilled.

NONE
This value is the same as blank except that this application does
not inherit the value from its related application class.

Start Timeout
The start timeout interval that begins when SA OS/390 issues a start
command for an application. If the application fails to reach UP status in
this time, an application monitor check is performed and the application’s
status is set to STARTED? if the application has been started or to
INACTIVE if the application is not found. Message AOF571 is issued with
a description of the situation. The default value for Start Timeout is 2
minutes.

Monitor Routine
The name of the application monitor routine used to monitor this
application’s status. If you leave this field blank, the default application
monitor routine is the routine that you may globally specify for a system
for all applications that run on this system. You achieve this on the

system’s Environment Setup panel (see LMQJ:P_Abnu.’r_thqLLtend
AT TOMATION SETUP” an page 111). If an application belongs to an

application class, inheritance from the class overrides the Environment
Setup default. For valid application monitor routines provided by
SA 0S/390 refer to !Mare Abaut Palicy Ttem ATITOMATION SETIIP” on

. You can, however, specify a user-written monitor routine, or enter
NONE if you do not want this application to be monitored.

If the user-written monitor routine is not found when SA OS/390 is
running, then the routine AOFAJMON is used.

Periodic Interval
This is the amount of time between application subsystem monitoring
cycles. Monitoring may be suspended by specifying NONE.

Restart Option
The circumstances under which the application should be restarted. The
options are:

Always
The application is restarted if it was terminated without using the
INGREQ command. Note that, if the advanced automation option
AOFRESTARTALWAYS is set to 0, the application restart thresholds
are checked. The application is restarted only if it has not exceeded
the critical threshold. By default the application is restarted every
time it is stopped outside the control of SA OS/390.

Abendonly
The application is eligible for restart only if it abnormally ends.
The application is restarted only if its critical error threshold has
not been exceeded.

Never The application is never eligible for restart by SA OS/390.
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You can use this option to force a specific application state. For example, if
an application is defined with the restart option set to Always and an
operator tries to shut down the application without using the INGREQ
command, the application will be restarted when it has completed its
shutdown. The AOFRESTARTALWAYS advanced automation option can be
used to modify this behavior.

External Startup
specifies whether the application is started externally or via a specified
startup procedure.

INITIAL
application will only initially be started externally.

ALWAYS
application will always be started externally.

NEVER
application will never be started externally.

blank indicates that the value can be inherited from an application
CLASS entry.

External Shutdown
specifies whether the application is stopped externally or via a specified
shutdown procedure.

FINAL
application will be stopped externally if the external supporting
resource (parent) is also being stopped.

ALWAYS
application will always be stopped externally.

NEVER
application will never be stopped externally.

blank indicates that the value can be inherited from an application
CLASS entry

Shut Delay
The time delay between attempts to perform automated shutdown of an
application. Automation can perform multiple passes of shutdown
attempts. This value relates to shutdown commands specified for the
application. The MDFYSHUT command can be issued on shutdown passes
to change the timing between consecutive passes.

Term Delay
The delay between application monitoring checks performed by
SA OS/390 after the final termination message (TERMMSG FINAL=YES)
for an application is processed. The termination procedure is as follows:

1. When SA OS/390 receives the final termination message for an
application, it waits for the period defined in the AOFPAUSE global
variable before performing its first application monitoring check. (See

1 bl ind for more

information on AOFPAUSE.)

2. If the application monitoring check shows that the application is still
active, it will wait for the period specified in Term Delay and try again.
This will be repeated if necessary.
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3. If, after two checks, an application monitor check still finds the
application to be active, the application will be posted to ZOMBIE
status and periodically rechecked at increasing intervals.

The default value for Term Delay is 12 seconds.

More About Policy ltem RELATIONSHIPS

The Relationship Selection List panel w is displayed if you select policy
1tem RELATIONSHIPS from the Policy Selection panel for application groups (see

” ) or applications (which is the
case in our example). It shows information about existing relationships and allows
you to define new relationships.

The ACTION pull-down choice offers actions to edit and delete selected
relationships. The Delete command immediately deletes the relationship. The Edit

command leads to the Define Relationship panel (Eigure 91 on page 158).

4 COMMANDS  ACTIONS VIEW HELP )
AOFGXREL ReTationship Selection List
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Action # Type Supporting Resource Auto Chain
__ MAKEAVAILABLE  S/APG/= ACTIVE WEAK
_1 HASPARENT VTAM/APL/=
- J

Figure 90. Relationship Selection List Panel

This panel displays information about existing relationships. In all of the
relationships for the current resource, this resource is the dependent resource. The

columns have the same meaning as described in ‘Define Relationships”]

Entering the NEW command from this panel to define new relationships, will

bring you the Define Relationship panel described in ‘Define Relationships”]

Define Relationships
You define relationships between dependent resources and supporting resources. In

the customization dialog you always define relationships from the point of view of
the dependent resource. So the resource that you are currently editing, will become
the dependent resource for the relationship dependency being defined. If you
select this policy item, in the upcoming Define Relationship panel, (m

) you will specify the name of the supporting resource (in field Supporting
Resource).

You can define new relationships for the current resource by issuing the NEW
command from the Relationship Selection List panel (| ). SA OS/390 will
display the Define Relationship panel (Eigure 91 on page 158).
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— Note:
If invoked for applications, the Define Relationship panel will display the
application’s subsystem name in the field Subsystem

If invoked for application groups, the group’s automation name appears in
the field Group ID instead.

4 COMMANDS  HELP h
AOFGXREO Define Relationship
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Subsystem : APPC

Description. . . . .

Relationship Type. . MAKEAVAILABLE MAKEUNAVAILABLE
PREPAVAILABLE PREPUNAVAILABLE
HASPARENT EXTERNALLY

Supporting Resource.

Resource Name

Sequence Number. . . Sequence Number (1-99,blank)
Automation . . . . . ACTIVE PASSIVE

Chaining . . . . . . STRONG WEAK

Condition . . . . .

Satisfy condition
(? for list of possible values)

- J

Figure 91. Define Relationship Panel

This panel contains the following fields :

Group ID
This field is displayed for entry type ApplicationGroup only and contains
the automation name of the application group for which you are currently
defining the relationship. You cannot update this entry.

Subsystem
This field is displayed for entry type Application only and contains the
application’s subsystem name. You cannot update this entry.

Description
Here you can type a fourty-character text to describe the relationship.

Relationship Type
Here you define the relationship between the application group or
application, referred to as the dependent resource, with any other resource
referred to as the supporting resource. The supporting resource can either
be an application or an application group.

All relationships and conditions are only observed by automation, if the
requested goal of the involved resources allow it. Dependencies are only
checked if they are of importance for the existing desired goal.

Select one of the following values:
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HASPARENT
With this selection you specify that the current application or
application group has a parent. The parent is the supporting
resource that you specify in the entry field Supporting Resource
(see below). The dependent resource cannot be started until the
supporting resource is available. The supporting resource cannot be
stopped before the dependent resource is unavailable. The
supporting resource will, at certain times, perform various
automated actions for the dependent resource. These actions are
specified through the relationships condition (see entry field
Condition below). For example, if you specify StartsMe as the
relationship condition, then the supporting resource will start the
dependent resource whenever the supporting resource is started.

Note: This relationship type implements the parent/child
relationship from earlier SA OS/390 releases. Those are
converted into HASPARENT.

MAKEAVAILABLE
The dependent resource cannot be started until the specified
Condition has been fulfilled for the supporting resource. So for
example, if you specify WhenAwvailable as the relationship condition,
then SA OS/390 will start the dependent resource as soon as the
supporting resource itself is available, if no request or goal
contradicts.

Note: If no goal is explicitly specified, then the default goal is:
make the resource available.

MAKEUNAVAILABLE
The dependent resource cannot be stopped until the specified
Condition has been fulfilled for the supporting resource.

PREPAVAILABLE
If the desired goal of the resource is MAKEAVAILABLE, then the
PRESTART commands for the dependent resource are issued as
soon as the specified Condition has been satisfied for the
supporting resource.

PREPUNAVAILABLE
If the desired goal of the resource is MAKEAUNVAILABLE, then
the SHUTINIT commands for the dependent resource are issued as
soon as the specified Condition has been satisfied for the
supporting resource.

EXTERNALLY
The supporting resource will, at certain times, perform various
automated actions for the dependent resource. These actions are
specified through the relationships condition. For example, with
this selection you specify that an external resource is responsible
for starting or stopping the current (dependent) resource.

Supporting Resource
Here you enter the name of the resource that the dependent resource has
the previously defined relationship with. This name consists of two or
three parts, separated by slashes, where the last part shows the system
name. You can use the equal sign ‘=" which then stands for the local
system of the dependent resource. The syntax for valid formats is similar
to the syntax for generated resources:
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APGAutomationName/APG/MVSSysname
APGAutomationName/APG/=
APGAutomationName/APG
SubSystemName/APL/MVSSysname
SubSystemName/APL/=

The SubSystemName may be cloned with one AOCCLONE variable.

Sequence Number
This number is used when the automation control file is built. Each
relationship that has been assigned a number will be put into the ACF
PARENT=(.) field. The position within the list is determined by this
number. Valid values are 1 - 99 and blank.

You only need to specify sequence number 1 if you plan to use any of the
SUBP... variables of the common routine AOCQRY. For performance
reasons, it is not recommended that you specify a sequence number if you
do not use SUBP... variables.

Note: The number is forced to blank for relationships where the
supporting resource is an APG resource.

Automation
defines the processing of SA OS/390 in order to satisfy a relationship:

ACTIVE
specifies that SA OS/390 will attempt to bring the supporting
resource to the desired condition to satisfy the dependency. This is
the default for MAKEAVAILABLE and MAKEUNAVAILABLE.

PASSIVE
specifies that SA OS/390 will wait until the supporting resource is
in the desired condition to satisfy the dependency. That is, the
request to bring the supporting resource into the desired condition
needs to come from outside, such as an operator command.

This field is forced to blank for HASPARENT and EXTERNALLY
relationships. This field is forced to PASSIVE for PREPAVAILABLE and
PREPUNAVAILABLE relationships.

Chaining
defines whether the status of the supporting resource, or the status of the
complete internal dependency graph is to be considered:

STRONG
specifies that SA OS/390 evaluates the status of the underlying
dependency graph up to the next WEAK dependency, when more
dependencies exist on higher levels.

WEAK
specifies that SA OS/390 evaluates just the status of the next
(direct) dependency (this is the default for MAKEAVAILABLE and
MAKEUNAVAILABLE).

Strong chaining causes SA OS/390 to check all relationships of the
involved resources along the dependency graph. Weak chaining simply
requires that the action is permitted on the dependent resource.

This field is forced to blank for HASPARENT and EXTERNALLY

relationships.
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Figure 92. Example for Strong Chaining

In the example, as shown in w, for strong chaining, SA OS/390 will
also consider the dependency between resources B and C and B and D. So

A will only be started if B, C and D are up. Or C will only be stopped if A

B and D are down.

Condition
defines the condition the supporting resource must have in order to satisfy
the relationship. Enter a ?” to get to the Relationship Condition Selection
panel from where you can select an appropriate value. If no value is given
for this field the following default values will be set:

blank for HASPARENT

StartsMe
for EXTERNALLY

WhenAvailable
for MAKEAVAILABLE and PREPAVAILABLE

WhenDown
for MAKEUNAVAILABLE and PREPUNAVAILABLE

Refer to ERelationship Conditions’] for more information on available

condition values and the context in which they may be used.

Relationship Conditions: The relationship conditions that are available, depend
on the relationship.

The relationship conditions for HASPARENT and EXTERNALLY are:

StartsMe
The dependent resource will be started whenever the supporting resource
is started.

StopsMe
The dependent resource will be stopped whenever the supporting resource
is stopped.

StartsAndStopsMe
The supporting resource will start the dependent resource whenever it is
started itself. The supporting resource will stop the dependent resource
whenever it is stopped itself.

Relationship conditions valid for Prepare/Make/Available/Unavailable are
summarized in [Lable 6 on page 162. Observed status means the observed status for
the supporting resource. Desired status means the desired status for the supporting
resource. So read this table like in the following example: For the condition
WhenAwvailable, the action specified by the Relationship Type may be taken when
the supporting resource’s observed status is Available and its desired status also is
Available. For the condition WhenRunning, the action specified in Relationship Type

Chapter 5. Defining Automation Policy 161



Application Policy Object

162

may be taken when the supporting resource’s observed status is Available or

Degraded and its desired status is Available.

Table 6. Relationship Conditions

Condition

Observed Status of
supporting resource

Desired
Status of
supporting
resource

Passive
Only

WhenAvailable

Available, WasAvailable

Available

WhenRunning

Available, WasAvailable,
Degraded

Available

WhenSoftDown

SoftDown

Unavailable

WhenHardDown

HardDown

Unavailable

Yes

WhenDown

SoftDown, HardDown,
SysGone

Unavailable

WhenAssumedDown

SoftDown, HardDown,
SysGone, Unknown

Unavailable

WhenAvailableOrStarting

Starting, Available,
WasAvailable

Available

WhenRunningOrStarting

Starting, Available,
WasAvailable, Degraded

Available

WhenDownOrStopping

Stopping, SoftDown,
HardDown, SysGone

Unavailable

WhenAssumedDownOrStopping

Stopping, SoftDown,
HardDown, SysGone,
Unknown

Unavailable

WhenStartableOrAvailable

Available, WasAvailable OR
SoftDown, Unknown and
start dependency satisfied

Available

WhenStartableOrRunning

Available, WasAvailable,
Degraded OR SoftDown,
Unknown and start
dependency satisfied

Available

WhenStoppableOrSoftDown

SoftDown OR Available,
WasAvailable, Degraded,
Starting, Stopping, problem
and stop dependency
satisfied

Unavailable

WhenStoppableOrDown

SoftDown, HardDown,
SysGone OR Available,
WasAvailable, Degraded,
Starting, Stopping, problem
and stop dependency
satisfied

Unavailable

WhenStoppableOrAssumedDown

SoftDown, HardDown,
SysGone, Unknown OR
Available, WasAvailable,
Degraded, Starting,
Stopping, problem and stop
dependency satisfied

Unavailable

WhenObservedDown

HardDown, SoftDown,
SysGone

n/a
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Table 6. Relationship Conditions (continued)

Condition Observed Status of Desired Passive
supporting resource Status of Only
supporting
resource
WhenObserved AssumedDown HardDown, SoftDown, n/a
SysGone, Unknown
WhenObservedSoftDown SoftDown n/a
WhenObservedHardDown HardDown n/a Yes
WhenObservedAvailable Available n/a
WhenObservedRunning Available, Degraded n/a
WhenGroupHasNotFailed Group/Failed flag not set n/a Yes

Any of these conditions can be used with any of the action relationships
(PrepareAvailable, MakeAvailable, PrepareUnavailable, MakeUnavailable).

More About Policy ltem MESSAGES/USER DATA

If you select policy item MESSAGES/USER DATA from the Policy Selection panel
for Applications (Ei ), you come to the Message Processing
panel shown in .

COMMANDS ~ ACTIONS HELP

AOFPISSM Message Processing

Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME

Entry Name : PIMS Enterprise Name : YOUR_ENTERPRISE

Subsystem : PIMS

Enter messages issued by this resource that will result in automated actions.
Actions: CMD = Command REP = Reply CODE = CODE USER = User defined values

Action Message ID Cmd Rep Code User
Description
cnd___ AUTODOWN 2
Status commands
ACORESTART 2
Status commands
CTLDOWN 2
Status commands
DFS07691 4
SENDING A MAIL
DFS08441 1 5
SENDING A MAIL
DFS554A 5 9
SENDING A MAIL
DFS690A 1
Waiting for IMS CTL-Region

Figure 93. Message Processing Panel

On the Message Processing panel, you specify how SA OS/390 should react if the
application issues the specified message. Therefore you can type one of the
following types of message response into the Action column. Depending on what
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you type here, SA OS/390 displays a follow on panel where you further specify
SA 0S/390s automated reaction to the message.

For each of the automated responses, you need to add an entry to the NetView
message automation table specifying which routine SA OS/390 should use to
process your specified automated response. There are special SA OS/390 generic
routines or common routines that you can use for this purpose, or you can use a
user-specified automation routine. Information on how to add an entry to the

NetV1ew message automat1on table is presented in System Automation for QS/390

7

CMD for issuing commands as response to a message, see L
. In the NetView message automation table use the ISSUECMD
routine to process this kind of message processing.

REP for issuing replies, see IReply Processing” on page 16d. In the NetView
message automation table use the ISSUEREP routine to process this kind of
message processing.

CODE if you want check for certain codes within the message. If the codes are
contained in the message, you can enter a value that is returned to the
calling CLIST, see “Cade Pracessing” on page 167. In the NetView message
automation table use the CDEMATCH routine to process this kind of
message processing.

USER You can use the upcoming panel to let SA OS/390 perform user specified
actions in case the current message requires more specific automation than
provided by the generic routines. Using the ACFFQRY common routine
from within a CLIST, you can retrieve the keywords entered into this panel
and process them as needed. Syntax rules for how to specify user data is
available in the online help. For information on how to use ACFFQRY in a

CLIST refer to Bystem Automation for QS/390 Programmer’s Referencd.

Reserved Message IDs
With the following message IDs and also with any of the SA OS/390 defined

keywords you can invoke a special SA OS/390 automation:
* ACORESTART (which is associated with action CMD)

* WTORS

* MVSDUMPTAKEN

*+ MVSDUMPFULL

* SMFDUMP

* LOGREC

* SYSLOG

* or any of the system operations status

You can also specify a short description of the action the response performs.

Note: For product automation (for example CICS, IMS) there are further keywords
defined. For details see the documentation of the automated products.

For product automation, the following reserved message IDs exist:
* for CICS:

— ABCODETRAN (.xxxxx, where xxxxx is the optional transaction name)
Additional transaction keyword dropped

- HEALTHCHK
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— LISTSHUT
- RCVRAUTO
— RCVRSOS

— RCVRTRAN (.xxxxx, where xxxxx is the optional transaction name)
Additional transaction keyword dropped

- RCVRVIOL
e for IMS:

— ABCODETRAN (.xxxxx, where xxxxx is the optional transaction name)
Additional transaction keyword dropped

— ABCODEPROG (.xxxxx, where xxxxx is the program name) Additional
program keyword dropped

For more information on how to use these various methods of message processing,
and for information on how to add the related entries into the NetView message

automation table, refer to Systens Automation for QS/390 Customizing and

CMD Processing
SA 0S/390 displays the CMD Processing panel if you entered the action code

CMD into the Action column from panel Message Processing.

COMMANDS  HELP A
AOFPISSC CMD Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : JES3 Enterprise Name : YOUR_ENTERPRISE
Subsystem : JES3
Message ID : JESABEND
Enter commands to be executed when resource issues the selected message.
Pass/Selection Automated Function/'*'
Command Text
FREQ
MSG SYSOP '==> JES3ABEND FREQ ALERT <=='
CRIT
MSG SYSOP '==> JES3ABEND CRIT ALERT <=='
N %

Figure 94. CMD Processing Panel

Use this panel to enter commands to be executed when the application issues the
previously specified message. If you specify one of the SA OS/390 provided
automation commands (described in (Sustems Automation fnr QS/390 Opprﬂfnr'd

), they should be queued using the NetView CMD LOW command. This
ensures that TGLOBALS in use by the calling automation procedure are not
changed by the calling command.

You can use the following variables within the command specification. They will
be replaced with their current value before the command is issued:

* &SUBPJOB
* &SUBSAPPL
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+ &SUBSCMDPEX

« &SUBPCMDPFX

« &SUBSDESC

. &SUBSJOB

« &SUBSSCHEDSS
+ &SUBSSHUTDLY
« &SUBSSPARM

« &SUBSPROC

The value entered into the Pass/Selection field defines when the command or
reply should be issued. The use of this field is as follows:

Pass  Enter a number from 1 to 99 or an asterisk (*) in this field in order to
specify a Pass value. During the build of the automation control file, this
value will be prefixed with "PASS’ to create the selection criteria for the
CMD or REP entry.

Selection
An expression other than a Pass is considered a Selection value and will be
unaltered during the build process. A Selection value can be blank or any
name that does not begin with a number or contain imbedded blanks,
commas, quotes, or parentheses.

Automated Function/*”
Enter the name of the automated function under which the command is to
run. If the field is left blank, the function defaults to the one currently
running the command list. SA OS/390 automated functions are mapped to
NetView automation operators. This is documented in

Note: Entering a *’ enables return code checking for the specified
command. This means, processing continues if the command returns
a return code of 0, in all other cases the processing is stopped
immediately. If running in ASSIST mode, return code checking is
disabled.

Command Text
Enter the command or command list to be issued. Any system command
must be prefaced with MVS.

A maximum of 99 commands can be entered.

Reply Processing
SA 0S/390 displays the Reply Processing panel if you entered the action code
REP into the Action column from panel Message Processing.
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COMMANDS ~ HELP
AOFPISSR Reply Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : HSM Enterprise Name : YOUR_ENTERPRISE
Subsystem : HSM
Message ID : ARCOO55A
Enter the replies to be issued when this resource issues the selected message.
Pass/ Retry Reply Text
Selection Count
__ GO
o — %

Figure 95. Reply Processing Panel

Use this panel to enter the replies to be issued when this resource issues the
previously specified message.

The use of the Pass or Selection field is the same as for the CMD Processing panel
described in the previous section. Additionally, there are the following fields:

Retry Count
Enter a number in the range from 1 to 99 in this field to define the retry
attempts to be made before the common routine decides that a reply
cannot be issued. A retry occurs when the outstanding reply number is not
available. There is a two second time delay between each retry. The default
retry count is 0.

Reply Text
Type into this field the actual reply to the message. Enter it in the same
format as you would do from an OS/390 console (without the R and the
reply number). To specify a null reply, code NULL in this field.

Code Processing
SA 0S/390 displays the following panel if you entered the action code CODE in
the Action column from panel Message Processing.
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~
4 COMMANDS  HELP

AOFPISSE Code Processing

Command ===> SCROLL===> PAGE

Entry Type : Application PolicyDB Name : DATABASE_NAME

Entry Name : NETVIEW Enterprise Name : YOUR_ENTERPRISE

Subsystem : NETVIEW

Message ID : WTORS

Enter the value to be passed to the calling CLIST when this resource

issues the selected message and the following codes are contained in

the message.

Code 1 Code 2 Code 3 Value Returned

DSI802A * NORMAL

DSI803A * NORMAL

* * IMPORTANT SEC
o J

Figure 96. Code Processing Panel

Use this panel to enter the value to be passed to the calling CLIST when the
resource issues the previously specified message and the codes you specify in this
panel are contained in the message. Your CLIST can call the common routine
CDEMATCH to compare data with the information placed in the CODE fields.

The entry fields in the Code Processing panel have the following purpose:

CODE], 2, 3
Data entered in these fields is compared with data from the user command
list (CLIST). The data in the command list is typically pulled from the
message. Therefore if the codes defined here match up with codes from the
message text, a value is returned to the command list. You need not use all
of the three CODE fields.

Value Returned
If all the CODE fields defined match up with those from the command list,
the value placed in this field is returned to the command list to be used for
decision making.

Example:
Code 1 Code 2 Code 3 Value Returned
ABEND=* SA22 ABENDING

The user command list compares Code 1 and Code 2 to codes it pulled from the
message. If the codes match, the corresponding value is returned to the command
list. Therefore, if in our example, ABEND* and SA22 match with the command list
codes, the value ABENDING is given to the command list (which could be used to
update a status). More information about this panel is given in the online help.

User Defined Data
SA 0S/390 displays the User Defined Data panel if you entered the action code
USER into the Action column from panel Message Processing.
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4 COMMANDS ~ HELP h
AOFPISSU User Defined Data
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Subsystem : HSM
Message ID : ARCO909E
To change keyword-data pair, specify the following:
Keyword
Data
LIMIT
97%
N J

Figure 97. User Defined Data Panel

You can use this panel to let SA OS/390 perform user specified actions in case the
current message requires more specific automation than provided by the generic
routines. Using the ACFFQRY common routine from within a CLIST, you can
retrieve the keywords entered into this panel and process them as needed. Syntax
rules for how to specify user data is available in the online help. For information
on how to use ACFFQRY in a CLIST refer to [System Automation for QS/39(

Programmer’s Referencd.
More About Policy ltem STARTUP

The STARTUP policy item can be used to define several command sequences
which are executed if an application requires certain start types depending upon
the circumstances, such as a cold start, warm start or recovery start. By means of
the INGREQ command, you can specify which command sequence should be
taken.

Or, you can use this facility for performance improvements: If for example, as
shown in Eigure 98, application A depends on application B and B in turn depends
on C and A also has a PREPAVAILABLE relation to C, then after C is started, you
can have SA OS/390 issue a sequence of prestart commands to A while the
supporting resource B is starting.

W
PREPAVAILABLE

Figure 98. Using STARTUP Policy
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If you select policy item STARTUP from the Policy Selection panel for Applications
(Ei ), you come to the Subsystem Startup Processing panel
shown in .

COMMANDS ~ ACTIONS HELP

AOFGASTT Subsystem Startup Processing

Command ===>

Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE

Subsystem  : APPC
Description : APPC/MVS automation policy

To specify automated commands when starting this subsystem,
select the appropriate startup phase.

Action Phase Description Cmd
PRESTART  Executed before startup is initiated

STARTUP Executed to initiate the startup
POSTSTART Executed after startup has been initiated

Figure 99. Subsystem Startup Processing Panel

For each application, you can specify a list of commands (startup procedures)
which will be used before the application is started, to start the application and
also after the application has started. All specified commands will be processed
during the different startup phases of the application. The STARTUP policy item is
used to specify all the necessary commands.

The advantage of this concept is that you can have SA OS/390 perform certain
actions for the preparation of an application. For example, before starting CICS,
you can have the VTAM major node activated.

You can specify commands for the following startup phases:

PRESTART
Commands entered under this type are issued before the application is
started. You can use these to perform some preparations, for example, let
SA 0S/390 issue VTAM commands to activate additional connections.

STARTUP
You should enter only one command. This will be issued to start the
application.

If you select this option, you need to specify the complete startup
command, otherwise, no automatic startup command is generated from the
policy specified in the APPLICATION INFO policy item (in entry fields
Job Name and JCL Procedure Name).

POSTSTART
Commands entered under this type are issued immediately after the
START command has been issued.

The CMD field displays the number of commands that have been entered for a
particular startup entry.
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For all of these options, you come to panel Startup Command Processing
(Figure 100) where you can enter the startup commands that are specific to the
current application.

COMMANDS  HELP
AOFGASTC Startup Command Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : IMS2 Enterprise Name : YOUR_ENTERPRISE
Subsystem . IMS2
Startup Phase : PRESTART
Scheduling Subsystem . . MSTR, JES Subsystem or blank
JCL Procedure Name . . . (Proc used with JOBNAME=)
Parameters . .
Enter Subsystem Startup Parameters(above)
Type Automated Function/'=*'
Command text
WARM NETOPER
VARY NET,ACT,ID=APL&SUBSJOB
WARM JESOPER__
MVS $SI UB-U5
o J

Figure 100. Startup Command Processing Panel

You can fill in the following fields:

Scheduling Subsystem
This specifies the name of the subsystem (application) that is to schedule
the current application, as follows:

MSTR indicating that the application is scheduled directly by the OS/390
master scheduler.

blank indicating that the application is scheduled by the primary JES.

other indicating that the application is scheduled by another scheduling
subsystem. The value entered is the name of that subsystem. The
subsystem specified must be defined as being type JES2 or JES3
(see Application Type in the Define New Entry Panel for
Applications [Eigure 87 on page 141).

This field is optional.

JCL Proc Name
Specifies the name of the JCL procedure used to create this instance of the
application. If specified, the default start command for the application will
be:

MVS S procname,JOBNAME=jobname
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where procname is the JCL procedure name and jobname is the job name
specified above. If no JCL procedure name is specified, the default start
command is:

MVS S jobname

Note: If you are running an MVS version earlier than 5.1 you should leave
this field blank.

Parameters

Specifies the desired application startup parameters. These values are
added onto the MVS START command for the application. For example,
the desired start command for VTAM may be:

S VTAM,,, (LIST=00)

Therefore, if this command is to be submitted from SA OS/390, the
parameters field should contain: ,,, (LIST=00).

Whatever is entered in the parameters field is appended directly to the
MYVS START command for the subsystem. Therefore, the commas
preceding (LIST=00) are necessary.

If at least one start command is available in the scrollable portion, no additional
command is generated automatically, based on the entry fields in the panel’s top

section.

However, the values from the fields can be used within the command text

from any command via the variables &SUBSSCHEDSS, &SUBSPROC,
&SUBSSPARM, giving a high degree of flexibility for the specification of the
commands.

The scrollable portion of the panel defines the start commands:

Type

Enter the condition (for example, ALWAYS) for which the command
should be executed. If no value is entered, SA OS/390 takes ALWAYS as
the default. Any value (for example, WARM, COLD, or RESTART) is
allowed and can be used as the start type with the INGREQ command.
The INGREQ command uses NORM as its default.

Automated Function/"*’

Enter the name of the automated function under which the command is to
run. If the field is left blank, the function defaults to the one currently
running the command list. SA OS5/390 automated functions are mapped to
NetView automation operators. This is documented in

Note: Entering an "*’ enables return code checking for the specified
command. This means, processing continues if the command returns
a return code of 0. In all other cases the processing is stopped
immediately. If running in ASSIST mode, return code checking is
disabled.

Command Text

Enter the command or command list to be issued. Any system command
must be prefaced with MVS.

A maximum of 99 commands can be entered.
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More About Policy Iltem SHUTDOWN
If you select policy item SHUTDOWN from the Policy Selection panel for

Applications (Ei ), you come to the Subsystem Shutdown
Processing panel shown in .

4 COMMANDS ACTIONS HELP )
AOFPISSH Subsystem Shutdown Processing
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Subsystem : APPC
Description: APPC/MVS automation policy
To specify automated commands or replies when shutting down this subsystem,
enter the appropriate action for the particular shutdown phase.
Actions: CMD = Command REP = Reply
Action Phase  Description Cmd Rep
cmd___ INIT Executed when shutdown initiated
NORM Executed when normal shutdown invoked 1
IMMED  Executed when immediate shutdown invoked
FORCE  Executed when force shutdown invoked 2
FINAL  Executed after final termination msg
- J

Figure 101. Subsystem Shutdown Processing Panel

Similar to the startup processing of applications described in the previous section,
you can specify certain options on how to process an application’s shutdown here:

INIT

NORM

Initial shutdown commands are issued when an application shutdown
process is initiated. The specified commands are issued on every
application shutdown attempt. Initial shutdown commands are issued only
once per application and per shutdown request.

If you specified a PREPUNAVAILABLE relationship, then the commands
listed under INIT will be executed if the condition is satisfied.

Initial shutdown commands do any necessary processing for an application
when shutdown begins. For example, you can use initial shutdown
commands to issue a warning to any logged-on users that the application
will be shutting down. Or, for the JES2 subsystem, you may wish to stop
users on JES2 NJE lines from starting new transmissions or sessions.

The initial shutdown commands should not be used to actually shut the
application down as unpredictable results may occur.

Normal shutdown commands or replies actually stop an application. These
are the commands and replies that are used to perform a normal, orderly
application shutdown.

IMMED

Immediate shutdown commands and replies are operator commands that
force an application shutdown without delays. For example, normal
shutdown commands may issue a warning message and wait for an
interval of time before issuing the actual shutdown command. In contrast,

Chapter 5. Defining Automation Policy 173



Application Policy Object

174

commands defined as immediate shutdown commands would not issue
any warnings or delay issuing the shutdown command.

FORCE
Like immediate shutdown commands and replies, forced shutdown
commands and replies force an application shutdown without delays. You
may choose to define different commands and replies for immediate and
forced shutdowns, even though these shutdown types are very similar.

FINAL
The commands that you will specify in the follow on panel will be
executed after the shut down application has issued the final termination
message. In the action field for this type of shutdown processing, you can
only specify CMD (C).

SA 0OS/390 will issue an error message when the automation control file is loaded
if you have defined any applications for which there are no shutdown commands.

You can use the multiple pass feature to issue one or more groups of shutdown
commands or replies for all shutdown types except initial shutdown. Commands
or replies with 1 in their corresponding pass fields are the entries that are issued
during the first attempt at shutting down the subsystem. If after a specified
amount of time (entered in the Shut Delay parameter of the Application
Automation Definition panel) the subsystem is not yet down, another attempt (or
pass) is tried. The next pass runs all entries that have 2 in their pass field. This
continues until the subsystem is down. Each pass may consist of zero or more
commands and zero or one reply. Note that issuing multiple replies on a single
pass is NOT advisable. Either code secondary replies on subsequent passes or
chain them through the automation table and ISSUEREP.

All commands for a given pass are processed before any replies for that pass are
processed. After each set of commands and replies is issued, SA OS/390 will wait
for the amount of time defined in the Shut Delay field on the Application
Automation Definition panel. After that time, if a call to the application monitor
routine shows that the application has not shut down, the commands and/or reply
defined for the next pass will be issued. If a call to the application monitor routine
shows that the application has shut down, any subsequent shutdown passes will
not be processed. If the final termination message is not received within the time
specified in AOFSHUTDELAY, SA OS/390 assumes that the application is down.

If SA OS/390 processes all the shutdown passes defined for an application and the
application monitor routine still shows the application as active, a warning is sent
to the operator and the application status is set to STUCK.

The next panel displayed depends on the shutdown processing that you specify for
the shutdown phases (INIT, NORM, ... FINAL) on the Subsystem Shutdown
Processing panel. You can specify either command processing CMD (C) or reply
processing REP (R) for all shutdown types (except for FINAL, where you can
specify only CMD). How to proceed on these follow on panels is described in
sections:

4 : ”
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Command Shutdown Processing for INIT and FINAL
For INIT and FINAL shutdown commands, the Shutdown Command Processing

panel is displayed. [Figure 103 is an example. Specify the text of the command to be
issued in the Command Text field. Also specify a value in the Type field: Enter the
condition for which the command should be executed. NORM, IMMED and
FORCE are the permissible values and correspond to the shutdown phases
SHUTNORM, SHUTIMMED and SHUTFORCE.

Optionally, specify the automated function under which each command is to run in
the Automated Function field. If no automated function is specified for a
command, it runs under the AOFWRKxx automated function that is responsible for
that subsystem. SA OS/390 automated functions are mapped to NetView
automation operators. This is documented in

You cannot issue multiple passes of initial shutdown commands, neither should
you invoke MDFYSHUT.

4 COMMANDS ~ HELP )
AOFPISIC Shutdown Command Processing

Command ===> SCROLL===> PAGE

Entry Type : Application PolicyDB Name  : DATABASE_NAME

Entry Name : VTAM Enterprise Name : YOUR_ENTERPRISE

Subsystem: VTAM

Shutdown Phase: INIT

Enter commands to be executed when the selected shutdown phase is invoked
for this subsystem. Type may be NORM, IMMED or FORCE.

Type Automated Function/'*'
Command text

MVS SEND 'VTAM COMING DOWN SHORTLY'

Figure 102. Shutdown Command Processing Panel for INIT and FINAL

Command Shutdown Processing for NORM, IMMED and FORCE
For NORM, IMMED, and FORCE shutdown commands, the Shutdown Command
Processing panel is displayed. Eigure 103 on page 17d is an example. Specify the
text of the command to be issued in the Command Text field. Optionally, specify
the automation operator under which each command is to run in the Automated
Function field. SA OS/390 automated functions are mapped to NetView
automation operators. This is documented in [[ahle 11 on page 264 If no
automation operator is specified for a command, it runs under the AOFWRKxx
automated function that is responsible for that subsystem.

If you use the multiple pass feature for your shutdown commands, specify the
pass on which each shutdown command is to be issued. If you do not specify a
pass for a command, it will be issued on every pass.
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For example, Eigure 103 defines the normal shutdown commands issued for the
VTAM subsystem. This example defines two passes of shutdown commands. On
the first pass, the command MVS Z NET,QUICK is issued. On the second pass, the
command MVS Z NET,CANCEL is issued.

If you want to use MDFYSHUT to change the shutdown pass processing, you
should specify it as a command on one of the passes.

4 COMMANDS  HELP
AOFPISHC Shutdown Command Processing Row 1 to 2 of 21
Command ===> SCROLL===> PAGE

Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE

Subsystem : APPC
Shutdown Phase: NORM

Enter commands to be executed when the selected shutdown phase is invoked
for this subsystem.

Pass Automated Function/'s'
Command Text

1

MVS Z NET,QUICK

2

MVS Z NET,CANCEL
- v

Figure 103. Shutdown Command Processing Panel for NORM, IMMED, and FORCE

Reply Shutdown Processing

For NORM, IMMED, and FORCE shutdown replies, the Shutdown Reply
Processing panel is displayed if you enter action code REP. Ei

is an example. Specify the retry count in the Reply Count field. This value specifies
the number of times, at 2-second intervals, that SA OS/390 checks for an
outstanding reply number in the automation status file. This checking process is
used to determine whether SA OS/390 should retry issuing the reply if the first
attempt is not successful. The checking process continues until one of the following
occurs:

* A reply number is found in the automation status file and the reply is issued.

* The number of retries reaches the value specified in the Retry Count field. In
this case, the reply is not issued, and common routine ACFREP issues a nonzero
return code. The shutdown process will issue an AOF7501 message.

A pass number is required for each shutdown reply.

For INIT, you cannot issue multiple passes of initial shutdown replies. Therefore
the Shutdown Reply Processing panel only contains fields for the reply text.
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4 COMMANDS ~ HELP h
AOFPISHR Shutdown Reply Processing Row 1 to 5 of 20
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Subsystem : APPC
Shutdown Phase: NORM
Enter the replies to be issued when the selected shutdown phase is invoked
for this subsystem.
Pass Retry Reply Text
Count
19 SHUT
3. 9 I TA
4 9 1 TERACQ
5 9. END
o J
Figure 104. Shutdown Reply Processing Panel for NORM, IMMED and FORCE
More About Policy ltem MEMBER OF for Applications
The Member of panel appears if you select policy item MEMBER OF from the
Policy Selection panel for applications.
4 COMMANDS  HELP h
AOFGXMOF Member of
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : SCENARIO
Entry Name : AOR1 Enterprise Name : SCENARIO
Own Resource... ...is a member of Preference Nature
AOR1/APL/SYS1 AOR_G/APG 700 MOVE/SERVER
AOR1/APL/SYS2 AOR_G/APG 700 MOVE/SERVER
J

Figure 105. Member of Panel for Applications

In our example, this panel is invoked for application AOR1 which is a member of
a Sysplex Application Group. In such a case, you will see all resources generated
for the sysplex.

More About Policy Iltem SYSTEM ASSOCIATION

This policy item is available for user purposes only. It is not used for automation
by SA OS/390.
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If you select an application group’s policy item SYSTEM ASSOCIATION,
SA 0S/390 displays the System Association panel.

4 COMMANDS  ACTIONS VIEW HELP )
AOFGLPDO System Association
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : APPC Enterprise Name : YOUR_ENTERPRISE
Action Association System Sysplex
PRIMARY SYSTEM_AOCA SYSPLEX_AOCPLEX
PRIMARY SYSTEM_AOCB SYSPLEX_AOCPLEX
PRIMARY SYSTEM_AOCC SYSPLEX_AOCPLEX
PRIMARY SYSTEM_AOCD SYSPLEX_AOCPLEX
PRIMARY SYSTEM_KEY6 SYSPLEX_KEY67
PRIMARY SYSTEM_KEY7 SYSPLEX_KEY67
PRIMARY SYSTEM_KEY1 SYSPLEX_SYSP
= J

Figure 106. System Association Panel

SA 0OS/390 defines the concept of primary and secondary systems for applications
for your convenience.

The System Association panel displays the current system association information
for the selected application. System associations help determine whether or not
SA 0S/390 is going to start an application that is linked to the system. There are
two types of associations that can exist between a system and an application:

Primary
A system is a primary system for an application if the application is
normally meant to be running there. SA OS/390 starts the application on
all the primary systems defined for it.

Secondary
A system is a secondary system for an application if it is defined to
automation on that system, but the application is not normally meant to be
running there. Secondary systems are systems to which an application can
be moved in the event that one or more of its primary systems are
unavailable. SA OS/390 does not start the application on its secondary
systems.

A system can be a primary system for certain applications and a secondary system
for others. Primary or secondary association for a system depends on the
relationship between the applications and the system.

If you do not wish an application to be defined to automation on a system, you
should remove the linkages between either the system and the application group
containing the application or between the application group and the application.

SA 0OS/390 always starts applications on primary systems, and never starts them
on secondary systems, but does not provide any other mechanism for coordinating
applications between primary and secondary systems. OS/390 provides the
intersystem coordination for applications which are recovered by Automatic Restart
Manager. If you wish to use primary and secondary associations with an
application that does not use Automatic Restart Manager or which requires cross
sysplex recovery, you must provide your own coordination mechanism.
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If primary or secondary associations are set, then the statuses MOVED and
FALLBACK are applicable. The MOVED and FALLBACK statuses are defined to
deal with the concept of primary and secondary systems. These statuses are
different from an AUTODOWN or CTLDOWN status associations:

* MOVED - The application is not running on this (primary) system. It should be
active on another system.

* FALLBACK - The application is not running on this (secondary) system. It
should be active on another system.

Refer to “Automation Flags” on page 41 for more information on automation

statuses.

Using MOVED and FALLBACK

SA 0OS/390 provides two automation statuses, MOVED and FALLBACK, to handle
applications which normally run on one system (the primary) but which can run
on an alternative system (the secondary) if the primary is unavailable.

SA 0OS/390 does not provide any logic to actually perform a fallback from a
primary to a secondary system. If you want cross-system fallback, you have to
provide the coordinating logic yourself.

If you want the application moved automatically you will have to write your own
code or define a MOVE-group. You can put applications into MOVED or
FALLBACK status either through SETSTATE or AOCUPDT.

Defining JES Subsystems

When creating an application, you can define it either as a JES2 or JES3 subsystem
using the entry field Application Type (see L ication”

). The Policy Selection panel will display additional policy items that
relate specifically to the specified JES.

For JES2 the additional policy items are:
+ JES2 SPOOLFULL

* JES2 SPOOLSHORT

+ JES2 DRAIN

For JES3 the additional policy items are:
 JES3 SPOOLFULL

* JES3 SPOOLSHORT

* JES3 MONITOR

+ JES3 ABENDS

The remainder of this section contains information required for both JES2 and JES3.
I'Policy Items for JES2 & 1]ﬁqycfpmc" onpage 181l and & i

Bubsystems” on page 184 contain information specific to these JES subsystems.

There are two types of spool problems that are recovered by SA OS/390, both
relating to excessive spool usage:

SPOOLSHORT
This recovery is initiated when a HASP050 message is received. It will be
prefixed by a character indicating the JES2 subsystem from which it came.
Your NetView automation table needs to be updated to have an entry with
the correct prefix coded for each JES2 whose spool you want SA OS/390
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to recover. The message indicates that your current spool utilization has
exceeded the current TGWARN value on that JES. TGWARN is defined in
the SPOOLDEEF statement in your JES initialization member and can be
changed dynamically. SA OS/390 will base its recovery targets on the
value of TGWARN when the recovery is initiated, so dynamically changing
its value will not affect an in-progress recovery.

SPOOLFULL
This recovery is initiated when a HASP355 message is received. The
message indicates that all the spool volumes associated with the JES are
full. Recovery targets in this case are based on a figure of 100% spool
utilization.

You should code TGWARN so that a SPOOLSHORT recovery will be initiated
before a SPOOLFULL condition is reached. If this is not done, the recovery process
may become unpredictable. When resetting after a SPOOLFULL condition, the
problem is downgraded to a SPOOLSHORT. SA OS/390 expects the previously
running SPOOLSHORT recovery to activate and try to downgrade the problem to
an OK. Without the prior SPOOLSHORT recovery, the spool status will remain in
SPOOLSHORT after a successful SPOOLFULL recovery.

JES2 Spool Recovery Process
When a recovery is initiated, a recovery target is worked out by finding either the

current TGWARN value for SPOOLSHORT or by using 100% for SPOOLFULL and
subtracting the appropriate buffer value. An EVERY timer is used to run the pass
processor every RETRY interval.

The first thing the pass processor does is to issue a D SPOOL to the JES to obtain
the current spool usage. If it is less than the recovery target, it stops the recovery
and sets a timer to reset the pass count after the RESET interval. It then issues the
$L SYS to see who is responsible for the recovery. If this pass processor is
responsible, it then checks the Recovery automation flag for the subsystem. If
either of the above conditions is not true, the recovery is suspended and the pass
count is not incremented. A SPOOLSHORT recovery is always suspended while a
SPOOLFULL recovery is running for the same subsystem.

If the pass processor is responsible for the recovery, and the Recovery automation
flag is enabled, the pass processor will then increment the pass count and call
ACFCMD to issue the appropriate commands from the automation control file. By
default, SA OS/390 re-executes the recovery sequence from pass 1 if all recovery
actions have been taken and the Spool condition is not resolved. You can change
this behavior by setting the appropriate advanced automation option from the
AOFEXDEF exit.

You can use the AOFSPOOLSHORTCMD variable (for SPOOLSHORT conditions)
and the AOFSPOOLFULLCMD variable (for SPOOLFULL conditions) to tell

SA 0S/390 to stop recovery attempts when all commands have been executed and
to issue message AOF294l to inform the operator that manual intervention is
required in order to resolve the Spool condition.

Displaying Spool Status with SDF

The spool status is posted to SDF under the SPOOL generic, with the name of the
subsystem as its specific name. To get these displayed on an SDF panel, you need
status fields for xxxx.SPOOL, elements 1 through n, where n is the number of
different subsystems that use the spool.
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SA 0S/390 Spool Usage Predictions

SA 0S/390 makes predictions about spool usage which are presented to the
operator through the SDF status update. There are three different predictions
made:

Long Linear
This looks at the first data point and the latest data point (data points
occur if either the pass processor runs a spool recovery initialization or a
message is received (HASP050 or HASP355)). It is a simple extrapolation to
find out how long it is until a line drawn between the points would cut
the 100% line.

Short Linear
This is like the long linear, but it is based on the last two data points.

Short 1st order
This takes the last three data points, works out the rate of change between
each pair of consecutive points, then works out the variation between these
two rates of change. It then extrapolates using this (quadratic) variation to
determine when the curve would intersect the 100% lines.

The accuracy of these predictions will depend on the characteristics of your spool
usage and recovery.

The values reported for the predictions are:

hh:mm:ss
This is the time interval until the prediction reached 100%.

NONE
Insufficient data points collected to make the prediction.

STABLE
There is no change in spool usage between the data points. Spool usage is
neither increasing nor decreasing.

SAFE The projected spool usage falls below the lowest data point rather than
reaching 100%.

DROPPING
The latest data point is lower than the others.

FULL The current data point shows 100% spool utilization.

Spool Recovery Limitations

Spool utilization is nonlinear. Activating the recovery procedure introduces a direct
feedback loop. There is a chance that this will lead to your spool exhibiting chaotic
behavior. This is most likely if your recovery commands are aggressive and your
spool is growing rapidly compared to the interval between the recovery passes. It
is probably safest to keep TGWARN high (70%+), use short pass intervals (5-15
minutes), and not to make the recovery commands too aggressive. For example,
PS0000-9999 should not be used on SPOOLSHORT pass 1.

Policy Items for JES2 Subsystems
Eigure 107 on page 181 is an example of a Policy Selection panel for a JES2

subsystem.
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ACTIONS HELP h
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : JES2 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
————————————————————————— JES2 SPECIFIC POLICY---===mmmmmmmmmmmmmm
JES2 SPOOLFULL Define JES2 spool full procedures
JES2 SPOOLSHORT Define JES2 spool short procedures
JES2 DRAIN Define JES2 drain procedures
- J

Figure 107. Policy Selection Panel for JES2 Subsystems

See ['Palicy Ttems for Applications” on page 147 for descriptions of most policy

items on this panel. The additional policy items are:

JES2 SPOOLFULL
Provides for recovery from a JES spool full condition. w
shows the recovery parameters that can be specified for JES2
when this policy item is selected.

JES2 SPOOLSHORT
Provides for recovery from JES spool shortage condition. The recovery
parameters available for JES2 spool shortage recovery are the same as for

spool full recovery. Refer to JES2 Spool Recavery Pracess” on page 180,

JES2 DRAIN
Allows you to specify which JES resources are to be drained and how they
are to be drained in the event that a JES2 shutdown fails.

More About Policy Iltem JES2 SPOOLFULL
If you select policy item SPOOLFULL for a JES2 subsystem, SA OS/390 displays
the Environment Definition: JES2 panel.
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4 N
COMMANDS ~ HELP
AOFPIEJA Environment Definition: JES2
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : JES2 Enterprise Name : YOUR_ENTERPRISE
Enter SPOOLFULL settings.
Retry Time . . . . Spool recovery attempt interval (hh:mm:ss)
Buffer . . . . . . Recovery target below TGWARN (0->50)
Reset Time . . . . Recovery reset interval (hh:mm:ss)
Priority of systems for spool recovery:
CPUID 1 CPU1 2 CPU2 3 4 5 6 7 8
9 10 11 12 13 14 15 16
17 18 19 20 21 22 23 24
25 26 27 28 29 30 31 32
Edit Spoolfull Pass Commands . . NO
o J

Figure 108. Environment Definition: JES2 Panel

The following parameters can be entered:

Retry Time

Buffer

The time interval, in the format hh:mm:ss, between successive recovery
passes.

The default is 5 minutes.

An integer that specifies the amount of spool that is to be recovered under
the threshold that triggered the alert (TGWARN for SPOOLSHORT, 100%
for SPOOLFULL). This integer must be positive and less than 75% of the
threshold value. If an invalid integer is specified, a value of 5 is used.

The default is 5.

Reset time

This is the amount of time that must elapse after the spool has been driven
below the recovery target before the spool incident is considered to be
closed. If the spool exceeds the trigger threshold again before this interval
is up, the recovery will begin again with the next pass, rather than
restarting from pass 1.

The default is 15 minutes.

CPUID 1st - 32nd

An ordered list of system IDs belonging to the JES2 subsystems sharing the
JES spool in a MAS definition. During the recovery an L SYS command is
issued and the first machine in the list that is active on the L SYS display
is assumed to be responsible for handling the recovery.

Note: You must keep the CPUID lists for JES subsystems sharing the spool
space in synchronization.

If SA OS/390 cannot find an active machine in the CPUID list, it will

assume responsibility for the recovery itself. This can lead to multiple

machines issuing recovery commands if your lists are incomplete.

Edit Spoolful Pass Commands

Entering YES in this field allows you to edit the recovery commands.
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Figure 104 shows the SPOOLFULL Processing panel on which you can
enter commands to be issued during SPOOLFULL processing.

4 COMMANDS ~ HELP h
AOFPISPF SPOOLFULL Processing
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : JES2 Enterprise Name : YOUR_ENTERPRISE

Subsystem : JES2
Description : JES2 policy definition

Enter the appropriate commands to issue when SPOOL is full.

Pass Automated Function/'s'
Command Text
1
MSG SYSOP '======> SPQOL ALERT <====== !

2
MSG SYSOP ' JES3 SPOOL SPACE IS FULL !

3
MSG SYSOP ' PERFORM INSTALLATION RECOVERY. '

4
MSG SYSOP '======> SPOOL ALERT  <====== !

- v

Figure 109. SPOOLFULL Processing Panel for JES2

Commands are issued by passes, so a command to be issued on every pass
should be specified with an asterisk * for the pass. Two substitution
variables (EHKVAR1 and EHKVARR2) are available. EHKVAR1 contains the
current spool utilization, and EHKVAR2 contains the recovery target.

Policy Items for JES3 Subsystems
Eigure 110 on page 183 shows a Policy Selection panel for a JES3 subsystem.
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4 ACTIONS HELP h
AOFGEPOL Policy Selection Row 2 to 21 of 22
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : JES3 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
------------------------- JES3 SPECIFIC POLICY-=-=mmmmmmmmmmmmmem
JES3 SPOOLFULL Define JES3 spool full procedures
JES3 SPOOLSHORT Define JES3 spool short procedures
JES3 MONITOR Define JES3 monitor settings and commands
JES3 ABENDS Define JES3 abend thresholds
o J

Figure 110. Policy Selection Panel for JES3 Subsystems

” . . . 77

See for descriptions of most policy
items on this panel. The additional policy items are:

JES3 SPOOLFULL
Provides for recovery from JES spool full condition. For more information
refer to ”

JES3 SPOOLSHORT
Provides for recovery from JES spool short condition. For more information
refer to I”Dpﬁning JES Subsystems” on page 179

JES3 MONITOR
Allows you to define JES3 monitor settings and commands.

JES3 ABENDS
Set thresholds for JES3 abends. For more information on setting thresholds
refer to 'How SA QS /390 1lses Error Thresholds” on page 29

Policy Items for CICS Subsystems

shows the Policy Selection panel for applications that have
been created with application type CICS (see entry field Application Type in

Eigure 87 on page 149). This Policy Selection panel contains additional policy items
for a CICS subsystem.

Some of these policy items are only applicable to a CICS subsystem defined as an
instance. If a subsystem CLASS of type CICS is selected, only the additional policy
item RESOURCE THRESHOLDS will be available.
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~
4 ACTIONS HELP
AOFGEPOL Policy Selection Row 14 to 25 of 25
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : CICS Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
———————————————————————— CICS SPECIFIC POLICY----==--==--=omommm
CICS CONTROL Define CICS subsystem extensions
CICS CONNECTION Select CICS 1ink monitoring definitions
STATE ACTION TABLE  Select CICS state action table
RESOURCE THRESHOLDS Define CICS Resource thresholds
Bottom of data
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE Y

Figure 111. Policy Selection Panel for CICS Subsystems

The CICS specific policy items are:

CICS CONTROL
With this policy item you can define the extended subsystem information
required for CICS Automation. You will reach a panel described in
Abont Policy Ttem CICS CONTROIL” on page 1874 where you can fill in the
required information.

CICS CONNECTION
If you select this policy item, the panel CICS link for Application will be
displayed, showing a list of CICS link definitions previously defined as
described in ILink Definitions” on page 232. Use this policy item to
connect a CICS link monitoring definition to the current CICS subsystem.
This item is described in section CONNECTION of ISystem Automation foi
0S/390 CICS Automation Programmer’s Reference and Qperator's Guidd By
selecting a link here, SA OS/390 creates an entry in the automation control
file as follows:

CONNECTION subsys.connection_id

where connection connection_id is the entry name specified when creating
the entry 40/CCN. You may select multiple connections.

STATE ACTION TABLE
If you select this policy item, SA OS/390 will display panel CICS
StatelAction for Application with a list of CICS state/action tables which
reviously have been defined as described in CICS State/Action Tables’]
m. From this list you can link one state/action table to the
current CICS subsystem.

RESOURCE THRESHOLDS
With this policy item you can manage your CICS resource threshold
definitions for the specific CICS subsystem You will reach the panel CICS
Resource thresholds selection described in
RESQURCE THRESHQIDS” an page 189 where you can fill in the requjred

information.
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More About Policy Iltem CICS CONTROL

With this policy item you can define the extended subsystem information required
for CICS Automation.

4 COMMANDS  HELP h
AOFPCXL CICS control specifications
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : CICS Enterprise Name : YOUR_ENTERPRISE
Application name: CICS
Enter or update the following fields:
APPLid. . . .
Major node. .
Keypoint req. Keypoint request (Yes/No)
SMFID . . . .
Auto operator ( SA13 only )
Start timer ( SA13 only )
Cold timer ( SA13 only )
Warm timer ( SA13 only )
Emerg. timer ( SA13 only )
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UpP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE )

Figure 112. CICS control specifications

Fill in the following fields:

APPLid
Use one of the following;:

APPLID
If XRF=NO is coded on the SIT for this CICS subsystem, use this
keyword to specify the VTAM application identifier, provided that
the name of the VTAM APPL statement and the ACB name
specified in it are the same.

(VTAM APPL name,VTAM ACBNAME)
If XRF=NO is coded on the SIT for this CICS, but the name of the
VTAM APPL statement is different from the ACBNAME specified
in it, code them both in this entry. The VTAM ACBNAME defined
must be the same as that used by the CICS application.

(generic-applid,specific-applid)
If XRF=YES is coded on the SIT for this CICS subsystem,
generic-applid is the name given to both the active and alternate
subsystem and specific-applid is the specific name for this
subsystem. The specific-applid defined must be the same as that
used by the CICS application.

Major node
The VTAM node for this CICS subsystem. This is used for recovery
procedures when the VTAM ACB is not active.

Keypoint req
Determines whether or not a CICS keypoint is required and whether or not
Indoubt UOWs can exist. If KEYPOINTREQ=YES is specified, and a
keypoint is missed, warning message EVE677 is issued during the

Chapter 5. Defining Automation Policy ~ 187



Application Policy Object

188

shutdown. The status will also be changed to stopping if SA OS/390
determines that an immediate restart of CICS is unlikely.

KEYPOINTREQ is applicable to CICS TS and pre-CICS TS systems. When
KEYPOINTREQ=YES is specified, and warm keypoint data is not available
or UOWSs indoubt exists, then SA OS/390 forces the next start type of
CICS to be AUTO irrespective of what has been specified in the SIT or by
the operator. If a CICS start type of AUTO is always specified, either by
the SIT or by the operator, then the KEYPOINTREQ parameter is not
needed.

At the last shutdown of CICS, if no CICS warm keypoint was taken or if
indoubt UOW(s) existed, then if KEYPOINTREQ=YES is defined in the
automation control file, a message is issued if you have chosen a
non-AUTO start type (that is, INITIAL or COLD). You then have the
option of specifying override=UOW to force a COLD or INITIAL start.
Note however that if the application is being started via a schedule and
start type COLD or INITIAL was set (via say INGSET) and if the above
mentioned conditions exist, then automation will start the application with
starttype AUTO.

SMFID
A CICS Automation command processor creates SMF records that contain
subsystem names, job names, application identifiers, event types, and event
data. These records can be used for availability reporting. The SMF record
number used is 215. If you don’t want record number 215 used, then use
this keyword to specify a different record number.

AUTO-OPERATOR
(SA OS/390 1.3 only); Identifies the keyword used in the control file entry
described in section AUTOOPS--Automation Operators in System Automation
@, 90) A 1 or's Refe e and One ’, idd

START TIMER
(SA 0S/390 1.3 only); The time in which a startup must initiate before an
alert is sent to the operator. This is expressed in minutes and seconds
(mm:ss). The default is 1 minute.

COLD TIMER
(SA 0S/390 1.3 only); The time in which a cold start must complete before
an alert is sent to the operator. This is expressed in minutes and seconds
(mm:ss). The default is 8 minutes.

WARM TIMER
(SA 0S/390 1.3 only); The time in which a warm start must complete
before an alert is sent to the operator. This is expressed in minutes and
seconds (mm:ss). The default is 3 minutes.

EMERG.TIMER
(SA 0OS/390 1.3 only); The time in which an emergency start must
complete before an alert is sent to the operator. This is expressed in
minutes and seconds (mm:ss). The default is 7 minute.

The extended CICS subsystem automation that you define here is also described in
section CICSCNTL of |Sustems Automation fnr QS/390 CICS Automation prngvnmmpr'cl

Reference and Qperator’s Guidd.
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More About Policy ltem RESOURCE THRESHOLDS
With this policy item you can define CICS resource thresholds.

4 COMMANDS ~ HELP N
AOFPIMF3 CICS Resource thresholds selection Row 1 to 10 of 20

Command ===> SCROLL===> PAGE

Entry Type : Application PolicyDB Name  : DATABASE_NAME

Entry Name : CICS Enterprise Name : YOUR_ENTERPRISE

Application name: CICS

Select CICS resource thresholds to be altered.

F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE

Figure 113. CICS Resource thresholds selection

From this panel you can do the following:

* Add a CICS resource threshold definition by entering a name on one blank line
and entering an S in front of the entry to select it to edit the thresholds. For the
rules that apply to the CICS resource threshold names, refer to the panel’s online
help.

Pressing enter after typing a name and the S, brings you to the Thresholds

Definition panel shown in [Figure 19 on page 41 where you can define

thresholds.

* Rename CICS resource thresholds by typing the new name over the current
name.

* Delete CICS resource thresholds by blanking out the name. All automation
policy for that resource threshold will be deleted.

 Edit the thresholds for the CICS resource thresholds by entering an S in the
input field before the resource name. Note that you can select multiple entries in
which case the thresholds panel will be displayed once for each selection,
without having to return to this panel between selections.

Note: If the update to any CICS resource thresholds results in all of the thresholds
being deleted then those resources will no longer be found in the ACF
created during the next 'build’. This can result from one of the following
scenarios:

* Creating a new resource threshold name by entering the name in one of
the null entries but not entering S to select the entry to define the
thresholds.

 Editing an entry and resetting all the thresholds to blank.
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Policy Items for DB2 Subsystems

Figure 114 shows the Policy Selection panel for applications that have been created
with application type DB2 (see entry field Application Type in

@AEE). This Policy Selection panel contains additional policy items for a DB2
subsystem.

Some of these policy items are only applicable to a DB2 subsystem defined as an
instance. If a subsystem CLASS of type DB2 is selected, only the additional policy
item RESOURCE THRESHOLDS will be available.

4 ACTIONS HELP )
AOFGEPOL Policy Selection Row 14 to 23 of 23

Command ===> SCROLL===> PAGE

Entry Type : Application PolicyDB Name : DATABASE_NAME

Entry Name : DB2 Enterprise Name : YOUR_ENTERPRISE

Action Policy Name Policy Description

DB2 CONTROL Define DB2 Control entries
RESOURCE THRESHOLDS Define DB2 resource Thresholds

Bottom of data

F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE

Figure 114. Policy Selection Panel for DB" Subsystems

The DB2 specific policy items are:

DB2 CONTROL
With this policy item you can specify additional data for a DB2 subsystem.

For more information refer to mem

RESOURCE THRESHOLDS
With this policy item you can manage your DB2 resource threshold
definitions for the current DB2 subsystem. These will overwrite the default
threshold definition - if any - for DB2 subsystems running on the system
where the current DB2 subsystem will run. You will reach the panel DB2
Resource thresholds selection which is equal to the CICS Resource

thresholds selection panel shown in Eigure 113 on page 189,

More About Policy ltem DB2 CONTROL
With this policy item you can specify the following additional data for a DB2
subsystem:

* DB2 subsystem id

* Active log data set

* Log full threshold

¢ Shutdown if indoubt

* TSO logoff delay

e STOP dataspace delay
* Connection Mon.Cycle

* Thread termination delay
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¢ Thread termination cycles
* Log full iterations
* Active log alert

Refer to the online help of that panel for further details.

4 COMMANDS ~ HELP )
AOFPDXL DB2 control entries
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : DB2 Enterprise Name : YOUR_ENTERPRISE
Application name: DB2
Enter or update the following fields:
DB2 subsystem id . . DSNP
Active log dataset . 'SYS1.PROD.DNLOGP'
Log full threshold . 95_ percent
Shutdown if indoubt. _ Yes/No
TSO Tlogoff delay . . Seconds
STOP dataspace delay Seconds
Connection Mon.Cycle Seconds
Thread term. delay . Seconds
Thread term. cycles.
Log full iterations.
Active log alert . . Seconds
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE
J

Figure 115. DB2 control entries Panel

Policy Items for IMS Subsystems
Eigure 116 on page 192 shows the Policy Selection panel for applications that have
been created with application type IMS (see entry field Application Type in
i ). This Policy Selection panel contains additional policy items
for an IMS subsystem.

Some of these policy items are only applicable to an IMS subsystem defined as an
instance. If a subsystem CLASS of type IMS is selected, only the additional policy
items IMS ENVIRON and RESOURCE THRESHOLDS will be available.
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~
4 ACTIONS HELP
AOFGEPOL Policy Selection Row 14 to 25 of 25
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : IMS Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
———————————————————————— IMS SPECIFIC POLICY-----=---=------""o"--
IMS CONTROL Define IMS Control region entries
IMS ENVIRON Define IMS Environ tailoring entries
STATE ACTION TABLE  Select IMS state action table
RESOURCE THRESHOLDS Define IMS resource Thresholds
Bottom of data
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE Y

Figure 116. Policy Selection Panel for IMS Subsystems

The IMS specific policy items are:

IMS CONTROL
Use this policy item to define additional IMS information for the IMS
CONTROL REGION subsystem. This is described in ISystem Automation foil
DS/390 IMS Automation Prngmmmpr'q Rpfpwnrp and Opprﬂfnr’q Guidd in
section IMSCNTL. This policy item is only defined for an IMS control
re%ion. For more information refer to [‘Mare Ahout Palicy Ttem TMSY

IMS ENVIRON
Use this policy item to define additional IMS information for all types of
IMS subsystems. This is described in the Bystem Automation for 0S/390 IMS
Wutomation Prnomrnmpr’q Reference and ()npmfnr'q Guidd in section
ENVIRON. Thls policy item should be defmed for every region that is part

of an IMS system. For more information, refer to ['Mare About Policy ITter

MS ENVIRON” on page 194.

RESOURCE THRESHOLDS
With this policy item you can manage your resource threshold definitions
for this IMS subsystem. It will override any other system default threshold
definitions. You will reach the panel IMS Resource thresholds selection
which is similar to the CICS Resource thresholds selection panel shown in

Eigure 113 on page 18d where you can fill in the required information.

STATE ACTION TABLE
If you select this policy item, SA OS/390 will display a list of state/action
tables which previously have been defined as described in FIMS
Btate /Action Tables” on page 238. From this list you can link one
state/action table to the current IMS subsystem or change or remove an
existing link.

More About Policy ltem IMS CONTROL

If you select policy item IMS CONTROL from the Policy Selection panel for IMS
subsystems, SA OS/390 brings up the following panel where you describe the
IMS/DC control region.
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4 N
COMMANDS ~ HELP
AOFPIXL IMS control specifications
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : IMS Enterprise Name : YOUR_ENTERPRISE
Subsystem: IMS
Enter or update the following fields:
APPLid. . . .
APPL1 connect
APPL2 connect
Major nodel.. ( SA13 only )
Major node2.. ( SA13 only )
Other majorl. ( SA13 only )
Other major2. ( SA13 only )
Default HSBID 1
Startup parml
Startup parm2
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE
J

Figure 117. IMS control specifications Panel

The fields that you enter or update have the following meaning:

APPLid
identifies the receiver/sender name when the program-to-program
interface is initiated and used. Use one of the following:

Applid
Use this keyword if this subsystem is defined as non-XRFE.

(generic-applid,specific-applid)
If this subsystem is defined as XRF-capable, then use

generic-applid as the name given to both the active and alternate

subsystem and specific-applid as the specific name for this
subsystem.

Appl1/Appl2 connect
If you want SA OS/390 automation to check that the IMS APPLID is

connectable prior to starting IMS, specify a value here for the IMS APPLID.
APPLID1 or APPLID? identifies the VTAM name. Use the specification
APPLID1 for a non-XRF IMS subsystem. If the system is an XRF IMS, use
both the APPLID1 and the APPLID2 specifications to define both APPLIDs
that can be used by the IMS subsystem. APPLID1 will be checked when
the HSBID is 1, APPLID2 will be checked when the HSBID is 2.

Major nodel/2

SA 0S/390 1.3 users: If you want SA OS/390 automation to check that the
IMS VTAM Major Node is active (and make it active if it is not) prior to
starting the IMS control region, then specify the correct major node here.
The specification for an XRF IMS subsystem is similar to that for APPLIDs.

SA 0S/390 2.1 users: Specify the VTAM V NET,ACT, ID=xxx or V

NET, INACT, ID=xxx commands for the required nodes in the Prestart and
the Postshutdown command entries for each start type of the IMS control
region policy. Alternatively, if you wish the startup/shutdown to wait until
the node is active/inactive use the following commands:
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 Active: PIPE CORRCMD V NET,ACT,ID=xxx | CONS
+ Inactive: PIPE CORRCMD V NET,INACT,ID=xxx | CONS

Other major1/2
SA 0S/390 1.3 users: If you want SA OS/390 automation to check that any
other VTAM Major Node is active (and make it active if it is not), then
specify the correct node name here. The specification for an XRF IMS
subsystem is similar to that for APPLIDs.

SA 0S/390 2.1 users: Specify the VTAM V NET,ACT, ID=xxx or V

NET, INACT, ID=xxx commands for the required nodes in the the Prestart
and the Postshutdown command entries for each start type of the IMS
control region policy. Alternatively, if you wish the startup/shutdown to
wait until the node is active/inactive use the following commands:

e Active: PIPE CORRCMD V NET,ACT, ID=xxx | CONS
* Inactive: PIPE CORRCMD V NET,INACT, ID=xxx | CONS

Default HSBID
For an XRF IMS control region, the DEFLTHSB specification describes the
preferred HSBID to be used when restarting an IMS system in situations
where it does not matter which HSBID is used (in terms of IMS recovery).

Startup parm1/2
If you have additional parameters that should be appended to the startup
command to start IMS, then specify them here. For a non-XRF IMS
subsystem, specify your local parameters using the PARMS1 parameter. For
an XRF IMS subsystem, the parameters used will be based on the current
HSBID. For example, if HSBID=1, then the parameters coded on the
PARMSI1 parameter will be used.

More About Policy Iltem IMS ENVIRON

If you select policy item IMS ENVIRON from the Policy Selection panel for IMS
subsystems, SA OS/390 brings up the following panel where you describe
additional information for IMS subsystems.
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4 COMMANDS  HELP )
AOFPIEN IMS Environ specifications
Command ===>
Entry Type : Application PolicyDB Name  : DATABASE_NAME
Entry Name : IMS Enterprise Name : YOUR_ENTERPRISE
More:
The following field can only be modified on the APPLICATION INFO definitions:
Subtype . . . . . . .. CTL
Enter or update the following fields:
XRF . . . . . . ... YES NO
Shutgo. . . . . . . .. YES NO
IMS subsystem ID. . . . IMS Subsystem ID
Default start type. . . AUTO COLD BUILDQ WARMSDBL
Default force . . . . . DUMP NODUMP
Applid connect. . . . . YES NO
Broadcast delay . . . . Minutes
Force transfer delay. . Minutes
Immed transfer delay. . Minutes
Region recovery delay . Minutes
Shutdown verify delay . Minutes
Shutdown exit . . . . . User exit name ( SA13 only )
Control region name . . Subsystemname of owning control region
Start monitoring delay. Seconds
DB control. . . . . . . YES NO
XRF details if XRF = YES
Start type (shutdown) . AUTO COLD BUILDQ WARMSDBL
Start type (recovery) . AUTO COLD BUILDQ WARMSDBL
XRF Synchronization . . YSNPT
Default XRF start type. XRF ACTIVE BACKUP
XRF shut delay. . . . . Seconds
XRF Watch wait. . . . . Seconds
XRF unlock delay. . . . Minutes
XRF alternate start . . YES NO ( SA13 only )
XRF new alternate start YES NO ( SA13 only )
Non automatic takeover. YES NO
Partner subsystem ID. . IMS subsystem ID of partner IMS
Partner domainid. . . . Netview domain ID of partner IMS
Partner subsystem . . . Subsystem name of backup control region
XRF Watch notify. . . . Seconds
XRF Watch alert . . . . Seconds
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE )

Figure 118. IMS Environ specifications Panel

The ENVIRON entry serves as the main facility to tailor the operation of IMS
Automation. The ENVIRON entry should be coded for each region which is a part
of an IMS system. Many of the keyword parameters are not required for non-XRF
systems. The syntax specification indicates those keyword parameters required for
any IMS control region definition. When defining an XRF IMS subsystem, refer to
the description of individual parameters to determine the requirements.

Fill in the following fields:
XRF  This parameter is required for the control region only. It specifies whether

the control region will be executing as an XRF complex.

Note: Specifying XRF=NO in conjunction with the Partner domain and
Partner subsystem keyword parameters indicates an FDR enabled
IMS.
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Shutgo
This parameter is required for the control region only. Specifying YES will
allow shutdown of a control region to progress from a normal shutdown,
then to an immediate shutdown, then to a forced shutdown (as needed)
without any operator action.

IMS subsystem ID
This parameter is required for the control region only. It specifies the
subsystem ID (IMSID) specified in the IMS control region parameters or
SYSGEN.

Default start type
This defines the default start type for the Start Functions panel, to be used
for a control region startup. This start type will be used when SA OS/390
determines that the subsystem should be running but is not. If the
SA OS/390 SETSTATE command is issued to perform a start of a
subsystem, the default start type will be used If a default is not specified,
the start will fail.

Default force
This parameter is used during an escalation of shutdown from type
IMMED to type FORCE. It retrieves the default shut options for a type
FORCE shutdown. This parameter specifies the dump option associated
with a type FORCE shutdown.

Applid connect
During IMS startup, if this is specified as YES, then the IMS control region
will not be started unless the APPLID is connectable. In any case, an XRF
alternate subsystem will not be started regardless of what is specified if the
APPLID is not connectable.

Broadcast delay
If the BROADCAST or ABORT SHUTDOWN option is selected on one of
the shutdown panels, this parameter defines the time in minutes between
the execution of the /BRO command and the start of the shutdown
(SHUTSYS) process.

Force transfer delay
This is used to specify the escalation interval in minutes between the
transfer from the shutdown type of IMMED to the shutdown type of
FORCE. The value specified in this timer overrides the value specified in
the shutdown verify delay.

Immed transfer delay
This is used to specify the escalation interval in minutes between the
transfer from the shutdown type of NORM to the shutdown type of
IMMED. The value specified in this timer overrides the value specified in
the shutdown verify delay.

Region recovery delay
After the first indication of an IMS control region abend (receipt of the
DFS629 message), the number of minutes before the final abend recovery
routine is invoked.

Shutdown verify delay
After the IMS shutdown checkpoint command is issued, the number of
minutes before the shutdown verification process is invoked.

Shutdown exit
This parameter specifies that a user exit will be called. This user exit is
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invoked only at shutdown of the IMS control region. The user exit must be
a CLIST and a member of the DSICLD concatenation of NetView.

Control region name
is the SA OS/390 subsystem name of the owning control region. This
parameter is necessary only when a dependent region is defined as a
dependent of more than one IMS control region. This parameter enables
IMS Automation to determine how to display, start, and stop the region.
You can substitute a defined clone value anywhere in the region name
using the &AOCCLONEN. notation. Additionally, you can specify standard
0S/390 and NetView cloning variables.

Note that the control region name field is no longer recommended and will
be deleted in a later release. Instead, a HASPARENT relationship with a
sequence number of 1 should be defined in the APPLICATION policy item
for the IMS dependent region pointing to the owning control region.

Start monitoring delay
This parameter is used for IMS initialization. This timer defines the interval
for IMS Automation to wait before proceeding with IMS subsystem
monitoring. IMS Automation will wait this interval before scheduling the
function to report on the progress of the startup of an IMS complex.

DB control
This parameter indicates whether the control region is a DB control region.
(If YES, then SUBTYPE=CTL and XRF=NO must also be specified.)

Start type (shutdown)
This parameter defines the start type that will be used when a control
region is restarted as part of a shutdown request.

Start type (recovery)
This parameter defines the start type that will be used when a control
region is restarted after a recoverable abend has occurred.

XRF synchronization
This parameter is used for XRF systems only and controls the type and
degree of region synchronization between the active and the alternate IMS
subsystems. This parameter is effective when the parent IMS control region
is the alternate. While the parent is the active IMS, the parameter is not
used.

Region synchronization applies only to Batch Message Processing regions
(SUBTYPE=BMP), Message Processing regions (SUBTYPE=TP) and Fast
Path regions (SUBTYPE=FP).

Y When coded on a control region subsystem entry, this parameter
permits synchronization of the dependent regions. This parameter
must be coded on a control region for any of the dependent
regions to be synchronized. When coded on a dependent region,
this parameter determines that when the partner region is stopped
or started on the active IMS subsystem, this region is also stopped
or started on the alternate IMS subsystem to mirror the active.

N When coded on a control region subsystem entry, this parameter
disables all synchronization of the dependent regions. When coded
on a dependent region, the region will not participate in any type
of synchronization.

P This parameter is not valid when SUBTYPE=CTL. This region will

Chapter 5. Defining Automation Policy 197



Application Policy Object

not participate in any type of synchronization; however, it will be
started when the alternate IMS is started.

S This parameter is not valid when SUBTYPE=CTL. When the
partner region is started on the active IMS subsystem, this event is
recorded. The region will be started on the alternate when a
takeover occurs after takeover processing is complete.

T This parameter is not valid when SUBTYPE=CTL. This region will
be started after the IMS Takeover.

Default XRF start type
This parameter is used for XRF systems only and determines whether the
control region is to be started as the Active or Backup. Automation uses
the status file to store the HSBID of the control region that is the Active
system, for use when restarting the IMS system. When this information
does not exist in the status file, this parameter determines which
subsystem will be started as the Active system.

XRF shut delay
This parameter is used for XRF systems only. During shutdown of an XRF
IMS complex with an alternate that is executing, IMS Automation will
attempt the shutdown of the alternate prior to the active. For an
"Immediate” type of shutdown, shut delay is the time in seconds to wait
after initiating alternate shutdown before continuing with the active
shutdown process.

XRF watch wait
This parameter is used for XRF systems only. During XRF takeover
processing, this time is the number of seconds between each invocation of
takeover watch or monitor processing.

XRF unlock delay
This parameter is used for XRF systems only. During an XRF takeover,
once the UNLOCK command has been issued by the IMS Automation
Surveillance processing this parameter specifies the number of minutes to
suspend the surveillance CLIST. After the suspension, the CLIST is invoked
again to check XRF takeover processing.

XRF alternate start
This parameter is used for XRF systems only and is required if XRF=YES.
When the control region is started and is the active in an XRF complex,
this parameter specifies whether the alternate IMS control region should
also be started immediately after the active becomes available.

When ALTSTART=YES is used, any service periods or triggers that are
defined for the XRF backup or alternate subsystem will be ignored.

Note: It is recommended that the same service periods are used for both
XRF subsystems when ALTSTART=YES.

XRF new alternate start
This parameter is used for XRF systems only. After an XRF takeover, this
parameter specifies whether a new alternate should be started to replace
the old active IMS subsystem.

Non automatic takeover
This parameter is used for XRF systems only. If the XRF complex is
defined so that a takeover will not automatically occur (specified in the
DFSHSBxx member of the IMS PROCLIB), a message will be issued to the
MVS system console so the operator can respond to allow the takeover to
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occur or to stop the process. If the parameter specifies YES, then IMS
Automation will respond with the affirmative reply to this message.

Partner subsystem ID
This parameter is used for XRF systems only and is required if XRF=YES.
This is the subsystem ID for the partner IMS control region. This control
region may be specified either in the local (same) or a remote domain.

Partner domainid
This parameter is used for XRF or FDR enabled systems only. For an XRF
environment specify this parameter and XRF=YES. For an FDR enabled
system specify this parameter and XRF=NO. This is the NetView
domainID for the partner IMS control region in an XRF environment, or,
the tracking FDR region in an FDR environment. This may be the local
(same) or a remote domain.

Partner subsystem
This parameter is used for XRF or FDR enabled systems only. For a XRF
environment specify this parameter and XRF=YES. For an FDR enabled
system specify this parameter and XRF=NO. For the XRF CONTROL
region this is the SA OS/390 subsystem name of the alternate/backup
control region. For the dependent regions this is the SA OS/390 subsystem
name of the corresponding XRF partner dependent regions. For an FDR
enabled system, this is the SA OS/390 subsystem name for the FDR
region.

XRF Watch notify
This parameter is used for XRF systems only and is required if XRF=YES.
This parameter can be used to tailor the XRF takeover surveillance
processing. It is specified in seconds. If surveillance processing does not
detect a change in the XRF status for the monitored IMS subsystem prior
to the time specified in HERE, additional IMS Automation warning
messages will be issued. These messages describe possible problems with
the takeover. Once issued, the clock starts again and the messages are not
issued until the time spent in surveillance once again exceeds the time
specified in watch notify.

XRF Watch alert
This parameter is used for XRF systems only and is required if XRF=YES.
This parameter can be used to tailor the XRF takeover surveillance
processing. It is specified in seconds. Once surveillance processing exceeds
the time specified in this parameter with no change in the XRF status,
additional messages are issued indicating that operator intervention may
be required to complete the takeover. Once issued, the messages will be
issued again every XRF Watch wait time until an XRF status change is
detected.

Policy Items for OPC Subsystems

Eigure 119 on page 200 shows the Policy Selection panel for applications that have
been created with application type OPC (see entry field Application Type in

EFigure 87 on page 149). This Policy Selection panel contains additional policy items
for an OPC subsystem.

These policy items are only applicable to an OPC subsystem defined as an
instance. If a subsystem CLASS of type OPC is selected, no additional policy items
will be available.
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4 ACTIONS HELP
AOFGEPOL Policy Selection Row 14 to 22 of 22
Command ===> SCROLL===> PAGE
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : OPC Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
———————————————————————— OPC SPECIFIC POLICY--=-====-===mmmmmommm
OPC CONTROL Define OPC Control entries
Bottom of data
F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE

Figure 119. Policy Selection Panel for OPC Subsystems

The OPC specific policy item is:

OPC CONTROL
Use this policy item to specify OPC extensions to subsystem definitions.
For more information, see E'Maore About Policy Ttem QPC CONTRQI.

More About Policy item OPC CONTROL
If you select policy item OPC CONTROL from the Policy Selection panel for OPC

subsystems, SA OS/390 brings up the following panel where you describe
additional information for OPC subsystems.

4 COMMANDS  HELP h
AOFPOXL OPC control specifications
Command ===>
Entry Type : Application PolicyDB Name : DATABASE_NAME
Entry Name : OPC Enterprise Name : YOUR_ENTERPRISE

Subsystem name: OPC

The following field can only be modified on the APPLICATION INFO definitions:
Subtype. . . . . . DATASERVER OPC Controller type

Enter or update the following field:
Subsystem ID . . .

F1=HELP F2=SPLIT F3=END F4=RETURN F5=RFIND F6=RCHANGE
F7=UP F8=DOWN F9=SWAP F10=LEFT F11=RIGHT F12=RETRIEVE

Figure 120. OPC control specifications Panel

The Subtype parameter describes the type of OPC controller type that is being
defined. It can be entered on the APPLICATION INFO policy item of the
application or the application class into the Subtype field. So the value shown is
either the one specified on the application or the one specified on the application
class to which the application is linked.

Into the Subsystem ID field, you enter the OPC subsystem ID.

System Automation for OS/390: Defining Automation Policy




Events Policy Object

Events Policy Object

Events basically are used for external dependencies where they represent a process
that the automation cannot handle. For example, an operator needs to manually
edit a file before the application can be started. SA OS/390 remembers which
events are SET (have occurred) and can be told when to forget them (by defining
an UNSET condition).

Creating a New Event
To define a new event, in the panel shown in Figure 8 on page 23 you enter 44 or

EVT for events into the command line.

This will lead you to a panel as shown in w This screen might show a list
of already existing events. You type in the command new into the command line
and press ENTER.

4 COMMANDS  ACTIONS VIEW HELP )
AOFGENAM Entry Name Selection
Command ===> new SCROLL===> PAGE
Entry Type : Event PolicyDB Name  : DATABASE_NAME
Enterprise Name : YOUR_ENTERPRISE
Action Entry Name C Short Description
EVENT1 Startup event, backup completed
EVENT2A Startup event, AORL is ready
EVENT2B Startup event, AOR2 is ready
- J

Figure 121. Entry Name Selection Panel for Events

Now you will see a panel similar to the one shown in w Here you specify
the event name, the UNSET condition and a description.

4 COMMANDS ~ HELP )

AOFGENGO Define New Entry
Command ===>

To define a new entry, specify the following information:

Type. . . . . . . . . : Event

Name. . . . . . . . .. EVENT1__

Unset Condition . . . . NONE_ DOWN NONE START UP
Short Description . . . Backup successfully completed

Extended Description. .

Figure 122. Define New Event Panel

The unset condition is preset to NONE. You can overtype this input field if
desired. For more information on the unset condition, see [ i

CONDITION” on page 207.
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Policy Items for Events

Figure 123 shows the policy items that are displayed when an event is selected
from the Entry Name Selection panel for events.

4 ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Event PolicyDB Name  : DATABASE_NAME
Entry Name : EVENT3 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
S CONDITION Define the unset condition
Y COPY Copy data from an existing entry

Figure 123. Policy Selection Panel for Events

The unique policy item for Events is:

CONDITION
With this policy item you can specify when SA OS/390 should unset
(forget) a previously set event.

More About Policy ltem CONDITION

Selecting the CONDITION policy item will bring up a panel as shown in
m where you can define the unset condition of the current event.

4 COMMANDS ~ HELP
AOFGAPEV Unset Condition
Command ===>
Entry Type : Event PolicyDB Name : DATABASE_NAME
Entry Name : EVENT3 Enterprise Name : YOUR_ENTERPRISE

Verify the following condition

Unset condition . . . NONE_ DOWN NONE START UP

Figure 124. Unset Condition Panel for Events

The unset condition determines when an event for an application is reset to not
occurred (that is, unset). You can enter the following values:

NONE
Once set, the event will never be unset.

START
once set, the event will be unset if the application is already in the
respective state or if the observed status of the application turns into
STARTING.

up once set, the event will be unset if the application is already in the
respective state or if the observed status of the application turns into one
of the following:
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AVAILABLE
DEGRADED

DOWN

once set, the event will be unset if the application is already in the
respective state or if the observed status of the application turns into one
of the following:

SOFTDOWN

HARDDOWN

SYSGONE

STANDBY

Service Periods Policy Object

Service periods define the availability of applications. A service period is a set of
time intervals (service windows) during which an application should be active or
inactive.

w shows the policy items that are displayed when an existing Service
Periods entry is selected from the Entry Name Selection panel.

ACTIONS HELP )
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Service Period PolicyDB Name : DATABASE_NAME
Entry Name : SERVP1 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
S SERVICE WINDOW Define the service window
WHERE USED List APLs and APGs using this entry
COPY Copy data from an existing entry
N\ %

Figure 125. Policy Selection Panel for Service Periods

The unique policy item for Service Periods is:

SERVICE WINDOW
With this policy item you define the time frame(s) when an application or
an application group should be available and/or unavailable. You need to
link a service period with a defined service window to Applications or
ApplicationGroups.

Selecting the SERVICE WINDOW policy item will bring up a panel as shown in

Eigure 126 on page 204 where you can define the time duration of the service

period.
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COMMANDS ~ HELP

AOFGAPSP Service Windows
Command ===> SCROLL===> PAGE

Entry Type : Service Period PolicyDB Name : DATABASE_NAME
Entry Name : SERVP1 Enterprise Name : YOUR_ENTERPRISE

NOTE: Review help panel for complete description of data entry fields.
Valid start/stop times are 00:00-24:00, valid priorities (P) are L and H

P Start/Stop Start/Stop Start/Stop Start/Stop Start/Stop

Monday U _ 00:00 24:00

Tuesday U _ 00:00 24:00

Wednesday U

Thursday U

Friday U

Saturday U _ 08:00 14:00

Sunday U

Weekday U _ 07:00 18:00

Weekend U

Daily U

Figure 126. Service Windows Panel for Service Periods

A service period is a schedule of times (referred to as service windows) when a
resource is expected to be active or inactive. Times that you enter into a line
preceded by letter U will be used as Start/Stop times for the periods when the
resource should be available (UP). A line preceded by letter D will contain
Start/Stop times for DOWN periods. Start and Stop times are specified in 24 hour
notation, 00:00-24:00, and in any order. For example, to keep an application
continuously available from Monday through Tuesday around the clock, specify
the times as shown:

P Start/Stop Start/Stop Start/Stop Start/Stop Start/Stop

Monday U _ 00:00 24:00
D

Tuesday U _ 00:00 24:00
D

The schedule is defined by specifying one or more (up to five) service windows
for:

* each day of the week: Monday through Sunday

* weekday days: the weekday schedule (Monday through Friday)
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* weekend days: the weekend schedule (Saturday and Sunday)
 Daily: all seven days; the daily schedule

For the time between the specified intervals, the automation manager decides what
to do with the resources.

For each UP and DOWN schedule, in the P column, you may specify a priority:

L for low priority; Orders resulting from a service period with low priority
can be overruled by an operator’'s INGREQ command. This is the default.

H for high priority; H schedules override L schedules and low priority
operator requests.

This priority is checked in case two goals get into conflict. The hierarchy of
requests and priorities is implemented as follows:

Request from wins over  request from

Service period high service period low, INGREQ Tow
INGREQ Tow service period low
INGREQ high ========>  service period high, service period Tow, INGREQ low

Note: There are other methods of generating requests within SA OS/390. For a
complete description of these methods and the implemented hierarchy of

their priorities refer to the documentation of the SA OS/390 concepts in
[Sustem Automation fmf 0S/390 Llser’'s Guidd

When defining a service period keep in mind that the startup time is the time at
which SA OS/390 is to begin startup processing. It is not the time at which the
resource will be available. The time until availability depends on how long the
startup of an application or an application group takes.

According to the goal driven concept, a vote to start a resource is generated from a
service period that you enter into an in a UP service window. A vote to stop a
resource is generated from each service period that you enter into a DOWN service
window. These votes have to compete with other votes that have been probably
issued (for example, due to operator request). At the end of the service period,
these votes are removed from SA OS/390. An end of an UP service window does
not mean implicitly the start of a DOWN service window.

For more information about the hierarchy of service windows or the syntax of
START and STOP times, see the online help of the product.

If you later change a service period that is already active, and the service period is
activated again, this may lead to conflicts and mismatches with overrides that have
been made previously. So if you want to change a service period, check your
existing NetView overrides that use this service period beforehand, so that no
override is outside the new service period (see also the INGSCHED command,

described in ISysizm_AJLtamzztanaLQS,Bﬂﬂ_Qpemtau_&mmandJ)
Triggers Policy Object

In combination with events, triggers are used to control the starting and stopping
of applications on top of what is done with specified goals. You use events and
triggers if external conditions must be fulfilled (such as a tape mount).
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Figure 127 shows the policy items that are displayed when a trigger is selected
from the Entry Name Selection panel.

4 ACTIONS HELP )
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Trigger PolicyDB Name  : DATABASE_NAME
Entry Name : TRIGGERL Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
S CONDITION Define the Trigger condition
WHERE USED List APLs and APGs using this entry
COoPY Copy data from an existing entry
o J

Figure 127. Policy Selection Panel for Triggers

The unique policy item for a trigger is:

CONDITION
Entering S in front of item CONDITIONS will bring up a panel as shown

in Figure 128 on page 207 where you can define the startup and shutdown

conditions for this trigger.

More About Policy ltem CONDITION
With the CONDITION policy item you can:
1. connect a service period to a trigger (J}). Type S into the ACTION column in

[Figure 128 on page 207.

Note:
This feature is available only for compatibility with SA OS/390 1.3. In
SA 0S/390 2.1, service periods are directly linked to application groups
or applications.

2. define up to ten startup conditions for the application that you want to connect
to the trigger (JA), see Defining STARTIIP and SHIITTDOWN Conditions for 4

3. define up to ten shutdown conditions for the application that you want to

connect to the trigger (JfJ), see [Defining STARTIIP and SHUTDOWN
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COMMANDS ~ ACTIONS VIEW HELP h

AOFGAPTO Trigger Conditions
Command ===> SCROLL===> PAGE

Entry Type : Trigger PolicyDB Name : DATABASE_NAME
Entry Name : TRIGGER1 Enterprise Name : YOUR_ENTERPRISE

Note: Service Period definitions are for SA 0S/390 Version 1.3 only.
In this case define them prior to the STARTUP/SHUTDOWN condition.

Action Condition Names
S SERVICE PERIOD SERVP1
STARTUP 1 SERVICE EVENT1 I!
STARTUP
STARTUP
STARTUP
STARTUP
STARTUP
STARTUP
STARTUP
STARTUP
STARTUP
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN
SHUTDOWN

= OONOYOLPRWN

HOONOO PR WN — O

EVENT3

Figure 128. Trigger Conditions Panel

Note: Of course, you get an empty Trigger Conditions panel when you define
conditions for a new trigger. The entries that you can see here are only
visible after you have finished the tasks described in the subsequent
sections.

* A maximum number of 20 condition names (service period and events) can be
selected for each condition.

* The overall number of different events in a trigger is limited to 28.

* An event can be specified either in STARTUP conditions or in SHUTDOWN
conditions of a particular trigger, however, not in both types of conditions
simultaneously.

Defining STARTUP and SHUTDOWN Conditions for a Tri r
If you type an § in front of a STARTUP condition in the panel from (A),
SA 0S/390 will display another panel like the one shown in

Chapter 5. Defining Automation Policy 207



Triggers Policy Object

~
COMMANDS  ACTIONS VIEW HELP
AOFGAPT1 STARTUP Condition for Trigger
Command ===> SCROLL===> PAGE
Entry Type : Trigger PolicyDB Name : DATABASE_NAME
Entry Name : TRIGGER1 Enterprise Name : YOUR_ENTERPRISE
Description. . . .
Service Period . . YES YES NO
Action Status Event Short Description
SELECTED  EVENT1 Startup event, backup completed
EVENT2A Startup event, AORL is ready
EVENT2B Startup event, AOR2 is ready
9 EVENT3 Shutdown event in case of emergency
J

Figure 129. STARTUP Condition for Trigger Panel

w displays a list of events where you can select one or more events that
should trigger the startup of an application. Typing an S will select an event and
set its status to SELECTED. All selected events will be added to the currently selected
startup condition.

* You can enter a description for the startup condition.

* Entering YES into the Service Period entry field connects the already selected
service period to this condition. In our scenario, you can only connect service
period SERVP1 to any of the conditions for TRIGGER1. So you will enter YES
into the Service Period entry field only for STARTUP 1.

Note:
This feature is available only for compatibility with SA OS/390 1.3. In
SA 0S5/390 2.1, service periods are directly linked to application groups or
applications.

If you type an S in front of a SHUTDOWN condition in the panel from w
), SA OS/390 will display another panel similar to the one shown in
. The panel title in the panel displayed will now read SHUTDOWN
Condition for Trigger and will contain a list of events which you can add to or
remove from the currently selected shutdown condition.

The Service Period input field is inhibited when no service period has been
selected for the trigger.

Processor Policy Object

208

Throughout this publication the term processor operations PC (ProcOps PC) is used
to refer to the personal computer (PC) that is connected to one or more target
systems and which contains the processor operations distributed feature code. In
the worksheets and SA OS/390 panels, the terms "PC", "PS/2" or "ProcOps PS/2"
are used to refer to this workstation. The workstation may be a Micro Channel®
Architecture (MCA) bus personal computer, a PCI bus personal computer, or an
IBM-compatible ISA bus personal computer.

The processor resource object enables you to control your processors.
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Creating a New Processor

How to create new policy ob]ects in general, is described in ['How to Create Newl
shows a panel for defining a new Processor

policy object.

4 COMMANDS  HELP )
AOFGCNOO Define New Entry
To define a new entry, specify the following information:
Type. . . . . . . . .. Processor
Name. . . . . . . . ..
Mode . . . . . . . . .. LPAR ESA XA 370
Processor Type . . . . . eServer 9672 9674 2003 3000
9021 9121 3090 4381 308X
Model. . . . . . . . ..
Physical Partition . . . SI A B
Short Description . . .
Extended Description. .
- J

Figure 130. Defining a New SA OS/390 Processor Entry

Name The processor name needs to have 1 to 8 alphanumeric characters. Name
must begin with an alphabetic character, #, $, or @ and be different from
the names of all groups, subgroups, systems (including the ProcOps
names), processors, and communications paths defined in the current
policy database.

Mode Is required. For zSeries, 390-CMOS, or 9021, 9121, 3090 processors in LPAR
mode, specify LPAR. For a TPF system, specify ESA. For a Linux system
specify LINUX if the processor hardware is configured in "LINUX Only’
mode, otherwise specify ESA.

Processor Type
Is required. Select from list.

Model Is an optional field, used for documentation only. It can be up to four
alphameric characters.

Physical Partition
Is an optional field, used for documentation only. It indicates whether a
system is physically partitioned. Enter A or B to indicate which side of the
processor is the target hardware whose name is in the corresponding
Name field. Enter SI (single image) to indicate processor is not physically
partitioned.

Depending on the type of processor you entered in the previous panel, you next
see a panel for an OCF-based or screen-oriented processor. An OCF-based
processor uses an operations command facility for interacting with human
operators or external programs to perform operations management functions. A
screen-oriented processor is one that interacts with human operators through
line-mode display consoles. For System/390 and System/370 processors, the
display consoles use either an IBM 3270 data stream or an ASCII data stream.
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Policy Items for Processors

If your processor is OCF-based, you specify:
* Description

* Processor Info

* NVC path name

* Op Cons Connections (Optional)

If your processor is screen-oriented, you specify:
* Description

* Processor Info

* Op Cons Connections

* CP States

* Sys Cons Connections

* Op Cons Connections

* Channel Path IDs

The following figures show the two versions of the Policy Selection panel.

4 ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Processor PolicyDB Name : DATABASE_NAME
Entry Name : CHITARG3 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description here
PROCESSOR INFO Enter and display Processor information
NVC PATH NAME Define name of NetView connection path
———————————————————————————— OPTIONAL POLICY---=-=--=mmmmm
OP CONS CONNECTIONS Define connections for operator console
WHERE USED List Systems linked to this entry
9 COPY Copy data from an existing entry

Figure 131. Policy Selection Panel for Processors (OCF-based)

4 ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> PAGE
Entry Type : Processor PolicyDB Name : DATABASE_NAME
Entry Name : CHITARG3 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description here
PROCESSOR INFO Enter and display Processor information
CP STATES Define target hardware CP states
SYS CONS CONNECTIONS Define connections for system console
OP CONS CONNECTIONS Define connections for operator console
CHANNEL PATH IDS Define mandatory and optional CHPIDs
WHERE USED List Systems linked to this entry
9 COPY Copy data from an existing entry

Figure 132. Policy Selection Panel for Processors (Screen-Oriented)
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PROCESSOR INFO
You may update: - Processor mode - Processor type - Processor model -
Processor physical partition information

NVC PATH NAME
This policy item is displayed for an OCF-based processor. This policy item
allows you to enter or update the name of the NetView connection path
between the focal point system and the target system. This name needs to
be defined as a communications path object of type NVC. See

bnpage 218 and Eigure 144 on page 228 for more information.

CP STATES
This policy item is displayed for a screen-oriented processor. This policy
item allows you to indicate the CPs (and vector processors, if appropriate)
that are available on the processor. You can also indicate the amount of
central storage (and expanded storage, if appropriate) associated with the
processor. This information is for documentation purposes only.

SYS CONS CONNECTIONS
This policy item is displayed for a screen-oriented processor. This policy
item allows you to define the primary and backup PCs and 3270
connection cards for the system console of the Processor. See

Console Connections” an page 213 for more information.

OP CONS CONNECTIONS
This policy item is displayed for either an OCF-based or a screen-oriented
processor. This policy item allows you to define the PC and connection
cards for operator console connections for the processor. Up to 30 operator
console connections may be defined. Use of this policy item is optional for

OCF-based processors. See !'OpCans Connections” on page 215 for more

information.

CHANNEL PATH IDS
This policy item is displayed for a screen-oriented processor. This policy
item allows you to specify which channel paths must be online to activate
a non-( target system associated with this processor. See

[Ds” on page 216 for more information.
CP States for Screen-Oriented Processors

To define a screen-oriented processor, you need one of the following panels.

Your choice depends on your processor. If the processor is:
» 308X, see [‘CP States for a 308x Processor” on page 131

The Central storage size and CP fields can be changed without generating and
loading a new processor control file. You can do this by issuing the host
ISQVARS command. However, these changes are not saved if processor
operations or SA OS/390 is stopped or restarted.

* 4381, see 'CP States for a 4381 Processor” on page 131

The Central storage size and CP fields can be changed without generating and
loading a new SA OS/390 processor operations control file. You can do this by
issuing the host ISQVARS command. However, these changes are not saved if
processor operations or SA OS/390 is stopped or restarted.

* 9021, 9121, 3090, see Eigure 133 on page 212 to change the states of the central

processors and allocate storage size of a target hardware definition.
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4 ™\
1SQDPS0O7 Target Hardware CP States

Command ===>

Target hardware: CHITARG1

Enter information for the target hardware.

Central storage size => 102 Megabytes

Expanded storage size => 134 Megabytes

CP Online Vector Processor

(ON or OFF)  (YES or NO)

0 => ON YES

1 => ON YES

2 => ON NO

3 = ON NO

4 => ON YES

5 => ON NO

6 => OFF NO

7 => OFF NO

8 => OFF NO

9 => 0FF NO
o J

Figure 133. Target Hardware CP States Panel

The panel contains the following fields:

Target hardware
Indicates the name of the target processor.

Central storage size
Indicates the amount of primary storage (in megabytes) associated with the
target processor.

Expanded storage size
Enter the amount of expanded storage (in megabytes) associated with the
target processor.

cP Indicates the target processor CP number.

Online
Enter ON next to the CPs that are available on the target processor. Enter
OFF next to the CPs not available.

Note: 9121 processors support CP numbers 1, 2, 3, and 4 only. Do not
specify ON for CP numbers 0, 5, 6, 7, 8, or 9 of a 9121 processor.

Vector processor
Enter YES in the Vector Processor column to indicate that a vector
processor is available for a CP. Enter NO in the Vector Processor column to
indicate that a Vector Processor is not available for a CP.

Note: 9121 processors support vector processor numbers 1, 2, 3, and 4
only. Do not specify YES for vector processor numbers 0, 5, 6, 7, 8,
or 9 of a 9121 processor.
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More about the CONNECTIONS Policy Iltems

This section provides more information on the kinds of connections for processors
offered by the customization dialog:

System Console Connections
Use the panel shown in M to define the primary and backup PCs and 3270

connection cards for the system console of the selected target hardware definition.
The panel contains the following fields:
4 N

1SQDPS08 Connections
Command ===>

Target hardware: CHITARG1
Enter information for the target hardware.

Active system console

PS/2 name =>
card type => 3270 or ASCII
card number => 1-4 for 3270, 1-3 for ASCII

Backup system console
PS/2 name =>
card type => 3270 or ASCII
card number => 1-4 for 3270, 1-3 for ASCII

Figure 134. Connections

Target hardware
Gives the name of the target hardware definition. The name cannot be
modified on this panel.

Active system console

PS/2 name
Enter the name of the PC connected as the Active system console.
Names can contain from 1 to 8 alphameric characters, starting with
an alphabetic character, #, $, or @. This name must be defined as a
communications path of type PS/2. See Ei

card type
Enter either 3270 or ASCII to indicate the card type that provides
the connection with the active system console. The card type must
match that specified when the PC named as the "Active system
console PS/2 name” was defined as a communications path. See

For a 9121 system console connection, specify ASCII. For all other
system console connections, specify 3270.

card number
Enter the number assigned to the card, for example by the PC
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Reference Diskette, when the PC was configured. See also M

When an ASCII card provides the system console connection, the
valid values are 1, 2, or 3, which correspond to COM1, COM2, or
COMs3.

When a 3270 connection card provides the system console
connection, the valid values are 1, 2, 3, or 4. These values
correspond to the first, second, third, and fourth numbers assigned
at configuration time. If the PC has been configured by a Reference
Diskette, it designates the card number as only choice, specify the
card number as 1.

The PC Reference Diskette may not display the Resource Used as
first, second, third, or fourth, but may instead display an I/O
address. The I/O addresses correspond to the “Resource Used”, as
follows:

Table 7. Mapping of Resources Used to I/O Address

Resource Used

Card Number I/O Address

Only Choice

02D0h — 02DFh (3270
Connection Version A)

First 1 02D0h — 02DFh
Second 2 06DO0h — 06DFh
Third 3 0ADOh — 0ADFh
Fourth 4 0EDOh — OEDFh

The card number must match the card number specified for the PC
when the communications path was defined.

Backup system console

PS/2 name

Enter the name that identifies which PC is the backup system
console. This field is optional. Names can contain from 1 to 8
alphameric characters, starting with an alphabetic character, #, $, or

@.

This name must match the PS/2 name specified for the PC when
the communications path was defined.

The card number must match the card number specified for the PC
when the communications path was defined.

card type

Enter either 3270 or ASCII to indicate the card type that provides
the connection with the backup system console. This field is
optional. The backup system console card type must be the same
as the active system console card type.

For a 9121 system console connection, specify ASCIL. For all other
system console connections, specify 3270.

card number

Enter the number assigned to the card, for example by the PC
Reference Diskette, when the PC was configured. See also

Automation for OS/390 Planning and Installatiod. This field is

optional.
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When an ASCII card provides the system console connection, valid
values are 1, 2, or 3 corresponding to COM1, COM2, or COMS3.

When a 3270 connection card provides the system console
connection, valid values are 1, 2, 3, or 4. These values correspond
to the first, second, third, and fourth numbers assigned at
configuration time. If the PC has been configured by a Reference
Diskette, it designates the card number as only choice, specify the
card number as 1.

The PC Reference Diskette may not display the “Resource Used” as
first, second, third, or fourth, but may instead display an I/O
address. The 1/O addresses correspond to the “Resource Used”, as
listed in

OpCons Connections
Regardless of whether you are defining an OCF-based or a screen-oriented target

processor, if your choice is OP CONS CONNECTIONS, w is displayed. (If
you have an OCF-based processor, use of this panel is optional. If no operator
console connections are defined for OCF-based processors, console integration will
be used to provide connectivity to the operator console. Due to performance
considerations, it is highly recommended that you use this panel to define one or
more connections to your operator console.)

To define the PC and connection cards for operator console connections for the
selected target hardware definition, use the panel shown in

The panel contains the following fields:

4 N

ISQDPS8A Operator Console Connections
Command ===>

Target hardware: TESTHW
Enter the operator console physical connections.

Card type: ASCII or 3270
Card number-ASCII: 1 to 3  Card number-3270: 1 to 4

PS/2 Card Card PS/2 Card Card PS/2 Card Card

Name Type Number  Name Type Number  Name Type Number

TESTPS2_  3270_ 2 _ _
= - - - — - J

Figure 135. Operator Console Connections

Target hardware
Gives the name of the target hardware definition. The name cannot be
modified on this panel.

PS/2 Name
Enter the name of the PC connected as the operator console. Names can
contain from 1 to 8 alphameric characters, starting with an alphabetic
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character, #, $, or @. This name must match the PS/2 name specified for the
PS/2 when the communications path was defined.

Card Type

Enter the card type of the connection card (ASCII or 3270).

Card Number

Enter the number assigned to the card, for example by the PC Reference
Diskette, when the PC was configured. See also 1

The card number must match the card number specified for the PC when
the communications path was defined.

When an ASCII card provides the operator console connection, valid
values are 1, 2, or 3, corresponding to COM1, COM2, or COM3.

When a 3270 connection card provides the operator console connection,
valid values are 1, 2, 3, or 4. These values correspond to the first, second,
third, and fourth numbers assigned at configuration time. If the PC has
been configured by a PC Reference Diskette, it designates the card number
as only choice, specify the card number as 1.

The PC Reference Diskette may not display the “Resource Used” as first,
second, third, or fourth, but may instead display an I/O address. The 1/O
addresses correspond to the “Resource Used”, as listed in

. follows:

Entries on panel ISQDPS8A are positional. If you rearrange the locations of PS/2
names on panel ISQDPS8A, you likewise change the names of the active and
backup target system consoles that have been chosen.

Channel Path IDs

To specify mandatory and optional channel path identifiers (CHPIDs), use the
panel shown in [Ei .
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4 N

ISQDPT10 CHPID Assignments

Command ===>

CHPIDs have been changed or browsed.

Target Hardware: CHITARG1

CHPID states: . = N/A M = Mandatory O = Optional

-0 -1 -2 -3 -4 -5 -6 -7 -8 -9 -A -B -C

6-mMm . . M . . M . .M . M . .0M
-M . . M . . M . . M 0 0 O
> o © o ©o o o ©o o © o ©o o o o 5
-0 . . 0 . 0 . 0o . 0o . O . 0o . O
4- . 0

5-

6-

7-

8-

9-

A-

B-

E=

D-

E-

F-

Range => - State => _  Set sequence of CHPIDs to state specified above

Figure 136. CHPID Assignments

The panel contains the following fields:

Target Hardware
Gives the name of the target hardware definition. The name cannot be
modified on this panel.

CHPID states
Move the cursor to the correct position and type the CHPID assignment.
Valid values are:
M Must be online for the target system to be activated.
o Optional.
Not checked by SA OS5/390 during activation.

Range Designate a group of CHPIDs to be set to the specified state. Enter the row
and column designator for the beginning and end of the range. For
example, 00 - 7F specifies a range of 128 CHPIDs. You can specify ranges
multiple times.

Note: Channels 80 to FF can be used only by ES/9000® processor models
that support 256 channels.

State Enter the CHPID assignments (M, O, or .[period]) for the specified range.
The dialog sets each CHPID in the range to this state.
Notes:
1. You can make multiple changes to this panel without exiting. When you have
finished assigning CHPIDs, press PF3.

2. SA 0S/390 provides channel resource checking for 9021, 9121, and 3090
processors only during the operation of the ISQXDLC, ISQXIPL, and
ACTIVATE commands.
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Communications Path Policy Object

The Communications Path policy object enables you to define and customize your
communications paths. The two types of communications path used in SA OS/390
processor operations are the NetView connection (used with OCF-based
processors) and the PC (used with both screen-oriented and OCF-based
processors).

Creating a New Communications Path

How to create new policy objects in general, is described in ['How to Create Newl

”

COMMANDS ~ HELP

AOFGPNOO Define New Entry
Command ===>

To define a new entry, specify the following information:
Type. . « . .« o o ... Communications Path

Path Type. . . . . . . .. NVC PS2
Short Description. . . . .
Extended Description . . .

Figure 137. Defining a New SA 0OS5/390 Communications Path Entry

The unique fields are:

Name Is required. This gives a unique 1 to 8 alphameric character name. Name
must begin with an alphabetic character, #, $, or @ and be different from
the names of all groups, subgroups, systems (including ProcOps names),
processors, and communications paths defined in the current policy
database.

LU Name
Is required. This gives a unique 1 to 8 alphameric character name to the
logical unit (LU) of the processor operations PC or the NetView connection
to the support element. The LU name must begin with an alphabetic
character, #, $, or @. This name is assigned by the VTAM coordinator.

Path Type
Is required. Choose either NVC (NetView connection to a support element)
or PS2 (processor operations PC)

Policy Items for Communications Path

There are two types of communications paths discussed in this section:

. IEi.gu.l:F_‘LSS_on_page_ZIQ, described in l‘Pracessor Operations PS /9

« [Figure 139 on page 219, described in ENetView Connection” an page 227
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4 N
ACTIONS HELP
AOFGEPOL Policy Selection
Command ===> SCROLL===> HALF
Entry Type : Communications Path PolicyDB Name : DATABASE_NAME
Entry Name : CHARLIE1 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
PS/2 CHARACTERISTICS Define PS/2 characteristics
PORT CONFIGURATIONS Define 3270 and ASCII ports
COPY Copy data from an existing entry
N J
Figure 138. Policy Selection Panel for PS/2 Communications Path
4 ACTIONS HELP )
AOFGEPOL Policy Selection
Command ===> SCROLL===> HALF
Entry Type : Communications Path PolicyDB Name : DATABASE_NAME
Entry Name : CHARLIE2 Enterprise Name : YOUR_ENTERPRISE
Action Policy Name Policy Description
DESCRIPTION Enter description
NVC DEFINITION Define characteristics of a NVC path
COPY Copy data from an existing entry
o J

Figure 139. Policy Selection Panel for NetView Connection Communications Path

The fields and options are:

PS/2 CHARACTERISTICS

This displays Figure 140 on page 220.
PORT CONFIGURATIONS

This displays IELg.u;eJAJ_gn_pa.ge_m
NVC DEFINITION

This displays Figure 144 on page 228,

Processor Operations PS/2 Communications Path

Use the panel shown in m to display or change the processor operations
focal point port letter, PS/2 control port letter, initial PS/2 status, and WWV
installed specifications for the selected personal computer.
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- N
ISQDPPO5 Processor Operations PS/2 Characteristics
Command ===>

PS/2: CALVIN
LU Name: LU3456
Communications Task: 0

Enter information for the PS/2.

\

Focal point port letter E

PS/2 control port Tletter => R

Initial PS/2 status => ACTIVE ACTIVE or INACTIVE

WWV installed => YES YES or NO
o J

Figure 140. PS/2 Characteristics

The panel contains the following fields:
PC Gives the name of the PC.

LU Name
Displayed for information only and cannot be modified from this screen.

Communications Task
Displayed for information only and cannot be modified from this screen.
Gives number of the communications task associated with the PC. If the
computer is not currently assigned to a communications task, this field is
0.

Focal point port letter
Enter the letter of the port (A through Z) the PC uses for the focal point
system connection. Port letters must be unique within one PC definition.

PS/2 control port letter
Enter the letter (A through Z) of the PC control port. Some processor
operations commands address the PC control port only. Port letters must
be unique within one PC definition.

Initial PS/2 status
If communication with the PC should be automatically activated at the
startup of SA OS/390 processor operations, enter ACTIVE. If not, type
INACTIVE.

Note: If you choose to initialize the PC automatically, be aware that when
you s