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1. Installation
Installation of the LSI SNMP Trap Logger on a Linux system is done as follows:

1. Become root using the “su -” command or login as root.

2. Install the RPM using the following command:

# rpm –ivh LSITrapLogger-1.2.0-1.i386.rpm

For detailed installation guide please refer to the Readme.txt file.

2. Install Actions

Major install time actions done by at install time are as follows:
1. A user group named, “lsi” is created, if it does not exist.

2. A user “lsi” is created in the system, if it does not exist.

3. The password for the “lsi” user is set to “lsi”. You can change this later.

4. The /home/lsi/.bash_profile file of the “lsi” user is modified as per requirement. Please note that no existing environmental settings are deleted.

5. After the installation is done the main application /usr/bin/LSITrapLoggerd is started automatically using the /etc/init.d/LSITrapLogger program.
6. The LSI SNMP Trap Logger application has a sub-component which is not started unless one logs into the system as an “lsi” user, at least ONCE after system reboot/startup. This sub-component is responsible for showing popup trap alerts. 
3. Viewing Traps

In all probabilities you must have installed the application, while logged in as “root” or any other user.
Please logout. And then login again as “lsi” user. You should see the traps. The start of day system health check report log should be available after 15 min of login as the “lsi” user.

Upon system reboot, please login as “lsi” user to view the trap alert popups.

IT IS VERY IMPORTANT TO ENSURE THAT YOU ARE USING RUN LEVEL 5 OF LINUX. (Refer: /etc/inittab)
4. Important Note
Current functionality is built to allow popup alert messages to appear on screen only when you are logged in as the “lsi” user.

But, in case you want to login as a different user and continue working on the system, you can logout of the “lsi” user login and go back to the GUI login screen. After this you can login to the system as any other user. E.g. user1.

Now, after this login you will not see any trap alert popup on your screen, where you have logged in as “user1”. 

To enable log viewing in this login, open a terminal window and issue the following command:

[user1@host]$ xhost +
access control disabled, clients can connect from any host

[user1@host]$ 
You should see an output similar to the above example on your screen. After this you should be able to view traps automatically from the “user1” login. The above process needs to be repeated for any other non-“lsi” user login.

Note: 
Using “xhost +” command is absolutely not recommended in a networked environment or when your system is connected to the internet. This is a potential security breach.
