Transform government endpoint security and management with IBM BigFix

Advanced attack detection, investigation and enterprise-wide remediation in a single platform

Endpoints are perhaps the most frequently exploited weaknesses in any organization’s defenses, whether a commercial or government enterprise. From mobile devices to mainframes, endpoints hold the data that cyber attackers seek, and their variety means that those attackers have a wide range of weaknesses to probe. An attacker may compromise the computer on an employee's desk, or a server holding crucial customer data, using known vulnerabilities or zero-day attacks, or by commandeering them from within the firewall with lateral movement from an already-compromised machine.

To detect and block these endpoint attacks, enterprise security teams have rapidly adopted endpoint detection and response solutions to scan endpoints for malware or intrusion attempts. These tools, with varying degrees of sophistication, focus on detecting and containing problems rather than on proactively defending against them, or fully remediating the damage they can cause across the agency or enterprise.

An effective endpoint security solution must provide continuous visibility into your endpoints, and enforcement of compliance to your security, configuration, usage and patching policies. IBM® BigFix® does precisely that, with support for continuous policy compliance, rapid investigation and analysis, and precise action. BigFix goes beyond point solutions to help IT and security personnel understand and protect the entire range of endpoints. By discovering all endpoints, continuously monitoring installed and running software, and enabling efficient patch and configuration management, BigFix helps establish a solid enterprise-wide baseline.

Highlights

- Discover and audit virtually all endpoints on or off the network
- Detect evasive attacks with behavioral analytics
- Leverage guided investigations to define the scope of detected attacks
- Define exactly what actions you need to take
- Immediately contain and remediate attacks enterprise wide
- Continuously and proactively reduce your attack surface
Where conventional solutions fall short

Lack of visibility

Incomplete visibility of endpoint status provides poor context for detection

Complexity of investigations

Limited data and skills inhibit accurate investigation and decision making

Ineffective remediation

Disparate tools and teams reduce your ability to effectively defend and respond

Figure 1: Reactive endpoint protection, focused on detection alone, presents organizations with three main challenges.

Security demands visibility, understanding and action

Cybercrime doesn’t happen in a vacuum, and responding to it takes not just visibility into individual affected endpoints, but understanding and focused action. It’s critical that security and IT operations teams collaborate to not only detect ongoing active attacks, and prioritize newly discovered vulnerabilities, but to understand the status of the endpoints throughout their environment. Only then can they analyze each detected threat to understand its full impact on the enterprise, and precisely focus associated remediation actions to choke off current attacks and prevent them from spreading.

Even when attacks get through your defenses, knowing their scope and impact is crucial. With a baseline of known endpoints and configurations, a security team can see, understand and act in response to attempted breaches.

See clearly

BigFix facilitates the discovery and audit of endpoints, however they are connected, to provide a complete picture of their configuration, security posture, installed software and usage. This complete picture provides a broad context, enabling the advanced behavioral analytics to detect malicious activity.
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Figure 2: An effective endpoint security solution must see, understand and act in response to attempted breaches.
Understand completely
The first critical step after malicious activity is detected is to investigate its veracity and scope and answer such questions as: Is this a real attack? What is the root cause? Which device is “patient zero”? How many devices have been affected? How exactly do I contain and then remediate the attack across my entire enterprise? Using the integrated “trusted advisor,” your security team is guided through an investigation to answer all these questions.

BigFix is also integrated with IBM QRadar®, an industry-leading security analytics platform. The integrations include targeted vulnerability prioritization, as well as the ability to feed endpoint activity data into IBM Watson®, resulting in increasingly thorough analysis and investigation of potential threats and detected attacks.

Act precisely
Only after clear conclusions have been reached can an effective response be implemented. Once the root cause of a security breach has been established, information that can help remediate the problem is fed back to BigFix in numerous ways, including automatic creation of a precise IBM Fixlet® for an operator to execute enterprise wide, as well as the population of a dashboard listing applications and devices potentially impacted by the attack, giving security personnel a continuously updated overview of their security environment.

The immediate first response to an attack of any kind is containment—removing from a cyberattacker’s reach any resources and facilities being used directly in the attack. These steps involve, for example, quarantining affected devices or files, killing processes and fixing registry entries on affected machines.

Then the remediation phrase should be initiated as soon as possible to prevent other endpoints from being compromised. BigFix can help you go far beyond containment by leveraging a massive library of prevalidated software, application and operating system versions. With this library of ready-to-deploy software, administrators can roll out remediation packages quickly, on a massive scale.

But mopping up after an attack is the last thing a security team wants to be doing. When it comes to security, prevention is far more valuable. Viewing your own systems from an attacker’s perspective can give you a leg up: Which of your endpoints are the most vulnerable? Which are unpatched, running an out-of-date operating system, or infected with exploitable malware? At a time like this is when a comprehensive solution and an enterprise-wide security perspective is invaluable.

BigFix can discover and disarm an in-progress attack, but should also be utilized proactively, to continuously reduce the attack surface of your endpoints, minimizing the chances that they’ll be compromised in the first place.

---

**Figure 3:** IBM BigFix provides an extensible platform for both proactive and reactive security.
For more information
To learn more about IBM Security and IBM BigFix, please contact your IBM representative or IBM Business Partner, or visit ibm.com/govcybersecurity.

About IBM Security solutions
IBM Security offers one of the most advanced and integrated portfolios of enterprise security products and services. The portfolio, supported by world-renowned IBM X-Force® research and development, provides security intelligence to help organizations holistically protect their people, infrastructures, data and applications, offering solutions for identity and access management, database security, application development, risk management, endpoint management, network security and more. These solutions enable organizations to effectively manage risk and implement integrated security for mobile, cloud, social media and other enterprise business architectures. IBM operates one of the world's broadest security research, development and delivery organizations, monitors 15 billion security events per day in more than 130 countries, and holds more than 3,000 security patents.

Additionally, IBM Global Financing provides numerous payment options to help you acquire the technology you need to effectively manage your agency or department. It provides full lifecycle management of IT products and services, from acquisition to disposition. For more information, contact your sales representative.
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