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Introduction

This document describes the usage of the BPA DS9 Server Application at OEM site.
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Launch the server

1. To launch the server, double-click on the icon “DS9ServerStart” on the desktop

2. Two command windows appear with the message “Waiting for connection...”
a. One manages the supplier’s requests
b. One manages the OEM’s requests (must be carefully managed)

+ D:\D59 Server\Release\D59_D7_R195P4\RTY_32bit_18MAYOD9_V2\SERVERMSPDS9ServerOE..

Waiting for connection...

3. Once launched, these applications must not be stopped.

Synchronize the server

It is important to make sure that the time on the server is correct, it is done to:

- Check regularly the validity of the Server License

- Provide correct information when the clients check the expire date of the data

For this the OEM side server has to be synchronized with the “World Internet Servers”.
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The time updates are done in the following manner:

1. Check the time from Internet regularly

a. When the server application is started, it will first update the time by checking on Internet
Time Servers. Then, the time will be checked and updated every 3 to 5 hours (random
time between 2 checks)
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Manage the server

1. To manage the server, double-click on the icon “ISPDS9ServerUl” on the desktop

2. The DS9 Server Management tool appears.

’:ﬂ DS9 Server

| Supplier | OEM |
Connected | Authorization List ” Log Dption‘
MAL Address Public: I Private IP Comment

This tool allows managing the Supplier’s requests and the OEM’s requests separately (see the 2 main tabs:
“Supplier” and “OEM”).

The tool allows:
- seeing the list of currently connected users in the “Connected” tab
- managing the authorisation list in the “Authorisation List” tab
- choosing which operation to log in the “Log Option” tab (only for the Supplier)
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Connected Tab

The Connected tab shows the list of currently connected users according to the information kept in the
authorisation list.

To get the current list, click on the “Update” button.

Eﬂ DS9 Server

Supplier | OEM ‘
Connected | Authorisation List ” Log Dpliun‘
MAL Address Public: I Private IP Comment

00-01-6C-ES-4B-1E

=

Connected 1200 Update

The number of currently connected users and the maximum number of users allowed by the license are
displayed at the bottom of this window (format: number of currently connect / maximum allowed).

The “Update” button also updates information in “Authorisation List” and “Log Option” tabs.
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Authorisation List

The Authorisation List tab allows managing the list of authorized users.

Eﬂ DS9 Server
Supplier | OEM |

Connected | Autharisation List nguptign|

MAL Sddress Public | Private IP Comment Althorized
111111111111
00-01-6C-ES-4B-1E

Import List

Remove
Selected

©2001 DASSAULT SYSTEMES-R2

Expoit List

-

Add Client

MAC pddiess |00 - 00 - 00 - 00 - 00 - 00 Commert | |

Public IP g. 0. 0.0 Pivatelp |0 - 0 . 0 . O #dd Client
-

Add Clients from file

MAL Address Public: IP Private IP Comment

Open

Select &)l

Unselect All

Add Clients

|

This window is divided into 3 parts:
- The authorisation list in work
- Add Client : to add a single user
- Add Clients from file : to add a list of users stored in a file
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The authorisation list in work

MAC Address Public IP Frivate [P Comment Authorized
111111111111
00-01-6C-E9-4B-1E

1090120112 90.100.90.5 TEST
44-44-44-BB-CC-DD 10:90120112 90.111.57.8 TEST3
Import List

Remave
Selected

Export List

This list can be modified in order to update the list used by the server application.

To do so, follow the steps below:
- Import the current list used by the server application by clicking on the “Import List” button (or
click on the “Update” button of the “Connected” tab)
- Addusers:
o Manually, one by one, using the “Add Client” tool
o Automatically, from a file, using the “Add Clients from file” tool
If needed, select the users to remove (multi-selection is allowed, hold “CTRL” key and select the
users) and click on the “Remove Selected”
Click on “Export List” to update in real-time the list used by the server, then the message below

appears:
Backup authorisation file

\ ? ) Do wou wank ko make a backop af the current autharisation File?

©2001 DASSAULT SYSTEMES-R2

L Yes ] [ Mo

Click “Yes” to keep a backup of the currently used authorisation file before replacing it with the new
list. The current list with will be saved to a new file named:
“Nameofauthorisationfile_backup_year_month_day_hour_min_sec.txt”".

Add Client

Add Client

MAC Addiess I 33 - AB -DD - 43 - 83 - 44 Comment |This iz a trusted supplier |

Public IP ISU -0 543 Private IP |1D - 80130 2 Add Client

There are 3 ways to add a single user in the authorisation list:
- Input his MAC Address and click on the “Add Client” button
- Input his Public IP and his Private IP and click on the “Add Client” button
- Input his MAC Address, his Public IP and his Private IP and click on the “Add Client” button

In any case, comments can be added to identify the supplier easily.
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Add Client from file
Add Clientz from file '
; tAC Address Public IP Private IP Comment
: Open
w
W
= Select &l
o
—
w
D= Ungzelect &l
w
p—
- Add Clients
—
<
w
wv
< L3 | 3
(=]
T . . - - . . - -
= 0 add a list of user using an existing authorisation list, click on the “Open” button.
o~
@

Lack in: | (3 Path ¥y o2 E
[Z] authorized2. ket [Z] 595UPP_log_ 2009 05 21.kxt
i E] AuthorizedZ_backup_2009_02_27_15_23_41.kxt

My Fecent E] AuthorizedZ_backup_2009_03_16_19 23 44, kxt
’ Documents E] Authorizedz_backup_2009 05 21 15 42 01.kxt
' == [£] authorized,txt

L. E] Authorized_backup_2009_05_21_15_39_29 kxk

E] Copy af AutharizedZ, bk
IE] Copy af Authorized . bxk
[Z] D590EM Jag_2009_04_29.kxt
[Z] D590EM_lag_z009_04_30.Exk
[Z] D590EM lag 2009 05 _01.Exk
[Z] D59SUPP_log_2z009 04 17.txt
[Z] D59SUPP_log_z009 04 _22.txt
[Z] D59SUPP_log_2009 04 _30.txt
[Z] D59SUPP_log_z009 05 _01.txt

Desktop

3

by D ocuments

&

by Computer
< | >
Q File name: authorized?_backup_2009_05_ 21 1542 01t~ | [ Open |
Py M etwark Files of type: | Text files [*.tat] w | [ Cancel ]

Select the file containing the authorisation list and click on the “Open button”.
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Add Clients from file

MAC Address Public IP Frivate IP
00-01-6C-E9-4B-1E

54-4E-3F-2D-1C-0B

54-4E-3F-2D-1C-1B
Ba-4E-3F-2D-1C-28 Select All
54-4E-3F-2D-1C-3B
Bé-4E-3F-2D-2C-0B
54-4E-3F-2D-2C-1B

Comment

|>

Open

10.9013173 108011230 Unselect &l
10.90131 73 10801231
10.90131 73 108011232 ||
1090131 73 108011233 .
10.90131 73 10,8012 34 addlEicns
10.90131 73 108011235

EASEEF4D-ACZE 108013173 10,8012 24

HASEEF4D-C3E 109013173 108011225 3

£ i} | >

Select/Unselect the users to add in the authorisation list (multi-selection is allowed, hold “CTRL” key and
elect/unselect the users).

©2001 DASSAULT SYSTEMES-R2

lick on the button “Select All” to select the whole list.
lick on the button “Unselect All” to unselect the whole list.

o

en the selection is ready, click on the “Add Clients” button to add the selected clients to the “Authorisation
in work”.

Option tab (only for Supplier)

)g Option tab allows choosing which operations to log.

the current status of these options in the application, use the “Update” button of the “Connected” tab.

LoadsS ave

Log Load Operation

Lag 5ave Operation

Commit

Check the box “Log Load Operation” to log the Load operations.
Check the box “Log Save Operation” to log the Save operations.

Click on the “Commit” button to update these options on the application.

*Warning**: if none of these options is checked, the suppliers will stop communicating with the server until
their next login. In between, they will not be aware of the changes made on these options.
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