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Chapter 1: Introduction

Overview

This guide outlines the various administrative procedures required to successfully set up and main-
tain SmarTeam Vaults, SmarTeam — Workflow, SmarTeam Full Text Search, SmarTeam Report
Connector and SmarTeam System Configuration Editor in a corporate environment.

Note: All the documentation mentioned in this document, unless specified otherwise, is
available on the SmarTeam Documentation CD.

SmarTeam Vaults

Maintaining security and control over documents is of the utmost importance to any organization.
SmarTeam provides a secure electronic vault for this purpose. This electronic vault ensures that
only users with access permission can access an object. The system is secured at all access levels.

Traditionally, a document manager performed the role of maintaining security. Files were stored in
a secured library and an employee would copy out a file, work with it and then copy the file back in.
The document manager would supervise the flow of files, ensuring that an employee had

authorization to access a file, and that no two people would work with the same file simultaneously.

SmarTeam provides a Vault Server Setup utility (for Windows environment) that enables you to
define vaults, implement the Vault Server process and set up security modes for the vaults.

SmarTeam users can work on a remote Web server that is connected to a site, such as Site A, and
access a vault server at a different site, such as Site B, which is local to the user. In this way data is
saved on the local vault.

In addition to this, SmarTeam provides a logging mechanism, which displays SmarTeam activities
including vault activities.

SmarTeam — Foundation Administration Guide 1



Chapter 1: Introduction Related Documentation

Note: This guide is based on using a local vault at every site, which is what SmarTeam recom-
mends. It is also possible to work with remote vaults, however this could result in reduced perfor-
mance and is not the preferred method of work.

SmarTeam — Workflow

The Flow Server controls the flow of Processes between users in the SmarTeam - Workflow
environment. The Flow Server constantly monitors the database at predefined time intervals and
checks whether any Process is ready to be moved to the next user (node). The Flow Server utilities
enable you to set up and run the Flow Server for your network.

SmarTeam Full Text Search

SmarTeam Full Text Search enables you to perform complex textual searches on data, such as
within the vaults and on textual metadata stored inside the database without knowing where that
data is stored. Complex textual searches include Boolean expressions (AND, OR) as well as
phonetic operators, such as sounds like.

SmarTeam Report Connector

SmarTeam Report Connector enables administrators to securely retrieve information from
SmarTeam and generate customized reports using standard third-party report generators, such as
Crystal Reports®, Microsoft® Visual Basic (VB), and Microsoft® Office Excel. The report tool
connects to the SmarTeam database through a designated OLE DB provider.

SmarTeam System Configuration Editor

The System Configuration Editor provides a centralized mechanism that contains all configuration-
related information for all SmarTeam applications. The system configuration service has multiple
levels of configuration allowing easy manageability and security across sites, machines,
applications, databases and users from anywhere in the organization.

Related Documentation

The following documents are referred to in this guide. All the documents are available on the

SmarTeam Documentation CD unless specified otherwise.

Name of Document Remarks

Introduction to SmarTeam Installation It is recommended that you read this document thoroughly and
plan your topology prior to installing your SmarTeam configuration
or products.

SmarTeam Procedure for Upgrading Details the upgrade procedure if you are upgrading from a
previous version of SmarTeam - Foundation.

Hardware and Software Requirements Details the hardware and software required for a successful
installation.

SmarTeam — Foundation Administration Guide 2
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Name of Document Remarks

SmarTeam - Foundation Installation Guide Details about installing SmarTeam Core Services

SmarTeam - Editor Installation Guide Details about the SmarTeam — Editor installation process

SmarTeam - Multi-site Administration Guide Details the various administration procedures to successfully set
up, customize and maintain a SmarTeam - Multi-site system in a
corporate environment.

IMPORTANT!
For details of the minimum Hardware and Software requirements, see the ENOVIA
SmarTeam Hardware and Software Requirements Guide.

Internet Site

You are highly recommended to frequently visit our website for the latest updates and plug-in prod-
ucts, including the latest Service Packs, Program Directory (Release Notes), Hotfixes and Technical
Support at http://www.3ds.com/support/.

In addition, you will also be able to view any installation known issues.

SmarTeam — Foundation Administration Guide 3
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Chapter 2: SmarTeam Vault Concepts

Vault Security

The SmarTeam Vaults security is handled as follows:
m Domain users do not have read/write permission to the Vaults folders
m Dedicated users who run the vault service have read/write permission to the Vaults folders
m Using a User command that transfer files via Vault service
m The Vault service uses the http or https protocols

m The Vault service requests are handled with encrypted messages (time-based ticket) for each
transfer

SmarTeam Vault

The electronic vault is divided into three sections. Each section reflects a different state of an
object. SmarTeam provides a framework for defining three default directories where files are stored
based on state only. You can change these default directories as described in Vault Maintenance.

m Checked In

The purpose of the Checked In vault is to provide a secured environment for objects that are in
a dynamic development stage. Objects may be checked out, modified and checked in again by
users with the correct access permissions. Objects are placed in this vault using the Check In
revision option. Files can be checked out of this vault using the Check Out revision option.
The default directory for this vault is: .\SmarTeam\Vaults\Checked In.

The Default file size permitted for Check In and Check Out is 1GB. This value is sufficiently
large for most implementations.

Although the file size can be set up to 263 bytes, it is recommended that you do not customize
the file size more than the actual required size due to the risk of denial-of-service attack (DoS
attack).

If you attempt to Check In or Check Out files larger than the configured size, an error message
will be displayed.

To increase the maximum file size that may be checked in:

1 Open the configuration file SmarTeam.Std.Vault.Server.Host.exe.config located in the
SmarTeam\Bin directory.

This file contains many instances of the parameter <maxReceivedMessageSize>.

2 Change the value of the parameter only where the parameter appears with the two binding
names listed below:

SmarTeam - Foundation Administration Guide 4
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VaultHttpStreamedBinding
VaultHttpStreamedBindingSsl

3 Important: Do not modify any other parameters other than the ones specified.

To increase the maximum file size that may be to checked out:

1 Open the configuration file smarteam.std.vaultClient.config.xml.

2 Update the value for every instance of the parameters <MaxBufferSize> and
<MaxReceivedMessageSize>.

m Released

The purpose of the Released vault is to provide a secured environment for objects that have
been approved, protecting them from being erroneously modified. This vault might have
stricter security measures, meaning fewer users will be able to access the objects in this vault.
Obijects are placed in this vault by activating the Release operation. The New Release
operation allows you to create a new revision of the document and modify it. This option may
be restricted only to high-level users. The default directory for this vault is
.\SmarTeam\Vaults\Released.

m Obsolete
The purpose of this vault is to provide a secured environment for objects that are no longer in
use. Objects are placed in this vault using the Obsolete operation, and these objects can be
accessed by SmarTeam — Editor users but cannot be changed. The default directory for this
vault is .\SmarTeam\Vaults\Obsolete.

Lifecycle operations are described in detail in SmarTeam — Editor Online Help. In the Revisions
page you can view the lifecycle of an object. This refers to the different revision states of an object.
Each time you create a new revision, it is displayed on a new line on this page.

Vault Maintenance

SmarTeam enables you to define different vaults for different types of files. Furthermore, you can
define separate vaults for individual projects (or groups of projects). For example, in the Checked
In vault, you can define that all Word documents are saved in a directory called
.\SmarTeam\Checked In\Word, all AutoCAD files are saved in a directory called
\\SmarTeam\Checked In\Autocad and all other files remain in \\SmarTeam\Vaults\Checked In.

Note: The system administrator generally performs this operation.

The Vault Maintenance option enables you to:

m Specify a new directory in which a file type from a vault is stored. For example, you may
specify a new directory path for all Word documents located in the Released vault.

m Delete a vault definition.

m Modify the path of a vault definition.

SmarTeam - Foundation Administration Guide 5
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Vault Replication Concepts

Vault Replication concepts relate to converting an existing legacy Vault Configuration into one that
can participate in a SmarTeam — Multi-site system or just a Multi-Vault environment with one
central datadase. This process includes:

m Creating a Vault Configuration for a Site

m Setting up a Vault Replication

For additional information, see Multi-Vault Environment.

File Access Permissions

In a Vault Replication environment, the remote Vault Server copies the required files to the local
mirror vault. In this case, the SmartVault Server user must be a global user with full permissions to
access to all vault directories, where files are hosted as well as any remote vaults.

Licensing

The Vault Server Setup administration utility must have access to a SmarTeam — Multi-site (MUS)
license or SmarTeam - Multi-Vault (MUV) license. When using a Multi-site environment the MUS
license covers the Vault license. When only working with Multi-Vault an MUV license is required.

All SmarTeam licenses are located on the License Use Management (LUM) server at the Primary
Site.

IMPORTANT! While Database Multi-site tools must be run from the Primary Site, the
Vault Replication Setup tool must be run from every site involved in Vault Replication.

Since the licenses are only located on the Primary Site, Vault setup must have access to

these licenses from the site on which it is running.

To set up Vault Server access between sites:

1 Open a firewall rule between the sites.

2 Implement a VPN between the two sites.

Access from the Vault Server machine to the Primary Site must be established temporarily for
configuration purposes. After the Vault Server Setup utility closes, there is no need for the Vault
Server service to have access to the LUM server.

File Security

Unlike conventional file copy operations, the file replication server compresses files prior to trans-
ferring and decompresses them after they arrive in the corresponding mirror vault. The transaction
between sites can be encrypted using conventional encryption methods, to ensure security.

SmarTeam - Foundation Administration Guide 6
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Accessing Remote Files Locally

SmarTeam — Multi-Vault Replication enables the SmarTeam — Editor user to send and retrieve files
from a local vault using a local Vault Server, regardless of the user's location. The file's local entity
is retrieved from a local vault. This is possible because files that originate in remote vaults are
copied to a mirrored vault on all sites.

Because all files exist on all sites, roaming users can access files from any site. If one site merges
with another, all users from the merged site can log in to the database from the new site and
continue working.

Vault Configuration

The following components exist in a Vault Configuration:

m Site: Identifies the current site to differentiate it from the other sites in the SmarTeam — Multi-
site environment

m Vault Server (Node): A computer in the site, which contains vaults for the site

m Working Shared Directory: Shared directory on the Vault Server, which contains working
vaults

m Working Vaults: Subdirectories of the Working Shared Directory, which contain working files:
\Checkin, \Released, \Obsolete.

m Mirror Shared Directory: Shared directory on the Vault Server, which contains mirror vaults

m Mirror Vaults: Subdirectories of the Mirror Shared Directory:
\Mirror_Checkin,\Mirror_Released,\Mirror_Obsolete. These directories do not contain files;
they organize the mirror vaults into operational types. The actual replicated files are stored in
subdirectories of these directories according to source sites.

m Mirror Vault Site Subdirectory: Subdirectories of the Mirror Vaults contain replicated files
from other sites. The subdirectory names should be the same as the corresponding working
vault directory names with the <MySite> subdirectory, for example: \Checkin, \Released,
\Obsolete for all sites.

SmarTeam - Foundation Administration Guide 7
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Vault Replication and Efficient Vault Replication

Vault Replication Concepts

After the vault configuration is created, you must perform the Vault Replication setup procedure.
This procedure basically organizes your vaults into operational groups that span the sites.

The organization of vaults into groups is used by an application to quickly and efficiently locate a
mirror directory on the local machine containing a copy of a desired file. The original copy of the

file is on a remote machine.

The groups normally correspond to the Check In, Released and Obsolete operations. For example,
the Check In group contains all vaults from all sites that relate to the Check In operation, including

both working and mirror vaults.

Site 2
~
Working - Vault 2
Checked- In
Released
A Site 2 Obsolete
Site 1 —1—  Cchecked - In—t— Mirror - Vault2
— ~ Vault Set + Checked -In
1 Site 1
t Site 3
Released
Site
Site
Obsolete
ite
Servdr 1 Site 3
_/
Working - Vault! - |
i Checked -In site 1
Released
Releases | — checked -In —f—
Vault Set
Mirror -Vault1 _—
+ Checked -In
Site
Site 3
Released
Site 2
Site 3
Obsolete
ite 2 Server 3
Site 3
} working - vauns
Checked -1In
- _
+ Released
Site 3 [E— Obsolete
—t— checked-In ——] ‘ M Vauts
irror - Vau
Vault Set Checked- In
Site
Site
Released
Sit
Site
[ Obsolete
Multi- site She s
Checked -In
Vault Group _
Site 3

Vault configuration is designed to produce a very efficient Vault Replication for multiple-vault

systems.

SmarTeam - Foundation Administration Guide



Chapter 2: SmarTeam Vault Concepts Vault Replication Concepts

If a SmarTeam — Multi-Vault system contains many vaults to be replicated, it is not efficient to
define a separate replication job for each vault, since each job creates its own thread. Instead, the
replication system should replicate many vaults in one job. This arrangement significantly reduces
the number of jobs required in complex systems.

The goal is to replicate all vaults of a working shared directory to all vaults of a mirror shared direc-
tory in one recursive job. To accomplish this, the vault structure in the mirror root directory must be
identical to the vault structure in the source root directory.

File Naming Convention

To avoid conflicting filenames within vaults from different sites, it is recommended to provide a
unique filename when performing the first Check In lifecycle operation for a file.

Note: By default, any file retains its original name when performing the first Check In
lifecycle operation. Therefore, to successfully change the filename during the first Check
In operation, perform the procedure described in the File Naming Configuration section
of the SmarTeam — Multi-site Administration Guide.

For each lifecycle operation on a file already located in a vault, a unique filename is assigned to it
by default.

Replication on Demand

Sometimes it is necessary to view a file owned by a remote site immediately without waiting for its
scheduled replication.

You can use either of these options:

m The Remote Copy Feature is the default SmarTeam option. It is accessed by using a standard
Windows XCOPY operation that copies the files from a remote site. A disadvantage of this
method is that it functions relatively slowly and does not permeate firewalls.

OR

m RepliWeb-based functionality enables fast copying of files through firewalls, which use script
hooks to attach the SmarTeam stdCopyFileFromRemoteSite.ebs script to the After - On File
Exists On Local Mirror event (the Before setting is also possible). The stdCopyFileFromRe-
moteSite.ebs script is located in the SmarTeam\SDK\Samples\MultiSite\BasicScripts directory
after installing the SmarTeam — Editor SDK component. The stdCopyFileFromRemo-
teSite.ebs script uses the rw_fetch_file.dll file to create a RepliJob, which in turn calls the
script to replicate the required file. Each time you need to view a file that has not been repli-
cated from a remote site, the file is copied to the mirror directory on the local site.

Notes:
e This procedure requires RepliWeb® Console to be installed on the client computer. For
details, see the RepliWeb Installation and Configuration Guide.
e When using RepliWeb® it is necessary to customize the script provided by SmarTeam.

e The script (stdCopyFileFromRemoteSite) calls the Repliweb® DLL function from the
rw_fetch_file.dll with parameters for the source, destination and user authentication
parameters.

SmarTeam - Foundation Administration Guide 9
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o RepliWeb® is firewall-friendly application, does not affect system operation and for the end
user, the operation is executed transparently.

Vault Replication Independent of Database Replication

SmarTeam — Multi-Vault also provides Vault Replication capabilities, which is completely indepen-
dent from database replication and can be implemented separately.

Site is also used with Vault Replication, but may not correlate with the database site definition.
Moreover, there can be more vault sites than database sites, depending on the customer's environ-
ment and requirements.

Selective Vault Replication

As opposed to database replication (see SmarTeam — Multi-site Administration Guide), you can set
up Selective Vault Replication by selecting which file does and does not replicate. Select one of the
following options for Selective Replication:

m Create special vaults that are responsible for saving files, which are not to be replicated. You
must save them in the Vault Replication framework, but you do not have to set up RDS jobs
for replication in respective mirrors.

OR

m You can maintain the same vaults, but you must manually configure RDS jobs to replicate a
selected set of files. This list of files needs to be provided by the SmarTeam application
using scripts.

Setting Up Vault Replication with RDS™

When purchasing a SmarTeam — Multi-Vault license or SmarTeam - Multi-site license, customers
receive an RDS™ (RepliWeb® Deployment Suite) package.

For each designated work vault there should be a parallel vault on all sites. To enable users to
access files originated on remote sites, each work vault from any site should have a corresponding
mirror vault on all other sites.

After mapping all mirrored vaults in the Vault Server setup utility that correspond with their work
vaults, a user can issue a mapping report that is used by the administrator to perform the equivalent
mapping in the RDS™ utility. RDS™ is responsible for the actual replication of files between the
vaults in the various sites.

All work vaults should have mirrored vaults. If a customer does not want files created for a specific
project on a certain site to be accessed from other sites, the following requirements should be met:

m A designated vault should exist for that project

m The designated vault should not be replicated, although a mirror vault is assigned to it

A typical user environment may include two sites, where each site is working on a different project.
There may be collaborative work where users from one site are working on objects that belong to
projects originated on the other site. In some situations, for example, CAD files and office files
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need to be located in different vaults. For quick and easy access to information, replicated databases
are also implemented. In this scenario, all vaults should have corresponding mirror vaults on all
sites and each site should have its own local database server and a local Vault Server.

Time difference between sites, availability of required information, the amount of data that needs to
be transferred and the available bandwidth all need to be measured to establish the correct time
interval between replications.

Note: Vault replication can be applied with the RepliWeb R-1 product as well.

Lifecycle API

The access points where an implementer can customize a lifecycle process are:

Customization related to File Operation that should be assigned in Before — Life Cycle Stage 2 for
Hooks:

m Check In
m Release

m Obsolete

Customization related to File Operation that should be assigned in After — Life Cycle Stage 2 for
Hooks:

m Check Out
m New Release

m Copy File

If a script was previously hooked to a different hook, you must update the scrip according to Life
Cycle Stage 2 methodology, see Client-Side Hooks for Client-Based Applications.pdf on the
SmarTeam Documentation CD.
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Vault Server Setup Checklist

You must complete all the stages in this checklist to successfully setup and enable a SmarTeam
Vault Server.

*Requirement: M = Mandatory, O = Optional

Item M/O* | Reference

Stage 1: Pre-Setup

O Verify that your Hardware & Software meet the M SmarTeam Hardware and Software Requirements Guide
requirements

O Verify SmarTeam — Foundation is installed and config- | M SmarTeam - Foundation Installation Guide
ured properly at each site

O Verify Vault Server is installed as part of SmarTeam - | M SmarTeam - Foundation Installation Guide
Foundation installation or on a separate machine

O Assign permissions to the Vault Server user M Preparing the Vault Server Environment

O | check for any additional prerequisites on the M Release Notes of latest service pack in the release or
SmarTeam Web Site SmarTeam Support Site

Stage 2: Setup

O | set up SmarTeam Vault Server M Setting Up a Vault Server

[ | Test SmarTeam Vault Server M Testing the Vault Server

Prerequisites

Installation Verification

Preparing the Vault Server Environment

Before setting up a SmarTeam vault site, verify the following is installed on your system:

m Vault Server is installed as part of SmarTeam — Foundation installation or on a separate

machine

For more information, see the SmarTeam — Foundation Installation Guide.

To assigh permissions to the Vault Server user:

Note: This procedure is performed after installing the Vault Server utilities.

SmarTeam - Foundation Administration Guide
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1 From Start, select Programs > Administrative Tools > User Manager to view the User
Manager window.

2 From the Policies menu, select User Rights to view the User Rights Policy window.
3 Enable Show Advanced User Rights.
4 Next to the Right field, click on the dropdown list and select Log on as a Service. Click OK.

The Grant To list box shows the User/Group that receives the selected user rights. The name of
the Vault Server user (or the Group that the user belongs to) appears.

5 If the appropriate User/Group is not displayed in the Grant To list box, click Add to display a
list of Users/Groups. Select the Vault Server user and click OK. The Vault Server username
appears in the Grant To list box.

6 Next to the Right field, click on the dropdown list and repeat the previous steps for Act as part
of the operating system and Increase Quotas.

The system administrator can create a Vault Server log file during runtime for listing all vault
activities for review by the system administrator. (By default a log file is not created.)

Note: A Vault Server user must have full permissions to all vault directories, where files are
hosted.

Setting Up a Vault Server

A Foundation server must be installed at every site where a Vault Server exists. There can be more
that one Vault Server per foundation server, which do not have to be hosted on the same machine.

IMPORTANT! This section is only applicable for sites licensed for using the SmarTeam
Vault Server.

Configuring and enabling the vaults is done by the administrator in the following stages:

m To configure a default environment: is done from the Vault Server Setup window via the
Admin Console to define the vaults.

OR

m To configure vaults manually: is done manually from the Vault Server Setup window via the
Admin Console to define the vaults.

m Enabling the Vault Server is done from the SmarTeam — Editor so you can work with vaults
once they are configured.

Configuring the Vault Server

To configure a default environment:

1 From the Admin Console, log in as an administrator.

2 Select Vault Management > Vault Setup.
The Vault Server Setup window appears.
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Hlvault Server Setup

File Wiew | Options... Iools Help

Path [WHT v Waulk preference flag
Create default environment

[

Bl eF Yault Servers
E, Drefaulty aulth ode:

3 Select Options > Create default environment.
A confirmation dialog box appears.

erenvironmen .
Path
Set "Wault Server Services" preference on. ;I

Create shared directory as doorway to vaults.

Create default vaults.

"C:AProgram Files\SMARTEAMAS mv aultsA\Checked 0"
"C:AProgram Files\SMARTEAMAS mv aults\ R eleazed"
"C:AProgram Files\SMARTEAMAS mY aultsObsolete”

Create generic public vault references,
All projects, all file types, checked in.
Al projects, all file types, released.
All projects, all file types, obsolete.

"C:AProgram FileshSMARTEAMAS mi aults" [Shared az “"Smiaults"

Cancel |

4 Click OK.

5 From the Vault Server Setup window, select Tools > Generate vault keys.

Hlvault Server Setup

File ‘Yiew Options... | Tools Help
Fath l— uI Iltlon. an

Import vault keys

Defaulty aultflode

Setting Up a Vault Server

6 In the VaultSecurityDetails dialog box, type the vault keys path and filename.

The default path is: C:\Program Files\SmarTeam\Bin

Keys file path:

I kst

Generate keys I

=]

Cancel |

7 Click Generate keys.

A dialog box appears confirming you want to continue the process of generating the keys.

SmarTeam - Foundation Administration Guide
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‘fou are about to generate new vault keys,
This operation will overwrite any information saved in the file keys, bxt
IF wou wish to continue generating the keys press YES, otherwise press MO

uo|

8 Click Yes to continue.
A dialog box appears confirming the vault keys were generated successfully.

SmarTeam

L
Info No: 32766 =
Vault keys were imported successfully

oK.

9 Click OK.

10 Run SmarTeam.Std.Vault.ImportKeyTool.exe from the command line on each Vault Server
to set up additional servers using the following syntax:
SmarTeam.Std.Vault.ImportKeyTool.exe /U:<UserName> /P:<Password>
/R:<DatabaseReplicald> <KeyFile>

11 From the Vault Server Setup window, select Tools > Import vault keys.

Hlvault Server Setup

File ‘Yiew Options... | Tools Help

Fath l— ault replication, ..

Generate vault keys

Import vault keys

K.eys file path: Ike}ls.txﬂ ﬁJ

Import keys I Cancel |

13 Click Import keys.
A dialog box appears confirming you want to continue the process of importing the keys.

‘fou are about to import news vault keys,
This operation will overwrite any existing vault keys imported before,
IF wou wish to continue importing the keys press YES, otherwise press NO

uo|
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14 Click Yes.
The following confirmation dialog appears.

Sy
Info No: 32766 =]
[Vault keys were generated successfull,

Pleass be aware that currently generated vaul keys file should bs imparted on every wault
server in your organization.

oK

Note: If there is a multi-vault configuration on your environment, you should generate
the vault keys from only one vault (see Step 5), but the import should be made from all
the vaults on your environment (see Step 11).

Note: When a vault machine domain membership is changed or a user account under
which the vault service runs is changed, do the following:

— Delete ..\Vault\PersistencyStorage folder, such as C:\Documents and Settings\All
Users\Application.
— Repeat Step 11 to import the key.

15 Click OK to continue.
A dialog box appears confirming the vault keys were imported successfully.

Smarkteam E

Wault keys were imported successfully

16 From the Vault Server Setup window, select File > Save.

Note: Although this step is optional, because it will occur before the vault setup closes
down if it is not performed now, SmarTeam recommends you save any updates now.

17 Exit the Vault Server Setup window.

18 Exit the Admin Console.

To configure vaults manually:

1 Create the following directories on a local machine:
a C:\SmVaults
b C:\SmVaults\Checked In
¢ C:\SmVaults\Released
d C:\SmVaults\Obsolete
2 Right click SMVaults > Properties.

3 From SMVaults Properties, select Sharing > Share this folder > Permissions to enable
sharing in C:\SmVaults.
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] ] [—————
Genenal SR Seculy Wb Shang | Cuthossen Shate Permeson
[l et T el shasng s te ke b Shere this
™™ 1] Everporm
(3 Do ok sharm this loldes
5} St s holcdos
Shaie nasme: SHV iy
(e ]
Fud
[T {5} Mapsimum aloweed
O Ao this e : Fromsmen b f veprn Aoy [
Full Cortral 0 0
Ta set permistions fox uness wha access thi e Changs u] 0
ot o et o oo [ Pemiions ] Pesd B O
To conbigure sefings b oifine access, chek -
tads (==
‘Wirnkows Fawal i configsed bo allow thes hokder 1o b shamd
et i COMPUAS o the network.
ok | [ caneal
ox Cancel Ak

4 In Permissions for SMVaults, select Add to include the Vault Server user and then click OK.

Select Users, Computers, or Groups

Select thiz object type:

|Users, Groups, or Built-in security principals | [ Object Types... ]

FErom this location:

| |[ Locations... ]

Enter the object names to select [examples):

<computer names\<vault server user: Check Names
ok [ cares ]

Note: This step is optional, because all folders do not have to be shared unless the Vault
Server and directories are located on a different computer than the one from which you
are running the vault setup.

5 From the Admin Console, log in as an administrator.

6 Select Vault Management > Vault Setup.
The Vault Server Setup window appears.

Note: The default SmarTeam Vault Server structure is customizable.

! ﬁ!'\l'ault Seryer Setup

File WYiew Options... Tools Help

. Path|

Mew vault server

7 Select New Vault Server.
The Vault Server Details window appears.
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g Vault Server Details %
Add

Wault hode name ||

Waulk node path I Walidate I _l
Address I
Fart an =
SSL Part 143 =
[~ Require SSL

QK I Cancel | Help |

The Vault Server Details window contains the following fields:

Field Description
Vault node name  Type a name for the Vault Server.

Vault node path Type the path in the network to the location where the Vault Server is
installed. If applicable, click Browse to display a standard file selection
window.

Validate Either type or browse to the machine name in the Vault node path field,
and click Validate to verify the Vault node path exists in the network. If it
is found, the Vault node path is marked with an underscore. If not, an error
message appears.

Address Vault Server address.

Port The default value is 80 for http communication with the vault. This value
can be changed as required.

SSL Port The default value is 443 for https/SSL communication with the vault. This
value can be changed as required.

Require SSL Select this field if you want to work in secure SSL mode.

8 Click OK.

Note: The default values of 80 and 443 are optional values and can be modified. The
administrator can select any ports as long as the port and the SSL port are different. For
more information, see Chapter 5, Vaults Security.

9 Right click on the machine name and select New shared directory to create a shared directory
on each of the servers (nodes) that contains the Vault directories.
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Hlvault Server Setup

File WYiew Options... Tools Help

Path |

Mew shared directory
Modify

Delete

Note: This step is optional. The directory does not have to be shared and the name of the directory
does not have to be the same name on every server.

10 Browse to the shared vault folder you created in Step 2.
The Shared Directory Details window appears.

g Shared Directory Details

—Context
Wault hode name Defaulty aulth ode
Waulk node path MHTTPYLT S
—Add

Shared directory ||
name

Shared directory path I J

Description I

QK I Cancel | Help |

The Shared Directory Details window contains the following fields:

Field Description
Name Type a name for the shared directory.

Shared directory  Type the directory name in the Vault Server that will serve as a shared
directory. If necessary, click Browse to display a standard file selection
window.

Description Type descriptive text (optional).

11 Complete the fields in the Shared Directory Details window and click OK.
The information you typed in these fields can be modified or deleted.

12 Right click on the shared directory and select New vault.

Hlvault Server Setup

File WYiew Options... Tools Help

Path [MHTTPVLT 345 mivaults

= Waulk Servers Shared directory name
E,@_, Def ItVauItode Shared directory path

Mew wault Drescription
i Re I\__ﬂodify Creation Date
el o 3 Delete Last modification date and time
Drescription
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13 Browse to the relevant vault directory.
The Vault Details window appears.

—Contest

Shared directory name  Smvaults

Shared directory path  MWHTTRYLT 3Smivaults

Add
Wault name IEhecked In
“Yault directory I\Ehecked Ir| J
Description I

QK I Cancel | Help

The Vault Details window contains the following fields:

Field Description
Name Type a name for the vault.

Vault directory ~ Type the network path for the vault location. If necessary, click Browse
to display a standard file selection window.

Description Type descriptive text (optional).
14 Complete the fields in the Vault Details window for the Checked In directory path. Repeat this
process for Released and Obsolete directories.
Note: The location of the vault directories can be modified.

The final configuration of the Vault Server Setup window appears.

Sllvault Server Setup

File WYiew Options... Tools Help

Path I\\HTTPVLT ASmi aults'Releazed

= BE Yault Servers Wault name
=B, DefaulvaultNode Vaul drectory
E--GEI S aults —
(] CheckedIn Eesonio]

Creation Date

Last modification date and time

Drescription

15 Follow Step 5 to Step 15 to generate and import vault keys.

16 From the Vault Server Setup window, select File > Save to save the updates.

Note: Itis possible to enable the Vault Server by selecting Option > Vault preference
flag.-

i Hlvault Server Setup

File Wiew | Options... Iools Help

v Yault preference flag
Create default environment

Path |\WHT

"5 &8 Vauk Servers
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17 Exit the Vault Server Setup window.
18 Exit the Admin Console.

Enabling the Vault Server
This procedure is done from SmarTeam — Editor.
Notes:

a If you already enabled the Vault Server using the Vault preference flag in the To configure
vaults manually: procedure, skip to Step 5 in this procedure.

b When a vault is defined per project only, there is no default vault for "All projects™ in the
Vault Maintenance utility, a document that saved in the context of the parent object that
has no link to a project will be placed in the vault defined for the parent object.

To enable the Vault Server:

1 From SmarTeam — Editor, log in as an administrator.
2 From the SmarTeam — Editor main window, select Tools > Administrator Options.
3 From the Administrator Options window, select Lifecycle Options.

4 From the Lifecycle Options window, select Enable Vault Server services.

General | Into Vault OutofVault Locked Trees

General options

[~ Disable life cycle window properties assigned by a script

[¥ Enable Yault Server services

[~ Ifthere is no link to praject, choose vault based on current project
[ Enable user-defined revisions for documents

[~ Remote copy to/fram working directory

Life Cycle Dialag Type IAdvanced Life Cycle screen LI
Last public revizion mode: IEheck In LI
QK Cancel Help

5 From the SmarTeam — Editor main window, select Tools > Vault Maintenance.
The Vault Maintenance window appears.
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10

11

12

13
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Setting Up a Vault Server

|~ Vault Maintenance e

Projects Tree

= Project-0048 Jet Ski0
= Project-0043 T ailstock
= Project-0042 NRM Pra |1]
= Project-0038 SeaScoo
= Project-0041 MRk Eng
= Project-0039 Ink Jet

= Project-0040 Electro b
= Project-0055 Ball Beari
[# = Project-0058 Mechanic
= Project-0059 Motherbc ¢
= Project-0060 Embedec
= Project-0062 Mabile Pt
PProject-0053 ACME M.
PProject-0054 Bolts & N

Obsolete

Directory
C:APROGRAM FILESASMARTEAMYWALILTSAS]

Checked In | Released
D File Type
All Projects

Hodify

Delete

Lloze

_,J Help

< |

Unzelect All

K1

Select one or several projects from the Projects Tree in the left pane to define directories for
the files belonging to these projects.

Note: To define vaults for all projects simultaneously, select Projects Tree. To deselect
all projects, click on the Unselect All button.

Click one of the tabs at the top of the window — Checked In, Released or Obsolete — to select
a vault. You can now define directories for the files located in the selected vault.

To define a new vault for a specific file type, click Add.
The Vault Data window appears.

#g Vault Data
Modify
File Types I j Al
Directary Path |E:\PF|DGF|AM FILES%SMARTEAMYWALLT SASMDEMO_R 8-

QK Cancel Help

In the File Type field, click on the dropdown list to view a list of file types and select one.

In the Directory field, type a directory path to specify where the selected file type will be
placed. If necessary, click on the Browse button to the right of this field to select a directory
from a standard Windows selection window.

Click OK to save your changes and close the window or click Cancel to close the window
without making any changes.

The path definition is added to the Vault Maintenance window.

To define a directory into which all other file types will be placed, in the Vault Data window,
click All. If necessary, click Browse to select a directory from a standard Windows selection
window.

To redefine an existing directory or file type, select the existing entry and then click Modify.
The Vault Data window enables you to redefine the applicable entry.
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14 Click OK to save your changes and close the Vault Maintenance window.

Testing the Vault Server

Running the Vault Tester utility on the client computer enables the administrator to check that the
Vault Server is working properly and that files are properly transferred.
The following occurs as a result of running the Vault Tester utility:

m The test file moves from the first vault to a second vault.

m The test file is copied to the desktop of the Vault Tester.

By default, the Vault Tester runs this cycle of events five times, but you can determine the number
of cycles to run. You can also determine the exact delay between operation within a cycle and
between cycles.

To define Vault Tester parameters:

1 From Start, select Programs > SmarTeam > Administrative Tools > Admin Console > Vault
Management > Vault Tester.
The Vault Tester main window appears.

Note: Only an administrator can run this utility.

{m Test Vault Server_en

File_en LogFile_en Yiew_en Help_en

Trace_en | Parameters_en

I, Test application iz ready.

m The Trace tab displays a log of the operations that take place when the Vault Tester is
executed.

m The Parameters tab enables you to define the parameters of the test.

2 Click the Parameters tab and define the test parameters.

hl Test Yault Server _ ||:||1|

File LogFile Wew Help

Trace Parameters |

Cliert Mask SMARTEAM-FIEETC Cycles |5 _I::

Test File

File [[vsT_SMARTEAM-FIEETC_B0.TXT B

Directory IC:\Program Files"SMARTEAM B

rDelay [milizeconds} W ault

Between operations |2DD _|:: 13t I Checked In =~ l
Between cycles |2DD _|:: 2nd I Released % l

—Log File
Mame |VauItT est_SMARTEAM-JIEE1CLOG i

Size [bytes) |1 EF000 _|::
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Field

Client mask

Cycles

Test file/
Directory

Delay between

operations

Delay between
cycles

Vaults 1st

Vaults 2nd

Log file name

Log file size

Testing the Vault Server

You can use the default values or define new values.

Description

The Client Mask serves as an identity name of the Vault Tester to
communicate with the Vault Server. By default, this field displays the
computer name where the Vault Tester is located, although this value
can be changed.

Displays the number of cycles to be performed.

Displays the name of the test file and the directory in which it is
located. You can select a different test file and browse to a different
location.

Displays in milliseconds the amount of delay between operations
(within a cycle).

Displays in milliseconds the delay between cycles.

During runtime, the test file is copied from the desktop (of the Vault
Tester) to the vault defined in the Vaults 1st field. From the dropdown
list, select a SmarTeam vault.

During runtime, the test file is moved from Vaults 1st to Vaults 2nd.
From the dropdown list, select a SmarTeam vault.

During runtime, the log file records each event that takes place. It is
identical to the information displayed in the Trace tab.

Note: By default a log file is not created. If you want to create a log file,
select On from the Log File menu.

Displays the limit of the size of the log file that is created during
runtime.

To run the Vault Tester utility:

1 From Start, run the VaultTester.exe command from the command line or from the File menu
and select Start Working.
The Vault Tester utility automatically creates a test file and runs it according to the parameters
previously defined.

2 Click the Trace tab to view a log of the events as they occur.
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SmarTeam — Multi-Vault Replication Setup Checklist

This checklist provides a detailed list of all the steps that need to be performed and the order in
which they should be performed to successfully setup SmarTeam — Multi-Vault Replication.

*Requirement: M = Mandatory, O = Optional

Item M/O* | Reference
Stage 1: Pre-Setup
[ | Verify that your Hardware & Software meet the requirements | M SmarTeam Hardware and Software Requirements
Guide
O | Verify SmarTeam — Foundation is installed and configured M SmarTeam - Foundation Installation Guide
properly
O | Install Multi-site Admin (includes the required components M SmarTeam - Multi-site Installation Guide
and administrative tools to configure the distributed environ-
ment on the SmarTeam — Multi-site server)
O | Assign permissions to the Vault Server user M Preparing the Vault Server Environment
[ | Check for any additional prerequisites on the SmarTeam M Release Notes of latest service pack in the release or
Web Site SmarTeam Support Site
Stage 2: Setup
LI | Set up the Data Model Designer (DMD) for Vault Replication | M Vault Replication Mechanism (in DMD)
LI | Setup Vault Sites M Setting Up Vault Sites
LI | configure Vaults for a Site M Configuration of Vaults for a Site
| Set up Vault Groups Rep”caﬂon M Vault Gl’OUQS Replication Setug
O Run SmarTeam Data Model Designer (DMD) for Vault M SmarTeam — Editor Online Help
Replication
O M RepliWeb Installation and Configuration Guide

Install and configure RepliwWeb or DFS

OR
DFS Installation and Configuration Guide

Configuration of Vaults for a Site

The following steps required to configure vaults for a site are detailed in the following sections:

1 Add Vault Replication Mechanism

2 Setting Up the Vault Server

SmarTeam - Foundation Administration Guide
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Chapter 4: Multi-Vault Environment Vault Replication Mechanism (in DMD)

Creating a New Vault Configuration Site

Creating a Site in an Existing Vault Configuration

Creating a Vault Server

Creating a Working Shared Directory

Creating Working Vaults

Creating a Mirror Shared Directory

© 00 N oo 0o b~ W

Creating Mirror Vaults

Vault Replication Mechanism (in DMD)

Add Vault Replication Mechanism

Before configuring Vault Replication on your SmarTeam — Multi-site system, you need to run the
SmarTeam — Multi-site Data Model Wizard to add the Vault Replication mechanism to the Primary
SmarTeam database, if it is not already installed. For details, see the Adding Replication Mecha-
nisms section in the SmarTeam - Multi-site Administration Guide.

Vault Server Setup

Setting up Vault Replication in a SmarTeam — Multi-Vault system consists of three stages:

1 Vault Configuration: For each site, defining the Vault Servers and vaults that participate in the
Vault Replication. (See Setting Up Vault Sites.)

2 Vault Replication: Defining the logical organization of the vault configuration into operational
vault groups corresponding to the Check In, Obsolete and Released lifecycle states. (See Vault
Groups Replication Setup.)

3 Actual Copying of Files: The actual replication or copying of files from a working to a mirror
directory is not supported by SmarTeam software. Rather, the user can choose from several
available software options to accomplish this task. For a description about how to install and
configure the RepliWeb Deployment Suite® (RDS) software for Vault Replication in the
SmarTeam — Multi-site environment, see RepliWeb Installation & Configuration Guide.

Setting Up Vault Sites

Setting Up the Vault Server

To set up the Vault Server:

On the Vault Server machine, launch the Vault Server Setup as follows:

m Start > Programs > [SmarTeam menu] > Admin Console > Vault Server Setup
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Creating a New Vault Configuration Site

To create a new vault configuration site:

Note: This section applies if you are creating a new vault configuration. If you want to
convert an existing vault to participate in a SmarTeam — Multi-site system, see Creating a
Site in an Existing Vault Configuration.

1 In the Vault Server Setup window, right click Vault Servers and select New Site.

Sl vault Server Setup

File Wiew Options... Tools Help

) Mew Site

| | Mew vault server

The Vault Site Details dialog box appears with the following options:
m Vault Site name: Type a name for the vault site

m Site Description: Type description text

|'#g Vault Site Details x

Add/Update
Mame: Isite 1
Description lsite 1

QK I Cancel Help

Note: The names for sites, vaults, and directory names must be unique for all sites.

2 Click OK.
The new site appears in the Vault Server Setup window.

3 Continue to Creating a Vault Server.

Creating a Site in an Existing Vault Configuration
It is easy to convert an existing isolated vault configuration into one that can participate in a
SmarTeam — Multi-site system.
The components of a vault configuration for an isolated site are:
m Vault Server (Node): Computer that contains the vaults
m Shared Directory: Shared directory on Vault Server that contains the working vaults

m Vaults: Subdirectories of the Shared Directory that contains \Check In, \Released, \Obsolete
working files
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To convert a vault configuration into a configuration supported by SmarTeam —
Multi-site:

1 See Creating a site that contains a vault configuration.

2 See Linking the Vault Server to the Site.

3 After performing these steps, see Creating a Mirror Shared Directory.
Creating a site that contains a vault configuration
To create a site that contains a vault configuration:

1 From the Vault Server Setup window, which shows an existing vault configuration, right click
Vault Servers and select New Site.

Slvault Server Setup

File Yiew Options... Tools Help

Path |

: | VaultGerver2
ElGEl Working2-SharedDirectory

@] Checkln2
Obsolete2
@] Release?

E! --E' YaultServerl
EIGEI Wworkingl-SharedDirectary

-[@] Checkin
-@] Obsolete
@] Release

2 From the Vault Site Details dialog box complete the following fields:

m Vault Site Name: Type a name for the vault site

m Site Description: Type description text
Note: The names for sites, vaults, and directory names must be unique for all sites.

3 In the appropriate field, type the data and click OK.
The new site, Site 1, appears on the Vault Server Setup window.
Linking the Vault Server to the Site
To link the Vault Server to a specific site:

1 In the Vault Server Setup window, right click Vault Serverland select Modify to link Vault
Serverl with Site 1.

The Vault Server Details window appears showing the details of the existing Vault Server site.
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ix", Vault Server Details S |

M odify

Wault hode name

Wault node path FDMSRYT Walidate |J
Related Site [ B

Address |1?2.1s.103.94
Part a0 _I
S5L Part 443 ;I
[~ Require 551
Ok I Cancel | Help
2 Click the Browse button for the Related Site field.
3 From the Select Site window, click Site 1 and click OK.
#§ Select site... = O %

Select the related site from the vault server.

Path

W ault Site name
Creation Date 6/1/2008 1:58:13 PM
Last modification date and time

Site 1

Site 1 appears in the Related Site field of the Vault Server Details window.
4 Click OK.
Site 1 appears on the Vault Server Setup window in the same tree as VaultServerl.

Slvault Server Setup _|__ 10l =l

File Yiew Options... Tools Help

Path [\\FDMSRVI

Bl B Yault Servers Yault node name
E‘% %‘31 Creation Date 05/01/2008 13:50
B =+ ‘working] -5 haredDirectany Last modification date and time | 06/01 /2008 14:00
-- Checkln Waulk node path SWFDMSAYT
: (8] Obsolete Address 172.16.108.94
(2] Release
E@J WaultServer? Port a0
EGEI Working2-SharedDirectory Drescription
(8] Checkin2 55L Part 443
2] Obsolete?
(2] Release2

5 Repeat this procedure to define Site 2 and link it with VaultServer2.

6 Continue to Creating a Mirror Shared Directory.
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Alternative Method
The following alternative method also creates a new site in an existing vault configuration:

1

N O oA WD

In the Vault Server Setup window, right click VaultServer1 and select Modify.

From the Vault Server Details window, click the Browse button of the Related Site field.
From the Select Site window, click New Site.

From the Vault Site Details dialog box, complete the fields and click OK.

From the Select Site window, select New Site and click OK.

From the Vault Server Setup window, click OK.

Continue to Creating a Mirror Shared Directory.

Creating a Vault Server

To create a Vault Server for the site you have created:

1

2

From the Vault Server Setup window, right click on the site you previously created, (see
Creating a site that contains a vault configuration). From the popup menu, select New Vault
Server.

The Vault Server Details dialog box appears with the following options:
m Vault Node Name: Type a name for the Vault Server.

m Vault Node Path:; Type the path in the network to the location where the Vault Server is
installed. If applicable, click on the browse button to display a standard file selection
window.

m Related Site: The site in which the Vault Server is defined (appears automatically).
m Vault Server protocol: Select the protocol for client/server communication.

Click validate to verify the connection.

$ Vault ServerD x
—hdadify
Yault node name IVauItServer2
Wault node path IM Walidate I _l
Fielated Site [5ite 2
fddess [f72 76108250
Fart a0 =
S5L Part 443 =
[~ Require S5L
(i].8 | Cancel Help

3 Complete the fields and click OK.

SmarTeam - Foundation Administration Guide

Note: If you receive a message concerning the vault configuration at a remote site,
follow the instructions in the message.

The new Vault Server appears in the Vault Server Setup window under the site.
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Creating a Working Shared Directory

To create a Working Shared Directory in the Vault Server you have created:

1 Create an actual directory in the vault node you defined in Creating a Vault Server. Name the
directory, for example: <Vault node path>\SharedDir and assign it shared privileges.

2 From the Vault Server Setup window, right click on the Vault Server you created and select
New Shared Directory from the popup menu.

o
File Yiew Options... Tools Help
Path [\FDNSRYT
= glf Waulk Servers Waulk node name
B Sie Ereation Date DB/01/2008 14:07
8 Last modification date and time | 05/01/2008 14:07
- ) aulk node path SWFDMSAYT
L Hew shared dircctory.  prgpees 172.16.108.94
U tdy Part a0
K | Delete Description
55L Part 43

The Shared Directory Details dialog box appears with the following options:
m Vault Node Name: Vault Server name.
m Vault Node Path: Vault Server path.

m Shared Directory Name: Type a name for the shared directory, such as Working1-
SharedDirectory.

m Shared Directory Path: In the Vault Node field that you defined in Step 1, type the shared
directory name, such as <Vault node path>\SharedDir. If necessary, click the browse button
to display a standard file selection window.

m Description: Type descriptive text (optional).

",, Shared Directary Details x |
—Context
Wault hode name WaltServerl
Waulk node path SWFDMSAYT
—Add

Shared directory I|
name

Shared directory path I J

Drescription I

QK I Cancel Help

3 Complete the fields and click OK.

The new Shared Directory appears in the Vault Server Setup window under the Vault Server.
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Creating Working Vaults

To create a working vault in the created working Shared Directory:

1 From the Vault Server Setup window, right click the Shared Directory you previously created
(see Creating a Working Shared Directory), and select New Vault from the popup menu.

The Vault Details dialog box appears with the following options:

m Shared Directory Name

m Shared Directory Path

m Vault Name: Vault names in \Check In, \Released, and \Obsolete working files

m Vault Directory: Type the network path for the vault location relative to the Working Shared
Directory: one from \Check In, \Released or \Obsolete. If applicable, click Browse to
display a standard file selection window.

Note: The vault directories do not have to be created ahead of time. You can create them
through the Vault Server Setup window.

m Description: Type descriptive text (optional).

|'7g Vault Details 4

—Contest

Shared directory name  “Workingl-zharedDirectory

Shared directory path \WFdnared Wwiork 1

—Add

Waulk name !\EheckInD e
Wault directory I\EheckInD ne _]
Description I

(1] I Cancel Help

2 Complete the fields and click OK.
3 Repeat this procedure for all three working vaults: Check In, Released, and Obsolete.

The new Vaults appear in the Vault Server Setup window under the Shared Directory.

Creating a Mirror Shared Directory

To create a Mirror Shared Directory in the Vault Server you have created:

m  Repeat the steps in Creating Working Vaults, except for the following fields:

m Shared Directory Name: Type a hame for the shared directory, such as Mirrorl-
SharedDirectory

m Shared Directory Path: Type the directory name in the Vault Server that serves as a mirror
shared directory, such as <Vault node path>\Mirror_SharedDir.

If necessary, click the browse button to display a standard file selection window.
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Creating Mirror Vaults

To create mirror vaults in the created Mirror Shared Directory:

1 Repeat the steps in Creating Working Vaults, except for the following fields:

m Vault Name: Example: Mirrorl_Checkin, Mirrorl_Released, and Mirrorl_Obsolete

m Vault Directory: Type the network path for the vault location relative to the Mirror Shared

Directory, such as \Check In, \Released, or \Obsolete.

If applicable, click the browse button to display a standard file selection window.

Note: The vault directory for the Mirror vaults must have the same names as the
Working vaults. It is necessary to add the <MySite> subdirectory under the vaults in the
mirror shared directories because the recursive replication defined in this document does
not automatically create the required subdirectories under the mirror vault.

2 Repeat for all of the following mirror vaults as required: Check In, Released, and Obsolete.
The following image shows the required hierarchy for Mirror — Vault1.

Vault Configuration Example

Working —Vault1
Checked -In
Released
Obsolete
Mirror - Vault1
Checked -In

Released
Site 2

Sita 3
Obsolete

Vault Configuration Logical View

The following figure shows a typical example of a vault configuration for two sites, where the

logical names of the entities are displayed:
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Slvault Server Setup

File  Wiew

Options... Tools Help

Path |

Bl B Yault Servers
== Site 1

E:@, WaultS erverl
=]

El One Miror

(@] One Mirar Checked In

_' One Miror Releazed
(2] One Mimor Dbsolete

B I:-El One Woarking

(8] One‘working Released
(@] One‘Warking Obsalete
(8] Onewarking Checked In

BV aultServer2

-4 Twawarking

(8] Two'Working Checked In
(@] Twoworking Released

i (@] TwowWorking Obsolete

: El T Mirrar

8] Twi Mirror Checked In

(2] Twa Mirror Obsolete

(8] Twa Miror Feleased

Vault Server Setup
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Vault Configuration Physical View

The following figure shows a typical example of a vault configuration for two sites, where the
physical names of the entities are displayed:

Slvault Server Setup

File Yiew Options... Tools Help

Path |

Bl BF Yault Servers

E-EE Site 1

- E-[E, FONSRYY

- Gﬂ Fdnsrv1smirrar
(8] mimarChOne
(2] mirciRe0ne
(2] mirordbOne
=1 FdnsrlWw/ark]

(2] ReleaseOne
(8] Obsoletelne
(&]

= sie2
=, FONSRv2
E-43] Fnsrv2iwiork2

ChecklnOne

(8] CheckinTwo

(2] ReleaseTwa

‘(8] ObsoleteTwo

EIGB Fdnzrv2hmirrar2
8] imarChT wo
mirrordbT wo
w{a]

mirrorR e T wo

Vault Groups Replication Setup
In this section, configure the operational groups of vaults.

The general steps are:
1 Create a Group for each Lifecycle state

2 Designate the vaults for each Group

Setting Up the Vault Server

To set up a Vault Server:
1 On the Vault Server machine, launch the Vault Server Setup as follows:

m Start > Programs > [SmarTeam menu] > Admin Console > Vault Server Setup.

OR
m Go to <SmarTeam Home>\Bin directory and double click on VaultSetup.exe
2 From the Vault Server Setup window, select Tools > Vault Replication.

The Vault Replication dialog box appears.

Creating a Group

To create a new group:

1 From the Vault Replication window, right click Groups and select New Group.
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caoon

el = e
F'athl

Mew Group... |

The Vault Group Details dialog box appears showing the following options:

m Vault Group Name: Type the vault group name, such as Check In, Released or Obsolete.

m Vault Group Description: Type a text description.

.(fl? Vault Group Details v
—Add
Hame: |Checkin
Description lEheckIn

(1] I Cancel Help

2 Complete the Vault Group details and click OK.
The new vault group, Check In, appears in the Vault Replication window.

3 Repeat the same procedure for all Vault Groups: Check In, Released and Obsolete.

Creating a Vault Set

A Vault Set is the set of vaults in a site that are associated with a specific operation. For example, at
Sitel, all the working and mirror vaults associated with Check In form a Vault Set. A good name for
this Vault Set is Check In-Sitel, which shows the operation and the site for the Vault Set.

To associate the Vault Sets with the group of that operation:

1 Inthe left area of the Vault Replication window, select a Group for which the Vault Set is to be
created and right click.

The Vault Set Details dialog box appears, with the following options:

m VaultSet Name: Type a VaultSet name, such as Check In, Released or Obsolete.

m Vault Set Description: Type text description (optional).

m Vault Group: Vault group to which this Vault Set is associated (automatically completed).
m Config: Site to which the Vault Set belongs.

m Working Vault: Name of the working vault at this site for this operation. If applicable, click
on the browse button to display a standard file selection window.

m Mirror Vault Name: Name of the mirror vault at this site for this operation. If applicable,
click on the browse button to display a standard file selection window.
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..:"'-P .ia'\:ii.S;e?.De:.a-iis * |
Add/Update
Mame: IEheckIn - Sitel|
Drescription I
Waulk Group iEheckIn _|
Config !Site 1 _l
Wworking Vault iDne Mirror Checked In _I
Mirrar Y ault iDne ‘working Checked In _I
(1] I Cancel | Help I

2 Complete the fields and click OK.
3 Repeat for all Vault Sets in all sites for this group.

4 Repeat for all Groups, such as Check In, Released and Obsolete.

Post Configuration Tasks

1 After completing the Vault Configuration, the user needs to specify the Vault Configuration to
be used by each site. Run SmarTeam — Editor on each site and connect to the site database. Go
to Tools > Administrator Options > Lifecycle Options. From the General tab, select the Vault
Configuration for that site.

|'7 Life Cyde Options x®

General Into Vault OutofVault Locked Trees

General options

I~ Disable e cycie window properiss assigned by & seript

I~ Enable Yaul Server services
[~ Ifthere s nolink to project, chooss vault based on current project
I~ Enable userdefined fevisions for documents

[¥ Remote copy to/fiom working disctory

Life: Cycle Dialog Type Advanced Life Cycle screen -

Last public revision mode: Check In -
Vault Configuration: 5 =
oK Cancel Help

2 On the Primary Site in SmarTeam — Editor go to Tools >Vault Maintenance to define
CheckedIn, Released and Obsolete Vault Groups for projects.
This will then be replicated to the other sites.
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x
043 Talsogs L Checked In| Released  obsolete
Sl M Fie Type |Vl Group Add
oiect0041 NRM Eng | 1|41 Froiests Checkin,1.1.1 T
¢ o
ciect D038 SeaScoa el
oiect 0033 Ink Jet et
ciect 0040 Electio b =
ciect 0048 Jat Ski 0
ciect OS5 Ball Beari
ciect D058 Mechanic
ciect 0053 Motherbe
ciect O0E0 Embedsc
ciectO0E2 Mobile Pt
_ ciect 0042 NAM Pra
% M Project-0054 Bols & N
% MBProject-00B3 ACME M.
Clase
Lol | i =
Unselect Al Help

Vault Replication Report

Providing Mapping Information to Replication Software

The Replication software used to support Vault Replication for a specific SmarTeam — Multi-site
system, such as RDS, has to be provided with instructions to specify the source and destination
directories in accordance with the vault configuration for that system.

Generate these instructions automatically by pressing the report button on the Vault Replication
window after the Vault Replication procedure is performed.

For the vault configuration, the report has the following format:

[Site 1]

WednsrvDymirrordlymirrorchone! "\\FdnsevEimirror2imirrorchTwosite 1"
“sSEFansrvLvmirrorlsmirrorreons” “ShFdnsrv2ymirror2ymirrorReTwoysite 1Y
E\\Fdnsgvl\wnrkl\cﬁbsn'leteone" "SAEns rv2imirror2imirrordbTwo\5 e 1"
site 2]

hNFdnsty2iwork2scheckInTwo! "SAFdnsrvliworklscheckInoneisite 2"
USAFdnsry2iwork2iRreleaseTwo! "SANEARsrvlhworklhreleaseonahsite 2V
"ShEdnsruzhwork2hobsoleteTwo" "SSFdnsrvlimirrorliymirroroboneisite 2"

The following figure shows the subdirectories graphically and also indicates the file replication
activity for the Check In operational group.
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Vault Replication Example

Site 1

f ilforking 1- SharedDiectory ;7
£ CTieckh.l’Site] e

it Obsolete/Sitel
¢ Rdeased/Siel

# hfimort - Shared Directory
¢ Checki

i Obzolete

#  Rdeased

Vault Replication Logical View

Site 2

Server 2

Single Repicaion L
=

f Wiorking2- SharedDirectory

#  Cheddn/Site2
i Obsolete/Site?
4 Released/Site?

g hfimor2- Shared Directory
& ol

2
i Obzolete
¢ Released

sirnge Replication ™.
Jeb

g Wiarking3 Shared Directony
it Checkin/Sied

¢ Obsolete/Sited
#  Released/Sted

e mord- sharedDirectory
##  Checkin

¢ Obsokte
¢ Released

Site 3

Vault Server Setup

The following figure shows a typical example of a Vault Replication for two sites, where the logical
names of the entities appear:

Replication Operations

B v

FlE=EE -0

Path [\\Fdnar Vwiork 1 5DbsoleteOne

ISREIR Groups

=)

Checkin
E-4% Site 1
=3 Checkin - Sitel

@ Working Vault : One Mirror Checked In
Mirror Yault : One Working Checked In

B2 Sie 2
£ 58 Checkin - Site2

@ Working Vault : Twa Warking Checked In
Mirror Yault : Two Minar Checked In

{23 Released
E-4& Siel
= Released - Sitel

@ Working Vault : One Mirror Released
Mirror Yault : One Working Released

B2 Sie 2
£ 58 Released - Site2

@ Working Vault : Twa Working Released
Mirror Yault : Two Minor Released

=[] Obsolete
E-4& Siel
=2 Obsolete - Sitel

@] Working Vault : One Working Obsalete
Mirror Yault : One Mirror Obsolete

B2 Sie 2
£ 57 Obsolete - Site2

@] Working Vault : Twa Working Obsolete
Mirror Yault : Two Minar Obsolete

The actual replication or copying of files from working to mirror directory is not supported by
SmarTeam software. Rather, the user can choose from several available software options to accom-
plish this task. For a description about how to install and configure the RepliWeb Deployment
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Suite® (RDS) software for Vault Replication in the SmarTeam — Multi-site environment, see the
RepliWeb Installation & Configuration Guide. This document contains useful information
regarding any software you use for replication operations.

When setting up a Replication Job for each working/mirror directory pair, you must differentiate
between RedLine file and all other files (non-Redline files). In addition, you must define two types
of jobs:

m Non-RedL.ine Files

m RedLine Files

Non-RedLine Files

Non-Redline files are replicated from working to mirror directories as an exact copy, so that at the
end of the replication, the mirror directory is an exact copy of the working directory. In RDS this is
saved as Mirror source to target under the Logic tab.

RedLine Files

RedLine files need to be treated separately because a RedLine file can be updated by SmarTeam
directly in a mirror directory. Therefore it is possible that the latest version of the RedLine file is in
the mirror directory but not in the source directory, or in mirror directories at other sites. When this
occurs, the latest version of the RedLine file must be copied to the source directory and, from there,
replicated to the mirror directories at other sites.

To handle RedL.ine files, do the following:

m When the RedL.ine file is saved to the local directory, working or mirror, a script is activated
by the SmarTeam script hook, After - On Saving RedLine. This script is not provided by
SmarTeam, but it can be easily written.

m The script performs two tasks in the following sequence:

a If the RedLine file was saved to the local mirror directory, the script copies the RedLine
file from local mirror directory to the remote working directory corresponding to the local
mirror directory.

b Whether the RedLine file is saved to a local, working or mirror directory, the script creates
atrigger file in the local Vault Server shared directory that initiates the RDS replication of
all RedL.ine files. This replication transfers the new RedL.ine file from the source working
directory to the mirror directories at other sites.

For Step b, you must define a separate RedLine Replication Job for each working/mirror
directory pair in the Vault Replication. To ensure that later versions are not overwritten in
the mirror directory, use logic similar to the RDS Backup source logic.

Deleting Files During Vault Replication

Select Delete from the SmarTeam — Editor menu to delete all relevant files during Vault Replica-
tion. A file can also be deleted from a vault directory when moved to the Release or Obsolete vault
during a Release and/or Obsolete lifecycle operation.

This does not interfere with SmarTeam — Editor's normal operation. In addition, there is no possi-
bility of inadvertently creating an identical file, since the files are given names using the object’s
unique ID.
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Cleaning Up Mirror Vaults

Since RepliWeb® is used in backup mode, files are only added to mirror directories and files that
are deleted at a local file are not deleted at the mirror vault, so that files accumulate at the mirror
vault.

The mirror vaults can be periodically purged by a dedicated RepliWeb® job.
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To ensure the vaults are configured securely the following setup requirements are addressed:
m Vault keys must be generated and imported (see To configure a default environment:: Step 6 -
Step 15)
m HTTP and HTTPS

mSSL

HTTP and HTTPS

Vaults can work with either http and https, which is more secure.

Two ports are configured during setup. (See To configure vaults manually:, Step 7.)

m 80 is the default port number for http
m 443 is the default port for https

These ports are preferable because they are standard ports for http and https. If a user wants to use
different ports, they can be changed in this dialog box. (See To configure vaults manually:, Step 7.)

If the Require SSL checkbox is enabled, any communication with the Vault Server must be via
https only, or an error occurs.

SSL

To configure a Vault Server with https / SSL:

1 A user buys or creates an SSL certificate and registers the certificate on a port used for SSL by
using httpcfg.exe (Microsoft's utility).
This standard procedure is explained by Microsoft® in the following articles:

m http://msdn.microsoft.com/msdnmag/issues/06/08/securitybriefs/default.aspx

m http://msdn2.microsoft.com/en-us/library/ms733768.aspx.

2 Import Certificate into vault machine.
a From Start > Run, execute the MMC command.
b From the File menu, click Add/Remove Snap-in.
¢ Select the Snap-in you want to add from the available list.
d Expand Certificates > Personal folder. Right click on All Tasks > Import.

e Browse to <certificates.pfx> file and then click OK.
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f Select File > Open. You may be prompted to type a password.

3 Open httpcfg.exe.
For information about the parameters of httpcfg.exe, see the Microsoft articles:

m http://msdn.microsoft.com/msdnmag/issues/06/08/securitybriefs/default.aspx

m http://msdn2.microsoft.com/en-us/library/ms733768.aspx.

4 To enable clients to communicate with a vault over https, an administrator must change
smarteam.std.vaultClient.config.xml configuration setting from Default to Domain on the
Domain level of the Foundation machine by doing the following:

a From the System Configuration Editor, open the smarteam.std.vaultClient.config.xml.
b Select Edit and replace all the occurrences of following http attribute values:
<SecurityMode>None</SecurityMode>
with the following https attribute values:
<SecurityMode>Transport</SecurityMode>
c Save the file.
5 Restart the Vault Server.
6 Run IISRESET on SmarTeam — Web Editor.
7 Reopen SmarTeam — Editor to ensure all the cache is reloaded.

Note: The SecurityMode attribute values are changed from http to https for all clients using this
Foundation machine because the configuration is done on the Domain level.

For administrators that need more information, see
http://msdn2.microsoft.com/en-us/library/system.servicemodel.basichttpsecuritymode.aspx.
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After the SmarTeam — Foundation software has been installed you must perform post-installation
tasks as described in this chapter.

SmarTeam — Workflow

If you selected Workflow components in the select components window, you have installed
SmarTeam — Workflow. You must now configure your computer to work with this product
successfully.

DEMO INSTALLATION - Configure the Workflow server, through the Workflow server setup
utility.

To define SmarTeam — Workflow options:

1 From the SmarTeam — Editor main menu, select Tools > Administrator Options... to display
the Administrator Options window.

2 In the Workflow section, click SmarTeam — Workflow Options.
The SmarTeam — Workflow Options window appears.

=g SmarTeam - Workflow Options =

ol

General | Alert Mechanizm

General options

[ Usewarkflow Serser

[~ Send message to supervisor on capture

[~ Allow Life Cycle operations only from “work o

¥ Initiator can change users in all "Fun Time Users' node
[~ Send alert/natification az SmarT eam meszsage

[ Send alert/natification as e-mail

Ok, Cancel Help

The following options are available from the SmarTeam — Workflow Options window.
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m Use SmarTeam — Workflow Server

When selected, the SmarTeam — Workflow Server appears.

® Send message to supervisor on capture

When selected, a message is generated and sent to a supervisor during a capture operation.
m Allow Lifecycle operations only from SmarTeam — Workflow

When selected, Lifecycle operations are only available from within SmarTeam — Workflow.

When cleared, Lifecycle operations are available from both SmarTeam — Workflow and
SmarTeam — Editor.

m |nitiator can change users in all "Run Time Users" node

This option determines whether the initiator can set users on all Run time user nodes when
the user initiates a process. Select this option if the current node is directly connected to the
node for setting users. This option enables the initiator to set users also in nodes that are not
directly connected to the Start node.

m Send alert/notification as SmarTeam message

When selected, workflow alerts and notifications are as a SmarTeam message that appears in
your SmarTeam user inbox.

m Send alert/notification as email

When selected, workflow alerts and notifications are sent as an email that appears in your user
mailbox.

3 In the SmarTeam — Workflow Options window, select the applicable checkbox for the option
you want to select.

4 Click OK to save your changes and close the SmarTeam — Workflow Options window.

5 In the Administrator Options window, click Close to exit.
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Setting Up the SmarTeam — Workflow Server

The Flow Server utilities enable you to set up and run the Flow Server for your network. After the
Flow Server utilities are installed, the Flow Service is automatically installed on the computer
designated as the server, and it runs transparently in the background. From the Control Panel, you
can open the standard Services window, which lists the services currently installed. After
installation, the Flow Service is displayed among the other services.

=% Workflow Server Setup X ;IEIL‘

File Server Help

+ SmDema_R19 SMARTEAM-31EETC
Computer WWEMARTEAM-31EEIC
Remate mail server F&LSE
SMTP Server
SMTP port

Note: Keep in mind that special permissions must be defined for the Flow Service, after the
installation process (using standard Windows procedures).

The Flow Server controls the flow of processes between users in the SmarTeam — Workflow
environment. The Flow Server constantly monitors the database at predefined time intervals and
checks whether any process is ready to be moved to the next user (node).The administrator can
determine the following parameters:

m The databases that the Flow Server monitors.
m The time intervals that the Flow Server checks a specific database.

m The number of work threads used by the Flow Server for a specific database; the more work
threads assigned, the faster the processing speed.

m The services upon which the Flow Service is dependent. These services run transparently in
the background in conjunction with the Flow Service.
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Preparing the Flow Server Environment

The following utilities are needed to install and maintain the Flow Server. Some of these files work
automatically in the background; others must be run so that you can define specific parameters.
These utilities (.exe files) are installed in the SmarTeam/Bin directory by default.

Utility Purpose

SetupWorkflow Service.exe Runs the Service Setup utility, which enables you to define the
following parameters:

« Services that are dependent on the Flow Service
¢ Username and password for the Service

FlowServerSetup.exe Runs the Server Setup utility, which enables you to define:
« Databases monitored by the Flow Server

e Time intervals (audit time) during which the Flow Server
monitors a specific database

« Number of work threads used by the Flow Server to pro-
cess the information

WorkflowCapsule.exe The operating system runs this utility when the Service is
started.
WorkflowServer.exe This utility is invoked by the WorkflowCapsule utility. It

implements the audit process and connects the threads to the
database. This utility actually implements the Flow Server
operation.

To ensure a smooth installation of the Flow Server utilities, check that a user account is defined,
which serves as the Flow Service user.

Installing the Flow Service
The Flow Service must be installed on the same computer that is designated as the Flow Server.
When you install the Flow Service, you can determine the following:

m Services upon which the Flow Service is dependent, such as those services that run in
conjunction with the Flow Service

m Username and password for the Service

To Install the Flow Service:

1 Double-click on the SetupWorkflowService.exe.
m Available list box lists the services that are currently installed on your server
m Selected list box lists the services that must be invoked before the Flow Service
m Username and Password refer to the Flow Service user

2 Select the services that enable access to the databases that the Flow Server monitors and move
these services into the Selected list box.

3 Inthe Account Name field, type the user account for the Flow Service. Verify the domain
name is included when necessary. In the Password field, type the password of the user.
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Use the following syntax: <domain>\<accountname> for the account name. If the account is a
local account, use the following syntax: \\<computer>\<accountname>.

Note: The assigned user must be a member of the Flow Administrators group.

4 Click Install to install the Flow Service.
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This option enables you to perform complex textual searches on data without knowing where that

data is stored. Full Text Search enables you to perform searches on files within the vaults and on
textual metadata stored in the database. Complex textual searches include Boolean expressions,
such as AND, OR, and also the use of phonetic phrased such as sounds like.

SmarTeam Full Text Search Environment

SmarTeam Full Text Search uses the following technologies:

m Microsoft Indexing Service: Supports Windows Server 2003 and above and includes
Microsoft Index Service, which provides Full Text Search and indexing of files. The service
provides support for many popular file formats and can be extended to support additional
formats. Extensions for useful formats, such as Adobe Acrobat and AutoCAD drawings.

For more information about the Microsoft Indexing Service, see:
http://msdn2.microsoft.com/en-us/library/ms689646.aspx

m Full Text Search: Performs Full Text Search queries on data stored in the database.

The SmarTeam Full Text Search capability uses the Microsoft Full Text Search API. There
might be different result sets when using the SmarTeam Full Text Search or the Microsoft®
Full Text Search.

For example: When a user types TEXT*, SmarTeam translates it to: {prop
name=AIlI}TEXT*{/prop}

The detailed technical explanation can be found in the Microsoft technical notes, at:
http://msdn.microsoft.com/en-us/library/ms690492(VS.85).aspx

Note: When you perform a Full Text Search operation, you can search for exact phrases
or use wild cards (e.g., *, ?) in the search.

SmarTeam Full Text Search Keys

These keys are available for configuring the Full Text Search feature:

m SmartFTSMaxResultCount: Specifies the maximum number of objects that can be viewed

in the result list. If the number of objects to be displayed is greater than this value, only the
first <SmartFTSMaxResultCount> objects are displayed. SmarTeam recommends that this
number not exceed 100. If a search returns a larger number of results, the search should be
refined.

SmarTeam — Foundation Administration Guide

48


http://msdn2.microsoft.com/en-us/library/ms689646.aspx
http://msdn.microsoft.com/en-us/library/ms690492(VS.85).aspx

Chapter 7: Full Text Search SmarTeam Full Text Search Environment

m SmartFTSDefaultOperator: Specifies the operand to be used between two words in a Search
operation that have no Boolean operand between them (and / or). For example, if this key is
set to and, the Cat Dog Mouse string is read as Cat and Dog and Mouse.

Possible values: and, or.

SmarTeam Full Text Search Components

SmarTeam Full Text Search components consist of:
m SmarTeam Full Text Search Server

m SmarTeam Full Text Search Client

SmarTeam Full Text Search Server

SmarTeam Full Text Search server is a web service that provides a front end for the file indexing
service. Currently it is implemented on top of Microsoft's Indexing Service.

SmarTeam Full Text Search Server searches using the indexing service in the files that reside in the
SmarTeam vault. Results are returned to the SmarTeam Full Text Search Client.

SmarTeam Full Text Search Client

SmarTeam Full Text Search Client provides the ability to perform the Full Text Search queries.
When a query is issued it queries the files in the SmarTeam vault using the SmarTeam Full Text
Search Server and submits a query to the underlying database to search the stored data.

Recommended Configurations
SmarTeam provides the following installation configurations for installing FTS within the
SmarTeam environment:
m FTS Configured with Three Computers (Recommended)
m FTS Configured with Four Computers
m FTS Configured with Three Computers
m FTS Configured with Two Computers
m FTS Configured with a Single Computer

FTS Configured with Three Computers (Recommended)

This configuration is recommended for optimal results.

Note: In cases of low system performance, it is recommended to install the Full Text
Search Server and the Index Server on separate machines.
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Computer With Software Operating System (OS)

Database Server Oracle / SQL Windows Server 2003
and above

Vault Server SmarTeam Vault Server Windows Server 2003
and above

Full Text Search Full Text Search Server, 11S 6.0 and above,  Windows Server 2003

Server, Index Server Microsoft Indexing Service and above

FTS Configured with Four Computers

Computer with Software Operating System (OS)

Database Server Oracle / SQL Windows Server 2003
and above

Vault Server SmarTeam Vault Server Windows Server 2003
and above

Full Text Search Full Text Search Server, 11S 6.0 and above  Windows Server 2003

Server and above

Index Server Microsoft Indexing Service Windows Server 2003
and above
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FTS Configured with Three Computers

Computer with Software

Database Server Oracle / SQL

Vault Server, Full SmarTeam Vault Server, Full Text Search
Text Search Server Server

Index Server Microsoft Indexing Service

FTS Configured with Two Computers

Computer with Software

Database Server Oracle / SQL

Vault Server, Full SmarTeam Vault Server, Full Text Search
Text Search Server, Server, Microsoft Indexing Service

Index Server

FTS Configured with a Single Computer

Computer with Software

Database Server, Oracle / SQL, SmarTeam Vault Server, Full
Vault Server, Full Text Search Server, Microsoft Indexing
Text Search Server, Service

Index Server

Microsoft Indexing Service File Formats Support

Operating System (OS)

Windows Server 2003
and above

Windows Server 2003
and above

Windows Server 2003
and above

Operating System (OS)

Windows Server 2003
and above

Windows Server 2003
and above

Operating System (OS)

Windows Server 2003
and above

The Microsoft Indexing Service support, by default, the indexing of the following file formats:

m All Office Files (Word, Excel, PowerPoint)
m Text Files
m HTML Files

Microsoft Indexing Service can be extended to support more file formats by using 3rd party
components. These 3rd party components implement an Indexing Service extension interface called

IFilter.

Note: IFilters are available as shareware or may require a license from third-party vendors.
ENOVIA SmarTeam assumes absolutely no liability whatsoever regarding use of these third-party

applications.

For more information on the IFilter interface, see the Microsoft Web site:

http://msdn2.microsoft.com/en-us/library/ms691105(VS.85).aspx
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Useful IFilters
m Adobe Acrobat — IFilter

A PDF IFilter enables the indexing of PDF files.
This IFilter can be downloaded from the Adobe Web site at www.adobe.com.
After accessing the site, click on the Search link and perform a search for IFilter to locate the
file to download.
m CAD & Company - IFilter

A DWG IFilter enables a text search of DWG drawings.
This IFilter can be downloaded from the following sites:
http://www.cad-company.nl/ifilter/
http://www.autodesk.com/partnerproducts

After accessing the site, click on the Search Engine link and perform a search for DWG IFilter
to locate the file to download.

IMPORTANT! After installing an IFilter, refer to Rescanning FTS Directories After
Adding an IFilter for instructions on how to rescan indexed directories.

Installing Full Text Search

This section contains the following installation instructions:
m Full Text Search Server — Post Installation
m Full Text Search Client — Post Installation
m Indexing Other File Types in the Microsoft Indexing Service

m Microsoft Indexing Service Performance Tuning

Full Text Search Server — Post Installation

After completing the Smart Full Text Search Server software installation process, you must perform
the following post installation tasks:

m Defining a Full Text Search Catalog

m Updating the Database for Full Text Searching
e Oracle
e Microsoft SQL Server

Defining a Full Text Search Catalog
To define a Full Text Search Catalog:

1 From the Start button, select Settings > Control Panel > Administrative Tools > Computer
Management.
The Computer Management window appears.

2 In the Computer Management window, select and select Services and Applications. Select
Indexing Service.

3 From the menu, select Action > New > Catalog.
The Add Catalog window appears.
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4 In the Add Catalog window, complete the following fields:
Name Type SmartFTS for the Catalog name.

Location Type the location path or click Browse to locate a directory for saving the
SmartFTS Catalog via the Browse for Folder window. This folder holds the
database of indexed data.

Note: Prior to selecting a folder for the catalog, create a directory for it.

The newly-created SmartFTS Catalog includes all indexed data retrieved
from searched directories.

5 Click OK to save the new SmartFTS Catalog in the selected location.
SmartFTS Catalog name appears in the Computer Management Tree.

6 In the Computer Management Tree, select SmartFTS Catalog to view its contents in the right
pane.

7 Right click Directories to view a popup menu. From the popup menu, select New > Directory.
The Add Directory window appears.

8 In the Add Directory window, complete the following fields:

Path Type the location path to the SmarTeam vault directory or click Browse to
locate the vault directory via the Browse for Folder window (Alias (UNC)).
When the SmarTeam vault directory is located on a different computer,
type the full location path.

Account The Username and Password fields are only required when accessing a
Information ~ UNC folder that requires specific access.

Include in Yes: Includes this directory for a text search via the Indexing Service.

Index - . . . .
No: This directory is not included for a text search via the Indexing

Service.

9 In the Add Directory window, click OK to save your entries and add the directory to the
SmartFTS Indexing Service.

10 In the Computer Management window, click Close to exit.

Note: The user running the Microsoft Indexing Service must be a member of the Vault
Administrators Group (SmVaultAdmins). By default the user running the Microsoft
Indexing Service is SYSTEM.

11 Proceed to Updating the Database for Full Text Searching.

Updating the Database for Full Text Searching

To update the SmarTeam Database to enable Full Text Search, the SmarTeam Database
Administrator needs to use the Full Text Search SQL Script Generator, which helps prepare all
necessary SQL statements to enable Full Text Search of the database.
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To update the SmarTeam Database to function with Smart Full Text Search
software:

1 From Start, select Programs > SmarTeam > Administrative Tools > Full Text Search SQL
Script Generator.
The Available Databases window appears.

2 In the Available Databases window, select the required database then click OK to continue.

3 In the SmarTeam User Login [<Database Name>] window, type your username and password
then click OK to continue.

The SmarTeam Full Text Search SQL Script Generator Welcome window appears.

4 After reading the information in the Welcome window, click Next to continue to the next
Choosing Fields for Full Text Indexing window.

5 In the Choosing Fields for Full Text Indexing window, select the Class for adding Full Text
Search capabilities.

m In the left pane, select a Class to view available attributes in the right pane.

m Attributes displayed are only of Char and Memo type, because these are the only attributes
types that can be full text indexed.

m Attributes displayed as disabled and marked with the [Inherited] tag are attributes inherited
from a parent class or super class.

m In the left pane, a green checkmark is displayed next to a Class name when attributes other
than default attributes are selected.

m In the right pane, click Select All to select all attributes displayed for a selected Class.

m In the right pane, click Clear to deselect all selected attributes other than the default
attributes.

m After selecting additional attributes, click Next to generate the script and proceed to the next
Generated Script window.

6 The Generated Script window displays a script generated according to your selections in the
previous window. An SQL script is generated according to the database type (SQL Server or
Oracle) for the DBA to save and run on the database server.

m Click Copy to save the script to the clipboard for inserting in a specific file.

m Click Save to view a standard Windows Save As window and save the script in SQL Script
(-*sql) format.

7 After saving or copying the file, click Next to proceed to the next window.
8 In the Generated Script Complete window, click Finish to exit the utility.

9 Run the SQL script file to create an index withi the SmarTeam database. (The SQL scripts
should be run in SQL Plus in Oracle and in Query Analyzer in SQL Server by the owner of the
database.) Add the type of user, such as owner of the database that runs the script.

Prior to running the generated script on an SQL Server database, see Updating an SQL Server
Database for Full Text Searching.

Updating the Full Text Search indexes on the database is a costly operation and cannot occur in
real-time, since it can cause serious decreases to performance. It is recommended that you create a
scheduled job to update the indexes every 5-10 min.
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Updating an Oracle Database for Full Text Searching

After running the generated SQL script, run the following script on the database to create a
scheduled job to update the Full Text Search indexes every 5-10 minutes. This job is required to
ensure the Full Text Search indexing is up-to-date with the data in the database.

To run the script:

1
2

3
4

Type SQL Plus as a CTXSYS Oracle user.

Run the ctx_schedule.sql script from <SmarTeam Home
Directory>\Utilities\SmartFTS\Server\Utils\SQL\Oracle.

This script creates a job for updating the Full Text Search Indexes as well as a stored procedure
for starting and stopping the job.

Type SQL Plus as SmarTeam user.

Run the gen_fts_schedule_start.sql script from <SmarTeam Home
Directory>\Utilities\SmartFTS\Server\Utils\SQL\Oracle\.

This script starts the job. To stop the job run the gen_fts_schedule_stop.sql script.

Add the type of user that runs the script: owner of the database.

Updating an SQL Server Database for Full Text Searching

Before running the generated script, you must create a full text catalog on the database.

To create a full text catalog:

1
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Type the SQL Server Enterprise Manager.

Select the desired server and database.

Right click on Full Text Catalogs and select New Full-Text Catalog.
Type Cat_SmarTeam.

Click on the Schedules tab and click New Catalog Schedule.
Assign a name to the schedule.

In Job Type, select Incremental Population.

In Schedule Frequency, select Recurring and click on Change.
From Occurs, select Daily.

From Daily Frequency, select Occurs Every 10 minutes.
Select a Starting at time from the scroll box.

Select a Ending at time from the scroll box.

Click OK to close the Change frequency window.

Click OK to create the catalog.

Now run the generated script using the Query Analyzer.

Indexing Other File Types in Microsoft Indexing Service

To index file types in Microsoft Indexing Service:

1

From the Start button, select Settings > Control Panel > Administrative Tools > Computer
Management to view the Computer Management window.
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2 In the Computer Management window, select and select Services and Applications.
3 Select Indexing Service and then select SmartFTS.

4 Right click SmartFTS and from the popup menu, select Properties.
The SmartFTS Properties window appears.

m In the SmartFTS Properties window, click on the Generation tab to view the Generation
page.

m Inherit above settings from Service: Deselect this option.

m Index files with unknown extensions: Select this option.

m Click OK to save your changes and return to the Computer Management window.

5 In the Computer Management window, click Close to exit.

Microsoft Indexing Service Performance Tuning

System performance can be optimized for best performance using the following Full
Text Search service:

1 From Start, select Settings > Control Panel > Administrative Tools > Computer
Management.
The Computer Management window appears.

2 In the Computer Management window, select and select Services and Applications.

m Right click on Indexing Service and from the popup menu, select Stop to stop the Indexing
Service.

m From the popup menu select All Tasks > Tune Performance.
The Indexing Service Usage window appears.

In the Indexing Search Usage window, select one of the following options to optimize system
performance:

Used often

Specifies that the Indexing Service is used often enough on this computer to require better than
average performance.

Used occasionally

Specifies that the Indexing Service is not used often enough on this computer to require better
than average performance.

Never used
Specifies that the Indexing Service is never used on this computer and that it will be turned off.
Customize

Select this option and then click Customize... to set your own personalized performance
tuning settings.

3 Right click on Indexing Service and from the popup menu select Start to restart the Indexing
Service.

Post Installation — Client

After completing the Smart Full Text Search Client software installation process, proceed to
Attaching the Full Text Search Script.
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Attaching the Full Text Search Script

To attach the Full Text Search Script:
1 From Start, select Programs > SmarTeam > Administrative Tools > Admin Console >
SmartBasic Script Maintenance to launch the Script Maintenance utility.

2 In the SmarTeam User Login [<Database Name>] window, type your username and password
and then click OK to continue.
The Script Maintenance window appears.

3 In the right pane of the Script Maintenance window, click on the User Defined tab to view the
User Defined window.

Operation
Click in an empty cell and add the Full Text Search operation name.
Function Name

Double click in the cell corresponding to the new Full Text Search operation to view the
Script Browser window.

In the Script Browser window:
File Name
Double click on SmartFTS-1.0.BS to view the script in the Functions pane and Source pane.

Click OK to exit the Script Browser window and save the script in Script Maintenance > User
Defined tab window.

4 In the Script Maintenance window, select File > Exit to save your entries and exit the Script
Maintenance utility.

For further information about working with the Script Maintenance utility, see the SmarTeam
— Editor Administration Guide.

5 Proceed to Updating the Menu Editor.

Updating the Menu Editor

After successfully adding the scripts in the previous section, you now need to add the Full Text
Search menu and icon to the SmarTeam menu and toolbar via the SmarTeam Menu Editor utility.

The Menu Editor utility enables the system administrator to customize SmarTeam Menu or toolbar
profiles by adding and removing menus, sub-menus, commands or (image) buttons. Changed or
new menu profiles are saved in the SmarTeam Database and are accessible to the SmarTeam Menu
system.

IMPORTANT! Any changes made in the Menu Editor will only take effect in SmarTeam
after saving your changes and exiting the Menu Editor. Whenever changes are made to a
System Profile, the System Profile name appears in red until all changes have been saved.

To update the Menu Editor utility for a selected menu profile:

1 From Start, select Programs > SmarTeam > Administrative Tools > Admin Console >
Menu Editor.

OR
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From the SmarTeam main menu select Tools > Admin Console > Menu Editor.
The SmarTeam login window appears.

2 Type your Username and Password if necessary and then click OK to save your entries and
close the window.

3 In the Editor Tree pane, select Menu Commands > Default.

4 Right click on User Defined Commands and from the popup menu, select New User Defined
Command to view the New User Defined Command window.

5 In the New User Defined Command window, add the new Full Text Search command by
completing the following fields:

m Caption field: Type the new Full Text Search. Internal name command name. This field is
accessed automatically when you complete the Caption field.

m User Script : Click on Browse to view the Select User Defined Script window. Select Full
Text Search and then click OK to save your selection.

6 Click OK to save your entries and add the new command to the User Defined Commands
menu tree.
After adding the new command, the new menu appears on the User Defined Commands
menu tree.

7 In the Editor Tree pane, select Menu Profiles > System Profiles > System > Default > Pull
Down Menus > SmarTeam Main Menu > Actions and then select User Defined Tools.

8 Right click on User Defined Tools and from the popup menu select New Menu Item to view
the New Menu Item window.

9 In the New Menu Item window, add Full Text Search by completing the following fields:

m Menu item type field: Click on the dropdown list and select Command Item (if not already
selected).

m Caption: Type the new menu name, Full Text Search.
m Internal name: This field is accessed automatically when you complete the Caption field.

m Command: Click on Browse to view the Select Command window. Scroll down to locate
User Defined Commands and then select Full Text Search. Click OK to exit the Select
Command window and save your selection.

m Visible: Select this option to verify this menu is visible to users.

m Customizable: Select this option to enable a defined user to customize this menu.
Click OK to save your entries and add the new menu to the User Defined Tools menu tree.
After adding the two new menu items, the new menu appears on the User Defined Tools
menu tree.

10 In the Editor Tree pane, select Menu Commands > Default > User Defined Commands and
then select Full Text Search.

11 Right click on User Defined Tools and from the popup menu, select Edit to view the Full Text
Search Properties window. Click on the Icon tab to view the Icon page.

12 In the Item page, click Select Icon to view a standard Windows Open window, displaying the
contents of the <SmarTeam>\Icons folder.

m In the Files of type field, click on the dropdown list and select Bitmaps (*bmp).

m In the main window, select FullTextSearch.bmp.
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13

14

15

16

m Click Open to add the Full Text Search icon to the SmarTeam Standard toolbar.
The icon name FullTextSearch.bmp appears on the Icon page.

m Click OK to save your entry.

Changes made in the Menu Editor only take effect in SmarTeam after you save your changes
and exit the Menu Editor.

Whenever changes are made to a System Profile, the System Profile name appears in red until
all changes have been saved.

After making changes to a System Profile, save your changes:
m Select the System Profile folder in which you want to save changes

m Right click on the folder and from the popup menu, select Save.

OR
m From the Menu Editor main menu select File > Save Profile.

From the Menu Editor main menu, select File > Save All Profiles to save changes to more
than one System Profile at the same time.

After saving a changed System Profile(s), the profile's name reverts to black text, indicating
that all changes have been saved.

Note: If you attempt to exit the Menu Profile utility without saving any changes made to
a System Profile, a SmarTeam warning window appears, prompting you to save your
changes.

In the SmarTeam warning window, click Yes to save any changes made to the System Profiles
or click No to abort any changes made and exit the Menu Editor utility.

Click Cancel to return to the Menu Editor utility without exiting and without saving any
changes made to the System Profiles.

Configuring SmarTeam Full Text Search

Note: IndexingServer > Machine Name and Catalog settings are only relevant when a
search on files within the vault is required.

To configure SmarTeam Full Text Search Client configuration settings:

Open the SmarTeam System Configuration Editor.

Search for the SmartFTS. IndexingServer key.
The configuration set and key name appear.

Click on the key name. The values of the key for various override levels appear. (If a value
does not exist at the desired override level, you can add it by clicking Add Value.)

Click on the value at the desired override level, insert the name of the SmarTeam Full Text
Search Server in the value field and click Save Changes.

Similarly, search for the SmartFTS.MachineName key and set the value to Microsoft
Indexing Service Machine Name, which is the name of the machine on which the Microsoft
Indexing Service is installed (usually it is has the same value as the IndexingServer key).

Similarly, search for the SmartFTS.Catalog key and set the value to the name of the indexing
catalog as it appears in the Microsoft Indexing Service.
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10

Similarly, search for the SmartFTS.DisplayedFields key and set the value to
TDM_ID;CLASS_ID;REVISION;TDM_DESCRIPTION. This value holds the name of the
attributes that appear in the results window. The values should be separated by a semi-colon
().

Similarly, search for the SmartFTSMaxResultCount key and set the maximum objects to be
viewed as the result list. If the number of results set is higher than the maximum results
SmarTeam can display, the maximum result count is the system's limit. We recommend that
you do not input a number greater than 100. If a search returns a higher number of results, the
user should refine the search.

Similarly, search for the SmartFTSDefaultOperator key. Set the FTS default operator.
Available values are AND / OR.

Similarly, search for the smartFTSCheckFiles key and smartFTSCheckMetaData key to set
the default check in method to Files only / DB only / DB and Files. For both keys the available
values are TRUE / FALSE.

Rescanning FTS Directories After Adding an IFilter

After defining an IFilter, you will need to rescan the indexed directories.

To rescan the indexed directories:

1

2

From Start, select Settings > Control Panel > Administrative Tools > Computer
Management to view the Computer Management window.

In the Computer Management window, select Services and Applications.
m Select Indexing Service.

m Select SmartFTS > Directories and then select Directories to view the Full Text Search
indexed directory in the right pane.

m In the right pane, right click on the displayed directory and then select All Tasks > Rescuing
(Incremental) to start an incremental scan of the selected indexed directory.

Note: Starting a full scan results in rescanning all the documents in a catalog's scope,
which could take a long time. Queries continue to return documents, but query speed
could be affected during scanning and indexing.

The Incremental Rescan message window appears, prompting you to confirm the rescan
operation for the selected indexed directory.

Click Yes to continue with the rescan operation.

OR

m Click No to abort the rescan operation.

4 In the Computer Management window, click on Close to exit.

Changing the Default Settings of SmarTeam Core Services

To change the default settings of Core Services, e.g., changing the port number, open the
SystemConfigurationRemoting.config file, which is located in the SmarTeam Bin directory on
the machine on which the System Configuration Service is installed.

SmarTeam — Foundation Administration Guide 60



Chapter 7: Full Text Search Microsoft Installer

Microsoft Installer

After installing any SmarTeam product, do not remove or rename any file or directory.

The Microsoft Installer may appear when you launch a SmarTeam application if a directory or file
has been deleted, changed or renamed. To prevent this, do the following:

1 Open the computer’s Event Viewer.
2 Search for information or an error event related to the Installer.

For example, a possible cause could be the deletion of the UpdatedScripts folder under the
script directory.

3 After finding the cause, take the required action. For example, restore a modified file name to
its original name, or restore the deleted file.
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What is the Purpose of SmarTeam Report Connector?

SmarTeam Report Connector enables administrators to securely retrieve information from
SmarTeam and generate customized reports using standard third-party report generators, such as
Crystal Reports®, Microsoft® Visual Basic (VB), and Microsoft® Office Excel. The report tool
connects to the SmarTeam database through a designated OLE DB provider.

Administrators can optimize the value of SmarTeam data by:
m Monitoring, tracking and analyzing trends in products, projects, processes and tasks

m Producing high quality reports and charts in many common file formats, such as DOC, XLS,
PDF, and HTM

m Distributing dynamic reports over the Web in real time

m Producing cross-system reports that integrate information from SmarTeam and other systems,
such as ERP

Data Flow

Administrators can securely retrieve information from SmarTeam and generate tailored reports
about various activities using customized report templates via standard third-party report genera-
tors. The report generator connects to the SmarTeam database through a SmarTeam Report
Connector, which is a designated Microsoft OLE DB provider that facilitates access to different
data sources. This OLE DB provider is version specific and not backward compatible with the
previous Report Connector. OLE DB uses Structured Query Language (SQL)-92 to bridge between
a variety of report generators and the SmarTeam database.

Note: Standard SQL-92 is partially supported by the SmarTeam Report Connector. See
SQL-92 Format for the supported SQL-92 script format and syntax.
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1 An administrator sends a command to the report generator to produce a report.

2 The report generator sends the request to the SmarTeam OLE DB provider (Report
Connector).
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3 The SmarTeam OLE DB provider (Report Connector) sends the request to the SmarTeam
database.

4 Data streams from the SmarTeam database via a SmarTeam API to the SmarTeam OLE DB
provider (Report Connector), which converts the data into readable strings that the report
generator recognizes.

5 Data is sent from the SmarTeam OLE DB provider (Report Connector) over SQL-92 to the
report generator.

6 The report generator produces a report at the request of the administrator.

Note: For effective usage, a ratio of 1 report generator to every 5 SmarTeam users is
recommended.

Data Structure
Data within SmarTeam is divided into the following schemas, and is accessed from tables in the
application:

m Classes: Collections of related SmarTeam metadata, presented in table format. Classes names
are internal names, which are defined in the Data Model Designer (DMD). A classes schema
contains the following types of classes:

e SmarTeam Classes: Include all available SmarTeam classes, such as Users, Projects, Items
and Folders

e Link Classes: Include relations between SmarTeam classes, such as shown in a Documents
Tree, presented in table format

e Lookup Classes: Include a unique set of values referenced by SmarTeam classes attributes,
such as State, and Phase, presented in table format

m Queries: Information defined by SmarTeam saved queries, which contains a user’s saved
searches and public saved searches.

Note: Attribute names are assigned a prefix.

After selecting Tables in the application (for example, the Database Expert of the report generator),
a lists of classes, links and lookups appear in table format. All SmarTeam data (such as saved
queries in SmarTeam) are accessible by administrators according to the same security requirements
defined within SmarTeam.

Setup Prerequisites

Software and Hardware Requirements

The SmarTeam Report Connector software and hardware requirements are based on the SmarTeam
— Editor Requirements. See the SmarTeam Hardware and Software Requirements documentation
for details.

To use the SmarTeam Report Connector, one of the following standard report generator applica-
tions must be installed on your system:
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m Crystal Reports® (v.X and v.XI)
m Microsoft® Visual Basic (VB v.6 and Visual Studio 2003)
m Microsoft® Office Excel (Microsoft® Office Excel 2000 and Microsoft® Office Excel 2003)

Note: Each major version of SmarTeam supports the current version of these report
generators as well as the previous version.
Installation of the SmarTeam Report Connector Utility

SmarTeam Report Connector is installed automatically as part of the SmarTeam — Editor installa-
tion process.

Security

SmarTeam Report Connector uses the SmarTeam authentication and authorization mechanism via
session management, eliminating the need to develop a parallel set of authorizations and providing
a convenient and familiar working environment for administrators.

Licensing
Licensing for the SmarTeam Report Connector is configured automatically via SmarTeam — Editor

Note: If SmarTeam — Editor is not installed, licensing is configured automatically via
SmarTeam — Web Editor.

Implementation

There are various ways of implementing the SmarTeam Report Connector within a company. The
options are:

m Desktop Applications: Administrators can create a customized, predefined report template,
which includes the required data fields needed by end-user clients. Based on the report
template, administrators can save report data in common file formats enabling users to access
it and continue their analysis using other application capabilities, such as report generators,
development tools and Microsoft® Office Excel.

m Web Applications: Report templates can be uploaded to a report generator server to enable
report viewing by end-user clients.

m In-house Development Applications: In-house applications can be easily developed to access
the SmarTeam database and generate sophisticated SmarTeam reports.

Desktop Applications

A company purchases a report generator to produce detailed reports about various activities.

The system administrator generates report templates according to the company’s needs based on
preselected fields from within the SmarTeam database objects. The administrator places the report
template files in a public location where users that have access to SmarTeam’s database and a report
generator can run the reports templates and retrieve the required data.
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The reports are executed by users in their native format or via common file type formats, such as
XLS and PDF. Users run these predefined reports using the appropriate tool.

When using native files, the report tool connects to the SmarTeam database objects through the
SmarTeam Report Connector and a refreshed report is generated based on the predefined template.

Reports can be saved under a file-managed class, enabling users to view reports with the SmarTeam
viewer.

See Connecting to External Report Generators for specific details on connecting to external report
generators.

Web Applications

A company purchases a Web server report generator to enable each user to access uploaded reports
via a Web browser. In this case, no installation is needed for running the uploaded report.

The administrator can create report templates similar to the desktop application templates, but these
report templates are saved to the report generator Web server. After uploading, the administrator
can choose to run the report at a given time and also use a push mechanism in order to provide the
report to the user. The end-user can execute the report via a Web browser at any given time and in a
variety of formats depending on the specific brand of Web server used.

In-house Development Applications

A company has developed an application that extracts data from the SmarTeam Report Connector
and produces an EXE file of the developed project. After SmarTeam is installed on the user’s
machine the user can run the report.

Note: In this case, data is read-only, which means that data cannot be written back to
SmarTeam.

Data Retrieval Methods

There are two methods of retrieving data from SmarTeam:

m Predefined: Create a predefined template (in the report generator application) by defining
links between classes and lookups

m Query: Run a saved query, which is located within SmarTeam

Implementation Recommendations

When presenting reports in SmarTeam, these steps should be followed:
m Create a class in SmarTeam named Reports. This class should be file managed.

m Add a new instance to this class and attach the report to it. PDF, XLS, TXT formats are
supported for report output, and can be viewed using the SmarTeam viewer. (This step is
optional.)

For example, to view information in Crystal Reports, you need to implement a container for the
Crystal Reports ActiveX and select the OCX viewer.
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Typical Consumers

This section presents some typical consumers of SmarTeam Report Connector and demonstrates
how they can use it to achieve their needs.

For example, a factory has various departments, such as engineering, project management and
purchasing. These departments need different types of reports.

Table 1: Sample Report Requirements

Role/Report Type Summary Report Detailed Report Offline Report Real-time Online
Engineering Group Yes No Yes No
Manager

Engineering Group No Yes No Yes
Project Manager Yes No Yes Yes
Sales/Purchasing Yes No Yes No

The following conclusions can be drawn from reading the Sample Report Requirements table:

m The Engineering Group Manager does not need a detailed report or a real-time report. The
information provided by a summary report is sufficient to allow the manager to analyze the
current situation and react accordingly.

m The Engineering Group requires a detailed report and a real-time report to analyze the current
situation.

m The project manager needs a summary report, an offline report and also a real-time report.

m The sales department needs a summary report and an offline report to see what parts exist in
the system.

SmarTeam Report Connector can provide customized reports for each role.

The following user scenarios include examples of reports that might be needed in the factory:

m Ms. F is working in a design office on a machine renewal project using SmarTeam. She has
been asked to specify which documents are linked to released parts. The parts are still actually
based on Time Effectivity, which means they are less than a year old. Based on this informa-
tion, Ms. F must produce a Bill of Materials (BOM) report for each requested part and
highlight it.

Ms. F generates an Excel report and sends it to the parts manufacturer.

m Mr. H needs to know the engineers’ workload. To do this, he runs a report based on the current

ECO processes running in SmarTeam and checks which employees have the most processes

running as well as the duration of the processes. Based on this information, Mr. H can divide
the workload evenly.

m Mr. D prints a report for the customer showing all the spare parts of a machine including price
and status.

m Ms. K prints all the processes that have been captured by a user that are behind schedule.

m Mr. M needs a report that provides a historical project status including details per project and
the trends of progress in the overall projects. To produce this, two data sources can be
combined to see the current status in one data source compared to the historical data in another
data source.
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Using SmarTeam Report Connector, these employees can produce the relevant reports quickly and
efficiently, reducing risks of errors that affect data management.

Connecting to External Report Generators

SmarTeam Report Connector connects to the following external report generators supported by
SmarTeam:

m Crystal Reports: See Connecting to Crystal Reports

m Visual Basic: See Connecting to Visual Basic

m Excel: See Connecting to Excel

IMPORTANT! Before you initially connect to a report generator, you must first connect
to SmarTeam. See Defining a Default Datatbase Connection for additional information.

Note: The security used to connect to these report generators is SmarTeam security.
Therefore, the information you see in these screens depends on the security rights
assigned to you within SmarTeam.

Defining a Default Datatbase Connection

Before you initially connect to the any external report generators, you must first connect to the
SmarTeam database as an authenticated user.
1 Navigate to Programs > SmarTeam > Administrative Tools > Authentication Manager.
2 From the Authentication Manager window, do the following:
a Enable Authenticate using only the following database.
b Select the appropriate database from the dropdown list.
¢ Click Apply.

d Click Exit.
You are now an authenticated SmarTeam user.

E':'j Authentication Manager.

Authentication Protocol: SMARTEAM

Authentication Protocol Description:

The SMARTEAM authentication protocol uses a user name and password stored in a SMARTEAM database. This is
authentication protocol is the same protocol that was used in previous SMARTEAM versions,

Authentication Prokocol Parameters:

v Authenticate using only the Following r Allove SmarTeam authentication only against the Following
database: SmarTeam databases:
|SmDem0_R1? j

Reset database list |

| Exit |
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Connecting to Crystal Reports

To connect to Crystal Reports® XlI:

Connecting to External Report Generators

1 Open the Crystal Reports® XI application. From the Getting Started window, select Standard

Report Wizard.

Start Page X rReportl rReportZ rReportS ]

Getting Started

Register Your Product

Resources New Reports

@ |Type a keyword for index  Go i Standard Report Wizard
k? Zample Reports |_] BElank Report

& Check for Updates JT’- Cross-Tab Report Wizard

21 Mailing Label Report Wizard
f.'l OLAP Cube Report Wizard

Recent Reports

Mo recent report files found
-
= open File

2 From the Data tab, select Create New Connection.

& Database Expert |:|@@

Data
Browse the data source for the tables you want to add.

press the F2 key)
Awailable Data Sources: Selected Tables:

[Mote: to edit the alias for a table, select the table in the 'Selected T ables' bree and click on it or

(23 Current Connections
(L Favorites

[CHistary
C
(Z Repositary

‘Lreate Ne

[ Mest > ] [ Firizh ][ Cancel ] [ Help

3 From the list of connections available, select OLE DB (ADO).

SmarTeam — Foundation Administration Guide

68



Chapter 8: SmarTeam Report Connector Connecting to External Report Generators

& Database Expert

Diata

Browse the data source for the tables you want to add.

[Mote: to edit the aliaz for a table, select the table in the 'Selected Tables' ree and click on it or
press the F2 key]

Available Data Sources: Selected Tables:

([ Database Files ~
[CJDEB2 Unicode
[ Exchange 5.5 Message
[ Exchange Message Tra
[CJLegacy Exchange
(CMailbow Adrin
[CA0DEC (RDO)
(A 0lap

‘0LE DB [4D0]
(L Oracle Server
(Z Outlook/E wchange
(ZPublic Folder ACL
[ZPublic Folder Admin
- [FPublic Folder Reolica 5 i

Mext » ] [ Finizh ] [ Cancel ] [ Help

4 Do one of the following:

m From the OLE DB Provider window, select SmarTeam Provider for OLE DB and click
Next.

(X]

OLE DB (ADO)

OLE DB Provider
Select a provider from the list or select a data link file.

Provider: Microzoft Project 11.0 OLE DE Provider ~
MSDataShape

OLE DB Provider for Microzoft Directory Sery
Oracle Provider for OLE DB

SmarT eam Provider for OLEDE

SOL Mative Client
S0L Server Replication OLE DB Provider for

SOL<MLOLEDE
SOl whil NI FRR A N

v
>

Use Data Link File: I

Mext » ] [ Finizh ] [ Cancel ] [ Help

Continue to Step 5.
OR

m From the OLE DB Provider window, select Use Data Link File and navigate to the data link
file containing the connection information. This method can be helpful when saving reports,
because Crystal Reports does not save password information.

For information about creating a data link file, see Data Link File Creation.
Continue to Step 6.

5 In the Connection Information window:
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m |f you are connected to one database (default), type your User ID and Password (as required),

and click Finish.

m [f you are connected to two databases and want to generate reports for the non-default data-
base, type the database ID [case sensitive] for the non-default database in the Data Source

field, type your User ID and Password (as required), and then click Finish.

Note: To access your database 1D, navigate to Programs > SmarTeam > Administrative
Tools > Database Connection Manager. Double click on a required database and copy the

ID.

OLE DB (ADO)

X

Provide necessary information to log on ta the chozen data source.

Connection Information
D ata Source:

Uszer ID:

Pazsword:

[ < Back ” Mext >

] [ Finish ] [ Cancel ] [ Help ]

6 From the Available Data Sources, double click CLASSES or QUERIES to expand the list of

available tables for both categories, which you can include in your report.

& Database Expert

Diata

press the F2 key)
Available Data Sources:
=-[CJ0LE DE [4D0O) ~
%3 Make New Connection
=) £ Connection
48] Add Command
- @ [ 5

Dirawing
Affected Item

Archive Type

AutoCAD

AutaCAD Overlay
Avvailability

Baseline

Baseline Tree

Baszeline Users Relation
BOM whiteBoard
Bookmarks b’

Browse the data zource for the tables you want to add.
[Moate: to edit the alias for a table, select the table in the 'Selected T ables' ree and click on it or

Selected Tables:

[ Mext > ] [ Finizh ] [ Cancel ] [

Help

]

7 Double click each applicable table (listed under CLASSES in this example). The selected
tables move to the Selected Tables area of the Database Expert window. Click Next.
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Data
Chooze the data you want to report on,

Available Data Sources:

Selected T ables:

- [ Mailbox Admin

[CA0DEC (RODO)

(- (] Olap

=1 0LE DB (4D0)
%3 Make New Connection
B @; Connection
4 Add Command

ACAD Drawing

Baszeline Tree

Baszeline Users Relation
BOM whiteBoard
Bookmarks

CAD Document

~[E CAD Files

>

1£3

= & Connection
B Items

- Iternz_1
[ Items_Tree

< Back Mext » ] [ Finizh ] [ Cancel ] [ Help

8 From the Link window, verify By Key is selected. If required, you can create additional links
between the matched records of one table with the corresponding records of another table.

Click Next.
Link
Link tagether the tables you added to the report. :kn
[ Auto-Arange ]
Items_Tree ;
Auto-Link
TOM_UNIT_OF_MEASURE A
EFFECTIVE_FROM REVISION © By Name
EFFECTIVE_UMTIL (@) By Key
SIDE_A = CREATION_DATE b
SIDE_B | > =L
T NFSCRTPTTON /]
) [ Order Links... ]
Items_1 [ Clear Links ]
B Delste Link
REWISION
STATE Link Options...
CREATION_DATE b
< | 4 Index Legend...
< Back ” Mext » ] [ Finizh ] [ Cancel ] [ Help
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This example illustrates how to define the link between classes. The classes provide information
about one level of a hierarchical structure of a model in which there is a parent item with children
items. In addition, details about each specific link are available, such as quantity, unit of measure
(UOM), and effectivity. This structure is known as a Part List report.

The Items class provides details about the parent item in Bill of Materials (BOM). The Items_1
class provides details about the children items in BOM. The Links show the connection between the
ID field for Items class with Side_A field for Items_Tree class and between the ID field for Items_1
class with Side_B field for Items_Tree class.

9 From the Crystal_Fields window, double click the required fields for the Part List report.
The fields appear in the Fields to Display area. Click Next.

Fields -
Chooze the information to dizplay on the report, %

Available Fields:
= |D
= TDM_FIND_MUMEER
= TDM_OPERATION_SEQUENCE
= TDM_PROD_VIEW_CNTAT
= STATE
= CREATION_DATE
= |SER_OBJECT_ID
= USEF_ID_MOD
= MODIFICATION_DATE

Fields to Display:
~ o= |temz. TOM_ID
= |tems.REVISION
= |tems. TDM_DESCRIFTION
= ltems_1.TDM_ID

= |terns_1.REVISION
= |tens_1.TDM_DESCRIFTION

@ Items_Tree. TOM_OUANTITY

= CH_SERIAL_NO

= TDM_REFEREMCE_DESIGMATOR
= TDM_UNIT_OF_MEASURE

== EFFECTIVE_FROM

== EFFECTIME_LINTIL

= SIDE_&

= 5|DE_B

= TDM_DESCRIFTION

= TOM_QUANTITY

= TDM_LOM

= Thk 1INIT FFFECTITY START

Browse Data... ] [ Find Field...

[ < Back ][ Mext » ] [ Finizh ][ Cancel ] [ Help ]

10 From the Crystal_Grouping window, double click a Report Field, such as Items_1.TDM_ID.
The selected Report Field moves to the Group By area of the window. From the dropdown list,
select in ascending order and click Next.

The Item IDs of the child items associated with this Report Field are presented in ascending
order in the generated report.
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Grouping
[Optional] Group the information on the report,

Available Fields:
=& Report Fields

o= |temz. TDM_ID

= |tems. REVISION
Items. TOM_DESCRIPTION
ltems_1.TDM_ID
Items_1.REVISION
Items_1.TDOM_DESCRIPTION
Items_Tree. TOM_QUANTITY
Itemns_Tree TDM_PROD_WIEW_CNTAT
tems
D
REVISION
STATE
CREATION_DATE
USER_DBJECT_ID
USER_ID_MOD
MODIFICATION_DATE
PHASE
PAR_REVISION
m= APPROVAIL NATFE

Browse Data... ] [ Find Field...

&=
gBBBEAEA

5

=
Group By
~ E Itemz_1.TOM_ID - &
v
in azcending order. w
[ < Back ][ Mest » ] [ Finizh ][ Cancel ] [ Help

11 From the Crystal_Summaries window, click Next.
Sum of Items_Tree.TDM_QUANTITY appears in the Summarized Fields area of the

Crystal_Summaries window.

Summaries
[Optional] Add summary information ta the report.

Available Fields:
=& Report Fields
o= |temz. TOM_ID
= |tems.REVISION

Items. TOM_DESCRIPTION
ltems_1.TDM_ID
Items_1.REVISION
Items_1.TDOM_DESCRIPTION
Items_Tree. TOM_QUANTITY
= Iternz

= |D
REVISION
STATE
CREATION_DATE
USER_DBJECT_ID
USER_ID_MOD
MODIFICATION_DATE
PHASE
PAR_REVISION
= APPROVAL_DATE
= EFFECTIVE_FROM

Browse Data... ] [ Find Field...

66 A

fAEBEEEAER

Summarized Fields:
-~ E Items_1.TDM_ID

X

<€

[ < Back " Mext » ] [ Finizh ][ Cancel ] [ Help ]

12 From the Crystal_Summaries window, delete Sum of Items_Tree. TDM_QUANTITY and click

Next.

13 To add conditions to the report, you must assign values to specific fields. From the
Crystal_RecordSelection window, select the required fields and the specific conditions from

the dropdown lists. Click Finish.
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Record Selection
[Optional] Select a subset of information to display.

Available Fields:
= Iterms_Tree

= |D

TDM_FIND_MUMBER
TDM_OPERATION_SEGQUENCE
TDM_PROD_VIEW _CNTXT
STATE

CREATION_DATE
USER_DOBJECT_ID
USER_ID_MOD
MODIFICATION_DATE
CH_SERIAL_NO
TDM_REFERENCE_DESIGNATOR
TDM_UNIT_OF_MEASURE
EFFECTIVE_FROM
EFFECTIVE_LINTIL

SIDE_A

SIDE_B

TDM_DESCRIPTION
TDM_QUANTITY

TDM_LIOM

O O I

TDM_UNIT_EFFECTIMITY_START v

Filter Fields:

= |tems.REVISION
o= |temz. TDM_ID

@= [tems_Tree. TOM_PROD_VIEW_CNTRT
il

is less than

i

< Back ][ Mest » ] [ Finizh ][ Cancel ] [

Help

14 The Report appears. The following is an example of a generated report.

Farent ID
Jet1185-L

Jet1185-L
Jet1185-L
Jet1185-L
Jet1185-L
Jet1185-L
Jet1185-L
Jet1185-L

Part List Single Level

Parent Rev Parent Desc
Four-stroke BE-C co

Four-stroke BE-C co
Four-stroke BE-C co
Four-stroke BE-C co
Four-stroke BE-C co
Four-stroke BE-C co
Four-stroke BE-C co
Four-stroke BE-C co

I FE I I

Child 1D Child Rey  Child Desc
BL-44-090-885 Extensible Climbing

FP-498-088-78F External panel prote
Jet109-887-989T Wiater jet pump with
JetBE-4444-C Mechanical extensio
M109-887-99 Two stroke/Twin cyli
R109-99-85 Handlehar for setting
R5-99-098-7T Reinforcement to stz
Seat407-99-02 Seat 407

I FE I I

SN -

Data Link File Creation

To save user information, connection information and password, you can use a data link file with a
UDL extension, which enables you to save time each time you are prompted for this information.

To create a data link file:

1 From Internet Explorer navigate to the location where you want to save the data link file.

Right click and select New > Text Document.

2
3 Rename the document by adding the .udl extension to the end of the document name.
4

Click OK if you are prompted to change the file type.

Note: If you are unable to change the file type, navigate to Tools > Folder Options >
View and deselect Hide extensions for known file types.

The data link file appears.
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To configure the data link file:

o o~ WN

Double click the data link file.

From the Data Link Properties window, select Provider > SmarTeam Provider for OLE DB.
Click Next.

From the Connection tab, complete the Data Source field as required.

Type your username and password.

Deselect Blank Password and select Allow Saving Password.
Note: If you want to test your connection, click Test Connection.

Click OK.

The Link Properties window closes and your connection information is saved.

Note: Your username and passward are saved in the data link file as clear text and can be
accessed by any authorized user.

Connecting to Visual Basic

To connect to Microsoft® Visual Basic 6.0:

1 Navigate to Microsoft® Visual Studio 6.0 > Microsoft® Visual Basic 6.0.

From the New Project window, open a New DataProject.

New Project ﬂﬂ

New |Existing| Hecentl

B 2= 2 N
Contral ‘Wizard
&

Standard EXE  ActiveX EXE  Actived DLL Activel WE Application
% % % %
N B B ¥ X
oo

VB Wizard Activey Actives Addin
Manager Document DIl Document Exe

P 4 P 4 P 4
Open
Cancel

Help

i

™ Don't show this dialog in the future

2 Double click a Data Environment, such as Data Environment 1.
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Project - DataProject
G

= § DataProject {DataProject)

+-[17 Farms

=& Designers
DataEnvironmentl (DataEnvironmentl)
E DataReport1 (DataReportl)

3 Right click Connection1 and select Properties.

sl olilr| X|plo/ I ol ol fow

DakaEnvironment 1
@; Connectionl

4 From the Provider tab, select SmarTeam Provider for OLEDB from the list of OLE DB
Providers and click Next.

B Data Link Properties

Prawider l Eonnection] Advanced] Al ]

Select the data you want to connect to:

OLE DE Provider(s] -~
Microzoft OLE DB Provider for DTS Packages

Microzoft OLE DE Provider for Indexing Service

Microzoft OLE DB Provider for Intemet Publishing

Microsoft OLE DB Provider for ODBC Drivers

Microsoft OLE DB Provider for OLAP Services 8.0

Microsoft OLE DB Provider for Oracle

Microsoft OLE DB Provider for Outlook Search

Microsoft OLE DB Provider for RSSearch

Microsoft OLE DB Provider for SOL Server

Microzoft OLE DE Simple Provider

Microzoft Project 11.0 OLE DE Provider

MSDataShape

OLE DB Provider for Microsoft Directory Services

Oracle Provider for OLE DB

SmarT eam Provider for OLEDE

SOL Mative Client v

X

0k Cancel | Help

5 From the Connection tab:

m If you are connected to one database (default), select Use a specific user name and pass-
word, type your User name and Password as indicated, and then click OK to log on to

SmarTeam.

Note: It is recommended that you select Allow saving password.

m |f you are connected to two databases and want to generate reports for the non-default data-
base, type the database ID [case sensitive] for the non-default database in the Data Source
field, select Use a specific user name and password, type your User name and Password
as indicated, and then click OK to log on to the server.

Note: To access your database 1D, navigate to Programs > SmarTeam > Administrative
Tools > Database Connection Manager. Double click on a required database and copy the

ID.
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B Data Link Properties
Prowider  Cannection lAdvanced] Al ]

Specify the following to connect to this data:

1. Enter the data source and/or location of the data:

(X]

D ata Source: |

Location: |

2. Enter information to log on ta the server:
~

@+ |se a specific user name and password:

Uszer name: |

¥ Blank password [ Allow saving password

Test Connection

I7|

()3 | Cancel |

Help

6 From the Data Environment window, right click Connectionl again and select Add

Command to add a new command.

X DataProject - DataEnvironment1 (DataEnvironmn

=10l x|

e il el 3]

DataEnvironment1

X |[2]] 5 et

Connection: Connectionl {not connected)

7 Right click the new command and select Properties.

8 From the Database Object dropdown list, select Table.
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Command1 Properties ﬂ

General | Parametersl Helationl Groupingl Aggregatesl Advancedl

Command M ame: |Eommand1 LConnection: IEonnection‘I j
— Source of Data
' Database Objsct: ITabIe j
DObject Mame: ﬂ
CLASS_ACAD Drawing) =
~ SOL Stat t  |[CLASS_Application Tools] —
EEIL et CLASS_Authorization Groups]
CLASS_AutaCAD]
CLASS_BOM View Attibute Sets]
CLASS_BOM Yiew Attibutes]
CLASS_Cad - application file types]
CLASS Cad clazs management A

QK I Cancel | Apply | Help |

OR

Select SQL Statement, type the required SQL statement in the available field and then click
OK.

If you want to copy and paste the SQL statement from this example in the available field, it is
provided here:

SELECT F.TDM_ID,F.REVISION,FTDM_DESCRIPTION, S.TDM_ID AS EXPR1,
S.REVISION AS EXPR2, S TDM_DESCRIPTION AS EXPR3,L.TDM_QUANTITY
FROM Items AS F, "ltems Tree" AS L, Items ASS WHERE F.OBJECT_ID =
L.OBJECT_ID1 AND L.OBJECT_ID2 = S.OBJECT_ID AND S.REVISION_STG =1 AND
F.TDM_ID = "Jet1185-L' AND F.REVISION ="'A' AND L.CLASS_ID =386 AND
L.TDM_PROD_VIEW _CNTXT <0 ORDER BY EXPRI;

Command1 Properties |3

General l Parameters] Helation] Grouping] Aggregates] Advanced]

Command Mame: |Command] Connection: | Connection -

Source of Data

" Databaze Object: | J
Object Mame: | J
+ SOL Statement: SOL Builder...
SELECT .TDOM_ID, F. REVISION,

F

F.TDM_DESCRIPTION,

S.TDM_ID AS EXPRL,

S.REVISION AS EXPR2Z,

S.TDM_DESCRIPTION AS EXPR3,

L. TOM_QUANTITY

FROM Items AS F, Items_Tree AS L,
Items AS S

WHERE F.OBJECT_ID = L.OBIECT_IDL AND

L.OEJECT_IDZ = S.0OBJECT_ID AND
S.REVISION_STG = 1 AND
F.TOM_ID = 'Jetll85-L' AND
F.REVISION = 'A' AND
L.CLASS_ID = 385 AND

L. TDM_PROD_VIEW_CNTXT < O

ORDER BY EXPRL;

QK | Cancel Apply Help

9 Right click DataReportl > View Object.

10 Drag and drop the required fields from DataEnvironmentl to DataReport1 as shown below.
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% DataReport1

0 0 L e b2 e b b L3 e Lo e L& Lo Lo B o o | |
# Page Header (SectionZ)

1] - -

- S :P#I‘t List Slnble:Le.V_e_l:

-  ParentlD . . | Parent . Parhnt.Desc. S Chi'd.ID .. . .. ChildRev ChildDesc . . . . Oty .
# Detail {Sectionl)

o [ . | | | |

Z| oMl | REVISIO . TDM_DESCRIPTIOM EXPR1 - - - - - . | EMPR2. EXPR3 - - | - . . |TDM_GUA

# Page Footer (Section3)

o

11 Click DataReportl1. From Properties-DataReportl, select the following from the dropdown
lists:

DataEnvironmentl
DataMember = Commandl

DataSource

|DataReportl DataReport j
Alphabetic ]Categorized ]
(About) ~
(Mame) DataReport1 E
BorderStyle 2 - vbSizable
EottomMargin 1440
(Capkion DataReportl
ControlBoz True
& Command1 j L
DataErvironment1
Enabled True
Faont Arial
Grids 10
Gridy 10
Height G745
Icon (Icom)
Left 1590
LeftMarain 1440 A
DataMember
Returnsisets the top-level data member For the report,

12 Select DataProject > Project Properties. From the Startup Object field, select DataReportl.

DataProject - Project Properties ﬂ

General | Make I Eompilel Eomponentl Debuggingl
Project Type: Startup Object:
IStandard EXE j [Datafeportl

Project Mame:

I DataProject

Project Help
Help File Mame: Context ID:

| INE

Project Description:

I™ | Unattended Execution

Threading Model

€ Thread per Object

I Requite License Key & Thread Posl I 1 3: threads
I~ Retained In Memory:

V¥ Upgrade Activex Contrals

QK I Cancel | Help |

13 Click Start to run the report. The following is an example of a generated report.
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Parent ID Parent Rev Parent Desc Child ID Child Rev Child Desc Oty
Jet1185-L A Four-stroke BE-C - BL-44-090-355 A Extensible Climbing 1
Jet1185-L A Four-stroke BE-C  FP-95-095-75F A External panel 1
Jet1185-L A Four-stroke BE-C  Jet109-357-99T A Wiater jet pump with 1
Jet1185-L A Four-stroke BE-C JetBE-4444-C A Mechanical 1
Jet1185-L A Four-stroke BE-C - h109-557-99 A Twea strokelTwin 1
Jet1185-L A Four-stroke BE-C  R109-99-35% A Handiehar for seting 1
Jet1185-L A Four-stroke BE-C RS-89-095-7T A Reinforcement to 1
Jet1185-L A Four-stroke BE-C - Seat407-99-02 A Seat 407 1

Connecting to External Report Generators

Part List Single Level

Connecting to Excel

Note: When working in a .NET 2.0 environment, the SmarTeam — Office Integration
cannot be activated unless you install Microsoft® Update "KB907417". To obtain this
update, see: http://www.microsoft.com/downloads/details.aspx?familyid=1B0BFB35-
C252-43CC-8A2A-6A64D6ACA4670&displaylang=en.

To connect to Microsoft® Office Excel 2003:

1 Navigate to Microsoft® Office > Microsoft® Office Excel 2003.
Open a new Sheet.

2 From the Toolbar, select Data > Import External Data > Import Data.

3 From the Select Data Source window, select +Connect to New Data Source.

Select Data Source 2=l
Lock [n: I:g My Daka Sources :J -1 @ X [ E - Tos~
) (Defauk) CLASS_ECO
-4 | +Connect bo Mew Data Source
T Hew SOL Server Cornection
History
@MSN ManeyCentral Investor Currency Rates
a9 MSM MoneyCentral Investar Major Indicies
| %MSN MoneyCantral Investar Stock Quotes
My Documents I:‘threme Product
Deskiop
* I
Favorites
= |
L?:-:‘s’ File pame: ¥|  New Source... n
s | H 5 | ope
Places Files of typet [l Data Sources =l Concel ||

4 From the Data Connection Wizard window, select Other/advanced and click Next.

5 From the Data Link Properties window, select SmarTeam Provider for OLEDB from the OLE
DB Provider list and click Next.
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B Data Link Properties |

Prawider l Eonnection] Advanced] Al ]

Select the data you want to connect to:

OLE DE Provider(s) -~
Microsoft OLE DB Provider for OLAP Services 8.0

Microsoft OLE DB Provider for Oracle

Microsoft OLE DB Provider for Outlook Search

Microsoft OLE DB Provider for RSSearch

Microsoft OLE DB Provider for SOL Server

Microzoft OLE DE Simple Provider

Microzoft Project 11.0 OLE DE Provider

MSDataShape

OLE DB Provider for Microsoft Directory Services

Oracle Provider for OLE DB

SmarT eam Provider for OLEDE

SOL Mative Client

S0L Server Replication OLE DB Provider for DTS
SOL<MLOLEDE

SOL<MLOLEDE.4.0

W5SEE Yersioning Enlistment Manager Proxy Data Source »

0k | Cancel | Help |

6 From the Connection tab of the Data Link Properties window:

m |f you are connected to one database (default), select Use a specific user name and pass-
word, type your User name and Password as indicated, and then click OK to log on to
SmarTeam.

Note: It is recommended that you select Allow saving password.

m |f you are connected to two databases and want to generate reports for the non-default data-
base, type the database ID [case sensitive] for the non-default database in the Data Source
field, select Use a specific user name and password, type your User name and Password
as indicated, and then click OK to log on to the server.

Note: To access your database 1D, navigate to Programs > SmarTeam > Administrative
Tools > Database Connection Manager. Double click on a required database and copy the
ID.
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B Data Link Properties

Provider  Cannection lAdvanced] Al

l

Specify the following to connect to this data:

1. Enter the data source and/or location of the data

Connecting to External Report Generators

X

D ata Source: |

Location:

2. Enter information to log on ta the server:
~

@+ |se a specific user name and password:

Uszer name: |

¥ Blank password [ Allow saving pas:

sword

Test Connection

I7|

= |

Cancel |

Help

7 From the Select Database and Table window of the Data Connection Wizard select any table

and click Next.

Data Connection Wizard ﬂ

Select Database and Table

Select the Database and Table/Cube which contains the data you

Select the database that contains the data you want:

Connect to a specific table:

want,

Mame Schema | Description | Modified Created -~
CATIA Product QUERIES 12:00:00 &M 12:00:00 AM
CATIA Parts QUERIES 12:00:00 &M 12:00:00 AM
Projects QUERIES 12:00:00 &M 12:00:00 AM
Docurnents QUERIES 12:00:00 AM 12:00:00 AM
Joe's Ttems QUERIES 12:00:00 &M 12:00:00 AM
QUERIES 12:00:00 &M 12:00:00 AM
Terminated Processes QUERIES 12:00:00 &M 12:00:00 AM
< ¥

[ Cancel ] [ < Back ” Mext = ] [ Einish ]

8 From the Save Data Connection File and Finish window of the Data Connection Wizard click

Finish.
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3

Data Connection Wizard

Save Data Connection File and Finish

Enter a name and description for your new Data Connection file, and press Finish ko
save,

File Mame:

|(Default) Items.odc | Browse. ..

[[] save password in File

Description

(To help others understand what vour data conneckion poinks ko)

Search Keywords:

[ Cancel ][ < Back

9 From the Import Data window, click Edit Query.

Import Data

!

‘Where do you want o put the data? o
() Existing workshest:

(O Mew worksheet

i Create aPivotTable repart...

10 From the Edit OLE DB Query, select SQL from the Command Type dropdown list. Type the
SQL statement in the Command Text field and click OK.

Connection:

Provider=SmarTeam Provider For OLEDE;Persist Security Info=False;ser
ID=joe;Data Source="";Location="";Mode=Read;Extended
Properties="";ServerMode=False; Time Zone in minutes=-2999

Command Type:
Sl w

Command Text:

BELECT F.TOM_ID as ParentID,F.REVISION as A
ParentRev,F, TDM_DESCRIPTION as ParentDesc , 5. TDM_ID AS ChildID, =
S.REYISION AS ChildRey, 5. TDM_DESCRIPTION AS as
ChildDesc, L. TDM_QUANTITY as Qty FROM  Items ASF, "Items Tree" ASL,
Items AS S WHERE F.OBJIECT_ID = L.OBIECT_ID1 AND L.OBIECT_IDZ =

(4

11 From the Import Data window, click OK.

12 The report appears. The following is an example of a generated report.
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SQL-92 Format

foft Excel - Book2

Edit Wiew Insert Format Tools Data  SmarTeam  Window Type a ques|
oS 8B 9- 18 -4 Mo & -0 -|[Blz U ES =S %] E
i 3
4 B | C D F [ |
_ID_IREVISION TDM_DESCRIPTION EXPR1 EXPRZ EXPR3 TDM_ Ol
85-L A Four-stroke BE-C color02 | BL-44-090-885 A Extensible Clirmbing device (back ladder)
85-L A Four-stroke BE-C color02 |FP-28-095-78F A External panel protecting engine from water damage
85-L A Four-stroke BE-C color02 | Jet109-887-99T A YWater jet pump with high thrust propulsion
85-L A Four-stroke BE-C color02 | JetBE-4444-C A Mechanical extension of steering system (body wings)
85-L A Four-stroke BE-C color02 | M102-887-99 A Two stroke/Twin cylinder crankcase reed valve induction
85-L A Four-stroke BE-C color02 R109-93-35 A Handlebar for setting direction (Rudder99-8)
85-L A Four-stroke BE-C color02 RS-89-098-7T A Reinfarcerment to stabilize throttle mechanism (Rudder Base)
85-L A Four-stroke BE-C color02 |Seatd07-99-02 A Seat 407

SQL-92 Format

This is the Structured Query Language (SQL)-92 script format and syntax that is supported by the
SmarTeam Report Connector. SQL-92 is used to retrieve data, such as query definitions, from data-
base management systems. For additional information about using SQL-92, see Data Flow.

select statement:
SELECT [DISTINCT] [TOP count]

* | attribute_expression [, ...]
FROM from_item
[WHERE conditions]
[GROUP BY attribute [, ...1]
[HAVING conditions]

[UNION [ALL]] INTERSECT | MINUS select_statement]

[ORDER BY attribute [ASC | DESC] [, ---11
alias:

name

count:

number

attribute_expression:

<attribute |
alias]

const | Tfunc([arguments]) | expression> [[AS]
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arguments:

[attribute | const | func([arguments]) | expression] [, --.]
expression:

<attribute | const | func(Jarguments])> expression_operator

<attribute | const | func([arguments])>

expression_operator:

<t>1+1-1*17

const:

[string | number]

from_item:
from_object [join_type from_item

[ON  join_conditions | USING (Join_attribute[,
---D11

from_object:

table | (select_statement) [[AS] alias]

table:

name

attribute:

[table.]name

join_type:
» | [LLEFT | RIGHT] OUTER | INNER] JOIN
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join_conditions:

[ (1 Join_condition [logical _operator join_conditions] [)]

join_condition:

[NOT] attribute = attribute

logical operator:

AND | OR

join_attribute:

name | table [[AS] alias] ** when table is a link class only

conditions:

[(Jcondition [logical_operator conditions] [)]

condition:

attribute_expression operator [value]

operator:

<]l >1=1<=]>1]<>1] '=] 1S [NOT] NULL | LIKE | IN
value:

attribute_expression | func(arguments) | [(] number [, --.71 DI

| [d string [, ...1 DI

string:

[7] name [°] [I] string]

func:

group_func | format_func
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group_func:

MIN | MAX | COUNT | SUM | AVG

format_func:

** detailed below

name:

\w+

number :

[+1-1\d+
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Introduction

Overview

The System Configuration Editor provides a centralized mechanism that contains configuration-
related information for all SmarTeam applications.

The system configuration service has multiple levels of configuration allowing easier
manageability and security across sites, machines, applications, databases and users from anywhere
in the organization.

The administration of the System Configuration Editor is performed using a Web-based application.

This chapter provides a description of the functionality and administration of the SmarTeam System
Configuration Editor.

Upgrading from Previous SmarTeam Versions

If you are upgrading from a previous version of SmarTeam, you need to run the SmarTeam System
Configuration Migration Wizard. For more details, see the SmarTeam Procedure for Upgrading to
V5RxX.

Migrating from V5R10 and V5R11

When upgrading from V5R10 and VV5R11, all keys are migrated directly to the new System
Configuration System.

Migrating from V5R12 and V5R13

There is a conceptual difference between SmarTeam R12 and R13 (and above) regarding the
System Configuration Service:

m In R12, the System Configuration Service was not integrated into the entire SmarTeam system;
it was only used by the Session Management service, NLS and Help sub-systems.

m From R13, the System Configuration was fully integrated in SmarTeam. All configurations
that were previously saved in the database, .INI files and registry were merged into the System
Configuration Service.
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Terminology

Configuration Key (Element)

Configuration keys define the parameters in the SmarTeam applications.

Configuration Set (Header)

A configuration set is a collection of configuration keys. The configuration set represents the
transactional unit for the System Configuration Service. Each configuration set is defined by a
unique schema.

Note: In R10, configuration set is known as header.

In general, a configuration set represents a set of configuration elements that are logically grouped
together. For example, the smarteam.std.lifeCycle.config configuration set holds keys related to
the configuration elements of the lifecycle.

Configuration Files

A configuration file is a physical collection of keys on the computer's disk. Each configuration file
contains keys, not necessarily related to its purpose. For example, keys related to lifecycle can
appear in the configuration files smarteam.std.legacyPreferences and in
smarteam.std.lifeCycle. Each configuration file has a unique name.

The following configuration files currently appear in the SmarTeam system:

Name Description

smarteam.std.legacyPreferences Contains configuration keys that was migrated from
SmarTeam .INI files, Registry and Database

smarteam.std.clientLibraries Contains the entire configuration for the client libraries
sub-system.

smarteam.std.configClient Contains configuration keys related to the System
Configuration Client

smarteam.std.configurationManagement Contains configuration keys related to the SmarTeam
Configuration Management sub-system

smarteam.std.dynamicTypeMappings Contains the mapping between user-defined types and
their strong name types. This file is related to
SmarTeam — Web Editor.

smarteam.std.embeddedScripts Contains configuration keys related to the Embedded
Scripts Service

smarteam.std.external Applications Contains configuration keys related to the add-ons of
SmarTeam — Web Editor.

smarteam.std.FavoriteSearches Contains configuration keys related to the favorite
searches in SmarTeam — Web Editor.

smarteam.std.FileStorageManager Contains configuration keys related to the File Storage
Manager sub system.
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The System Configuration Level is a logical collection of System Configuration keys. These keys
become the default keys for an end-user if they are not overridden on the lower levels.

The keys are not linked functionally, but are simply used to set up the defaults for the lower levels.

The System Configuration Service supports multiple configuration override levels to allow the
definition of complex configuration combinations. The concept behind the configuration levels is
the ability to allow information to be added or changed in the configuration according to the
appropriate level.

In each level, values can be assigned to keys that either have or do not have different values in the
previous levels.

If a key has different values in two different override levels, the value belonging to the lower level
is used. A sample presenting override levels is shown:

Search ?  Logout

Configuration Set Name:
smarteam.std.legacyPreferences.config

Unfiltered View

Key MName:
LIFE_CYCLE.LatestAvailableOnCopyFile
smarteam.std.persistencystorage.
smarteam.std.webeditor.config Description:
LSRR B RIS BEERERINE | |[Specifies whecher or not to apply the latest available lifscyole rules when performing =)
smarteam.std.sequence.config a file copy.
E smarteam.std.fileexplorer.config TRUE = Apply the latest availahle lifecycle rules.
E smarteam.stdlegacypreferences. FALSE = Do not apply the latest lifecycle rules.
E Domain
i Site
E Machine
E Application |
F System
E Group Add Value
F User I Walug Override Level Override Form
smarteam.std.favoritesearches.col r == BT
smarteam.std.workflow.config r YES User cn=bob
smarteam.std.authentication.confij m] NO User n=joe
smarteam.std.preferences.config 1

smarteam.std.nls.config

The following table presents the available configuration override levels:

This level defines the default configuration
for all applications, machines, system and
users.

Note: There can be several systems in the
domain.

Configuration Hierarchy | Description Location

Override Level

Default 0 The default values are used for all levels. <SmarTeam>\ConfigurationSet-
If a value is not defined on the lower level, tings\Default
the default value is taken. Default values
are read-only.

Domain 1 The Domain level is the topmost level. <SmarTeam>\ConfigurationSet-

tings\Domain
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System (Data- 2 The System level controls the configura- <SmarTeam>\ConfigurationSet-
base) tion per system ID. A system ID represents | tings\<systemid>

any system to which SmarTeam applica-
tions can connect, such as a relational data-
base. For example, a system ID can
comprise a database replication 1D.

Site 3 The Site level is used to allow different <SmarTeam>\ConfigurationSet-
configurations for different sites. tings\Site

Machine 4 The Machine level controls the configura- | <SmarTeam>\ConfigurationSet-
tion per machine, which is identified by tings\<machine-name>

machine name.

Application 5 The Application level controls the configu- | <SmarTeam>\ConfigurationSet-
ration per application, which is identified tings\<application-name>

by name. For example, SmarTeam — Edi-
tor, SmarTeam — Web Editor, SmarTeam —
Community Workspace.

User 6 The User level controls the configuration <SmarTeam>\ConfigurationSet-
per user, which is identified by a unique tings\<user-strong-name>
text string, such as joe.

Note: By default, this mostly concerns
Visual Settings

Example

The following example explains how the override levels work.
A new key is added on the system level:

| Saamhl 7 Logout
=)

Configuration Sat Name:
el o canfig

LTI R TR || Directory_Structure ScriptDirectory
E smarteam.std.webeditor conflg

F smarteam.std. Owerrida Laval:

System -

Pleaze select a system:

[Emaneam /SFED1315TEED | DSEISFA,

E machine
7 Application vakio:

I System |
F Group
E User

£ smarteam.std. favoritesearches.c

This definition is shown in the Override Form field for this key.
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[ Semh ? Logout
[pd Copy] [Deiste] [Save Changes] [Cancal]

Configuration Set Mame:
stmartesnn st egasypreiereneces.config

Kiry Marnn:
Directory_Structure ScriptDirectory

Crveeride Leval:
System
Creeeride Form:

st/ SFED13157E6D 1 1D5SROSFONO0-ACSRGFTE

Walhoe:
[e:3Senpts

As shown, a user connected to the database with
5FE013157E6D11D5B95F0004AC586F73 DB ID is using the C:\Scripts directory

For users connected to any other database, the Home Directory\Script directory is
used.

[ Search | Y Logout

Corfiguration Set Mame:
smarleam st egacyprelerences.conlig
Ky Mame:

ireec] y_!
Deseripbion:
[Fpecifies the location of the Script files directory. =l

E smarteam.stdlegacypreferences,
£ Domaing
.|

T ek | Dverridelel  Cverride Form =
I ~rHomebiecory=\sript Deafault

I =somebrery=ycrgl Do

T Cisoipts System smarteam: (/SFE013157EE01 105BSSFE00044CSIEF 72

: i

To obtain the database ID:

m Run the Database Connection Manager and search for the
smarteam.std.legacyPreferences.config entry in the System Configuration Editor.

OR
m Run the Database Connection Manager, select the database and right-click on Properties.

The following window image appears:
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| nat s Copaursion Moy N [=1

& smbemo_R1U Properties

I & X|B: =
18] £dd Connecto @._ G
93 Srliema_R18

[T — T 2

The Database ID is shown at the top of the window.

Note: When working in the SmarTeam - Multi-site environment, the script directory is defined on
the Site level instead of System level, so DB_REPLICID is used instead of DATABASE_ID.

Configuration Key Hierarchy

Configuration Key Summary

The Configuration Key Summary is a logical collection of the final settings of all keys that are
applied for a specific user.

Example: In this table, Key 1 is assigned values at the Domain, System and User levels.

Key 1 Key 2 Key 3 Level
1 1 1 Domain Level
2 2 System Level
3 User Level
TOTAL 3 1 2

The final value for Key1 is 3 as the override level for Users takes precedence.
The final value for Key2 is 1 as only the Domain level exists has a value for this key.

The final value for Key3 is 2 as the override level for Systems takes precedence.

System Configuration Override Levels

The following diagram shows a representation of the override levels contained in the System
Configuration Service. The files are located in <SmarTeam Home
Directory>\ConfigurationSettings\Data as shown:
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=l | ) SmarTeam
1) Bin
= |2) ConfigurationSettings
= | ) Data
|2 Application
|2 Default
|2 Domain
1) Group
12 Machine
25 site
|2 System
12 User
1) Schemas
I2) Data

Default Level
The settings defined at the Default level are located in the Default folder.

The differences between settings for each version are stored in the appropriate folder in the Default
folder as shown:

X [ smarteam. std.authentication. config.xml
& (2] smarteam std.dientLibraries. applications.config.xml
smarkeam, std.clientLibraries, UL config xml
smarkeam, std. configClient.config anl
smarkeam, std. configurationianagement  config. ml
smarkeam, std. designCapy.config anl
smmarkeam, std. dynamicTypemappings. config, xml
3 C) Data ] smarteam, std.embeddedscripts. config anl
B (5 Application 9 smarteam. std.externalipplications config.xml
=Yoot | ] smarteam, std. favoriteSearches. config anl
B (= Donan 9 smarteam. std. FilsExplorer.config sl
smarteam, std.filestoragemanager, canfig.ml

= 12 SmarTeam
® ) Bin
# () CAD Templates
# [ ClientConfiguration
® () ClientScripts
= [ ConfigurationSettings

: j I\Gﬂ;ﬂcﬁne smarkeam, std. Foundation. config sl
B & e ] smarteam, std. help. config anl
® [ system 9 smarteam. std. Integration. config sl
# 5 User 2] smarteam,std.integration.praEngineer. config.xml
® (23 schemas 9 smarteam. std.lsgacyPreferences. config.xml
® 08 2] smarteam std. IfeCyele.config ol

smarkeam, std.messages, config.sml
smarteam, std.rls.canfig.ml
smatteam, std.nlsTranslationTool.config sl

® ) document
# [ DSMarkupHandiers

® [ Help
B ) Teon-Mulki-ste ] smarteam, std.persistencyStarage canfig. xml
B () icons smatteam, std.preferences. config. xml

smarteam,std. programManagement. config.xml

() icons-Flow
smarkeam, std.progressIndicator, config.sml

® |3 icons-SmDemo
Domain Level
The settings defined at the Domain level are stored in the Domain folder.

System Level

The settings defined at the System level are stored in the System folder. For each database, a sub-
folder is created. The name of the sub-folder is in the following format:

smarteam#$$<datatabasel D>
For example: smarteam#$$5FE013157E6D11D5B95F0004AC586F73

A sample System folder is shown:

# | ) Machine
) Site
. P
= o HERY

) smarteam#§$5FE013157E601 1DSBISFO004ACSE6F73
|2) smarteam#$$EEICIB4001 A74F 1BIEDDDCIEOSAGESSE

& i) User

F i Srhamac

Machine Level
The settings defined at the Machine level are stored in the Machine folder. For each machine, a sub-
folder is created in which the modified xml files are stored. A sample Machine folder is shown:
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= ) SmarTearmn
# 12 Bin
= 1.2 corfigurationSettings
= [ Data
1= Apgication
1= Default
1) Doy

# Sroup

=
1+ |2 ILIBMSZES
1) ILIBMEEL

# [[0) schemas

User Level

The settings defined at the User level are stored in the User folder. For each user for whom specific
settings are defined, a new sub-folder is created. The name of the sub-folder is in the following
format:

<user login name>
Example: bob
XML files that have been specifically modified for this user are shown in the User folder.

A sample of a User folder and its contents is shown.

File  Edit Miew Favorites Tools  Help
@ Back ~ () ? 7 ! Search ‘“.- Folders '
Address |||3 C:\Program Files),Smar TeamConfigurationSettingsiDatailUserijoe V! Go
Folders X Mame Size  Type
= [ Configurationsettings B i:_'jsmarteam.std.conFigurationManagement.conFig File Folder
|Z)smarteam,std.legacyPreferences. config File Folder
) smarteam,std lifeCycle, config File Folder
|)smarteam,std.messages, config File Folder
= |5)smarteam,skd.nls, config File Folder
[ sharon \Z)smarteam,std. configClient, config File Folder

Site Level

From R17, you can add / change configuration settings at the Site level. For example, when
upgrading from R14 to R17, you can add configuration settings in a Test environment. All settings
that are only relevant for the Test environment and should not be replicated in the Production
environment should be saved in the Site level.

For example:

The key SmarTeam.Database_Connection_Setup.1.Database_Connection_String can be changed
in the legacyPreferences.xml file in the Site Level in a Test environment to test the setup, but these
changes are not replicated in the Production environment.

In Multi-site environments, if there are individual configuration settings on each site, this method
works correctly. However, you cannot use a single configuration setting for more than one site in a
SmarTeam - Multi-site environment.

Application Level
Not currently implemented.
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Using the System Configuration Editor

The System Configuration Editor is an administrative tool that is only accessible to administrators.
To access the System Configuration Editor, the user needs to provide authentication by supplying a
username and password. When using the SmarTeam authentication protocol and when there is no
specific database for authentication defined, the user can select the database to use when
authenticating the username and password from the System Configuration Editor Login window.

Accessing the System Configuration Editor

To access the System Configuration Editor:

m From the Start Menu, select Programs > SmarTeam > Administrative Tools > System Config-
uration Editor.

OR

m  Go to the following URL:
http://<ComputerName>/SmarTeam/System/ConfigurationEditor/
Where ComputerName is the name of the machine on which the utility is installed.

System Configuration Main Page

The System Configuration Service Main Page is divided into two areas:
Left panel: Contains a list or tree of the configuration sets

Right panel: Contains configuration keys and their values.

View Types

There are different ways of viewing information in the System Configuration Service. These are
known as views.

To change the current view type:

1 Click View Type in the left panel.
2 The following is a list of View Types:

m Filtered View: The configuration sets are represented as a hierarchical structure sorted into
different groups. These groups can be customized according to your requirements. Note that
configuration sets not added to a group cannot be seen in this view.

m Unfiltered View: All configuration sets that exist in the System Configuration Service are
shown even if they are not added to the Filtered View.

m Filter by Site: The configuration sets for which a certain site has override values are shown.

m Filter by Machine: The configuration sets for which a certain machine has override values
are shown.

m Filter by Application: The configuration sets for which a certain application has override
values are shown.

m Filter by System: The configuration sets for which a certain system ID has override values
are shown.
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Using the System Configuration Editor

Filtered View

m Filter by User: The configuration sets for which a certain user has override values are

shown.

In the Filtered View the configuration sets are represented in a hierarchical structure for ease of use.

The configuration sets are sorted into different groups.

Note: These groups can be customized according to your requirements.

A sample filtered view is shown in the left panel:

l— Search

? Logout
Miscellaneous Configuration > Directory Structure
Key Name Description
Comment File Name Path
E Miscellaneous Configuration Default Icon Path
E Convertion Formats Icons Directory
! ERr (el Printing Directory
B Scripts Preferences
E Directory Structure (REE) Loy Dy
E General Preferences S DIy
E Life Cycle Preferences Script Editor
E Messages Preferences
E Dptions
E Yault Preferences
E Workflow
E User Account Management Pref|
E Design Copy
B National Languages Support
E Help Preferences
E Collaborative Design
To view the keys for a specific configuration set:
1 Click on Configuration Set Name.
A list of available override levels appears.
2 Click on an override level to view its override keys in the right panel.
3 Click on a key name to view its values, as shown in the following window image.
Search %  Logout
Cancel

Filtered Wiew (Grouped)

E miscellaneous Configuration
¥ Convertion Formats
¥ Server Hooks
E Scripts Preferences
E Directory Structure
¥ General Preferences
E Life Cycle Preferences
E Messages Preferences
E Options
E Vault Preferences
= Workflow
E User Account Management Prefs
E Design Copy
E National Languages Support
E Help Preferences
E Collaborative Design
£ Applications
El Services

Configuration Set Name:

smarteam.std legacyPreferences.config

Key Mame:
Directory_Structure ICONS_DIR

Owerride Level:
Owerride Form:

Yalue:

<HomeDirectory =\icons
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Using the System Configuration Editor

From this window, you can add a new key or delete an existing key. For more details, see Adding a
New Key Value, Deleting a Key Value and Editing a Key Value.

Unfiltered View

In the Unfiltered View the configuration sets are presented in a running list in the left panel.

To view the keys for a specific configuration set:

1 Click on Configuration Set Name.
A list of domains appears.

2 Click on a domain to view its override keys in the right panel.

3 Click on a key name to view its values, as shown in the sample window image.

From this page, you can add a new key or delete an existing key value. For more details, see
XAdding a New Key ValueX, XDeleting a Key ValueX and XEditing a Key ValueX.

A sample unfiltered view is presented in the following window image:

Search ?

Logout

smarteam.std.legacypreferences.config
Override Level: Domain

Unfiltered View

smarteam.std.persistencystorage.
smarteam.std.webeditor.config
smarteam.std.datamodeldocument

Key Name
SmarTearn.Database_Connection_Setup.0.Database_ID

Description

smarteam.std.sequence.config
smarteam.std.fileexplorer.config
= smarteam.std.legacypreferences.d

E Domain

i Site

E Machine

E Application

SmarTearn.Database_Connection_Setup.0.Database_Replica_ID
SmarTearn.Database_Connection_Setup.0.Database_Connection_String
SmarTearn.Database_Connection_Setup.0.Database_Password
SmarTearn.Database_Connection_Setup.0.Database_Name

LIFE_CYCLE LatestavailableOnCopyFile

Directory_Stucture. ScriptDirectory

w1l

F System

EI Group

E User
¥ smarteam.std.favoritesearches.col
E smarteam.std.workflow.config
¥ smarteam.std.authentication.confi
¥ smarteam.std.preferences.config
E smarteam.std.nls.config

ee—

In addition to the Filtered and Unfiltered Views, you can also view the configuration sets according
to Site, Machine, System, Application and User.

Adding a New Key Value

From each view type, a new key value can be added.

To add a new key value:

1 Click Add Key Value.
The Add Key Value window appears.

2 Complete the fields as follows:
m Value: Type the value for the key.
m Override Level: The desired override level for which this value is inserted

m Override Form: The override form (depending on the override level) for which this value is
relevant. For example, when typing a value that is relevant to a certain machine, the override
form will contain its name.
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For example, in the window image for a Time Stamp, a value of TestApp at the Application level
overrides any values that appear at the System level or lower.

Deleting a Key Value

From each view type, an existing key value can be deleted.

To delete a key value:

1 Select a Key Name.
2 Click Delete Key Value.

The key value is removed from the System Configuration Service.

Editing a Key Value

You can update the value of a key at any time.

To update a key value:

1 Click on the Value field to display the values available for this key.
2 Click on the desired value.

3 Click Save Changes.
The key value is updated.

Implementation

Key Types

There are three types of keys in the System Configuration Service:

m Static Key: System keys that are optimized for read-only operations. Using these keys for
read/write operations results in a tax of system resources.

m Dynamic Key: A specific type of user-defined key that is dynamically and automatically
changed during a client's work. This type of key is normally defined during the customization
process.

m User-defined Key: A key that is specifically defined by the user for customization purposes.
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Note: When adding a user-defined key, it must be saved in a local .INI file on the client machine.

Connecting SmarTeam Applications to System Configuration Service
through a Firewall

This section is related to the connection of SmarTeam applications to the System Configuration
Service through Firewalls.

The System Configuration Service is a communication module implemented using Microsoft 's
Remoting.NET / SOAP Web Service technology. By implementing the System Configuration
Service with Remoting.NET / SOAP Web Service, the System Configuration Service can work on
top of any Remoting.NET-supported protocol. By default, the supported protocols are TCP and
HTTP.

After installation, the default settings for the System Configuration Service are the protocol TCP on
port 5607.

To change the default settings of the service, open the SystemConfigurationRemoting.config file
located in SmarTeam's Bin directory on the machine on which the System Configuration Service
was installed.

Mapping Pre-V5R13 Repositories

Configuration information that was previously stored in .INI files, registry and database preferences
is now part of the System Configuration Service.

All types of keys that were inherited from previous SmarTeam versions are currently located in the
smarteam.std.legacypreferences.config configuration set.

The System Configuration Service includes a search facility that allows users to find keys by their
names. The search finds all elements whose hame matches exactly or contains the specified text.

The search facility presents a list of all corresponding configuration elements and the configuration
set to which they belong.

Clicking on the key name redirects you to the key view which shows all available values for this
key.

In addition, you can use the information described in the following table.
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Implementation

Note: To view all keys of a certain configuration set, you must work in Unfiltered view. A sample

Unfiltered view is shown:

Unfiltered ‘iew =

E smarteam.std.persistencystorage.config

E smarteam.std.webeditor.config

E smarteam.std.datamodeldocumentationwiz.config
.sequence.config
fileexplorer.config

E smarteam.std.legacypreferences.config

E smarteam.std.favoritesearches.config

.embeddedscripts.config
.configclient.config
E smarteam.std.viewers.config
E smarteam.std.clientlibr.
E smarteam.std.redirect.config
E smarteam.std.webeditor viewsdisplaysettings.con
E smarteam.std.dynamictypemappings.config
E smarteam.std.vaultclient.config

»s.applications.config

The following table describes the method of mapping configuration data for all sources (.INI,
Registry, database) to the System Configuration Service. The left column contains samples of
entries in the old .INI files, Registry and Database Preferences. The right column contains the
location and entries in the System Configuration Service that replaces these.

Configuration Location (PREVIOUS)

Mapping in System Configuration (CURRENT)

NI Files

Format:
[SectionName]
KeyName=Value

Example:
[Directory_Structure]
ScriptDirectory=<HOMEDIRECTORY>\script

Format:

SectionName.KeyName

This parameter is found in the Configuration Set:
smarteam.std. legacypreferences.config
under the Key Name:
Directory_Structure.ScriptDirectory

Registry

Example:

$Admin\Database Connection
Info\O\Database ID

This entry is found in the Configuration Set:
smarteam.std. legacypreferences.config
under the Key Name:
Database_Connection_Info.0.Database_ID

Preferences (Inside the database)

Example:
CONVERSION_FORMATS . Date

Example:
This entry is found in the Configuration Set:
smarteam.std. legacypreferences.config

under the Key Name:
CONVERSION_FORMATS .Date
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Transporting System Configuration

General

An administrator can prepare system configuration in one environment and then apply it safely to
another environment. For example, you can create system configuration in the Test environment
and then apply it in the Production environment.

System Configuration files created in one SmarTeam system contain a database identifier that must
be changed while moving to another SmarTeam system.

The database identifier of the source system should be replaced with the database identifier of the
target system.

All entries in the System Configuration that are directly linked to the source environment elements,
for example, computer names, IP addresses etc., should be replaced with appropriate data for the
production environment.

To transport system configuration schema:

1 Copy the configuration files from the source server to the appropriate location on the target
server.

2 Change all entries in the configuration files of the target configuration from source database
DATABASE_ID (select DATABASE_ID from TDM_DB_VERSION) to the target database
DATABASE_ID.

Note: Note: If you do not know the ID of the target database, you can copy it from the Database
Properties window as follows:

a From the Database Connection Manager, click on the required database. The Database
Properties window appears.

E3 smDemo Properties | x|

Details

Replication id

LConnection String:

Provider=SGLOLEDEB. 1 Persist Security -
Info=False:User ID=SMARTEAM Initial
Catalog=SmDemo Data LI

Servers

ITI Cancel | Apply

b Copy the Database ID string from the ID field.
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Domain Level

The main file to be changed at the domain level is:
<SmarTeam>\ConfigurationSettings\Data\Domain\smarteam.std.legacyPreferences.config.xml

IMPORTANT! When migrating, before attempting to connect to the system, change the
connection string. For full details on migration, see Upgrading SmarTeam to V5R17.pdf.
In SmarTeam - Multi-site systems, this issue is related to a site to which the System
Configuration is copied. After copying the files, the connection string must be changed
for each site.

User Level

User-specific preferences can be created for one user and then distributed to other users. To do this,
specific folders must be created inside the User System Configuration folder.

For example, if there are two users, such as Joe and Bob, a folder named joe is created in the USER
System Configuration folder when Joe logs in for the first time.

To distribute this folder to Bob, do the following:

1 After creating the necessary System Configuration settings for Joe, such as appropriate Visual
settings, log out of SmarTeam.

2 Copy the joe folder from the User System Configuration folder to the bob folder as shown.
3 When Bob logs in for the first time, he sees the same Visual settings as Joe.
Note: If Bob has already logged in, even once, his own System configuration settings already

exist. Therefore, to apply settings of Joe to Bob, you must first delete Bob's settings from the Bob
folder and then replace the folder with the Joe folder.

Fle  Edb View Favorbes Tooks  Help
@k - @ - (T 0 erch | [ Foders | [
Address |[5) C:iProgram Files\SmarTeam)ConfigurationSettingsiDataiUser v| B
Ralden X Hame Sie | Type Date Modified
= ) Configurationsettings ~ b0 File Foldlsr /37200 11:51 AN
8 £ bata Diiee File Folder 9/3/2006 11:53 AN
= 5 e (ysharan File Foldsr Sjf200 11:52 AN
1) bob
B 2 e
|5) sharon v
3l @ & i
3 objacts (Disk res spare: 20.5 GB) i bytes 4 My Computer

Managing System Configuration in the MUS Environment

The System Configuration in the MUS environment behaves as in a regular environment, except for
a few small changes. For full details, see the SmarTeam - Multi-site Administration Guide.

The following diagram shows a typical Multi-site system:
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SmarTeam — Multi-site Specific Changes

When transporting System Configuration in the SmarTeam - Multi-site environment, you can
prepare System Configuration at one site and distribute the configuration to other sites.

To enable users to connect to their relevant sites, when transporting, the connection string in the
System Configuration must be changed. This can be done in the System Configuration Editor.

The entire process of transporting System Configuration holds true also for the SmarTeam - Multi-
site system. The only exception is DATABASE_ID, which is the same for all sites within the
SmarTeam - Multi-site system.

Synchronization of System Configuration Files

When changing keys at one site, if you want to synchronize between sites, relevant files may be
distributed to other sites or the same changes can be made once again at each site. This should be
done when there are no users connected to avoid a situation in which sites have different settings for
the same modules (e.g., Lifecycle), which may result in data corruption.

Note: Itis strongly recommended that you locate the System Configuration service on a different
server than the one on which SmarTeam is installed.

Sometimes there is a need to connect remote clients to a SmarTeam database and the MUS is not
yet applicable. In that case, the SmarTeam recommendation is to place the System Configuration
Server along with the NLS storage closer to the remote users. This may result in several System
Configuration Servers related to the same database.

After using scheduled synchronization, note that to connect users to the correct vault, the following
parameters need to be synchronized manually:

m Database Connection - Domain level

m Default Vault - System level

Adding Complex Keys to the System Configuration Service

IMPORTANT! Before adding complex keys, verify you back up all configuration
setting files in the Configuration Settings Data directory.
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To add a complex key:

1 Define the complex key in an XML editor, e.g., Visual Studio. While writing the definition of
a key, verify the XML syntax is valid and the key name is a valid SmarTeam key name.
2 Use the editor's validation tool to ensure that the XML syntax is valid.
3 Open the SmarTeam Configuration Editor and find the relevant key.
4 If the key definition for this key does not exist, select the Add option to add it.
5 If the key definition for this key already exists, append the new definition to the end of the
existing definition using the Edit option.
6 Copy the key definition from the XML editor, and paste it into the multi-line text box in the
Configuration Editor.
7 For example, to add a new submenu containing two commands to the Application bar, add the
following entries in the <applicationBar> key:
<menul tem>
<commandInternalName>ud.ProxySettings</commandinter-
nalName>
<URL>/Views/UserDefinedTools/StatusReport.aspx</URL>
</menultem>
<menul tem>
<commandInternalName>ud.ChangePassword</commandlnter-
nalName>
<URL>/Views/UserDefinedTools/StatusReport.aspx</URL>
</menultem>
8 Save the changes.
IMPORTANT! After adding each key, it is highly recommended to run the SmarTeam
application and test the changes you made.
Example:

The following example shows how to add a new submenu in the SmarTeam — Web Editor
application bar.
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Implementation
B Personal Setting
=-Quick Search
Program Management
To define this new submenu in the SmarTeam Configuration Editor:
1 Open an XML editor and type the code as shown in the following image:
ApplicationBar.xmi* |
<subNenu>
<roles>
<role>
<idrDefault</id>
<menultems>
<menultem>
<commandInternallame>ud.ProxySettings</comnandInternalName>
<URL>/Views/UserDefinedTools/StatusReport.aspx</URL>
</menultem>
<menultems
<commandInternallame>ud. ChangePassvord</command Internallame>
<URL>/Views/UserDefinedTools/StatusReport.aspx</URL>
</menultems
</menultens>
</role>
</roles>
<subMenuld>mniPersonalSettings</subMenuld>
</ subMenu>
2 Open SmarTeam Configuration Editor and find the key <applicationBar>.
pj—g Search ?  Logout
ENOVIA 9
Configuration Set Name:
smarteam.std.webeditor.config
Key MName;
applicationBar
E Miscellaneous Configuration
E Applications Description:
B Services A complex key used to customize the SMARTEAN - Teb Editor application bar to present =
data that is specific per customer.
-]
r Yalue Override Level Owerride Form
r <Complex Keys Default
wile

3 Click on Save Changes.
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Cancel

Configuration Set Name:
smarteam.std.webeditor.config

Key Mame:
applicationBar

Owerride Level:
Domain -

Yalue:

4 Restart SmarTeam Services.

5 Restart the SmarTeam — Web Editor and test your changes.

Adding a New Key to the System Configuration

To add a new key to the system configuration:

1 Create a schema file in the folder in which the current version of SmarTeam is installed:
[Smarteam HOME]\ConfigurationSettings\Schemas

2 In this schema file, define the new or updated key. This file must contain only the changes for
this version and not the complete data. For example, if the original version contains two keys
and you want to add one more key in this version, the file for this version must contain the new
key only and not all three keys.

3 Add a new XML file in the corresponding location in the data folder ([Smarteam
HOME]\ConfigurationSettings\Data). This XML file should only contain delta information,
according to the schema file.

IMPORTANT! In any event, it is prohibited to change SmarTeam's schema files!

Writing to the System Configuration Service using SmarTeam API
(session smConfig)

In V5R10, users can add their own configuration parameters for customizing applications. These
parameters are written in the SmarTeam INI files, e.g., SMTEAM32.INI with separate headers.
Users can also created their own INI files, which can be accessed using SmConfig API
functionality.

In the current version, the following rules should be applied when creating user-defined
configuration parameters.

IMPORTANT! The following names are reserved names and CANNOT be used for
manipulating user-defined configuration keys. Using these names will cause serious
performance degradation.
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smteam32.ini
SMGRID32.INI
SMGRDC32.INI
SCRGENS2.INI
SmVIt32.ini
SmWorkFlow.ini
SmERPSyncServer.ini
ServerSafeScripts.ini
WebServerSafeScripts.ini
smwiza32.ini

UpgradeSmartDatabase.ini
SmartDesk.ini

Notes:
If one of these .INI files is typed into the IniFileName property of SmConfig, it turns to the System
Configuration instead.

It is not recommended to manually update SmarTeam configuration parameters using a SmarTeam
API.

System parameters that need to be constantly updated at runtime should be stored in individual INI
files located on the end-user's workstation.

Defining the Default Connection for the SmarTeam Database for Multiple

Clients

The default client connection to a SmarTeam database is stored in the local computer registry and
not in the System Configuration Service. This means that defining the default database at the
System Configuration Server does not affect client computers using this System Configuration.

To avoid defining a default connection manually for each client computer, the relevant section of
the registry on the System Configuration Server must be exported and imported at each client
computer. This can be done as a part of the batch procedure.

The registry setting is located in:

HKEY_CURRENT_USER\Software\SmarTeam\SmarTeam Application\Recent Databases

Using Individual Configurations for Different Users

If the administrator needs to use configuration that is completely different from what is used for
regular users, set up an additional Core Services computer and point admin client workstation on
this server.

To switch client from one Configuration to another, do following:

1 Goto C:\WINDOWS\Microsoft. NET\Framework\v1.1.4322\CONFIG.
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2 Open the file machine.config.

3 Locate the line (there should be 3 entries like this):
""<smarteam><sessionManagement><client><url>tcp: 127.0.0.1:5607"

4 Change the TCP/IP, for example 127.0.0.1 to the TCP/IP address of the new server.

Manually Editing System Configuration XML Files

It is not recommended to edit System Configuration XML files manually (i.e., in Notepad), as this
can cause file corruption.

If you edit System Configuration XML files manually it is highly recommended to save them in
UTF8 code page (UNICODE) for availability of the system configuration in far eastern languages,
such as Japanese and Chinese.

System Configuration Service

A Microsoft® Windows application, which supports the system configuration is installed with the
SmarTeam - Foundation as part of the Core Services. It connects SmarTeam applications with the
information from the Configuration schema.

Configuration Schema

The configuration schema is a collection of definitions of all possible SmarTeam System
Configuration keys available from the system.

The configuration schema format is a standard W3C XSD Schema. For more details, seeS
http://www.w3.org/XML/Schema.

Configuring the System Configuration Service to Work with the Windows
Protocol

The System Configuration Service can be configured to work with the Windows protocol.

In the web.config file located at <SmarTeam Home Dir>\Web\System\ConfigurationEditor the
following two keys appear:

<authentication mode="Forms">
<forms loginUrl="Authentication/LoginPage.aspx" name=".SMARTAUTH"/>

</authentication>

<authorization>
<deny users="?"/>
</authorization>
1 Change the <authentication mode="Forms"> key to <authentication mode="Windows">.
2 Comment out or delete the line starting with "<forms...".

3 Comment out or delete the Authorization tag in its entirety including "<deny.." and its closing
tag as shown in the following example.
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Example:
<authentication mode="Windows">
<!-- forms loginUrl="Authentication/LoginPage.aspx" name="-SMARTAUTH"/-->
</authentication>
<!--authorization>
<deny users="?"/>

</authorization-->
1 Inthe IS Manager, go to the Default Web Site \SmarTeam\System\ConfigurationEditor.
2 Right click and select Properties.
3 Select the Security tab and click Integrated Windows Authentication.

4 Restart 1IS.

IMPORTANT! You DO NOT have to change to Windows authentication in the Authen-
tication Manager.
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Configuring Core Services on a Multi-Network Card Machine

The connectivity used by SmarTeam for communication between Foundation clients and the server
is .NET Remoting.

To ensure that Foundation services (Session Management and System Configuration) installed on a
machine with multiple network cards work correctly, binding configurations must be applied
manually.

The TCP channels in each Foundation service should be bound to the same network card.

To configure binding for the network card, you need to edit the
SessionManagementRemoting.config.xml and SystemConfigurationRemoting.config.xml located
in the SmarTeam\bin folder.

Each xml file contains tcp channel sections (beginning with <channel ref=) that contain the
following code:

SessionManagementRemoting.config

<channel ref="tcp" port="5606">

</channel>
SystemConfigurationRemoting.config

<channel ref="tcp" port="5607">

</channel>

To configure binding:

m Add the bindTo attribute with the IP address of the network card to the "<channel ref" line as
follows:
SessionManagementRemoting.config

<channel ref="tcp" port="5606" bindTo="x.X.X.X"">
</channel>
SystemConfigurationRemoting.config

<channel ref="tcp" port="5607" bindTo="X.X.X.X"">

</channel>

Where x.x.x.x is the IP address of the network card.
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Configuring IIS 64bit to Work with an Application Running at 32bit

If you need to configure your 64 bit 11S machine to run an application at 32 bit, perform this
procedure.

To configure an 1IS 64bit for 32bit application:

1 Verify that ASP.NET is not installed on your server.
If ASP.NET is installed, remove it using the following example:
%SYSTEMROOT%\Microsoft. NET\Framework64\v2.0.50727\aspnet_regiis.exe -ua

2 Type the following command to enable 32bit mode:
cscript %SYSTEMDRIVE%\inetpub\adminscripts\adsutil.vbs
SETW3SVC/AppPools/Enable32bitAppOnWin64 1

3 Install the ASP.NET.
If you uninstalled ASP.NET, you can use the following examples.
%SYSTEMROOT%\Microsoft. NET\Framework64\v2.0.50727\aspnet_regiis.exe -i
%SYSTEMROOT%\Microsoft. NET\Framework\v1.1.4322\aspnet_regiis.exe -i

4 Go to Computer Management, Services and Applications, Internet Information Services, Web
service Extensions and verify that ASP.NET (32-bit) is set to: Allowed

XML Troubleshooting

This section contains tips to help you solve any errors that may occur due to problems with your
XML syntax.

All XML Elements Must Have a Closing Tag
In XML, all elements must have a closing tag, like this:
<p>This is a paragraph</p>
<p>This is another paragraph</p>
XML Tags Are Case Sensitive
With XML, the tag <Letter> is different from the tag <letter>.
Opening and closing tags must therefore be written using the same case:
<Message>This is incorrect</message>
<message>This is correct</message>
All XML Elements Must Be Properly Nested
In XML all elements must be properly nested within each other like this:

<b><i>This text is bold and italicized</i></b>

All XML Documents Must Have a Root Element
All XML documents must contain a single tag pair to define a root element.
All other elements must be within this root element.

All elements can have sub-elements (child elements). Sub-elements must be correctly nested within
their parent element:
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<root>
<child>
<subchild>.....</subchild>
</child>

</root>

Attribute Values Must Always Be Quoted
With XML, it is not permitted to omit quotation marks around attribute values.

XML elements can have attributes in name/value pairs just like in HTML. In XML the attribute
value must always be quoted as shown in the following example:

<?xml version="1.0" encoding="1S0-8859-1"7>
<note date="12/11/2002">

<to>Tove</to>

<from>Jani</from>

</note>

White space Is Preserved Using XML

With XML, the white space in a document is not truncated.

Comments in XML
The syntax for writing comments in XML is as follows:

<!-- This is a comment -->

Configuring Session Management

Session Management is an integral part of SmarTeam's Core Services. In the System Configuration
Service, you can define the parameters of the Session Management. The End Time of a Session
parameter defines the length of idle time of a session. After this time has passed, the Session
Management automatically closes the session. This feature reduces workload on the system and
subsequently releases licenses for other users. This is useful in cases where some users leave their
SmarTeam applications open when they are not at their desks.

To configure the end-time of a System Configuration session:

1 Open the file smarteam.std.sessionManagement.service.host.exe.config located inin the
<SmarTeam Home directory>\bin directory.

2 Update the value of the <expiration> tag. The value is in minutes.
3 Save the file.

4 Restart the Session Management Service.
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Clusters

What is a Computer Cluster?

A computer cluster is a group of loosely coupled computers that work together closely so that in
many respects it can be viewed as though it were a single computer. Clusters are usually deployed
to improve speed and/or reliability over that provided by a single computer, while they are typically
much more cost-effective than single computers of comparable speed or reliability.

High-availability (HA) clusters (supported by SmarTeam): Clusters that are implemented primarily
for the purpose of improving the availability of services which the cluster provides. They operate
by having redundant nodes, which are then used to provide service when system components fail.
The most common size for an HA cluster is two nodes, which is the minimum required to provide
redundancy. HA cluster implementations attempt to manage the redundancy inherent in a cluster to
eliminate single points of failure.

What is Microsoft Cluster Server?

Microsoft Cluster Server (MSCS) is software designed to enable servers to work together as one
machine to provide failover and increased availability of applications. For the remainder of this
document, Microsoft Cluster Server will be referred to as MSCS.

Installing SmarTeam Vault Redundancy, Core and Flow on MSCS enables the system to detect a
failure and automatically switch to the redundant Vault.

Note: All the documentation mentioned in this document, unless specified otherwise, is available
on the SmarTeam Documentation CD.

Setting up SmarTeam Vault Server on MSCS

This section provides a step-by-step description of the process for setting up SmarTeam Vault
Server on MSCS.

To set up SmarTeam Vault Server on MSCS:

1 Install SmarTeam Vault server on each of the servers in the cluster.

Note: Define the same Domain Controller (DC) for all machines and create the relevant
vault group, accordingly.
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2 Inthe Computer Management Services window, double-click SmarTeam Service Vault in the
Name field.
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3 In the SmarTeam Vault Service Properties dialog box Startup type field:
m Select Manual from the drop-down combo list.

m Click OK.

SmarTeam Yault Service Properties {Local Computer) [ 7]
General | Log On | Recovery | Dependencies |

Service name: S/ aultServicelnt

Display name:  [FaiT eam Vault Service

B | =
Palh to erecutable:
EAPROGRA™\SMARTEAM\ENGMARTS 1 EXE
Startup type: [Manual =l
B tomatic
Bt i Cbabed
S| Siop | Pawe | Besune |

“f'ou can specify the start parameters that apply when you start the service
from here.

Start parameters |

oK | Camcel | el |

4 Create a shared directory on each of the servers (nodes) and give it the same name on both
machines (these directories are used as Temp directories for the vault work).

5 On each server (node) define the Global Cluster Name (using the Vault Server Setup) as the
Vault Node Path , such as QACLUSTER in the network.

¥ault Server Details

M odify

Yault node name walk on o

Wault nade path QACLUSTER

Clients oot I'\\D_ aclusterySmTemp_chuster J

“aulk zerver ITEF‘;”IF’ 'I i

protocol
TCPAP addiess |1 72.16.200.82
TCPAF part 57353 -+

ak I Cancel | Help
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6 Create a shared directory for SmarTeam Vault on the Shared Area Network (SAN). Use this
directory as the actual Vault containing the ChecklIn, Release and Obsolete directories. See
MSCS System Layout (below) for a visual illustration of this setup.

| Global Elustet Node |

/-/ Shared Area Stotage (SAN) \

-\Q;
a
&

wult Server & (Node A Vault Server B (Node B) - SMARTEA‘M =

&

X

SMARTEAM — Editor

Setting up SmarTeam Core Services on MSCS

This section provides a step-by-step description of the process for setting up SmarTeam Core
Services on MSCS.

To set up SmarTeam Core Services on MSCS:

1 Install SmarTeam Core Services on each of the servers in the cluster.

2 Set SmarTeam Session Management Service and SmarTeam Configuration Service services to
manual:
In the Computer Management Services window, double-click SmarTeam Session
Management Service in the Name field.
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Setting up SmarTeam Core Services on MSCS
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3 Inthe SmarTeam Session Management Service Properties dialog box, Startup type field:

m Select Manual from the drop-down combo list.

m Click OK.

SmarTeam Session Management Service Properties (Local Co.. [ E3

General | Log On | Recovery | Dependencies |

Displayname: | SmerT eam Session Monagement Service

Desciig |

rahnmedie
\program i i servieeh

Stetuplps  [Manud =
Automabc

Dizabled

Service b

4 Copy ConfigurationSettings folder located in <SmarTeam Home Directory> to SAN.

5 Set -R -W permission for all SmarTeam users on ConfigurationSettings folder.

6

From the <SmarTeam Home Directory>\Bin:

m Open the SmarTeam.Std.SystemConfiguration.Service.Host.exe.config file.
(SmarTeam recommends that you back up this file before performing any updates.)

m In the tag <handler> update the SchemasPath key and DataPath key to the SAN location.

Note: The SAN must be defined as a partition driver.
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» SrarTeam.Std.SystemConfiguration.Service-Host.exe.config - Notepad

Eie Edt Fomat Wiew Heb
[ccontiguration: |
<Smartean:
<sysTemContiguration:
<servicer
<configurationbatadandlerssmarTean. STd. Systemcontiguration. service. Filesyst
) <a'|'Inwunsignedschemas>tru=</a'l'Inwuns'ignedschemas>

<hand1ers>
<|"1'IESyStEmC0n‘F1 gurationbataHandler>
ey- ‘schemasPath” value="D:\ConTigurationsettingsischemas "/ »
§¥ “patapath” wvalue="p:\Configurationsertingshbata” =
,-'f‘I'IQSystemco dgurationbatadandlers
</handlarss
< /s ysTamcont 1gur arions
< /smarteams
<system. webs
<CUSTOMEFrors mode="0n" />
</ SysTem. webr
</configuraton:

4

Setting up SmarTeam Workflow Services on MSCS

This section provides a step-by-step description of the process for setting up SmarTeam Workflow
Services on MSCS.

To set up SmarTeam Workflow Services on MSCS:

1 Install SmarTeam Workflow Services on each of the servers in the cluster.

2 Set SmarTeam Workflow Service to manual:
In the Computer Management Services window, double-click SmarTeam Workflow Service

in the Name field.

L hErvices
= B EDEB[ @ e 0w
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3 In the SmarTeam Workflow Service Properties dialog box, Startup type field:
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m Select Manual from the drop-down combo list.
m Click OK.

SmarTeam Session Management Service Properties (Local Co... [FIE3

General | Log On | Recovery | Dependancies |

gy -

Display name: T eam Session Management Serice

Descripion: |V =]
£]
LA S e S
Statuphpe  |Manud =
Automatic
Service atus: (isabied
Stat I Ston l B I ]

You can specily the slait parameters that apphy when you star the senice
from hese.

St parametess: |

0ok I Cancel
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For a list of keys available in the system, see the attached V5R20 System Configuration Keys Excel
file.
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